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- Opinion on the application of the Principles of Subsidiarity and

Proportionality

Delegations will find enclosed the opinion' of the Senate of the Kingdom of the Netherlands on the

above proposal followed by a courtesy English translation.

! The translation(s) of the opinion may be available on the Interparliamentary EU Information
Exchange website (IPEX) at the following address: http://www.ipex.ew/[PEXL-WEB/search.do
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European Commission

attn. Mr M. Seftovie, Vice-President for Interinstitutional Relations
and Foresight

Wetstraat 200

1049 Brussels

Belgium

dotum 23 May 2023
betreft  Further questions about the proposal for a Regulation on horizontal cybersecurity requirements COM(2022)
454
ons kenmerk  173205.01U

Courtesy translation

Dear Mr Seféovig,

In their committee meeting on 9 May 2023, the members of the standing committee for Justice and
Security of the Senate of the States General discussed your letter of 31 March 2023 concerning the
proposal for a Regulation on horizontal cybersecurity requirements (COM(2022) 454).1 The mem-
bers of the parliamentary parties of GroenLinks (GreenlLeft Alliance), PvdA (Labour Party), SP (So-
cialist Party) and PvdD (Animal Rights Party) together wish to thank the European Commission for

answering their questions. They now have a few more follow-up questions.
Questions of the members of the GroenlLinks, PvdA, SP and PvdA parliamentary parties

Free and open-source software

The members welcome the fact that the Commission shares their concerns about the impact of the
Cybersecurity Resilience Act (CRA) on free and open-source software and that the Commission
wants to remove as much uncertainty as possible by proactively informing developers. However, in
the opinion of the members, the question remains why the Commission has not chosen a framework
based on the purpose for which a product with digital elements has been developed. An element
having a clear commercial purpose could then fall entirely under the CRA, whereas other projects
serving a more altruistic purpose or resulting from research and experimentation would fall outside
the scope of the CRA. Can such a distinction based on purpose be made and would this not be a

more workable model in practice?

! Parliamentary Papers, Senate, 2022/23, 36239, D.
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