
  

 

14127/19    RD/JGC/jk  

 ECOMP.2.B  EN 
 

 

 

Council of the 
European Union  

 
 
 
 
 
 
Brussels, 7 February 2020 
(OR. en) 
 
 
14127/19 
 
 
 
 
FISC 447 
ECOFIN 1016 

 

 

Interinstitutional File: 
2018/0412 (CNS) 

 

  

 

LEGISLATIVE ACTS AND OTHER INSTRUMENTS 

Subject: COUNCIL DIRECTIVE amending Directive 2006/112/EC as regards 
introducing certain requirements for payment service providers 

  



 

 

14127/19    RD/JGC/jk 1 

 ECOMP.2.B  EN 
 

COUNCIL DIRECTIVE (EU) 2020/… 

of … 

amending Directive 2006/112/EC  

as regards introducing certain requirements for payment service providers 

THE COUNCIL OF THE EUROPEAN UNION, 

Having regard to the Treaty on the Functioning of the European Union, and in particular Article 113 

thereof, 

Having regard to the proposal from the European Commission, 

After transmission of the draft legislative act to the national parliaments, 

Having regard to the opinion of the European Parliament1, 

Having regard to the opinion of the European Economic and Social Committee2, 

Acting in accordance with a special legislative procedure, 

                                                 
1 Opinion of … (OJ C …, …, p. …). 
2 OJ C 240, 16.7.2019, p. 33. 

https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX%3A52019AE0106
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Whereas: 

(1) Council Directive 2006/112/EC1 lays down the general value added tax (VAT) accounting 

obligations for taxable persons. 

(2) The growth of electronic commerce (‘e-commerce’) facilitates the cross-border sale of 

goods and services to final consumers in the Member States. In that context, cross-border 

e-commerce refers to supplies upon which the VAT is due in a Member State, but the 

supplier is established in another Member State, in a third territory or in a third country. 

However, fraudulent businesses exploit e-commerce opportunities in order to gain unfair 

market advantages by evading their VAT obligations. Where the principle of taxation at 

destination applies, since consumers have no accounting obligations, the Member States of 

consumption need appropriate tools to detect and control such fraudulent businesses. It is 

important to combat cross-border VAT fraud caused by the fraudulent behaviour of some 

businesses in the area of cross-border e-commerce. 

                                                 
1 Council Directive 2006/112/EC of 28 November 2006 on the common system of value 

added tax (OJ L 347, 11.12.2006, p. 1). 
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(3) For the vast majority of online purchases made by consumers in the Union, payments are 

executed through payment service providers. In order to provide payment services, a 

payment service provider holds specific information to identify the recipient, or payee, of 

the payment together with details of the date, the amount and the Member State of origin 

of the payment as well as of whether the payment was initiated at the physical premises of 

the merchant. That specific information is particularly important in the context of a 

cross-border payment where the payer is located in one Member State and the payee is 

located in another Member State, in a third territory or in a third country. Such information 

is necessary for the tax authorities of the Member States (the ‘tax authorities’) to carry out 

their basic tasks of detecting fraudulent businesses and controlling VAT liabilities. It is 

therefore necessary that payment service providers make that information available to the 

tax authorities to help them detect and combat cross-border VAT fraud. 
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(4) To combat VAT fraud, it is important to require payment service providers to keep 

sufficiently detailed records and to report certain cross-border payments determined as 

such by reason of the location of the payer and the location of the payee. It is therefore 

necessary to define the concepts of location of the payer and location of the payee and also 

the means to identify those locations. The location of the payer and of the payee should 

only trigger the record keeping and reporting obligations for the payment service providers 

which are established in the Union and those obligations should be without prejudice to the 

rules laid down in Directive 2006/112/EC and in Council Implementing Regulation 

(EU) No 282/20111 as regards the place of a taxable transaction. 

(5) On the basis of information they already hold, payment service providers are able to 

identify the location of the payee and the payer in relation to the payment services they 

provide, using an identifier of the payer’s or the payee’s payment account or any other 

identifier which unambiguously identifies, and gives the location of, the payer or the 

payee. When such identifiers are not available, the location of the payer or the payee 

should be determined by means of a business identifier code of the payment service 

provider acting on behalf of the payer or the payee, in cases where the funds are transferred 

to a payee without any payment account being created in the name of a payer, where the 

funds are not credited to any payment account of the payee or where there is no other 

identifier of the payer or the payee. 

                                                 
1 Council Implementing Regulation (EU) No 282/2011 of 15 March 2011 laying down 

implementing measures for Directive 2006/112/EC on the common system of value added 

tax (OJ L 77, 23.3.2011, p. 1). 
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(6) In accordance with Regulation (EU) 2016/679 of the European Parliament and of the 

Council1, it is important that the obligation of a payment service provider to retain and 

provide information in relation to a cross-border payment be proportionate and limited to 

that which is necessary for Member States to combat VAT fraud. Furthermore, the only 

information relating to the payer that should be retained is the location of the payer. With 

regard to information relating to the payee and the payment itself, payment service 

providers should only be required to retain and report to the tax authorities information 

which is necessary for those authorities to detect possible fraudsters and to carry out tax 

controls. Payment service providers should therefore be required to keep records only on 

those cross-border payments which are likely to indicate economic activities. The 

introduction of a ceiling based on the number of payments received by a payee over the 

course of a calendar quarter would give an indication whether those payments were 

received as part of an economic activity, thereby excluding payments for non-commercial 

reasons. Where such a ceiling is reached, the record keeping and reporting obligations of 

the payment service provider would be triggered. 

                                                 
1 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 

on the protection of natural persons with regard to the processing of personal data and on the 

free movement of such data, and repealing Directive 95/46/EC (General Data Protection 

Regulation) (OJ L 119, 4.5.2016, p. 1). 
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(7) It is possible for several payment service providers to be involved in a single payment by a 

payer to a payee. That single payment can give rise to several transfers of funds between 

different payment service providers. It is necessary that all payment service providers 

involved in a given payment, unless a specific exclusion is applicable, have record keeping 

and reporting obligations. Those records and reports should contain information on the 

payment from the initial payer to the final payee and not on the intermediate transfers of 

funds between the payment service providers. 

(8) Record keeping and reporting obligations should apply not only where a payment service 

provider transfers funds or issues payment instruments for the payer, but also in cases 

where a payment service provider receives funds or acquires payment transactions on 

behalf of the payee. 
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(9) The obligations laid down in this Directive should not apply to payment service providers 

which fall outside the scope of Directive (EU) 2015/2366 of the European Parliament and 

of the Council1. Therefore, where the payment service providers of the payee are not 

located in a Member State, it is the payment service providers of the payer that should be 

subject to the record keeping and reporting obligations of the cross-border payment. 

Conversely, in order for the record keeping and reporting obligations to be proportionate, 

where the payment service providers of both the payee and the payer are located in a 

Member State, only the payment service providers of the payee should keep records. For 

the purposes of the record keeping and reporting obligations, a payment service provider 

should be considered to be located in a Member State when its business identifier 

code (BIC) or unique business identifier refers to that Member State. 

(10) Due to the significant volume of information and its sensitivity in terms of the protection 

of personal data, it is necessary and proportionate that payment service providers keep 

records in relation to cross-border payments for a period of three calendar years in order to 

assist Member States in combating VAT fraud and detecting fraudsters. That period 

provides sufficient time for Member States to carry out controls effectively and to 

investigate suspected VAT fraud or to detect VAT fraud. 

                                                 
1 Directive (EU) 2015/2366 of the European Parliament and of the Council of 

25 November 2015 on payment services in the internal market, amending 

Directives 2002/65/EC, 2009/110/EC and 2013/36/EU and Regulation (EU) No 1093/2010, 

and repealing Directive 2007/64/EC (OJ L 337, 23.12.2015, p. 35). 
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(11) The information to be retained by the payment service providers is to be collected by and 

exchanged between the Member States in accordance with Council Regulation 

(EU) No 904/20101 which lays down the rules for administrative cooperation and exchange 

of information in order to combat VAT fraud. 

(12) VAT fraud is a common problem for all Member States, but individual Member States do 

not have the information necessary to ensure that VAT rules regarding cross-border 

e-commerce are correctly applied or to combat VAT fraud in cross-border e-commerce. 

Since the objective of this Directive, namely to combat VAT fraud, cannot be sufficiently 

achieved by the Member States individually if there is a cross-border element, and due to 

the need to obtain information from other Member States, but can rather, by reason of the 

scale or effects of the action, be better achieved at Union level, the Union may adopt 

measures, in accordance with the principle of subsidiarity as set out in Article 5 of the 

Treaty on European Union. In accordance with the principle of proportionality, as set out 

in that Article, this Directive does not go beyond what is necessary in order to achieve that 

objective. 

                                                 
1 Council Regulation (EU) No 904/2010 of 7 October 2010 on administrative cooperation and 

combating fraud in the field of value added tax (OJ L 268, 12.10.2010, p. 1). 
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(13) This Directive respects the fundamental rights and observes the principles recognised by 

the Charter of Fundamental Rights of the European Union, in particular the right of 

protection of personal data. The payment information retained and provided in accordance 

with this Directive is to be processed only by the anti-fraud experts of tax authorities 

within the limits of what is proportionate and necessary to achieve the objective of this 

Directive, namely to combat VAT fraud. This Directive also respects the rules laid down in 

Regulation (EU) 2016/679 and in Regulation (EU) 2018/1725 of the European Parliament 

and of the Council1. 

(14) The European Data Protection Supervisor was consulted in accordance with Article 42(1) 

of Regulation (EU) 2018/1725 and delivered an opinion on 14 March 20192. 

(15) Directive 2006/112/EC should therefore be amended accordingly, 

HAS ADOPTED THIS DIRECTIVE: 

                                                 
1 Regulation (EU) 2018/1725 of the European Parliament and of the Council 

of 23 October 2018 on the protection of natural persons with regard to the processing of 

personal data by the Union institutions, bodies, offices and agencies and on the free 

movement of such data, and repealing Regulation (EC) No 45/2001 and 

Decision No 1247/2002/EC (OJ L 295, 21.11.2018, p. 39). 
2 OJ C 140, 16.4.2019, p. 4. 
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Article 1 

In Chapter 4 of Title XI of Directive 2006/112/EC, the following Section is inserted: 

‘SECTION 2A 

GENERAL OBLIGATIONS OF PAYMENT SERVICE PROVIDERS 

Article 243a 

For the purposes of this Section, the following definitions apply: 

(1) “payment service provider” means any of the categories of payment service providers 

listed in points (a) to (d) of Article 1(1) of Directive (EU) 2015/2366 of the European 

Parliament and of the Council* or a natural or legal person benefiting from an exemption in 

accordance with Article 32 of that Directive; 

(2) “payment service” means any of the business activities set out in points (3) to (6) of 

Annex I to Directive (EU) 2015/2366; 

(3) “payment” means, subject to the exclusions provided for in Article 3 of Directive 

(EU) 2015/2366, a “payment transaction” as defined in point (5) of Article 4 of that 

Directive or a “money remittance” as defined in point (22) of Article 4 of that Directive; 
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(4) “payer” means “payer” as defined in point (8) of Article 4 of Directive (EU) 2015/2366; 

(5) “payee” means “payee” as defined in point (9) of Article 4 of Directive (EU) 2015/2366; 

(6) “home Member State” means “home Member State” as defined in point (1) of Article 4 of 

Directive (EU) 2015/2366; 

(7) “host Member State” means “host Member State” as defined in point (2) of Article 4 of 

Directive (EU) 2015/2366; 

(8) “payment account” means “payment account” as defined in point (12) of Article 4 of 

Directive (EU) 2015/2366; 

(9) “IBAN” means “IBAN” as defined in point (15) of Article 2 of Regulation (EU) 

No 260/2012 of the European Parliament and of the Council**; 

(10) “BIC” means “BIC” as defined in point (16) of Article 2 of Regulation (EU) No 260/2012. 

________________ 

* Directive (EU) 2015/2366 of the European Parliament and of the Council 

of 25 November 2015 on payment services in the internal market, amending Directives 

2002/65/EC, 2009/110/EC and 2013/36/EU and Regulation (EU) No 1093/2010, and 

repealing Directive 2007/64/EC (OJ L 337, 23.12.2015, p. 35). 
** Regulation (EU) No 260/2012 of the European Parliament and of the Council 

of 14 March 2012 establishing technical and business requirements for credit transfers and 

direct debits in euro and amending Regulation (EC) No 924/2009 (OJ L 94, 30.3.2012, 

p. 22). 
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Article 243b 

1. Member States shall require payment service providers to keep sufficiently detailed 

records of payees and of payments in relation to the payment services they provide for 

each calendar quarter to enable the competent authorities of the Member States to carry out 

controls of the supplies of goods and services which, in accordance with the provisions of 

Title V, are deemed to take place in a Member State, in order to achieve the objective of 

combating VAT fraud. 

The requirement referred to in the first subparagraph shall apply only to payment services 

provided as regards cross-border payments. A payment shall be considered a cross-border 

payment when the payer is located in a Member State and the payee is located in another 

Member State, in a third territory or in a third country. 

2. The requirement to which payment service providers are subject under paragraph 1 shall 

apply where, in the course of a calendar quarter, a payment service provider provides 

payment services corresponding to more than 25 cross-border payments to the same payee. 

The number of cross-border payments referred to in the first subparagraph of this 

paragraph shall be calculated by reference to the payment services provided by the 

payment service provider per Member State and per identifier as referred to in 

Article 243c(2). Where the payment service provider has information that the payee has 

several identifiers the calculation shall be made per payee. 
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3. The requirement laid down in paragraph 1 shall not apply to payment services provided by 

the payment service providers of the payer as regards any payment where at least one of 

the payment service providers of the payee is located in a Member State, as shown by that 

payment service provider’s BIC or any other business identifier code that unambiguously 

identifies the payment service provider and its location. The payment service providers of 

the payer shall nevertheless include those payment services in the calculation referred to in 

paragraph 2. 

4. Where the requirement for payment service providers laid down in paragraph 1 applies, the 

records shall: 

(a) be kept by the payment service provider in electronic format for a period of three 

calendar years from the end of the calendar year of the date of the payment; 

(b) be made available in accordance with Article 24b of Regulation (EU) No 904/2010 

to the home Member State of the payment service provider, or to the host 

Member States when the payment service provider provides payment services in 

Member States other than the home Member State. 
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Article 243c 

1. For the application of the second subparagraph of Article 243b(1) and without prejudice to 

the provisions of Title V, the location of the payer shall be considered to be in the 

Member State corresponding to: 

(a) the IBAN of the payer’s payment account or any other identifier which 

unambiguously identifies, and gives the location of, the payer, or in the absence of 

such identifiers, 

(b) the BIC or any other business identifier code that unambiguously identifies, and 

gives the location of, the payment service provider acting on behalf of the payer. 

2. For the application of the second subparagraph of Article 243b(1), the location of the 

payee shall be considered to be in the Member State, third territory or third country 

corresponding to: 

(a) the IBAN of the payee’s payment account or any other identifier which 

unambiguously identifies, and gives the location of, the payee, or in the absence of 

such identifiers, 

(b) the BIC or any other business identifier code that unambiguously identifies, and 

gives the location of, the payment service provider acting on behalf of the payee. 
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Article 243d 

1. The records to be kept by the payment service providers, pursuant to Article 243b, shall 

contain the following information: 

(a) the BIC or any other business identifier code that unambiguously identifies the 

payment service provider; 

(b) the name or business name of the payee, as it appears in the records of the payment 

services provider; 

(c) if available, any VAT identification number or other national tax number of the 

payee; 

(d) the IBAN or, if the IBAN is not available, any other identifier which unambiguously 

identifies, and gives the location of, the payee; 

(e) the BIC or any other business identifier code that unambiguously identifies, and 

gives the location of, the payment service provider acting on behalf of the payee 

where the payee receives funds without having any payment account; 

(f) if available, the address of the payee as it appears in the records of the payment 

services provider; 

(g) the details of any cross-border payment as referred to in Article 243b(1); 



 

 

14127/19    RD/JGC/jk 16 

 ECOMP.2.B  EN 
 

(h) the details of any payment refunds identified as relating to the cross-border payments 

referred to in point (g). 

2. The information referred to in points (g) and (h) of paragraph 1 shall contain the following 

details: 

(a) the date and time of the payment or of the payment refund; 

(b) the amount and the currency of the payment or of the payment refund; 

(c) the Member State of origin of the payment received by or on behalf of the payee, the 

Member State of destination of the refund, as appropriate, and the information used 

to determine the origin or the destination of the payment or of the payment refund in 

accordance with Article 243c; 

(d) any reference which unambiguously identifies the payment; 

(e) where applicable, information that the payment is initiated at the physical premises 

of the merchant.’. 

Article 2 

1. Member States shall adopt and publish, by 31 December 2023 at the latest, the laws, 

regulations and administrative provisions necessary to comply with this Directive. They 

shall forthwith communicate the text of those provisions to the Commission. 
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They shall apply those provisions from 1 January 2024. 

When Member States adopt those provisions, they shall contain a reference to this 

Directive or be accompanied by such a reference on the occasion of their official 

publication. Member States shall determine how such reference is to be made. 

2. Member States shall communicate to the Commission the text of the main provisions of 

national law which they adopt in the field covered by this Directive. 

Article 3 

This Directive shall enter into force on the twentieth day following that of its publication in the 

Official Journal of the European Union. 

Article 4 

This Directive is addressed to the Member States. 

Done at Brussels, 

 For the Council 

 The President 
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