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1. INTRODUCTION  

EU and national supervisory authorities need access to data to effectively supervise financial 

institutions, to monitor risks, to ensure financial stability and orderly markets, and to protect 

investors and consumers of financial services in the EU. Regulated financial institutions and 

other entities active on the financial markets are therefore required to report a wide range of 

data on their financial condition and their activities to these authorities directly or to bodies 

set up specifically to collect and store such data. EU law in this area consists of a large 

number of legislative acts covering a range of financial sector industries (banking, insurance, 

asset management, pension funds, etc.) and products (loans, securities, financial derivatives, 

etc.). The reporting requirements included in the various pieces of legislation, with 

information being requested primarily for supervisory purposes, are collectively referred to as 

‘supervisory reporting requirements’. 

The financial crisis that started in 2007/8 exposed significant weaknesses in the EU’s 

regulatory framework governing financial services. It revealed significant data gaps and 

insufficient reporting to the relevant supervisory authorities. The post-crisis overhaul of the 

regulatory framework, which involved adopting more than 40 pieces of EU financial services 

legislation, generated a significant number of new, and mostly more granular, supervisory 

reporting requirements.  

In September 2015, the European Commission launched a Call for Evidence to gather 

feedback from all stakeholders on the overall impact and coherence of the EU regulatory 

framework for financial services. Supervisory reporting was one of the main issues 

highlighted by the respondents. While the stakeholders acknowledged the need for EU 

supervisory reporting, they argued that supervisory reporting requirements contained in EU 

legislation are not fully aligned, occasionally overlapping and inconsistent with one another. 

This makes reporting unnecessarily complex, costly and burdensome, and can impair the 

quality of data available to supervisors. Similar feedback was received in a number of 

sectoral legislative reviews carried out around the same time and in day-to-day contacts with 

stakeholders.  

The fitness check of supervisory reporting requirements in EU financial services therefore 

stems directly from the feedback received to the Call for Evidence. The Communication on 

the planned follow-up to the Call for Evidence from November 20161 identified the need for 

a review of supervisory reporting requirements, and the Follow-up Report to the Call for 

Evidence from December 2017 2  launched a public consultation to gather more detailed 

evidence as part of this fitness check. 

The fitness check was listed as a main initiative in the Commission’s 2018 and 2019 Work 

Programmes, as part of the Regulatory Fitness and Performance (REFIT) programme. It is 

part of a wider commitment made by the Commission in the May 2015 Better Regulation 

package to engage in ‘a broad review of reporting requirements to see how burdens can be 

alleviated. This review will have a particularly strong focus on areas where stakeholders have 

                                                 
1  COM(2016) 855 final. 
2  COM(2017) 736 final. 
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recently indicated their concerns, such as agriculture, energy, environment and financial 

services.3 

1.1 Purpose of the evaluation  

Following the feedback received in the Call for Evidence and in a number of sectoral 

legislative reviews, the Commission decided to conduct this fitness check to obtain further 

evidence and carry out a more in-depth review of supervisory reporting requirements in EU 

financial services legislation. The aim is to assess whether the requirements are fit for 

purpose, and to analyse any shortcomings associated with these requirements. As required by 

the Commission’s Better Regulation guidelines, the assessment examines whether the 

reporting objectives are set correctly and continue to be the right ones (relevance), whether 

the requirements are meeting the objectives and have EU value added (effectiveness, EU 

added value), whether they are consistent across the different legislative acts (coherence), and 

whether the cost and burden of supervisory reporting is reasonable and proportionate 

(efficiency).  

The broader objective of this analysis is to identify areas where there is scope for simplifying 

and streamlining supervisory reporting while ensuring that supervisors continue to receive the 

data they need to fulfil their mandates — in other words without compromising the financial 

stability, market integrity, and consumer protection objectives of EU financial services 

legislation.  

1.2 Scope of the evaluation  

The key elements (and limitations) of the scope of the fitness check are as follows: 

 The assessment covers the requirements contained in the body of EU financial 

services law (the ‘EU financial acquis’)4 that concern supervisory reporting — i.e. 

reporting to the competent authorities at EU and national level — either directly or 

indirectly — for the purposes of ongoing supervision. It also covers reporting to 

resolution authorities under the Bank Recovery and Resolution Directive, mentioned 

separately where relevant. As detailed below, the main supervisory (and resolution) 

reporting frameworks applying to banks, investment firms, insurance companies, 

managers of investment funds and other financial market participants are therefore 

within the scope of this fitness check. 

 The assessment focuses on reporting requirements under EU legislation. It does not 

examine in detail purely national reporting requirements, though it looks at the 

interplay between EU and national requirements.  

 Other types of EU reporting requirements are out of scope. In particular, public 

reporting by companies (including financial institutions) is covered in a separate 

                                                 
3  ‘Better regulation for better results — An EU agenda’ (COM(2015) 215 final; 19 May 2015).) 
4  https://ec.europa.eu/info/law/law-topic/eu-banking-and-financial-services-law_en 

https://ec.europa.eu/info/law/law-topic/eu-banking-and-financial-services-law_en
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fitness check 5 . Disclosures targeted to investors were also excluded. Reporting 

requirements that result in the collection of data for statistical purposes are not 

included in the detailed analysis, as these stem from regulations of the European 

Central Bank. Lastly, the assessment also excludes one-off notifications to competent 

authorities (e.g. for the purpose of authorisation) to focus on regular reporting to 

supervisors for ongoing supervisory purposes. 

 Although not generally considered part of the EU financial services acquis, the 

assessment includes reporting under the Regulation for energy market integrity and 

transparency 6  (REMIT) for the part relating to financial transactions in energy 

markets.   

 The assessment focuses on Level 1 and Level 2 legislation. Level 1 legislation sets 

out the general framework and scope of the supervisory reporting requirements. Level 

2 acts are technical standards that define more specifically the content, form and 

format of the data to be reported and how it is to be reported. Level 3 measures, 

including questions & answers and other guidance documents by the European 

Supervisory Authorities (see Section 5 for further explanations), are out of scope as 

they are not legislative, and were only consulted when necessary to understand the 

requirements. Related Level 1 and Level 2 acts are taken together and referred to 

throughout this fitness check as ‘legislative frameworks’ or ‘reporting frameworks’. 

 The assessment focuses primarily on legislative acts that contain at least some 

‘structured’ supervisory reporting requirements in Level 1 or Level 2 legislation, i.e. 

those for which data tables have been defined 7  or where the description of the 

reporting requirements is detailed enough for such tables to be easily created 8 . 

Legislative acts that do not contain structured requirements at Level 1 and Level 2 are 

only examined in this document if they give rise to specific reporting issues, as 

confirmed in the stakeholder consultation. The assessment focuses in particular on the 

structured, regular (repetitive) reporting of data to supervisors, as opposed to event-

driven reporting (e.g. notifications of new business activities, personnel or company 

structure change notification, applications for waivers, requests for authorisations, 

etc.) or additional ‘ad hoc’ reporting requests by supervisors to seek new or more 

detailed data to gather information about specific risks or other issues arising. 

                                                 
5  Financial institutions, like other companies, are subject to public reporting requirements which cover a wide range of 

financial and non-financial information. This information may also be used by supervisors, and in some cases (e.g. for 

banks), the accounting information provides the basis for the prudential data required by supervisors. This reporting 

does not stem from legal requirements to report data to supervisors and serves different purposes and objectives. For 

these reasons, and because it is assessed in a separate fitness check, public reporting by financial institutions is outside 

the scope of this assessment. It is only considered where directly relevant for supervisory reporting and where 

stakeholders have raised a relevant concern. For information on the fitness check of public reporting, see 

https://ec.europa.eu/info/law/better-regulation/initiatives/ares-2018-744988_en. 
6  Regulation (EU) No 1227/2011 of the European Parliament and of the Council of 25 October 2011 on wholesale energy 

market integrity and transparency. 
7  This can be either in the form of Data Point Model(s) or descriptive tables in the requirement which clearly set out what 

needs to be reported and how. 
8 For an example of a structured reporting obligation see: Commission Implementing Regulation (EU) 2016/313 of 1 

March 2016 amending Implementing Regulation (EU) No 680/2014 with regard to additional monitoring metrics for 

liquidity reporting (Article 16b, paragraph 1), http://data.europa.eu/eli/reg_impl/2016/313/oj 

http://data.europa.eu/eli/reg_impl/2016/313/oj
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Nonetheless, all the supervisory reporting issues raised by stakeholders were 

considered. A detailed analysis of data tables and definitions was only conducted for 

the requirements specified in ‘structured’ format in the legal texts. Unstructured 

requirements, by definition, leave a large degree of discretion on the precise content 

and format9 and are therefore not easily analysed and compared. 

 The assessment uses the general cut-off date of 31 December 2016. This means that it 

covers only legislative acts that were either in force or published but not yet in force 

by that date. However, the scope was extended to encompass important Level 2 acts 

that were adopted after 2016 and specify the technical reporting details, in particular 

for reporting under the prudential frameworks applying to banks and investment firms 

(under the Capital Requirements Regulation10) and in insurance (under Solvency II11) 

as well as the financial transaction reporting under the Markets for Financial 

Instruments Regulation 12 (MiFIR) and the European Market Infrastructure 

Regulation13 (EMIR)14. For a few legislative acts within the scope of the assessment 

(see below), the analysis was more limited because the corresponding Level 2 

measures had not yet been adopted or because the reporting requirements were not yet 

in force.  

 The Fitness Check did not specifically consider new sustainability-related data and 

reporting requirements, notably regarding the exposures to climate and broader 

environmental sustainability related financial risks, which have to prominence since 

the March 2018 Communication “Action Plan: Financing Sustainable Growth”15.  

Changes from the original scope as presented in the Evaluation Roadmap 

The proposed scope was set out in the Evaluation Roadmap, which was open for public 

comment16. Based on the feedback received and as the assessment progressed, certain aspects 

of the scope were changed to ensure that the fitness check addressed all the main issues raised 

by stakeholders concerning supervisory reporting. The full list of the legislative acts in scope 

of this fitness check is provided below, with detailed descriptions provided in Annex 2 and 

Annex 6. 

 

                                                 
9   For an example of unstructured reporting obligation see: Directive 2009/138/EC of the European Parliament and of the 

Council of 25 November 2009 on the taking-up and pursuit of the business of Insurance and Reinsurance (Solvency II), 

Article 138, paragraph 4, http://data.europa.eu/eli/dir/2009/138/oj 
10  Regulation (EU) No 575/2013 of the European Parliament and of the Council of 26 June 2013 on prudential 

requirements for credit institutions and investment firms and amending Regulation (EU) No 648/2012. 
11  Directive 2009/138/EC of the European Parliament and of the Council of 25 November 2009 on the taking-up and 

pursuit of the business of Insurance and Reinsurance (Solvency II).) 
12  Regulation (EU) No 600/2014 of the European Parliament and of the Council of 15 May 2014 on markets in financial 

instruments and amending Regulation (EU) No 648/2012. 
13  Regulation (EU) No 648/2012 of the European Parliament and of the Council of 4 July 2012 on OTC derivatives, 

central counterparties and trade repositories. 
14  Level 1 acts adopted after end-2016 remain out of scope, e.g. reporting under the Money Market Funds Directive or the 

Securitisation Regulation). 
15     COM/2018/097 final 
16  https://ec.europa.eu/info/law/better-regulation/initiatives/ares-2017-5063271_en 

http://data.europa.eu/eli/dir/2009/138/oj
https://ec.europa.eu/info/law/better-regulation/initiatives/ares-2017-5063271_en
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The main changes to the initial scope are as follows: 

 The initial scope of the fitness check as presented in the Evaluation Roadmap covered 

supervisory reporting in Level 1 legislation. Level 2 acts were only to be looked at in 

detail in a limited number of cases. However, the scope was widened here, given that 

in most cases, Level 2 legislation contains the core elements of EU level supervisory 

reporting requirements. 

 The cut-off date of 31 December 2016 was relaxed to include a few new or revised 

Level 2 acts published after that date. This is due to the particular importance of these 

changes to the reporting frameworks in question, to the extent that assessing the 

earlier version would not have sufficiently reflected reality and stakeholders’ 

concerns.  

 One legislative act falling outside of the remit of DG FISMA (REMIT and the 

financial transaction reporting requirements it contains) was added to the scope. The 

reason is its particularly close interaction with transaction reporting under EMIR and 

the concerns raised by energy market participants about overlapping or inconsistent 

reporting in relation to (energy) commodity derivatives.  

 Although initially the analysis aimed to focus exclusively on structured supervisory 

reporting frameworks, the final scope also covers legislative frameworks that do not 

contain any structured reporting requirements in Level 1 or Level 2 texts but were 

signalled as problematic during consultations with stakeholders. This includes in 

particular the reporting requirements for significant banks in the euro area as part of 

the Banking Union, namely, reporting to the ECB as the direct supervisor under the 

Single Supervisory Mechanism (SSM) Regulation 17  and to the Single Resolution 

Board (SRB) under the Single Resolution Mechanism (SRM) Regulation 18  19 .  

Additional rules governing the reporting of financial conglomerates under the 

Financial Conglomerates Directive20 (FICOD) were also included in the scope.   

Summary of legislative acts (supervisory reporting frameworks) in scope 

The following lists the legislative acts (Level 1) covered by this fitness check, showing first 

the 14 frameworks with ‘structured’ supervisory reporting requirements (broadly ordered by 

sector, i.e. banking, insurance, financial markets and fund management) and then the three 

additional frameworks with ‘unstructured’ reporting. The corresponding Level 2 acts that set 

out reporting details are listed in Annex 6, which also provides further details on each 

                                                 
17  Council Regulation (EU) No 1024/2013 of 15 October 2013 conferring specific tasks on the European Central Bank 

concerning policies relating to the prudential supervision of credit institutions. 
18  Regulation (EU) No 806/2014 of the European Parliament and of the Council of 15 July 2014 establishing uniform 

rules and a uniform procedure for the resolution of credit institutions and certain investment firms in the framework of a 

Single Resolution Mechanism and a Single Resolution Fund and amending Regulation (EU) No 1093/2010. 
19  Although not structured in the legal texts considered in this fitness check, reporting to the SSM and SRB is structured, 

with clear data tables being provided to reporting entities as well as clear descriptions and instructions. 
20  Directive 2002/87/EC of the European Parliament and of the Council of 16 December 2002 on the supplementary 

supervision of credit institutions, insurance undertakings and investment firms in a financial conglomerate and 

amending Council Directives 73/239/EEC, 79/267/EEC, 92/49/EEC, 92/96/EEC, 93/6/EEC and 93/22/EEC, and 

Directives 98/78/EC and 2000/12/EC of the European Parliament and of the Council. 
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reporting framework. Section 5 provides an overview of the reporting landscape, including 

what is reported by whom and to whom. As noted above, the frameworks listed capture the 

issues raised by stakeholders (industry and public authorities) in relation to EU-level 

supervisory reporting21. 

Overall, the scope of the fitness check is very broad. From the beginning of the assessment, 

the challenge has been to balance the aim for comprehensiveness and the need for detail of 

the assessment. The main aim has been to conduct an overall assessment of the common 

supervisory reporting challenges across the EU financial acquis, acknowledging however that 

the challenges require a very detailed assessment of the specific reporting requirements under 

the different sectoral legislations. Note also that the detailed reporting requirements under 

some frameworks listed have only recently been adopted or not yet applicable22. These and 

other limitations of the assessment are summarised in Section 4.3.   

The following legal frameworks with ‘structured’ reporting requirements at Level 1 or Level 2 

are included in the scope: 

 Capital Requirements Regulation (CRR) and the Capital Requirements Directive23 (CRD 

IV); 

 Bank Recovery and Resolution Directive24 (BRRD); 

 Solvency II; 

 Markets in Financial Instruments Regulation (MiFIR) and Markets in Financial 

Instruments Directive25 (MiFID II); 

 European Market Infrastructure Regulation (EMIR); 

 Regulation on settlement and central securities depositories26 (CSDR); 

                                                 
21  Only a few specific concerns were also raised in relation to a few other EU legal acts, but these were these were not 

included in scope for the following reasons: 1) The IORP Directive was excluded because it only specifies the 

minimum data access empowerments for national authorities (i.e. the minimum data that national authorities must be 

able to request from an Institution of Occupational Retirement Provision); a few claims by pension fund representatives 

concerned future plans for EU reporting to the European Insurance and Occupational Pension Authority. 2) The PRIIPS 

Regulation was excluded because the main issues raised concerned the key information document (KID) provided to 

investors (and subject to approval by the competent authority). 3) The Prospectus Regulation was excluded because the 

claim concerned the prospectus approval and notification. 4) The Deposit Guarantee Scheme Directive was not 

explicitly included in the scope because the data reporting requirements concerns information to the guarantee scheme 

with the view to calculate guarantee scheme contributions — i.e. not supervisory reporting as such. The issue is 

nonetheless considered (see Annex 4). 
22  For example, the corresponding Level 2 measures for the Securities Financing Transaction Regulation (SFTR) were 

only adopted on 22 March 2019, so concerns raised by stakeholders mainly related to draft texts or general issues. As 

another example, reporting under the Central Securities Depositories Regulation (CSDR) is only about to start, and 

stakeholders have not raised any concerns regarding the reporting requirements contained therein. 
23  Directive 2013/36/EU of the European Parliament and of the Council of 26 June 2013 on access to the activity of credit 

institutions and the prudential supervision of credit institutions and investment firms, amending Directive 2002/87/EC 

and repealing Directives 2006/48/EC and 2006/49/EC. 
24  Directive 2014/59/EU of the European Parliament and of the Council of 15 May 2014 establishing a framework for the 

recovery and resolution of credit institutions and investment firms and amending Council Directive 82/891/EEC, and 

Directives 2001/24/EC, 2002/47/EC, 2004/25/EC, 2005/56/EC, 2007/36/EC, 2011/35/EU, 2012/30/EU and 

2013/36/EU, and Regulations (EU) No 1093/2010 and (EU) No 648/2012, of the European Parliament and of the 

Council. 
25  Directive 2014/65/EU of the European Parliament and of the Council of 15 May 2014 on markets in financial 

instruments and amending Directive 2002/92/EC and Directive 2011/61/EU. 
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 Securities Financing Transactions Regulation27 (SFTR); 

 Short-Selling Regulation28 (SSR); 

 Market Abuse Directive29 (MAD) and Market Abuse Regulation30 (MAR); 

 Alternative Investment Fund Managers Directive31 (AIFMD); 

 Undertakings for the Collective Investment in Transferable Securities 32  (UCITS) 

Directive; 

 Credit Rating Agencies Regulation33 (CRAR) and Credit Rating Agencies Directive34 

(CRAD);  

 Regulation on statutory audit of public-interest entities35 (SAR) and Directive on statutory 

audits of annual accounts and consolidated accounts36 (SAD)  

 Regulation on wholesale energy market integrity and transparency (REMIT). 

The scope of the assessment also includes the following legal frameworks, as described above, 

although they do not contain structured reporting requirements at Level 1 or Level 2: 37 

 Single Supervisory Mechanism Regulation (SSM Regulation); 

 Single Resolution Mechanism Regulation (SRM Regulation); 

 Financial Conglomerates Directive (FICOD). 

                                                                                                                                                        
26  Regulation (EU) No 909/2014 of the European Parliament and of the Council of 23 July 2014 on improving securities 

settlement in the European Union and on central securities depositories and amending Directives 98/26/EC and 

2014/65/EU and Regulation (EU) No 236/2012. 
27  Regulation (EU) 2015/2365 of the European Parliament and of the Council of 25 November 2015 on transparency of 

securities financing transactions and of reuse and amending Regulation (EU) No 648/2012. The assessment of the 

supervisory reporting requirements in SFTR was undertaken taken on the basis of drafts, as the final versions were not 

yet available at that time. 
28  Regulation (EU) No 236/2012 of the European Parliament and of the Council of 14 March 2012 on short selling and 

certain aspects of credit default swaps. 
29  Directive 2014/57/EU of the European Parliament and of the Council of 16 April 2014 on criminal sanctions for market 

abuse (market abuse directive).) 
30  Regulation (EU) No 596/2014 of the European Parliament and of the Council of 16 April 2014 on market abuse (market 

abuse regulation) and repealing Directive 2003/6/EC of the European Parliament and of the Council and Commission 

Directives 2003/124/EC, 2003/125/EC and 2004/72/EC. 
31  Directive 2011/61/EU of the European Parliament and of the Council of 8 June 2011 on Alternative Investment Fund 

Managers and amending Directives 2003/41/EC and 2009/65/EC and Regulations (EC) No 1060/2009 and (EU) No 

1095/2010. 
32  Directive 2014/91/EU of the European Parliament and of the Council of 23 July 2014 amending Directive 2009/65/EC 

on the coordination of laws, regulations and administrative provisions relating to undertakings for collective investment 

in transferable securities (UCITS) as regards depositary functions, remuneration policies and sanctions. 
33  Regulation (EC) No 1060/2009 of the European Parliament and of the Council of 16 September 2009 on credit rating 

agencies. 
34  Directive 2013/14/EU of the European Parliament and of the Council of 21 May 2013 amending Directive 2003/41/EC 

on the activities and supervision of institutions for occupational retirement provision, Directive 2009/65/EC on the 

coordination of laws, regulations and administrative provisions relating to undertakings for collective investment in 

transferable securities (UCITS) and Directive 2011/61/EU on Alternative Investment Fund Managers in respect of over-

reliance on credit ratings. 
35  Regulation (EU) No 537/2014 of the European Parliament and of the Council of 16 April 2014 on specific requirements 

regarding statutory audit of public-interest entities and repealing Commission Decision 2005/909/EC. 
36  Directive 2014/56/EU of the European Parliament and of the Council of 16 April 2014 amending Directive 2006/43/EC 

on statutory audits of annual accounts and consolidated accounts. 
37  There is structured reporting to the ECB (SSM) and SRB, with clear reporting templates and instruction packages 

provided to the reporting entities, but for the purposes of this fitness check, the frameworks are described as 

unstructured (because there is no structure reporting in the Level 1 or 2 texts). See also Section 5. 
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2. BACKGROUND TO THE INITIATIVE 

2.1 History of EU supervisory reporting  

While supervisory reporting in EU financial services is not a new phenomenon and has been 

around since the 1970s, it was more limited in scope and largely based on national 

requirements, with limited coordination and information exchange. Since then, regulatory 

requirements have increasingly shifted from national to EU level, with greater coordination 

also internationally. The financial crisis that started in 2007/08 resulted in a major overhaul 

of the EU regulatory and supervisory framework for financial services, and triggered 

corresponding changes also in supervisory reporting requirements.  

As illustrated with examples in Box 1, the crisis revealed that supervisors across the globe did 

not have sufficient information at hand to monitor adequately what had over the years 

become a highly integrated global economy with highly interlinked markets worldwide and 

significant interdependencies among financial intermediaries. In other words, the crisis 

revealed clear information gaps and highlighted the need for more timely, harmonised, and 

granular data to allow authorities to monitor systemic risks and to promptly evaluate the 

impacts should these risks materialise.  

Box 1: Examples of specific data gaps identified during the crisis 

The complexity and opaqueness of financial markets, together with the lack of appropriate 

prudential standards, were one of the fault lines that contributed to the global financial crisis. As a 

result of the lack of information, the build-up of key vulnerabilities went unnoticed by both market 

participants and public authorities, and their inability to form a true picture of developments further 

reduced market confidence and added to systemic distress. 

For example, certain features of over-the-counter (OTC) derivatives markets contributed to the 

amplification of the crisis, due to the size and interconnectedness of the major participants, the 

concentration and magnitude of bilateral counterparty credit exposures, and the opacity surrounding 

these exposures. As the crisis revealed, concerns about the solvency of a large counterparty could 

rapidly spread across the network of participants and destabilise markets. Uncertainty regarding 

financial institutions’ exposures to OTC derivatives, especially credit derivatives, largely 

contributed to the increased concerns about counterparty risk that led to the turmoil experienced by 

financial institutions such as Lehman Brothers. The lack of transparency on OTC derivatives 

markets also hindered regulators’ ability to respond to and deal with the consequences of the crisis 

in a timely manner. 

In 2009, the G20 leaders committed to ensuring greater transparency in derivatives markets. The 

European Market Infrastructure Regulation (EMIR) implements this commitment in Europe and 

requires EU entities engaging in derivatives transactions (whether or not cleared via central 

counterparties) to report details of these transactions to trade repositories registered with the 

European Securities Markets Authority (ESMA). 

The financial crisis also showed that regulators and supervisors lacked the necessary means to 

anticipate risks in securities financing transactions. These were a key source of systemic risk and 

contributed to the propagation of systemic shocks during the crisis, as securities lending and repo 

(repurchase agreement) markets are key channels in which financial institutions (bank and non-bank 

financial intermediaries) can build direct exposure to each other. Authorities did not have 

enough/any data to assess the vulnerability of some repo market segments to runs and fire sales of 
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underlying collateral. They also lacked data to detect the degree to which systemically important 

financial institutions were conducting material maturity, liquidity and credit-risk transformation in 

the course of their securities financing and collateral management activities. In 2013, the G20 

endorsed the policy framework adopted by the Financial Stability Board for addressing these risks, 

including a recommendation on enhanced transparency. The Securities Financing Transactions 

Regulation (SFTR) was adopted in the EU in 2015 and mandates that EU counterparties report 

details of SFTs to trade repositories registered with ESMA.  

As another example, part of supervisory reporting under the Alternative Investment Fund Managers 

Directive (AIFMD) focuses on the leverage employed by managers of alternative investment 

funds38. At international level, the FSB confirmed the importance of data collection and monitoring 

of leverage in investment funds. It is pro-cyclical and can therefore amplify systemic risk, including 

the risk that abrupt deleveraging could cause spill-over effects in the wider financial system. While 

the primary aim of AIFMD reporting is to allow national supervisory authorities, ESMA and the 

European Systemic Risk Board to detect, monitor and respond to risks arising from leverage, the 

information obtained under this framework is also important to assess systemic risk originating from 

alternative investment funds, including concentration, interconnectedness and liquidity risk.  

In response to the financial crisis, the EU has pursued an ambitious regulatory reform agenda, 

coordinated with its international partners in the G20. It adopted over 40 legal acts to restore 

financial stability and market confidence39. These include new protections for consumers and 

increased transparency; an improved regulatory framework for banks, insurance, financial 

markets and asset management; new tools for bank resolution and deposit protection; and the 

Banking Union with single supervision and resolution for large banks. The high number and 

broad scope of regulatory reforms undertaken at EU and global level is a reflection of the 

diversity and severity of the problems undermining the functioning of the financial system 

prior to the crisis. (Further detail on the new legislative acts adopted since the financial crisis 

can be found in Annex 6). 

New or revised reporting requirements accompanied these reforms, with the aim to provide 

supervisors with the information to check compliance with the rules, monitor risks and fulfil 

their other supervisory mandates. As a result of the post-crisis reforms, the scope of 

supervisory reporting increased significantly, not just in terms of the sheer volume of data to 

be reported by individual entities but also in terms of the number of reporting entities and 

activities brought within the scope of the EU legislative framework for financial services. 

Increased reporting requirements have also been implemented internationally, e.g. in the USA 

pursuant to the Dodd-Frank Act. 

Although the post-crisis reforms were a significant trigger, reporting requirements have also 

become more detailed and granular than before because of the increasingly complex nature of 

financial services. Moreover, technological developments have improved computing 

capacities and enabled automatic processing of large datasets. The related move to more data-

                                                 
38  Alternative investment funds are funds that are not regulated at EU level by the UCITS directive. They include hedge 

funds, private equity funds, real estate funds and a wide range of other types of institutional funds. 
39  For an overview of the causes of the crisis and the post-crisis reform agenda, see European Commission (2014), 

‘Economic Review of the Financial Reform Agenda’ SWD (2014) 158 final. 
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driven supervision goes hand in hand with corresponding data needs40. 

Before the crisis, EU financial services legislation was largely based on minimum 

harmonisation, allowing Member States to exercise considerable flexibility in transposition. 

As a result of the post-crisis reforms, the single rulebook was drawn up, providing a single set 

of uniform rules for the financial sector to be applied throughout the EU. This also led to the 

creation of the European System of Financial Supervisors (ESFS) and in particular the three 

European supervisory authorities: the European Banking Authority (EBA), the European 

Securities and Markets Authority (ESMA), and the European Insurance and Occupational 

Pensions Authority (EIOPA). These EU agencies, operating since 1 January 2011, are 

important to further develop the single rulebook and ensure consistent supervision and 

appropriate coordination among EU supervisory authorities. In addition, the European 

Systemic Risk Board (ESRB) monitors macro-prudential risks across the EU and can issue 

warnings and recommendations to call for corrective action. This change in the supervisory 

structure also meant a change from mainly national reporting to EU-level reporting, with 

more uniform requirements and reporting of a common set of EU-wide data to enable EU-

level supervision.  

Lastly, to address the structural weaknesses in the institutional structures supporting 

economic and monetary union (EMU), the Member States agreed to create a Banking Union. 

Building on the single rulebook, the first pillar of the Banking Union is the Single 

Supervisory Mechanism (SSM), which transfers key supervisory tasks for significant banks 

in the euro area to the ECB. The other key pillar is the Single Resolution Mechanism (SRM), 

with a Single Resolution Board (SRB) to ensure swift decision-making in the resolution of a 

failing significant bank. The applicable pieces of legislation stipulate that significant banks 

are to report information to these European authorities to enable them to fulfil their functions 

within the Banking Union.    

2.2 The Call for Evidence and the need for review 

On 30 September 2015, the European Commission launched a Call for Evidence on the EU 

regulatory framework for financial services. The purpose was to check whether the more than 

40 pieces of EU legislation adopted since the financial crisis were working as intended. Over 

300 stakeholders shared their experience of implementing EU financial regulations and 

provided their assessment of the individual and combined impact of EU rules.  

Although the responses to the Call for Evidence showed overall support for the post-crisis 

reforms, it also revealed a need to make targeted changes and to fine-tune the rules to make 

them more effective and efficient in achieving their objectives. One area triggering 

significant responses was supervisory reporting. Industry stakeholders expressed concerns 

about the compliance burden stemming from the reporting requirements in various pieces of 

EU legislation, including the following:41  

                                                 
40  The different uses of supervisory data are further described in Section 6.1, including specific examples of internal uses 

as well as published data. Supervision is of course much more than a question of data analysis. Data can also allow for 

initial screening, which could be followed by further enquiries and on-site inspections, as necessary. 
41  For more detail, see SWD/2016/0359 final. 
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 Respondents perceived the supervisory reporting requirements as too numerous and 

too complex. The complexity is to a large extent due to duplications and overlap with 

different reporting frameworks, but also to insufficient standardisation and the lack of 

clarity on what needs to be reported (e.g. lack of harmonised financial data 

definitions, lack of references to existing international standards).  

 Major changes to EU legislation on supervisory reporting often result in substantial 

one-off costs, in particular where IT systems or internal procedures need to be 

adapted. Stakeholders therefore stressed the importance of reducing the frequency of 

changes to supervisory reporting requirements, and of allowing sufficient time to 

implement any such changes.  

 Respondents perceived ad hoc requirements, e.g. requests by supervisors that go 

beyond the regular reporting requirements, as particularly disruptive and costly.  

Supervisors stressed the importance of access to timely and good quality supervisory data. 

They argued that the quality of supervisory reporting could be improved further to make 

more informed and timely decisions on the risk profile of firms or sectors and that remaining 

data gaps need to be addressed.  

In the follow-up report to the Call for Evidence, adopted at the end of 2017 42 , the 

Commission set out a twofold approach. First, it would take targeted measures to address 

specific concerns to the extent possible in the short term and, second, it would take a more 

comprehensive, long-term approach to improve EU supervisory reporting going forward. The 

Commission has taken and is continuing to take action on both fronts. Section 2.3 provides an 

overview of the targeted measures already taken or ongoing to simplify and streamline 

supervisory reporting. This fitness check is part of the second, more long-term approach and 

provides the more comprehensive assessment needed to feed into further actions. 

2.3 Initiatives to simplify and streamline supervisory reporting 

Significant effort has already been made to simplify and streamline supervisory reporting. 

The large majority of these initiatives address issues arising from the application of single 

legislative acts or are limited to legislation applicable to a certain subsector. They cover both 

primary legislation (Level 1) and changes to technical specifications and detailed reporting 

rules contained in secondary legislation (Level 2). Moreover, the ESAs have worked or are 

working a number of non-legislative initiatives which should also contribute to simplifying 

EU level supervisory reporting. The work carried out to prepare this fitness check and the 

discussions with stakeholders has directly contributed to several of the initiatives listed.   

Legislative initiatives  

The most recent key initiatives in the legislative area are:  

 CRR Review ('CRR2/CRD5'). On 23 November 2016, the Commission proposed a 

legislative act to amend the banking prudential requirements contained in CRR/CRD IV. 

A final political agreement was endorsed in April 2019 and the legislative act was 

                                                 
42  COM(2017) 736 final. https://ec.europa.eu/info/sites/info/files/171201-report-call-for-evidence_en.pdf 

https://ec.europa.eu/info/sites/info/files/171201-report-call-for-evidence_en.pdf
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published in June 201943. CRR2/CRD5 aims to strengthen the resilience of the banking 

sector while making the prudential requirements more proportionate and less burdensome 

for smaller financial institutions. In particular, the EBA has been mandated to conduct a 

cost-benefit review of all supervisory reporting requirements and propose ways to reduce 

the reporting burden, at least for small, non-complex institutions,44 and to conduct a study 

to assess the feasibility of an integrated reporting system (i.e. covering statistical, 

resolution and prudential data) for all EU banks. For the study, the EBA will work 

together with competent authorities and the authorities responsible for deposit guarantee 

schemes and resolution, and in particular the ESCB. The study must look at, among other 

aspects, the setup of a common data dictionary and the feasibility and design of a central 

data collection system that would allow all relevant authorities to access the data. 

CRR2/CRD5 has also established a waiver from reporting if the data in question is 

already available from another source45. Moreover, competent authorities can also relieve 

banks from having to comply with old requirements if the templates for the new 

supervisory reporting requirements are not ready. Upon the agreement of their supervisor, 

small non-complex institutions will also benefit from simplified NSFR reporting 

(‘sNSFR’).  

 Investment Firms Supervision package. The review of the CRR also covered a revision 

of the application of prudential rules and reporting for investment firms, which will no 

longer be subject to the CRR prudential banking rules. This package introduces greater 

proportionality for smaller investment firms, including supervisory reporting. In 

particular, the information that investment firms will be required to report should be 

concise and proportionate to the nature, scope and complexity of their activities. The 

largest and most systemic firms will remain under the scope of the CRR and its related 

reporting requirements. The co-legislators reached agreement on the revised framework 

in April 2019, with entry into force expected in autumn 2019, after a second vote by the 

incoming Parliament formally adopting the outcome46. The rules apply as of spring 2021. 

In the meantime, the EBA and ESMA will develop implementing measures in technical 

areas to complete the framework. 

 BRRD and SRMR review (BRRD2 & SRMR2). The review of the BRRD and SRMR is 

closely related to the CRR/CRD review47  and aims to establish a more efficient and 

coherent recovery and resolution framework. The European Parliament and Council 

adopted the final texts in April 2019, published in June 201948. Although the review 

introduces new reporting requirements (e.g. internal/external MREL, more detailed reports 

on ‘bail-inable’ liabilities), it also sets out simplification measures. In particular, it 

introduces a waiver from MREL reporting for entities that have set out a liquidation 

                                                 
43  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32019R0876&from=EN 
44  The objective is to the lower their reporting costs by at least 10% and, ideally, up to 20%. 
45  However, some stakeholders have noted that such a waiver introduces unnecessary complexity in the legislation. 
46  See the adopted texts in April: http://www.europarl.europa.eu/doceo/document/TA-8-2019-0377_EN.html and 

http://www.europarl.europa.eu/doceo/document/TA-8-2019-0378_EN.html 
47  The reviews of the four legislative acts are commonly referred to as the ‘banking package’. Together, the amendments 

to these legislative acts will not only introduce greater proportionality in reporting but also pave the way for a more 

integrated reporting system of banks’ supervisory, statistical and resolution data. 
48  http://data.europa.eu/eli/dir/2019/879/oj, http://data.europa.eu/eli/reg/2019/877/oj 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32019R0876&from=EN
http://www.europarl.europa.eu/doceo/document/TA-8-2019-0377_EN.html
http://www.europarl.europa.eu/doceo/document/TA-8-2019-0378_EN.html
http://data.europa.eu/eli/dir/2019/879/oj
http://data.europa.eu/eli/reg/2019/877/oj
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strategy. Moreover, the reporting of ‘bail-inable’ liabilities is waived for entities 

complying with a minimum of 150% of MREL. Lastly, it sets out a mandate for the EBA 

to specify uniform reporting formats, the instructions, the methodology, and the frequency 

and dates of reporting related to the MREL requirements.    

 EMIR Refit. The EMIR Refit Regulation49 is one of two legislative acts amending the 

original EMIR Regulation 50 . The proposal was adopted in May 2017 with political 

agreement reached in February 2019. The initiative builds on the results of the 

Commission’s Call for Evidence and aims to make compliance more proportionate and 

less onerous, especially for non-financial counterparties (NFCs). Part of the regulation 

amends the EMIR reporting framework. Firstly, it includes an exemption from reporting 

of intra-group transactions involving an NFC, provided that certain conditions are met. 

Furthermore, it stipulates that, for OTC transactions between a financial counterparty and 

a NFC, the former will be responsible and legally liable for reporting both sides of the 

transaction. In addition, the Refit Regulation introduces a mandate for the Commission to 

assess whether the obligation to report transactions under EMIR and MiFIR creates a 

duplicate transaction reporting obligation for non-OTC derivatives and whether reporting 

of non-OTC transactions could be reduced or simplified (see Section 6.4 for discussion of 

this issue). Lastly, it introduces a mandate for ESMA to more accurately define the 

procedures for the reconciliation of data between TRs.  

 Solvency II review. In addition to these two adopted initiatives, the European 

Commission is conducting a review of the Solvency II Directive, expected to be finalised 

in Q4 of 2020. To this end, the Commission sent a request to EIOPA for technical advice 

in February 201951, which contains a specific request to review the reporting and public 

disclosure requirements (assessing appropriateness and proportionality). The EIOPA took 

on board the key findings and topics that emerged from the fitness check in the area of 

insurance in its Consultation Paper on proposals for the Solvency II 2020 Review52.   

 AIFMD review. In addition, the Commission is currently in the process of conducting a 

review of the AIFMD framework, which will result in a Commission report to the 

European Parliament and the Council evaluating the application and the scope of this legal 

framework. The report is expected to be submitted to the EU co-legislators by the end of 

2019 or early 2020. As one of its objectives, the review aims to identify areas where 

effectiveness of the Directive could be improved and is looking into the potential to 

simplify supervisory reporting.  

Non-legislative initiatives  

Apart from the above legislative initiatives, there is a range of non-legislative work streams 

that also aim to address the issues identified. These projects are normally led by the ESAs 

                                                 
49  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32019R0834 
50  The other one being EMIR 2.2, which aims to ensure a more robust and effective supervision of CCPs. 
51  https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190211-request-

eiopa-technical-advice-review-solvency-2.pdf 
52  https://eiopa.europa.eu/Publications/Consultations/EIOPA-BoS-19-

304_Cover%20Note_2020%20Review%20Reporting_Disclosure.pdf 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX%3A32019R0834
https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190211-request-eiopa-technical-advice-review-solvency-2.pdf
https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190211-request-eiopa-technical-advice-review-solvency-2.pdf
https://eiopa.europa.eu/Publications/Consultations/EIOPA-BoS-19-304_Cover%20Note_2020%20Review%20Reporting_Disclosure.pdf
https://eiopa.europa.eu/Publications/Consultations/EIOPA-BoS-19-304_Cover%20Note_2020%20Review%20Reporting_Disclosure.pdf
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and the ECB, and often relate to increased standardisation of reporting and messaging 

formats and corresponding validation rules in sectoral reporting frameworks.   

For example, in ESMA, a data strategy was adopted in 2017 which aims to improve data 

governance, data standardisation, and the general technical implementation of the reporting 

frameworks under the remit of ESMA. As part of this strategy, ESMA has set up a ‘Data 

Standing Committee’ which brings national authorities together to tackle cross-cutting issues 

pertaining to the reporting of data under different regulatory regimes, including the reporting 

of transactions, positions, record keeping of orders and instrument data under MiFIR, trade 

reporting under EMIR and SFTR, funds reporting under AIFMD and MMFR, etc. The 

committee aims to foster supervisory convergence and enhance the quality of reported data53 
54.  

In the area of banking, several processes are also ongoing or complete, with the aim of 

simplifying the various reporting frameworks. For example, the EBA and the SRB are 

cooperating closely on resolution planning with the aim of creating an integrated and — in 

terms of technical solutions — harmonised set of requirements covering both prudential 

supervisory and resolution reporting requirements. The EBA is working on a further 

integration of supervisory reporting requirements with related public disclosure requirements 

within their remit, with a view to reducing the burden and facilitating banks’ compliance with 

both. Likewise, the EBA cooperates with the ECB as well on various initiatives, such as the 

BIRD initiative (see below).  

The SSM has carried out several initiatives to reduce the burden for banks stemming from 

their required reporting to the SSM. In particular, in 2018 the SSM carried out a project (the 

‘Simplification Group initiative’) to streamline supervisory reporting requirements initiated 

by the ECB and the national competent authorities and to improve internal governance55. 

To ensure consistent application of reporting requirements, the EBA and EIOPA have 

developed a common methodology for modelling the requirements (the Data Point Model - 

DPM) which includes a single data dictionary for all their frameworks and templates. Both 

the EBA and EIOPA also provide common XBRL56 taxonomies for their frameworks, which 

                                                 
53  As another initiative, and to reduce the complexity arising from the existence of several trade repositories receiving 

derivatives transaction data within the EMIR framework, ESMA, at the request of the NCAs, has developed the Access 

to Trade Repositories (TRACE) project. TRACE, launched in 2015, provides a channel for distributing the relevant data 

from TRs to supervisory authorities in a standardised way both in terms of the content and of the technical access. At 

present, TRACE users include public authorities like the ECB and the ESRB, as its extension to SFTR is expected. 
54  Other examples of ESMA non-legislative initiatives: 

 https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir/mifir-reporting-instructions 

 https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting 

 https://www.esma.europa.eu/press-news/esma-news/esma-provides-guidance-transaction-reporting-order-record-

keeping-and-clock 
55  The main achievements of this project are: (i) the reduction of JST-specific reporting requirements, (ii) the streamlining 

of some existing ECB-horizontal reporting requirements and the strengthening of the internal governance for assessing 

and approving new or amended reporting requirements, (iii) the migration of some ECB reporting requirements into the 

ITS (e.g. the NPE quarterly data collection into 2.9 EBA taxonomy), and (iv) the development and maintenance of a 

central inventory of all reporting requirements addressed to supervised banks. 
56  XBRL is the open international standard for digital business reporting. It provides a language in which reporting terms 

can be authoritatively defined. Those terms can then be used to uniquely represent the contents of financial statements 

or other kinds of compliance, performance and business reports. 

https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir/mifir-reporting-instructions
https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting
https://www.esma.europa.eu/press-news/esma-news/esma-provides-guidance-transaction-reporting-order-record-keeping-and-clock
https://www.esma.europa.eu/press-news/esma-news/esma-provides-guidance-transaction-reporting-order-record-keeping-and-clock
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the 28 EU national authorities have voluntarily adopted. They also provide validation rules 

and Q&A mechanisms to ensure a harmonised application of requirements.      

In the related area of statistical reporting, the ECB is working on developing common 

definitions and data models, in particular through two ongoing projects. The first is the 

European System of Central Banks’ (ESCB) Integrated Reporting Framework (IReF), which 

aims to integrate existing statistical data requirements for banks into a unique and 

standardised reporting framework that would be applicable across the euro area57. It focuses 

in particular on requirements of the ECB’s regulations on monetary financial institutions’ 

balance sheet items and interest rate statistics, securities holdings statistics and bank loan 

reporting (AnaCredit). The current aim is to implement the IReF by 2024-27. The other 

project, entitled ‘Banks Integrated Reporting Dictionary’ (BIRD), aims to help banks 

organise information stored in their internal systems more efficiently in order to better fulfil 

their reporting requirements. BIRD is a harmonised data model that precisely describes the 

data to be extracted from the banks’ internal IT systems to derive reports required by 

supervisory authorities. The BIRD currently covers the reporting requirements of AnaCredit, 

the group module of ECB statistical reporting of securities holdings, as well as FINREP58. 

The coverage of COREP59, asset encumbrance, and resolution planning is currently under 

development.  

2.4 Intervention logic 

This fitness check focuses on the provisions contained in the legal acts that make up the EU’s 

financial services acquis that define supervisory reporting obligations. Hence the intervention 

logic, summarised in Figure 2.1, refers only to the reporting obligations and not the overall 

objectives of the different pieces of legislation.   

However, it is not straightforward to separate the objectives of supervisory reporting from the 

wider objectives of the legislation. Also, the objectives that apply specifically to reporting are 

not always spelled out explicitly in the corresponding legislative text and often follow 

implicitly from the wider objectives and requirements of the legislation. Supervisory 

reporting was also not systematically assessed in the impact assessments accompanying the 

legislative proposals.  

The general objective of supervisory reporting requirements is to provide supervisors at EU 

and national level with the information they need to fulfil their supervisory functions. More 

specifically, supervisors need relevant, reliable, timely and comparable information to: 

 supervise and enforce compliance with the rules; 

 monitor risks in the EU financial system; 

 promote supervisory convergence in the EU single market for financial services; 

                                                 
57  Allowing other European countries to use this approach too, on a voluntary basis. 
58  The CRR/CRD IV framework brought in a new supervisory reporting framework for financial reporting (FINREP). The 

FINREP framework covers financial reporting for supervisory purposes and it has adopted the CRR/CRD approach to 

consolidation as a general rule for all templates. 
59  The Common Reporting (COREP) framework also became applicable with the entry into force of the CRR/CRD IV 

regime. COREP covers the capital requirements and own funds reporting and is applicable to all EU credit institutions 

and investment firms. 
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 help design and (re-)calibrate regulations and detailed technical standards. 

The specific data needs of each specific supervisor to a large extent stems directly from their 

aims and obligations, and are reflected in the corresponding legislative frameworks. 

As noted above, the financial crisis revealed significant data gaps that called for more 

granular data and comparable information to improve supervision. The pre-crisis situation is 

the main baseline against which to assess the current supervisory reporting arrangements. 

Improved supervisory reporting, as part of a post-crisis legislative reform package and 

enhanced supervision, aims to contribute to the following wider objectives, all with a view to 

improving the functioning of the EU single market in financial services60: 

 financial stability (improving the resilience of financial institutions and reducing 

systemic risk); 

 market integrity (limiting market abuse, promoting transparent and well-functioning 

financial markets); and 

 consumer and investor protection (ensuring proper conduct of financial services 

providers for the benefit of investors or consumers of financial services). 

The pieces of legislation within the scope of this fitness check all pursue different specific 

objectives and apply to different sectors. As a result, the reporting requirements contained 

therein target different information and data reports to be provided to the supervisory 

authorities. Section 5 provides an overview of the main objectives per legislation and 

explains what needs to be reported and why, with further details provided in Annex 6.   

                                                 
60  There are other wider objectives of the post-crisis legislative reform package, such as market efficiency (which also 

links to market integrity: a market of high integrity should also be efficient, because prices will reflect their 

fundamental value, resulting in the most efficient allocation of capital). Similarly, there is a market integration objective 

to improve the functioning of the single market in financial services. In this study, the wider objectives are set as those 

that are, at the general level, the main focus of supervision and supervisory reporting. For a more detailed review of the 

post-crisis reform agenda and its main objectives, see SWD (2014) 158 final. 
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Figure 2.1 Intervention logic for supervisory reporting obligations 

NEEDS 
To achieve the wider objectives of financial stability, market integrity and consumer/investor protection in the EU financial 
services acquis, supervisors at EU and national level require information from financial market participants that is relevant, 
reliable, timely and comparable. The financial crisis revealed significant data gaps that called for more granular data and 
comparable information to allow EU-wide supervision.  
 

OBJECTIVES 
The objective of supervisory reporting requirements is to provide supervisors at EU and national level with the information 
they need to fulfil their supervisory functions, contributing to the wider objectives of financial stability, market integrity 
and consumer/investor protection in the EU single market for financial services. More specifically, supervisors need 
information to: 

 supervise and enforce compliance with regulations 

 monitor risks 

 promote supervisory convergence 

 design and calibrate regulations 
 

INPUTS / ACTIVITIES 
Inputs: 

 time and staff costs; IT and system costs; outsourcing costs (for reporting entities and supervisors) 
Activities: 

 collection, compilation, storing and processing of data by the reporting entities and third parties 

 preparation and validation of supervisory reports 

 transmission of reports to the supervisors 

 supervision of data quality and the reporting process 
 

OUTPUT / ACTION 
Reporting entities produce a wide variety of reports mandated in the EU financial services acquis to the relevant EU and 
national supervisory authorities that provide data in particular on: 

 financial condition and activities of reporting entities 

 exposures to financial risks (market, counterparty, operational, etc.) 

 interconnectedness of the financial system 

 business conduct and market practices 
 

RESULTS 
Expected results of EU supervisory reporting requirements include the provision of the required information and 
improvements in: 

 the quantity, quality and timeliness of information available to supervisors 

 comparability of information enabling the consolidation of reported data at EU level 
 

IMPACTS 
Supervisory reporting contributes to the primary objectives of the corresponding pieces of legislation: 

 improved supervision of financial markets and stability risks at EU level 

 enhanced monitoring of market integrity 

 improved consumer and investor protection 

 EU-wide supervision to improve the functioning of the EU single market in financial services 
 

EXTERNAL FACTORS 

 capacity constraints, also of the supervisors both at EU and national level 

 technological developments (IT, Fintech, etc.) 

 national implementation of EU legislation and legacy systems 

 international coordination and standard-setting 
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3. EVALUATION QUESTIONS 

This fitness check assesses the fitness of supervisory reporting requirements in the EU 

financial services acquis against the five Better Regulation criteria (effectiveness, efficiency, 

relevance, coherence and EU added value) using the following specific evaluation questions. 

Effectiveness 

 Have EU supervisory reporting requirements improved the information available to 

supervisory authorities? Do they yield sufficient data that meets the reporting 

objectives, and is it of good quality, timely and comparable? Are there any data gaps? 

 To what extent are the data provided useful and actually used to fulfil supervisory 

functions?  

 To what extent has EU supervisory reporting contributed to achieving the intended 

wider objectives of improving financial stability, market integrity and 

investor/consumer protection?  

Efficiency 

 Is EU supervisory reporting set up in a way that allows reporting entities to provide 

the data, and supervisory authorities to use the data in an efficient manner? 

 What are the main drivers of the costs and burden of EU-level supervisory reporting? 

 Are the costs of EU-level supervisory reporting — for reporting entities as well as 

supervisors — justified and proportionate to the benefits they generate? 

 Is there any scope to increase the efficiency of EU-level supervisory reporting, i.e. 

reducing the costs (e.g. by streamlining and simplifying) without compromising its 

objectives? 

Relevance 

 Have the objectives of EU supervisory reporting proven to be appropriate for the 

supervisory needs? 

 Are the reporting objectives still relevant given the developments in financial 

services? 

 Are the technical aspects of the reporting process still relevant, in particular with 

respect to developments in the fields of modern information and communication 

technologies (ICT)? 

Coherence 

 Are the reporting requirements consistent across the different EU reporting 

frameworks (e.g. in terms of scope, content, definitions, methodology, 

timing/frequency of submission, etc.)? 

 Are some data reported multiple times, when they could be reported once and then 

shared and used for multiple purposes? 

 Are EU supervisory reporting requirements consistent with other reporting 

obligations? 
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EU value added 

 What is the additional value of EU-level reporting requirements compared to what 

could be achieved by the Member States at national level?  

 Has the adoption of supervisory reporting requirements at EU level facilitated 

supervisory reporting? 

 Is there a need to increase or reduce the level of EU harmonisation and 

standardisation to enhance the effectiveness and efficiency of supervisory reporting? 
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4. METHOD 

The fitness check assessed EU supervisory reporting requirements in the relevant legislative 

frameworks at different levels of detail, from the reporting requirement level, as set out in the 

legislative acts, down to the detailed data point level. 

The following information was collected and analysed:  

(i) information on legislative acts and related documents in force, and the relationship 

between them;  

(ii) information on supervisory reporting requirements, what type of data they pertain 

to, and to which entities they apply (i.e. ‘who reports what to whom’);  

(iii) detailed information on the way data are reported (e.g. data modelling, messaging 

formats, standards used, etc.);  

(iv) information on the impact and benefits of supervisory reporting requirements;  

(v) information on the costs of compliance with supervisory reporting requirements; 

and  

(vi) information on any problems identified by stakeholders involved in reporting, 

processing, or receiving data.  

Section 4.1 provides an overview of the inputs used for the fitness check. Section 4.2 

discusses the baseline (or counterfactual) against which EU supervisory reporting 

requirements are evaluated. Section 4.3 presents some limitations of the exercise.   

4.1 Inputs into the fitness check 

Various activities have been undertaken within the framework of the fitness check, including 

an open public consultation (OPC) followed by a targeted consultation for national competent 

authorities (NCAs), an external study on compliance costs, a detailed mapping of reporting 

obligations, a dedicated stakeholders expert group, as well as a series of workshops with 

representatives of financial services companies, and one workshop dedicated to NCAs. These 

inputs generated a significant amount of information, which was processed and completed 

with the internal assessment. A short overview of the fitness check activities is available in 

the following sub-sections.  

4.1.1 Open public consultation  

The public consultation ran from December 2017 until March 2018, and was open to any 

interested parties, but primarily aimed at stakeholders directly or indirectly involved in 

supervisory reporting, either on the reporting side or on the side receiving and/or processing 

the reported data. The consultation aimed to gather three different types of information: (i) 

information on whether supervisory reporting requirements are fit for purpose and 

functioning effectively and efficiently; (ii) quantitative data on the cost of compliance with 

these requirements; and (iii) suggestions for areas where supervisory reporting requirements 

could be simplified and streamlined.  
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The public consultation generated 391 responses from a variety of stakeholders, including the 

financial services industry, supervisory and regulatory authorities, business associations and 

standardisation bodies. Responses were received from most EU Member States, as well as a 

few third countries. The public consultation provided a vast amount of information which 

contributed directly to the assessment. The feedback provided an overview of stakeholders’ 

interpretation of the effectiveness, efficiency and coherence of EU-level supervisory 

reporting, and an in-depth look at the burdens faced by reporting entities when complying 

with EU-level supervisory reporting requirements, including examples of specific issues, as 

well as their impact on the respondents. However, despite containing specific questions on 

the costs of compliance with EU-level supervisory reporting requirements, the consultation 

provided mainly qualitative information, with more limited evidence submitted on such costs.  

The summary report of the public consultation is provided in Annex 3. 

4.1.2 Conference on ‘Preparing supervisory reporting for the digital age’ 

A conference involving more than 200 participants was held on 4 June 2018. It brought 

together institutional knowledge, industry expertise and academic research to look at the 

current challenges and future opportunities related to supervisory reporting. The conference 

started with a presentation and discussion of the Commission’s fitness check and the results 

received in the open public consultation. The conference also included a panel discussion on 

the reporting burden for regulated entities and how this compares with the information needs 

of supervisors. This debate provided insights that better delineate what is effectively required 

to make sure that supervisors and regulators can carry out their tasks effectively without 

imposing excessive burdens on financial institutions. A second panel focused on the various 

ICT challenges and potential technological solutions to improve supervisory reporting so as 

to ensure that legislation is fit for purpose and able to accommodate new technologies. 

Panellists offered concrete suggestions on how to streamline and simplify supervisory 

reporting by taking advantage of opportunities offered by new technologies.  

While the conference was mostly forward looking, the presentations and discussions allowed 

for a better understanding of the issues at stake in the current fast-moving technological 

context, and provided additional input on the issues faced by stakeholders, building on the 

initial findings from the open public consultation. 

4.1.3 External study on the cost of compliance  

In preparation of this fitness check, an external contractor was commissioned to analyse the 

costs of compliance for companies operating in the financial sector, focusing in particular on 

the costs of complying with EU-level supervisory reporting obligations. A similar study on 

the compliance costs for selected financial sector measures was carried out for the 

Commission and published in 200961. The 2009 study established the baseline cost situation 

before the introduction of numerous new pieces of EU legislation in the wake of the financial 

crisis, against which the costs of the new post-crisis requirements could be compared. 

The results of the study provide, for a cross-industry and cross-country sample of EU 

                                                 
61  Europe Economics, ‘Study on the Cost of Compliance with Selected FSAP Measures’, London, January 2009, available 

at: http://ec.europa.eu/internal_market/finances/docs/actionplan/index/090707_cost_of_compliance_en.pdf 

http://ec.europa.eu/internal_market/finances/docs/actionplan/index/090707_cost_of_compliance_en.pdf
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financial services companies, an overview of the overall and incremental costs of compliance 

with EU financial services legislation that has either been introduced or significantly 

amended since 2008, including the share of those costs attributable to supervisory reporting. 

The study identifies the scale, nature and main drivers of these costs, and highlights which 

reporting frameworks contribute the most to these costs. The aim of the study was to provide 

as granular data as possible, providing estimates of the parts of total compliance costs that 

could be attributed to supervisory reporting, distinguishing between different types of cost 

and where possible attributing those costs to different pieces of legislation.      

The results of the study, and its limitations, are summarised in Section 5.4 and in Annex 562. 

4.1.4 Mapping of reporting requirements 

A detailed mapping of reporting requirements was conducted to feed into the fitness check63. 

The mapping covered all existing supervisory reporting requirements down to the data point 

level, with a twofold aim: (i) providing a comprehensive overview of what is reported at the 

very detailed level under each legislative framework; and (ii) identifying any overlaps and 

inconsistencies. The data point analysis was carried out by an external contractor.  

An inventory of all reporting obligations down to the data point level provided an important 

first step for this fitness check. Without such a detailed list of reporting obligations, there 

would be no way to identify in a systematic/comprehensive way whether or not overlaps and 

inconsistencies exist, as claimed by stakeholders in the feedback to the Call for Evidence and 

the open public consultation for this fitness check.  

Before the contractor could carry out the in-depth analysis, a single data model needed to be 

applied to all reporting frameworks. The Data Point Modelling (DPM) approach was chosen 

as it had already been developed and applied by the European Banking Authority (EBA) for 

CRDIV/CRR and by the European Insurance and Occupational Pensions Authority (EIOPA) 

for Solvency II, which are among the most complex frameworks under review. Nonetheless, 

some adjustments to the existing DPMs had to be undertaken to align them for the purposes 

of the assessment. 

The project resulted in a DPM database covering all reporting requirements and data points 

derived from the structured supervisory reporting frameworks that fall within the scope of 

this fitness check. The contractor used this to analyse overlaps and inconsistencies in 

reporting requirements. The resulting inventory of reporting requirements and data points is 

presented in Section 5 (with more detail contained in Annex 6). 

4.1.5 Stakeholder Roundtable  

A Stakeholder Roundtable (SRT), consisting of the representatives from the three European 

                                                 
62  Study will soon be available at: 

 https://ec.europa.eu/info/publications_en 
63  This mapping was conducted as part of the Financial Data Standardisation (FDS) project, which was launched in 2016, 

as explained in the Follow-up to the Call for Evidence. See COM(2017)736 final. In addition to the mapping, the 

second objective of the FDS project was to explore ways in which harmonised data definitions (a ‘common financial 

data language’) could be used to optimise supervisory reporting without compromising the objectives of the relevant 

legislation.  

https://ec.europa.eu/info/publications_en
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Supervisory Authorities, the ECB, the Single Supervisory Mechanism (SSM) and the Single 

Resolution Board (SRB), was set up and met on a regular basis during the assessment. It 

supported the work of the fitness check by providing detailed technical input and on-the-

ground knowledge of supervisory reporting.  

The SRT helped to guide the work of the fitness check, to gather input from the regulatory 

and supervisory side, and to validate the findings of the fitness check and in particular the 

results of the mapping of reporting requirements. It also allowed for constructive dialogue 

between the different EU-level authorities and helped build understanding and consensus.  

Specifically, during the meetings of the SRT and in numerous other exchanges, the 

roundtable members provided detailed technical input and on-the-ground knowledge of and 

experience with supervisory reporting. This included information on: (i) issues faced 

specifically by supervisors; (ii) the costs of reporting for supervisory authorities; (iii) the 

processes involved in developing and implementing Level 2 legislation and Level 3 tools; 

and (iv) cooperation among EU and national supervisors. The roundtable also assisted in the 

review of claims raised by industry stakeholders and the results of the detailed mapping, and 

provided feedback on issues identified during the assessment.   

By providing a forum for constructive and ongoing dialogue between the different EU-level 

authorities, the SRT helped to build understanding of and consensus on a range of issues. 

There was support among the roundtable’s members for continuing such dialogue in future. 

4.1.6 Industry workshops  

To extend the discussions launched in the SRT to a broader range of stakeholders, and in 

particular to representatives of the financial services industry, a series of workshops were 

organised as part of the fitness check during November and December 2018. This was also 

necessary following the discussions started at the conference on ‘Preparing supervisory 

reporting for the digital age’ and to dig deeper into some of the input obtained from industry 

during the open public consultation. Three workshops were held with the industry, covering 

insurance, banking and financial markets, including asset management. The workshops, 

which gathered between 15 and 35 participants each, usually lasted a whole day, apart from 

the insurance sector workshop, which was slightly shorter. Each workshop covered issues 

specific to the sector or type of stakeholder and allowed for in-depth discussions with the 

reporting experts that attended. 

The workshops confirmed issues raised both in the open public consultation and during the 

conference, including the fact that precise figures for the cost of compliance with supervisory 

reporting requirements are not readily available. However, new issues and additional 

information were also gathered, including specific examples and points of view. Some 

participants sent additional written information as a follow-up to the workshops, including 

concrete difficulties with the supervisory reporting requirements in their respective areas. The 

workshops therefore contributed directly to a better understanding of the situation, and helped 

initiate an important dialogue with a cross-section of stakeholders. Importantly, they also 

allowed the stakeholders to hear different points of view. The results of the workshops helped 

to finalise and better define the sector-specific issues presented in detail in Annex 3.4. 
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4.1.7 NCAs workshop and targeted consultation 

As comparatively little feedback was received from NCAs during the open public 

consultation, the Commission undertook additional effort to reach out to supervisory 

authorities. This included a targeted consultation aimed specifically at this group of 

stakeholders and an accompanying workshop. The consultation consisted of questions 

designed to address specific issues from the perspective of the recipients of supervisory data.  

The Commission received 44 consultation responses from 35 NCAs in 27 EEA Member 

States. The targeted consultation aimed to gather information on the benefits of EU reporting 

requirements, the usage of the reported data and data quality. Feedback was also received on 

the NCAs’ views and experience of the different reporting processes and on the 

implementation timelines for EU-level supervisory reporting requirements. The results of the 

targeted consultation are summarised in Annex 3.3. 

As noted in the context of the open public consultation and the workshops with industry 

stakeholders, a large majority of respondents were unable to provide any data that would 

quantify the costs and burdens of supervisory reporting for NCAs. 

The workshop gathered 23 participants from the NCAs of 13 countries, plus 6 representatives 

from ESAs. The discussions focused on: (i) the supervisory needs for data; (ii) the different 

uses of supervisory reporting; (iii) the interplay between EU and national requirements; (iv) 

the challenges encountered by national authorities with supervisory reporting and; (v) the 

potential areas for improvement and the vision for the future. 

4.1.8 Internal assessment  

The external input was assessed and complemented by an internal information-gathering and 

analysis exercise. This consisted first of all of a review of all EU legislative frameworks on 

financial services to identify the final scope of the assessment. Further information was also 

collected and analysis undertaken to complete this fitness check, including: (i) the situation 

prior to the crisis; (ii) the initial motivation for introducing supervisory reporting 

requirements in specific sectors or in specific legislative acts, and the objectives of these 

requirements; (iii) the expected impacts and overall costs of the legislation (primarily as 

presented in the respective impact assessments); (iv) the set-up of the respective reporting 

systems; (v) the actual impact of the reporting requirements: and (vi) any ongoing or planned 

revisions of the reporting requirements at both Level 1 and Level 2. Finally, the internal 

assessment included the review and analysis of all information gathered through the 

consultations and external studies.  

Information processing and triangulation 

In order to assess EU-level supervisory reporting requirements on the basis of the five Better 

Regulation criteria, information from the different sources had to be analysed and 

triangulated, and the results then had to be verified as far as possible.  

The main sources of the underlying information which fed into the assessment are set out 

below. 

 To identify the list of issues faced by stakeholders, both reporting entities and the 

supervisory authorities, information was gathered from the open public consultation, 
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the conference, the workshops, the targeted NCA consultation, and the Stakeholder 

Roundtable discussions. 

 To assess the cost of complying with EU-level supervisory reporting requirements 

and the main drivers of those costs, the information came from the open public 

consultation, the external compliance cost study, the targeted NCA consultation and 

the SRT. 

 To identify any overlaps and inconsistencies across EU-level supervisory reporting 

requirements, the sources were: the detailed mapping exercise for providing the full 

overview of reporting requirements and data points; 

 To identify problems specific to the supervisory authorities and also to obtain 

more detailed information on the actual data needs and data uses, the assessment drew 

on the NCA workshop, the targeted consultation, and the SRT.  

 To identify challenges in the process of adopting reporting requirements, 

including challenges and divergences at Member State level, the information came 

from the stakeholder roundtable and the internal assessment. 

The assessment started with the results of the open public consultation. An in-depth analysis 

of the feedback resulted in a preliminary list of themes or issues with EU supervisory 

reporting, and initial insight into the costs of compliance. It also allowed for the identification 

of any divergences between the views of different groups of stakeholders (i.e. industry, 

NCAs, EU authorities). The preliminary list of key themes was developed taking into 

account: (i) the frequency and significance of a particular issue raised by stakeholders; (ii) the 

examples and level of detail provided to support concerns with concrete evidence; and (iii) 

the extent to which different types or groups of stakeholders shared the view. The open public 

consultation results provided an initial and in large parts subjective (i.e. from the 

stakeholders’ perspective) view of the effectiveness, efficiency, relevance, coherence and EU 

value added of the supervisory reporting requirements. In particular, given the low response 

rate from public authorities — and therefore from supervisors — the list of themes at this 

stage was over-representative of the views of the industry. 

The conference provided input which helped fine-tune the list of themes. It also contributed 

to better understanding the underlying specific issues (i.e. examples of specific problems) and 

how they impact various stakeholders. 

The targeted consultation of the NCAs was to a large extent aimed at correcting the 

shortcoming and at providing more information from the supervisors’ perspective. It provided 

a significant amount of information on the challenges faced by supervisory authorities, as 

well as the costs they faced as a result of EU-level supervisory reporting. Moreover, it helped 

the assessment of supervisors’ actual needs and different uses of data. In parallel, the 

workshops with NCAs and industry were used on the one hand to present the initial findings 

of the fitness check to the stakeholders and on the other hand to gather feedback on the issues 

identified so far, clarify questions and gather additional evidence and further specific 

examples.  

The discussions at the workshops and the input from the targeted NCA consultation, 

combined with input gathered during regular meetings of the SRT, had two main 

achievements. First, they provided a deeper perspective into the effectiveness, efficiency, 

coherence and EU added value of the reporting requirements. Second, they made it possible 

to finalise a draft list of main themes and issues, supported by concrete specific examples. At 
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this stage, the views of the reporting entities were compared with those of supervisory 

authorities to provide a balanced assessment and, for example, remove any claims of 

burdensome reporting requirements when these requirements are in fact justified to achieve 

the objectives. The list of themes and supporting evidence and specific examples was then 

consulted internally and through the SRT and fine-tuned where necessary. 

The detailed mapping of the reporting requirements, including overlaps and inconsistencies, 

was cross-checked against the specific examples of overlaps and inconsistencies gathered via 

the various consultation activities. This made it possible to further develop the assessment of 

the reporting requirements, in particular, as regards their coherence and efficiency. This 

verified whether any specific overlaps and inconsistencies are justified and should therefore 

not be treated as an issue. 

The results of the study on the costs of compliance were compared with those gathered in the 

open public consultation and with the outcome of the detailed mapping exercise to identify 

the most costly and problematic reporting frameworks. They also directly fed into the 

analysis of the efficiency of supervisory reporting. 

Input gathered via the SRT was cross-checked against the results of the internal assessment to 

identify issues related to the development and implementation of EU-level supervisory 

reporting requirements. Similarly, roundtable input was collated with the feedback to the 

OPC, the targeted consultation, and information gathered in the NCA workshop to further 

develop the assessment of the effectiveness and added value of EU-level supervisory 

reporting.  

4.2 Point of comparison for the analysis 

Any evaluation needs an appropriate point of comparison to help capture the change that EU 

action in this field has brought over time. The current fitness check was motivated by the 

major overhaul of the EU regulatory and supervisory framework for financial services in the 

wake of the financial crisis that started in 2007/2008. Conceptually, the main baseline (or 

counterfactual) is a situation in which the EU would not have acted. However, in practice, 

this approach is complicated by the nature of the fitness check, being as it is an evaluation of 

a group of interventions. Some of the legislation within the scope introduced reporting 

requirements in areas where no data was previously gathered, while others reinforced existing 

EU-level requirements, and yet others introduced EU requirements that harmonised existing 

national rules. Moreover, the timing of reforms differed, as some measures had already 

started to be developed before the crisis occurred. In practice, it is also difficult to identify the 

reform measures that would have been taken at national level if it had not been for EU-level 

intervention (see Section 4.3 on limitations below).  

More importantly, for the purposes of this fitness check, the baseline for comparison depends 

on the evaluation criteria and related evaluation questions to be assessed. The effectiveness 

analysis, for instance, investigates whether the objectives of the legislation are met, and hence 

uses the desired outcome as a point of comparison.  

Efficiency-related evaluation questions in principle have different counterfactuals: when 

looking at whether the intervention has been implemented in the most efficient manner, or if 

the current level of efficiency can be improved, the actual situation is compared to a desired, 
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ideal outcome. Elsewhere, when costs and benefits are analysed to determine if the 

intervention was justified and proportionate, the assessment needs to look at the situation 

before the intervention. As reporting was not systematically assessed in the impact 

assessments of the various pieces of legislation within the scope, this rules out a comparison 

of actual and expected impacts.  

When assessing the relevance of reporting, the needs for supervisory reporting both at the 

time and today are considered. Finally, for both the coherence and the EU value added 

assessments, the relevant point of comparison is the situation without EU-level intervention, 

although for some evaluation questions the current situation is assessed against an ideal 

situation to examine the scope for improvement.  

The issue of the relevant baseline is mostly of a conceptual nature, and much of what follows 

simply seeks to answer the evaluation questions at hand and/or present the areas where 

problems or scope for improvement have been identified. The baseline matters most for the 

quantification of costs and benefits of reporting, which is inherently difficult when it comes 

to supervisory reporting, as further discussed below in Section 4.3 on limitations. In the study 

of compliance costs, the contractor provides a detailed discussion of the counterfactual and 

considers various benchmarks, such as a previous cost study capturing compliance costs of 

the pre-crisis framework. 

4.3 Limitations of the analysis  

The following sets out the main limitations in the methodology used and evidence available. 

These were taken into account when the assessment was conducted and conclusions reached.  

Scope 

As already set out in Section 1.2, the scope of this fitness check is broad and covers a 

multitude of EU-level reporting requirements across several financial services sectors (e.g. 

banking, insurance, asset management). An exhaustive assessment would in principle need to 

answer the evaluation questions separately for each and every legislative framework within 

the scope and conduct a detailed cost-benefit assessment of all the reporting requirements. 

This was not the purpose of this fitness check, nor would this have been feasible. Instead, the 

fitness check focused on identifying the main cross-cutting issues and drawing the main 

conclusions that apply across different reporting frameworks.  

In practice, it turned that many issues raised are actually sector- or even legislation-specific. 

While this made it more difficult to arrive at a single set of conclusions, it also suggests that 

the number of problems faced by a single reporting entity may not be as significant as was 

suspected. This is because many of the reporting requirements will simply not be relevant to 

particular entities e.g. an asset manager will not be concerned by reporting requirements 

aimed at insurers, while any inconsistencies between the relevant frameworks are of little 

impact in practice. Although the presentation in this fitness check broadly follows a cross-

cutting approach, sector-specific issues are also presented where possible.  

Due to the sheer volume of requirements, the analysis did not, however, provide a detailed 

assessment of each and every requirement and related data points in all the frameworks 

within scope. 
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One of the main elements of the fitness check was an assessment to check for overlapping 

requirements across different reporting frameworks within scope, which was a repeated claim 

of the reporting entities. The fitness check aimed to undertake this assessment at a level that 

was as detailed as possible; in this case, this meant at the level of the individual data points 

which need to be reported by the supervised entities. The assessment faced the difficulty that 

for a number of the legislative frameworks, data point models had not been developed and 

hence could not be used to examine data points across different frameworks on a comparable 

basis. Therefore, to allow for an assessment at data point level, such models had to be 

developed by the external contractor carrying out the in-depth mapping exercise. A number 

of difficulties were encountered in this process, resulting from the complexity and, in some 

cases, from the lack of a clear and consistent definition of what needs to be reported. Given 

the scale of the exercise, the underlying models and resulting mapping of requirements and 

data points were not verified with the technical experts of the ESAs64. The results of the 

overlap analysis were discussed with the SRT.  

Incremental nature of EU requirements  

In many areas, national supervisory reporting requirements preceded those at EU level, and in 

a number of cases they continue to exist in parallel to the new EU-level reporting 

requirements. Hence, not all supervisory reporting requirements introduced at EU level were 

completely new for reporting entities, and not all EU requirements present significant 

add-ons. Also, even if EU requirements were dropped or had never been adopted, this would 

not imply the removal of reporting obligations. In the hypothetical case of no EU 

requirements, it is likely that individual Member States would have increased information 

demands on financial institutions following the financial crisis. The extent and level of 

divergence of any additional national requirements would significantly influence the point of 

comparison with EU requirements. Identifying the true ‘incremental’ impact of EU 

legislation is therefore difficult, even conceptually. 

Furthermore, some of the EU legislation adopted or revised since the financial crisis contains 

only minimum harmonisation provisions, where differing national requirements are permitted 

and in many cases remain in place. This coexistence of national and EU-level reporting 

requirements, and the mixture of maximum and minimum harmonisation requirements, 

created challenges when trying to isolate the impact of the EU requirements. In practice, it 

was not always possible to assess the EU requirements’ true incremental impact. For 

instance, the already complex task of measuring the cost of compliance was further 

complicated by the need to measure only the effects of the incremental EU requirements. 

Difficulty of gathering information on costs and benefits 

Information — and in particular precise quantitative data — on the cost of compliance with 

EU-level supervisory reporting requirements was very difficult to collect. There are many 

reasons for this, in addition to the above problem of isolating the incremental impact of EU 

                                                 
64  This was done on a best-effort approach and, given the purpose of the undertaking and the limited resources available, 

was not verified with the technical experts of the ESAs. As the data point models developed by the contractor were used 

solely for this analysis, a review of these by the SRT was deemed unnecessary.  
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requirements as opposed to purely national requirements. This can be illustrated with a few 

examples: (i) many of the EU-level supervisory reporting requirements are quite new and are 

still in the process of being implemented, and stakeholders have simply not yet had the time 

or enough data to estimate costs; (ii) costs incurred in complying with supervisory reporting 

requirements are often not measured separately from other (substantive) compliance costs, 

and occasionally not at all; and (iii) some costs incurred in complying with supervisory 

reporting requirements are inseparable from other administrative costs (e.g. in the case of 

introduction of a new IT or management system).  Even in cases where data was collected, it 

was often incomplete and incomparable (i.e. including different parameters, presented in 

different ways, etc.). This applies to the compliance costs of the financial services industry, 

but also to the costs of supervisors receiving and processing the data. The external contractor 

conducting the compliance cost study also incurred these difficulties. The results are 

presented in Section 5, with more details of the methodology used (and its limitations) in 

Annex 5. 

Gathering information on the benefits of supervisory reporting was even more challenging, 

and the fitness check suggests that a quantitative assessment in monetary terms is, for all 

intents and purposes, impossible. No such measurements are currently being carried out by 

any of the stakeholders. It is inherently difficult to measure the benefits of supervisory 

reporting because they ultimately depend on the fulfilment of the wider objectives of 

financial stability, market integrity and consumer/investor protection. Attributing the 

incremental contribution made by access to supervisory data is challenging. While data on 

compliance costs is presented, the analysis of benefits is therefore mostly qualitative.  

The above limitations (i.e. the significant uncertainties and data gaps) make robust 

assessments difficult and limit significantly the extent to which cost-effectiveness can be 

analysed. In practice, the difficulty of quantifying benefits meant that some degree of 

judgement was required to assess whether costs are justified and proportionate. This often 

meant that the assessment had to rely on the views of policymakers and stakeholders. 

However, this in itself is a limitation of the assessment, and is presented below. 

Sample representativeness  

The assessment relied to a significant extent on stakeholder input, as there is little literature or 

other evidence on the technical topic of EU supervisory reporting. As with all voluntary 

online surveys, participation in the OPC was decided by the respondents, and the responses 

were skewed (e.g. with a disproportionately high response rate from one Member State and 

one industry sector, and very few responses from consumers or their representatives). Efforts 

were therefore made to correct the results’ non-representativeness. In order to increase the 

input from the supervisory side, a separate targeted consultation was run that had a high 

response rate. Efforts were also made to assess the issues faced by industry in different 

sectors. This was achieved by organising workshops and through select additional meetings 

with reporting experts. The various stakeholder consultation activities helped to get a 

comprehensive view of the situation, with all viewpoints reflected. In many cases, the 

different stakeholders took opposing views. For example, industry representatives considered 

certain requirements superfluous, whereas national supervisors insisted they provided 

important information. Where conflicting views emerged, a balancing assessment was needed 

and provided by the Commission, also in further discussion with the European supervisors. 

Where such a balancing was not possible, the different viewpoints are presented.    



 

38 

 

Assessing a ‘moving target’ 

Supervisory reporting requirements in EU legislation are evolving. Many requirements have 

only recently been implemented, and some are yet to enter into force (see Section 1.2 and the 

detailed descriptions in Annex 6). Also, requirements are being reviewed and changed (see 

Section 2.3). As mentioned in Section 1.2 on the scope of the fitness check, a choice had to 

be made on the cut-off date for the supervisory reporting requirements which would be 

included in the assessment. While this has allowed a fixed scope for the project to be 

determined, it also meant that certain important (or particularly burdensome or costly) 

reporting requirements introduced just after the cut-off date would not be taken into account. 

This problem has been mitigated by extending the initial scope to: (i) include a number of 

revised Level 2 measures adopted shortly after the cut-off date; and (ii) consider all issues 

raised by stakeholders irrespective of the cut-off date. However, recent developments such as 

the adopted packages reviewing EMIR, CRR/CRD, BRRD and SRMR and other ongoing or 

upcoming requirements, such as the sustainability-related data requirements (e.g. regarding 

the exposures to climate and broader environmental sustainability related financial risks), 

meant that the set of reporting requirements on which the assessment is based is no longer 

fully up-to-date when this report was drafted and finalised. As a result, it does not fully 

reflect the current or upcoming reporting requirements for EU financial institutions.    
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5. STATE OF PLAY: OVERVIEW OF EU SUPERVISORY REPORTING  

This chapter provides an overview of EU supervisory reporting. The different stages, starting 
from the setting of the requirements in EU legislation through to the use of the data by 
supervisors, are illustrated in Figure 5.1. The chapter first describes how the requirements are 
laid down in EU legislation and implemented, before moving on to an overview of the actual 
data collection (i.e. what kind of data is reported, how frequently, by whom, to whom, and for 
what purpose). The overview is supported by summary statistics of the number of 
requirements, data tables and data points under the different pieces of legislation. The actual 
use of the data by supervisors is further assessed in Section 6.1. The chapter also provides a 
short overview of the benefits and costs of supervisory reporting. 

Figure 5.1: Main stages of EU supervisory reporting 

 
Source: DG FISMA. 

 Development and set-up of EU-level supervisory reporting requirements 

The requirement to report data for the purposes of ongoing supervision is only one of many 
requirements of EU financial services legislation. In most cases, this requirement is 
secondary to the main substantive requirements of particular EU legislation. For this reason, 
EU-level supervisory reporting requirements are, almost exclusively, not dealt with in 
separate legislative acts, but are spread across different pieces of legislation dealing with 
different matters in different sectors. Within these legislative acts, supervisory reporting 
requirements are usually covered by one or more specific articles, but in most cases make up 
a fairly small proportion of all (substantive) requirements.   

The description of a particular requirement is set out in legal texts at different levels, 
reflecting the general set-up of EU financial services legislation:  

 Level 1 legislation, in the form of regulations or Directives, sets out the general 
framework and broad outlines of EU rules and requirements for the financial sector. 
In terms of supervisory reporting requirements, Level 1 acts set out the broad outlines 
of the reporting requirements, identifying at the general level what needs to be 
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reported by whom to whom and, in some cases, how frequently. Level 1 acts also set 
out various conditions and/or exemptions relating to these requirements.  

 Level 2 legislation sets the more detailed and technical aspects of EU-level rules and 
requirements. In terms of reporting requirements, these are set out in Regulatory 
Technical Standards or Implementing Technical Standards (RTS and ITS), drafted by 
the ESAs and adopted by the Commission by means of delegated or implementing 
acts. They determine aspects of reporting such as the form in which data is to be 
reported, the format, templates, standards, and identifiers which need to be used, and 
specific deadlines.   

In addition, at level 3, the ESAs and other EU-level supervisory authorities have a number of 
powers which go beyond Level 2 legal acts. These are to support the establishment of high-
quality common standards and practices and to support the harmonious implementation of the 
reporting requirements. These tools consist of Level 3 acts such as guidelines and 
recommendations, and other instruments and tools, such as opinions or Q&As aimed at 
ensuring supervisory convergence65. The ECB (SSM) and SRB also issue guidelines and 
Q&As, based on the mandate provided under the Level 1 legislation, but this is not further 
described here66. 

A summary of the legislative process for setting EU supervisory reporting requirements is 
sketched out in Figure 5.2.  

Figure 5.2: The legislative process in the EU 

 
Source: DG FISMA.  

The Level 1 act is proposed by the European Commission, subject to an impact assessment, 
public consultation and other processes under the Better Regulation agenda, and is adopted 
by the European Parliament and the Council as either a regulation or a directive. As far as 
supervisory reporting requirements are concerned, requirements in these acts are often 
specifying only the broad outline of the reporting requirements. For this reason, the acts often 
also include a mandate for the ESAs to prepare the technical details of the RTSs and/or ITSs 

                                                 
65  National implementation and EU enforcement of rules by national governments are not further considered, but these 

represent another level. 
66  For details on reporting to the ECB and SRB under the SSMR and SRMR respectively, see: 

https://www.bankingsupervision.europa.eu/banking/approach/reporting https://srb.europa.eu/en/content/reporting 
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that further lay down the specific aspects of these requirements. In most cases they also 

include specific deadlines by which the Level 2 acts are to be adopted, and occasionally 

provide for one or more reviews in the medium term. However, there is a fair amount of 

variance between different Level 1 acts as to the level of detail they include directly and that 

which they delegate to the ESAs. 

Box 2: Example of a reporting obligation in EU legislation 

The text below uses the EMIR reporting obligation to illustrate the content and set-up of an EU-level 

supervisory reporting obligation. 

Level 1 — framework of the reporting obligation  

‘Article 9 

Reporting obligation 

1. Counterparties and CCPs shall ensure that the details of any derivative contract they have 

concluded and of any modification or termination of the contract are reported to a trade repository 

registered in accordance with Article 55 or recognised in accordance with Article 77. The details shall 

be reported no later than the working day following the conclusion, modification or termination of the 

contract. 

[…] 

5. In order to ensure consistent application of this Article, ESMA shall develop draft regulatory 

technical standards specifying the details and type of the reports referred to in paragraphs 1 and 3 for 

the different classes of derivatives.  

The reports referred to in paragraphs 1 and 3 shall specify at least:  

(a) the parties to the derivative contract and, where different, the beneficiary of the rights and 

obligations arising from it;  

(b) the main characteristics of the derivative contracts, including their type, underlying maturity, 

notional value, price, and settlement date.  

[…] 

6. In order to ensure uniform conditions of application of paragraphs 1 and 3, ESMA shall develop 

draft implementing technical standards specifying:  

(a) the format and frequency of the reports referred to in paragraphs 1 and 3 for the different classes of 

derivatives;  

(b) the date by which derivative contracts are to be reported, including any phase-in for contracts 

entered into before the reporting obligation applies.  

[…]’ 

Level 2 – regulatory technical standards and implementing technical standards 

The RTSs and ITSs are developed by ESMA and adopted by the European Commission on the basis 

of the empowerments granted in EMIR Article 9(5) and Article 9(6) respectively. The RTSs set out 

the details and type of reports that need to be submitted by the reporting entities, and provide a table 

for this purpose. The ITSs set out the format and frequency of the reports and the date by which they 

are to be submitted, and lay down in more detail the content of each of the fields within that table.  
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In preparing the relevant technical standards, the ESAs take into account the empowerments 

under the relevant Level 1 act as well as the needs and demands of the NCAs and the impact 

on the reporting entities. In order to ensure that the supervisors’ needs and the impact on 

reporting entities is taken into account, the ESAs are required to consult interested 

stakeholders when developing RTSs and ITSs. Such consultations are a key part of the 

development process, and are undertaken by the ESAs for all new or revised requirements, 

unless such consultations are disproportionate to the scope and impact of the RTS or ITS 

concerned or given the particular urgency of the matter. In this way, the ESAs ensure that the 

reporting entities receive advance notice of what is under consideration and have an 

opportunity to provide their views. Once the ESAs’ draft RTSs or ITSs have been finalised, 

they are then submitted to the European Commission for endorsement. In principle, the 

RTSs/ITSs should be adopted by the Commission within 3 months of submission, but this 

can take longer in practice if adoption necessitates legal and technical discussions67. In the 

case of RTS, the final draft of the delegated act adopting the standard is then sent to the 

European Parliament and the Council for a scrutiny period and subsequent adoption68.  

Based on this implementation and monitoring role, the ESAs are also responsible for 

initiating any revisions of RTSs and ITSs. These revisions can be undertaken to: (i) further 

specify certain elements of the reporting requirements (for example further to questions 

raised by reporting entities during the implementation); (ii) correct elements which are not 

working as expected; (iii) introduce new elements; or (iv) reflect various developments 

(market, IT, etc.). RTSs and ITSs may also need to be updated as a result of a revision of the 

corresponding Level 1 acts. Any amendments to existing RTSs and ITSs arising from such 

revisions are adopted in following the same procedures as for the initial standards.   

Day-to-day monitoring of the implementation of supervisory reporting requirements is 

primarily the responsibility of the ESAs. As original authors, but often also as immediate or 

secondary recipients of the data, the ESAs work closely with NCAs to ensure that the data is 

reported in line with the requirements and, where applicable, reported on time and with 

satisfactory quality. To support this work, the ESAs prepare guidance to clarify what is to be 

reported, how and when69. Level 3 documents include: 

 Q&As: Questions are submitted to the ESAs by a variety of stakeholders, including 

reporting entities, competent authorities, consultancy firms and IT providers. The 

main purpose of the Q&As is to foster and facilitate consistent and effective 

                                                 
67  Upon receipt of the draft RTS/ITS, the European Commission notifies the European Parliament and the Council of this 

submission and carries out a review of the draft legislation. The purpose of these reviews is to verify whether the 

proposed technical standards are in line with EU law and other legislation in the financial services sector, most 

importantly the underlying Level 1 legislation, and to ensure that the legal drafting is correct. The European 

Commission can endorse the draft RTS/ITS in full, in part, with amendments, or may decide not to endorse them. 

Should it choose to endorse them only in part, with amendments, or not to endorse them at all, it must send the draft 

RTS/ITS back to the relevant ESA with an explanation. The ESA then has time to amend the draft or react otherwise. In 

any case, the European Commission is not permitted to modify the content of the proposed standards without prior 

coordination with the relevant ESA. 
68  The length of this scrutiny period normally lasts between 1 and 6 months, depending on whether or not the European 

Commission has made substantial modifications to the draft technical standards. If the co-legislators do not raise 

objections within the relevant deadline, the technical standards are then automatically adopted. 
69  Apart from that, some Level 3 documents set reporting requirements themselves (e.g. EBA Guidelines on Funding 

Plans). These are then transposed into national legislation. 
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application of the regulatory framework. Submitted questions are analysed and draft 
answers are prepared by representatives of the ESA or national authorities and 
submitted to a review and approval procedure involving all competent authorities, as 
applicable70. 

 Guidelines and recommendations: The power to issue guidelines and 
recommendations can be included in the sector-specific Level 1 text or can be drawn 
from the ESAs founding regulations. In both cases, the ESAs draw up a draft 
proposal. Guidelines and recommendations vary in terms of content and objective; in 
the specific case of reporting, they can be an instrument to specify further existing 
reporting obligations or define additional reporting practices. Proposals for guidelines 
and recommendations are typically published for consultation for a period of three 
months. The feedback received is analysed and the proposal for the guidelines and 
recommendations revised. After adoption by the ESA’s Board of Supervisors 

(composed of the ESA Chair and National Supervisory Authorities), the guidelines 
and recommendations are translated into all EU languages and subject to a comply-or-
explain procedure71. 

 Who reports what to whom  

Table 5.1 provides an overview of the EU financial services legislation within the scope of 
this fitness check, summarising the general objective of the legislation, the relevant financial 
service or activity covered, and broadly what supervisory data needs to be reported72.  

The main recipients of the data are the NCAs and relevant EU authorities which both use the 
data to fulfil their various supervisory functions. The data is not reported to the European 
Commission, which does not act as a supervisor.  

For each framework in scope, Annex 2 and Annex 6 provide a more detailed description of 
who needs to report what to whom, as well as the detail about the relevant legal acts at Level 
1 and 2.  

                                                 
70  In exceptional cases, where a draft answer is expected to have a significant impact on entities subject to the reporting 

(and/or substantive) requirement, the ESA consults an industry body (for example the Banking Stakeholder Group in 
the case of EBA) on the draft answers prior to their publication. 

71  As noted above, the SSM and SRB also issue guidelines and Q&As, which are not initiated at ESA level. This is not 
further described here. 

72  More detailed information is provided in Annex 6. 
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Table 5.1: Overview of supervisory reporting in EU legislation in scope  

Reporting 

framework 

Main objective 

of legislation 

Reporting entities 
Main content of supervisory 

reporting  
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CRR/CRD IV X   
Credit institutions and 

investment firms73 

Reporting of capital adequacy, 

solvency, liquidity position, 

exposures (credit, operational, market 

risk), etc.  

BRRD X   
Credit institutions and 

investment firms 

Information about critical functions, 

assets and liabilities divided by 

critical counterparties, etc. 

Solvency II   X 

Insurance and 

reinsurance 

undertakings 

Solvency capital requirement, 

minimum capital requirement, 

balance sheet, own funds, intra-group 

transactions, etc. 

MiFIR/MiFID II  X X 
Investment firms and 

trading venues 

Reporting of transactions in financial 

instruments which are traded on a 

trading venue or where an underlying 

instrument is traded on a trading 

venue, reporting of Financial 

Instrument Reference Data, reporting 

of positions in commodity derivatives 

or emission allowances or derivatives 

thereof 

EMIR X X  

Counterparties trading 

in financial derivatives 

and central 

counterparties (CCPs) 

Reporting of OTC and exchange-

traded derivatives transactions  

CSDR  X X 
Central securities 

depositories (CSDs) 

Information about securities recorded 

in settlement systems, periodic 

events, etc. 

SFTR X X  

Counterparties 

involved in securities 

financing transactions 

(SFTs) 

Reporting of SFTs (e.g. counterparty 

data, collateral data, margin data) 

SSR X X  

Entities involved in 

short selling 

transactions 

Reporting of details of the net short 

position in a particular instrument 

(e.g. position holder, volume and 

notional amount of the position) 

MAD/MAR  X X 

Market operators, 

investment firms that 

operate a trading venue 

Reporting of suspicious behaviour, 

trades or orders in financial 

instruments, to prevent insider 

                                                 
73  Pending the entry into force of the Investment Firm Regulation and Directive (see Section 2.3 above). 
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Reporting 

framework 

Main objective 

of legislation 

Reporting entities 
Main content of supervisory 

reporting  
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and issuers of financial 

instruments74  

trading, as well as any form of market 

abuse, reporting of Financial 

Instrument Reference Data 

AIFMD X  X 
Managers of alternative 

investment funds 

Details of the funds managed by a 

particular alternative investment fund 

manager (e.g. investment strategy, 

net asset value, leverage, main 

markets and instruments in which a 

fund manager trades on behalf of the 

fund) 

UCITS Directive   X 

UCITS and 

management 

companies 

Data sets which are subject to public 

disclosure (e.g. provision of the 

annual and semi-annual report and 

other documents for public 

disclosure), notifications and 

registration applications 

CRAR/CRAD  X X 
Credit rating agencies 

(CRAs) 

Pricing policies, procedures and fee 

data, information about ratings, rating 

outlooks issued or endorsed, etc. 

SAR/SAD  X X 
Audit firms or statutory 

auditors 

Notifications and reports related to 

audit activities 

REMIT75  X  
Participants in the 

energy market 

Reporting of wholesale energy 

market transactions and fundamental 

data of instruments subject to those 

transactions 

SSM Regulation X   

Significant entities76 

supervised by the SSM 

and other cross-border 

groups77 

Reporting of any information 

necessary for the ECB to carry out its 

supervisory tasks, including the data 

as per the CRR 

SRM Regulation X   

Significant entities 

supervised by the SSM 

and other cross-border 

groups  

Reporting of data necessary for the 

development of resolution plans, 

drawing to a large extent on the 

requirements set out in the BRRD  

FICOD X  X 

Groups identified as 

financial 

conglomerates78 

Reporting to allow supplementary 

supervision of conglomerates (capital 

adequacy, significant risk 

                                                 
74  It is the issuers’ managers, or persons closely associated with them, who need to report the suspicious transactions. The 

reports are first submitted to the issuer, who must then transfer them to the competent authorities.  
75  Only reporting in relation to financial transactions in the energy market is considered in this fitness check. 
76  https://www.bankingsupervision.europa.eu/ecb/pub/pdf/ssm.list_of_supervised_entities_201802.en.pdf 
77    https://srb.europa.eu/sites/srbsite/files/for_publication_srb_website_list_of_other_cross_border_groups_6june2016_0.pdf 

78  A ‘financial conglomerate’ is any group of companies under common control whose exclusive or predominant activities 

consist of providing significant services in at least two different financial sectors (e.g. bancassurers).   

https://www.bankingsupervision.europa.eu/ecb/pub/pdf/ssm.list_of_supervised_entities_201802.en.pdf
https://srb.europa.eu/sites/srbsite/files/for_publication_srb_website_list_of_other_cross_border_groups_6june2016_0.pdf
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Reporting 
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of legislation 
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Main content of supervisory 
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concentration, significant intra-group 

transactions, etc.) 
Source: DG FISMA. 

EU financial sector legislation and related supervisory reporting requirements serve different 

objectives and are structured by sector, applying to the relevant entities that provide a 

particular financial service or engage in a particular financial market activity. The objective 

of the legislation determines also what data needs to be reported, the required level of 

granularity of that data, the format of the data, the frequency with which it needs to be 

reported, and the authorities who ultimately receive the data. Moreover, depending on the 

nature of the reported data, there is a variety of channels in which the data makes its way 

from the reporting entity to the relevant authorities. For example, it may be submitted 

sequentially from the reporting entity to the NCA and then onwards to the relevant European 

authority to allow for EU-wide supervision. Alternatively, it may flow through 

intermediaries, which pass on the data to the supervisors or allow supervisors to access the 

data as needed.  

Some frameworks serve the purpose of prudential supervision and hence provide for detailed 

prudential reporting to assess the resilience of individual financial institutions, including 

banks and investment firms (CRR/CRD IV) and insurance companies (Solvency II). 

Reporting requirements concern, for example, the capital adequacy and risk exposures of the 

firms in question. The data is provided on the basis of detailed templates and data point 

models. In these cases, reporting follows the ‘sequential approach’, whereby reporting 

entities submit data to their NCA, which then pass on the data to the relevant ESA (see Figure 

5.3). The sequential approach combines supervision at national level with close coordination 

at EU level, with the aim of encouraging regulatory harmonisation and supervisory 

consistency between the NCAs and the relevant ESA.    

In addition, since the crisis, the BRRD requires banks to report to the authorities to facilitate 

their recovery and resolution in the event of failure. This reduces the risk of taxpayer bail-

outs as occurred during the crisis and as such also contributes to the wider financial stability 

objective. 

Furthermore, for significant entities in the Banking Union that fall under the supervision of 

the SSM, the rules provide for supervisory data to be made available to the ECB, which is in 

charge of supervision for those entities, and for resolution data to be made available to the 
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SRB. The SSM and SRM Regulations do not contain any ‘structured’ requirements (i.e. data 

tables) at Level 1 or Level 2, but grant powers to receive and request data79. Separately, 
bancassurers and other financial conglomerates are subject to the FICOD Directive, which 
governs the supplementary supervision (and related data flows) for these entities, without 
‘structured’ requirements at Level 1 and Level 2.  

Figure 5.3: Reporting to monitor the resilience and conduct of financial institutions  

 
Source: DG FISMA. 

The data also flows sequentially in the area of fund management. In particular, the AIFMD 
requires managers of alternative investment funds (e.g. funds of funds, hedge funds, private 
equity funds, real estate funds) to report information about the relevant funds, including the 
investment strategy, the fund’s leverage, the main markets and instruments in which an 
AIFM trades on behalf of its managed AIFs. The AIFMD implements in the EU the G20 
agreement following the crisis that hedge funds or their managers should be registered and 
required to disclose appropriate information on an ongoing basis to supervisors or regulators. 

In the case of retail investor funds, the UCITS Directive mandates the publication of certain 
reports (an annual report, a half-yearly report and a prospectus) that the investment 
companies also have to send to their respective NCAs80. Even though the Directive sets out a 
minimum content for these reports, other details of reporting remain at the discretion of 
NCAs81. These reports are public and focus on retail investor protection, but NCAs use them 
also for supervisory purposes.  

Besides the reporting by different financial entities for prudential purposes or to monitor the 
business conduct of individual institutions 82 , the other key area of reporting concerns 
transaction reporting. To improve the transparency of markets and facilitate the supervision 
of specific activities and risks in those markets, the entities involved in financial transactions 
(e.g. investment firms, market infrastructure providers, non-financial counterparties) are 

                                                 
79  For example, the SRB has a mandate under the SRMR to calibrate Minimum Required Eligible Liabilities (MREL) for 

significant institutions and cross-border large significant institutions (list of banks as per footnote to Table 5.1). The 
data requests for resolution purposes enable the SRB to collect data needed to execute this mandate. The reporting 
requirements, drawn up in collaboration with the EBA and national resolution authorities (NRAs), are duly signed off 
internally at the SRB before the requests for data are formally sent to banks and NRAs. See 
https://srb.europa.eu/en/content/reporting. Details on reporting to the SSM as per the SSM Regulation are available at 
https://www.bankingsupervision.europa.eu/banking/approach/reporting/html/index.en.html 

80  Articles 68 and 74 of UCITS Directive. 
81  More generally, some reporting frameworks are set in minimum harmonisation directives that are implemented in 

national legislation. Like the UCITS Directive, they only set minimum standards, with additional requirements and 
possible ‘gold-plating’ of the EU minimum at national level. Other frameworks, like CRR, strive for maximum 
harmonisation (although still allow some national discretion). Reporting under Solvency II also follows the principle of 
maximum harmonisation. This is further discussed in Section 6.    

82  In addition to the frameworks mentioned in the text, the crisis also resulted in EU rules for: (i) credit rating agencies, 
which fall under the direct supervision of ESMA, with data correspondingly reported directly to ESMA; and (ii) 
auditors, who need to report to the relevant competent authorities.  
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required to report the financial transactions which they execute. The legal frameworks in 

place apply to different types of financial instruments and different types of transactions (on a 

trading venue and bilaterally over-the-counter). The frameworks with the most requirements 

include MiFID II/MiFIR, which covers financial instruments traded on a trading venue or 

where an underlying instrument is traded on a trading venue, and EMIR for derivatives 

reporting. The SFTR reporting of repurchase agreements (repos) and other securities 

financing transactions is due to start in April 2020. 

Transaction reporting aims to collect data on financial transactions on an ongoing basis, but 

usually with a small delay, e.g. within one day of the relevant transactions under EMIR and 

MiFIR. Transaction reporting is done on the basis of structured templates, with precise 

instructions on what needs to be reported, how, and using which formats and templates. 

Transaction reporting generates very granular data pertaining to each individual transaction, 

which is in contrast to other types of supervisory reporting, e.g. in banking or insurance, 

which tend to gather aggregated data collected at set frequencies (e.g. annually, semi-

annually).  

Under EMIR, both counterparties to the trade report their derivatives transactions to one of a 

number of trade repositories83 (TRs), which then make the data available to supervisory 

authorities (both NCAs and the relevant ESAs, as well as certain others, depending on need). 

Reporting via TRs is also the arrangement under the SFTR. Under MiFID II/MiFIR, 

reporting entities may choose to submit the transaction reports through a trading venue on 

whose system the transaction was completed, or through third parties known as Approved 

Reporting Mechanisms (ARMs)84. Trading venues or ARMs then pass that data on to national 

and European supervisors. These respective processes are depicted in Figure 5.4 below.  

Figure 5.4: Transaction reporting  

 
Source: DG FISMA. 

Although not strictly part of the EU financial acquis, the REMIT Regulation also provides for 

the reporting of financial transactions in wholesale energy markets, including physical 

                                                 
83  A Trade Repository (TR) is a licensed company that centrally collects and maintains the records of transactions 

involving derivatives. Once registered, a TR is directly supervised by ESMA.   
84  An Approved Reporting Mechanism (ARM) is an entity authorised under MiFID II to provide the service of reporting 

details of transactions to the competent authorities or ESMA on behalf of investment firms. 
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infrastructure-related information such as allocation and use of infrastructure capacity. The 
Agency for the Cooperation of Energy Regulators (ACER) is the central point of data 
collection at EU level, and the reported data is subsequently shared in particular with the 
national (energy) regulatory authorities, competent (financial) authorities, national 
competition authorities and ESMA. In order to avoid double reporting, REMIT implementing 
rules85 require energy derivatives reported under EMIR and/or MIFIR to be provided to 
ACER by TRs or ARMs. 

Reporting also applies to short-selling activities under the SSR, as well as to securities 
registered in central securities depositories (although reporting under the CSDR is still to be 
phased in).  

This reporting seeks to serve wider market integrity objectives and, where systemic risks are 
a concern, financial stability. The other type of reporting which contributes to ensuring 
market integrity is the reporting of data for the prevention of market abuse under MAD/R. In 
particular, it requires the reporting of suspicious transactions in financial markets and 
information about insiders with the aim to reduce risks of manipulation or abuse of markets, 
as well as risks of potential insider trading or illicit communication of privileged 
information86.          

Further detail on who needs to report what to whom, presented separately for each 
framework, can be found in Annex 2 and Annex 6.  

 Summary statistics of reporting requirements  

This section provides a ‘quantitative’ overview of the reporting requirements. It is based on 
the detailed mapping and analysis of reporting requirements conducted as part of this fitness 
check, providing summary statistics of the number of reporting requirements per framework, 
the tables, templates and data points.  

These quantitative indicators need to be interpreted with care. While they give an indication 
of the ‘volume’ of requirements and data provided, they do not provide an accurate measure 

of what is actually reported by individual reporting entities and the related compliance 
burden. There are different reasons for this as set out below. 

Firstly, there are differences in the structure and organisation of reporting requirements 
within particular legislative frameworks. Aside from the separation between Level 1 and 
Level 2 legislation mentioned above (framework requirements in the former and more 
technical requirements in the latter), there is no strict rule on how reporting obligations are 
organised within a particular legislative framework. While the number of supervisory 
reporting obligations within a framework often reflects the importance and complexity of the 

                                                 
85  Article 6(4) of Commission Implementing Regulation (EU) No 1348/2014 of 17 December 2014 on data reporting 

implementing Article 8(2) and Article 8(6) of Regulation (EU) No 1227/2011 of the European Parliament and of the 
Council on wholesale energy market integrity and transparency. 

86  Market operators and investment firms that operate a trading venue are required to establish and maintain effective 
arrangements, systems and procedures aimed at preventing and detecting insider dealing, market manipulation, 
suspicious orders and transactions and to notify the competent authority without delay when they have a reasonable 
suspicion of such behaviour. In addition, an issuer is requested to inform the public as soon as possible of inside 
information which directly concerns the respective issuer. 
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issue being addressed, the number and structure of reporting obligations can still differ 

significantly between frameworks of a similar nature, or with the same broad objective. 

Whereas some legislative frameworks might use only one Level 1 article to set out an 

obligation to report, others may contain several articles which make reference to one another 

and which are subject to a range of conditions and exemptions. This makes the pure count of 

articles containing reporting obligations less informative. While not a good indicator per se, 

the structure of reporting requirements in EU legislation, or the differences in it, contributes 

to stakeholder concerns about the complexity of reporting, as further discussed in Section 6.  

Secondly, given the set-up of EU financial services legislation, not all reporting entities will 

be covered by all of the reporting frameworks, and even if they are, they will not always be 

subject to all the requirements contained in them. This will especially be the case for smaller 

entities with more narrow business activities, which are subject not only to a more limited 

range of reporting frameworks but also are not required to report on all the reporting 

templates or tables87. Additional exemptions apply under some frameworks to ensure a more 

proportionate approach to reporting.   

Thirdly, the number of data points to be reported does not give an indication of the actual 

burden of reporting because data volume does not per se reflect complexity. In fact, reporting 

entities may prefer to pass on all the data they have ready internal access to, as opposed to 

reporting on a few key indicators that require additional aggregations and adjustments to 

internal data in order to comply with supervisory requirements.  

Finally, as noted before, the scope is focused on supervisory reporting requirements 

contained in EU legislation (at Levels 1 and 2) for the frameworks listed. Not all reporting is 

captured and, for example, national implementation or additional national requirements are 

not considered. Also, while reporting obligations have also been counted for ‘unstructured’ 

requirements, no count of tables, templates, and data points is provided for the reporting 

frameworks that do not have any structured reporting requirements in the Level 1 or Level 2 

acts (i.e. the SSM and SRM Regulations are excluded from the relevant statistics88, and so is 

FICOD).   

The legal texts on which the statistics are based, as well as other information, are presented in 

Annex 6.  

Number of reporting obligations 

Chart 5.1 shows the number of reporting obligations per framework. The way the contractor 

approached the analysis was to: (i) identify all of the different aspects of a requirement to 

report data (content, form, frequency, deadline, recipient, triggering event, conditions, 

                                                 
87  Estimates provided by the EBA suggest that smaller banks report only 15-20% of the data points reported by the largest 

banks.  
88  As noted above, although reporting to the ECB (SSM) and SRB is considered unstructured given the definition applied 

in this fitness check (i.e. not structured in the Level 1 and 2 texts), in fact it is structured but no statistics are provided. 

For example, there are specific reports to the SRB (i.e. the Liability Data Report, the Critical Functions Template and 

the Financial Market Infrastructure template), but these are not considered in the detailed data analysis. The remaining 

structured reports collected by the SRB are those developed by the EBA as Level 2 requirements under the CRR. 

Similarly for the ECB. 
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exemptions, triggers89, etc.); and (ii) group these into separate and very specific ‘reporting 

obligations’90. It should be noted that, at first glance, a legislative act may appear to trigger a 

single requirement to report certain data (whether presented in one or more articles). 

However, the approach outlined above may end up generating several different ‘reporting 

obligations’.’ The chart also shows the number of reporting obligations excluding 

applications and notifications to focus on regular (repetitive) supervisory reporting as well as 

reporting upon a request of a supervisor. As a second step, the identified reporting obligations 

were assessed to determine whether they are structured or unstructured (as defined in Section 

1.2).  

The results91 show that even the frameworks with significant structured requirements also 

contain additional unstructured obligations to report. A total of 876 supervisory reporting 

obligations were identified for the frameworks in scope, of which 345 are structured and 531 

are unstructured. Excluding notifications and applications the number of obligations goes 

down to 572, of which 292 are structured and 280 are unstructured. The highest number of 

reporting obligations was identified in Solvency II, MiFID II/MiFIR and CRR/CRD IV. 

For most frameworks, notifications and applications form only a small fraction of structured 

requirements. In the following sections, which present additional statistics on structured 

reporting, the applications and notifications are therefore not separated out. 

                                                 
89  Reporting obligation triggers are sets of conditions and circumstances determining that a given reporting obligation is 

applicable and binding for a filer. 
90  An example of a reporting obligation: Institution that is required to report own funds on an individual basis in 

accordance with international accounting standards (trigger “A”, Regulation (EU) No 575/2013, art. 99) and is not 

Investment firm with limited authorisation to provide investment service (trigger “B”, Regulation (EU) No 575/2013, 

art. 95-96) shall submit the information relating to own funds and own funds requirements as specified in templates 1 to 

5 of Annex I according to the instructions in Part II point 1 of Annex II. Both triggers (“A” and “B”) must be fulfilled to 

oblige an Institution to report specified data. If one of the conditions is not met, an entity does not need to report 

specified data according to this reporting requirement (e.g. in case when entity is an Investment firm with limited 

authorisation to provide investment service). 
91  Data for the respective charts and tables are obtained from BR-AG. Neither the Commission nor the authors can assume 

any responsibility for their accuracy.                                                                                                                                                                                                                                           
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Chart 5.1: Reporting obligations per supervisory reporting framework  

 

 
Source: Data mapping conducted by Business Reporting – Advisory Group (BR-AG) on behalf of the European 
Commission. 
Note: The ‘reporting obligation’ is defined as an obligation derived from legal acts to provide specific information required 
under certain conditions. The chart shows the counts of reporting obligations including application/notifications (striped 
columns) and excluding those (solid columns). In each case, it shows the split between the number of structured and 
unstructured obligations. An information requirement is ‘structured’ when a tabular format is present in the relevant L1 

and/or L2 measures, or for which such a tabular format could be created without significant doubts. Reporting obligations 
concerning the exchange of information between competent authorities are excluded.   

Number of tables and templates 

Structured reporting obligations were also looked at in terms of the number of tables and 
templates92  to be reported. Tables and templates are the better indicator of volume and 
complexity than the reporting obligations, as in practical terms it is on this basis that 
reporting entities assess their data requirements. However, in line with what was noted above, 
there is no simple correlation between the number of tables used for a particular reporting 
obligation and the complexity of that obligation; the fact that more tables are in place for a 
particular obligation may actually render that obligation easier to meet, as the detailed 
requirements are very clearly defined and do not leave room for uncertainty, and reporting 

                                                 
92  The structured reporting obligations refer to specific reporting templates which should be used or followed by the 

reporting entities. A ‘reporting template’ is defined as a set of reporting tables with similar characteristics, often 
presenting a single aspect of reporting. For example, if a balance sheet template is defined, then it usually consists of 
three tables: Assets, Liabilities and Equity.    
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could therefore be highly or fully automated. In addition, some tables specify the content and 

format of information to be maintained in the internal records of the reporting entity and 

made available to the supervisors on request. A more in-depth assessment of the set-up of the 

tables, the data points which they contain, the definition used, etc. would be required to pass 

judgement on the complexity of particular reporting obligations to be made.  

As templates can comprise a set of tables, the number of templates is by definition equal or 

smaller to the number of tables. Note that a single reporting obligation can refer to several 

tables and templates to be reported; similarly, a single table or template could also relate to 

multiple reporting obligations93.  

As shown in Chart 5.2, the total number of tables is 1,005, of which 747 are closed tables 

with fixed number of rows and columns94 - and 258 were classified as open tables95 -where 

the number of data to be reported depends on the reporting entity e.g. one row per 

transaction, with the actual number of rows depending on the volume of transactions96. The 

highest number of tables (and templates) is in place in the relevant legal acts of Solvency II 

and CRR/CRD IV. 

In general, the tables in supervisory reporting obligations are provided for in Level 2 acts 

rather than in Level 1 legislation97.  

                                                 
93  Tables are those provided for in the legal texts (with a few exceptions at Level 2 rather than Level 1). In cases where it 

was spelled out that the reporting requirement could be easily (and without doubt) turned into a table, the contractor 

also included these constructed tables. 
94  For an example of a closed table see: Commission Implementing Regulation (EU) No 680/2014 of 16 April 2014 laying 

down implementing technical standards with regard to supervisory reporting of institutions according to Regulation 

(EU) No 575/2013 of the European Parliament and of the Council, Annex I, COREP templates, CA1, 

http://data.europa.eu/eli/reg_impl/2014/680/oj 
95  Open tables are those where the number of rows — i.e. variants of a particular data to be reported — is potentially 

unlimited. While this does not necessarily have any bearing on the complexity of a table, it does impact the (potential) 

number of data points which a reporting entity may need to report, and in this way could raise the burden associated 

with supervisory reporting, both for the reporting entities and the supervisory authorities. 
96  For an example of an open table see: Commission Delegated Regulation (EU) 2016/1712 supplementing Directive 

2014/59/EU of the European Parliament and of the Council establishing a framework for the recovery and resolution of 

credit institutions and investment firms with regard to regulatory technical standards specifying a minimum set of the 

information on financial contracts that should be contained in the detailed records and the circumstances in which the 

requirement should be imposed (Annex), http://data.europa.eu/eli/reg_del/2016/1712/oj 
97  CRAR/CRAD and SAR/SAD are the only reporting frameworks for which the data is presented in a tabular format in a 

Level 1 act.   

http://data.europa.eu/eli/reg_impl/2014/680/oj
http://data.europa.eu/eli/reg_del/2016/1712/oj
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Chart 5.2: Tables and unique templates per supervisory reporting framework  

 
Source: Data mapping conducted by BR-AG on behalf of the European Commission. 

Note: A ‘closed table’ is a table with a limited number of rows and columns. An ‘open table’ is a table with a potentially 

unlimited number of rows and/or columns. The labels correspond to the total number of unique templates and to the total 

number of tables respectively. A ‘template’ is a structured reporting requirement within a given business area, which can 

consist of one or more tables.  The tables and templates relate to the structured reporting obligations shown in Chart 5.1, 

including notifications and applications. 

Statistics at data point level 

The contractor applied the data point model (DPM) approach to the analysis of the data 

requirements. The EBA DPM was used as a basis to create a single DPM covering all the 

structured supervisory reporting obligations. Other existing DPMs (e.g. Solvency II 

developed by EIOPA) were rearranged, both on business and technical level, to be integrated 

with the EBA DPM for analysis purposes. In cases where for particular frameworks there was 

no DPM, the underlying requirements were analysed in order to integrate them in the 

extended single DPM to facilitate analysis across frameworks.  

The overall number of data points identified in the analysis for reporting frameworks within 

the scope of the fitness check is 72,573, of which 68,407 are in closed tables and 4,166 in 

open tables. The calculation of data points was based on the information requirements 

described in the Level 1 and Level 2 acts. The number of data points does not refer to the 

actual size of a report but rather to the number of cells in the tables specified under specific 

obligations. Specifically, the calculations were carried out as follows: 

 for closed tables, a data point corresponds to the number of cells and was obtained by 

multiplying the number of rows by the number of columns, excluding fields that are 

not reportable (if any); 

 for open tables, the number of data points was considered as being equal to the 

number of fields to be completed for each entry (e.g. in a single row). 

When considering the number of data points associated with each reporting framework, it 
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appears that CRR/CRD IV is the framework with the highest number of data points (43,641 
data points), followed by Solvency II98 (23,001 data points). The remaining frameworks 
typically contain fewer than 2,000 data points. This is line with the previous statistics. 
CRR/CRD IV and Solvency II have the highest proportion of structured reporting 
requirements, the highest number of tables/templates, and the highest number of data points. 
However, other frameworks also have significant reporting requirements and require high 
volumes of data to be reported, including reporting frameworks with open tables where the 
number of actual data to be reported can be very large (e.g. MiFID II/MiFIR, EMIR). Data 
points in open tables are difficult to compare with those in closed tables, but for overview 
purposes have simply been added.     

Chart 5.3: Total number of data points per supervisory reporting framework 

 
Source: Data mapping conducted by BR-AG on behalf of the European Commission. 
Note: A ‘data point’ is a container defined, for instance, by supervisors to provide a reported fact. In technical terms, it is 
each combination of one metric and a number of its dimensional characteristics. Usually it corresponds to a ‘cell’ in a closed 
table. The total number of data points has been obtained by simply adding the number of data points in open and closed 
tables, although such data points are not as such comparable. The data points relate to the structured reporting obligations 
shown in Chart 5.1, including notifications and applications.       

 Benefits and costs of supervisory reporting  

As mentioned in Section 4.3 on limitations, estimating the benefits and costs of supervisory 
reporting at EU level is challenging. In particular, no meaningful quantitative assessment of 
the benefits is possible, so only a brief overview of qualitative benefits is provided. Although 

                                                 
98   Solvency II has more open tables than CRR/CRD IV. Also, part of the Solvency II reporting obligations are laid down 

based on Guidelines (as opposed to Level 1or Level 2 acts) and are not counted in the statistics.  
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a cost-benefit comparison is not possible, some estimates of compliance costs are presented, 

with further details contained in Annex 5.  

Benefits 

In terms of the qualitative benefits of EU-level supervisory reporting requirements, the 

assessment showed that supervisors extensively rely on data to fulfil their supervisory 

functions, including ongoing supervision and assessment of compliance with existing 

regulations, as well as risk assessment and monitoring. Although reporting entities were 

overall less positive about their assessment than supervisors, stakeholders generally do not 

question the need for supervisory reporting. In terms of the wider objectives, many 

stakeholders also argued that EU-level supervisory reporting requirements have improved 

monitoring of the systemic risk in the single market, of the interconnectedness of the 

financial system, and of the developments that may pose a risk to financial stability. They 

also improve market surveillance99 and the monitoring of the evolution of business models, 

financial positions, exposures and risks over time. In the view of stakeholders, the current set 

of reporting requirements represents a valuable tool for the protection of investors and 

consumers of financial services. EU harmonised requirements also help create a level playing 

field for all industry entities and increased legal certainty. They improve the reputation of the 

financial sector by increasing transparency and accountability. 

The introduction of supervisory reporting requirements at EU level also had some internal 

benefits for stakeholders, contributing to improved internal processes, investment in new IT 

infrastructures and the development of new analytical tools. For supervisors, this allows them 

to carry out more detailed, accurate and complex data analysis of the supervised entities. The 

greater comparability of data at EU level has been useful as well, not only for the supervision 

of cross-border groups, but also to enable benchmarking of domestic entities against the EU 

average and to monitor the emergence of EU-wide risks.  

Further discussion of the uses and usefulness of supervisory reporting is provided in Section 

6.1 discussing the ‘Effectiveness’ as well as in 6.5 on ‘EU value added’.  

Costs 

Supervisory reporting at EU level generates costs not only for the reporting entities, but also 

for the supervisory authorities, both in terms of one-off costs to implement the new 

requirements as well as ongoing costs. According to the input received to the open public 

consultation (OPC), stakeholders consider supervisory reporting requirements at EU level as 

contributing the most to compliance cost, with different Member States’ implementation of 

EU requirements and additional national reporting requirements adding to the costs. The cost 

of compliance with EU-level supervisory reporting requirements was assessed on the basis of 

feedback to the OPC and the results of the external compliance cost study.  

                                                 
99  For example, MiFIR transaction reporting captures all transactions in the case of transmitted orders; by doing so, it 

makes it possible to identify the final beneficiary, which is indispensable for efficient market abuse detection. 
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Cost for reporting entities 

In terms of costs to the reporting entities, according to (limited) feedback provided in the 

public consultation100, the average annual ongoing costs of supervisory reporting, expressed 

as a percentage of operating costs, is less than 1% for just over half of respondents (55%). 

The respondents also highlighted that the main costs resulted from the need to hire additional 

human resources and to introduce or modify IT systems as a result of EU-level supervisory 

reporting requirements. As regards the cost drivers, industry respondents most frequently 

mentioned an excessive number of reporting requirements, unclear/vague requirements, 

redundant requirements, and too many/too frequent modifications. They also pointed to 

overlaps between EU supervisory reporting requirements and statistical reporting. In terms of 

the reporting frameworks which contribute the most to costs, respondents highlighted 

CRR/CRD IV, Solvency II, MiFID II/MiFIR, EMIR and AIFMD, depending on the type of 

activity of the respondent.   

The external study aimed to provide both a broader and a more detailed assessment of 

compliance costs. As summarised in more detail in Annex 5, it attempted first to assess the 

overall cost of compliance with key financial services legislation (both in terms of one-off 

and ongoing costs) by business sector, and to then break down the costs by driver and to 

isolate the proportion of overall compliance costs represented by supervisory reporting 

requirements.  

The results of the study, summarised in Table 5.3101, suggest that the average one-off costs of 

compliance with supervisory reporting requirements in the sample vary significantly across 

business sectors. This also reflects the sample composition, ranging from an average of 

€0.5 million for asset managers to more than €45 million for investment banks, with banks, 

insurers and financial markets falling in between these extremes. The variance in total one-off 

costs is related to the size of the entities in the different sectors. It is illustrated by the smaller 

variation, within the range of 0.8% to 1.6%, in the average one-off costs as a proportion of 

annual operating costs across sectors. In terms of the average ongoing supervisory reporting 

costs as a proportion of total operating costs, the range is 0.5% to 1%. These results are 

broadly consistent with the few responses received in the public consultation. The study also 

confirmed that supervisory reporting was a significant component in total compliance costs, 

making up on average about 30% of compliance costs (ranging from 20% to 40% across 

sectors) both on a one-off and ongoing basis. However, these estimates come with significant 

caveats and reflect the difficulty of firms to estimate compliance costs and isolate the element 

that is attributable to supervisory reporting. 

The study also attempts to estimate the aggregated costs of supervisory reporting for the EU 

financial industry by extrapolating the results of the sample to the population of all financial 

institutions. The indicative estimate of ongoing annual supervisory reporting costs for the 

industry is greater than €4 billion. 

                                                 
100  See Annex 3.2 for the summary of the open public consultation results. 
101  Data for the respective charts and tables are obtained from ICF/CEPS. Neither the Commission nor the authors can 

assume any responsibility for their accuracy.                                                                                                                                                                                                                                           
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Table 5.3: Mean supervisory reporting costs by sector  

Superviso

ry 

reporting 

costs 

 Banks and 

financial 

conglome

rates 

Investme

nt banks 

Asset 

managers 

Insurers/

re-

insurers 

Financial 

markets 

One-off 

costs 

(€000) 14,547 45,469 578 4,441 24,588 

As a % of 

compliance 

costs 
24% 28% 21% 38% 37% 

As a % of 

total 

operating 

costs 

0.84% 0.77% 0.85% 1.58% 1.05% 

Ongoing 

costs 

(€000) 6,371 16,721 2,774 1,612 10,274 

As a % of 

compliance 

costs 
25% 22% 19% 36% 28% 

As a % of 

total 

operating 

costs 

0.49% 0.92% 0.91% 0.89% 1.04% 

Source: Study conducted by ICF/CEPS on behalf of the European Commission. 

Some of the costs incurred by reporting entities when complying with reporting requirements 

in the EU-level financial services legislation would likely have been incurred even in the 

absence of EU legislation, as it can be expected that in this case the supervised entities would 

be subject to national and/or internationally agreed requirements. For this reason, the 

compliance cost study attempted to estimate the incremental cost of compliance with EU 

reporting requirements, i.e. to isolate that part of the cost which is due purely to the existence 

of requirements at EU level. These were estimated at about 80% of total supervisory 

reporting costs, both on an ongoing and one-off basis. However, this could be an 

overestimate of the true incremental cost as much of the data would likely be collected at 

national level even if it were not standardised at EU level. 

Concerning the most ‘costly’ legislative frameworks, this varies between the different 

sectors, with those legislative frameworks primarily aimed at particular sectors (e.g. 

CRR/CRV IV, MiFID II/MiFIR for financial markets, and Solvency II for insurers) 

engendering the highest ongoing costs for those sectors. The results are broadly in line with 

the more limited estimates obtained during the public consultation. 

The main drivers of compliance costs differ somewhat across the sectors and between those 
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generating one-off costs and ongoing costs102. Nonetheless, the implementation or updating 

of IT infrastructure appears to represent the main one-off cost, followed by ‘project 

management’ fees and consultancy fees. In terms of ongoing costs, the main drivers across 

the different sectors (not always in the same order, and with a few minor exceptions) relate to 

IT maintenance, audit fees and data processing costs.  

The reporting burden of complying with supervisory reporting requirements is scaled 

throughout the supervisory reporting framework to be proportionate to the nature, scale and 

complexity of the activities of the institutions. Therefore, the scope of any individual 

institution’s reporting obligations across different reporting frameworks depends on its size 

and business model (types of activities, risk profile, etc.) As a consequence, and as already 

noted in Section 5.1, different reporting entities report different datasets, and smaller firms 

with less complex activities are typically required to report less data. Further provisions apply 

(or measures have recently been taken) to make reporting requirements more proportionate to 

firm size and reduce the burden for smaller or less risky firms.  

For example, indicative estimates provided by the EBA suggest that small and medium-sized 

banks report only about 15-20% of the data points reported by the largest banks. As discussed 

in Section 2.3, CRR2/CRD5 aims to further reduce the burden for smaller financial 

institutions. Solvency II allows a number of limitations and exemptions from reporting, 

which work in addition to the embedded proportionality in the reporting framework (e.g. 

insurers without derivatives in their portfolio do not need to complete the relevant derivative 

templates). Although the use of limitations and exemptions varies between Member States, 

some 27% of insurance undertakings in the EU benefit from limitations and exemptions from 

quarterly reporting, with as many as 70% in some Member States. EIOPA expects further 

increases in the use of these limitations and exemptions103. 

These estimates are indicative only, but suggest a significantly lower reporting volume by 

smaller firms. The external study did not focus on the comparative reporting costs between 

large and small firms. Nonetheless, the results suggest a positive impact of proportionality 

embedded in the requirements while also indicating some room for improvement. Although 

the comparison is not available for compliance costs related to supervisory reporting alone, 

the comparison of total compliance costs indicate that small and large organisations incurred 

the same one-off costs as a percentage of their operating costs. For ongoing compliance costs, 

large organisations in the sample incur somewhat lower costs than smaller organisations 

(around 3% of total operating costs, compared with 3.5% for smaller organisations). 

However, the robustness of these results is limited by the sample size and composition, 

among other factors. 

Costs for supervisors 

In terms of compliance costs for supervisory authorities, most of them said they were not able 

to isolate the costs related to supervisory reporting, or had not yet completed such an 

                                                 
102  See the section on ‘Breakdown of costs per item’ in Annex 5 for quantitative information on the overall costs of 

compliance with regulation, which gives some guidance on the relative magnitude of difference in cost items. The data 

on cost items due to supervisory reporting only is not available. 
103  https://eiopa.europa.eu/Publications/Reports/EIOPA%20LER%20report%202018_Final.pdf 

https://eiopa.europa.eu/Publications/Reports/EIOPA%20LER%20report%202018_Final.pdf
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assessment. The few authorities which did provide estimates asked for them not to be 

disclosed. As such, no cost figures for supervisory authorities can be reported.  

As far as one-off implementation costs are concerned, the most important element relates to 

IT system development and implementation, which is seen by many supervisors as the most 

costly part of supervisory reporting in recent years. Short implementation deadlines that do 

not take into account the complexity of the implementation increase the implementation costs 

(as further discussed in Section 6.2).  

The most resource-intensive, and hence costly, ongoing supervisory activities relate to data 

quality checks and validation104, data cleaning105 and data analysis. Data validation costs 

mainly arise from manual interventions, clarification of the requirements to reporting entities 

and implementation of validation rules that are not directly embedded in the electronic 

reporting format.  

Although a quantification of costs to supervisors was not possible, the qualitative assessment 

strongly suggests that costs to supervisors are significant.  

Costs and benefits of supervisory reporting in other jurisdictions 

In this context, it is important to note that supervisory reporting also applies outside the EU.  

As noted in Section 2.1, many initiatives to stabilise financial markets and introduce greater 

transparency into the financial system have been agreed internationally, and a large part of 

the EU post-crisis reform agenda implemented these internationally agreed approaches. This 

also applies to reporting requirements, which have been substantially strengthened globally.  

There is generally little literature available on the cost and benefits of supervisory reporting. 

Comparative cost estimates are not systematically available, and it was beyond the scope of 

the fitness check to provide any international comparisons. However, what is available 

suggests that the reporting burden is significant also in other jurisdictions.  

For example, regarding reporting under the AIFMD, KPMG (2013106) presents a survey with 

evidence of the comparative compliance costs for hedge funds in different jurisdictions. It 

concludes that hedge funds headquartered in the Asia-Pacific region allocated a larger share 

of their total operating costs to compliance than their European and North American 

counterparts. While more than a third (37%) of Asia-Pacific respondents declared they were 

allocating 10% or more of operating costs to compliance, the percentage was lower for North 

American (26%) and European (21%) funds. As regards smaller hedge funds, which 

generally spend more on compliance in relative terms, North American funds on average 

spend 0.4% of their assets under management on compliance, more than funds in Europe 

(0.2%) and the Asia-Pacific region. Cost data for supervisory reporting only is not available. 

However, according to the survey, 46% of respondents said that the impact of ‘AIFMD 

registration and reporting’ on compliance costs was ‘high’, which is only slightly more than 

                                                 
104  Data quality checks are an important part of implementation as well; one may consider that implementation is finished 

only when data quality errors fall below a certain level. 
105  Activities include responding to questions from reporting entities, following-up erroneous data with them, 

resubmissions, etc. 
106  https://home.kpmg/content/dam/kpmg/pdf/2013/10/the-cost-of-compliance-v2.pdf 

https://home.kpmg/content/dam/kpmg/pdf/2013/10/the-cost-of-compliance-v2.pdf
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the 42% of respondents which said that the corresponding cost impact of registration and 

reporting to the U.S. Securities and Exchange Commission was ‘high’. No updates with more 

recent survey data are available.  

Cost comparisons are complicated by the fact that the structure of the supervision differs 

across jurisdictions. For example, for banking supervision, on-site supervision plays a larger 

role in the U.S. This affects the data needs and makes it difficult to draw comparisons, given 

the different nature of costs for the supervised banks. However, available information 

suggests that the reporting burden in the U.S. is also significant, with industry stakeholders 

complaining about the level of compliance costs and a need for review. For example, in 

response to the financial crisis, the Dodd-Frank Act was enacted, resulting in 2,319 pages of 

legislation, and the U.S. administration implemented approximately 390 regulations by more 

than a dozen different regulatory agencies107. As regards reporting, the U.S. Treasury (2017) 

concluded that what is known as the ‘bank Call Report is over 80 pages and contains a 

substantial amount of data fields which are not applicable to community banks and their 

business model108’. Although steps have already been taken to simplify reporting for these 

banks, the U.S. Treasury report recommended further streamlining.  

Concerning reporting on securitisations (in this particular case mortgage-related), a regulation 

in use for this purpose contains 270 fields per mortgage. The U.S. Treasury recommended 

reducing the number of fields and standardising definitions. It also suggested that relevant 

U.S. agencies ‘eliminate any required reporting metric that are not necessary for effective 

supervision109’. To address those concerns, the Economic Growth, Regulatory Relief and 

Consumer Protection Act of 2018 relaxed certain regulations110. The recent revision of the 

Volcker rule also simplifies and reduces reporting requirements for banking entities 111 . 

Various industry-led reports also suggest significant compliance burdens related to reporting 

and Dodd-Franck legislation more generally112. Another indicator of the reporting burden is 

the long list of reports to be submitted by the U.S. branches and agencies of foreign banks 

(including European banks).  

In the insurance sector, Solvency II presents an advanced and detailed supervisory 

framework, which is quite sophisticated and very detailed, and which currently does not 

appear to have an equivalent in any other jurisdiction. International work in this area is 

ongoing. As regards transaction reporting, EMIR reporting follows an international 

commitment to improve data and transparency in derivatives markets, although the 

implementation differs between jurisdictions. No evidence on the comparative cost was 

available. Unlike the EU, the U.S. only applies a one-sided transaction reporting regime for 

derivatives (i.e. only one counterparty needs to report). However, to increase data quality and 

reporting accuracy, consideration is also currently being given to collecting at least some 

                                                 
107  U.S. Treasury Report (2017), ‘A financial system that creates economic opportunities — Banks and credit unions’, a 

report to President Donald J. Trump, June, p. 8. 
108  U.S. Treasury Report (2017), p. 60. 
109  U.S. Treasury Report (2017), p. 133. 
110  Congressional Research Service (2019), ‘Banking Policy Issues in the 116th Congress’, February 2019. 
111  See press releases on 20/08/2019, for example. https://www.fdic.gov/news/news/press/2019/pr19073.html 
112  For example, according to the American Action Forum (AAF) in 2016, ‘Dodd-Frank has imposed more than $36 billion 

in final rule costs and 73 million paperwork hours’. https://www.americanactionforum.org/insight/six-years-dodd-frank-

higher-costs-uncertain-benefits 

https://www.fdic.gov/news/news/press/2019/pr19073.html
https://www.americanactionforum.org/insight/six-years-dodd-frank-higher-costs-uncertain-benefits
https://www.americanactionforum.org/insight/six-years-dodd-frank-higher-costs-uncertain-benefits
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information also from the other counterparty.   

Overall, many reforms have been agreed internationally, and efforts towards international 

coordination of requirements continue. The EU reporting requirements in some areas go 

beyond what is required in other main jurisdictions, but this does not apply across the board. 

Reporting is perceived a particularly burdensome element of compliance in other 

jurisdictions as well.  
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6. ASSESSMENT AND ANSWERS TO EVALUATION QUESTIONS 

This section presents the assessment of the fitness of EU supervisory reporting requirements, 

based on the five evaluation criteria (effectiveness, efficiency, relevance, coherence and EU 

value added) and related evaluation questions set out in Section 3. This is complemented by 

an assessment of the main issues raised by stakeholders during the various consultation 

activities, as summarised in Annex 4. 

6.1 Effectiveness 

EU-level supervisory reporting requirements broadly meet their objective of enabling 

supervisory authorities to fulfil their statutory tasks and mandates. The extensive data 

reporting requirements ensure that supervisors obtain the data they need to carry out their 

duties, although certain supervisors have identified a few specific data gaps. While generally 

deemed sufficient and steadily improving, the quality of data remains an issue in certain 

areas, in particular in EMIR and AIFMD. Supervisors (both at national and EU level) 

regularly use the data for all their activities. However, better feedback to the supervised 

entities on the use of reported data could increase acceptance and accountability, and may 

also help improve data quality. Finally, while EU-level supervisory reporting requirements 

introduced since the financial crisis have improved supervisors’ ability to fulfil their statutory 

tasks and mandates, it is difficult to assess how much this contributes to the wider objectives 

of financial stability, market integrity and consumer/investor protection. 

As explained in the intervention logic in Section 2, the common underlying objective of EU-

level supervisory reporting is to provide EU and national supervisors with the information 

they need to fulfil their supervisory functions, and thereby help achieve the wider regulatory 

objectives of financial stability, market integrity and consumer/investor protection. In other 

words, the right data of the right quality must be available for the supervisors at the right 

time. 

This section evaluates the extent to which this overall objective is met and also identifies the 

areas where effectiveness could be improved. It is mainly based on the assessment of EU and 

national supervisors who, as the users of the data, are best placed to assess their data needs 

and actual use of the data received. 

6.1.1 Do the supervisory authorities receive the data they need? 

This section examines whether reporting requirements provide EU and national supervisors 

with the data that they need (i.e. the right data without any data gaps), whether the data 

reported is of the required quality to allow effective use, and whether the reporting frequency 

is adequate. 

Relevance of the reported data (i.e. ‘the right data …’) 

The amount of information that needs to be reported for supervision purposes has 

significantly increased as a result of the post-crisis reforms, and data has become more 

granular and standardised. But providing supervisory authorities with the right data is not just 

a matter of the sheer quantity of information being reported. The content of the data must also 

meet the supervisors’ needs. 
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The evidence available suggests that supervisors today obtain most (but not all) of the data 

they need113. While a large majority of respondents to the public consultation considered114 

that there are no reporting requirements that should be added, a number of supervisors 

identified data which they felt are lacking. One example is the lack of end-of-day position 

reporting in EMIR (as opposed to the reporting of the transactions in derivatives), which 

several supervisors miss115. Other data gaps identified include: (i) the lack of mandatory 

reporting of the legal entity identifier (LEI) in the AIFMD 116 ; (ii) the need for more 

information for the monitoring of intraday liquidity of banks than what is available now 

under CRR; (iii) the absence of mandatory reporting of LEIs of large borrowers under the 

large exposures framework for banks; (iv) more granular reporting of non-performing loan 

exposures; and (v) more information on costs and prices allowing a better assessment of 

financial institutions’ business models and profitability.  

However, the data gaps identified only concern limited and quite specific data sets, more 

detailed information in the context of already reported data, or the need to report data in a 

somewhat different structure. They also differ significantly authority by authority (i.e. there 

are no clear trends of lacking data by sector, etc.). The supervisors also pointed out that data 

needs change over time (the industry evolves, new risks appear, etc.), so new data will always 

be needed to fulfil supervisory duties effectively. Therefore, some of the data gaps identified 

are due to the passage of time, and not to an ineffective design of the legislation. For instance, 

the relevance of more granular non-performing loan exposures has increased quite recently. 

In conclusion, while the current EU supervisory reporting requirements do contain some data 

gaps, they do not reveal a systematic weakness. 

From the outset, the legislative process117 provides for a control mechanism for the relevance 

of the reported data, in that the main users of the supervisory reports - the ESAs and the 

NCAs - have an essential role in defining the scope and content of the required data, i.e. the 

EU-level supervisory reporting requirements. Within the confines of the broad reporting 

obligation set out at Level 1, the ESAs in coordination with the NCAs are in principle free to 

define the content of the data to be reported according to their needs or their interpretation of 

what is required. However, NCAs can only request data in line with their mandate, and it has 

been noted that some of the most prominent data gaps identified (such as end-of-day position 

reporting in EMIR or the mandatory reporting of LEIs of large borrowers under the large 

exposures framework) are due to the limitations of the Level 1 mandate. 

In any case, supervisors (both EU and national) can use ad hoc requests to collect data which 

they feel are lacking, either due to the design of the legislation or to market developments. Ad 

hoc requests fulfil specific data needs and can therefore close any (temporary) gaps in regular 

                                                 
113 If more is asked than what is necessary, i.e. there are superfluous or redundant reporting requirements (including 

overlaps), this falls under the scope of the efficiency analysis, but does not affect the effectiveness assessment. 
114 Notable that supervisors and public authorities, who are arguably the best placed to identify data gaps in reporting, 

accounted for a mere 10% of the public consultation respondents. 
115 The stakeholders argue that EMIR's initial intention was to analyse systemic risk, and to do this properly data would be 

needed on the positions (e.g. end- of- day positions) of counterparties rather than on individual trades. 
116 LEI reporting affects efficiency somewhat, but not the effective carrying out of supervisory duties. See the section on 

efficiency below. 
117 See Section 5 on the supervisory reporting landscape. 
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reporting requirements. NCAs also use additional national reporting requests to fulfil specific 

data needs, as further discussed below. 

Reliability of the reported data (i.e. ‘…of the right quality…’) 

Reliability in the context of supervisory reporting means that the reported data is consistently 

good in quality, and can therefore be trusted by the supervisors. Data quality, which is key for 

the entire supervisory reporting process, refers to accurate and complete data that meets all 

aspects of the reporting requirements, including: (i) the prescribed content (definitions); (ii) 

level of granularity; (iii) format; and (iv) consistency (with other data reported). While the 

relevance of data depends on what has to be reported, data quality depends greatly on how 

these requirements have been put into practice by the stakeholders. Poor quality data can 

have a detrimental effect on supervisors’ ability to carry out their statutory tasks — and 

therefore from the point of view of this assessment, on the effectiveness of EU-level 

supervisory reporting. Data quality issues can also affect efficiency, e.g. if resolving quality 

issues leads to additional costs. This aspect is addressed in Section 6.2. 

Based on the input of and discussions with supervisory authorities118, and on the expertise of 

the supervisors themselves, the quality of data reported appears to be sufficient overall119. 

However, data quality remained an issue in certain areas. As regards specific reporting 

frameworks, many stakeholders - including national supervisors - raised concerns about the 

quality of EMIR data, despite the improvements120, while some supervisors also reported 

issues with AIFMD data (see also Box 3 below). Supervisors confirmed that in certain cases, 

unresolved quality issues prevent them from using data effectively121. EMIR and AIFMD 

were again mentioned repeatedly, while a few authorities also brought up Solvency II. 

Sometimes there are certain problematic sections within a specific framework whose other 

parts provide data of an acceptable quality. For example, stakeholders consider the quality of 

the AIFMD data particularly low in the sections on risk measures and leverage of the AIF, 

while for Solvency II data quality is considered generally low for the assets list and cash 

flow. Supervisors also noted that reporting quality varies significantly between entities, 

banks, investment firms, funds, etc.122. Finally, data quality can also vary depending on the 

frequency of the reports within the same framework, e.g. some supervisors noted that 

quarterly reports under Solvency II have fewer quality issues than the annual ones123. 

Nevertheless, the quality of data is continuously improving across all supervisory fields as 

supervisors improve clarity (through guidelines and Q&As), validation rules stabilise, and -  

                                                 
118 See Annex 3.3 for the summary of the NCA consultation. 
119 See Annex 3, Section 3.3.3 on data quality for more details. 
120 See also ‘The use of derivatives trade repository data: possibilities and challenges’, Iman van Lelyveld, Netherlands 

Bank, 2017. 
121 There can be reasons other than quality issues that prevent supervisors from using the data that are outside of the scope 

of the fitness check exercise, for instance capacity problems (IT, expertise) on the supervisor's side. 
122 This points out the need for entity-level enforcement of reporting requirements across the board. The following 

enforcement decision provides an example of the outcome of inspections of internal reporting and other processes. 

https://www.centralbank.ie//news/article/wells-fargo-bank-international-unlimited-company-reprimanded-and-fined-5-

880-000-by-the-central-bank-of-ireland-for-regulatory-reporting-breaches-and-related-governance-failings. 
123 The annual reports are more complex and demanding, especially for small reporting entities. See factors determining 

the quality of data below. 

https://www.centralbank.ie/news/article/wells-fargo-bank-international-unlimited-company-reprimanded-and-fined-5-880-000-by-the-central-bank-of-ireland-for-regulatory-reporting-breaches-and-related-governance-failings
https://www.centralbank.ie/news/article/wells-fargo-bank-international-unlimited-company-reprimanded-and-fined-5-880-000-by-the-central-bank-of-ireland-for-regulatory-reporting-breaches-and-related-governance-failings
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in general - as both supervisors and reporting entities gain experience with the various 

reporting requirements. Several supervisors specifically mentioned EMIR in this context.  

Factors determining the quality of data 

Several factors determine the quality of data124. Clarity and legal certainty, which involves 

clear and consistent125 requirements, harmonised concepts and business-friendly definitions 

that leave little or no room for interpretation, contributes to higher quality data. The lack of 

clarity or inconsistency (further discussed in Sections 6.2 and 6.4) of certain EU-level 

supervisory reporting requirements has been flagged as problematic by both industry and 

supervisors. Reporting entities may sometimes submit data that is incorrect or of a low 

quality because they misinterpret what is being requested or do not fully understand or value 

its importance. The result is that the data which is actually reported is not always of the 

desired quality. 

Similarly, factors such as: (i) supervisors’ frequent interaction with the supervised entities; 

(ii) clear and concise guidance (with examples where necessary); (iii) a well-working Q&A 

process; and (iv) the availability of a helpdesk, are key for ensuring a consistent approach and 

thus higher quality. A few reporting entities have argued that guidance is insufficient or 

sometimes takes too long to be developed, meaning that they may not know what exactly is 

required, and data quality suffers as a result. At the same time, supervisors point out that their 

ability to provide clear guidance is hindered when the requirements themselves are unclear 

and when they face resource constraints. 

There also appears to be a link between the quantity and complexity of the required 

information126 and data quality. The more complex (and voluminous) a requirement, the more 

things that can go wrong, and the greater the need for more guidance down the line127. 

Complex requirements also need more resources on both the supervisory and reporting sides, 

which may take more time to obtain during the implementation phase. For example, EMIR 

reporting that deals with complex - often bespoke - derivative transactions, has a dual 

supervision regime (ESMA and NCAs), a participation of financial and non-financial 

counterparties, has more quality issues than the average. 

Technical choices on standards and formats, such as the introduction of XBRL, also help 

improve data quality. However, as explained in Sections 6.2 and 6.4, there is currently an 

insufficient and uncoordinated use of these standards. Supervisory entities have confirmed 

                                                 
124 For concrete examples see Annex 3.3: Summary of the targeted consultation of NCAs and other consultation activities 

and Annex 4: Overview of main issues of EU supervisory reporting requirements. 
125 Examples of unclear or inconsistent requirements highlighted by stakeholders include: (i) the definitions of terms like 

counterparty; (ii) NPL default; (iii) various AIFMD reporting fields; (iv) resolution consolidation rules and transaction 

notional amounts modifications; and (v) transaction data differences between EMIR, MiFIR and REMIT reporting 

requirements (e.g. definition of ‘OTC derivative' or ‘trading on trading venue’ (TOTV) concept). Any errors in the 

translation of the legal text into the local language may also undermine the consistency of the requirements, at least for 

the affected Member States. Indeed, the detailed mapping of the requirements did identify such cases. 
126 The complexity of the required information is closely linked to the complexity of the reporting subject itself. The more 

complex a transaction type is, for example, the more complex is the information describing it. 
127 Arguably, this is simply due to a steeper learning curve. If there is sufficient clarity, legal certainty, resources, time etc., 

it should not be more difficult to implement reporting just because it is complex or voluminous. 
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that the current situation – both the lack of and the multiplication of standards, formats, and 

identifiers – has negatively impacted the quality of data or supervisors’ ability to easily 

aggregate the reported data or form a comprehensive picture of different parts of the financial 

system. 

Proper quality checks are also important. This involves properly applied validation rules, any 

additional controls128 as well as consistently applied enforcement measures. Data quality 

appears to be best for the data that are most frequently used by supervisors, possibly 

reflecting the stricter scrutiny 129  and quality enforcement applied to such data. Several 

reporting entities noted difficulties with data validation rules. For example: (i) by the time the 

final version of the relevant ITS/RTS is published, there is not enough time left for either the 

reporting entity or the supervisor to implement and thoroughly test the corresponding 

validation rules; (ii) the rules are not always clear or consistently applied (e.g. they differ at 

national and EU level); and (iii) the rules are too strict or numerous, or not flexible enough to 

cover all institutions and adapt to all business models. All these factors can impair data 

quality. Nevertheless, the application of validation rules also appears to be improving over 

time. These and other aspects are also discussed below as they also affect the efficiency and 

coherence of supervisory reporting. 

As most EU-level supervisory reporting requirements are relatively new, both industry and 

supervisors need to go through a learning curve before quality becomes satisfactory. This is 

demonstrated by the fact that data quality has been improving over time. Nonetheless, as new 

requirements are introduced or existing ones modified, the learning curve starts again to a 

certain extent, and data quality often drops temporarily. Consequently, more stable rules on 

reporting requirements (i.e. less frequent changes) and, crucially, sufficient time to 

implement new or amended reporting requirements would improve data quality. There is 

broad consensus between industry and supervisors on this point. 

Reporting firms' differing characteristics also significantly influence data quality. Potentially 

decisive characteristics - as noted by the supervisors - include: (i) the complexity and 

diversity of the firm’s business model and the instruments traded; (ii) the resources and 

priority that the firm gives to reporting; (iii) the effectiveness of the firm’s processes, systems 

and controls; and (iv) the firm's competences and experience with reporting. If the resources, 

processes, systems, etc. are inadequate, data quality may suffer for both internal (within the 

reporting entity) and external (to the supervisors) reporting130. Many of the above attributes 

correlate to the size of the reporting entity. For example, although smaller firms typically 

have simpler business models and trade with simpler instruments, they also have fewer 

resources available for their systems, controls and reporting. This may result in lower data 

quality compared with that of larger and more complex firms, particularly when they need to 

                                                 
128 For example, several supervisors apply extra quality controls that they have developed in-house. 
129  As a supervisor pointed out, increased scrutiny initially may reveal relatively more quality issues, before quality 

improvements could take effect. EMIR data was mentioned as an example, which is scrutinised by several authorities in 

parallel (ESMA, NCAs, ECB, ESRB). 
130 ECB’s 2018 ‘Report on the Thematic Review on effective risk data aggregation and risk reporting’ emphasises the 

responsibility of credit institutions themselves in developing adequate risk data aggregation and risk reporting 

capabilities, which would affect the quality of both their internal and external (i.e. supervisory) reporting. 

 https://www.bankingsupervision.europa.eu/ecb/pub/pdf/ssm.BCBS_239_report_201805.pdf 

https://www.bankingsupervision.europa.eu/ecb/pub/pdf/ssm.BCBS_239_report_201805.pdf
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report the same or a similar amount of data. Therefore, some stakeholders consider that more 

proportional reporting requirements would significantly contribute to increasing data quality, 

as reducing the burden on smaller firms would allow them to prepare better quality data 

without compromising wider objectives like financial stability. 

Finally on data quality, stakeholders have noted that involving additional players in the 

reporting process — such as through outsourcing131 or by introducing intermediaries like 

trade repositories between reporting entities and regulators — creates an additional level of 

complexity and can be a potential source of errors. 

Timeliness of the reported data (‘…at the right time’) 

The timeliness of the data is another characteristic that affects the effectiveness of 

supervisory reporting. Two aspects of timeliness were explored: (i) the frequency of the data; 

and (ii) the time lag between the reference date and the receipt of the data. The latter is in 

principle influenced by both the reporting deadline132 and the reporting processes. Issues with 

timeliness may be due to how the requirements are set (design issues, such as in the relevance 

of data) and how stakeholders implement them (execution issues, such as in data quality). 

The supervisory authorities consider the frequency of data collection to be generally adequate 

for their purposes, i.e. supervisors obtain the data as frequently as they need it, and that there 

is virtually no need to increase reporting frequencies. Nonetheless, a few supervisors 

mentioned specific areas where frequency could be increased. For example, there were 

specific suggestions that some AIFMD reporting and the Solvency Capital Requirement 

(SCR) reports in Solvency II could become more frequent for the larger entities. By contrast, 

some supervisors identified certain cases 133  where they found reporting frequency to be 

unnecessarily high134. 

On the time lag between the reference date135 and the time when the supervisors receive the 

information, the requirements appear to be properly set up in general. No specific concerns 

were raised by supervisors about overly long time lags resulting from inappropriately defined 

requirements that may result in the data being reported too late and which may reduce the 

relevance of the data once received. 

Finally, certain supervisors' timely access to the data may depend on the reporting entities' 

reporting processes - both internal (i.e. within a reporting entity) and external to supervisors. 

As with data quality issues, inadequate resources or processes within a reporting entity may 

in theory also result in delays in reporting data. Under the sequential approach described in 

Section 4, NCAs have first access to data, while EU supervisors have to wait somewhat 

                                                 
131 For example, there may be the risk of ‘herding’, i.e. if the outsourcing provider makes a mistake, the same mistake may 

be repeated for all its client entities. 
132 For example, daily reports should be submitted the next day, annual reports by the end of January, etc. 
133 On concrete examples, few supervisors mentioned the ALMM (Additional Liquidity Monitoring Metrics) templates, 

where less frequent reporting could be considered, especially for smaller entities. 
134 Similarly to overlaps, or superfluous data, unnecessarily frequent reporting falls under the scope of the efficiency 

analysis. Nonetheless, one may argue that in the context of finite resources, any unnecessary reporting may indirectly 

affect the quality of the rest. 
135 This can be e.g. the date of a transaction, an end date of a particular period (e.g. income statement), or a specific date 

marking the end of a certain period (e.g. balance sheet, end of month reports, etc.). 
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longer. When there are different layers of supervision (national and EU level), a certain time 

lag for some supervisors is inevitable and has indeed been noted by some stakeholders. If the 

reporting process goes through a designated third party, who then forwards or makes the data 

available to the NCA and the EU supervisor (e.g. trade repositories in EMIR), this can cause 

an additional time lag. Some supervisors mentioned that trade repository matching and 

reconciliations can sometimes add further layers of complexity and therefore increase the 

timeframe, but they did not consider this a significant issue and acknowledged that it is to 

some extent inherent in the nature of the data being processed. 

6.1.2 Usage and usefulness of the reported data 

Actual usage of reported data by the supervisors is a strong indication of its usefulness - if the 

data is actively being used, it implies that right data is reported from the supervisors’ 

perspective and that this data is of a sufficient quality. It also indicates that the objective of 

providing supervisors with the data to carry out their statutory duties is being met136. 

EU and national supervisors confirmed that they regularly use supervisory data for all their 

activities to meet their supervisory obligations. How these authorities use data depends on 

their statutory supervisory functions137. They provided an overview of their different data 

uses, which fall under the following broad categories: 

 Supervision and enforcement of compliance with regulations (micro-prudential and 

conduct - individual entity level138): 

- detection of misconduct and ensuring market integrity; 

- calculation and monitoring of individual risk indicators and certain performance 

figures (e.g. solvency ratios, liquidity position, exposures, etc.); 

- follow-up of supervised entities’ activities; 

- preparing detailed analyses for off-site examinations and on-site inspections; and 

- non-reporting compliance. 

 Financial risk and stability monitoring (macro-prudential – systemic level): 

- risk concentration in markets (e.g. exposure of banks to real estate-related 

imbalances); 

- contagion analysis and disruption risks; 

- conducting stress tests; and 

- developing early-warning systems. 

 Promoting supervisory convergence: 

- peer reviews; 

- data quality action plans; and 

- analysis of the strength of banks’ balance sheets and possible top-up of 

                                                 
136 Note that the opposite, i.e. problems with actual data usage, would not necessarily mean that the reporting requirements 

are ineffective / data is not useful. This would only be the case if, despite the reported data allowing them to do so, 

supervisors did not carry out their duties in full due to other, external obstacles, such as capacity issues. Non-usage due 

to quality issues is discussed above. The remaining cases of non-usage, e.g. superfluous or duplicated data, falls under 

the area of efficiency analysis. 
137 See also Section 2.3 Intervention logic. 
138 Such data allows supervisors not only to examine a single institution, but also to compare it to others in order to gain 

further insights. 
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measures. 

 Regulatory functions: 

- design of regulations; 

- identification of thresholds that exist in some regulations; 

- calibration of requirements; and 

- analyses to assess the impact of regulatory actions. 

 Financial market statistics: 

- market analyses of trends and risks in financial markets; 

- macroeconomic analyses; 

- thematic studies, economic working papers; 

- input for financial stability discussions; 

- occasional economic advice to the government; and 

- fulfilment of international data requests. 

Supervisors provided several more concrete examples of how they use data reported under 

particular reporting frameworks in their supervisory activities, in what frequency, and the 

resulting outputs139. Box 3 provides examples of recent EU market-wide analyses, including 

analyses that has become possible in areas where previously no or limited EU-wide data was 

available. The selected examples also somewhat contrast the concerns expressed about the 

limited use of the data and illustrate the data quality issues discussed earlier (EMIR and 

AIFMD reporting). 

Box 3: Examples of EU-wide analysis 

ESMA Annual Statistical Report - EU Derivatives Markets 2018140 

ESMA recently published its first issue of the annual statistical report on EU derivatives markets, 

based on EMIR derivatives transaction data. The data helps supervisory authorities in their daily 

oversight of entities with derivatives exposures, while this report provides, for the first time, a 

comprehensive market-level view of EU derivatives, contributing to ESMA’s risk assessment work 

and informing the regulatory assessment of derivatives markets. 

The report contains three elements:  

(1) in the chapter on market monitoring, an analysis of structures and trends in European derivatives 

markets during each reporting period, building on the indicators developed for risk monitoring;  

(2) in the chapter on statistical methods a discussion of topical issues in developing and exploring 

derivatives data;  

(3) in the derivatives market statistics chapter a full list of indicators and metrics monitored by 

ESMA.  

In first chapter, for instance, one learns that at the end of 2017, trade repositories reported a total of 

around €660tn gross notional amount outstanding derivatives transactions, 69% of which were interest 

                                                 
139 There are also several academic research papers that discuss various uses of the data. See for instance the reference 

section with several concrete examples in ‘The use of derivatives trade repository data: possibilities and challenges’, 

Iman van Lelyveld, Netherlands Bank, 2017. 
140 https://www.esma.europa.eu/sites/default/files/library/esma50-165-639_esma-rae_asr-derivatives_2018.pdf 

https://www.esma.europa.eu/sites/default/files/library/esma50-165-639_esma-rae_asr-derivatives_2018.pdf
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rate derivatives, followed by 12% currency derivatives. The market is rather concentrated, with the 

top five counterparties responsible for 67% of commodity derivatives (in terms of total notional 

amount), 51% of equity derivatives and 40% of credit derivatives. Central clearing rates continued to 

increase during 2017, from 25% to 27% for credit derivatives and from 40% to 58% for interest rate 

derivatives.  

In the chapter on statistical methods ESMA explains how the exceptionally high heterogeneity of 

derivative transactions drives the complexity of the instruments and the reporting itself. ESMA 

describes in great detail the data handling (e.g. adding reference information, pairing and 

reconciliation, classification of asset classes and contract types, the treatment of outliers), the data 

quality problems, their reasons, and the procedures they follow to address them. For instance, 

removing outliers (deriving from reporting mistakes and IT issues) results in the total notional in the 

analysis falling to only 6% of the original reported value, though the bulk of the reported transactions 

(99.99%) is not affected. 

ESMA Annual Statistical Report - EU Alternative Investment Funds – 2019141  

ESMA’s statistical report on EU AIFs, first published in 2019, will continue to be published annually. 

The report is based on AIFMD, which requires reporting of detailed information (investment 

strategies, most important markets, net assets value, portfolio liquidity profile, etc.) on AIFs on a 

quarterly, semi-annual and annual basis to national competent authorities and ESMA. Prior to the 

adoption of the AIFMD, there was no reporting mandated for alternative investment funds at the 

European level. The reporting framework for these funds stemmed from a G20 commitment made in 

the wake of the financial crisis. AIFMD data helps authorities supervise alternative investment funds, 

while the report provides, for the first time, a comprehensive market-level view of AIFs marketed in 

the EU. This contributes to the supervisors’ risk assessment work and helps inform their regulatory 

assessment of AIFs. In addition, by developing data standardisation and statistical methods for the 

analysis, ESMA aims to make it easier for national competent authorities to monitor entities, and to 

help bring about supervisory convergence in order to improve investor protection and promote orderly 

and stable financial markets in the EU. 

The report has chapters on market monitoring and statistical methods and a statistical annex with 

indicators and metrics. Here one learns for instance that the EU AIF industry had a net asset value of 

€4.9tn at the end of 2017, professional investors own most of the shares of AIFs, but retail investors 

still own a significant 19% share, around 50% of the full scope authorised EU AIFMs are domiciled 

in three Member States (UK, France and Luxembourg), and the use of leverage by AIFs is limited 

(with the exception of hedge funds).  

The report highlights some issues that require further attention, for example the issue of fund 

classification (the residual category ‘Other AIFs’ accounts for 63% of the net asset value) and 

liquidity mismatches in the real estate funds sector indicating potential risks for the investors, a large 

share of which coming from the retail sector. Remaining data quality and coverage issues and their 

reasons are also described in great detail, revealing for instance: (i) why some very important 

indicators, such as leverage reported by AIFs, could not be used at this stage (formatting errors, 

monetary values instead of percentages, etc.); (ii) that only 24 NCAs transmitted data to the ESMA 

central database; and (iii) that not all AIFMs are covered when reported to the central ESMA database 

by the NCAs (only 78% of the known population is represented due to potential problems in the 

AIFMD register). 

                                                 
141 https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf 

https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf
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EBA quarterly Risk Dashboard142 

The EBA Risk Dashboard is a unique benchmark publication for readers and analysts interested in 

monitoring the EU banking sector's health. The first edition included data as from Q2 2013. Since the 

first EU banking package was adopted and the EU harmonised reporting framework set-up, the EBA 

Risk Dashboard has been published every quarter. It provides up-to-date information quarterly on risk 

areas affecting the banking sector, such as solvency, credit risk and asset quality, profitability and 

balance sheet structure. It includes a wide range of indicators and risk parameters covering all EU 

Member States. 

As well as presenting the main highlights from its rich dataset, the EBA has been focusing on 

improving the way it publishes information on the activities of the EU's largest banks.  On one hand, 

by targeting various audiences and developing specific analytical tools, the EBA enables national 

supervisors to create their own dashboards and monitoring tools. It also provides national experts with 

training on supervisory reporting. On the other hand, the EBA provides the wider public with easy-to-

use interactive tools shared on the EBA’s website, covering several topics and risk areas. The EBA 

Risk Dashboard, for example, is published in both PDF and Excel formats143 and is accompanied by a 

short press release with the highlights from the latest quarter. 

EBA transparency exercise144 

The transparency exercise carried out by the EBA since 2011, is a disclosure exercise that aims to 

promote market discipline and foster consistency in EU banks’ figures. This annual disclosure 

exercise complies with the EU regulation’s call to the EBA to protect public interest by ‘ensuring that 

financial markets are transparent and well-functioning’, among other actions. To deliver on this 

request, the EBA acknowledges that it has to make the most of its role as a privileged data compiler. 

In line with the Memorandum of Understanding on sharing the data of individual banks, EBA already 

promotes and supports the exchange of information among EU supervisors and significantly 

contributes to increasing the comparability of data collected from around 200 banks across the EEA. 

The EBA transparency exercise currently relies solely on supervisory reporting data (financial 

reporting (FINREP) and common reporting (COREP)). Information from around 130 banks from 25 

EU Member States and EEA countries are usually included. In collaboration with EU national 

competent authorities, the EBA collects and prepares the data to be disclosed. On average, more than 

7,000 data points per bank are published. Transparency templates cover areas such as capital, leverage 

ratio, risk exposure amounts (REAs), profit and loss (P&L), market risk, securitisation, credit risk, 

sovereign exposures, non-performing exposures (NPEs) and forborne exposures (FBEs). 

The results of this transparency exercise are used extensively by banks, market analysts, academics, 

international organisations and journalists for their assessments of the EU banking sector. To facilitate 

analysis and research, the EBA has made available, along with individual banks’ results and the full 

database, a set of Excel and PowerBI interactive tools to easily access the data. These tools145 allow 

users to produce, for instance, country-specific or peer-review analysis. 

                                                 
142 https://eba.europa.eu/risk-analysis-and-data/risk-dashboard 
143   https://eba.europa.eu/documents/10180/2854739/EBA+Interactive+Dashboard+-+Q1+2019_Protected.xlsx/0a8a4990-

7005-438d-9ac7-c4494db92fe2 
144 https://eba.europa.eu/risk-analysis-and-data/eu-wide-transparency-exercise/2018 
145 https://eba.europa.eu/risk-analysis-and-data/eu-wide-transparency-exercise/2018/results 

https://eba.europa.eu/risk-analysis-and-data/risk-dashboard
https://eba.europa.eu/documents/10180/2854739/EBA+Interactive+Dashboard+-+Q1+2019_Protected.xlsx/0a8a4990-7005-438d-9ac7-c4494db92fe2
https://eba.europa.eu/documents/10180/2854739/EBA+Interactive+Dashboard+-+Q1+2019_Protected.xlsx/0a8a4990-7005-438d-9ac7-c4494db92fe2
https://eba.europa.eu/risk-analysis-and-data/eu-wide-transparency-exercise/2018
https://eba.europa.eu/risk-analysis-and-data/eu-wide-transparency-exercise/2018/results
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EBA risk assessment report146 and annual reports on funding plans and asset encumbrance147 

Conscious of the data compilation efforts for reporting banks, the EBA strives to ensure that all 

supervisory reporting information is scrutinised.  The EBA annual reports are meaningful examples of 

this effort. The EBA risk assessment report, for example, has recently been coupled with the 

disclosure brought by the annual EBA transparency exercise, allowing for a heightened understanding 

of the EU banking system. The annual reports on funding plans and asset encumbrance, reportedly 

suffering from a lower data accuracy due to their reduced frequency, are however crucial, not only to 

assess the health of EU’s largest institutions, but also to promote the comparability for that same 

assessment carried out by EU and national competent authorities  In August 2019, for the first time, 

these two EBA annual reports were also published in PowerBI format, further increasing the level of 

disclosure of banking sector data. 

ESRB Derivatives Market Monitor 

In addition to the ESMA annual statistical report mentioned above, EMIR data is used extensively by 

the ESRB as well. The ESRB Secretariat, together with the ECB and ESMA is working across three 

areas: (i) developing a sound IT and data infrastructure in order to scale the analytical capacity; (ii) 

conducting research in order to develop novel analytical methods; and (iii) informing policy work by 

bringing results to the ESRB’s membership, working groups and advisory bodies. The information 

provided by EMIR is playing an increasingly important role in the ESRB’s monitoring of 

developments in the EU financial system, enabling the ESRB to provide prompt policy assessments. 

The ESRB Secretariat has developed a prototype for an EU Derivatives Market Monitor (EDMM). 

EDMM is an automated monitor which computes, on a daily basis, a set of financial stability 

indicators which are then made promptly available to the ESRB membership. The monitor leverages 

on the integration of EMIR with several other datasets both in terms of obtaining additional 

information and performing data quality checks. The insights provided by this tool are regularly 

shared and discussed among ESRB members. This monitoring tool enables the ESRB to explore more 

sophisticated analytical questions and foster an exchange of data-driven views. The ESRB Secretariat 

plans to extend EDMM to cover more complex indicators in order to map the interconnectedness of 

these markets and analyse potential contagion channels. The ESRB has already published a range of 

research and policy papers148. In line with its mission, the ESRB Secretariat also plans to proceed in 

the process of data integration within a common analytical framework to monitor developments in the 

EU financial system. 

EIOPA data publications 

EIOPA currently publishes a range of statistics and indicators on its web page, along with qualitative 

information and reports. This includes: 

- statistics on insurance undertakings149 and, respectively, on IORPs150; 

- registers of insurance undertakings151 and, respectively, of IORPs152; 

- technical information on the risk-free rate term structures (including the representative portfolios) 

                                                 
146 https://eba.europa.eu/risk-analysis-and-data/risk-assessment-reports 
147 https://eba.europa.eu/risk-analysis-and-data/risk-assessment-reports/thematic-reports 
148 https://www.esrb.europa.eu/pub/series/working-papers/html/index.en.html  
149 https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx  
150 https://eiopa.europa.eu/regulation-supervision/pensions/database-of-pension-plans-and-products-in-the-eea  
151 https://eiopa.europa.eu/publications/register-of-insurance-undertakings  
152 https://eiopa.europa.eu/publications/register-of-institutions-for-occupational-retirement-provision  

https://eba.europa.eu/risk-analysis-and-data/risk-assessment-reports
https://eba.europa.eu/risk-analysis-and-data/risk-assessment-reports/thematic-reports
https://www.esrb.europa.eu/pub/series/working-papers/html/index.en.html
https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx
https://eiopa.europa.eu/regulation-supervision/pensions/database-of-pension-plans-and-products-in-the-eea
https://eiopa.europa.eu/publications/register-of-insurance-undertakings
https://eiopa.europa.eu/publications/register-of-institutions-for-occupational-retirement-provision
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and the associated components of volatility adjustment and fundamental spread153; 

- technical information on the index for equity symmetric adjustment (equity dampener)154; and 

- internal and external reports and dashboards (including the Financial Stability Report 155 , the 

upcoming Annual Insurance Overview report, the Risk Dashboards156 and internal risk reports/country 

reports157, the Consumer Trends Report158 and stress test reports159). 

Regarding supervisors' views on the usefulness of supervisory reporting at EU level, a large 

majority of them confirmed that EU-level supervisory reporting requirements introduced or 

modified since the financial crisis have improved their ability to fulfil their statutory tasks 

and mandates, such as the prudential or conduct supervision of regulated entities. The others 

also see the benefits of the current supervisory reporting requirements, but expressed more 

qualifying views, for example: (i) differentiating between specific reporting frameworks, 

where improvements are not equally perceived; (ii) pointing out persisting data quality or 

complexity issues; or (iii) in some areas suggesting that they already had effective national 

reporting regimes before. Nonetheless, as confirmed by the users of the data, the introduction 

of supervisory reporting requirements at EU level has been overall effective in providing 

supervisors with data they need to carry out their functions. 

On a more critical note, reporting entities argued that there is insufficient information upfront 

on how and for what purposes the reported data is used160. This leads to a negative perception 

of the requirements and doubts as to whether some of the requested data is actually necessary. 

This may also have a negative impact on the quality of the reported data, as the reporting 

entities do not see the need or understand the importance of the data to be reported, or simply 

do not have the incentive to meet their reporting obligations diligently. Reporting entities 

would therefore like to see more transparency on the data they report, for example feedback 

from supervisors on industry benchmarks, consolidated industry data161, etc., and general 

information on how the collected data is used. This level of transparency would increase 

accountability and the legitimacy of the reporting requirements. One way of achieving this 

would be to explicitly provide detailed and justified reporting objectives in all future 

legislation162. 

                                                 
153 https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/risk-free-interest-rate-term-

structures  
154 https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/symmetric-adjustment-of-

the-equity-capital-charge  
155 https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/financial-stability-reports  
156 https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/risk-dashboard  
157 https://eiopa.europa.eu/publications/reports  
158 https://eiopa.europa.eu/Pages/News/Consumer-Trends-Digital-technologies-are-changing-the-way-consumer-interact-

and-engage.aspx 
159 https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/insurance-stress-test  
160 See Annexes 3 and 4 for more details. 
161 An example is EIOPA’s insurance statistics at https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-

prevention/Insurance-Statistics.aspx or their annual European Insurance Overview report at 

https://eiopa.europa.eu/Publications/Insurance%20Statistics/SA_EIO.pdf 
162 The ongoing dialogue between supervisors and supervised entities provides another opportunity to explain how the 

supervisory data are used. 

https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/risk-free-interest-rate-term-structures
https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/risk-free-interest-rate-term-structures
https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/symmetric-adjustment-of-the-equity-capital-charge
https://eiopa.europa.eu/regulation-supervision/insurance/solvency-ii-technical-information/symmetric-adjustment-of-the-equity-capital-charge
https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/financial-stability-reports
https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/risk-dashboard
https://eiopa.europa.eu/publications/reports
https://eiopa.europa.eu/Pages/News/Consumer-Trends-Digital-technologies-are-changing-the-way-consumer-interact-and-engage.aspx
https://eiopa.europa.eu/Pages/News/Consumer-Trends-Digital-technologies-are-changing-the-way-consumer-interact-and-engage.aspx
https://eiopa.europa.eu/financial-stability-crisis-prevention/financial-stability/insurance-stress-test
https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx
https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx
https://eiopa.europa.eu/Publications/Insurance%20Statistics/SA_EIO.pdf
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6.1.3 Contribution to wider regulatory objectives 

At the general level, the new (and revised) supervisory reporting requirements, as part of the 

wider post-crisis legislative reform package and enhanced supervision, aimed to contribute to 

the wider objectives of ensuring financial stability, market integrity and consumer/investor 

protection in the EU single market for financial services. Although supervisory reporting 

requirements are an important part of the reforms, they are only an ancillary element in the 

whole package. Numerous new or revised substantive requirements, taking various forms, 

have been introduced since the financial crisis to restore financial stability and improve the 

functioning of the EU financial system163. While the substantive requirements establish the 

underlying rules, supervisory reporting requirements ensure that supervisory authorities can 

verify that these rules and requirements are implemented and respected. Monitoring financial 

risks and stability also enables policymakers to make adjustments to prevent or mitigate a 

future financial crisis. As such, the substantive requirements and the supervisory reporting 

requirements work together to achieve the objectives of financial stability, market integrity 

and consumer/investor protection, and it is difficult to isolate the specific impact of reporting 

requirements from the substantive requirements or policy actions. 

Nevertheless, the assessment has confirmed that the new EU-level supervisory reporting 

requirements have significantly helped improve the monitoring of systemic risk in the single 

market, the interconnectedness of the financial system, and the developments that may pose a 

risk to financial stability. They also contributed to improving market surveillance164 and to 

monitoring the evolution of business models, financial positions, exposures and risks over 

time. Several supervisors mentioned better understanding the products available or how the 

industry operates in general as further benefits. The current set of reporting frameworks is 

also a valuable tool for protecting investors/consumers. Supervisors also reported that they 

use the data to support their policy work. More generally, the current system of supervision 

can only function if supervisors have access to the right information to fulfil their functions. 

This is confirmed by the feedback to the open public consultation. Most respondents consider 

that EU supervisory reporting requirements contribute to all three of the wider objectives:  

improving financial stability, market integrity, and consumer/investor protection - at least to a 

certain extent. According to the respondents, the effect was strongest for financial stability, 

with 76% agreeing that such a link exists and 21% viewing this contribution as significant or 

very significant. 

                                                 
163 See Section 2 and references, including SWD (2014) 158 final. 
164 For example, MiFIR transaction reporting captures all transactions in case of transmitted orders, and by doing so, makes 

it possible to identify the final beneficiary, which is indispensable for detecting efficient market abuse. 
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Chart 6.1: Summary of responses to Question 1.1 of the Public consultation on fitness check 

on supervisory reporting 

 
Source: DG FISMA. 

Note: Respondents were asked to provide their opinion on the extent to which the EU-level supervisory reporting 

requirements have contributed to improving financial stability, market integrity and investor protection, on a scale ranging 

from ‘very significantly’ to ‘not at all’. 

This trend is even stronger among supervisors and regulators, who are arguably best placed to 

assess the indirect link between reporting and the fulfilment of wider objectives. While the 

number of authorities’ responses was very low, most selected either ’very significantly’ or 

‘significantly’ for all three areas. This was also confirmed in the targeted consultation and 

workshop with NCAs. 

Furthermore, the reporting requirements have significantly contributed to the wider 

objectives by stimulating improvements in the supervised entities' business conduct and risk 

management. While the wider reforms, and the compliance monitoring and enforcement by 

the supervisors were major contributors, the new reporting requirements in themselves gave 

the supervised entities a big incentive to focus more resources on internal control and risk 

management systems, increasing internal data and monitoring capacities, and improving 

relevant policies and procedures. Although the purposes of supervisory reporting do not (and 

cannot) fully match internal risk reporting needs, supervisors expect strong integration 

between internal reporting and regulatory reporting165. 

History has shown that financial market meltdowns occur fairly regularly, and many experts 

believe that a new financial crisis is inevitable. The new supervisory reporting requirements 

have enabled supervisors to better monitor any renewed build-up of the problems that led to 

the last financial crisis and also to identify potential new ones. Their challenge is to spot 

emerging problems and the build-up of risks in other areas, where data may not yet be 

available, or where the need for such data is still ‘unknown’. Nonetheless, at least for the 

known risks, supervisors are now significantly better equipped to detect - and therefore also 

                                                 
165 See for example: 

https://www.bankingsupervision.europa.eu/press/letterstobanks/shared/pdf/2019/ssm.supervisory_expectations_on_risk

_data_aggregation_capabilities_and_risk_reporting_practices_201906.en.pdf?1e870b7800417deacb3cd8c8c9eb937a 
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proactively address - potential risks not only to financial stability but also to market integrity 

and investor/consumer protection. 

6.2 Efficiency 

Although it has not been possible to carry out a quantitative assessment of the efficiency of 

EU supervisory reporting, the available evidence suggests that it is generally justified despite 

the costs. However, reporting entities use significant financial resources to meet the current 

EU supervisory reporting requirements, and the current set-up and implementation of these 

requirements significantly increase the cost and burden of reporting and of aggregating and 

processing the reported data. The challenges are: (i) the sheer volume of reporting 

requirements; (ii) the barriers to further automating reporting; (iii) the timing and frequency 

of legislative changes; (iv) the short implementation periods for reporting entities and 

supervisors; and (v) inconsistencies in and lack of clarity of the requirements. Given these 

challenges, EU supervisory reporting is not as efficient as it could be. Although introducing 

changes to the requirements already in place will incur costs, such an investment could 

increase efficiency and reduce the costs of supervisory reporting without compromising the 

main objective of providing supervisors with the data they need to fulfil their functions. 

The analysis of EU-level supervisory reporting requirements also explores the key question 

of their efficiency. The concept of ‘efficiency’ can be defined in several ways, but for the 

purposes of this fitness check, efficiency is defined as ‘the ability of reporting entities to fulfil 

EU level supervisory reporting requirements fully and correctly, and of supervisory 

authorities to process the reported data for their purposes, in the least costly and least 

burdensome way possible’. In other words, while the effectiveness analysis considers 

whether supervisors obtain the data they need, the efficiency analysis considers the costs for 

all stakeholders166.  

The assessment of efficiency is clearly very closely linked to other criteria assessed in this 

analysis. Specifically, the efficiency of EU-level supervisory reporting depends somewhat on 

the coherence of the reporting requirements, as lack of coherence may increase uncertainty 

and require more manual interventions. Efficiency also has a clear impact on the added value 

of EU-level requirements in that, if supervisory reporting at EU level is inefficient, it may 

reduce the benefits of eliminating divergent national requirements. Equally, however, even if 

requirements at EU level were efficient, differential national implementation or parallel 

national reporting frameworks would add to the overall reporting burden for the supervised 

entities and also contribute to complexity and inefficiency of EU supervisory reporting as 

perceived by stakeholders. As such, certain elements of the analysis of efficiency overlap 

with the other analyses. 

The analysis mainly builds on the feedback to the public and targeted consultations and the 

compliance cost study, where most reporting entities consider the costs of reporting to be too 

high for the informational insights they gain from the reported data. Perhaps not surprisingly, 

supervisory authorities assess the cost-benefit balance more positively, but many also see 

                                                 
166 Requirements therefore can be effective if their objective is met, but at the same time inefficient — if their costs are 

unnecessarily high. 
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considerable potential for reducing the costs while maintaining the effective information 

content of the data.  

The main challenge in assessing the efficiency of EU-level supervisory reporting 

requirements is the difficulty of gathering sound and representative quantitative estimates of 

both the cost and benefits of such reporting. As explained in Section 5.4 above, it has proven 

impossible to provide a quantitative estimate of the benefits of EU-level supervisory 

reporting, and even for the costs of reporting, there is some uncertainty as to the figures. 

Given this, a quantitative assessment of whether EU level supervisory reporting is efficient 

— or as efficient as it could be — has not been possible. The assessment was therefore 

carried out on the basis of qualitative inputs and focuses on the potential to reduce the 

reporting burden without materially compromising its effectiveness. After presenting the 

views of different stakeholders, this section looks at the main drivers of costs and burdens 

arising from EU-level supervisory reporting requirements, before assessing whether this 

implies that such costs and burdens are excessive. It concludes with a brief look at whether 

there is any room for increasing efficiency. 

6.2.1 Stakeholder views: Ability of reporting entities to report and supervisory 

authorities to collect and process data efficiently 

To check whether current EU-level supervisory reporting is efficient, it is necessary to 

analyse it from the point of view of the different stakeholders involved. On the one hand, one 

needs to verify whether reporting entities can understand the requirements, and then collect, 

prepare, and submit the data without major obstacles and without unnecessary costs and 

burdens. On the other hand, one needs to check whether the supervisory authorities can 

process and use the data which they receive rapidly and without any unnecessary 

verifications or modifications. 

Efficiency assessment from the point of view of the reporting entity 

In response to the public consultation, reporting entities generally felt that EU-level 

supervisory reporting is not very efficient. Almost 4 out of 5 respondents (79%) felt that 

supervisory reporting at EU-level is either very (17%) or rather (62%) inefficient. On the 

other hand, only 15% of reporting entities felt that EU-level supervisory reporting is quite 

efficient, with none seeing it as very efficient. Reporting entities gave a long list of issues 

which in their view render EU-level supervisory reporting inefficient. This includes: (i) 

unclear and inconsistent requirements; (ii) the excessive volume of requirements; 

(iii) insufficient use of standards and identifiers; (iv) overlaps between different reporting 

requirements; and (v) requirements to report data which is not easily available, at least in the 

required format, etc. These issues are analysed further in the following sections, with Section 

6.4 ‘Coherence’ focusing on the consistency of supervisory reporting requirements across the 

different legislative frameworks. 

Reporting entities pointed out that there is uncertainty as to what needs to be reported and 

how, meaning that they need to spend considerable time and effort trying to understand EU-

level supervisory reporting requirements before even preparing the data for reporting. 

Moreover, inconsistencies — in terms of definitions, standards and formats, deadlines, etc. — 

and the fact that on occasion, data which needs to be reported may not be easily or readily 

available in the form or format in which it is requested — means that there is a need for a 

significant amount of manual processing, which can be quite burdensome and costly. It also 
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means that reporting entities are not able to make full use of available IT tools to automate 

their supervisory reporting processes as far as possible. 

Note that not all legislative frameworks are necessarily affected by all of these issues — or at 

least not to the same extent — and that some of the issues may only be temporary given that 

many of the requirements are still fairly new and that some initiatives to address the issues 

are already under way. Nonetheless, the overall impact of these burdens is that, from the 

point of view of the reporting entities, the current set-up of EU-level supervisory reporting 

requirements does not allow data to be reported as efficiently as it could be if these issues did 

not exist. 

Efficiency assessment from the point of view of the supervisory authorities 

In the public consultation, supervisory authorities were more positive than the reporting 

entities on the efficiency of EU-level supervisory reporting, with just over half of them (56%) 

seeing it as either very or quite efficient. On the other hand, 33% of supervisory authorities 

see supervisory reporting at EU level as rather inefficient, with 11% going as far as to declare 

it very inefficient. 

Supervisory authorities measure efficiency in terms of how easily and quickly they can 

process the reported data to get it to a stage where they can use them for supervision 

purposes 167 . While the focus of the assessment from the point of view of supervisory 

authorities is quite different from that of reporting entities, both have identified many of the 

same issues with EU-level supervisory reporting requirements. For example: (i) a high level 

of complexity; (ii) insufficient application of the principle of proportionality and materiality; 

(iii) an insufficient or non-aligned use of standards, formats, and identifiers; (iv) the 

redundancy of a certain number of requirements; and (v) an excessive number of 

modifications and inadequate implementation timelines. These issues were further identified 

and discussed in the targeted consultation of NCAs. 

6.2.2 Main drivers of the costs and burdens of EU-level supervisory reporting 

The analysis for the fitness check has looked closer at the issues mentioned by stakeholders 

in the public consultation, the targeted NCA consultation and stakeholder workshops. As 

mentioned in the previous section, the feedback to these consultations suggests that the 

existing EU-level requirements create many unnecessary burdens that generate additional 

costs. In response to a specific question on the main overall factors driving the excessive cost 

of EU-level supervisory reporting, stakeholders identified the volume, content, and set-up of 

the requirements, as well as the frequency of changes and, to a lesser degree, insufficient 

guidance. Other issues, such as the use of IT or greater automation, were mentioned much 

less frequently — although comments to other questions suggested that many of the other 

issues affecting EU-level supervisory reporting have elements which may hinder full 

automation. 

                                                 
167 To a certain extent this also depends on whether they receive the right data (i.e. the data they need), at the right time, 

and of a sufficient level of quality. As already described in Section 6.1 ‘Effectiveness’, broadly speaking this is the 

case, nonetheless with variations, in particular as far as the timeliness and quality of data are concerned. Other aspects 

of reported data, such its clarity, coherence, consistency, and comparability, to name just a few, also have a significant 

impact on how efficiently supervisors can process reported data. 
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The assessment for the fitness check has given a better insight into the specific challenges 

posed by EU-level supervisory reporting requirements and how they drive the costs and 

burdens faced by stakeholders. 

One of the broad themes that has emerged is that EU-level supervisory reporting 

requirements are quite complex, with industry stakeholders in particular feeling that the level 

of complexity is excessive. The concept of ‘complexity’ is quite broad, but dialogue with 

stakeholders has provided a clearer picture of what it implies. Specifically, industry 

stakeholders mentioned issues such as: (i) the requirements not being easily understandable 

(e.g. too many cross-references between different frameworks, the frequent split of the details 

of what needs to be reported and to whom between Level 1 and Level 2 acts, etc.); (ii) similar 

requirements being used for different purposes and for different reporting entities; (iii) similar 

data being reported at different levels of aggregation; and (iv) some of the reports 

inaccurately capturing specific transactions as the framework was not designed for them.  

The compliance cost study pointed to ‘familiarisation with the requirements’ as one of the 

most important drivers of one-off costs in most sectors, along with investments in IT 

infrastructure. The latter is because the significant amount of data required can only be dealt 

with by sufficiently advanced IT systems, and costly external service providers are 

sometimes needed. Supervisors on the other hand — in particular NCAs — mention the sheer 

volume of data being reported (particularly in the area of transaction reporting), the 

occasionally complicated data structure, and the multiple technical formats in which they 

receive the data. While the reporting of granular data is generally favoured by supervisors as 

it allows for a better insight into their respective sectors, it requires significant resources to 

process. The high flow of data requires NCAs not only to make significant investments in the 

development of IT systems/tools for the processing of data, but also to hire IT professionals, 

which — due to high demand — some NCAs (and reporting entities) are finding difficult. 

The complexity therefore affects not only the timely collection of data, but also their analysis. 

A further aspect of the complexity of EU-level supervisory reporting requirements, pointed 

out primarily by supervisory authorities, is the distribution of EU-level supervisory reporting 

requirements between Level 1 and Level 2 legislation. As explained in Section 5.1, Level 1 

legislation sets out a high-level framework for the requirements, while the details — 

including the form, content, format, frequency, etc. — of the reports are defined by the ESAs 

at Level 2. However, concerns have been raised that in some cases Level 1 legislation is too 

prescriptive168. Some 'prescriptive' rules may be unintentional, but others may have been 

introduced for political reasons during the negotiation or adoption process. This reduces the 

ability of the ESAs to define the reporting requirements to best reflect the supervisors’ needs 

(and supervised entities’ standard practices) and to adapt them as these needs or the market 

conditions change. The result is that either the reporting requirements are not entirely suited 

to the data needs, or complex workarounds need to be developed, which significantly 

increases the burden for both the reporting entities and the supervisors169. Some supervisors 

have also noted that the Level 2 process may not be suitable to set supervisory reporting, and 

                                                 
168 In particular, NCAs claimed that dealing with technical matters such as standards and formats in Level 1 legislation 

may lead to a situation where an unsuitable or obsolete standard cannot be easily changed. 
169 On the other hand, there are also cases of lacking mandates at Level 1, preventing the EU-level supervisors from 

defining reporting requirements which they feel are necessary. 
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that a more flexible (but binding) legal instrument may be needed to set reporting 

requirements at the level of the ESAs. 

Moreover, industry stakeholders consider that there are simply too many requirements, with 

too many data fields and too many templates spread across too many legislative acts. They 

argue that the set-up of requirements is suboptimal, and that given the large volume of 

relevant legal text and accompanying guidelines and the way the requirements are drafted, it 

can be difficult for reporting entities to identify which data requirements apply to them. In 

their view, the same information could be gathered with fewer, simpler requirements if the 

reporting frameworks were better aligned. It should be noted that this view is not shared by 

the supervisors, as they argue that, in principle, all of the reporting requirements serve their 

purpose and are therefore necessary — and that granular data may in fact be less costly to 

provide than data aggregations. Nonetheless, some supervisors have suggested that there may 

be possibilities to reduce the data flow without eliminating necessary requirements. 

A related concern is that the proportionality of EU-level supervisory reporting requirements 

is not systematically ensured. In other words, the requirements do not adequately reflect the 

different levels of systemic importance of the various financial sector entities and products 

being supervised or the specific characteristics of the different markets. For example, 

reporting entities mentioned that solo-level reporting under CRR/CRD IV is unnecessary for 

smaller, non-complex financial institutions. Quarterly reporting for smaller institutions under 

FINREP was also put in question. Finally, some NCAs argued that EMIR reporting was 

designed for markets with big volumes of derivatives transactions and is therefore less 

appropriate for smaller markets. Nonetheless, as noted also in Section 5.4., proportionality is 

already embedded in certain reporting frameworks170, and further proportionality measures 

have been introduced in recent initiatives.  

Moreover, certain decisions on what needs to be reported are taken at the request of certain 

national supervisors in order to fulfil their needs, rather than for pure efficiency reasons (e.g. 

solo-level reporting under CRR/CRD IV, where host country supervisors wish to have access 

to local information). As indicated in Section 2.3, efforts on a range of issues are being or 

have already been made in certain frameworks to reduce the reporting burden. Nonetheless, 

the proportionality of supervisory reporting requirements remains a concern, especially for 

smaller and less complex financial sector entities. 

Some requirements appear to be redundant and could potentially be eliminated without a loss 

in data for the supervisors. For example, data is sometimes required to be reported at the 

wrong level, in an inappropriate form or at an excessive level of granularity. Similarly, the 

data required is sometimes immaterial or irrelevant to the supervisory authorities’ 

responsibilities. Finally, the required information can at times be easily constructed using 

data reported under other frameworks. Examples include the obligation to report certain short 

selling data under SSR (i.e. certain net short positions) and under MiFIR — which are seen as 

providing limited information to the supervisors and are challenging to calculate — or the 

submission of semi-annual reports under UCITS.  

                                                 
170  In addition to the examples listed in section 5.4, proportionality is built into the ECB FINREP Regulation ((EU) 

2015/534 on the reporting of supervisory financial information). 



 

82 

 

Some supervisory authorities also mentioned as superfluous the need to report individual 

transactions under EMIR, as they consider the requirements under MiFIR to be more 

appropriate for this purpose. Some also consider that the high level of granularity of COREP 

and FINREP reports produce unnecessary data. However, some supervisors insisted on the 

importance of this data. It was also pointed out that the detailed data reflect the underlying 

substantive requirements with which the reporting entities have to comply (and provide proof 

of compliance). There may therefore be scope for simplifying specific requirements or 

reporting templates, thereby increasing efficiency. However, views on which data elements 

are actually needed for supervisory purposes and which are redundant differ significantly 

among the supervisors. Importantly, some NCAs noted that even where data is not currently 

used, this does not mean that it will not be used in the future. This suggests a need for further 

analysis171. 

EU-level reporting requirements are often difficult to understand. This is partly due to 

numerous cross-references between different reporting frameworks but, as argued by 

stakeholders, also because the different frameworks (including the underlying Level 1 acts) 

do not always use consistent definitions (see also Section 6.4) and the definitions which are 

used are not always clear. In addition, certain definitions are left to the interpretation of 

national competent authorities. This means that reporting entities spend significant time and 

effort on trying to understand what exactly needs to be reported and how, and to verify 

whether similar-looking reporting requirements are requesting (exactly) the same data — and 

if not, on trying to identify the precise differences. The overall result is uncertainty in the 

supervisory reporting process, with reporting entities often needing to guess the intention of 

the regulator. In this context, industry stakeholders also raised concerns about the lengthy 

process of Q&As, as they consider that delays in the ESA's answers to questions hinder 

efforts to reduce the uncertainty. 

A related issue is that EU supervisory reporting requirements do not make sufficient use of 

(international) standards, commonly used formats and identifiers. Where these are not 

specified in EU legislation, different versions (in particular formats) are sometimes used by 

supervisory authorities in different Member States. Reporting entities need to fulfil these 

different requirements, which implies greater costs and burdens and a higher possibility of 

errors. Even when they are specified in EU legislation, the use of standards, formats, and 

identifiers is not always consistent. Although some legislative frameworks impose standards, 

formats, and identifiers, they sometimes differ from the ones already specified elsewhere. 

Other legislative acts merely recommend them or make them optional. Inconsistent standards 

and formats also make it difficult for supervisors to aggregate or link the reported data. A 

more detailed assessment on the divergent requirements in terms of standards, formats, and 

identifiers is provided in Section 6.4 ‘Coherence’. Finally, some reporting frameworks — and 

in particular ad hoc requests — often make use of older file formats like Excel and PDF. This 

does not reflect recent technological developments and negatively impacts efficiency, among 

others by hampering greater automation. 

A further challenge arises when data needs to be reported to different supervisors. While this 

                                                 
171 Some supervisors admitted that it is too early to assess whether all the data reported is ultimately useful. But they think 

that there needs to be a regular systematic review with some reports dropped and new ones added in line with the 

changing risks. 
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is not necessarily a problem in itself, in practice it can become a problem due to the lack of 

common definitions and the differing standards, formats (both modelling and file formats), 

and identifiers mentioned above. As a result, reporting entities need to support different 

standards, formats, and identifiers, and either need to translate/map between them — often 

using costly and highly burdensome manual processes — or they have to create similar 

reports with the same information, thereby duplicating work and incurring additional costs. 

Related to the issues of a large number of requirements and redundant requirements, very 

many reporting entities claim that the lack of alignment between the different legislative 

frameworks means that there are numerous overlaps between the supervisory reporting 

requirements which these contain. Supervisory authorities do not fully agree with this claim. 

They argue that while reporting requirements do sometimes overlap (e.g. requirements in the 

ITS on resolution reporting), frequently they only appear to overlap but are in fact used for 

different purposes and therefore the data need to be reported more than once in different 

forms. As described in more detail in Section 6.4 ‘Coherence’, the in-depth analysis 

conducted as part of this fitness check suggests that there are very few direct overlaps in 

terms of data points and such overlaps mainly apply to transaction reporting. 

Another challenge is that supervisory authorities (both at EU and national level) do not 

cooperate or share data with each other enough172. This sometimes leads them to create new, 

parallel reporting processes or to initiate ad hoc requests for additional information from 

reporting entities even if that data or very similar data with the same information content has 

already been reported elsewhere173. This results in reporting entities having to potentially 

report the same or similar data several times to a number of different supervisory authorities. 

The same data being requested twice may not actually be burdensome — especially when 

processes are automated, but it becomes more problematic when the data is similar but not 

quite the same.  

Reporting entities argue that ad hoc requests cannot adequately be planned for and therefore 

prepared for, and point out that they hardly ever include technical specifications on the form 

of the data or the method of its transfer174. Consequently, ad hoc requests cannot usually be 

incorporated into the reporting entities’ internal business and IT systems and can therefore be 

very challenging to comply with, especially considering the complexity and frequency of 

such requests175. Reporting entities suggest that greater sharing of data between supervisory 

authorities would help eliminate a number of existing supervisory reporting requirements, 

both at EU and national level, and reduce the need for ad hoc requests.  

However, as already discussed in Section 6.1 on ‘Effectiveness’, supervisory authorities feel 

very strongly about the need for ad hoc requirements, as this is the only way they can request 

                                                 
172  Some supervisory authorities noted a problem with data sharing even between authorities within the same Member 

State, and a few pointed out that even within a particular authority, there may be lack of information on what data is 

available in-house. 
173 Ad hoc requests may also be required when there is no (sufficient) mandate at Level 1 for the ESAs to develop the 

necessary reporting requirements. 
174  However, given the nature of such data requirements, it would be difficult to have a format like XBRL, as this would 

require publication of taxonomy one year in advance, which would make the ad-hoc request pointless, as they are often 

defined to cover urgent data gaps. 
175 On the other hand, one supervisor pointed out that this very fact is an opportunity for supervisors to assess banks’ 

ability to aggregate and report data when required. 
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data in crisis situations or where the EU-level reporting requirements have not yet been 

amended to reflect any new supervisory needs. Nonetheless, while ad hoc requests cannot be 

eliminated entirely, there appears to be room for improvement in how they are managed and 

used, as also argued by some supervisors. 

This in turn is linked to the issue of harmonisation in financial services legislation. Reporting 

entities, in particular those operating in different countries and across borders, argued that the 

greater the level of harmonisation in supervisory reporting requirements, the easier and less 

costly it is for them to comply. Although increasingly taking the form of directly applicable 

regulations that thrive for maximum harmonisation, EU financial services legislation still 

mostly makes use of directives and is based on minimum harmonisation. Furthermore, even 

when regulations are used, there are still a few instances when Member States are allowed to 

diverge from or go beyond their requirements. This means that the implementation at 

Member State-level can, and frequently does, diverge. In the case of minimum harmonisation 

directives, the divergence can potentially be quite significant. This obviously greatly 

complicates the situation for the reporting entities and diminishes the cost saving benefits of 

the replacement (or harmonisation) of national supervisory reporting requirements with EU-

level requirements176. This is further discussed in Sections 6.4 ‘Coherence’ and 6.5 ‘EU value 

added’. 

Reporting entities are subject to additional or more detailed requirements than what is defined 

in the EU legislation, contrary to its objective of, in principle, harmonising requirements. 

While there was some disagreement between stakeholders as to the existence and to the level 

of such ‘gold-plating’ in specific Member States, even if it exists in only a few Member 

States shows that it is an issue, especially for reporting entities that are active in several 

national markets. The existence of additional national reporting requirements magnifies the 

problem of insufficient harmonisation and diminishes the cost saving benefits of having 

harmonised supervisory reporting requirements at EU level. As well as the previously 

mentioned lack of harmonisation of requirements it also contributes to stakeholders' 

perception of the high costs and complexity of requirements mentioned earlier in this section. 

Further information is provided in Section 6.5 ‘EU value added’. 

Despite the legislator's consultation policies, reporting entities feel they are not always 

adequately consulted during the drafting of reporting requirements, especially when not 

enough time is set aside for it in the legislative process. Moreover, overly frequent changes 

can lead to what reporting entities refer to as ‘consultation overload’, which can adversely 

affect these entities’ ability to provide effective feedback to consultations. As a result, the 

requirements may on occasion unnecessarily deviate from the entities’ internal business 

processes, thereby imposing additional compliance costs177. Moreover, insufficient ex ante 

consultation of financial service providers prior to the development of EU-level supervisory 

reporting requirements sometimes leads to situations where the requested data is not readily 

                                                 
176 The assessment of the added value of EU-level supervisory reporting requirements is analysed in Section 6.5. The 

assessment here is limited to the impact of additional or divergent national requirements on the efficiency of EU-level 

supervisory reporting requirements in the form of a reduction of the potential cost saving benefits. 
177 The focus here is on unnecessary deviations from commonly accepted business processes. The assessment takes note 

that, by its very nature, new rules or requirements will by definition differ from supervised’ entities previous customs or 

approaches. 
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or easily available in the form in which it is to be reported. This requires reporting entities to 

undertake significant (and often manual) data processing efforts to collect or prepare the 

required data, which, in addition to not being efficient, can also lead to errors. 

The assessment also identified issues with the validation of the reported data, which is a 

process at the level of supervisors that aims to ensure data quality. Reporting entities argue 

that some validation rules result in too many error messages, that there are wrong references 

in the validation checks, or that there is insufficient feedback on the reasons for rejections. 

One example provided is the case of rejections in AIFMD reports due to insignificant 

rounding errors in the totals. Stakeholders suggest that some validation rules are simply too 

strict and result in rejections for very minor errors or discrepancies. They argue that 

validation rules may therefore need to be more thoroughly tested and subject to more 

extensive consultations before being implemented. They should also be used in a way that 

reflects the materiality of any errors or discrepancies, i.e. they should be used more strictly 

where the risk is higher. Differences in data validation rules as applied in different Member 

States and between reporting frameworks were also mentioned as a concern178. All these 

factors contribute to a high level of uncertainty and therefore an additional burden for 

reporting entities who may need to clean their data (possibly manually), sometimes 

unnecessarily, or with insufficient feedback as to the errors. This may also lower the data 

quality for supervisors requiring extra validation work. 

Another issue which appears to cause a significant burden is the lack of stability in the 

requirements, i.e. the large number and frequency of modifications. In this respect, EMIR 

was singled out as the most challenging, as it has brought forward changes requiring major IT 

updates every year since 2014179. However, a number of other recent modifications were also 

mentioned, including modifications to FINREP and COREP reporting standards and to 

CRR/CRD IV and BRRD/SRMR Level 1 legislation180. Recent initiatives (see Section 2.3) 

will bring further changes to the requirements.  

Linked to this, reporting entities complain that they are given insufficient time to implement 

new or modified requirements. Similarly, the ESAs argue that they do not have enough time 

under Level 1 legislation to implement requirements or to develop sound requirements at 

Level 2. For example, the final MiFIR RTS/ITS were only available 2 months before entering 

into force, and Solvency II consortium reporting also had a short implementation deadline. 

MiFID II/MiFIR implementation was delayed by one year, as ESMA and the industry would 

not have had sufficient time to set up the necessary IT systems. Changes are one of the key 

sources of reporting burden for both groups of stakeholders. Frequent changes to the 

reporting requirements require constant updates to existing IT systems and hamper the 

                                                 
178 Differences in validation rules between trade repositories were also noted. However, validation rules for all TRs have in 

the meantime been fully aligned (since November 2017). 
179 Note that these modifications mainly related to efforts to improve and align the validation rules, variations in which 

were also raised as an issue by stakeholders. As such, this issue was unavoidable but only temporary as the aim was to 

address another issue that had been identified. Since validation rules have been fully aligned in the meantime, the 

magnitude of this problem in EMIR can be expected to diminish. 
180 Although outside of the scope of this fitness check, frequent changes to CRR Pillar 3 reporting and the ECB’s short-

term exercise (STE) were also given as specific examples. The STE exercise refers to additional data (data not available 

under the CRR ITS) requested by the SSM from systemic institutions, supporting the Supervisory Review Process 

(SREP). 
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introduction of cost mitigation measures through the consolidation of such efforts. In their 

contributions to the compliance cost study, some banks indicated that even fairly minor 

modifications to their IT systems can take up to 18 months to implement. NCAs argue that 

such frequent modifications, aside from creating capacity issues, make it more complex and 

time-consuming to determine and analyse longer time series data. Implementing those 

changes at short notice can be difficult, costly, and time-consuming, and can reduce data 

quality. This will lead to a decrease in supervisors’ efficiency as they will first need to 

resolve any such data quality issues, which raises the question of whether a rapid roll-out 

ultimately holds any benefits. 

EU-level supervisors are well aware of these issues. They have pointed out that the frequent 

changes over recent years — in particular in new legislation — are due on the one hand to the 

relative novelty of many such requirements (as already discussed in Section 6.1 on 

Effectiveness) and the resulting learning curve, and on the other hand to the limited amount 

of time provided in Level 1 for setting out the requirements. This has meant that at times the 

first versions of supervisory reporting requirements for some reporting frameworks were not 

as detailed as they should have been, with the ESAs aiming to develop them further at a later 

stage. As these requirements are developed further, the frequency of changes can be expected 

to drop somewhat. Nonetheless, should the deadlines for implementation remain insufficient, 

any modifications of the requirements at Level 1 may continue to cause problems with 

developing requirements at Level 2. Finally, frequent changes to the data validation rules 

were also raised as a concern, as they impose additional costs given that a high number of 

releases often require human intervention and impede automation. 

Reporting entities raised concerns about too frequent reporting and the fact that frequencies 

differ and reporting deadlines are not always coordinated across supervisory reporting 

frameworks and often do not fit well with other reporting requirements, such as the 

publication of annual or quarterly financial results. In terms of excessively frequent reporting, 

several reporting entities gave the example of quarterly reporting under CRR/CRD IV which 

cannot be waived for smaller firms, unlike quarterly reporting under Solvency II. This view is 

not shared by all the supervisors, most of whom argue that the reporting frequency is 

appropriate for their information needs and that there is little scope to reduce it. Some 

supervisors also argued that the reporting frequency has to be consistent with the substantive 

requirements on solvency or liquidity that must be complied with continuously181. As regards 

different deadlines between frameworks, the overlap of fourth-quarter and annual reporting 

under Solvency II was mentioned as problematic. Reporting entities also noted the 

differences in the regimes for transaction reporting, with data required to be transmitted as 

soon as possible (within 15 minutes), some in the early morning of the next day (T+1 at 

7am), some the day after at the close of business (T+1 at 5pm). 

Finally, it was argued that EU-level supervisory reporting requirements — and EU legislation 

more broadly — are currently not ‘IT ready’. In other words, they are not set up in a way that 

allows stakeholders to fully use the latest IT technologies and tools for EU-level supervisory 

reporting. The financial services industry has seen drastic technology-led changes over the 

                                                 
181 Only a few supervisors make the case for a lower reporting frequency and only for certain specific requirements, for 

example the ALMM (Additional Liquidity Monitoring Metrics) templates, where less frequent reporting could be 

considered, and EMIR, which some supervisors are not able to process on a daily basis due to capacity issues. 
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past few years, becoming increasingly digitalised and data-driven. To be effective, 

supervision must keep pace with the developments in the financial services sector. While the 

number and granularity of EU-level supervisory reporting requirements have increased 

significantly over the past few years, reflecting the increasingly complex nature of global 

financial services, and the volume of reported information continues to increase, the way the 

data is provided to supervisors and processed by them has not followed technological 

changes closely enough.  

This was confirmed in the open public consultation, where 50% of all respondents considered 

that supervisory reporting requirements are not very well adapted to developments in the 

fields of modern information and communication technologies (ICT) and digital processes, 

while only 23% of respondents felt that they are fairly well adapted. It was often stressed that 

while automated approaches are essential to meet the reporting obligations given the large 

amount of data, and reporting entities already use IT tools and processes as much as 

possible182, the reporting process still requires frequent manual adjustments and/or inputs. 

This negatively impacts the efficiency of supervisory reporting at EU level, in that it hampers 

its full automation and prevents supervisors from using the very latest processing tools and 

analytical methods, (e.g. big data). The relevance of EU supervisory requirements in the light 

of technological changes is further discussed in Section 6.3 ‘Relevance’. 

6.2.3 Costs versus benefits of EU-level supervisory reporting 

As shown is Section 5.4, supervisory reporting at EU level generates significant one-off and 

ongoing costs to both reporting entities and supervisory authorities. As with the introduction 

of any such system, some of these costs are unavoidable. Another part of Section 5.4 and 

Section 6.1 on effectiveness clearly show that EU-level supervisory reporting also generates 

very significant benefits. Therefore, the evidence on costs and lack of quantitative evidence 

on benefits do not necessarily call into question the need for supervisory reporting. The 

feedback from all groups of stakeholders points to the contrary, that the supervisory reporting 

is necessary for a well-functioning financial system. Nonetheless, the numerous challenges 

with the current EU-level supervisory reporting requirements identified by stakeholders and 

presented in the previous section suggest that there are opportunities for reducing these costs. 

As such, this fitness check cannot provide a comparative comparison of costs and benefits, 

but concludes that although EU-level supervisory reporting is justified, the requirements and 

the way they are implemented and work in practice are not as efficient as they could be. 

Also, while the introduction of EU-level supervisory reporting requirements has increased the 

efficiency of supervisory reporting at EU level by replacing many national systems with a 

single EU system, this benefit has not been maximised due to the numerous issues with the 

current interplay of EU and national-level reporting requirements. This is discussed further in 

Sections 6.4 and 6.5. 

Finally, although consumers and their representatives have given limited input to the 

consultation activities, it is clear that the costs and benefits are not spread evenly across the 

different stakeholder groups. For instance, while the costs are mostly borne by supervisors 

                                                 
182 The compliance cost study shows that IT-related costs (implementation, updating, or maintenance of IT systems) are 

consistently among the most important cost drivers for both one-off and ongoing costs. 
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and reporting entities, other groups benefit from supervisory reporting, for instance 

consumers and investors, and society as a whole thanks to a better functioning EU financial 

system. 

6.2.4 Scope for increasing the efficiency of EU-level supervisory reporting 

The results of the analysis suggest that there is scope for reducing the costs and burdens of 

EU-level supervisory reporting while ensuring that supervisors continue to receive the right 

data, at the right time, and of the right quality to enable them to carry out their statutory 

obligations. The analysis has identified a range of issues that lead to unnecessary costs and 

therefore reduce the efficiency of current EU-level supervisory reporting. Although further 

analysis would be needed as to the feasibility and impact, addressing these issues should help 

reduce the cost and complexity of reporting and processing the data, and therefore increase 

the efficiency of supervisory reporting at EU level. 

Given the lack of detailed quantitative information on the benefits and costs of EU-level 

supervisory reporting, it is very difficult to estimate the potential efficiency gains of 

addressing these issues. However, the compliance cost study can give a general indication. 

The study has identified significant compliance costs associated with supervisory reporting. It 

has also shown that the main one-off cost items are the investment to update IT systems, 

project management costs, familiarisation with requirements and other related staff costs. For 

ongoing costs, on the other hand, the main categories are data collection, data processing and 

validation, information storage, and IT maintenance costs. Taken together, the costs are 

significant, suggesting room for potential cost savings. 

The analysis has also shown that many of the problem areas are closely interlinked and in 

some cases the resolution of one issue depends on, or is affected by what is done (and how) 

to address another. In some cases, a single set of actions may help address several issues at 

once. Moreover, stakeholders, both from the industry and the supervisors, were virtually 

unanimous in requesting that any changes to EU-level supervisory reporting requirements 

should be better planned, better coordinated, take place less frequently and with adequate 

implementation timelines. Subsequently, any action to increase the efficiency of EU-level 

supervisory reporting should address the identified issues coherently and comprehensively, 

on the basis of close interaction between the co-legislators, the supervisory authorities, and 

the industry. This means moving towards a more mature, stable governance system. While 

this may be complex and require time and effort, there is a very clear call from all groups of 

stakeholders to take such an approach when developing EU-level supervisory reporting 

requirements. 
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6.3 Relevance 

The main objective of EU-level supervisory reporting has proven to be appropriate and 

relevant. Even though the financial sector underwent significant changes in recent years, the 

common underlying objective of providing supervisors with the data they need to carry out 

their duties did not lose any relevance. The action therefore continues to be justified at EU 

level. 

Adapting the reporting processes to technological advances is likely to have a profound 

impact on the efficiency and effectiveness of reporting, but available technological solutions 

do not yet provide a comprehensive alternative to supervisory reporting in its current form. 

Therefore, EU supervisory reporting, with reporting entities transmitting data to supervisors, 

either directly or via intermediaries, is still relevant also in light of technological 

development. 

This section evaluates the alignment of the reporting objectives described in the intervention 

logic. It first examines whether the original objectives were appropriate. It then goes on to 

examine whether they are still appropriate in light of potentially changing needs, and 

therefore whether the action as set out in the intervention logic in Section 2.4 continues to be 

justified at EU level. Finally, it examines whether technical aspects of the reporting process 

are still relevant, particularly in light of ICT developments. 

6.3.1 Relevance of the objectives of EU supervisory reporting 

The pieces of legislation setting out the reporting requirements for the fitness check apply to 

different sectors, and pursue different objectives. Reporting requirements - in terms of 

information and data content that must be provided to the supervisory authorities - reflect the 

objectives of a particular piece of sectoral legislation. As explained in Section 2.4, isolating 

the specific objectives of supervisory reporting from the objectives of a particular legislation 

is not straightforward, and the specific objectives of supervisory reporting are not 

systematically defined in the legislation. Rather, reporting requirements are often ancillary to 

the substantive requirements of the legislation, with the objectives defined implicitly. 

The main common objective of supervisory reporting is to provide supervisors at EU and 

national level with relevant, reliable, timely and comparable information that they need to 

fulfil their supervisory functions and thereby help achieve the wider regulatory objectives of 

financial stability, market integrity and consumer/investor protection. 

The analysis concludes that supervisory reporting, is generally appropriate for meeting the 

original needs. EU and national supervisors need the right information from the supervised 

entities to fulfil their supervisory function. Supervisory reporting requirements introduced in 

the different pieces of legislation after the financial crisis allowed supervisors to carry out 

their tasks, namely: (i) supervising and enforcing compliance with the rules; (ii) monitoring 

risks in the EU financial system; (iii) promoting supervisory convergence in the EU single 

market for financial services; and (iv) helping design and (re)calibrate regulation and detailed 

technical standards. 

In addition to the observed improvements in the functioning of the financial system and its 

supervision since the crisis, the following evidence from supervisors indicates that the 

objectives of EU supervisory reporting have proven to be appropriate for the supervisory 
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needs: 

 In the targeted consultation, NCAs confirmed that EU supervisory reporting 

requirements introduced since the financial crisis improved their ability to fulfil their 

statutory tasks and mandates, such as supervising entities. 

 NCAs stated that the new supervisory reporting requirements provide more granular 

and standardised qualitative and quantitative data, which ultimately improved their 

ability to fulfil their supervisory tasks. 

 NCAs specifically mentioned significant improvements in the monitoring of systemic 

risks, the interconnectedness of the financial system, and the developments that may 

pose a risk to financial stability. Supervisory reporting also improved market 

surveillance and monitoring developments in business models, financial positions, 

exposures and risks over time. Several NCAs mentioned the benefits of better 

understanding the products available or how the industry operates in general. NCAs 

confirmed that the current reporting regimes are also a valuable tool for protecting 

consumers and investors. NCAs also reported using the data to support their policy 

work. 

Industry stakeholders also do not question the need for EU supervisory reporting per se. 

Concluding that the objective of EU supervisory reporting has been appropriate for 

supervisory needs does not mean, however, that each and every single reporting requirement 

is (still) necessary. A reporting requirement can cease to be necessary either because the 

objective it fulfils is not relevant or because it does not fulfil the objective effectively, 

efficiently and with sufficient EU added value — even though the objective itself remains 

highly relevant. Assessing each and every individual supervisory requirement and its content 

according to the above mentioned criteria is outside the scope of this fitness check and would 

instead fall under the reviews and evaluations of the specific pieces of sectoral legislation. 

Nevertheless, the respective sections of this document provide a general assessment of the 

need for the reporting requirements based on their effectiveness, efficiency and EU added 

value. 

6.3.2 Relevance of objectives in light of changing needs 

The regulatory framework put in place after the financial crisis, and the wider market 

developments, have significantly changed the financial services landscape over the last 10 

years. For example, banks have significantly improved their balance sheet and funding 

resilience, and reduced their involvement in certain complex activities. Many banks have 

reduced their exposure to capital markets activity such as trading and market making, and 

recent observations suggest a reduction in the interconnectedness between banks183, with 

lower interbank exposures, especially cross-border. 

Nonetheless, due to the evolving nature of systemic risks, there is still a need for surveillance 

- particularly in certain key areas, such as the impact of shifting activities to the non-bank 

                                                 
183 See European Financial Stability and Integration Review 2019, Box 2 

https://ec.europa.eu/info/sites/info/files/european-financial-stability-and-integration-review-2019_en.pdf. 

https://ec.europa.eu/info/sites/info/files/european-financial-stability-and-integration-review-2019_en.pdf
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sector and the rise of Fintech. This includes monitoring CCPs’ resilience, liquidity risks 

associated with the growing size of portfolios of asset managers and new asset classes 

introduced by Fintech innovation. Supervisors and authorities need to monitor the 

adjustment, assessing any risks that may emerge, while they should also play a role in 

facilitating the process by removing impediments where necessary. 

Despite the various changes in the landscape, the main supervisory reporting objectives 

remain relevant overall, and collecting data is still essential for supervisors to fulfil their 

mandate. 

However, due to the evolving landscape data needs are changing and as such specific 

supervisory reporting requirements are not always systematically aligned with the data 

supervisors need at any given time. As the market evolves, new risks emerge and the 

importance of some risks increases or decreases, which creates the need for new requirements 

(e.g. sustainability-related data, such as exposures to climate and other sustainability-related 

financial risks, or data on crypto assets positions), or for changes to existing requirements 

(e.g. a new interest rates benchmark index or new underlying assets for a derivative 

instrument), and for a review of the continued need for specific requirements that were 

important in the past (e.g. highly granular sovereign debt exposures). To implement the 

necessary changes with a high degree of legal certainty, the Level 2 (and potentially Level 1) 

legislation needs to be revised.  

As the adoption of Level 1 and Level 2 legislation is a rather lengthy process that takes 

several months to complete, supervisors turn to non-legislative alternatives that allow the 

reporting to keep up with market developments (e.g. guidelines). However, this comes at the 

expense of legal certainty. There is currently no legal instrument that would resolve this 

trade-off between flexibility and legal certainty. Both ESMA and EBA have called for 

dedicated and appropriate legal instrument for reporting rules and instructions that would 

provide both legal certainty to market participants and the necessary flexibility for 

supervisors to adopt the relevant reporting requirements as required, in light of changing 

market practices or other supervisory needs184. 

Supervisors also sometimes use ad hoc data requests to promptly adapt reporting to changing 

needs. 

As explained in Section 6.2, frequent changes in requirements entail costs, and therefore need 

to be weighed against the benefits of these changes in terms of better data access and full 

alignment between the required data and the data received at any point in time. 

6.3.3 Relevance in light of technological developments 

While the objectives of the reporting requirements remain highly relevant, the way the data is 

provided to supervisors and processed by them has not followed technological changes close 

enough. This was confirmed in the open public consultation, where 50% of respondents, 

                                                 
184 https://www.esma.europa.eu/sites/default/files/library/esma70-145-466_2017-supervisory-reporting-requirements-

consultation-docu._.pdf and https://eba.europa.eu/documents/10180/1777508/Opinion+on+improving+decision-

making+for+supervisory+reporting+%28EBA-Op-2017-03%29.pdf 

https://www.esma.europa.eu/sites/default/files/library/esma70-145-466_2017-supervisory-reporting-requirements-consultation-docu._.pdf
https://www.esma.europa.eu/sites/default/files/library/esma70-145-466_2017-supervisory-reporting-requirements-consultation-docu._.pdf
https://eba.europa.eu/documents/10180/1777508/Opinion+on+improving+decision-making+for+supervisory+reporting+%28EBA-Op-2017-03%29.pdf
https://eba.europa.eu/documents/10180/1777508/Opinion+on+improving+decision-making+for+supervisory+reporting+%28EBA-Op-2017-03%29.pdf
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including those from public authorities, considered that supervisory reporting requirements 

are not very well adapted to developments in modern information and communication 

technologies (ICT) and digital processes. 

The new reporting requirements reflect the increasingly complex nature of financial services. 

The volume of information needed to monitor and evaluate regulatory compliance continues 

to increase in line with the introduction of new financial instruments and new types of market 

participants entering the market. The speed at which the information is obtained and 

processed can also be critical in certain areas. 

The current approach to designing reporting requirements entails the creation of reporting 

templates tailored to a particular legislation and supervisor. This results in a multitude of 

reporting data flows that contain similar information in varying forms and formats (discussed 

in detail in Section 6.4). On the supervisors’ side the data is therefore difficult to reuse, 

reconcile and/or aggregate. On the reporting entities' side the multiple reporting streams 

create unnecessary burden (discussed in detail in Section 6.2). Several stakeholders 

questioned the relevance of the template-based approach when designing reporting 

requirements, considering the technological solutions that are available. 

Regulatory technology (RegTech), is a new field in the finance industry with the potential to 

help financial service providers to manage compliance tasks, including reporting, through an 

automated process. Supervisory technology (SupTech), on the other hand, refers to 

technologies used by supervisory agencies themselves 185 . Regulators and supervisors, 

alongside the industry, are working on solutions to adapt supervisory reporting requirements 

to take advantage of the latest advances in these fields. 

Centralised structures that will act as both a common database of reported granular data and a 

repository of the interpretation of reporting rules in a format that is readable by computers are 

currently being considered by both EU and national-level supervisors. These would remove 

the template-based reporting design and should help remove any gaps between the 

supervisors’ intents and the reporting entities' understanding. This would result in 

standardised information of better quality that is easier to manage and process. 

The innovations mentioned above should have a profound impact on the efficiency and 

effectiveness of reporting without altering the relevance of the reporting objectives. 

There are also changes being proposed that could remove the need for supervisory reporting 

as such. Reporting entities currently actively send data to supervisors – a push approach. 

Alternatives to this process proposed by industry stakeholders include providing supervisors 

access to the reporting entities’ databases – a pull approach – and/or using distributed ledger 

technologies (DLT) to make the information available to the supervisors. 

Although direct access to the reporting entities’ data would effectively eliminate reporting 

requirements and therefore significantly reduce the administrative burden on the reporting 

entities, it would entail costs for the supervisors who would need to develop IT infrastructure 

                                                 
185 SupTech may someday be able to proactively monitor a financial institution’s transactions or client’s data to prevent 

non-compliance or at the very least respond to a compliance violation in far less time than it takes today. 
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to retrieve the information from the reporting entities’ systems and transform (filter, 

aggregate, etc.) it to suit their supervisory needs. These tasks would be further complicated 

by the fact that the structure of internal data kept by reporting entities is not standardised. 

Furthermore, the responsibility for the accuracy of the obtained information would be 

unclear, and the reconciliation process would not be straightforward and would likely require 

the reporting entities to duplicate the information transformation internally. Therefore, at 

present, it does not seem feasible to replace the current (‘push’) approach to supervisory 

reporting.   

In the public consultation, a few stakeholders proposed using DLT to meet supervisory 

reporting requirements, though they did not provide specific details on the scope of 

application or the technical implementation. The Commission carried out an internal study on 

DLT technologies186 which concluded that no existing blockchain or DLT project is capable 

of serving the technical needs of supervisory reporting at this point. DLT-based supervision 

would require fundamental changes to the financial system and governing legislation that are 

unlikely to be completed in the near future.187 

The rapid technological progress in recent years brought promising RegTech and SupTech 

solutions which have the potential to profoundly reshape and improve supervision. Deploying 

such solutions and harnessing their potential requires legal and regulatory clarity, suitable IT 

infrastructures and standardised data structures. While progress is rapid, there are currently 

no comprehensive alternatives that could entirely replace reporting while continuing to 

provide supervisors with the information that enables them to fulfil their supervisory duties. 

Hence, supervisory reporting remains relevant for the time being.  

6.4 Coherence 

EU supervisory reporting frameworks are structured on a sectoral basis and fulfil different 

purposes and data needs. While coherent in this broad sense, the requirements show a range 

of inconsistencies both across as well as within reporting frameworks. Many of these 

inconsistencies appear minor in terms of the extent of divergences and are often of a very 

technical nature (e.g. small inconsistencies in definitions or accepted formats), but they 

nonetheless increase the compliance burden and reduce the quality of the reported data. 

While the precise impact is difficult to ascertain, it is clear that costs and burdens could be 

reduced, especially in the initial setup and implementation phase, by ensuring more aligned 

reporting regimes. This would also help to increase the informational value of the reported 

data, as it would allow the better merging of data sets and facilitate cross-framework data 

analyses.  

A key aspect raised by reporting entities was that there was a large degree of overlap across 

the frameworks. However, this perception was not confirmed by the analysis carried out. 

Precise overlaps occur only very rarely. The conclusion changes, however, when assessing 

the reporting of 'similar data'. Given the limited insights as to the analytical approaches 

                                                 
186 Within the context of FDS project. 
187  Other reports draw similar conclusions. See for example, R. Auer (2019), Embedded supervision: how to build 

regulation into blockchain finance, BIS Working Papers No 811 
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taken by supervisors, it is not possible to firmly conclude whether the reporting of specific 

similar data elements holds merits or not.        

A key aspect of a comprehensive evaluation of the supervisory reporting frameworks is to 

assess the coherence of the applicable requirements. The coherence analysis is of particular 

importance in this subject field as the reporting requirements were individually drawn up, 

contained in their own respective legislative frameworks, despite a high degree of 

interactions between some of them. While efforts were made to align requirements where 

appropriate, in the wake of the financial crisis the emphasis was laid on rapidly changing the 

applicable rulesets to address the regulatory shortcomings identified. Ensuring fully 

consistent reporting requirements, especially across frameworks, was often secondary to this 

process. This situation has improved over time, with a range of reviews and Level 2 

modifications addressing a number of problems related to coherence identified in recent 

years.   

The most appropriate starting point to assess coherence is to assess the current requirements 

from the perspective of reporting entities. Since reporting entities need to comply with the 

various reporting requirements, they need to face and address any inconsistencies in their 

day-to-day compliance work. At the same time, the analysis also takes into account the input 

provided by supervisors who receive and use the data on a day-to-day basis to carry out their 

supervisory functions.  

It should be noted that certain perceived inconsistencies actually do not exist on closer 

inspection of the technical specifications, or have been put in place deliberately. Minor 

differences in the reporting fields, formats or procedures may in fact be intentional given that 

the requirements in question pursue specific regulatory objectives. The responses to the 

public consultation and further engagement with stakeholders clearly demonstrate this rift in 

perception between reporting entities and supervisors. As such, an identified inconsistency 

may not necessarily merit potential future amendments. Each identified issue would also first 

need to be analysed against the underlying reason for applying the current setup.      

Most reporting entities need to comply with requirements under multiple frameworks. In 

particular, various transactions and position reporting obligations apply in addition to the 

sectoral, entity-based requirements. Market participants such as banks, insurers or asset 

managers need to meet these obligations whenever they engage in transactions falling within 

the scope of the respective frameworks. Part of the analysis therefore assesses whether there 

are situations where similar or the same data is reported in a different form, format or level of 

aggregation. It also tries to identify any overlapping requirements across or within the 

different transaction reporting regimes.  

Although the focus is on the coherence of EU supervisory reporting requirements, from the 

perspective of reporting entities inconsistencies can arise from the interplay of national and 

EU-level requirements (also discussed in Section 6.5 under ‘EU value added’) as well as 

from the coexistence of other reporting frameworks, such as the statistical reporting 

frameworks operated by the ECB. These are touched upon but not assessed in detail.      

The result of the assessment of coherence crucially also impacts on other parts of the fitness 

check, in particular the assessment of efficiency and, to a lesser extent, effectiveness. 

Inconsistent requirements will inevitably reduce the efficiency of reporting. In most cases, 
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inconsistent requirements will increase the compliance costs faced by reporting entities. This 

is particularly true in the initial implementation phase of new or amended reporting regimes. 

It will require reporting processes to be micro-tailored to the reporting regime or respective 

reporting channels within a framework. This requires increased efforts and time by the 

compliance and IT divisions, which will have significant cost implications, not only in the 

setup of these systems but also for maintenance (i.e. variable costs over time). The same also 

applies to supervisors and their internal data handling and analytical processes.  

A lack of coherence can likewise reduce the effectiveness of reporting. This is particularly 

true where such inconsistencies create obstacles to or, in the worst case, prevent the merging 

and cross-analysis of data across reporting frameworks. While the reported data may 

effectively meet the specific regulatory objective attached to the framework, it significantly 

reduces the usability of reported data for supervisory purposes and its overall informational 

value. In a few cases, inconsistencies even within single frameworks may lead to situations 

where the specific regulatory objectives are not, or not fully, met.   

This section examines: the inconsistencies between EU supervisory reporting frameworks 

(Section 6.4.1); the existence of overlapping requirements where data is reported multiple 

times (Section 6.4.2); the underlying drivers of inconsistencies (Section 6.4.3); and the 

coherence between EU supervisory reporting and other reporting frameworks (Section 6.4.4). 

6.4.1. Inconsistencies between EU supervisory reporting frameworks 

This part of the assessment is sub-divided into sections dealing with individual aspects of 

coherence, specifically (i) scope and content, (ii) definitions, (iii) timing and frequency, (iv) 

reporting standards, formats and identifiers, and (v) reporting processes.  

Scope and content  

The scope and content of the reporting frameworks analysed varies greatly. This is due to 

each framework addressing specific sectors and activities. As such, the reporting 

requirements faced by an insurer will be very different to those applying to a bank, asset 

manager or other investment firm. This discrepancy is inevitable and intended, given that 

entities pursue dissimilar activities and present different risk factors. Moreover, the 

underlying regulatory frameworks pursue different objectives in terms of reporting.  

At the general level, EU supervisory reporting is broadly coherent in that it reflects the 

structure of the legislative framework governing EU financial services and targets reporting 

entities active in different sectors and pursuing different activities. However, at the detailed 

level, various inconsistencies are observed. These inconsistencies are the focus of this 

section. They are presented from the perspective of reporting entities in different sectors, 

including banking, insurance, asset management and financial markets (focusing in particular 

on transaction reporting). Overall, the issue of a lack of coherence between EU supervisory 

reporting frameworks is most prominent in financial transaction reporting.    

Banking 

The core supervisory reporting requirements in the banking sector are rooted in CRR/CRD 

IV. While the overall framework mandates the reporting of a large amount of data points, it is 
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broadly consistent in itself, owing also to the templates and data point model developed by 

the EBA in technical standards. Moreover, it generally takes a maximum harmonisation 

approach, thus reducing the scope for divergences at Member State level. Minor differences 

in a few data fields were nonetheless identified, such as their precise formatting, prescribed 

methodology (e.g. for purpose of aggregation) and validation rules. Although national options 

have been increasingly restricted as part of the harmonisation efforts undertaken under the 

Banking Union, there are also still issues that give rise to an unnecessary compliance burden.  

The main inconsistencies in this sector, as confirmed by stakeholders, relate to the different 

approaches taken for supervisory reporting under the CRR/CRD IV framework versus 

reporting for the purpose of recovery and resolution under the BRRD. Problems were 

identified particularly in the reporting of similar (but not identical) data.  For example, the 

reporting on the minimum required eligible liabilities (MREL) under the BRRD overlap with 

some COREP/FINREP requirements under the CRR. The frameworks are, however, not fully 

aligned regarding the reporting approach, thus adding to entities’ reporting burden. Likewise, 

the data required by the SRB for calculating contributions to the Single Resolution Fund are 

similar to what is already available to supervisory authorities given COREP/FINREP 

requirements188 . The other example provided is that banks likewise have to report their 

leverage ratio in different ways. However, resolution reporting is relatively recent, and steps 

are being taken to address these issues and improve consistency (see also Section 2.3 and 

Annex 4.2) while also recognising that the objectives and data needs for supervisors and 

resolution authorities are different.  

There are also inconsistencies and duplicate reporting between supervisory (and resolution) 

reporting under CRR/CRD IV (BRRD) and reporting for statistical purposes under the ECB's 

AnaCredit, MFI Interest Rate Statistics (MIR Statistics) and Balance Sheet Items (BSI) 

reporting frameworks. These latter frameworks are not in the scope of the fitness check but 

nonetheless need to be mentioned to the extent that stakeholders raised issues during the 

consultation process. It was found that there are several overlaps that require banks to report 

certain data elements several times. While the duplication of reporting requirements can 

indicate a lack of coherence in itself, the key issue is in fact that these regimes do not always 

require the reporting of the exact same data but often show minor variations. This is the case 

with FINREP solo reporting and ECB BSI statistical reporting. Both frameworks require 

detailed information on balance sheet items at a solo level. However, the specific reporting 

fields and breakdowns required are not fully aligned. This requires banks to maintain separate 

reporting systems in order to tailor the reported values in line with the detailed requirements 

under the two frameworks. While many of these items are similar, they are not identical and 

thus imply the implementation of separate internal data processing and modulation systems. 

However, due to their different purpose and methodological approaches189 it is not easy to 

reconcile the FINREP and BSI requirements, even on a solo level. 

                                                 
188  Similarly, a few banks noted similar problems in the reporting for deposit guarantee scheme purposes, which requires 

two separate returns despite covering the same figures. 
189  MFI Balance sheet and interest rate statistics, securities holdings statistics and implementing technical standards on 

supervisory reporting, Bridging the reporting requirements – methodological manual, third edition, JEGR, May 2014 
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This issue similarly exists with national reporting requirements, which are either not aligned 

with EU requirements or go beyond them. While the CRR/CRD IV package implemented 

closely harmonised reporting requirements, this has not necessarily resulted in national 

legislators and supervisors abandoning their prior reporting regimes. While these frameworks 

again do not officially fall into the scope of the analysis, it was found that additional national-

based reporting requirements apply in most Member States. This is the case even though 

NCAs also collect and have access to the data collected under the harmonised EU regimes. 

Coherence problems arise in this area since the national requirements are often differently 

framed in terms of scope and content. Especially problematic is the lack of full harmonisation 

in the EU of accounting rules, i.e. the application of different accounting rules (IFRS vs 

national GAAP) at the EU level and across Member States190. This fundamental divergence 

in Member State approaches prevents the CRR/CRD IV from reaching its full intended 

impact. Such an approach implies that banks need to collect and maintain two different sets 

of data, even though the informational content is essentially the same. Other examples 

include the application of different methodologies for calculating reportable figures or 

requiring data which is not required under the EU harmonised regime.      

Insurance 

At EU level, reporting requirements for insurers are predominately contained within 

Solvency II. Coherence between reporting frameworks is therefore less of an issue for 

insurance companies. This is also evidenced in the concerns raised by stakeholders from the 

insurance sector during the various consultation activities, which almost all referred to issues 

specific to Solvency II (see also Annex 4.2 for the overview).  

Solvency II sets out harmonised requirements. Nonetheless, a similar issue exists in this field 

as in the banking sector in terms of divergences at national level. There are small variations 

in the interpretation of requirements by national supervisors and thereby the way that they are 

imposed in practice. This issue is being addressed by the common EIOPA taxonomy. 

Currently, however, certain inconsistencies remain. In addition, there is fragmentation at 

national level over applicable exemptions or reduced reporting requirements. Solvency II 

provides the option for national supervisors to tailor the applicable reporting requirements to 

make them more proportionate for smaller insurance companies. While designed to make the 

reporting framework more efficient, this optionality in terms of national transposition can 

create inconsistent requirements for insurers across Member States. This is not only because 

not all Member States make use of this option but also because the extent to which limitations 

or exemptions are granted differ from one Member State to another. As a result, insurers need 

to meet different requirements depending on the Member State in which they are 

incorporated. Although this has a limited impact on insurers that are active in only one 

Member State, it can be burdensome for insurance groups that operate locally authorised 

entities in multiple countries.   

Moreover, as already mentioned in Section 6.2 on efficiency, reporting entities regularly face 

ad hoc requests at national level which are not standardised across Member States. In the 

insurance sector, concerns about ad hoc requests mainly focus on stress testing, i.e. an area 

                                                 
190  Accounting rules are only harmonised at the EU level for listed companies at the group level. 
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where comparability of data across Member States is crucial for accurately assessing cross-

border financial stability risks. 

On inconsistencies across EU frameworks, the main issue noted by a few insurance groups is 

inconsistencies across the Solvency II and FICOD regimes. Financial conglomerates report 

the information once as an insurance group and again as a financial conglomerate group. 

Inconsistencies relate in particular to the reporting of intra-group transactions and risk 

concentrations. The ESAs have very recently launched a consultation on this matter with a 

view to developing a single framework of requirements191. 

Other than this, various inconsistencies between Solvency II and other reporting frameworks 

(statistical reporting and public reporting) were noted, as well as a number of issues specific 

to Solvency II. For example, the financial stability reporting carried out by insurers contains 

the similar data already reported under Solvency II. These two reports, however, have to be 

submitted at different times, meaning that insurers need to carry out calculations and checks 

twice. There are also overlaps between the information provided in annual reports and other 

reports submitted to NCAs, such as the Solvency and Financial Condition Report (SFCR) and 

the Regular Supervisory Report (RSR). In particular, information on the organisation of the 

reporting insurer and its group structure, risk management and governance need to be 

submitted multiple times. Likewise, accounting data is captured twice, in the annual report 

and under solvency requirements. Several overlaps were also identified within the 

Quantitative Reporting Templates (QRTs). For example, information on premiums and 

payments has to be reported in four different sections of the QRT192.  

Asset management   

Within asset management, the key pieces of EU legislation are the UCITS and AIFM 

Directives applicable to collective investment schemes and alternative investment funds 

(hedge funds, private equity funds, real estate funds, etc.), respectively. As directives, both 

legislative acts provide Member States with a certain degree of freedom in transposing them 

into national law. While this provides for a more flexible regulatory approach which takes 

into account national differences, it has also led to fragmented supervisory reporting 

requirements. Both reporting regimes show a range of such fragmentation issues. The 

AIFMD provides a much more harmonised regime than UCITS. While the AIFMD stipulates 

a harmonised data collection framework at the European level via the NCAs that report to 

ESMA, reporting under the UCITS Directive remains predominately at the discretion of 

national competent authorities193. As a result, reporting for UCITS funds can vary from one 

Member State to another.  

                                                 
191  Consultation on technical standards on the reporting of intra-group transactions and risk concentration for Financial 

Conglomerates — https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-

group-transactions-and-risk-concentration-for-financial-conglomerates.  
192  Under Sections S.05 (premiums, claims and expenses), S.14, S.29 (Excess of assets over liabilities) as well as in 

S.26.06 (operational risk) of Solvency II. 
193  UCITS does not include supervisory reporting mandates as such. It merely sets out a minimum content for reports 

which are subject to public disclosure (e.g. provision of the annual and semi-annual report under national GAAPs). The 

data published is nonetheless checked by NCAs and used or can be used to support the supervisory activities of both 

NCAs and ESAs [cf. Section 5.2]. 

https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-group-transactions-and-risk-concentration-for-financial-conglomerates
https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-group-transactions-and-risk-concentration-for-financial-conglomerates


 

99 

 

Under the AIFMD, fragmentation issues are more specific to certain subsets of reporting. For 

example, the risk profile section 194  is not standardised, with different calculation 

methodologies applying for figures such as Net Equity Delta, Net DV01 or Net CS01. 

Furthermore, several Member States apply additional reporting obligations at national level 

that are more granular that those envisaged under the AIFMD. Such supplementary 

reportable data includes metrics concerning the funds' portfolio composition in terms of 

financial instrument (usually on ISIN basis), geographical focus, and the investment strategy 

or risk profile of the fund as a whole. 

Beyond issues of national fragmentation, there are also certain inconsistencies with other EU 

reporting frameworks which are outside the scope of this fitness check but which interact 

with those under UCITS and the AIFMD. There are currently a few overlapping reporting 

obligations, especially for AIFs. These include in particular reporting under the Money 

Market Fund Regulation195 as well as the data collected under the ECB's investment fund 

statistics for monetary statistical purposes. Both frameworks cover a range of metrics that 

AIFs are already required to report under the AIFMD. For some of these calculation 

methodologies vary, which means that the data need to be tailored to fit the respective 

framework. 

Financial markets and transaction reporting 

The area where stakeholders raised most concerns about lack of coherence is financial 

transaction reporting, with the main frameworks being EMIR, MiFIR, SFTR and REMIT.  

Transactions in financial instruments often fall within the scope of more than one EU 

supervisory reporting framework. In principle, there are provisions in place to prevent 

duplicate reporting across the frameworks. In practice, however, the legal provisions in place 

do not effectively address the existing overlaps — and in a number of cases appear to miss 

the true nature of the problem. While MiFIR Article 26(7)(7) specifies that trades do not need 

to be reported under MiFIR if reported under EMIR, a further provision stipulates that this 

exemption is valid only if the EMIR transaction report contains the same details as required 

under MiFIR. However, since the two reporting regimes are designed for substantially 

different objectives (market integrity and financial stability, respectively), the data to be 

reported is by definition different and hence the reports will never be fully aligned in terms of 

their content. As such, the trade still needs to be reported twice, although some of the data 

elements reported are similar.  

The REMIT regime similarly lays down that transactions do not need to be reported if 

already reported under EMIR. However, EMIR requires end-of-day transaction reporting 

while REMIT asks for market transactions. The relevant transaction reports are therefore not 

identical in most cases, meaning that the envisioned relief is often not noticeable.  

                                                 
194  See Annex IV Delegated Regulation (EU) 231/2013. 
195  Regulation (EU) 2017/1131 of the European Parliament and of the Council of 14 June 2017 on Money Market Funds 

(MMF Regulation), 2017 OJO.J. (L 169) 8. This is one of the main regulations that falls outside the scope of this fitness 

check because it did not make the end-2016 cut-off data for adoption. 
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This experience has been taken on board in the development of the SFTR reporting regime. 

While total return swaps would usually need to be reported under both SFTR and EMIR, it is 

explicitly stipulated that only the EMIR reporting applies for these instruments. The precise 

phrasing of this provision exhaustively clarifies the scope in this regard, instead of referring 

to re-reporting of data if already captured. As such, this provision should meet its aim of 

avoiding double reporting under both regimes. Overlaps with other regimes are also avoided 

given the different scope of the legislative frameworks.   

The analysis across the respective regimes has demonstrated that a limited number of 

inconsistencies do occur across these reporting frameworks in terms of the content, format, 

modelling and conditionality of fields (see also Annex 4.2). One of the less disruptive types 

of discrepancies concerns cases where a certain reporting field is mandatory in one 

framework but conditional or optional in another. Such conditionality can be easily integrated 

into automated internal reporting processes and only requires minor changes in the setup of 

systems. Similarly, there are cases where the labels of the same reporting field in terms of 

content across the frameworks do not match. Although not ideal, such discrepancies will lead 

only to a minor additional compliance burden. It should be noted, however, that such 

inconsistencies may also be a burden for supervisors as they present an obstacle for cross-

framework data analyses.  

Significantly more burdensome are inconsistencies in content. On the one hand, this will 

typically require an adjustment in the reporting process within the reporting entity. On the 

other, it may severely limit the analytical capacity of supervisors when trying to merge or 

cross-analyse data sets under different frameworks. Additional processes will be required to 

first clean and then align the data. Further types of inconsistencies are modelling 

discrepancies. In these cases, the frameworks are not aligned in terms of the setup of the 

applicable reporting fields, while the informational content overlaps. There are only two 

occurrences of this sort described in Annex 4.2. Together with content inconsistencies, this 

type of inconsistency is the most burdensome issue for reporting entities as the reported data 

needs to be re-modulated to fit each framework. If other inconsistencies are present, 

especially in content, additional efforts are required (see Annex 4.2 for details).  

Definitions 

The consistency assessment of definitions used is by virtue closely related to the content and 

format of reportable data. Depending on the field descriptions and Level 3 guidance 

provided, the definition of terms may be inherently linked to certain consistency issues such 

as the ones described in the previous subsection. For example, a certain data field may carry a 

reference to a term that is not consistently defined across different pieces of legislation. This 

will lead to different data being reported under the frameworks. It is often not clear whether 

such circumstances constitute more of an issue of incoherent definition(s) or incoherent 

reportable content. Deviating definitions can cause other inconsistencies since they are key 

determinants of reporting obligations, especially their scope and/or required data element(s). 

In general, having unclear, differing or even conflicting definitions will lead to an additional 

compliance burden for both reporting entities and supervisors, especially during the 

implementation phases of new reporting frameworks.   

The current landscape of EU reporting frameworks exhibits a range of non-aligned 

definitions, often stemming from the fact that the underlying legislation was developed for 
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different purposes. In the banking field, inconsistent reporting concept definitions exist, for 

example for counterparty, exposure classification or resolution consolidation rules. In some 

cases there are more than two diverging definitions of essentially the same underlying term. 

This was identified to be the case, for instance, across FINREP and non-performing loan 

tables. The terms 'default', 'impaired' and 'stage 3' all refer to very similar situations whereby 

the borrower is unable to service the loan. Such definitional inconsistencies also relate back 

to the Level 1 text rather than stem from the actual templates or tables. 

There are also concrete cases of definitional inconsistencies within the transaction reporting 

field. For example, the concept of 'traded on a trading venue' (TOTV) is not defined within 

MiFIR and is therefore unclear to some extent with regard to OTC trades196. At the cut-off 

date of the analysis, there were also diverging interpretations by NCAs over the definition of 

FX spot and FX forward within MiFIR. The definition was not fully clear about the time lag 

to delivery under which an FX trade could still be considered spot. This issue was at the time 

partially resolved by ESMA, which provided further Level-3 guidance on the interpretation 

of the provision. While helpful, it did not fully address the issue as Level-3 guidance is 

technically not legally binding. To achieve this, the clarification would need to be raised to 

Level 2197. Likewise, the definition of 'entering into transaction' in EMIR differs from the 

meaning in REMIT. The latter refers to entering into a transaction in ‘wholesale energy 

markets’ and not to being counterparty to a contract. The definition of ‘delivery point or 

zone’ across these two frameworks is also not aligned. Differences in this data field might, 

however, be justified given the specifics of non-derivative energy transactions. Similarly, the 

definition of 'financial counterparty' excludes CCPs under EMIR while they are explicitly 

included under SFTR.  

In the reporting frameworks relating to asset management the key issue once again arises 

from the fact that UCITS and AIFMD both take the form of directives which do not fully 

harmonise all definitions and reporting items. Given the drafting of the Level-1 and -2 legal 

texts, both reporting frameworks require further guidance on the reporting obligations (see 

ESMA Guidelines198). Despite these efforts, some minor deviations in definitions or their 

interpretation remain across Member States, depending on the respective transposing 

legislation. It was also noted by some supervisors that the definitions for individual fields 

leave much discretion to AIFMs on underlying methodology and assumptions. This results in 

poor consistency across the same fields reported by different managers, for example on 

concepts such as assets under management (AuM) and reported gross/commitment leverage 

calculations.  

                                                 
196  While the concept is well defined for centrally issued and standardised instruments, it is less clear for OTC derivatives. 

Generally, OTC derivatives are captured by MiFIR reporting provisions (there are also several other provisions where 

this concept is material) if they are the same as the one traded on-venue. Bilateral contracts, however, are not 

standardised and may therefore show (often minor) differences. There is currently a lack of a defined concept that 

would allow market participants to easily conclude when such instruments are considered to be TOTV. This creates 

issues concerning the scope of transaction reporting. 
197  In the meantime, this guidance is now (under MiFID II) broadly reflected in Article 10 of Commission Delegated 

Regulation (EU) 2017/565 of 25 April 2016 supplementing Directive 2014/65/EU of the European Parliament and of 

the Council as regards organisational requirements and operating conditions for investment firms and defined terms for 

the purposes of that Directive. It is therefore no longer Level-3 guidance but is already legally binding. 
198  Guidelines on reporting obligations under Articles 3(3)(d) and 24(1), (2) and (4) of the AIFMD, ESMA/2013/1339 of 

15 November 2013. 
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In the insurance sector, the analysis did not point to any definitional inconsistencies. It should 

be noted, however, that a limited number of definitions of the same terms will vary when 

comparing them across other non-insurance frameworks. This can be particularly 

burdensome for entities that have additional non-insurance activities, especially large banks 

that also operate an insurance division. For most insurers, however, it is the consistency 

within the sector-specific legislation (especially Solvency II) that matters.  

Inconsistencies in wording  

Besides definitional inconsistencies, a lack of consistency in wording can also be observed. 

Linguistic inconsistency does not change the content of the reporting requirements and is less 

significant in impact than definitional inconsistencies. However, it contributes to a lack of 

clarity and may also hamper any potential application of machine learning techniques that 

could be used for future extraction of reporting requirements. Examples include: 

 The concept of reporting certain data annually is expressed in multiple ways, 

including:  ‘on annual basis’, ‘at least every year’, ‘at least annually’, ‘at least once a 

year’, ‘at least once every 12 months’, ‘each year’, ‘on a regular basis and not less 

than once a year’, ‘regular basis and at least annually’, ‘Regularly, and at least once a 

year’. 

 The concept of ‘semi-annual’ can also be found in the legal acts occurring as 

‘biannual’, ‘every six months’, ‘twice per year’, ‘twice a year’, ‘half-yearly’, ‘at least 

once every 6 months’. 

 Sometimes reporting entities are obliged to ‘submit’ data, sometimes to ‘report’, other 

times to ‘provide’ or to 'send'. 

In the review of reporting obligations, a number of other types of inconsistencies were also 

noted. These concerned, for example, how the tables and templates are structured in different 

frameworks (or where some requirements are presented as a list in text format although it 

could be presented as a structured data table). They also concerned the level of detail 

provided (e.g. the detailed metadata attributes are provided in the Level-2 texts in some 

frameworks but not others).  

Timing and frequency  

A further area where inconsistencies is the timing and frequency of reporting. This aspect is 

mainly an issue in banking- and insurance-related reporting as well as, to a lesser extent, asset 

management. While there is a range of inconsistencies also in the transaction reporting field, 

they do not create a significant additional compliance burden on either reporting entities or 

supervisors. The details of a transaction will remain the same regardless of when it is 

reported. As such, the reportable data will not change199. Minor additional burdens may 

however arise from the fact that different timelines imply that reporting entities will need to 

keep track of the various obligations and prescribed timing in order to comply.   

                                                 
199  However, longer delays for NCAs or ESAs to receive data can potentially lower the effectiveness of supervision and 

their ability to react quickly to new developments.   
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The situation is very different in the other subsectors, as a large degree of requested data 

relates to positions and exposures. Depending on the activities of the reporting entity, these 

figures will change on a daily basis. If data is reported at different times under the 

respectively applicable regimes, this implies the duplication of data cleaning and verification 

processes.  

Under Solvency II, for example, different deadlines apply to a range of reports that request 

mainly the same content. This includes inconsistencies such as mandating the submission of 

Q4 reports at a different time from the annual reports. Equally, the reporting deadline for 

local summary reports is earlier than for Solvency II reports. These issues have already been 

registered during the roll-out of Solvency II with a view to addressing them in the review to 

be carried out in 2020 (see Annex 4.2 for this).  

Similar cases exist in the banking sector. Differences in timing are particularly prevalent 

across EU and national reporting frameworks. Minor issues also exist regarding CRR/CRD 

reporting and the ECB statistical reporting frameworks. Here efforts are already being 

undertaken to address the outstanding problems. A further issue relates to changing 

submission requirements. This is particularly the case for the SRB’s reporting requirements, 

which have seen multiple iterations of changes to the resolution field. Each time the approach 

is amended, banks need to change and align internal reporting processes and procedures.  

The key issue noted by stakeholders in the banking sector relates to ad hoc requests. Every 

year, a number of ad hoc information requests are sent to banks from both national and 

European supervisors. These requests tend to target different banks and different aspects of 

their operations. As ad hoc requests, they will be issued at frequencies unforeseeable to 

reporting entities. In effect, these requests tend to give rise to a high degree of manual input. 

Stakeholders in the banking sector highlighted that at times extremely short deadlines further 

aggravate the compliance burden. Often such ad hoc requests mark the beginning of the 

development of a more structured regular reporting process. They are issued because new 

information that is currently not available to supervisors needs to be gathered quickly to 

ensure effective supervision. A recent example is the collection of NPL data via ad hoc 

requests, which will be formalised under a revised version of FINREP200. However, it often 

remains unclear to banks whether setting up a new internal reporting mechanism to meet ad 

hoc requests is warranted. Improved communication of future supervisory intentions may 

thus be merited. Ensuring that ad hoc requirements adhere to certain standard rules and 

formats, at least to the extent possible, would also help to limit compliance burdens.  

Standards, formats, and identifiers 

The supervisory reporting frameworks analysed pursue a variety of different objectives and 

therefore differ significantly in terms of scope and content. Nevertheless, supervisors ideally 

want to be able to draw from, combine and cross-analyse data reported under the respective 

frameworks in order to gain a more accurate and detailed picture of the state of the market 

and the actors involved. While the structure of reporting is bound to differ depending on the 

                                                 
200  The EBA is currently working to transform the collection of more granular NPL data into regular supervisory reporting 

by developing the necessary technical standards. 
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regulatory objectives pursued by each framework, this goal can nonetheless be achieved 

provided that the representation of data elements is harmonised 201 . A key factor that 

facilitates the move towards a fully aligned data representation is the application of common 

standards, formats and identifiers. This ensures that there is consensus on the representation 

and meaning of the data elements involved. On the one hand, this enables supervisors to 

merge and cross-examine datasets, at least to a certain extent202. On the other hand, it lowers 

the cost of compliance for reporting entities as they do not need to convert or reformat data 

elements to match a different representation methodology. Overall, it facilitates the multi-use 

of reported data and constitutes a prerequisite for a potential future move to reporting data 

only once, to be used for multiple purposes. 

When comparing the different frameworks, it is immediately evident that there are significant 

differences in the respective approaches. Table 6.1 below provides an overview of the data 

modelling standards and reporting formats under the different reporting frameworks, based 

on the detailed data mapping conducted by the external contractor. 

                                                 
201  A precondition for this is that all relevant definitions are equally harmonised. Otherwise, the representation may appear 

to be aligned but the individual data elements may not necessarily refer to the same aspect(s).   
202  To enable a full merging of datasets, the representation of all data elements would need to be ensured. Alternatively, it 

is sometimes possible to create a methodology to convert data from one form of representation to another. This process 

however requires a very detailed and time-consuming mapping of respective representations and formulation of 

conversion practice. Moreover, information may be lost in the conversion process where one format or standard does 

not support the inclusion of certain factors.  
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Table 6.1: Overview of standards and formats 
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CRR/CRD IV x     x  x   x   

BRRD x     x        

Solvency II x     x  x x  x   

MiFIR/MiFID II  x     x       

EMIR  x     x       

CSDR  x     x       

SFTR  x     x       

SSR     x  x  x x x   

MAD/MAR  x     x    x   

AIFMD   x    x x x  x   

UCITS 
Directive 

    x   x x     

CRAR/CRAD     x   x    xi)  

SAR/SAD     x        x 

REMIT    xii)   x   x    
Source: DG FISMA elaboration based on BR-AG study. 

Note: i) Unlocked machine-readable format; ii) Custom schemas provided by the Agency for the Cooperation of Energy 

Regulators (ACER). DPM: Data Point Modelling; XBRL: Extensible Business Reporting Language; XML: Extensible 

Markup Language; XSD: XML Schema Definition;  

In terms of data modelling, the large majority of frameworks analysed apply either the Data 

Point Modelling (DPM) or ISO 20022 203  standard. Both of these apply a single 

standardisation approach in terms of methodology, process and repository. Each standard 

holds certain benefits and drawbacks which make them more or less suitable for reporting 

certain data. The ISO 20022 standard is generally applied where the framework mandates a 

significant or high amount of reports and messages, as is the case under transaction reporting 

regimes such as MiFIR or EMIR. It is particularly suitable in this context as it concretely 

defines messaging concepts, which enables reporting entities to automate the reporting 

process to a large extent204. In addition, it allows for the development and easy inclusion of 

new messaging types if required. The DPM approach, on the other hand, employs a higher 

                                                 
203  ISO 20022 is an International Standard prepared by ISO Technical Committee TC68 Financial Services. It describes a 

common platform for the development of messages using: a modelling methodology to capture in a syntax-independent 

way financial business areas; business transactions and associated message flows; a central dictionary of business items 

used in financial communications; a set of design rules to convert the message models into XML or ASN.1 schemas, 

whenever the use of the ISO 20022 XML or ASN.1-based syntax is preferred. The resulting models and derived 

messages are published in a catalogue of messages and stored in the ISO 20022 Financial Repository. 
204  Once internal IT systems are set up, manual intervention is generally needed only where transaction reports are rejected 

by the NCAs’ validation systems or there are direct enquiries from the NCA concerning specific transaction reports 

sent.  
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degree of abstraction and also sets out hierarchies, dimensions and links. This facilitates the 

analysis of large balance-sheet type datasets, within which reported figures are closely 

interrelated. It is adopted as the data modelling standard in CRR and Solvency II reporting.  

While each of these standards is appropriate for application in their respective fields, there 

are issues when trying to combine data reported under DPM and ISO 20022. These issues 

result in particular from the fact that each standard applies its own dictionary. As a result, 

certain definitions of data elements are non-aligned205. It should be noted, however, that it is 

theoretically possible to map one standard onto the other. To accurately and fully carry out 

such mapping, consensus is needed above all on the dictionary/definitions used206. These 

problems are significantly greater still when comparing DPM or ISO 20022 against XSD or 

the schemata applied by ACER under REMIT. On the latter, it should be noted that ACER 

also accepts reports compiled under the EMIR and MiFIR frameworks, meaning that they 

currently face two different standards in their database. This may present significant hurdles 

in their analytical approaches. Lastly, some reporting frameworks (e.g. SSR, UCITS 

Directive) do not apply any data modelling standard, which prevents any potential modelling 

approach that may allow at least a limited merging and cross-analysis of data.  

Of equally high importance are the types of reporting or messaging formats that are accepted 

by the respective regimes. As shown in Table 6.1, reporting entities are required to submit the 

reports in one of several available formats (XBRL, XML, PDF, XLS, etc.).  

For the two main prudential reporting frameworks (CRR and Solvency II), reporting based on 

XBRL, the international standard for business reporting, is now the norm. While a few 

stakeholders noted that the implementation has been costly, it has allowed significant data 

efficiencies and allowed high levels of automation, especially where the whole flow of data 

from reporting entity to NCA to EU authority is based on the same XBRL artefacts. While on 

the insurance side all 28 NCAs have adopted the EIOPA XBRL taxonomy, on the banking 

side reporting by banks to the national authority does not always follow XBRL. As 

summarised in more detail in Annex 3.3, a small number of NCAs adopted other formats for 

prudential reporting, for example to make concessions for smaller banks or to allow 

additional validations. Current technical system limitations were also noted that did not yet 

allow the NCA to take full advantage of EBA's XBRL taxonomy, but investments were 

underway to allow XBRL reporting in the short term.  

More generally, reporting formats are not fully harmonised within or between reporting 

frameworks. For example, different reports are provided through various formats e.g. Excel 

spreadsheet, XBRL, text file and XML, which makes managing the reports more difficult for 

both the reporting entities and the supervisors receiving the data. Some stakeholders have 

therefore called for greater harmonisation of these standards and formats, including consistent 

                                                 
205  It should be noted that even within DPM models there is anecdotal evidence of very minor definitional inconsistencies 

between DPMs applied by EBA, EIOPA and ECB. While formally aligned, minor inconsistencies have been identified 

in the past.  
206  BR-AG, as part of their analysis on overlaps, mapped the ISO 20022 frameworks onto the DPM standard to the extent 

possible. The work undertaken clearly showed that there are certain limitations to this approach as long definitions are 

not firmly aligned.  
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empowerment of the ESAs to set them (see also Section 6.4.3). The assessment confirms that 

there is a case for exploring this further. 

Table 6.2: Overview of referenced identifiers 
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CRR/CRD IV  x   x   x x  x      

BRRD x       x x        

Solvency II  x  x x x  x x  x x   xi)  

MiFIR/MiFI
D II 

x*  x    x x x x       

EMIR x*  x     x x x x  x x xii)  

CSDR        x x        

SFTR        x x  x   x   

SSR x       x         

MAD/MAR   x    x x x x       

AIFMD          x       

UCITS 
Directive 

       x         

CRAR/CRAD x    x   x x  x    xiii)  

SAR/SAD                x 

REMIT x        x      xiv)  
Source: DG FISMA elaboration based on BR-AG study. 

Note: i) Reuters Instrument Code (RIC) and Wertpapierkennnummer (WKN); ii) Alternative Instrument Identifier (AII), EIC 

(Energy Identification Code); iii) Nomenclature of Territorial Units for Statistics (NUTS), Value Added Tax (VAT) code; iv) 

EIC, Global Location Number (GLN). 

* BIC is no longer permissible within the framework of EMIR (since October 2017) and MiFID II/MiFIR (since November 

2017). 

Lastly, Table 6.2 provides an overview of different identifiers referenced in the various 

legislative frameworks. Table 6.2 includes a wide variety of commonly used or well-known 

identifiers, including those used for identifying financial products, trading venues or markets, 

legal entities, financial transactions, etc. For some of these areas, more than one such 

                                                 
207  Business Identifier Code 
208  Classification of Financial Instruments 
209  Complementary Identification Code 
210  Committee on Uniform Securities Identification Procedures  
211  Financial Instrument Global Identifier 
212  Financial Instrument Short Name 
213  Market Identifier Code 
214  Statistical classification of economic activities in the European Community 
215  Stock Exchange Daily Official List 
216  Unique Product Identifier 
217  Unique Transaction Identifier 
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identifier exists, and Table 6.2 aims to give an idea of the use of these identifiers in EU 

legislation. As can be seen in the table, a large number of identifiers apply, two of which are 

referenced in the majority of frameworks, namely the International Securities Identification 

Number (ISIN) and the Legal Entity Identifier (LEI). The way in which the identifiers are 

referenced differs, e.g. in terms of whether their use and reporting are mandatory or not. 

During the consultation, stakeholders specifically referred to the LEI as a positive example of 

an international standard, defined in ISO standard 17442, which can bring significant benefits 

and efficiencies for reporting entities and supervisors. Once issued, the same LEI can be 

reused in a variety of supervisory reports. Information associated with each LEI is freely 

available on a daily basis on the Global LEI Foundation (GLEIF) website. Thus, granular 

information reported by entities identified by LEIs (e.g. counterparties reporting derivatives 

transactions under EMIR) can be linked with the underlying reference data and merged with 

other datasets. In this way, large datasets can be processed quickly. This represents a 

significant improvement over having to match information on counterparties contained in 

different datasets, conducting additional quality checks and maintaining this information over 

time. 

Standards for identifying simple concepts, such as currencies, country codes, sectors, dates 

and times, etc., have already proven invaluable and now standards for identifying more 

complex concepts are undergoing a process of harmonisation which promises to deliver great 

benefits. For instance, the European Commission and other European authorities are 

participating in international work to define a standard for a Unique Transaction Identifier 

(UTI) and Unique Product Identifier (UPI).  

However, the respective pieces of EU sectoral legislation do not all explicitly refer to the 

relevant existing international data standards, such as the LEI, ISO 10962 Classification of 

Financial Instruments (CFI), ISO 6166 ISIN, and the UTI and UPI once these two identifiers 

are developed and implemented. There is therefore scope for increasing the use of 

international standards. 

For example, while provisions under relevant EU financial market regulations (MiFID 

II/MiFIR, EMIR, SFTR, CSDR and CRAR) now envisage the use of LEIs for different types 

of entities (trading venues, investment firms, CCPs, CSDs, CRAs, rated entities and issuers, 

settlement internalisers, counterparties involved in financial transactions, among others), this 

is not the case for relevant entities in the investment funds market. Neither the AIFMD nor 

the UCITS Directive obliges entities to obtain the LEI. The AIFMD reporting framework 

stipulates that AIFs need to report their fund identifier code. Where available, this should 

include the corresponding LEI code 218 . However, some stakeholders (mainly among 

supervisors) have pointed to the non-mandatory nature of reporting an LEI code as a key data 

gap (see Section 6.1).  

Equally, the mandatory use of other international identifiers and classification taxonomy 

could be explored to foster harmonisation of the relevant data. Like the LEI, these identifiers 

                                                 
218  See ESMA Guidelines in relation to Commission Delegated Regulation (EU) No 231/2013 — 

https://www.esma.europa.eu/sites/default/files/library/2015/11/2014-869.pdf   

https://www.esma.europa.eu/sites/default/files/library/2015/11/2014-869.pdf
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have the potential to reduce the amount of supervisory reporting, not least by removing the 

need to report separately the reference data which these identifiers contain (see Section 6.4.2 

below on overlaps). Their introduction may also render some of the older identifiers 

redundant.  

Reporting processes  

As described in Section 5.2, the individual reporting regimes take broadly different 

approaches on the applicable reporting channel (or channels). Many of the main frameworks 

follow the sequential approach (e.g. CRR/CRD IV, Solvency II, AIFMD and UCITS) where 

the data is reported to the NCAs and then on to the European authorities.   

A large majority of NCAs consider this model to be particularly effective. It was noted that 

the increased knowledge of and proximity to the reporting entities tends to have positive 

impacts on data quality. More timely access to data furthermore allows NCAs to react more 

promptly to any adverse developments. Potential downsides however include issues of 

fragmentation (where reporting is not fully harmonised) and related issues of data sharing and 

comparability across Member States. Even under frameworks such as MiFIR, which applies a 

closely harmonised approach, there can be differences in the reporting setup across Member 

States. For example, NCAs’ validation systems may operate slightly differently and apply 

different conditions219. This was particularly the case in the early phase of application where 

it could happen that the same report was accepted in one Member State but rejected in 

another. This can lead to additional burdens, especially for conglomerates whose sub-entities 

pursue reportable activities across multiple jurisdictions, as the data needs to be tailored to 

meet the different validation requirements of each system.  

Regimes such as MiFIR also enable reporting entities to outsource the reporting function to a 

third party (via an 'Approved Reporting Mechanism' (ARM) or the trading venue where the 

transaction is executed). Under EMIR and SFTR, transaction data is also reported to a third 

party, namely the trade repositories which act as storage facilities and hold certain 

responsibilities for reconciling the reported data. The data collected by TRs is made 

accessible to ESAs and NCAs as well as certain other institutions.    

The TR approach was developed with a view to generating competition between TRs that 

should help to minimise the costs of reporting. In practice, however, the TR approach under 

EMIR initially led to significant problems in data quality and reconcilability across TRs. The 

different TRs did not apply consistent formats, thus making transaction data reconciliation 

highly complex and very time-consuming. The ESAs and NCAs were essentially facing data 

silos that were not suitable for gathering intelligence on, and analysing systemic risks arising 

from, the overall cross-exposures and interconnections in derivative markets. This was 

subsequently resolved with the introduction of TRACE, which aligned the formats in which 

TRs provide data to supervisors and resolved the silo issue by establishing a single access 

point through which supervisors can access the data. The recently adopted EMIR Refit 

                                                 
219  This may still be the case now, even though since 2018 a common set of validation rules is defined for transaction 

reporting. NCAs’ validation systems may still operate slightly differently and apply different conditions due to 

inconsistent implementation or IT errors. 
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initiative (see Section 2.3) attempts to address the issue of diverging formats for reporting to 

TRs by providing ESMA with a mandate to harmonise TR formats. Nonetheless, it may still 

take a considerable amount of time before the revised RTS/ITS are developed and become 

applicable.   

Each of these reporting setups has certain merits but also disadvantages. They were 

developed with a view to pursuing the specific regulatory objectives most effectively. 

Whether this fully justifies the significant discrepancies across the frameworks cannot be 

answered conclusively. What is ultimately important is that supervisors receive all the 

required data in high quality and in a timely fashion.     

It is clear, however, that differences in the reporting channels can add to the compliance 

burden of reporting entities. This is particularly the case where frameworks and individual 

data fields show overlaps, and where different data flows go hand in hand with inconsistent 

definitions, standards and formats. Also, the agencies and data infrastructure operators do not 

necessarily apply the same validation rules for the same data fields. This leads to increased 

complexity and costs as reporting entities may need to re-modulate their data for their reports 

to be accepted under each of the respective regimes. Different approaches also apply to late 

reporting or misreporting. While ACER offers the possibility to open a contingency plan in 

such cases different rules apply for late or missing reports under MiFIR, EMIR and SFTR. 

These differences arise due to the different primary legislation mandates provided to ACER 

and ESMA respectively.    

Overall, the lack of consistent reporting channels is not an issue in itself. For the reporting 

entities it ultimately does not matter where the reportable data needs to be sent to, as long as 

the process is clearly defined. Likewise, the supervisors' main interest lies only in receiving 

high-quality data in a timely fashion. As long as the reporting channel facilitates this, there 

are no major issues that arise from it. What gives rise to unnecessary compliance burdens is 

the application of different formats, standards, methodologies or validation and data 

preparation rules. Provided that these aspects are all fully aligned, there would be a negligible 

impact of different reporting channels on reporting entities.  

Supervisors on the other hand may still face issues stemming from the lack of coherent 

reporting channels. These issues however pertain more to limitations on the accessibility of 

data and impediments to data sharing across supervisors and reporting frameworks (i.e. 

supervisors do not receive or do not have access to all the data that they would like to). NCAs 

and ESAs generally receive all the data they need to carry out their supervisory functions 

according to the respective frameworks (for specific data gaps identified see Section 6.1). 

There can be issues, however, where there are no mandatory data-sharing arrangements 

(often these are subject to specific conditions) with supervisors other than the one(s) 

receiving the data according to the framework in question. This can affect in particular host 

NCAs, where data is only received by the home NCA of the supervised entity. The analysis 

has shown that there are significant discrepancies in when and how data is shared across 

NCAs. Anecdotal evidence from supervisors indicates that these issues arise mainly due to 

lack of trust in the other NCAs’ data protection means. At times, these can be overcome by 

personal contacts between colleagues across the NCAs. Increased efforts and more far-

reaching data-sharing mandates could address these problems with relative ease. Such data-

sharing agreements are lacking not only at the European level but often also across the 
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different national authorities. In some cases, this is the justification put forward by NCAs for 

requesting data that has already been reported under another regime (see Annex 3.3).  

6.4.2. Overlaps in reporting frameworks and potential means to streamline reporting 

The various reporting regimes currently in place draw upon a large amount of data in each of 

their respective sub-fields. Each of the reporting processes places a compliance burden on 

reporting entities, both in the initial setup of systems and during their operation in terms of 

data processing and cleaning as well as maintenance of systems. As mentioned in previous 

sections, one of the main claims put forward by reporting entities both in the Call for 

Evidence and the fitness check public consultation is that there are significant overlaps in 

reportable data. The general claim made is that, in effect, many data elements could be 

deleted or even whole reporting regimes abandoned without a loss in the level of information 

available to supervisors. In most circumstances, such claims were heavily disputed by ESAs 

and NCAs. Most supervisors articulated the view that all data elements are required in order 

for them to carry out their supervisory activities effectively. On the contrary, it was often 

argued that additional data elements are needed in certain regimes to gain more complete 

insights into the activities pursued by financial-sector entities.  

To assess the validity of claims of data overlaps, the external contractor conducting the 

detailed data-mapping exercise also provided an analysis of such overlaps. The study 

approached the question of cross-framework reporting overlaps from two different but 

complementary sides. One side of the project carried out an analysis of the level of reporting 

obligations ('top-down' approach) while the other compared the individual data points 

(‘bottom-up’ approach). A key challenge in this analysis was that there is no common 

practice of describing and encoding the required data. The information requirements range 

from basic business logs to abstract data models. The different approaches to representing 

structured data, e.g. as a list, table or simple set of descriptions, are not unified, at times even 

within the same legislative act. Moreover, coherence in codification of rows and columns in 

the tables, if applied, is usually observed only within a single act. As already explained in 

Section 4, it was decided to apply the DPM methodology in order to trace reporting 

obligation overlaps in structured information requirements. For the purposes of the 

assessment, a single and consistent DPM was developed as a merger of EBA and EIOPA 

DPMs, and enriched later with concepts necessary to reflect other, not DPM-based, reporting 

frameworks.  

The analysis showed that there are 11 pairs of frameworks with reporting obligation overlaps. 

However, the extent of these overlaps fall well short of the claims put forward by reporting 

entities that there are a substantial number of overlaps. Overall, only 160 data point overlaps 

were identified out of a total of 72,643 data points that were in the scope of the analysis (see 

Chart 6.2 and Table 6.3). Furthermore, 118 of the overlaps identified relate to contextual or 

reference data that is necessarily required under each framework, such as identifiers or data 

which could easily be mapped to external data sources (e.g. price currency). Overlaps in 

identifier fields, in particular, should not be viewed as negative or burdensome requirements 

as they are easily filled and can facilitate the matching and aggregation of data across 

frameworks. When excluding these types of overlaps, the total number of overlapping data 

points falls to 42, a number and proportion (less than 0.06%) that is negligible compared to 

the overall number of data points reported.  
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Chart 6.2: The number of pairs of cells where the same data points are required under 

overlapping supervisory reporting obligations (per pair of frameworks) 

 
Source: Data mapping conducted by BR-AG on behalf of the European Commission. 

Table 6.3: The results of the overlap analysis represented in terms of the number and 

percentage of data points per framework 

Pair of reporting frameworks Number of 

the same 

data points 

Number of 

cells from 

framework 1 

containing 

equivalent 

data points 

as in 

framework 2 

Number of 

cells from 

framework 2 

containing 

equivalent 

data points 

as in 

framework 1 

Percentage 

of 'cells 

from 

framework 1 

‘in overall 

number of 

cells in 

framework 1 

Percentage 

of 'cells 

from 

framework 

2‘ in overall 

number of 

cells in 

framework 2 

BRRD EMIR 19 19 19 4.48% 7.57% 

EMIR REMIT 18 18 27 7.17% 13.11% 

EMIR MiFID II / MIFIR 16 16 16 6.37% 1.38% 

MAD/MAR MiFID II / MIFIR 16 17 16 9.77% 1.38% 

CRR/CRD IV MiFID II / MIFIR 15 30 15 0.07% 1.30% 

EMIR MAD/MAR 12 12 13 4.78% 7.47% 

BRRD CRR/CRD IV 8 8 12 1.89% 0.03% 

MAD/MAR REMIT 7 7 11 4.02% 5.34% 
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MiFID II/ MIFIR REMIT 6 6 12 0.52% 5.83% 

BRRD MAD/MAR 2 2 2 0.47% 1.15% 

BRRD MiFID II / MIFIR 1 1 1 0.24% 0.09% 

Source: Data mapping conducted by BR-AG on behalf of the European Commission. 

It should be noted, however, that the result of such an analysis crucially depends on the 

definition of an 'overlap'. The analysis carried out applied a narrow definition. To be 

classified as an overlap, the respective data point pair needed to represent a perfect match in 

terms of content220. The analysis did not take account of data points that are very similar but 

not identical. Applying a wider definition of what constitutes an overlap could significantly 

increase the total. It should be noted, however, that a wider definition would also move the 

analysis towards identifying inconsistencies rather than real overlaps in the precise data 

points that are reported.    

When reporting entities refer to 'high degrees of overlaps between frameworks', it appears 

that their definition is less narrow and also includes similar data points. For instance, 

reporting entities are sometimes required to submit the same value under different reporting 

frameworks but the information requested (i.e. data point) is not actually the same. Credit 

institutions, for example, need to report the value of revenue to the national central bank. At 

the same time, institutions are required to provide the value of revenue from the domestic 

market to the NCA. If a credit institution does not have revenue from foreign markets (i.e. is 

operating only on the domestic market), the values will be the same, despite the fact that the 

information requirements are different. 

The detailed analysis did not cover statistical reporting frameworks or national frameworks as 

these lie outside the scope of the fitness check. It can be safely assumed that such an analysis 

would show a significantly higher number of overlaps, especially as even a range of 

supervisors indicated that there are overlaps between EU supervisory, statistical and national 

reporting frameworks. In particular, where legacy national reporting systems have been 

maintained there is a high likelihood that data elements will overlap. Such national regimes 

could potentially be reduced in scope or even abandoned completely if the data of the same 

informational content is already reported under one of the European regimes. Statistical 

frameworks, on the other hand, often apply a different level of aggregation to supervisory 

frameworks, meaning that data would need to be converted accordingly in order to use them 

across frameworks. In some circumstances, this may in fact not be possible at all.     

The reduction and streamlining of national reporting requirements lies outside the remit of 

EU legislation. Member States and their supervisory bodies will often be reluctant to abandon 

their regimes. The interplay between EU and national reporting is further discussed in Section 

6.5, with Annex 3.3 containing further information on the reasons provided by NCAs for 

maintaining additional national reporting. 

                                                 
220  The analysis also excludes overlaps where two or more reporting obligation triggers exclude one another.   
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Data aggregations and duplicate reporting of underlying data 

Lastly, the above assessment of overlaps did not take account of data points that could be 

calculated on the basis of two or more other data points. This aspect would be particularly 

interesting to investigate further across frameworks. In principle, if the underlying granular 

data were reported once, it could be used for multiple purposes, including different 

aggregations to meet different supervisory needs.  

One illustration is the reporting of positions and exposure versus those capturing individual 

transactions. Assuming accurate and complete transaction reporting, positions and exposures 

of reporting entities could, in theory, be calculated automatically provided that the position or 

exposure is known at some starting date.  

In the absence of further detailed analysis, there is an easily identifiable key hurdle which 

prevents or restricts the application of such systems for the purpose of streamlining the 

current reporting frameworks. This constraint arises from the fact that each of the reporting 

frameworks was designed to meet very specific supervisory and regulatory objectives. In 

effect, the frameworks often do not match in terms of scope or applied concepts and 

definitions.   

For example, it appears at first sight that MiFIR transaction reports could be used to calculate 

the short position of market participants and could thus serve to directly satisfy the short 

position reporting regime under the SSR. Provided that respective positions are reported and 

known at one point in time, forthcoming short and long flagged MiFIR reported transactions 

could be aggregated to provide the current short/long position of market participants. The 

scopes of the two reporting regimes differ greatly, however. While the SRR framework 

captures all natural persons, the transaction reporting in MiFIR is limited to investment 

firms221. As such, only a part of the SSR positions reporting framework could be covered. 

Moreover, the MiFIR transaction reporting regime captures all transactions throughout the 

intermediation chain. Both aspects give rise to significant governance issues. Given that an 

automatic position aggregation system of this sort would only cover part of the SSR regime, 

and bearing in mind that significant efforts would be needed to set up and maintain such a 

system, it can be expected that the complexity and costs would outweigh the benefits.       

Likewise, it could be envisaged that MiFIR, EMIR and SFTR transaction reports could be 

used to satisfy certain exposure- or position-reporting obligations applicable to banks, 

insurers and asset managers. Similar to the example of MiFIR and SSR, this would require a 

system that automatically associates transactions with the relevant transacting party and 

accounts for and aggregates the relevant positions.  

Although theoretically feasible, the potential for calculating positions and exposure on the 

basis of transaction reports faces several obstacles. Some of these are of a technical nature 

and may prove difficult to overcome in practice. The main problem with the combined 

                                                 
221  See Art. 26 MiFIR (definition of 'investment firm' according to MiFID II Art. 4(1)). 



 

115 

 

regime envisioned lies in the IT system that would link transactions to the respective 

reporting entities in order to replicate the current position or exposure. This IT system and 

database would need to be able to process huge volumes of data. In terms of throughput, it 

would be required to handle several million transactions daily, amounting to terabytes of 

data. Experience gathered in the implementation phase of existing regimes, such as under 

MiFIR, have shown that even the mere storage process for data volumes of this size is 

challenging. This combined system would, however, not only need to store data but also to 

combine and merge datasets and carry out computations in order to establish current positions 

and exposures. Given today's IT systems, it would probably be technically possible but would 

also imply significant setup and maintenance costs. Maintenance and security are likely to 

present further obstacles. A fully centralised system of this sort would be more efficient but 

would also carry risks in terms of the permanence of data storage and susceptibility to cyber 

threats. These technical challenges should, however, become increasingly manageable in the 

future as IT systems and processing power develop further. Especially the development of 

irrefutable data storage systems, such as distributed ledger technologies, could help to 

overcome potential problems.  

A bigger issue is the question of responsibility and liability for the computed data. In the case 

of flaws, would the reporting entity remain liable or would the supervisor be responsible 

(provided of course that the core reported data is accurate)? If any problems arose in the 

computational process, the supervisor could not hold the reporting entity liable. 

Responsibility for this part of the reporting process would lie with the supervisor. This issue 

is in fact the main reason why such a system is not favoured by most national and EU 

supervisory authorities, which instead prefer more aggregated metrics to be reported as well. 

Additionally, it is argued that having such metrics reported separately, even if computable on 

the basis of a core data set, can act as a verification tool to spot potential irregularities or 

discrepancies in the reported data.  

Alternatively, the system could simply be offered freely to reporting entities to compute and 

fill data fields, but with responsibility for final checks still resting with them (i.e. final 

submission carried out by the reporting entity). This approach would, however, critically 

undermine the intention of setting it up as an automated system. If the reporting entity needs 

to revise all reported figures, the compliance burden would only be reduced marginally. 

Given the setup and operating costs of such a system, it may not be worthwhile to set it up in 

the first place. Additional analysis would be required to firmly assess the merits, costs and 

limitations of such an approach. 

6.4.3. Sources of incoherence between supervisory reporting frameworks 

Inconsistencies stem in large part from the way reporting requirements are defined in 

legislation, starting with the fact that the requirements are spread over different pieces of 

sectoral legislation that form the EU financial acquis. There are inconsistencies in the way 

legislation is structured, including the level of detail on reporting that is contained in the 

Level-1 text and the empowerments given to the ESAs for developing the technical standards. 

Also, while certain issues would have already arisen on the basis of the initial legislative 

proposals, there are also instances of inconsistencies being introduced during the co-

legislative process. One example is when definitions are changed as a compromise or left 

vague because no agreement could be reached. 
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An often problematic aspect is that small parts of the technical specifications are covered in 

primary legislation while other parts are passed down to Level-2 legislation. This can give 

rise to problems of coherence as the split in competence may prevent the ESAs from 

developing fully aligned technical specifications for reporting.  

The Level-2 mandates of the ESAs are not aligned across frameworks (see Table 6.4 for 

examples). This creates further obstacles to the effective tackling of certain issues at level 2. 

For example, the detailed content of a required report may fall under the mandate of the 

respective ESA under one framework but not the other. This implies either that the ESA 

ensures full alignment with the latter framework (and is thereby constrained, potentially 

preventing it from adopting the most effective technical provisions) or deviates from it, 

thereby creating inconsistencies. In certain circumstances where detailed content takes 

precedence, the ESA may decide to pursue the second option. 

Many issues arising from inconsistent approaches, such as divergences in mandates handed to 

ESA or potential conflicts between teleological and literal interpretation of primary 

legislation which affect the drafting of secondary legislation, are often discovered only in the 

later implementation stages after the Level-1 text has been adopted. At this point, it is 

generally too late to tackle all identified issues effectively because of constraints in the text. 

Reporting frameworks therefore often see a substantial increase in their effectiveness and 

efficiency following the first legislative review, which provides an opportunity to address the 

issues identified.  

Table 6.4: Empowerment of ESMA under various regimes222 

Empowerment  EMIR 
EMIR 
2.1223 

MiFIR SFTR CSDR  

Details of the reports X X X X X 

Content of the reports     X   X 

Type of reports X X       

Format of reports X   X X   

Form of reports      X   X 

Frequency of the reports  X X   X X 

Data standards and formats   X X     

Specific data standard (LEI, 
UTI, ISIN) 

  X X X   

Methods and arrangements    X X     

Source: DG FISMA elaboration.  

                                                 
222  The crosses indicate the respective subtopic for which the primary legislation (Level 1) provides a mandate to ESMA to 

draft Level-2 legislation   
223  EMIR 2.1 refers to EMIR following the amendments after the EMIR Refit review (see Section 2.3).   
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6.4.4. Coherence of supervisory reporting requirements with other reporting and 

disclosure frameworks  

The analysis carried out as part of this fitness check covers only those reporting frameworks 

that include supervisory reporting obligations. There is a range of other reporting and 

disclosure obligations contained in the EU financial services acquis which do not fall into the 

category of supervisory reporting. This includes in particular public reporting obligations for 

companies, such as those stemming from the Transparency Directive224 , the Accounting 

Directive225 and the International Accounting Standards (IAS) Regulation226. These are the 

subject of a separate fitness check. In addition, there are several disclosure frameworks which 

act to ensure that investors receive sufficient information to base investment decisions on and 

to increase transparency in the costs and activities of agents acting on behalf of investors. 

This includes the frameworks set out in the Prospectus Regulation227 and the Packaged Retail 

and Insurance-based Investment Products (PRIIPs) Regulation228, as well as best-execution 

reporting on MiFID/R. Moreover, there are market rules in place that stipulate a certain 

degree of transparency in trading intent and executed trades. This includes above all the pre- 

and post-trade transparency requirements in MiFID/R.  

While these frameworks pursue broadly different objectives from supervisory reporting, there 

are nonetheless certain interactions regarding the reportable data. For example, the data 

reported publicly by listed financial institutions and corporates overlaps in part with the data 

reported to supervisors. While the level of granularity is substantially higher under the latter 

reporting regimes, both sets of data will normally be drawn from the same core datasets. 

Likewise, there are some key metrics relevant under the Prospectus and PRIIPS Regulation 

that are equally reported to supervisors229. Information overlaps exist in the area of best-

execution reporting and pre- and post-trade transparency requirements. The data required 

under these frameworks is very closely related to data reported under the transaction 

reporting regimes. Best-execution reporting provides clients with a detailed overview of the 

execution conditions of orders handled by the agent (usually a broker). Similarly, post-trade 

transparency requirements act as a public disclosure of trades executed. Both regimes thereby 

draw upon certain data elements that are also included in transaction reports. While there are 

                                                 
224  Directive 2013/50/EU of the European Parliament and of the Council of 22 October 2013 amending Directive 

2004/109/EC of the European Parliament and of the Council on the harmonisation of transparency requirements in 

relation to information about issuers whose securities are admitted to trading on a regulated market, Directive 

2003/71/EC of the European Parliament and of the Council on the prospectus to be published when securities are 

offered to the public or admitted to trading and Commission Directive 2007/14/EC laying down detailed rules for the 

implementation of certain provisions of Directive 2004/109/EC. 
225  Directive 2013/34/EU of the European Parliament and of the Council of 26 June 2013 on the annual financial 

statements, consolidated financial statements and related reports of certain types of undertakings, amending Directive 

2006/43/EC of the European Parliament and of the Council and repealing Council Directives 78/660/EEC and 

83/349/EEC. 
226  Regulation (EC) No 1606/2002 of the European Parliament and of the Council of 19 July 2002 on the application of 

international accounting standards. 
227  Regulation (EU) 2017/1129 of the European Parliament and of the Council of 14 June 2017 on the prospectus to be 

published when securities are offered to the public or admitted to trading on a regulated market, and repealing Directive 

2003/71/EC. 
228  Regulation (EU) No 1286/2014 of the European Parliament and of the Council of 26 November 2014 on key 

information documents for packaged retail and insurance-based investment products (PRIIPs). 
229  Prospectuses as well as key investor information documents (under PRIIPS) are both subject to a scrutiny process by 

respective NCAs. As such, data included in these documents will be also be directly available to supervisors.   
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equally overlaps in data with regard to pre-trade transparency, such data only captures the 

trading intent, i.e. it is unclear whether a transaction is actually executed on this basis. As 

such, the data is of less relevance in the context of transaction reporting. The data on quoting 

behaviour captured by pre-trade transparency requirements is, however, instrumental for 

supervisory processes that aim to detect market manipulation.     

Beyond these frameworks, and as already noted above, there are the statistical reporting 

frameworks which predominantly fall under the remit of the ECB as well as national 

reporting frameworks. Where specific insights as to inconsistencies were found, these have 

been covered in the above sections.  

Lastly, financial market actors including corporates also face reporting obligations in third 

countries, depending on their activities in those jurisdictions. As in the EU, this includes both 

supervisory and statistical reporting frameworks. While no detailed analysis was carried out 

into these frameworks, due to the broad scope and complexity of such an exercise, they 

capture similar data elements. Given that they broadly pursue the same regulatory and 

supervisory objectives, and that many reforms were agreed internationally, the data 

requirements will also be comparable even if the setup and specific requirements will vary. 

Increasing consistency at international level, especially in the use of identifiers and standards, 

could lead to significant reductions in overall compliance costs. It would ensure that 

supervisors have the same comparable data at their disposal, which would facilitate 

supervisory cooperation and convergence, as further discussed below.      

6.5 EU value added  

EU-level reporting requirements have clear value added by providing data to supervisors 

and regulators that was not available before. This creates new reporting regimes that allow 

for supervision of entire sectors on an EU-wide basis and standardises data requirements. 

The requirements make reporting more efficient and create greater convergence of 

supervisory practices. They enable supervisors to assess risks consistently across the EU, 

based on comparable data. EU-level reporting and supervisors' access to EU-wide data is 

key to the functioning of the European System of Financial Supervision. However, these 

benefits also have a cost, and problems arise especially where EU and national reporting 

regimes are not sufficiently aligned or duplicated. There are specific concerns about the 

proportionality of certain EU-level requirements for smaller firms operating in local markets. 

Otherwise, the concern is more about insufficient harmonisation and standardisation of 

supervisory reporting, as well as national reporting in addition to the EU requirements.  

Supervisory reporting obligations, like all requirements linked to EU legislation, should be 

subject to the principle of subsidiarity, which is fundamental to the functioning of the 

European Union. In this regard, there is a need to demonstrate a clear case for setting 

reporting requirements at EU level rather than at local or national level alone. This section 

assesses the value added of EU supervisory reporting requirements overall. It examines the 

interplay between EU and national requirements and whether the level of harmonisation is 

adequate. 
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6.5.1 Value added of EU-level supervisory reporting requirements 

Responses to the public consultation and discussions at the stakeholder workshops showed a 

general acceptance of the need for supervisory reporting at EU level. Supervisory 

arrangements prior to the last financial crisis were primarily national-based arrangements, 

with insufficient cooperation and information exchange among national supervisors. 

However, the post-crisis measures included the creation of the European System of Financial 

Supervision, with the ESAs working in tandem with national supervisors and the ESRB in 

charge of overseeing stability in the financial system as a whole. This system can only 

function if data is available for the relevant authorities to fulfil their mandates — i.e. an EU 

system of financial supervision requires data that is comparable on an EU-wide basis. 

The ESAs were established to help develop and ensure consistent application of the Single 

Rulebook and promote the convergence of regulatory and supervisory practices. The 

overarching goal was to improve the functioning of the single market in financial services 

and help deepen the EMU. As explained in Section 5, they develop technical standards and 

issue guidelines and recommendations with a view to establishing consistent, efficient and 

effective supervisory practices. They can take emergency actions and coordinate the response 

in adverse market conditions. They also undertake specific functions in relation to consumer 

protection and financial activities. For these and other supervisory and regulatory functions, 

the ESAs need access to the relevant data. 

Similarly, the ESRB needs timely access to comprehensive and consistent data that 

encompasses the various components of the financial system so as to fulfil its broad mandate 

to oversee risks to financial stability in the EU financial system.  

The same also applies to the functioning of the Single Supervisory Mechanism as one of the 

pillars of the Banking Union. This has benefited from a reporting framework defined at 

European level since it was set up in 2014. Such a common reporting framework makes a key 

contribution to building a Banking Union, reducing differences between countries and 

facilitating the development of pan-European banks. More generally, access to comparable 

data based on common reporting is needed for any supervision of activities in an integrated 

market, especially activities of a cross-border nature.   

EU-level requirements have delivered value added by providing data to supervisors that was 

not previously available (e.g. reporting of derivative contracts under EMIR). They have also 

created new EU reporting regimes that allow for overviews of entire sectors on an EU-wide 

basis (e.g. AIFMD data). 

In several areas, EU reporting requirements have replaced the different local approaches to 

reporting, leading to greater harmonisation and standardisation as well as enhancing the 

unique interpretation of the requirements. This has thus also reduced the overall costs of 

reporting. One such example is the standardisation of reporting definitions, formats and 

processes in MiFID II/MiFIR transaction reporting. Such uniformity of requirements allows 

for EU-wide software and data-warehousing solutions, ultimately lowering costs for reporting 

entities and creating efficiencies in the processing and analysis of the data at the level of 

supervisors. Another example is the ITS on supervisory reporting for banks as part of the 

CRR, which has been developed with the aim of further harmonising the reporting 

requirements for institutions across Member States and reducing the reporting burden, 
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especially for cross-border entities. The ITS is binding and directly applicable in all EU 

Member States. It includes uniform formats, frequencies, dates of reporting, definitions, 

levels of granularity to be applied and the IT solutions to be used.  

These uniform requirements reduce the reporting burden for cross-border institutions, 

allowing groups to establish group-wide harmonised reporting standards and processes. They 

also achieve greater convergence of supervisory practices and allow supervisors to assess risk 

consistently across the EU. This enables them to compare supervisory data more effectively 

and identify emerging systemic risks. 

6.5.2 Adequacy of harmonisation and the interplay of EU vs national requirements  

While EU-level reporting obligations are needed and have clear value added, this is not to say 

that every reporting obligation delivers this value added over and above what could be 

achieved by local or national reporting. Some risks are more local, and the benefits of EU 

harmonised supervisory reporting are clearly stronger for cross-border groups than small 

reporting entities that operate only in their local markets. In the consultation and workshops 

many small firms, in particular in the banking sector, argued that the reporting burden for 

them was excessive and EU harmonised data not needed. This makes the case for 

proportionality in EU requirements (as also discussed in Section 6.2). However, EU-wide 

data is still needed for effective supervision, particularly from a systemic perspective. Also, it 

is far from clear that a removal of EU requirements would significantly reduce reporting 

costs: national supervisors still need the data and, due to the crisis, would likely have 

imposed additional reporting even without EU legislation requiring them to do so. The 

majority of NCAs stated that they need the required data for supervisory purposes, and 

indeed most do request data beyond the EU minimum.  

There is an inherent tension between having EU-level requirements and national flexibility to 

deal with specific national circumstances and adopt tailor-made requirements for local 

markets. On balance, however, the majority of stakeholders consulted were more concerned 

about insufficient harmonisation (rather than excessive harmonisation). They called for 

further standardisation of reporting and raised concerns about inefficiencies resulting from 

the parallel existence of national and EU-level requirements. 

6.5.3 Is the level of harmonisation adequate? 

A majority of respondents to the consultation consider that options left to Member States in 

the implementation process have increased the reporting burden, and also stated that an 

increased level of harmonisation could reduce costs. This view was particularly prominent 

among the larger reporting entities with some amount of cross-border activities, but a need 

for further harmonisation was also expressed by some NCAs. At the same time, however, 

caution was expressed. It was felt there should be further harmonisation only if 

proportionality is ensured, and if harmonisation takes into account existing reporting 

frameworks at national level and remains consistent with those frameworks in order to ensure 

that existing systems and processes are reused where possible.  

The level of flexibility to set or adapt national reporting requirements varies significantly 

across frameworks. It is largest for reporting frameworks that are implemented at EU level 

through directives rather than directly applicable regulations. On this, stakeholders (industry 
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and supervisory authorities) expressed particular concerns about insufficient harmonisation in 

the area of investment funds. They pointed to the problems this causes for entities operating 

across borders: whilst the AIFMD has harmonised reporting requirements to a certain extent, 

some areas of reporting have not been harmonised across the EU. There is national 'gold-

plating' of EU minimum requirements, and reporting entities may have to calculate and report 

the same reporting items to different competent authorities in different ways230. As already 

noted in Section 5.1, reporting under the UCITS Directive is significantly more fragmented 

than under the AIFMD. The UCITS Directive only stipulates certain minimum data elements 

that should be covered by yearly and half-yearly reports. Further details and potential 

additional data elements are left to the discretion of NCAs to define and UCITS funds are 

often subject to national reporting requirements that are not formally set out in the EU 

Directive. The other area where stakeholders have raised numerous concerns is bank 

resolution reporting under the BRRD. Whereas the supervisory reports that banks provide 

under CRR are based on maximum harmonisation, this is not the case for resolution 

reporting. This results in differences and inconsistencies between resolution and supervisory 

reporting at both national and EU level231.  

However, concerns about insufficient harmonisation are not limited to EU directives. Many 

respondents also commented that regulations still provide Member States with leeway to 

adapt EU requirements or request additional data (see also below). Moreover, given that the 

detailed reporting requirements are specified by the ESAs in Level-2 documents and 

technical guidance, much depends on the ability of the ESAs to set those requirements. The 

requirements are the result of intense discussions within the ESAs, also requiring 

compromises among the NCAs.  

Moreover, as explained in Section 5.1, an ESA's ability to determine the reporting content, 

formats, standards, methods, etc. depends on the powers the legislation gives them to 

implement it, and these differ across reporting regimes. In some cases, the ESAs are not able 

to prescribe the reporting details.  

These difficulties are avoided when the Level-1 text sets out the goal and general content of 

the EU reporting requirements and grants the ESAs the necessary powers to determine the 

details. This concerns not only the detailed content of the data to be reported but also the 

standardised technical formats of the reports and the methods and arrangements for reporting. 

The Commission proposed such enhanced powers in the recent review of the EMIR (‘EMIR 

Refit’ — see Section 2.2).  

Further harmonisation can also be achieved through further technical guidance. Some NCAs 

and industry stakeholders noted that the level of technical documentation provided by the 

ESAs was not always detailed enough to prevent different interpretations of the data, 

although equally some national authorities show reluctance to agree to modifications in such 

technical documentation as this may entail costs. As in other areas, there is a need for more 

                                                 
230  For example, the calculations of the risk measures in the risk profile section (Annex IV of Delegated Regulation (EU) 

231/2013 of AIFMD reporting is not standardised and varies between Member States. 
231  National differences in insolvency regimes, among other reasons, further limit the scope for maximum harmonisation in 

this areas. 
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supervisory convergence in reporting, and in coordination and cooperation between EU and 

national authorities.   

EU value added could also be enhanced when it comes to developing IT tools needed to 

create databases and analyse the big volumes of data that are being made available, for 

example in transaction reporting. A number of sectoral regulations impose obligations to 

build databases on NCAs, who in turn often delegate the development of IT projects (e.g. in 

the case of MiFIR) to the relevant ESA (ESMA) as a centralised solution is more efficient 

and leads to more harmonised results. Directly empowering the relevant ESA to develop 

large-scale EU-wide databases and to make the data available to NCAs as necessary would 

avoid multiplication of individual NCAs' efforts and improve consistency.  

6.5.4 Coordination and review of national vs EU requirements 

The adoption of EU reporting requirements does not necessarily reduce national reporting 

requirements. In some situations, the national requirements are maintained and institutions 

must comply with both national and EU requirements, increasing the overall reporting burden 

and adding to the perception of EU reporting being overly complex. Reporting entities have 

strongly criticised the fact that parallel reporting can persist even though EU-level reporting 

has been in force for some years, and that national authorities often ‘gold-plate’ EU 

requirements by going beyond the minimum required at EU level. They argue that EU-level 

requirements can only facilitate reporting if parallel national reporting requirements are 

removed, and that NCAs should be encouraged to delete national data collections when 

similar collections exist at EU level. 

In areas where reporting follows the maximum harmonisation principle (e.g. CRR, Solvency 

II, MiFIR, EMIR, etc.), NCAs are not able to dispense with EU reporting requirements or add 

national reporting that falls within the scope of that legislation. However, there is flexibility 

to add national requirements that are outside the scope of the legislation. Such flexibility 

exists in any case in relation to reporting frameworks based on minimum harmonisation. As 

detailed in the summary of the targeted consultation of NCAs (see Annex 3.3), the vast 

majority of NCAs explained that they customise EU-level requirements and/or complement 

EU-level data requirements with additional national data collections. These include regular 

structured reporting as well as ad hoc requests. 

More detail on what additional data is requested at national level is provided in Annex 3.3, 

but the main reasons provided by NCAs for maintaining national requirements in parallel or 

in addition to EU-level requirements include: 

 accounting differences in countries where banks or insurers are reporting under 

different accounting standards (IFRS and national GAAP), with corresponding 

separate reporting systems and national templates for those firms reporting under 

national GAAP;  

 country-specific supervisory needs (e.g. assessment of country-specific risks), which 

are used by NCAs as justification to request additional data in areas not included in 

EU requirements;  

 continuation of time series of data for statistical purposes; and 

 legacy reporting, whereby national reporting processes have not (yet) been phased out 

when EU requirements are implemented.   
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Several national banking supervisors explained that, because non-listed banks in their 

Member States are reporting under national GAAP rather than IFRS232, they have different 

reporting systems. They provide for national templates for banks reporting under national 

GAAP, with corresponding separate reporting also required at consolidated, sub-consolidated 

and solo level. Additional national reporting based on accounting data is also observed in the 

area of insurance (with the relevant supervisory authorities requiring reporting based on 

national GAAP in addition to the Solvency II reports). Streamlining reporting in these cases 

would require further harmonisation of the underlying accounting systems, for instance 

through mandatory reporting under IFRS by all financial entities233. The cost-benefit trade-off 

of such an alignment is not clear because of the interaction between the general purpose 

reporting requirements and other national legislation, such as tax reporting or company law 

requirements concerning the distribution of profits. This has been examined further in the 

European Commission's fitness check on public reporting by companies. 

Regarding other cases of additional national reporting, industry stakeholders provided many 

examples of different reporting frameworks where national reports are maintained despite 

there already being extensive EU-level reporting. One example is supervisory reporting for 

banks. The FINREP and COREP reporting frameworks under the CRR often resulted in more 

detailed information being collected than the relevant NCAs had previously required for 

supervision. Although more detailed than before, banks noted that some NCAs still require 

additional information in certain areas and therefore maintain, or in some cases have 

enhanced, previous reporting requirements. Banks also noted that some NCAs have been 

slow at eliminating national returns following the introduction of FINREP and COREP. In 

this case, and in the case of other reporting, industry argued that national authorities should 

be encouraged to abolish or simplify national data collection when similar requirements 

already exist at EU level.  

Some banking supervisors argued that national data collection was necessary in areas where 

they considered that FINREP or COREP reporting provided insufficiently granular or 

frequent information, for example on non-performing loans, liquidity, interest rate risk in the 

banking book, operational risk, etc. In some cases, NCAs referred to country-specific risks, 

e.g. high NPL ratios in the domestic banking sector or overheating real estate markets that 

deserved more granular or more frequent reporting on NPLs and real estate lending, 

respectively.  

Insurance supervisors also provided different examples and reasons for maintaining national 

data collections. Some highlighted country-specific characteristics, e.g. specific insurance 

products in the national market that are less common elsewhere in the EU. Others pointed to 

the need for supervisors to have information about the profitability of insurers that is not 

available in Solvency II reports. On investment fund management, some NCAs explained 

their need for significantly more granular data (or different aggregations) than required, for 

example under AIFMD reporting. By contrast, fewer examples of reporting add-ons were 

                                                 
232  While listed banks have to report under IFRS, under the IAS Regulation (Regulation (EC) 1606/2002) Member States 

have the option of mandatory or optional use of IFRS for non-listed banks.  
233  Reporting for accounting purposes has different objectives from Solvency II reporting, explaining the differences 

between IFRS and Solvency II valuations and corresponding reporting. 
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provided for transaction data reporting: NCAs saw less need and/or little scope for requiring 

additional data at national level, noting also that there was often no legacy system in place 

(e.g. before EMIR).   

More generally, many NCAs referred to the need to ask for additional data for statistical 

purposes, e.g. to complete national financial market statistics, going beyond the supervisory 

reporting set out in EU legislation. Reference was also made to the additional reporting needs 

for macro-prudential purposes and to monitor specific risks to financial stability. Some NCAs 

insisted that national reporting was still necessary to allow the continuation of specific data 

time series or better assessment of financial stability risks and macroeconomic analysis. In 

this context, several NCAs also highlighted the need for ad hoc reporting on specific risks, 

and to have flexible data collection available for NCAs to deal with country-specific data 

needs. 

It was outside the scope of the fitness check to look at national reporting requirements in any 

detail or to gather an overview of what is required at national level over and above existing 

EU-level requirements. The ECB/SSM Simplification Group initiative aims, among other 

goals (see Section 2.3 for details), to create a database of all reports provided by banks in the 

SSM, including reports stemming from EU and national requirements under regular or ad hoc 

reporting. This will provide a useful overview and basis for further assessment, and may 

provide an impetus for further streamlining of national reporting.   

Overall, national supervisors take different views on what data is needed for effective 

supervision, with some requiring more detailed data in certain areas than others. Specific 

national circumstances can explain some but not all of the differences in approach. There is a 

case for further coordination at national and EU level and more alignment of what data is 

needed for effective supervision. Further supervisory convergence, via the ESAs, is also 

needed in the area of reporting. 

Some NCAs have reviewed or are in the process of reviewing their national reporting 

requirements. Several provided concrete examples of where, as a result of EU requirements, 

previous national data collections and data templates were discontinued (or are in the process 

of being discontinued) to avoid duplication or redundant data collection and thus limit the 

burden on supervised entities.  

Further review and streamlining of national requirements is needed, as acknowledged by 

some NCAs. They explained that there is still some duplication of data, partly for legacy 

reasons, and that there is a need to take stock, drop duplicate and redundant national reporting 

and ensure reporting is more consistent and harmonised.  

In the workshop with NCAs, some supervisors shared their national efforts to further 

streamline reporting requirements. This included ongoing reviews of their internal data needs; 

workshops with industry to identify specific areas in which to streamline national 

requirements; and improvements in the internal governance process at the NCA whereby new 

(regular or ad hoc) data requests are vetted and can be approved only after checking that the 

data is not already reported and assessing the burden on supervised entities. These initiatives 

suggest that improvements are under way and should be encouraged.  

Lastly, and as already noted in Section 6.5 above, improved data-access and data-sharing 
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arrangements across the relevant authorities at national and EU level could offer another 

route to further simplifying reporting, by reducing the duplication of data collection and 

processing by multiple authorities. Some NCAs noted that they benefit from legislation or 

explicit data-sharing agreements between competent authorities in the country (e.g. between 

prudential and market supervisors). Others, however, highlighted difficulties in sharing such 

information within the country and in particular on a cross-border basis. This requires them to 

request data directly from supervised entities even if the data has already been reported to 

another authority. While there are legal and regulatory barriers and data confidentiality 

issues, there is a case for further assessing the feasibility and implementation of such data-

sharing arrangements at national and EU level. 

6.5.5 International coordination and harmonisation 

Issues around harmonisation and standardisation of reporting do not stop at EU level but 

apply internationally, in particular when markets are of a global nature and firms are active at 

global level. Supervisors across the globe have been collecting very similar information from 

market participants in their respective jurisdictions, but using different standards in terms of 

definitions and technical formats. This increases the compliance burden for firms that have to 

report in different jurisdictions and creates challenges for authorities in reconciling and 

understanding the information reported to them. Efforts are being made in the international 

community to ensure greater standardisation, and the European Commission and other EU 

authorities are actively contributing to this international work.  

Greater use of international standards is a good way to achieve further harmonisation within 

the EU in a manner that is consistent with practices in other jurisdictions. The development of 

the legal entity identifier (LEI) illustrates that global harmonisation of standards is possible. 

The European Commission is supporting this work stream at international level, and 

provisions under various EU regulations already envisage the use of the LEI to identify 

different types of entities (e.g. in MiFID II/MiFIR, EMIR, SFTR, CSDR and CRAR). As also 

suggested by a number of stakeholders, there is a case for exploring further extending this 

practice to the identification of entities in other legislation, such as UCITS and AIFMD. 

Work is also ongoing on other international identifiers, such as the unique product or trade 

identifiers (UPI and UTI, respectively), and these can be included in EU legislation once 

developed and implemented234 . The mandatory use of other international identifiers and 

classification taxonomies could also be explored further to foster harmonisation of the 

relevant data. 

Overall, there is also a case for EU authorities to continue working closely with international 

partners to develop standardised reporting approaches and promote greater use of 

international standards.  

                                                 
234  EMIR already mandates the use of UTI and UPI. 
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7. CONCLUSIONS  

Based on the assessment presented in the previous sections and annexes to this Staff Working 

Document, this section presents the conclusions on the fitness of EU supervisory reporting 

requirements. Although it is beyond the scope of the fitness check to provide any policy 

conclusions or follow-up action to take, the section highlights the main areas with potential to 

improve EU’s supervisory reporting for the future 235 . It focuses on the cross-cutting 

conclusions. Annex 4 provides a summary of sector-specific issues and references to the 

relevant reporting frameworks.  

7.1 Conclusions on the fitness of EU supervisory reporting requirements 

Overall, EU-level supervisory reporting requirements are broadly effective, highly relevant, 

and bring EU value added. Nonetheless, a number of issues in the development process, 

adoption, set-up, and implementation of these requirements limit their efficiency and 

coherence, and impair the quality and usability of the reported data. Specifically: 

 Effectiveness: EU-level supervisory reporting requirements overall meet the objective 

of enabling supervisory authorities to fulfil their statutory tasks and mandates. 

Supervisors obtain the data they need to carry out their duties, and they use the 

reported data across the range of their activities on a regular basis. Data demands 

change over time as industry evolves and new risks emerge and need to be monitored. 

This justifies the need to keep some flexibility in reporting, including the option to 

request data on an ad hoc basis. Although data quality is generally considered 

adequate, there are quality issues in certain reporting frameworks, reducing the 

usability of the data. This is partly due to the relative newness of most supervisory 

reporting requirements, with improvements already noticed and further ones expected 

over time, but also due to some extent to their set-up and implementation. 

Deficiencies in firms' reporting systems and lack of resources also reduce data quality. 

Moreover, the supervised entities called for better feedback on the use of reported 

data, which could enhance the perceived legitimacy of EU-level supervisory 

reporting. 

 Efficiency: Due to the difficulties in obtaining reliable cost estimates and the lack of 

means to quantify the benefits of EU supervisory reporting, it has not been possible to 

carry out a quantitative assessment of the efficiency of supervisory reporting at EU 

level. The available evidence on compliance costs, however, suggests that reporting 

entities spend significant financial resources to meet the current reporting 

requirements. These costs have increased given the more extensive reporting 

frameworks implemented as part of the post-crisis reforms. For the most part, the new 

requirements are merited as they improve supervision of the financial markets and 

institutions. Nevertheless, the assessment identified a number of areas where the set-

up and implementation of EU-level supervisory reporting requirements generates 

some unnecessary costs and burden for both the reporting entities and the supervisors 

                                                 
235  This includes future reporting requirements such as the sustainability-related data requirements. 
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receiving the data. Therefore, EU-level supervisory reporting is not as efficient as it 

could be. Developments in technology have the potential to improve the efficiency of 

reporting. 

 Relevance: The objective of EU-level supervisory reporting – to provide supervisors 

with the data they need to fulfil their functions and contribute to the wider financial 

stability, market integrity and investor/consumer protection objectives – remains 

highly relevant. However, the analysis is not able to draw a conclusion whether each 

and every specific requirement is (still) relevant.  Data needs change over time as the 

market develops and risks evolve, and to ensure the continued relevance, there is a 

case for regularly reviewing requirements against those needs. While alternative 

solutions are not sufficiently advanced to replace the current reporting system on an 

EU-wide basis, changes to the RegTech/SupTech environment will continue to place 

new demands on the supervisory reporting frameworks.   

 Coherence: EU supervisory reporting frameworks are structured on a sectoral basis 

and fulfil different purposes and data needs. While coherent in this broad sense, the 

requirements were found to have a range of inconsistencies both across as well as 

within reporting frameworks. Many of these inconsistencies appear minor and purely 

technical in nature, but they nonetheless put a burden on reporting entities and 

supervisors. Key inconsistencies identified include fragmented requirements in terms 

of reportable data content, non-aligned definitions, different formats of data fields or 

templates and inconsistent timing of mandated reporting. The assessment did not back 

up the repeated claim by stakeholders that there are a significant number of duplicate 

requirements between different reporting frameworks, but it did identify numerous 

cases of broadly or very similar data being requested. Greater alignment of reporting 

frameworks could reduce the cost and burden associated with EU-level supervisory 

reporting and help increase the informational value of the reported data, as it 

facilitates data aggregation and cross-framework data analyses.  

 EU value added: Overall, EU-level reporting requirements have clear added value by 

providing data to supervisors and regulators that was not available before, and 

enabling them to oversee entire sectors on an EU-wide basis. They also generate 

efficiencies in reporting and greater convergence of supervisory practices through 

harmonised requirements, which enables supervisors to assess risks consistently 

across the EU, based on comparable data. However, there are concerns about the 

proportionality of certain EU-level requirements for smaller firms operating in local 

markets. The assessment also suggests problems related to insufficient harmonisation 

and standardisation of supervisory reporting (within the EU and also internationally), 

as well as additional national reporting over and above the EU requirements. 

Many of the specific issues identified in this fitness check are the subject of current (and in a 

few cases, already completed) legislative reviews of sectoral legislation and other initiatives 

to improve supervisory reporting. The work conducted for this fitness check and the input 

obtained from stakeholders added momentum and directly contributed to several of these 

initiatives. Significant efforts have therefore already been made, and continue, to streamline 

and simplify reporting. However, new reporting requirements have also been added to fill 

data gaps and improve the ability of supervisors to fulfil their supervisory duties, further 
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increasing the reporting burden on industry.  

There is no question about the need for EU supervisory reporting, especially in a world where 

financial services and their supervision are increasingly data-driven. Nonetheless, the 

assessment suggests that there is scope for simplifying and streamlining EU-level supervisory 

reporting, helping to reduce the cost and burden of supervisory reporting at EU level for all 

stakeholders and further improving the quality of data available to the supervisory authorities. 

This in turn would further strengthen their ability to meet their objectives of ensuring 

financial stability, market integrity, and investor/consumer protection. The feasibility of 

specific policy actions, and the costs of any required changes, would be the subject of a 

further assessment.  

7.2 Lessons learned 

The following points summarise the lessons learned in this fitness check in terms of the main 

areas for improvement in EU supervisory reporting. These need to be understood within the 

above overall conclusion that EU supervisory reporting requirements are broadly fit for 

purpose. As noted above, sector-specific reviews and other initiatives are already ongoing or 

planned, and targeted policy action could be taken to improve the relevant supervisory 

reporting frameworks. This fitness check does not put forward proposals for action. The 

summary below focuses on the cross-cutting issues and areas for improvement identified.  

Legislative process and instruments 

 Supervisory reporting is not always sufficiently factored in when designing 

legislation. Past impact assessments did not systematically set out the objectives of 

reporting, or assessed its impacts, and instead focused mainly on substantive 

requirements. Supervisory reporting requirements are built on these requirements and 

reflect their complexity. 

 In line with the Commission’s commitment to Better Regulation, there is a case for 

better coordination throughout all stages of the legislative process when developing 

EU-level supervisory reporting requirements (particularly Level 1) to improve 

coherence across legislation.  

 There is scope to improve the consultation process. Given the technical nature of 

reporting, input from the ESAs is needed consistently from the early stages and 

throughout the process of designing the requirements. Moreover, during the 

consultation process, there has not always been enough time for in-depth involvement 

of industry during the development of Level 2 legislation and technical standards.  

 The separation of content of EU-level supervisory reporting requirements between 

Level 1 and Level 2 acts is not always optimal, with Level 1 legislation in some cases 

containing too much technical detail. This creates obstacles to adapt the requirements 

to changing conditions and to firmly align the technical details across legislation. A 

more consistent approach in setting reporting requirements in legislation would 

improve matters, with the general requirement and objective set out at Level 1, and 

clear and consistent powers given to ESAs to develop the Level 2 technical standards.  

 Given the nature of the process of adopting EU legislation, some inconsistencies 

affecting supervisory reporting have in some cases appeared during negotiations with 

co-legislators.  
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 Implementation timelines are not standardised and in most cases too short. Sufficient 

time is needed for (i) the ESAs to develop Level 2 requirements, and (ii) the reporting 

entities and supervisory authorities to implement new or modified requirements, 

which often require major system updates and adjustments. Better coordination of 

changes in reporting requirements in terms of timing and sequencing could reduce the 

burden (e.g. by facilitating batch system updates). A discussion with internal and 

external stakeholders could help identify the best way of achieving this. 

 Industry and supervisors have called for more stability in the requirements. They have 

incurred costs to implement recent reforms and build systems around current 

requirements, which are still in the process of being changed. Any proposals to 

improve reporting would need to consider the costs incurred in making any 

envisioned changes versus the medium to long-term benefits.  

Data needs and uses 

 Given the instances of similar data being reported to different entities, supervisory 

authorities should review more extensively what data they actually need and already 

have access to. New data needs will emerge, and ad hoc data requests are needed to 

fulfil specific supervisory data needs. Similarly, redundant requirements should be 

dropped, where possible, and data reported elsewhere reused to the extent possible. 

Central data collection points could facilitate this. 

 Given the volume of data provided, the industry expects to know more from 

supervisors on the purposes and actual use of the data. Better communication on these 

points could help address complaints that supervisors request data that is 'nice-to-

have' as opposed to necessary and actually used. This is particularly true in the area of 

financial stability monitoring. Equally, it is crucial that monitoring techniques 

regarding market abuse and manipulation remain firmly confidential.   

 A review of data use should also keep in mind the principle of proportionality, with 

the aim of reducing the reporting burden for smaller, less systemically important 

entities. Though recent initiatives have met the proportionality objective, there is a 

case for further review where lack of proportionality may be an issue. 

 Ad hoc requests for data, though demanding of the reporting entities, are 

indispensable for the supervisory authorities to request data needed to carry out their 

duties. However, better coordination between and within authorities, and a stricter 

screening by supervisors of the need to launch a specific data request, could reduce 

the reporting burden for industry. 

More consistency and greater harmonisation 

 A lack of standardised definitions and terminology in EU financial services legislation 

reduces the clarity and legal certainty of EU supervisory reporting requirements. This 

applies particularly to the terminology used in the respective detailed reporting 

templates. The analysis suggests a need for greater standardisation and convergence in 

their implementation.  

 Insufficient use is made of standards, commonly accepted formats, and identifiers. 

Even where these are referred to in EU legislation, their use is not coordinated, 

meaning that reporting entities often have to support numerous standards, formats, 

and identifiers, and must occasionally report the reference data in parallel. Therefore 
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there is a case for increasing the use of standards, formats, and identifiers, though a 

further assessment would be needed to identify the most optimal way of doing so.  

 EU-level supervisory reporting requirements for certain frameworks are in many 

cases not sufficiently harmonised to ensure efficient reporting. There is too much 

flexibility as concerns their interpretation, too many national specificities and 

requirements, and cases of ‘gold-plating’. Though these issues apply also to the 

substantive requirements, they are particularly acute in the technical domain of 

supervisory reporting. They also reduce the scope for the use of new ICT solutions to 

improve reporting. 

 International efforts to harmonise supervisory reporting at global level are ongoing. 

The Commission participates actively in the development of global identifiers, such as 

the UTI and UPI and the implementation of the LEI. Work is underway to push for 

the global take-up of standards and identifiers. There is also scope for enhancing their 

use in EU legislation.  

Governance 

 Reporting entities currently need to report data to different entities using different 

processes. This gives rise to costs where they need to report similar data several times, 

often on the basis of slightly different requirements. There is a case for reviewing the 

different reporting processes, including the role of third-party intermediaries, with a 

view to simplifying, streamlining, and – where possible – aligning them.  

 EU-level reporting requirements change frequently, often due to changes in the 

underlying legislation, and the changes are often not sufficiently well planned and 

coordinated across frameworks and authorities. Better planning and coordination of 

changes in reporting requirements have been called for by those who need to 

implement them, both reporting entities and supervisors.   

 Multiple data requests also result from a lack of data sharing between authorities 

within and across borders. Improved data-sharing arrangements, subject to ensuring 

that data protection standards are met, and more generally greater cooperation 

between authorities could realise efficiencies and maximise the use of the data being 

reported.   

 Many industry stakeholders have called for a ‘report-once’ system, where the reported 

data could be accessed and used by any of the supervisors depending on their needs. 

This would mean reviewing supervisors' specific data needs and their current data 

access rights. Common definitions and standardised formats – a ‘define once’ 

approach – would also be needed, while ensuring that the specific data needs of 

different supervisors are fulfilled. Responsibility and liability for the accuracy of the 

information derived from the reported data would also need to be addressed. For such 

a system to be fully effective, it would have to go beyond supervisory reporting and 

include, for example, statistical reporting in a comprehensive and integrated data 

approach. However, this would require an assessment of the feasibility of such a 

broader system from both governance and technological angles, as the EBA is 

currently undertaking in the area of banking. 

 Stakeholders consulted during this fitness check have welcomed the opportunity to 

discuss supervisory reporting, and called for continued exchanges between the 

authorities at EU and national level, and between industry and supervisors.  Although 

such exchanges already take place in different forms within particular sectors (e.g. in 
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the ESA committees), there is a need for continued dialogue and cooperation also 

across sectors. The Stakeholder Roundtable set up for this fitness check has provided 

invaluable input into the assessment, and there is a case for continued discussion and 

cooperation between the EU level authorities on supervisory reporting going forward.   

Technology  

 Though much of supervisory reporting is already automated, there is scope for 

achieving further efficiencies by using new ICT solutions.  

 Recent developments in the fields of RegTech and SupTech are likely to have a 

significant impact on regulatory compliance and supervisory reporting in the near 

future. For the moment, EU-level supervisory reporting – and EU financial sector 

legislation – does not reflect or incorporate these developments. Any strategy on 

simplifying and streamlining EU supervisory reporting requirements would have to 

take these developments fully into account.  

 Inconsistent definitions and insufficient standardisation of formats and processes 

hinder the development and application of new technologies. A common financial 

language (‘define once’) and further standardisation would address these issues and 

would also be needed for developing standardised, machine-readable and -executable 

reporting requirements.   

 There is a case for looking further into developing a single hub to which data could be 

reported, stored, and made available to other EU and national competent authorities. It 

is one possible technical implementation of the above mentioned ‘report-once’ 

system, but it could raise a number of other important issues, such as data safety and 

security and data governance. 
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ANNEX 1: PROCEDURAL INFORMATION 

Lead DG: European Commission Directorate-General Financial Stability, Financial Services 

and Capital Markets Union, DG FISMA 

Organisation 

The Fitness Check Roadmap was published in October 2017 and set out the context, purpose 

and scope of the evaluation exercise. It also contained information on the planned open 

public consultation, the data collection and methodology and the links with previous 

Commission initiatives, such as the Call for Evidence. 

The Inter-Service Steering Group (ISSG) was set up in October 2017 and gathered 

representatives from the Commission's Secretariat General and Joint Research Centre, and 5 

Directorates-General: CLIMA, CNECT, DIGIT, ENER and ENV. The ISSG was consulted 

on the Roadmap and the Consultation Strategy, the summary report of the open public 

consultation, the results of the FDS project, the interim and final study on the cost of 

compliance, as well as on organisational aspects in relation to the workshops.  

The Fitness Check evaluation was also supported by an external study on the cost of 

compliance for the financial sector. The purpose of the study was to obtain estimates of the 

cost of compliance with legislative measures in scope, for a cross-industry and cross-country 

sample of EU financial services companies. More precisely, the study was aimed at providing 

a clear understanding of the scale and nature of the incremental costs of complying with 

financial regulations that were either introduced or significantly amended after 2007, and of 

the main drivers of these costs. 

Agenda planning – Timing    

Date Description 

17/10/2017 
Announcement of the Fitness Check within the framework of the REFIT 

programme (COM(2013) 685 final). 

17/10/2017 Publication of the Fitness Check Roadmap. 

25/10/2017 

First meeting of the Stakeholder Roundtable (SRT): the meeting was 

dedicated to the presentation of the Fitness Check. The set-up, working 

methods, objectives and deliverables of the SRT were also discussed and 

agreed upon. 

26/10/2017 

First meeting of the Inter-Service Steering Group (ISSG): the meeting 

was dedicated to the presentation of the Fitness Check, Roadmap and 

Consultation Strategy. 

01/12/2017 – 

14/03/2018 
Open Public Consultation. 

13/12/2017 – 

16/01/2018 

Call for tenders on the "Study on the costs of compliance for the 

financial sector". 

22-23/02/2018 

Second meeting of the SRT: the contractor undertaking the detailed 

assessment of reporting requirements, Business Reporting – Advisory 

Group (BR-AG), provided an overview of the methods (i.e. DRR 

methodology, top-down analysis, bottom-up analysis, Data Point 

Modelling). 
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13/04/2018 
First meeting between DG FISMA and ICF/CEPS on the "Study on the 

costs of compliance for the financial sector". 

16/04/2018 

Third meeting of the SRT: BR-AG, presented the early results from the 

project regarding the mapping of reporting requirements and reporting 

obligation overlaps. 

17/05/2018 

Fourth meeting of the SRT: BR-AG presented the overlaps, 

inconsistencies, gaps and redundancies identified in the project. DG 

FISMA provided an overview of responses to the open public 

consultation. 

28/05/2018 

Second meeting of the ISSG: DG FISMA provided an update on 

progress in the Fitness Check, followed by a presentation of the results 

of the open public consultation and the draft summary report. The early 

results from the assessment conducted in the data mapping project were 

also presented. 

04/06/2018 

Publication of the summary report of the Open Public Consultation 

(https://ec.europa.eu/info/sites/info/files/2017-supervisory-reporting-

requirements-summary-report_en.pdf) 

04/06/2018 

High-level conference on "Preparing supervisory reporting for the 

digital age" (https://ec.europa.eu/info/events/finance-180604-

supervisory-reporting_en)  

29/06/2018 
Second meeting between DG FISMA and ICF/CEPS on the "Study on 

the costs of compliance for the financial sector". 

17/07/2018 Meeting with the Regulatory Scrutiny Board (RSB). 

13/09/2018 

Fifth meeting of the SRT: the SRT members presented the issues related 

to supervisory reporting, from the angle of their respective institutions. 

DG FISMA provided a summary of its assessment of the open public 

consultation feedback and informed the SRT members about the next 

activities aimed at gathering additional feedback for the Fitness Check 

(i.e. targeted consultations, workshops). 

15/10/2018 – 

30/11/2018 
Targeted consultation of the National Competent Authorities (NCAs). 

09/11/2018 

Third meeting of the ISSG: DG FISMA provided an update on progress 

in the Fitness Check, presented and discussed the evaluation questions 

with the ISSG members and provided updates on the organisation of 

workshops with NCAs and representatives of financial services 

companies. 

19/11/2018 
First workshop with representatives of financial services companies – 

insurance/reinsurance companies and pension funds. 

21/11/2018 Workshop with the National Competent Authorities (NCAs). 

28/11/2018 
Second workshop with representatives of financial services companies – 

financial market infrastructures and asset managers. 

03/12/2018 
Third workshop with representatives of financial services companies – 

banking sector. 

21/01/2019 
Third meeting between DG FISMA and ICF/CEPS to discuss the interim 

report of the “Study on the costs of compliance for the financial sector”. 

12/03/2019 
Sixth meeting of the SRT: the purpose of this meeting was to discuss the 

issues identified per sector, a draft of the Staff Working Document 

https://ec.europa.eu/info/sites/info/files/2017-supervisory-reporting-requirements-summary-report_en.pdf
https://ec.europa.eu/info/sites/info/files/2017-supervisory-reporting-requirements-summary-report_en.pdf
https://ec.europa.eu/info/events/finance-180604-supervisory-reporting_en
https://ec.europa.eu/info/events/finance-180604-supervisory-reporting_en
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(SWD), and the input required from the SRT members in order to 

finalise the SWD.  

17/05/2019 

Fourth meeting of the ISSG: the purpose of the meeting was to discuss 

members’ comments on the draft Staff Working Document (SWD) and 

inform them about the next steps.     

03/07/2019 Meeting of the Regulatory Scrutiny Board. 

Consultation of the Regulatory Scrutiny Board 

The meeting of the Regulatory Scrutiny Board (RSB) took place on 3 July 2019. The 

outcome was a positive opinion, issued on 5 July 2019. In the opinion, the Board 

acknowledges that the fitness check represents a major undertaking and finds that it is well 

researched and presented. Two aspects were highlighted for improvement, which were 

addressed in the following manner: 

RSB Comment Action taken 

The report does not fully develop its 

narratives and policy findings regarding 

complexity and distinction between level 1 

and 2 legislation 

Text has been added to distinguish different 

types of reporting and further explain the 

scope of the study. Section 2.4 now includes 

a reference to supervisors' different 

information needs, with the details of what 

needs to be reported and for what purpose 

contained in section 5.1 and Annex 6. The 

text has been reviewed to improve 

explanations of findings where possible. 

Further reference is made to the complexity 

in the legal set-up. 

The report does not fully exploit its 

evidence base when assessing reporting 

burdens on smaller entities 

Additional information was added in section 

5, including available evidence on the 

relative compliance burden and the data to be 

reported by small vs large entities. Further 

clarifications have also been added in 

Section 6.2. 

In addition, the Board's positive opinion identified a number of further considerations, for 

example in relation to providing further explanations on the scope of the assessment, the 

objectives of supervisory reporting, the problems arising from different national 

implementations of rules, and the justification for certain conclusions. The Board also 

provided further comments of more detailed and technical nature. The comments provided 

and issues identified by the Board have been taken into account when finalising the Staff 

Working Document. They resulted in amendments to the text and additional clarifications. 

External studies 

The external study titled "Study on the costs of compliance for the financial sector" provided 

quantitative evidence for the Fitness Check evaluation. The call for tenders was launched on 

13 December 2017 (contract notice in the Official Journal: 2017/S 239-495286) and ended on 

16 January 2018. The contract was awarded to ICF International/CEPS. The contract was 

signed on 26 March 2018 and covered a period of 11 months. The findings are summarised in 
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section 5 of the main document and Annex 5236.  

The assessment undertaken within the framework of the Financial Data Standardisation 

project provided a detailed analysis of the reporting obligations within the legislative 

frameworks in scope, contributing in particular to the assessment of the efficiency and 

coherence of EU-level supervisory reporting. 

The call for tenders was launched on 26 September 2017 (publication number 2017/S 192-

392560) and was awarded to Business Reporting – Advisory Group (BR-AG). The contract 

was extended in August 2018 to include additional Level 1 and Level 2 measures in the 

analysis, as well as to carry out some additional specific analytical tasks for the purposes of 

the Fitness Check of supervisory reporting requirements. 

The final deliverables were submitted on 9 April 2019 and provide qualitative and 

quantitative information about the legislative frameworks in scope. They also provide further 

insight into the difficulties encountered during the analysis of the reporting obligations, 

including recommendations for possible improvements.  

                                                 
236  Study will soon be available at: 

 https://ec.europa.eu/info/publications_en  

https://ec.europa.eu/info/publications_en
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ANNEX 2: OVERVIEW OF LEGISLATIVE ACTS IN SCOPE 

The following provides a short overview of the legislative frameworks in scope of the Fitness 

Check – the references to the legal texts and description of supervisory reporting (who reports 

what to whom and why) for each framework is contained at the end in Annex 6: 

 CRR/CRD IV: The framework requires credit institutions (including banks and 

building societies) and investment firms to report to their national supervisory 

authorities quantitative information about own funds and exposures, balance sheet 

positions, financial performance, etc. Each National Competent Authority/National 

Central Bank (NCA/NCB) (and the ECB) shall then transmit the data to the European 

Banking Authority (EBA).    

 BRRD: The BRRD regime is defined for credit institutions (including banks and 

building societies) and investment firms and it establishes reporting of, among others, 

information about critical functions, organisational structures, asset and liability 

positions vis-à-vis counterparties, etc. The receiver of the reported information is the 

National Resolution Authority (NRA), who shall then transmit it to the EBA or to 

other Resolution Authorities. 

 Solvency II: Insurance and reinsurance undertakings are subject to reporting under 

the Solvency II Directive. Solvency II requires the provision of information (at both 

granular and aggregated level) on balance sheet and off-balance sheet items, technical 

provisions, own funds, etc. The receivers are the national supervisory authorities, who 

then transmit this information to the European Insurance and Occupational Pensions 

Authority (EIOPA). 

 MiFID II/MiFIR: Under the MiFID II/MiFIR regime, investment firms which 

execute transactions in financial instruments must report complete and accurate details 

of such transactions (e.g. financial instrument reference data, details about the 

transaction, transparency disclosures, etc.). Transaction reports under MiFID 

II/MiFIR can be submitted to the NCAs by: (i) investment firms themselves, (ii) 

Approved Reporting Mechanisms (ARMs) acting on behalf of investment firms, or 

(iii) operators of trading venues through whose system the transaction was completed. 

 EMIR: Counterparties to derivative contracts (all asset classes, both exchange-traded 

and OTC) need to comply with the transaction reporting requirements established 

under EMIR. The reporting obligation applies to financial counterparties but also non-

financial counterparties, subject to some exemptions and simplifications. EMIR trade 

reporting includes not only data on the transaction itself (e.g. details of the 

counterparties, the instruments used and the terms of the transaction), but also 

information on clearing, on-going valuation and collateralisation. The details of 

derivative transactions are to be reported to a Trade Repository (TR) registered with, 

or recognised by the European Securities and Markets Authority (ESMA). TRs are 

obliged to grant to the NCAs and to the other supervisory entities identified in the 

regulation access to this data.             

 CSDR: The CSDR applies to all European central securities depositories (CSDs) and 

to all market operators in the context of securities settlement. Among others, CSDs 

need to report quantitative information about the value of securities recorded in 
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settlement systems, as well as information about periodic events. The NCAs receive 

the vast majority of the information required under the CSDR regime, which is then 

transmitted to ESMA.    

 SFTR: The SFTR introduced an obligation for counterparties (both financial and 

non-financial) involved in Securities Financing Transactions (SFTs) (e.g. repurchase 

agreements, securities lending activities) to report the details of these transactions 

(e.g. information about the counterparty and the collateral, etc.) to a TR registered 

with or recognised by ESMA. The TRs are the recipients of most of this information, 

with part of the reporting also provided directly to ESMA. The NCAs and ESMA 

cooperate closely with each other and exchange information for the purpose of 

carrying out their duties pursuant to SFTR. 

 SSR: The SSR applies to any natural or legal person who has a short position in 

relation to a financial instrument (e.g. net short positions in shares and sovereign debt 

and uncovered positions in sovereign credit default swaps or CDSs). The SSR sets out 

reporting obligations related to a net short position in a financial instrument, including 

information about the issuer of the financial instrument, information about the 

position holder and the volume and nominal amount of the position. The receivers are 

the NCAs, who then provide summary information to ESMA on a quarterly basis. 

 MAD/MAR: The MAD/MAR framework concerns natural or legal persons that are 

trading in or issuing financial instruments which are traded on a stock exchange, on a 

Multilateral Trading Facility (MTF) platform or over-the-counter. The MAD/MAR 

sets out a number of reporting requirements, aimed at preventing market abuse 

practices (this term collectively covering practices such as insider dealing and market 

manipulation). The main receivers of this information are the NCAs of the home 

Member State of the trading venue, who then pass this information on to ESMA.         

 AIFMD: Under the AIFMD regime, an alternative investment fund manager (AIFM) 

is required to report, among others, on main instruments held, investment strategy, net 

asset value, principal exposures, and most important concentrations of the alternative 

investment fund(s) it manages. The AIFM is also required to submit any notifications 

and/or authorisation forms, in relation to the AIFMD requirements. The receiver of a 

vast majority of the information required under AIFMD is the NCA of the home 

Member State of the AIFM, who shall ensure that all this information is made 

available to other NCAs, to ESMA and to the ESRB. 

 UCITS Directive: The main legislative requirements for undertakings for collateral 

investments in transferable securities (UCITS) are currently set out in the UCITS 

legislation. The primary set of reporting requirements relates to notifications and 

registration applications, but other data sets which are in general dedicated for public 

disclosure, are also required. Most of the reporting obligations are designed for 

UCITS and management companies and the main receiver of the information 

requirements is the NCA of the UCITS home Member State. The NCA of the UCITS 

home Member State is responsible for submitting the complete documentation to the 

competent authorities of the Member States in which the UCITS proposes to market 

its units.                   
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 CRAR/CRAD: The CRAR/CRAD regime applies to credit ratings issued by credit 

rating agencies (CRAs) registered in the EU and which are disclosed publicly or 

distributed by subscription. The framework introduced detailed disclosure 

requirements as to rating analysis, rating methodologies, due diligence on underlying 

assets, models and key rating assumptions, among others. The EU-registered CRAs 

need to report this information to ESMA, with data sharing among competent 

authorities when needed.    

 SAR/SAD: The SAR/SAD framework contains a series of requirements governing 

statutory audits in the EU. These requirements are aimed at enhancing investors’ 

understanding of the audit process, including critical judgements made during the 

process. Audit firms or statutory auditors are required to submit various notifications 

and reports related to their activities in the field of audit. The receivers of most of this 

information are the NCAs, which may be allowed to transmit it to other NCAs and 

other authorities (e.g. ECB, ESRB).        

 REMIT: Under REMIT, market participants in one or more energy markets or third 

parties acting on behalf of market participants are required to report details of their 

transactions and orders in relation to wholesale energy products, including the price, 

quantity, date and time of trades. The main receiver of the information reported under 

REMIT is the European Agency for the Cooperation of Energy Regulators (ACER), 

which is the central point of data collection at EU-level and is mandated to provide 

access to the reported data to the national regulatory authorities, competent financial 

authorities, national competition authorities, ESMA and other authorities identified in 

the regulation. REMIT is primarily an energy commodity data collection regime, and 

its objective is to detect possible abuses in energy markets. 

 SSM Regulation: The SSM Regulation provides the legal framework for the 

operational arrangements related to the prudential tasks of the ECB’s Single 

Supervisory Mechanism. Credit institutions and financial holding companies in 

participating Member States, among others, are required to report the information 

necessary for authorisation, to notify acquisitions of qualifying holdings, as well as to 

report any additional information required by the ECB in order to perform the tasks 

conferred on it by the SSM Regulation. The national competent authorities of the host 

Member State and the ECB are the main receivers of the reported information.    

 SRM Regulation: The SRM Regulation applies to banks under the remit of the Single 

Resolution Board (SRB), namely: (i) the entities and groups directly supervised by the 

European Central Bank’s Single Supervisory Mechanism (SSM) and (ii) other cross-

border groups. Among others, the entities concerned need to report on their liabilities, 

critical functions and activities related to financial market infrastructures. For the 

most part, the receiver of this information is the SRB. 

 FICOD: The FICOD regime sets out specific provisions for groups identified as 

financial conglomerates, including reporting obligations related to the level of capital 

(on an individual and consolidated basis), risk concentrations and intra-group 

transactions. The main recipient of the reported information is the competent authority 

responsible for exercising supplementary supervision (the coordinator), who is 

mandated to cooperate and exchange information with the competent authorities and 
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the Joint Committee of the ESAs. 
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ANNEX 3:  STAKEHOLDER CONSULTATION 

This annex presents the results of the consultation activities performed in the context of the 

fitness check on EU-level supervisory reporting requirements. These consultation activities 

consisted of: 

 a consultation of the evaluation roadmap 

 an open public consultation 

 a targeted consultation of national competent authorities 

 4 workshops with various stakeholder groups 

3.1 Consultation on the evaluation roadmap 

3.1.1 Overview of submitting entities' characteristics 

The Commission received 9 responses in the consultation on the evaluation roadmap. As 

regards the size of the entities having provided feedback, it can be seen that most respondents 

qualify as 'Large', followed by 'Micro'; only two respondents belong to the category of SMEs 

(Chart 1). With respect to the type of entities having responded, the large majority are 

business associations (6 responses out of 9). Public authorities, NGOs and physical persons 

submitted one answer each (Chart 2). Finally, the breakdown by country of origin illustrates 

that almost all respondents are domiciled in the Eurozone EU15 Member States, only one 

answer being submitted from an entity domiciled in a non-Eurozone country (i.e. Poland). 

Chart 1: Number of submissions by entity size Chart 2: Number of submissions by entity type  

  

 

Note: 'Micro' refers to entities with a number of employees 
between 1 and 9; 'Small' - between 10 and 49 employees; 
'Medium' - between 50 and 249 employees; 'Large' - 250 or more 
employees; 'N/A' denotes those cases where the figures are either 
not available or not applicable (i.e. for physical persons). 

  

   
Chart 3: Number of submissions by country of 
origin 
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3.1.2 Overview of submissions by topic/theme 

General issues/dysfunctionalities flagged: 

 There is overall support for the Commission's initiative to perform the Fitness Check 

exercise; 

 Most respondents (6 out of 9) consider the current reporting requirements as being 

costly and burdensome, while others (2 out of 9) go as far as claiming that the current 

reporting framework has a negative impact on the quality and/or usability of the data 

reported; 

 One respondent considers that the level of transparency towards consumers/investors 

is insufficient as regards the performance and fees of retail financial products. In this 

context, the same respondent considers that the ESAs have not properly used their 

powers in order to enhance transparency on this market segment; 

 However, one respondent considers that the reduction of the burden of supervisory 

reporting requirements should not be done at the expense of consumer/investor 

protection. 

Specific issues/dysfunctionalities flagged 

 Certain issues which affect in particular the insurance sector have been flagged by one 

of the respondents. For instance, the added value of intra-annual calculations is 

questionable for the non-life insurance business. Also, the same respondent questions 

the usefulness of the fourth quarter reporting, since the deadline for submitting this 

information almost coincides with the deadline for the annual reporting. 

Recommendations 

 Scope of the Fitness Check: Two respondents suggested broadening the scope of the 

assessment to also include Level 2 and Level 3 legislation. One respondent cautions 

against harmonizing the various reporting requirements across sectors, which would 

be particularly cumbersome for insurance corporations (as they have already made 

major efforts to comply with sector-specific requirements). Another respondent 

suggests expanding the scope of the Fitness Check to also measure the impact of 

reporting requirements on non-financial corporations and to ensure that the various 

reporting requirements EU listed companies face are taken into account. An additional 

suggestion is to also include FICOD within the scope. 

 Outcome of the Fitness Check: Regarding the outcome of the exercise, two 

respondents suggest using the results of the evaluation in order to determine the 

overall load of reporting obligations and to assess whether reporting obligations 

follow the "Single Entry Point" Principle. The same entity calls for concrete action 

points if overly burdensome requirements were identified (i.e. expressed in terms of 

content/format/frequency of submissions). 

 Reasonable and proportionate requirements: Several respondents (3 out of 9) 

stressed the importance of ensuring that reporting requirements are reasonable and 

proportionate. Two respondents also suggested assessing whether additional expenses 

due to redundancies could be prevented while, at the same time, limiting the 

disclosure requirements to the material information. One of the respondents 

representing the insurance industry brings forward several proposals aimed at 
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improving the efficiency and proportionality of reporting requirements, namely: (i) 

insurance-dominated financial conglomerates should only be subject to Solvency II 

reporting; (ii) the stress test exercise for the insurance sector should only make use of 

the existing QRTs; (iii) the ECAI rating reporting requirement should be removed; 

(iv) Member States should more widely use the options to limit and exempt insurance 

undertakings from particularly burdensome reporting requirements on grounds of 

proportionality; and (v) the EMIR obligation for dual-sided reporting (DSR) should be 

removed and replaced by single-sided reporting. 

 Frequency of reporting: It has been suggested by two respondents, both representing 

the interests of the insurance industry, to adapt the deadlines of financial stability 

reporting to those of Solvency II reporting, with a view to removing the redundant 

reporting elements. The same respondent invites the Commission to consider the 

possibility of reducing the frequency of reporting requirements for insurance 

undertakings to an annual basis and withdrawing the fourth quarterly reporting. 

 Harmonisation and standardisation: One respondent emphasised the need for the 

Commission to encourage the use of harmonised standards of reporting for financial 

instruments (i.e. through the use of ISIN and LEI codes for instruments and 

issuers/counterparties). In this respect, the same respondent considers that financial 

reference data should be available to all market participants (free of charge or for a 

fee). Another respondent advances the idea of establishing a single common European 

repository of transactions to which all EU regulatory authorities would have access. 

 Use of technology to streamline reporting: The solutions proposed include 

digitalisation, harmonisation or interoperability and standardisation. One respondent 

suggested looking at existing initiatives such as the Fintech/DLT applications in the 

investment fund space or the MiFID fund unit trade reporting to NCAs. 

 Other recommendations: One respondent suggested a (Regulatory) Reporting 

Market Practice Group could be created in order to facilitate the reporting market 

practice. 

Concrete examples of dysfunctionalities/burdensome requirements 

 Several examples have been provided, and refer to such issues as: unclear and 

disproportionate requirements, lack of clear definitions, confusion triggered by the 

existence of multiple and parallel standards and the high costs associated with the 

complexity of certain reporting requirements. 
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3.2 Summary of the open public consultation on the fitness check on supervisory 

reporting 

This summary report of the open public consultation was published in June 2018. 237 

Introduction  

On 1 December 2017, the European Commission launched a public consultation with regard 

to the on-going fitness check of supervisory reporting requirements. […] 238  The public 

consultation was launched with a view to supporting the Commission in this assessment. The 

consultation was structured along three sections reflecting the main issues and challenges that 

have been identified with respect to the EU supervisory reporting requirements: 

1. Assessing whether supervisory reporting requirements are fit-for-purpose 

2. Quantifying the cost of compliance with supervisory reporting requirements 

3. Identifying possible ways to simplify and streamline supervisory reporting  

While the consultation aimed to gather input only on supervisory reporting requirements 

applicable at the end of 2016, many respondents nonetheless provided comments on 

frameworks which only recently entered into application. Many respondents also raised 

issues with regard to national reporting regimes and statistical reporting requirements, many 

of which do not fall under the auspices of the European Commission. Despite being outside 

the scope of the exercise, these responses have nonetheless been analysed as they still provide 

valuable insights into future evaluations and reviews of the respective legislative acts.  

The consultation was closed on 14 March 2018 and received 391 responses sent by 

respondents from 15 Member States. The following sections provide an overview of the main 

results of the consultation and issues raised by respondents. Similar to earlier consultative 

exercises such as the Call for Evidence, a large majority of respondents from industry 

stressed the significant compliance costs arising from supervisory reporting requirements. 

They consider many of the reporting frameworks to be overly complex and often questioned 

the value of some of the data reported, especially where frameworks overlap. They generally 

call for a streamlining of the requirements (also with regard to national reporting regimes), 

more timely clarification of requirements, increased harmonisation and standardisation, and 

applying the principle of proportionality to reflect the size and activities of respective market 

participants. Public authorities also highlight a range of challenges as concerns the current 

reporting frameworks and support an increased level of harmonisation and standardisation. 

However, they generally disagree that the current requirements are too far-reaching and, on 

the contrary, raise examples where additional data would further facilitate their supervisory 

or regulatory activities.       

Overview of respondents' characteristics 

A total of 391 responses were received over the consultation period. The vast majority of 

                                                 
237  The consultation document and this summary report are available on: 

https://ec.europa.eu/info/consultations/finance-2017-supervisory-reporting-requirements_en 
238  Introductory paragraphs of the published summary report which fully duplicate the introductory information contained 

in this Staff working Document have been removed. 

https://ec.europa.eu/info/consultations/finance-2017-supervisory-reporting-requirements_en
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respondents represent an organisation or company (88%), while 10% are public authorities 

and the remaining 2% are private individuals. As regards the type of organisation, the 

category comprising companies, SMEs, micro-enterprises and sole traders prevails (53%). In 

terms of geographical coverage, most responses were submitted by entities based in Germany 

(34%), followed by the United Kingdom (17%) and Belgium (17%). Finally, most 

respondents operate in the banking industry (17%), followed by insurers (16%) and 

investment managers (14%). One group of industry respondents submitted responses that 

were identical on many questions. The overview figures were based on the 133 non-identical 

responses239.  

Are you replying as:                                                        Type of organisation: 

 

Where are you based:                                                      Field of activity (or sector) 

  
Note: On the left-hand side chart, "Other" designates joint responses submitted by entities incorporated in multiple 

jurisdictions. On the right-hand side chart, "Other" refers to public authorities and private individuals. 

 

Section 1: Assessing whether the supervisory reporting requirements are fit-for-purpose 

                                                 
239  Out of the 391 responses received, 258 came from industry stakeholders (all of which were in the same sector and from 

the same member state), who provided very similar responses in relation to sections 1 and 3. In order to ensure a 

balanced and fair representation of all respondents, these responses were considered only once in the analysis of these 

two sections. The assessment in Section 2 reflects the full sample as the responses related to compliance costs were 

varied. In light of the above, the analysis in Sections 1 and 3 was based on 133 non-identical responses, while the full 

sample of 391 responses was used for compiling the statistics for Section 2. 
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Taken together, to what extent have EU level supervisory reporting requirements contributed 

to improving financial stability, market integrity and investor/consumer protection? 

As regards financial stability, 38% of respondents consider that EU supervisory reporting 

requirements had a moderate contribution towards increasing financial stability. The rest of 

the respondents were almost equally divided between believing that the effect on financial 

stability was significant or marginal, with both groups reflecting 17% of total respondents. A 

similar picture emerges with respect to market integrity and investor/consumer protection. 

25% and 23% commented that the reporting requirements have had a moderate impact on the 

objective of market integrity and investor/consumer protection, respectively. As regards 

market integrity, a higher percentage of respondents (19%) noted a significant contribution 

versus only 14% who believe this to be the case in the area of investor/consumer protection. 

The same applies in reverse for respondents who consider the impact to be marginal (14% vs. 

19%). Overall, very few respondents believe that the contribution to either of the regulatory 

objectives has been very significant. There is, however, a clear divide between industry 

respondents and public authorities. While barely any industry respondents noted a very 

significant contribution, regulators and supervisors generally opted either for ’very 

significantly’ or 'significantly' as their response. This group pointed out that the reporting 

requirements are very helpful and are, in certain areas, actually not far-reaching enough to 

achieve the policy objectives.     

Many industry respondents claimed that the costs arising from the reporting frameworks are 

not proportionate to the new informational insights gained from the reported data. In this 

respect, smaller banks generally contested the added value of being covered by European 

reporting frameworks under the Capital Requirements Regulation240 (CRR) (either partially 

or fully) given the allegedly low financial stability risks that emanate from them. 

Furthermore, some industry respondents commented that some of the reporting frameworks 

generate a lot of data that is not or cannot be used effectively to monitor financial stability 

risks. The most common example provided in this context was the European Market 

Infrastructure Regulation 241  (EMIR). A few respondents noted that EMIR had in fact 

improved the regulatory oversight of derivatives markets but criticised data gaps and quality. 

Several banks also highlighted that the data requirements under the Analytical Credit 

Datasets Regulation (AnaCredit)242 exceed the data needed to effectively monitor financial 

stability risks243.  

With regard to market integrity, several respondents, mainly investment firms, commented 

that supervision had improved given the requirements under the Market Abuse Regulation244 

(MAR). On the other hand, many smaller market participants, particularly smaller banks, 

contested the added value of both the obligation to notify reasonable suspicion of market 

abuse under MAR as well as the transaction reporting under the Markets in Financial 

                                                 
240  Regulation (EU) No 575/2013 of the European Parliament and of the Council of 26 June 2013 on prudential 

requirements for credit institutions and investment firms and amending Regulation 
241  Regulation (EU) No 648/2012 of the European Parliament and of the Council of 4 July 2012 on OTC derivatives, 

central counterparties and trade repositories 
242  Regulation (EU) 2016/867 of the ECB of 18 May 2016 on the collection of granular credit and credit risk data 
243  Regulation (EU) 2016/867 of May 2016 (ECB/2016/13). As noted in the introduction, statistical reporting frameworks 

are outside the scope of this exercise.  
244  Regulation (EU) No 596/2014 of the European Parliament and of the Council of 16 April 2014 on market abuse  
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Instruments Regulation245 (MiFIR).  

Finally, some national authorities noted that further data breakdowns (e.g. domestic vs. non-

domestic) could be introduced to better assess systemic risks. Supervisors also mentioned 

certain cases where parts of the supervisory reporting requirements currently remain within 

the discretion of national competent authorities (e.g. Undertakings for Collective Investments 

in Transferable Securities “UCITS” Directive 246 ) and that this leads to both excessive 

complexity as well as an inability for supervisors to aggregate the reported data at European 

level (e.g. due to different formats).   

 

Are all of the existing supervisory reporting requirements relevant for maintaining financial 

stability and upholding market integrity 

and investor/consumer protection? 

Just under half of the respondents (49%) 

consider that only some of the existing 

supervisory reporting requirements are 

relevant for achieving the stated goals, 

followed by 25% claiming that most of 

them are relevant. Only 4% consider that 

all requirements are relevant. Again, 

answers differed significantly across 

respondents, with public authorities and 

consumer bodies generally perceiving the 

requirements to be more relevant.   

A majority of industry respondents again stressed a lack of proportionality in the existing 

                                                 
245  Regulation (EU) No 600/2014 of the European Parliament and of the Council of 15 May 2014 on markets in financial 

instruments 
246  Directive 2014/91/EU of the European Parliament and of the Council of 23 July 2014 amending Directive 2009/65/EC 

on the coordination of laws, regulations and administrative provisions relating to undertakings for collective investment 

in transferable securities (UCITS) as regards depositary functions, remuneration policies and sanctions. 
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reporting frameworks. Many respondents also explained that several reporting frameworks, 

especially those applicable to the banking sector, require the reporting of very similar (but not 

identical) metrics. This point was highlighted in particular with regard to quasi-overlaps 

between national and European reporting frameworks. At the same time, several 

respondents (especially public authorities but also market participants) stated that a large 

majority, if not all, reporting requirements were relevant to achieving these regulatory 

objectives.    

As regards financial stability, several respondents highlighted that the EMIR reporting 

framework does not fully address risks related to derivatives markets and that it faces 

problems as concerns data aggregation across trade repositories. It was noted that position 

reporting would be more effective, especially as the MiFID II247/MiFIR framework already 

captures transactions data. Some of the respondents also criticised the double-sided reporting 

approach under EMIR as giving rise to additional, unnecessary costs.  

Small banks that replied to the public consultation criticised the lack of proportionality with 

regard to the CRR reporting framework. It was stressed that while most other frameworks 

provide at least some degree of proportionality (e.g. Solvency II248,249), CRR only allows 

supervisors to impose additional or more frequent reporting requirements. It was also 

frequently noted that the reporting threshold for AnaCredit is too low. Smaller market 

participants generally called for the implementation of (higher) reporting thresholds, noting 

that they do not pose any systemic risks themselves (e.g. with regard to net stable funding 

ratio (NSFR)250, the leverage ratio251, or reporting under the Financial Reporting standards 

(FINREP)252) and that smaller-volume transactions equally carry less risks for the overall 

financial system (e.g. in the context of MiFID II/MiFIR and EMIR).  

Finally, several respondents agreed that a large majority of the reporting requirements are 

relevant for achieving the stated regulatory objectives but stressed that major challenges arise 

from the high level of granularity (e.g. Additional liquidity monitoring metrics253 (ALMM)) 

and a lack of coherence and redundancy within and between different reporting 

frameworks. 

Is there information that should be reported but which currently is not (i.e. there are 

reporting requirements that should be added)? 

72% of respondents consider there are no reporting requirements that should be added, while 

19% claim the opposite.  

                                                 
247  Directive 2014/65/EU of the European Parliament and of the Council of 15 May 2014 on markets in financial 

instruments 
248  Directive 2009/138/EC of the European Parliament and of the Council of 25 November 2009 on the taking-up and 

pursuit of the business of Insurance and Reinsurance 
249  EIOPA aims to further integrate the principles on proportionality in the new package to be proposed as part of the 

Solvency II 2020 review. 
250  Based on a Regulation (EU) No 575/2013 (CRR)  
251  Based on Regulation (EU) No 575/2013 (CRR) 
252  Regulation (EU) 2015/534 of the European Central Bank of 17 March 2015 on reporting of supervisory financial 

information (ECB/2015/13) 

Commission Implementing Regulation (EU) 2016/313 of 1 March 2016 amending Implementing Regulation (EU) No 

680/2014 with regard to additional monitoring metrics for liquidity reporting 
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Several industry respondents as well as public authorities noted that better consideration 

should be given to the exact purpose of reporting requirements when they are introduced. 

Examples provided in this context were: (i) under EMIR, transaction reporting for derivatives 

could be changed to position reporting, at least for exchange traded derivatives in order to 

gain a better overview of systemic risks; (ii) extending the MiFID II reporting framework to 

also capture positions; and (iii) harmonising the UCITS reporting framework in order to 

better facilitate EU-wide data aggregation.  

Concrete examples of additional data that should be reported were provided by public 

authorities. These include: (i) introducing mandatory legal entity identifiers (LEIs) under the 

Alternative Investment Fund Managers Directive254 (AIFMD) (in order to combine with data 

under other frameworks and improve the ability of supervisors to monitor systemic risk); (ii) 

flagging to identify money market funds and European Long-term Investment Funds under 

the AIFMD framework; (iii) reporting of LEIs of large borrowers under the large exposures 

framework for banks; and (iv) more granular reporting of non-performing exposures. 

To what extent are supervisory reporting requirements across different EU level reporting 

frameworks coherent (e.g. in terms of scope, content, methodology, timing/frequency of 

submission, etc.)? 

Many respondents (48%) consider the various EU-level reporting frameworks are somewhat 

coherent (i.e. have numerous 

inconsistencies). A combined total 

of 18% of respondents see the EU 

reporting frameworks as being 

fully or mostly coherent, but as 

many (18%) assess the 

frameworks to be not coherent. 

The group of respondents 

commenting that the frameworks 

are fully coherent consists mainly 

of public authorities, although 

several industry respondents 

replied that they are mostly 

coherent.    

Many respondents again claimed that there is a lack of proportionality in several reporting 

frameworks, especially for smaller firms. In the area of banking, some proposed clear-cut 

exemptions for smaller banks below a certain balance sheet threshold (e.g. EUR 1bn.). Others 

stated that certain reporting obligations (e.g. under the liquidity coverage ratio (LCR)255, 

ALMM, FINREP, or NSFR) should be carried out less frequently by smaller banks. Several 

respondents also highlighted partial overlaps between reporting requirements in EMIR and 

MiFIR, while a few respondents noted that certain reporting obligations are identical. 

Furthermore, it was stressed that differences in definitions and templates (between EMIR 

and MiFIR) create an additional unnecessary compliance burden. The point on overlapping 

                                                 
254  Directive 2011/61/EU 
255  Based on Regulation (EU) No 575/2013 (CRR) 
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requirements and differences in definitions was also raised in relation to other frameworks, in 

particular with regard to bank-specific prudential and statistical reporting at EU and national 

level. Respondents from the insurance sector criticised that gold-plating by national 

regulators can lead to inconsistencies due to slightly different requirements and that certain 

additional validations are not foreseen in the Solvency II taxonomy. Slight differences in 

definitions between national and European reporting frameworks as well as overlapping 

requirements were often flagged also with regard to other reporting frameworks, with 

respondents stressing that this creates cumbersome additional compliance work.  

To what extent is supervisory reporting in its current form efficient? 

According to the majority of respondents, supervisory reporting requirements are rather 

inefficient as they stand (59%), 

followed by those claiming they are 

quite inefficient (18%). On the other 

hand, roughly 3% of respondents 

(mainly public authorities) find the 

requirements very efficient.   

 

In addition to the issue of 

proportionality which was raised on 

several occasions throughout the 

different sections, several respondents 

stated that many of the reporting 

frameworks require a high amount of 

manual processing efforts. This often arises due to different interpretations and definitions 

across the frameworks. Moreover, as already stated above, a majority of industry respondents 

noted that there are often duplicative reporting requirements or that requirements across 

frameworks are very similar even though they are not exactly the same. It was stressed that 

this increases complexity and compliance burden without providing a benefit for 

supervisory purposes. For instance, many respondents from the banking sector commented 

that the reporting requirements under Common Reporting Standards framework (COREP)256 

are too granular, especially for small banks, and thus not efficient. Equally, some respondents 

from the insurance sector consider that Solvency II collects too much/too granular data. At 

the same time, however, Solvency II was also raised as a positive example of a reporting 

framework which provides national supervisors with the ability to waive requirements for 

smaller market participants257  (e.g. quarterly reporting). Finally, several respondents also 

stressed that the regulatory objectives with regard to MiFID II/MiFIR and EMIR reporting 

frameworks could be equally well achieved with fewer reporting fields.  

 

How well are the supervisory reporting requirements adapted to developments in the fields of 

modern information and communication technologies (ICT) and digital processes? 

                                                 
256  Based on Directive 2013/36/EU of the European Parliament and of the Council of 26 June 2013 on access to the activity 

of credit institutions and the prudential supervision of credit institutions and investment firms 
257  See EIOPA’s third annual report on the use of limitations and exemptions from reporting under Solvency II: 

https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-

from-reporting-under-Solvency-II.aspx  
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https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-from-reporting-under-Solvency-II.aspx
https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-from-reporting-under-Solvency-II.aspx
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50% of respondents, including 

respondents from public authorities, 

consider that supervisory reporting 

requirements are not very well adapted 

to developments in the fields of modern 

information and communication 

technologies (ICT) and digital 

processes, followed by those who 

believe they are fairly well adapted 

(23%), whereas 21% said they do not 

know. 

Several respondents commented that 

despite the use of modern information technology (IT) infrastructure for supervisory 

reporting, there is still a high manual effort needed to meet all reporting requirements. It was 

often stressed that while automated approaches are essentially required to meet the reporting 

obligations (given the large amount of data), the reporting process still frequently requires 

manual adjustments and/or inputs (e.g. in order to re-format data where the company internal 

data format differs from the one required by supervisory authorities).    

Some respondents also noted that common data collection frameworks (and a centralised 

repository) and/or 'once and for all' reporting would facilitate modern data integration 

techniques and automated reporting approaches (see also section 3 below). Finally, it was 

noted that the high frequency of adaptations to existing reporting frameworks or the creation 

of new reporting frameworks creates substantial hurdles for the introduction or use of 

automated reporting solutions. Amending a reporting framework will always require changes 

to IT systems and respective follow-up testing. There is a risk of introducing coding errors 

every time a system is changed and it will often require substantial manual efforts to optimise 

a newly revised system. In addition, respondents noted that new requirements are often not 

sufficiently clarified or not clarified in a timely manner, which gives rise to complications in 

the coding process and extensive time pressure (which can also lead to coding errors etc.).    

To what extent has the adoption of supervisory reporting requirements at EU level facilitated 

supervisory reporting in areas where previously only national requirements existed? 

The largest single category of respondents (34%) believe that the adoption of supervisory 

reporting requirements at EU level in areas where previously only national requirements 

existed has made supervisory reporting more complicated. In their view, the related 

compliance burden therefore increased substantially. However, almost half of all respondents 

(46%) feel that EU level supervisory reporting requirements have facilitated supervisory 

reporting to one degree or another. Several respondents, including industry respondents, 

remarked that supervisory reporting at the European level has helped to reduce costs in some 

areas by implementing a more harmonised approach to reporting across Member States.   

Nevertheless, many respondents also pointed out that requirements at the European level 

often failed to replace national reporting regimes. Instead, EU requirements frequently simply 

added a further layer of requirements, thus increasing the overall compliance burden yet 

further. In addition, reporting formats and/or data field definitions are seen by respondents to 

frequently vary across national and European regimes, requiring additional efforts to align the 
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reports with the respective framework.  

To what extent have options left to Member States in terms of implementing EU level 

supervisory reporting requirements (e.g. due to their adoption as Directives rather than 

Regulations) increased the compliance cost? 

A majority of respondents (57%) consider that options left to Member States in the 

implementation process have at least moderately increased compliance costs. On the other 

hand, only 11% stated that such 

options have not impacted their 

compliance costs at all.   

A majority of respondents stressed 

that an increased level of 

harmonisation (maximum 

harmonisation) and standardisation 

would reduce costs. These comments 

came in particular from larger market 

participants with some amount of 

cross-border activities. Smaller 

institutions and investment firms 

generally tended to see national 

flexibility in implementation as only giving rise to marginal or moderate cost increases.  

Respondents that saw high cost increases noted that there are many cases of diverging 

national implementation. This requires additional efforts to comply with all requirements. 

Respondents criticised in particular the fact that despite essentially reflecting the same 

information, national differences in reporting regimes require them to establish new or 

amended reports, thereby doubling (or, depending on the number of Member States involved, 

at times increasing many-fold) their compliance burden. These comments were not only 

limited to EU Directives. Many respondents also commented that some Regulations (e.g. 

CRR) still provide Member States with leeway to request additional or differently formatted 

data. Some respondents noted that this also prevents the creation of EU-wide databases, thus 

limiting the usefulness of the reported data for supervisory purposes.  

Are there any challenges in terms of processing the data, either prior to (i.e. within the 

reporting entity) or subsequent to (i.e. within the receiving/processing entity) it being 

reported? 

78% of respondents claim they face challenges in terms of processing the data, either prior to 

or subsequent to it being reported. Data processing challenges were reported both by industry 

respondents as well as public authorities.   

Many respondents reiterated that a higher degree of standardisation would help to reduce 

both challenges faced and compliance costs. Moreover, a reduction of ambiguities would help 

to facilitate the use of automated solutions and reduce the compliance efforts needed, 

especially in the implementation phase. Several respondents also noted that longer 

implementation timelines would help to decrease cost burdens and enable companies to better 

comply with new requirements.  
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Public authorities criticised in particular that the implementation of technical specifications 

and standards is inconsistent in certain areas. They also noted that quality checks are not 

always (or consistently) implemented and that certain data are not fully usable due to 

formatting errors or adoption of wrong conventions. 

Some respondents also noted that cross-border institutions with activities outside EU 

jurisdictions have to cope with other non-EU regulations, which can in many circumstances 

be inconsistent with EU reporting requirements. Greater coordination between authorities at 

the international level would thus be welcomed in order to decrease related compliance costs. 

Section 2: Quantifying the cost of compliance with supervisory reporting requirements 

General assessment of compliance costs 

Overall, almost all respondents (93%), in particular those from industry, believe that 

supervisory reporting in its current form is unnecessarily costly for its intended purposes. 

Only a very few respondents (2%), most of which are public authorities, consider the level of 

costs as appropriate. In line with these concerns, a large majority of respondents (85%) noted 

that none of the EU level reporting requirements have brought cost saving benefits while only 

a few respondents (11%), mostly public authorities, considered that there have indeed been 

cost saving benefits. 

Supervisory reporting requirements imposed by EU regulations and/or directives were 

flagged as a very significant source of compliance costs. However, different implementation 

of EU financial legislation by Member States and the existence of national supervisory 

reporting requirements in addition to those in EU legislation are also perceived as an 

important source of compliance costs. On the other hand, the existence of other additional 

supervisory reporting requirements is seen as having contributed the least to the cost of 

compliance.  

 
Note: Respondents were asked to assess the contribution of EU/national legislative supervisory reporting requirements to the 

compliance cost by assigning a score, using a scale of 0 (not at all a source of costs) to 4 (very significant source of costs). 

The figures displayed on the chart represent the average score per option. 

By way of examples, respondents from the financial industry flagged in particular the 

following EU supervisory reporting frameworks as having triggered significant costs of 

compliance: 
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 CRR/CRDIV ITS on COREP, FINREP and liquidity reporting (LCR, NSFR, ALMM) 

 Statistical reporting (AnaCredit) 

 Transaction reporting under EMIR and under MiFIDII/MiFIR 

Respondents from the banking sector raised other cost concerns due to overlaps between EU 

requirements and national requirements, including for example:  

 AnaCredit reporting at EU level and article 394 CRR on national reporting of banks’ 

large exposures  

 FINREP at EU level and Système Unifié de Reporting Financier (SURFI) in France  

 Reporting of LCR at EU level and reporting under Liquiditätsverordnung (LiqV) in 

Germany 

Concerning the factors perceived as having contributed very significantly to the compliance 

costs of supervisory reporting, respondents highlighted the existence of too many 

requirements, the need for additional human resources and the need to introduce/update 

IT systems. On the other hand, the insufficient use of ICT was identified as a factor not 

having significantly contributed to compliance costs. 

 
Note: Respondents were asked to assess the factors that have most/least contributed to compliance cost in terms of 

supervisory reporting by  assigning a score to each factor, using a scale of 0 (not at all a source of costs) to 4 (very 

significant source of costs). The figures displayed on the chart represent the average score per factor. 

Respondents highlighted that small and non-complex financial institutions face excessive 

costs due to the absence of proportionality with regard to supervisory requirements. 

Moreover, it was suggested that the increased quantity and complexity of these 

requirements are key factors generating additional costs in terms of human resources, 

training, legal expertise as well as changes to IT systems. Finally, respondents also argued 

that the obligation to report at both group and individual company level as well as the 

absence of materiality thresholds create excessive and unnecessary costs.  

As regards the obligation to use structured reporting and/or predetermined data and file 

formats, respondents were slightly divergent in their views. Over a third of respondents 

(37%) considered that such structured reporting decreases the compliance costs overall. They 

noted that a greater use of standards would allow for further automation and eventual 
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reduction of costs, as initial IT costs would be largely compensated in the long-term by 

reduced ongoing costs. Conversely, 24% had a different view and thought that it can increase 

the costs. In particular, they argued that the use of data standards (e.g. XBRL tool, QRTs) 

could be a source of additional costs if not harmonised at all levels (e.g. between entities 

reporting and receiving data). They also stressed that high costs arise from the 

implementation of different standards than those in use for internal reporting purposes. More 

specifically, among the financial industry respondents 56% indicated that a greater use of 

standards has increased compliance costs, whereas a significant majority of public authorities 

(67%) argued that the costs have decreased as a result of the use of such standards.  

Compliance cost quantification 

On average, fewer responses were submitted to the following quantitative questions seeking 

evidence on compliance costs compared to the more qualitative questions in other sections of 

the public consultation. Some respondents highlighted the difficulty of providing cost 

estimates that reflect incremental compliance costs due to supervisory reporting 

requirements. 

For most of the respondents from industry who provided compliance cost estimates (74%), 

the average initial implementation cost expressed in monetary terms was below EUR 

500,000. The second most frequent range (chosen by 18% of respondents who provided an 

answer) was between EUR 1 million and EUR 50 million. Although very few respondents 

were able to provide data on implementation costs in relation to turnover, the median value 

for this metric was 1%, while the average was equal to 3.24%. 

As regards the annual running (recurring) costs in 2016, the majority of respondents (55%) 

claimed their running costs amounted to below 1% of total operating costs. The second most 

frequent range (36% of respondents) reported costs to be between 1% and 5% of operating 

costs. 

Initial implementation costs in EUR                     Running costs in 2016 as a % of operating costs 

  
Note: For both charts, the figures on the vertical axis denote the percentage of responses that fall into a certain range. Many 

respondents pointed out the difficulties encountered when estimating the initial/running costs. 

An almost equal number of respondents declared that they keep their supervisory reporting 

activities fully in-house (48%) or that they partially outsource such activities (44%). 

Nevertheless, there are some divergences between respondents from different sectors. For 

example, as regards the respondents from the banking sector, 53% keep the activity fully in-
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house whereas 37% partially outsource the supervisory reporting process. The difference is 

even more significant for investment managers, of which 60% indicated that they partially 

outsource the reporting activity while 20% perform it fully in-house. Among respondents 

from the insurance sector, almost all of them (90%) declared to keep the reporting activity 

fully in-house.  

Overall, respondents using in-house solutions argued that it is either more cost-effective to do 

so or that it would require almost the same budget to outsource, notwithstanding the 

increased number and complexity of reporting obligations. Those that partially outsource 

reporting activity noted that they mainly rely on technical support of their data centre. Only a 

few respondents (less than 10%) replied that they fully outsource supervisory reporting 

activities.        

According to industry respondents who provided such information, the average number of 

full-time equivalent staff (FTEs) dealing with supervisory reporting increased from an 

(unweighted) average of 12.4 at the end of 2009) to 18.7 at the end of 2016. Furthermore, at 

the end of 2009, FTEs dealing with supervisory reporting represented on average 18.9% of 

the compliance workforce. Respondents’ also reported that by the end of 2016, these figures 

increased to 26.1%. Although illustrative only, these numbers show an overall increase of 

the compliance workforce dealing with supervisory reporting requirements both in 

absolute and in percentage terms. 

 
End-2009 End-2016 Change 

average number of FTEs 12.4 18.7 +6.3 

average percentage of the compliance work force 18.9% 26.1% +7.2 p.p. 

Note: The estimates are the unweighted averages calculated from the FTEs dealing with supervisory reporting requirements, 

as reported by respondents to this question. 

Section 3: Identifying possible ways to simplify and streamline supervisory reporting 

Respondents were asked to consider how compliance costs could be reduced while 

maintaining a sufficient level of supervisory reporting to ensure the intended policy 

objectives.  

In the short term, respondents considered a reduction of the number of data elements, 

clarification of the content of the data elements, and greater alignment of reporting 

requirements as the most important measures to reduce compliance costs.  

The views were quite different concerning the long term, where respondents viewed the 

development of a common financial language, greater automation of the reporting 

process, greater use of ICT and ensuring interoperability as the most important. 
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Note: Numbers inside the bars show the percentage of answers for a given choice. For each item, respondents had to choose 

between 'short term' and 'long term', or 'don't know / not applicable'. 

Respondents suggested a number of other elements that they consider as having the potential 

to reduce compliance costs. The majority of public authorities and industry respondents agree 

that ensuring the precision and consistency of relevant data definitions and the development 

of a consistent and coherent approach to data reporting across various legislative frameworks 

can significantly reduce compliance costs. Exploiting synergies between reporting 

frameworks, including the use of common reporting standards across different data sets, and 

providing sufficient time to develop and implement any new or amended reporting 

requirements were other major compliance cost reduction suggestions raised by both the 

industry and public authorities.  

For many industry respondents, improving proportionality in supervisory reporting is the 

most important element to lessen the reporting burden while continuing to ensure sufficient 

data collection from a financial stability point of view. Some respondents proposed that 

regulators should first set broad objectives for new legislation, and then approach industry 

domain experts in order to identify correct data sets and data sources to meet regulatory 

objectives efficiently. 

A few respondents proposed removing the requirement to report reference data that is already 

available from open public sources based on standard identifiers (e.g. LEI, International 

Securities Identification Number (ISIN)).  

Development of a common financial language 

A large majority of respondents think that a common financial language can both reduce 

compliance costs of regulatory reporting (68%) and improve supervisory data management 

(63%).  
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Note: The percentages reflect the share of each type of answer in the total number of non-blank answers provided. 'CFL' 

stands for common financial language. 
The majority of respondents, including both public authorities and the industry, consider the 

need to analyse guidelines, standards, and new legal acts governing regulatory reporting a 

complex, costly, and time-consuming process. Its complexity frequently leads to differing 

interpretations of specific concepts by the reporting entities, which makes cross-entity 

comparison and aggregation difficult.  

Most respondents believe a common financial language can help reduce the complexity of the 

systems and processes used to meet reporting obligations. A standardised financial language 

would allow firms to have the certainty of a common understanding with the regulator and 

their peers, facilitating compliance and ensuring a level playing field. Many respondents, 

including public authorities, believe common identifiers, definitions, and interpretations can 

enhance cross-sectoral consistency between different reporting regimes. 

The majority of respondents think that a common financial language should be developed and 

overseen at EU (and where possible even global) level to ensure uniform definitions across 

different jurisdictions and that implementation occurs without regional differences. Industry 

respondents stressed, however, that a common financial language should promote 

harmonisation where it bring most benefits, without overriding existing systems and 

investments – a balancing act that requires focused dialogue between industry and regulators.  

The majority believes that a prerequisite for the development of a common financial language 

is a greater normative harmonisation of the reporting legislation – both supervisory and 

statistical – at all levels (EU as well as national). 

Respondents also mentioned several obstacles standing in the way of a common financial 

language. Some believe that its development is an ambitious project that would take time – 

several years in the view of many. Some others, on both the industry and the public authority 

side, warn that it would be difficult to overcome existing differences in member states 

national legislation, as well as to obtain industry acceptance and ensure universal and 

consistent adoption. 

Ensuring interoperability between reporting frameworks and/or entities receiving/processing 

the data 

The majority of respondents think ensuring interoperability can reduce the compliance costs 

of supervisory reporting and improve data management. 
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Note: The percentages reflect the share of each type of answer in the total number of non-blank answers provided. 

A large majority of respondents, both public authorities and the industry, stated that 

interoperability between frameworks can reduce reconciliation efforts and potentially reduce 

the absolute volume of reported data. It can also allow supervisors to make prompt and 

effective use of the data they receive. 

Most respondents believe that in a truly interoperable reporting environment firms would 

only need to capture data once for multiple reporting purposes, reducing the administrative 

and technical burden of reporting. However, this would require an improved ability of 

authorities that receive supervisory data to share it amongst themselves. Some respondents 

added that interoperable public open data platforms could provide greater transparency and 

allow better scrutiny of reported data. 

Many respondents advocated building interoperability on existing structures and processes 

and in particular using international standards across reporting frameworks. They claimed 

that this would reduce costs by removing the need for firms to seek specialist support to 

interpret the reporting requirements. Consistent interpretation would also increase the 

comparability of data across firms. 

Despite the broad level of support for greater interoperability, a majority of respondents 

consider that achieving full interoperability is only feasible after a significant harmonisation 

of definitions and data requirements across reporting frameworks and jurisdictions. Many 

industry as well as public authority respondents propose a granular, joint systematic review 

by regulators to identify data essential for effective supervision as an important first step. 

Some consider the introduction of a common financial language a prerequisite for introducing 

greater interoperability between reporting frameworks. 

Many respondents mentioned that implementing interoperability would create a significant 

strain on the resources of the reporting entities, which would be an important obstacle. 

Greater use of ICT in supervisory reporting 

The majority of respondents believe that greater use of ICT would reduce the compliance cost 

of supervisory reporting and improve data management. Notably, between a third and two-

fifths of the respondents do not know or do not consider the question applicable.  
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Note: The percentages reflect the share of each type of answer in the total number of non-blank answers provided. 

The majority of respondents do not consider greater use of ICT as an important way to 

improve regulatory reporting. According to respondents, the majority of recurring reports is 

already automated. For those reporting activities that are still performed manually, the root 

cause is the instability (due to frequent changes) or inconsistency (definitions and criteria 

differing from other reports) of reporting requirements or the infrequency of submission 

(incidental requests). 

Some public authorities are in favour of a greater use of ICT with the objective of enhancing 

interoperability and enabling the use of state-of-the-art information engineering and data 

management methods. Some advocate striving for machine-readable reporting requirements, 

thereby creating the potential for automated, straight-through regulatory reporting. 

Many respondents see clear, stable, and transparent requirements provided with sufficient 

lead-time for development, testing, and implementation as a prerequisite for efficient use of 

ICT. 

Some industry respondents believe greater use of ICT requires common technologies that are 

open, standardised, stable, already in use, and extensible. Others pointed out that it requires 

proportionality principles (including the provision by supervisors of ready-made tools with 

essential functionality) that accommodate smaller entities, which do not have enough volume 

to build automatic processes. 

 

Greater automation of the supervisory reporting process 

The vast majority of respondents consider that greater automation of regulatory reporting can 

to some degree reduce reporting compliance costs (80%) and improve data management 

(78%). In both cases, the largest proportion of respondents felt that the role of grater 

automation is significant (42% and 39%, respectively).   
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Note: The percentages reflect the share of each type of answer in the total number of non-blank answers provided. 

Almost all respondents considered greater automation of supervisory reporting and greater 

use of ICT as very closely linked. Their responses, accordingly, mirrored those given on 

greater ICT use. 

Role of EU regulators in facilitating greater use of ICT and/or greater automation of the 

reporting process 

The majority of respondents believe that EU regulators can play a role in facilitating greater 

use of ICT and greater automation of the reporting process, with more than half of the 

respondents (53%) even attributing an 'important' or 'crucial' role to EU regulators in this 

regard. Less than 10% of respondents feel that EU regulators have no role to play in each of 

these areas. 

  

 

Note: The percentages reflect the share of each type of answer in the total number of non-blank answers provided. 

The majority of respondents see as the most crucial potential contribution of EU regulators 

the stimulation of a transition to efficient, data driven supervision. According to some 

respondents, one data model, one set of data definitions, and a single data repository would 

facilitate the reuse of data and the application of common agreed transformation rules. A few 

warned that legislation must remain technology neutral. Respondents suggested that EU 

regulators should, in particular: 

 Continue to develop purpose-built communication channels (including stakeholder or 

expert groups around specific reporting requirements), so that firms and regulators 
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can communicate on an ongoing basis and come to shared understandings of what 

needs to be reported. 

 Coordinate on an international level so that definitions and standards – which may 

include the greater use of international standards, financial identifiers, and taxonomies 

– are applicable in multiple jurisdictions. 

 Pause the pace of regulatory change, allow for longer implementation timelines, and 

provide sufficient guidance on regulation so that firms can make strategic and long-

term ICT investments. 

Finally, public authorities pointed out that there are several initiatives under way aiming at 

streamlining regulatory reporting, such as efforts to simplify transaction reporting under 

EMIR or to integrate ECB statistical requirements on insurance undertakings into the 

Solvency II framework or the Banks’ Integrated Reporting Dictionary (BIRD) initiative. 

Industry respondents generally praised these initiatives and suggested an extension of their 

scope. 

3.3 Targeted consultation of national competent authorities 

Between November and December 2018, the Commission carried out a targeted consultation 

to seek input from National Competent Authorities (NCAs) on EU-level supervisory 

reporting requirements. The Commission's aim was to gather input and evidence on a number 

of specific issues from the perspective of NCAs, given that only a few had responded to the 

public consultation,  and that the public consultation questions were not designed to address 

NCA-specific issues.  

The Commission received 44 responses from 35 NCAs in 27 EEA member states258. 22 of 

these respondents indicated that they are responsible for supervising banks, 19 for insurance 

companies and 26 for markets and conducts. 18 of them specifically noted that they are 

responsible for other sectors as well, mostly the supervision of investment firms/funds, 

pension funds and payment institutions or act as a national resolution authority. 

3.3.1 Benefits of EU reporting requirements  

A large majority of NCAs (34 of 42 responses provided) agreed that the EU-level supervisory 

reporting requirements introduced since the financial crisis improved their capabilities to 

fulfil their statutory tasks and mandates, such as the supervision of entities. The other 8 

respondents also saw benefits in the reporting requirements, but expressed more balanced 

views, e.g. differentiating between specific reporting frameworks, where improvements are 

not equally felt, or pointing out still existing data quality issues, complexity issues, or that 

they already had sufficiently effective national reporting regimes before. 

                                                 
258   This reflects the varying national supervisory landscapes, namely that in some countries different authorities exist for 

the different fields of supervision whereas in some others it is only separate internal departments under the same entity, 

finally, in a few countries there is no strict internal division between the different fields of responsibility. Five NCAs 

provided more than one response to reflect their different fields of responsibility, whereas others provided a combined 

response. We consider each form we received back as a separate response, regardless of whether it was sent only by an 

internal department, or by an entire authority. 
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Most NCAs stated that the new EU-level supervisory reporting requirements provide more 

granular and standardized qualitative and quantitative data 259 , which increases the 

comparability across EU regulated entities and across countries and which globally improved 

their capabilities to fulfil their supervisory tasks. Some EU-level supervisory data was not 

available before in their jurisdiction (e.g. data on derivative transactions260, etc.), while other 

data has largely replaced previous national reporting requirements – freeing up supervisory 

resources. The new reporting frameworks required NCAs to allocate resources, e.g. improve 

supervisory processes261, build new IT-infrastructure, and create more advanced analytical 

tools. This allowed NCAs to carry out more detailed, accurate and complex data analysis of 

the supervised entities. The greater comparability of the data at EU-level has been very 

useful, in particular for the supervision of cross-border groups, or by enabling benchmarking 

domestic entities against the EU average key performance indicators (KPIs) published by the 

ESAs. Receiving data on both individual and consolidated level provide supervisors with 

valuable insights on how the structure of the reporting entity (at an individual level) 

contributes to the consolidated position of that (parent-) entity. The new reporting 

frameworks also allow NCAs to exchange information on transactions with financial 

instruments more effectively. 

As a result, the new EU-level supervisory reporting requirements improved significantly the 

monitoring of systemic risk in the single market, the interconnectedness of the financial 

system, and the developments that may pose a threat to financial stability. It also improved 

market surveillance262  and the monitoring of the evolution of business models, financial 

positions, exposures and risks over time. Several NCAs mentioned the benefits of better 

understanding the products offered, or how the industry operates in general. NCAs confirmed 

that the current set of reporting regimes certainly represent a valuable tool for the protection 

of investors/ consumers as well. NCAs reported to also use the data in support of their policy 

work. 

The majority of NCAs (24 out of 42 responses provided) noted that the EU supervisory 

reporting requirements introduced since the financial crisis stimulated improvements in risk 

management and business conduct of supervised entities. According to them, new reporting 

requirements alone prompted the supervised entities to focus more resources in the risk 

management area, increasing their awareness and improving their risk management policies 

and procedures. The other NCAs did not exclude such effects either and just pointed out the 

lack of evidence to that effect (some added it is too soon to assess), or that it is difficult to 

separate the effects of regulatory reporting and the regulation itself. Some noted that the data 

                                                 
259  For example, “Quantity and accessibility of data is far beyond that available pre-crisis.”; “The advantages already 

received are the market-based valuation of the technical provision and the comparability of the solvency data between 

the undertakings under Solvency II regulation.” 
260  For example, “Reporting under EMIR gives, in general, the NCAs valuable detailed insight into the OTC derivatives 

market that is not included in other reporting frameworks”; “EMIR has the merit to shed light on an area (OTC 

derivative markets) on which NCAs did not have much information before EMIR requirements were introduced.” 
261  For example, “The client identification methods introduced by MiFIR (LEI and CONCAT) improved supervisory 

processes as the main client data are available from the transaction reporting and LEI and CONCAT enables us to 

capture all the different accounts belonging to one single client, which makes market monitoring activity more 

efficient.” 
262  For example, MiFIR transaction reporting captures all transactions in case of transmitted orders, and by doing so, makes 

it possible to identify the final beneficiary, which is indispensable for efficient market abuse detection. 
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reported to supervisors is not the same as the data used for internal risk management.  

3.3.2 NCAs’ usage of the reported data  

The NCAs explained that they use supervisory data across the whole range of their activities 

on a regular basis to meet their supervisory duties. The accomplishment of their mandatory 

tasks depends on the availability and quality of the data provided by reporting entities. The 

data may be used for supervisory purposes internally, and also analysed for statistical 

purposes and published externally. Supervisory activities include day-to-day individual 

supervision of entities263 and institutions (micro-prudential level), and horizontal supervisory 

monitoring related to the proper functioning of the financial system as a whole (macro-

prudential level). Within this framework, the supervisory data allows NCAs to calculate and 

monitor individual risk indicators and certain performance figures, assess risks, check 

whether and how financial institutions comply with the applicable regulatory framework, 

prepare detailed analyses for off-site examinations and on-site inspections, conduct stress-

tests, identify certain thresholds, calibrate certain requirements, develop early-warning 

systems, better understand the regulated entities’ business activities, perform analyses to 

assess the impact of regulatory actions and to evaluate further regulatory steps, inform 

financial stability discussions, fulfil international data requests, etc.  

The NCAs also explained that the data collected often form the basis of market analyses of 

trends and risks in financial markets, macro-economic analyses, and occasionally economic 

advices to the government and result in the publication of various reports, key indicators, 

benchmarks, thematic studies, economic working papers and various statistics. 

In their responses, the NCAs also provided several more concrete examples of how particular 

reporting frameworks are used in their supervisory activities, in what frequency, and what is 

the resulting output. 

As regards data that is not used, several NCAs did not provide any answer, or claimed that 

they use all data / all data is useful. Some of the NCAs explained that they were not in the 

position to answer this question and further work would be needed to map the data received 

against the different data uses.  Some confirmed that such analysis is currently ongoing in 

their authority.  

The majority of NCAs nonetheless acknowledged that not all data was always used 

effectively by supervisors. The non-usage of data was explained by very different reasons. 

Quality issues were mentioned most frequently as a factor preventing the use of certain data. 

In this context, NCAs pointed out that the reporting framework is relatively new and several 

elements of the reporting process are still in the development. There is a learning curve for 

ensuring data quality (clear guidance for the industry, implementing IT tools on both sides, 

etc.), but also for the supervisors to develop the necessary analytical tools and expertise. 

EMIR and AIFMD were mentioned repeatedly as reporting regimes where data quality issues 

continue to exist for an extended period, while a few NCAs brought up Solvency II where 

                                                 
263  The data allows supervisors not only to examine a single institution, but also to compare it to others in order to gain 

further insights. 
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usage is still in the development264. Another reason that appeared frequently is related to 

proportionality for small and non-complex institutions or to the specificities of the different 

markets. Even though proportionality has been taken on point, there are still examples of 

certain data of smaller or less risky institutions which is not looked at, or not looked at with 

the same frequency as for other institutions. These issues may not necessarily affect a 

complete report, only that some fields are used more frequently than others.  Examples for 

market specificities affecting report usage are geographical breakdowns that are not used in 

some more locally oriented markets. Also, some NCAs argued that EMIR reporting was 

designed for markets with big volumes of derivatives transactions, being less useful in their 

small market. In addition, NCAs explained that certain data were not used because the data 

(or similar data) was already reported or available in another report but possibly at a higher 

level of aggregation that was deemed sufficient by the relevant NCAs. Examples given are 

certain short selling data under MiFIR and SSR, or reporting of certain transactions data 

under MiFIR and MAR. Finally, a few cases were noted where an NCA does not find certain 

data, or the level of detail provided, useful for its work. Some mentioned the granularity of 

COREP and FINREP reports in this context. However, some NCAs noted, that even where 

data is not currently used, it does not mean that it will not be used in the future. Another NCA 

reported that the information used for analysis is mainly the aggregated data and ratios, but 

the more detailed data helps explain the underlying evolution of the aggregates/ ratios. 

The NCAs understand the risk of data not being used and the need to minimise the 

administrative burden for reporting entities. Some advocated engaging all stakeholders at an 

early stage of regulation and called for a systematic identification of unused data whenever a 

certain regulation is reviewed.  

As regards the alignment of data collection frequency with data usage, most NCAs (26 out of 

44) found it appropriate. Other NCAs however pointed at areas for improvement. Their 

proposals concerned the possibility to introduce greater proportionality and to differentiate 

between reporting entities within the same reporting framework, i.e. to adapt the frequency 

(and the complexity) of the reports according to the risk profile (e.g. size) of institutions. As 

regards concrete examples, several NCAs mentioned the ALMM (Additional Liquidity 

Monitoring Metrics) templates, where less frequent reporting could be considered. Others 

noted that some AIFMD and SCR (Solvency Capital Requirement) reports could usefully be 

made more frequent for the larger entities. Some NCAs pointed at problems with the 

frequency of the daily EMIR reports, which they  are still not able to process on a daily basis 

due to capacity issues (while most of them do not contest that the collection frequency is 

aligned with the intended use of the data). 

The majority of NCAs could identify data that they are missing to fulfil their supervisory 

duties, although some noted that in such cases they could and do rely on national level 

reporting requirements to fill data gaps. One NCA pointed out that data needs change over 

time (industry evolves, new risks, etc.), so new data will always be needed to fulfil 

supervisory duties effectively. NCAs provided examples of missing data across the board, 

                                                 
264  Notwithstanding, Solvency II data quality seems to have improved considerably over the past quarters. A good example 

in this regard is the expanded set of statistics compiled on the basis of the SII data, which EIOPA publishes on its web 

site: https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx   

https://eiopa.europa.eu/Pages/Financial-stability-and-crisis-prevention/Insurance-Statistics.aspx
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including EMIR end of day position reports, a unique transaction identifier allowing 

reconstructing a whole transaction chain under EMIR and MiFIR, EU level data on the 

liquidity of certain classes of financial instruments265, mandatory reporting of the legal entity 

identifier (e.g. in the AIFMD), the Basel Committee’s monitoring tools for intraday liquidity, 

more granularity in FINREP and more info on costs and prices allowing a better assessment 

of the banks’ business models and profitability, and AML (anti money laundering) risk 

related metrics. 

As regards the challenges NCAs are facing in terms of data handling, integration, and 

aggregation processes, huge and complex datasets and data quality issues were mentioned by 

almost all NCAs. The sheer volume of data (in particular in the area of transaction reporting), 

the complicated data structure266 and the required technical format not only require NCAs to 

make significant investments in the development of IT systems/tools, but also to hire IT 

professionals, which – due to high demand – some NCAs are having difficulties with. The 

complexity affects not only the timely collection of data, but also their analysis. General 

resource constraints and limited budgets were also noted as an issue. Some NCAs noted that 

they were still on the learning curve and undergoing further investment in systems and know-

how. 

NCAs frequently mentioned the lack of harmonization of data standards, identifiers, formats, 

definitions, reporting processes and frequency across different reporting frameworks. This 

also made it challenging to integrate data from the different areas of reporting (supervisory, 

statistical, resolution, macro-prudential, monetary, etc.). Some highlighted the need for more 

joined-up thinking to break the “silo approach” or the potential to realise unexploited 

synergies and efficiency gains. In addition, frequent revisions and changes to reporting 

requirements, apart from creating capacity issues, make the determination and analysis of 

longer time series complex and time consuming. Insufficient implementation time after final 

publication of a new reporting framework also came up repeatedly (see also below). 

3.3.3 Data quality 

NCAs generally highlighted that data quality is essential for them to fulfil their supervisory 

duties. When asked about the general quality of data collected, most NCAs reported 

differences in the different fields of their supervisory activities. In the areas of banking and 

insurance supervision NCAs were on average satisfied with the general quality of supervisory 

data (quality is “sufficiently high”; “good”; “acceptable”; “high”; “reasonable”; “more or less 

in line with the requirements”; ”reliable”, etc.). In the area of markets and conduct 

supervision, the NCAs’ view appear to be more mixed (“working on it”; “there are issues”; 

“certainly improving”; “improved significantly”; “acceptable”, “generally sufficient quality”; 

etc.), and in particular the quality of EMIR data was often criticised. Several NCAs also 

singled out AIFMD reporting as still having data quality issues. Notwithstanding, almost all 

NCAs, across all supervisory fields, found it important to note that the quality of data is 

improving. 

                                                 
265  E.g. concerning the temporary suspension of transparency obligations, under article 9(4) MiFIR and article 16 of 

Delegated Regulation (EU) no. 2017/583. 
266  For example, multiple buyers or sellers in one transaction in the transaction reporting. 
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Rather than providing overall conclusions, some NCAs pinpointed to particular problematic 

sections within a framework, while other parts were considered to deliver data of good 

quality267. Several NCAs found that reporting quality varies significantly entity by entity, 

across banks, investment firms, trade repositories, funds, etc. Finally, some NCAs 

differentiated between the different frequencies reports within the same framework, e.g. they 

were happy with the quarterly reports under Solvency II, while the annual submissions 

proved to be more complex and demanding, especially for small reporters268. Some NCAs 

noted that data quality depended on experience and time for learning; accordingly, data 

quality is generally poorer for new frameworks, new templates or templates with lower 

reporting frequency (annual or semi-annual) but can be expected to increase with time and 

experience. 

NCAs identified several factors determining the quality of data. The list begins with 

clarity and legal certainty: clear and consistent requirements, harmonised concepts and 

business-friendly definitions, leaving little or no room for interpretation269 result in higher 

quality. Closely related to this, frequent interaction with the supervised entities, clear and 

concise guidance (with examples where necessary), a well working Q&A-process, helpdesk, 

etc. are key to ensure a consistent approach. NCAs also noted a clear link between the 

quantity and complexity of the required information and data quality. Proper quality checks 

were also considered important, including properly implemented validation rules and other 

additional controls270 and consistently applied enforcement measures to enhance the quality 

of data. Technical choices regarding standards and formats, such as the introduction of 

XBRL, also contribute to improved data quality. Some NCAs found that data quality is best 

for data most frequently used by supervisors, possibly reflecting the stricter scrutiny and 

quality enforcement applied to such data. 

NCAs acknowledged the necessary learning curve for the industry (as well as for the 

supervisors) before quality becomes satisfactory. As a result, they noted that better quality 

data requires a more stable regulatory landscape in terms of reporting requirements (less 

frequent changes) and sufficient time to adapt to new/amended regulatory provisions and 

reporting requirements. The different characteristics of reporting firms is also an important 

factor influencing data quality according to NCAs. Such decisive characteristics are the 

complexity and diversity of the firm’s business models and instruments traded; the resources 

and priority that the firm dedicates to the reporting; the effectiveness of the firm’s systems 

and controls; competences, experience with reporting - many of these attributes correlate with 

the size of the reporting entity. In this context, NCAs consider the existence of proportional 

reporting requirements as key to increased (average) data quality. 

An NCA observed that firms that are outsourcing transaction reporting often have poor data 

                                                 
267  E.g. „The quality of the (AIFMD) data is particularly low in the sections concerning risk measures, stress tests, 

leverage of the AIF and subscriptions/redemptions.” Or „Lower quality on list of assets and cash flow data” for 

Solvency II. “The main factor affecting failures in this area (secondary markets under MIFIDII/MiFIR) is the different 

applications and/or interpretations of the rules by the trading venues operating in the Union.” 
268  The annual and quarterly reports are quite different, serving different supervisory purposes. 
269  An NCA mentioned as an example the lack of agreement between two counterparties on the data reported on the same 

transaction under EMIR.  
270  Several NCAs listed the extra quality controls they have developed and apply in-house.  
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quality. Another mentioned that the introduction of trade repositories as intermediaries 

between reporting entities and regulators created an additional level of complexity and 

potential source for errors. 

NCAs’ suggestions for improving data quality reflect the factors they identified as 

determining it. Regarding concerns about clarity and legal certainty, some NCAs called for  

clearer legislation, simple, clear and harmonized definitions, a “common financial 

language”271, common identifiers, harmonised data standards and formats, further and clearer 

guidance and instructions272; appropriate training on the domestic and international level273, 

and a more streamlined and quicker Q&A-process. In this context, meeting with the relevant 

industry stakeholders to discuss data quality issues, as well as greater coordination among 

supervisors was considered to be beneficial. The development of risk and supervisory 

indicators would facilitate the identification of key fields and data to be added and those to be 

removed from the reporting requirements. Some NCAs also suggested that reporting 

requirements should include more clearly the purpose of collecting the data in question. Such 

transparency, together with sharing with the industry the results in an aggregated format 

could help the reporting entity to better understand the content of the collected reports and 

their ultimate use, thereby improve data quality. 

NCAs also recommended to: implement additional, more detailed, stricter and thoroughly 

tested validation rules; use further quality checks (such as sanity checks on key fields, 

definition of standard behaviours/ranges, periodic quality reviews, even on-site activities, 

etc.); and to strengthen enforcement also to make supervised entities understand that good 

data quality is key in supervision. 

As already noted above, NCAs also called for more stability and consistency in the reporting 

requirements; and to leave enough time to both reporters and supervisors to adapt to new 

ones. Finally, some NCAs noted that data quality would be enhanced by simplified and more 

proportionate reporting requirements that are less burdensome for smaller firms. 

3.3.4 Differences in reporting processes  

NCAs were asked about their views on and experience with the different reporting processes, 

e.g. where data may flow from the reporting entity to the NCA and forwarded to the EU 

supervisor (e.g. CRR/CRD4, Solvency II) or from reporting entity to a designated third-party 

and forwarded to the NCA and the EU supervisory (e.g. transaction reporting under EMIR 

and SFTR), or from the reporting entity to the EU supervisor and then forwarded to the NCA.  

Most NCAs (26 out of 43 responses provided) believe that the sequential approach, whereby 

the entities report to the NCA, which then forwards the data to the EU supervisor, has several 

advantages. Firstly, a large number of respondents think that this approach combines 

efficiency and proximity, with important implications for data quality, stemming from the 

direct contact between the reporting entities and the NCA, and also from the NCA’s 

                                                 
271  Also across the different areas of reporting (supervisory, statistical, resolution, macro-prudential, etc.). 
272  Including individual examples of what is correct and what is wrong.  
273  Including mandatory dedicated workshops or online courses. As another NCA suggests, this could be one way of 

ensuring higher capacity of reporting staff in reporting entities. 



 

168 

 

knowledge of the local market and its specificities. Secondly, several respondents highlighted 

the merits of the sequential approach in terms of timely access to the data, enhancing the 

capacity of the NCA to carry out its supervisory duties and to react quickly to any perceived 

adverse evolution. Two respondents also mentioned improved data confidentiality as an 

advantage of this type of reporting flow. 

As regards the shortcomings of the sequential approach, several NCAs consider that the NCA 

as an intermediary might be a source of error and time lag due to differences in how the 

various NCAs have implemented the requirements, including validation rules. Also, the data 

quality assessment carried out at the national level is often affected by national interpretation, 

so that a uniform EU wide database cannot be ensured (e.g. in the case of AIFMD reporting, 

where management companies report first to the NCA as the main contact point, which then 

transmits the data to ESMA’s central database. Some respondents believe that this sequential 

reporting process is also more resource-intensive, as each NCA needs to build and maintain 

the data transmission system and carry out time consuming data quality verifications.   

In the area of transaction reporting, where data is reported to a designated third party (e.g. 

trade repositories in EMIR and SFTR), some NCAs noted advantages of this approach, in 

particular the fact that any follow-up action with the reporting entities to validate the data or 

to correct potential errors can be transferred to the specialised third party, thus removing 

workload from NCAs and ESMA and improving data quality. The benefits of using a unique 

reporting format were also highlighted. 

On the other hand, several NCAs noted that the system of reporting to a designated third 

party, which then forwards the data to the NCA and the EU supervisor, has a high level of 

complexity and poses various challenges to the reporting entities and NCAs alike. Firstly, it 

was argued that data quality and consistency could be more difficult to achieve when 

reporting to a third party. In the particular case of EMIR reporting, a number of NCAs noted 

that reporting to separate trade repositories (TRs) has led to non-comparability of the 

information provided, as reporting can differ across TRs. Some NCAs noted that data quality 

is affected because the validation process is not fully harmonised and inter-TR reconciliation 

is complex (in particular in cases where the two counterparties to the trade report to different 

TRs). Others pointed to problems due to the lack of NCA involvement at the stage of data 

validation and correction, as TRs do not inform NCAs about the feedback they provide to 

counterparties. Reference was also made to the specific case of reporting to an Approved 

Reporting Mechanism (ARM) under MiFIR, arguing that the reporting entities paying the 

ARM for the service being offered have the tendency to absolve themselves from any 

responsibility, often resulting in lower data quality.              

Only one NCA commented on the pros and cons of a reporting process whereby the entity 

reports to the EU supervisor, which then forwards the data to the NCA (as is the case under 

REMIT). According to the respondent, any updates to the rules and requirements could be 

easier to handle if reporting were delegated to an EU supervisor. On the other hand, the 

respondent pointed out that this approach also has some disadvantages, as NCAs lose direct 
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contact with the reporting entities, which translates into time lags274 and data quality issues. 

Also, the respondent considers that the EU supervisor, as the central manager, bears a high 

workload and ends up being a bottleneck in this model (for example, regarding system outage 

or processing capacity limits).       

NCAs provided a diverse set of suggested changes and improvements to the current reporting 

processes. For example, one respondent suggested the need for having one comprehensive 

regime for reporting for all sectoral legislation as this would be more efficient than having 

several different reporting regimes - one for each sectoral legislation, while another NCA 

sees merit in implementing a “multi-use of data” approach, whereby the data once reported 

can be re-used to fulfil as many different reporting requirements as possible. A number of 

respondents suggest including even more validation rules and automated controls in order to 

detect erroneous/missing data and strengthening the testing of these validation rules. A few 

NCAs think that the process of answering queries is too long and that the Q&A process 

should be speeded up. Other suggestions include: (i) Simplifying the format and content of 

the data reported; (ii) Implementing a faster and more transparent approval process for new or 

updated requirements by the Commission to reduce legal uncertainty and give reporting 

entities and NCAs more time to prepare; (iii) Introducing materiality thresholds, limiting the 

scope of resubmission requests to significant changes; or (iv) Centralising the data collection, 

quality checks and exchange of transaction reporting at the level of ESMA.    

3.3.5 EU-level and national reporting requirements  

On the question of whether there are any aspects of EU legislation or EU-level supervisory 

requirements that prevent them from setting up national supervisory reporting in an efficient 

manner, the large majority of NCAs answered negatively. NCAs generally acknowledged the 

benefits of having a harmonised approach to supervisory reporting and that the EU 

requirements provided them with the data needed to fulfil their supervisory responsibility. 

However, a small number of NCAs argued that the EU level requirements were excessive or 

that EU rules did not always leave enough flexibility to ask for additional data in some key 

areas where additional information could be beneficial. One national banking supervisory 

authority regretted that, due to the divided responsibility for supervising banks in the SSM, it 

was not allowed to impose additional reporting requirements for the significant banks in its 

jurisdiction.  

While acknowledging tensions between the benefits of having EU-wide harmonised data and 

national flexibility, a number of NCAs noted that current EU level requirements presented the 

right balance. They highlighted that these requirements were the result of intense discussions 

within the relevant ESAs as to what information the NCAs need in order to supervise 

efficiently and fulfil their mandate. While all NCAs had to make compromises with regard to 

                                                 
274  In the case of reporting under REMIT, ACER shares the data collected with the regulatory authorities within 24 hours 

(i.e., data collected today will be shared the following morning). If data was collected in a decentralised way, the 

complete data set would be available only once all NCAs had exchanged the data which would depend on the latest 

National Regulatory Agency to exchange the data. This would probably lead to delays bigger than 24 hours. Moreover, 

the current approach has the advantage that the regulators receive the complete data set rather than receiving each 

individual record of transaction immediately. 
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reporting, it was noted that the points raised by NCAs during these discussions were 

generally addressed and also that no NCA was deprived of information they thought was 

essential to have.  

NCAs noted that the level of flexibility to set national reporting requirements differed across 

EU legislation. Some specifically referred to insufficient harmonisation in particular in the 

area of investment funds (AIFMD and UCITS reporting), noting the problem this causes for 

entities operating on a cross-border basis. In areas where reporting follows the maximum 

harmonisation principle, NCAs explained that they were generally not able to dispense of EU 

reporting requirements or add additional national reporting within the scope of that 

legislation. However, they referred to significant flexibility in being able to add national 

requirements that are outside the scope of the legislation or subject to exemptions and 

discretion. Here, a small number of NCAs complained that harmonisation was insufficient, 

and some noted that the level of technical documentation provided by the ESAs was not 

always detailed enough to prevent different interpretations on the data. Others referred to the 

reluctance of some NCAs to agree to further harmonisation or to modifications in the 

technical documentation that may entail additional system development costs.   

The vast majority of NCAs explained that they customise EU-level requirements when 

implementing them at national level and/or complement EU-level data requirements with 

additional national data collections. Even those NCAs that argued that EU requirements were 

too extensive highlighted specific areas where additional national data was collected to fulfil 

specific supervisory needs and take account of national specificities.   

On the banking side, several national authorities explained that, given the different 

accounting frameworks open to banks (IFRS or national GAAP), they have different 

reporting systems and provide for national templates for those banks reporting under national 

GAAP, with corresponding separate reporting also required at consolidated, sub-consolidated 

and solo level. Other examples for national data collections related to the reporting of non-

performing loans, liquidity, the interest rate risk in banking book, operational risk and other 

areas where FINREP or COREP reporting was seen as providing insufficient (insufficiently 

granular or not frequent enough) information. A number of NCAs referred to country 

specific-risks, e.g. high NPL ratios in the domestic banking sector or overheating real estate 

markets that deserved more granular or more frequent reporting on NPLs and real estate 

lending, respectively. In this context, it was noted that these national requirements could be 

phased out once EU reporting in these areas is enhanced. Also, some NCAs required more 

extensive reporting on a solo level where the applicable EU requirements would only be for 

consolidated reporting (e.g. for large exposures). Other examples included additional 

reporting of the national identification code or similar identifiers and other smaller 

amendments to the EBA taxonomy. As regards bank resolution reporting, national 

customisation of EU requirements was justified with reference to legal specificities (e.g. 

insolvency law) or again accounting requirements (national GAAP vs IFRS).  

For insurance, some NCAs referred to additional national validation rules to what is 

otherwise harmonised Solvency II reporting. Others pointed to the provision in the Solvency 

II Directive that allows them to adjust requirements to introduce proportionality, so as to 

alleviate the burden for smaller insurers. Outside the scope of Solvency II, national 

authorities referred to reporting for statistical purposes, as well as additional reporting to 

facilitate market conduct supervision and fulfil an authority’s accounting enforcement duties. 



 

171 

 

Additional national reporting based on accounting data was noted by one authority given that 

the national GAAP differs from Solvency II recognition and valuation principles and 

undertakings’ position under national GAAP was still considered relevant for supervision. 

Additional reporting on profitability was also noted. One authority referred to its national 

summary reports on investments and investment income, stating that the list of asset template 

in Solvency II proved to be technically too demanding for its current database but that 

improvements were ongoing.   

A few prudential supervisors noted that, because of the maximum harmonisation approach, 

they had to stop a number of national templates, and consequently were no longer able to 

gather this data through the regular reporting route, resorting instead to alternative routes and 

ad hoc data collections.  

In the area of investment fund management, national differences were noted to be significant, 

and several NCAs provided an overview of the data that they regularly requested from the 

industry, referring also to specific examples where significantly more granular data (and in 

some cases different aggregations) is required at national level than, for example, required 

under AIFMD reporting. Examples of additional data collected at national level on AIFs' 

portfolios included the detailed portfolio composition in terms of each financial instrument 

(ISIN) invested by the fund or more detailed information on the geographical focus, 

investment strategy or risk profile of the fund as a whole.  

By contrast, few examples of national differences or reporting add-ons were provided in the 

area of transaction data reporting. For EMIR and to a lesser extent MiFIR, there was no 

legacy reporting in place at national level. Also, NCAs noted that the EU reporting 

requirements are very extensive, and that they see little need and/or little scope for requiring 

additional data at national level.   

The few examples of customised requirements set by NCAs referred to providing additional 

detail to points not covered by ESMA technical documentation or where further clarity of 

terms and requirements was needed. Also, a couple of NCAs stated a need to add some 

additional validation rules to enhance data quality checks. Several NCAs noted that they have 

extended the scope of EU requirements and applied those requirements to collect other data, 

e.g. on transactions other than those currently covered under the MiFIR transaction regime. 

One NCA explained that it has extended the MiFIR article 26 requirements that mainly fall 

on investment firms to regulated markets and MTFs in order to directly collect their data. 

Another highlighted the data flows it collects from trading venues and systematic 

internalisers, such as details of contracts concluded on such platforms and lists of financial 

instruments traded. 

More generally, many NCAs referred to the need to ask for additional data for statistical 

purposes, e.g. to complete national financial market statistics, going beyond the supervisory 

reporting set out in EU legislation. While a few NCAs referred to efforts to develop more 

integrated data reporting for supervisory and statistical purposes, others explained the need to 

collect more data for statistical purposes – sometimes at a more frequent and more granular 

level than what is required in EU supervisory reporting templates. Reference was also made 

to the additional reporting needs for macro-prudential purposes and to monitor specific risks 

to financial stability. Some NCAs insisted that national reporting was still necessary to allow 

the continuance of specific data time series or to allow better assessment of financial stability 
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risks and macroeconomic analysis. In this context, several NCAs also highlighted the need 

for ad-hoc reporting on specific risks, and to have flexible data collection available for NCAs 

to deal with country-specific data needs. 

Some NCAs clearly stated that they see national reporting as complementary and made 

efforts not to impose duplicative requirements, instead using current EU supervisory 

information where possible and not requesting information from institutions that has already 

been submitted. Indeed, several NCAs provided concrete examples where, as a result of EU 

requirements, some prior national data collections and data templates were discontinued (or 

in the process of being discontinued) to avoid duplication or undue data collections to limit 

the burden on supervised entities. However, others explained that there is still quite some 

duplication. They explained that this was partly for legacy reasons, and some stated a need 

for further review and streamlining of national requirements. A few referred to already 

ongoing national reviews to eliminate duplicative reporting and harmonise requirements.  

Beyond asking for additional data and extending the content and scope of what is being 

reported, a number of NCAs referred to customisation of EU requirements in relation to the 

format of reports. For example, instead of applying the XBRL standard for FINREP and 

COREP data collections in the area of bank prudential reporting, one NCA explained that it 

adopted another format that made it easier to implement additional validations between 

reports based on EU taxonomies and national data models. Several NCAs explained that they 

generally required XBRL reporting of CRR and Solvency II data, but had made concessions 

for smaller firms and granted them more time and less frequent reporting. A number of other 

NCAs specifically noted that they do not see any benefits of customising reporting formats 

and processes as these eventually lead to inefficiencies in terms of workload and data quality. 

One NCA admitted that due to current technical system limitations, it cannot yet take 

advantages of the EBA’s XBRL taxonomy and hence required the submission of data tables 

that differed from the EBA format, but that investments are ongoing to implement a technical 

system that will allow data to be collected in XBRL format in the short-term. Others also 

referred to ongoing efforts at national level to streamline national reporting and invest in IT 

system development. One NCA pointed to a need for more joined up working of the 

authorities when it comes to developing IT tools to be able to analyse the big volume of data 

that is being made available, in particular from EMIR transaction reporting. Rather than 

having a multiplication of individual NCAs' efforts to build their own infrastructure to 

analyse EMIR data, it would be efficient to work more closely together to develop a common 

infrastructure for the analysis of the data and detection of relevant risks. 

3.3.6 Implementation timelines  

The NCAs are divided as regards their views on the appropriateness of the implementation 

timelines for EU-level supervisory reporting requirements. 14 NCAs agreed and 14 NCAs 

disagreed with that the timelines on average are appropriate, while 13 expressed mixed 

views275, highlighting specific examples where timelines were considered too tight. Critical 

NCAs linked inappropriate timelines to poor data quality and ultimately inadequate 

supervision, and/or increased costs for both the industry and supervisors, and higher risk of 

                                                 
275  Three provided no answer. 
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ad-hoc requests.  

In terms of improvement, NCAs made several suggestions for a strict and standardized 

approach that all implementation timelines should follow. The request that any new 

requirements or amendments should allow for at least one year of preparations, for both the 

industry and the supervisory authorities, was frequent. Others refined it by demanding 6 

months for minor changes, and 12 months for larger ones. Some NCAs suggested that 6 

months of lead time in general would be appropriate. These implementation times should 

start from the finalisation276 of the detailed technical requirements at supervisory level (level 

2 and 3), which should be facilitated by the legal text at Level 1277. Changes should be 

aligned to achieve consistency and reduce implementation costs and not be too frequent 

(stability): preferably, new requirements / amendments should be implemented at year-end 

only, and as such should not change more than once a year (minimum freeze-period). In 

addition, essential questions of reporting entities must be answered in a timely manner in the 

implementation phase. 

3.3.7 Costs and burdens of supervisory reporting for NCAs  

As regards the quantification of costs and burdens of supervisory reporting for NCAs, the 

large majority of respondents were unable to provide any data, noting that this was not 

being systematically collected and difficult to estimate. Only a few responses included 

figures in terms of FTEs, or costs, but this data was patchy and not provided in a consistent 

and comparable manner, often lacking the details on what the estimates referred to.278 Also, 

one authority provided detailed cost figures but on a confidential basis.   

Instead of quantification, NCAs discussed the administrative burden in qualitative terms. IT 

system development and implementation279 was seen by many as the most costly element of 

supervisory reporting in recent years, in particular during the introduction of the new or 

amended EU reporting frameworks 280 . NCAs also noted that such one-time costs are 

relatively higher in smaller countries, as not being proportional to the size of the market. 

Once the new systems and processes are in place, ongoing day-to-day supervisory activities 

become relatively more important. The most burdensome of such activities are clearly related 

to data quality checks/validation281, data cleaning282 and data analysis. System development 

requires relatively more financial resources, while the day-to-day activities of data analysis 

and supervision is more human-resource intensive. Two authorities emphasized that 

investments also led to savings, e.g. automation saves labour costs, or that EU reporting 

                                                 
276  Draft versions would not be sufficient. 
277  I.e. the level 1 timelines should take into account the time needed to finalise level 2 and 3, and also focus on reporting 

objectives but not contain technical details. 
278  The few responding authorities themselves have different responsibilities in terms of sectors to supervise, and operate 

on very different markets with substantial differences in terms of the number, the size and the activities of the 

supervised entities.  
279  Implementation of not only the data collection phase, but also subsequent processing, e.g. automated analytical tools. 
280  Several NCAs still put data analysis or the validation process in the first place. 
281  Data quality checks are an important part of implementation as well, one may consider that implementation is finished 

only when data quality errors fall below a certain level. 
282  Activities include responding to questions from reporting entities, following-up erroneous data with them, 

resubmissions, etc. 
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makes national implementation unnecessary. 

3.4 Other consultation activities 

In addition to the consultations, the Commission organised four workshops with the 

participation of various stakeholders involved in the supervisory reporting that took place in 

the final two months of 2018. 

3.4.1 Workshop with representatives of the insurance and pension fund industry 

The workshop held with representatives of the insurance and pension fund industry took 

place on the 19th of November 2018 and gathered 14 participants. The key messages from the 

workshop are summarised hereafter: 

 Insurance corporations and pension funds acknowledged the value of high-quality 

reporting and welcomed the Fitness Check as an important step towards streamlining 

the supervisory reporting requirements; 

 The regulatory framework applicable to European insurance/reinsurance companies 

and pension funds is characterised by a relatively high degree of specificity. As a 

result, the discussion during the workshop remained to a large extent focused on very 

granular issues related to the Solvency II framework, while very few concrete 

examples of cross-framework dysfunctionalities emerged. Some participants 

mentioned the inconsistencies/overlaps between transaction reporting under Solvency 

II and EMIR on one hand, and position reporting under Solvency II and CRD IV, on 

the other hand. Nevertheless, no details have been provided as to the particular 

definitions which are inconsistent, nor as to the overlapping data points; 

 The short deadlines for Solvency II reporting emerged as one of the main areas of 

concern, with some participants claiming that the current deadlines were the main 

factor affecting data quality. When asked which should be the priority areas for quick 

fixes, most participants mentioned the improvement of reporting deadlines as a key 

initiative in that respect, which would require modifications in Level 1 legislation; 

 Duplication between the information available in various templates/reports was also 

frequently mentioned. A typical example given to illustrate this matter was the SFCR 

report requested under Solvency II, which some participants saw as a repetition of the 

information already communicated through other public reports283; 

 Double-sided reporting under EMIR, the misapplication of the Solvency II provisions 

on proportionality in certain jurisdictions and gold-plating were other perceived 

problem areas; 

 EIOPA delivered a presentation on its approach to reporting and disclosure and on the 

upcoming Solvency II 2020 review. The more holistic reporting and disclosure review 

is intended to focus on, among others, SFCR disclosure, QRTs, proportionality and 

taxonomy. In its presentation, EIOPA also acknowledged the important role played by 

the feedback gathered from the insurance industry through the public consultation in 

preparing for the Solvency II review284.   

                                                 
283  This issue has now been included as one of the elements to be addressed in the Solvency II review. 
284  The discussions held during this workshop also contributed to the public consultation on the Solvency II review.  



 

175 

 

3.4.2 Workshop with National Competent Authorities (NCAs) 

The workshop held with NCAs took place on the 21st of November 2018 and gathered 29 

participants from 12 Member States and Norway. The key messages are summarised below: 

 The first session focused on the impact of current EU supervisory reporting 

requirements on NCAs. While it was broadly agreed that centralisation had many 

practical benefits for both the reporting entities and supervisors, some workshop 

participants also cautioned against the shortcomings of having too much 

standardisation (e.g. due consideration should be given to the business models of the 

supervised entities). It was also noted that, as some national requirements had to be let 

go, some NCAs had recourse to ad-hoc requests and other surveys in order to make up 

for the information which was no longer available. Participants tended to agree that 

centralisation only made sense when the competent authorities exchanged the 

information among themselves; 

 The second session of the workshop focused on data quality and the feedback 

provided by the competent authorities to the industry. There was consensus among the 

participants that data quality would improve considerably if the reporting entities 

received more feedback from the authorities whenever a new taxonomy was 

developed, with sufficient lead time for implementation. It was also agreed that 

sometimes there was a long lag between the moment a reporting entity issued a 

request for clarification and the moment a Q&A was published. Some validation rules 

were not easily understood by the entities or were not well defined from the outset, 

thus acting as blocking factors. Several NCAs stated that they were obliged to find 

workarounds, only applying the validation rules to those fields which were most 

relevant for regulatory and/or supervisory purposes; 

 The topic of the third session was the interaction between the EU-level and national 

supervisory reporting. Most participants believed that national requirements could not 

be completely ruled out, given the local specificities of certain financial sectors. One 

participant claimed that, if not implemented properly, standardisation could lead to an 

even larger number of requirements. There was broad consensus across the attendants 

that more information sharing among the various authorities was desirable, subject to 

data protection standards being met; 

 The aim of the fourth and final session of the workshop was to gather the points of 

view of the participants on potential ways to streamline supervisory reporting 

requirements. Several participants advised against implementing small changes, as 

these would entail significant costs for the smaller players and also for the NCAs. A 

longer-term approach, with more fundamental changes, would be preferred instead. 

The harmonisation of definitions across the various pieces of legislation and the 

emergence of a common financial language were advocated by some attendants and 

generally found support in the audience. On the contrary, the idea of creating a central 

data hub was largely dismissed.                            

3.4.3 Workshop with financial market infrastructures and asset managers 

The workshop held with financial market infrastructures and representatives of the asset 
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management industry took place on the 28th of November 2018 and gathered 27 participants. 

The following key messages were delivered: 

 Reporting entities have faced a significant increase in reporting requirements since the 

financial crisis. While industry participants appreciated the need for additional data 

for supervisory purposes, fragmented silo approaches across legislation have created 

issues as concerns deviating definitions, formats and standards, which have given rise 

to disproportionate and unnecessary compliance costs; 

 There was wide consensus amongst the participants of the workshop that further 

harmonisation and alignment across reporting frameworks could lower the reporting 

burden. A majority, however, noted that small incremental improvements should be 

avoided. Issues should rather be tackled via major overhauls, addressing also cross-

legislative issues in a coordinated manner. The ultimate objective should be to 

implement a common financial language which will allow moving towards a 'report-

once' principle. The extent to which the latter can be achieved was questioned by 

some participants (given today's technology at least), in particular ESMA and the 

ECB; 

 Industry stakeholders saw an added value stemming from certain supervisory 

reporting requirements in terms of internal data gathering for internal risk 

management and business development purposes. They questioned, however, whether 

data reported under certain other fields was actually used by supervisors. The 

presentation held by ESMA revealed that (i) reported data was in fact used, although 

not always in the context envisioned by the respective framework, and (ii) industry 

representatives were largely unaware of the use-cases presented; 

 As concerns transaction reporting, reporting entities flagged several examples of 

inconsistencies across the MiFIR, EMIR and REMIT frameworks. These relate in 

particular to definitions used (e.g. criteria for OTC vs. TOTV (traded on trading 

venue)), formats and standards (e.g. ISO vs. FpML) as well as the more general 

reporting approaches (e.g. reporting modifications vs. regarding each modification as 

separate transaction). On the topic of standards it was noted that a wider use would 

lower the reporting burden but that multiple standards are needed for different aspects 

(e.g. ISIN would be unusable for OTC). 

 On the asset management side, stakeholders complained in particular about the level 

of fragmentation across nationally transposed legislation. Reporting formats and 

interpretations of fields often differ from one MS to another while national ad-hoc 

requests add to these inconsistencies even further. It was also highlighted that certain 

reporting requirements are inadequately tailored to reflect the activities of certain 

funds, thus making it difficult to understand what is to be reported (e.g. 'fund turnover' 

reporting field for private equity (PE) funds). 

 The last session on 'the way forward' revealed that stakeholders would highly 

welcome an increased alignment of standards and the creation of a common financial 

language. Some participants, however, warned that regulators must be extremely 

diligent when implementing changes as the situation could otherwise aggravate rather 

than improve. Many stakeholders also called for an increased centralisation of 
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reporting at the European level as this would automatically avoid diverging national 

interpretations. There was no firm agreement on whether to address issues separately 

whenever possible or rather in one fell swoop. Many however appeared to favour the 

latter option. Meanwhile, there was strong consensus that new legislation and their 

related reporting frameworks should provide for longer implementation times with 

appropriate guidance provided to reporting entities duly in advance of the respective 

go-live date. 

3.4.4 Workshop with representatives of the banking sector 

The workshop held with representatives of the banking sector took place on the 3rd of 

December 2018 and gathered 15 participants. The discussion could be summarised into 

several key messages, as follows: 

 Banks considered the current supervisory reporting set-up as being considerably better 

compared to the pre-crisis period, but were aware of inefficiencies in reporting arising 

from the way new requirements were introduced; 

 The main reason for inefficiencies was the design of reporting requirements by the 

authorities (at both EU and national level) in isolation, without taking into account the 

data already collected and without consulting the industry on the most efficient use of 

the data already available at banks; 

 The above silo approach has led to inconsistencies in reporting concept definitions 

between reporting frameworks and to complex reconciliation and aggregation of the 

reported data (e.g. counterparty, exposure classification, resolution consolidation 

rules, NPL default definition, etc.); 

 One specific and important source of inconsistency was the use of different 

accounting rules (e.g. IFRS, national GAAPs) as the basis for reporting; 

 The second source of inefficiency stemmed from the fact that the reporting 

requirements were specified in the form of templates specific to a particular 

supervisor and particular use. This situation led to the reporting of the same 

underlying granular data with variations in aggregation, categorisation and the amount 

of reference information provided; 

 Supervisors, mainly national, still maintained the existing reporting requirements, 

even in cases where they overlapped with the newly introduced ones;   

 Another cause of burden was the insufficient time for implementation of the reporting 

requirements. This was due to the improper incorporation of the IT implementation 

timeline in the overall legislative timeline. By the time the final version of the 

ITS/RTS was published, the time left for the robust implementation and thorough 

testing of the reporting and corresponding validation rules on the reporting entity and 

supervisors’ side was insufficient. This had a negative impact on data quality, leading 

to requests for resubmission and thus increasing the amount of resources dedicated to 

the reporting process; 

 Ad-hoc requests were seen as particularly burdensome because they compounded the 

issue of inconsistent definitions with very short deadlines, which prevented using the 

existing reporting infrastructure and entailed large amounts of manual processing; 

 Workshop participants considered that a common dictionary containing definitions of 

reporting concepts and a mapping of the data currently reported were necessary in 

order to reduce or eliminate inconsistencies. Any new reporting requirements would 

then need to be verified against this dictionary to ensure consistencies and avoid 
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overlaps; 

 Participants also believed that regulators and supervisors should clearly articulate the 

supervisory objectives and engage in interactive discussion with the industry early in 

the requirements design phase to find the most efficient way to provide the data 

necessary to achieve the stated objectives. 
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ANNEX 4: OVERVIEW OF MAIN ISSUES WITH EU SUPERVISORY REPORTING 

REQUIREMENTS 

The various consultation activities undertaken as part of the Fitness Check (see Annex 3 for 

detail) showed that stakeholders do not question the need for supervisory reporting. Also, 

most acknowledged that supervisory reporting requirements are needed for supervisors to 

fulfil their mandate and contribute to the overall regulatory objectives of financial stability, 

market integrity and consumer/investor protection in the EU financial system.  

However, stakeholders (from industry and public authorities) raised a very large number of 

issues, ranging from the very detailed to the quite broad. While chapter 6 of the main report 

presents the overall assessment according to the five evaluation criteria, this Annex presents 

the assessment on the basis of the main issues raised by stakeholders.  

Annex 4.1 presents a summary of the cross-cutting issues that have been identified by 

stakeholders. Although this Fitness Check was mainly aimed at assessing EU supervisory 

reporting requirements on a cross-sectoral basis, focusing in particular on overlapping, 

duplicating or inconsistent requirements between different legislative frameworks, most 

issues raised were in fact specific to a particular sector and framework. They often 

highlighted very detailed requirements within specific frameworks that were seen as not 

working well or imposing excessive burdens. All specific concerns raised during the public 

consultation, the conference, targeted consultations, workshops and roundtable discussions 

were reviewed in detail and assessed.  

Annex 4.2 provides a summary overview and short assessment of these sector-specific 

concerns, grouped into four sectors: banking, insurance, asset management and financial 

markets. To the extent that they are framework-specific, many of these issues are best 

addressed in sectoral reviews and improvements of the legislation in question, and in fact 

many of the issues raised are already within the scope of ongoing reviews or other initiatives 

addressing supervisory reporting.  

4.1 Overview of cross-cutting issues  

Although typically sector- or framework-specific at the detailed level, the analysis of these 

issues suggested some common concerns with supervisory reporting across the EU financial 

acquis. As can be expected, industry stakeholders often took quite different views from those 

of regulatory and supervisory authorities, but there was nonetheless agreement on the need 

for improvement regarding many of the key themes. The common or cross-cutting themes 

include the following - not ranked in any particular order as their importance differs across 

sectors and frameworks:  

 Complexity and lack of proportionality of requirements 

Reporting entities claim that there are too many reporting requirements, too many data fields, 

and too many templates, and that these are not sufficiently coordinated and aligned. 

Moreover, it can be difficult for reporting entities to identify which data requirements apply 

to them, given the large volume of relevant legal text and accompanying guidelines and the 

way the requirements are drafted. In several areas, the reporting burden is deemed to be 

excessive compared to the added supervisory insights gained. The complexity of supervisory 

reporting reflects to a large extent the complexity of the regulatory framework and the 



 

180 

 

financial system itself.  

A related concern raised by industry is that proportionality of supervisory reporting is not 

systematically ensured. While recent efforts have already been made to reduce the reporting 

burden (e.g. for smaller and less risky banks or investment firms in the CRR or for pension 

funds and non-financial counterparties reporting OTC derivatives trades under EMIR), the 

proportionality of supervisory reporting remains a concern. Smaller institutions noted that 

although they only have to complete a limited number of reporting fields, reflecting their 

more limited activities, they are still required to go through the full return and justify which 

parts are relevant and which not. Questions about materiality were also noted in this context, 

such as the burden arising from the reporting of non-material values in the CRR or the need 

to reconcile of non-material transaction data across trade repositories in EMIR.  

 Unclear and inconsistent definitions 

Inconsistent and unclear definitions, both in EU and national reporting, introduce a burden 

for reporting entities. They imply often time-consuming and labour-intensive data preparation 

efforts.  

While the definitions applied to reported data are often very similar, minor differences in the 

meanings (e.g. the scope of transactions or exposures covered or the specific calculation 

method applied) prevent reporting entities from using one single reporting system for all their 

reporting obligations. Reporting entities then need to operate duplicative reporting systems, 

with implications in terms of fixed and on-going costs. In addition, there are certain 

definitions that are not sufficiently clear or are left to the interpretation of national competent 

authorities. This means that reporting entities face uncertainty in the supervisory reporting 

process, often needing to guess the intention of the regulator, which can result in potential 

errors and lower quality data. Examples include the definitions of terms like counterparty, 

NPL default, various AIFMD reporting fields, resolution consolidation rules and transaction 

notional amounts modifications, among other. 

Inconsistent and unclear definitions also affect supervisors as they make data aggregation and 

reconciliation across frameworks more difficult. Examples include transaction data 

differences between EMIR, MiFIR and REMIT reporting requirements (e.g. definition of 

'OTC derivative' or 'trading on trading venue' (TOTV) concept). 

 Insufficient or inconsistent use of standards and formats 

Current EU supervisory reporting requirements make reference to different standards and 

formats, depending on the legislation and the recipient of the data. Some legislations impose 

standards and formats – although not necessarily the same ones in different acts – while other 

legislations only recommend them or do not make any reference to them at all.  

The use of common standards and formats can greatly simplify reporting processes. With the 

current fragmented approach, reporting entities are required to develop IT conversion systems 

and make manual efforts especially during the system setup phase to convert data from one 

standard or format to another. Supervisors face similar issues when trying to aggregate data 

that is reported in different standards or formats. Both aspects risk creating data quality 

issues.  
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Finally, all groups of stakeholders emphasise that the greater use of standards and formats 

could result in a significant reduction of the reporting burden. This applies also to the greater 

use of identifiers, such as the Legal Entity Identifier (LEI), as the underlying reference data 

would then no longer need to be reported individually but could be extracted from a central 

repository. Reporting entities that are internationally active argued in particular for the need 

to advance and adopt internationally agreed standards (such as the LEI but also other 

identifiers and reporting standards).  

 Distribution of requirements between Level 1 and Level 2 acts 

In principle, Level 1 legislation is intended to set out a high-level framework for the 

requirements, while the details – including the form, content, format, frequency, etc. – of the 

reports are to be defined by the ESAs at Level 2. However in practice, this approach is not 

always followed, and in a number of cases, Level 1 legislation may contain more detail than 

intended. This reduces the ability of the ESAs to define the reporting requirements to best 

reflect the supervisors' needs (and supervised entities standard practices) and to adapt them as 

these needs or market conditions change. 285  The result is that either the reporting 

requirements are not entirely suited to the data needs, or complex workarounds need to be 

developed, which increases the burden for both the reporting entities and the supervisors.  

 Double reporting and overlaps  

Supervised entities complain that there are numerous overlaps across different reporting 

frameworks. For example, banks point to overlaps between FINREP and COREP reporting of 

the liquidity ratios and ECB reporting, and that a lot of the data requested as part of resolution 

reporting (often on an ad-hoc basis) is already reported to the supervisory authorities. 

Frequently, there will not be a perfect overlap in terms of reporting fields or data points, but 

the informational content is argued to be very similar if not the same. Regarding transaction 

reporting, it was noted that the same transaction needed to be repeatedly reported (up to 9 

times) under EMIR, MiFIR, REMIT286 and MAR.  

According to the detailed analysis conducted for this Fitness check, direct overlaps in terms 

of data points are in fact minimal – and mainly apply to transaction reporting. But even there 

the issue is not so much the duplication of data to be reported than inconsistencies between 

frameworks and seemingly similar yet somewhat different requirements that create the main 

difficulties for reporters. Moreover, stakeholders raised concerns that some of the reports 

inaccurately capture specific transactions or modifications, as the framework was not 

designed for them (e.g. MiFIR capturing modifications of swaps as separate transactions or 

the reporting of exchange traded derivatives (ETDs) under EMIR). According to the industry, 

                                                 
285  While an in-depth assessment of the reasons for such discrepancies is beyond the scope of this Fitness Check, it should 

nonetheless be pointed out that this is not only a matter of internal European Commission policy and the differences in 

approach across different sectors, but can also stem from decisions taken by the European Parliament and the Council 

during the legislative adoption process. 
286  With regards to REMIT, multiple reporting requirements might only be perceived and be due to possible uncertainty as 

to whether the reportable energy transaction also qualifies as a derivative instrument. This leads to uncertainty whether 

certain wholesale energy products are to be reported under REMIT or under EU financial market legislation. 

Consequently, market participants might choose to report under both schemes, even if they are not obliged to do so.   
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the situation is made more complicated by the existence of parallel but non-aligned reporting 

processes. One example of the latter is trade repository reporting in EMIR vs. approved 

reporting mechanism reporting in MiFIR.  

 Redundancy of certain data requirements 

Supervised entities noted that they perceived many reporting requirements as redundant, and 

provided very concrete examples of redundant requirements, often also repeating concerns 

noted above about lack of proportionality. Most supervisors concluded that the reported data 

was broadly relevant and required, but some nonetheless highlighted scope for reducing 

specific requirements or reporting templates. For example, in the area of banking, although 

supervisors at the EBA jointly agree on the common EU supervisory reporting standards, 

some of them noted that parts of the additional liquidity monitoring metrics (AMML) for 

banks reporting under CRR were overly granular and not adding enough value to the 

assessment of banks' funding profile compared to the burden; the scope of the reporting of 

sovereign exposures could also be reduced through applying a higher exemption threshold, 

with no significant loss of global information needed. As another example, some market 

supervisors argued that the SSR reporting of net short positions in shares held by natural or 

legal persons above a certain threshold provided limited information and was difficult to 

verify and use; and separately, that transaction reporting under EMIR was redundant, since 

what mattered for systemic risks were the positions and not the individual trades. 

The views of supervisory authorities differed significantly, suggesting there is a case for 

further coordination and agreement as to what data is actually needed for supervisory 

purposes. Some supervisors admitted that it is too early to assess whether all the data reported 

is ultimately useful, and that in any case there is a need for review on a regular basis with 

some reports being dropped when new ones are added as risks change. Some supervisors 

noted that a reduction of reports could be achieved as long as supervisors maintained a right 

to ask for additional information as needed. However, such ad hoc reporting raises its own 

problems, as noted below.  

Views also differed as to whether  reporting of a data aggregate is redundant if the data is 

already provided at the granular level that would allow the aggregate to be derived by 

supervisors themselves. Similarly, stakeholders argued that the requirement to report an 

identifier makes it unnecessary to also report the underlying reference data – as this data 

could be extracted from the repository (e.g. if the International Securities Identification 

Number (ISIN) is reported, there is no need to report most other product-specific details; or if 

the LEI is reported, this makes it unnecessary to report counterparty details that are inherent 

in the LEI, such as country of domicile). Nonetheless, some supervisors pointed out that in 

some cases, the identifiers are requested only 'where available', in which case simply 

eliminating the reporting might not be feasible. In this context, several stakeholders warned 

that dropping individual data requirements can also create difficulties and costs, especially if 

it requires adjusting existing reporting templates; dropping entire templates is easier.  

 Inappropriate frequency and timing of reporting 

Supervisors generally argued that the reporting frequency was adequate to meet their 

information needs, and there was little scope to reduce the frequency. Only a few supervisors 

made the case for a lower reporting frequency, but only with respect to specific requirements, 

including:  i) in banking, as long as the monthly reporting of the liquidity coverage ratio was 
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maintained, the reporting of additional liquidity metrics could be reduced to six months; and 

ii) in asset management, the submission of semi-annual reports of UCITS to NCAs could be 

dropped because, unlike the annual reports, which are audited and contain substantial 

reporting with extensive supervisory information, the semi-annual reports have limited 

information content as such and the supervisory assessment mainly involves checking the 

timely submission and formal completeness of the submission. Also, regular reporting of 

information on business matters that are stable over time (e.g. information on the governance 

system, as required in the annual solvency and financial condition report (SFCR) of Solvency 

II) was seen as superfluous by some.    

In contrast, reporting entities complained not only about the frequency at which they have to 

report but also about the fact that frequencies differed and reporting deadlines were poorly 

coordinated across supervisory reporting frameworks. For example, market participants noted 

that the differences in the regimes for transaction reporting, with data required to be 

transmitted as soon as possible (within 15 minutes), some the day after early morning (T+1 at 

7am), some the day after at the close of business (T+1 at 5pm). Moreover, supervisory 

reporting deadlines often do not fit well with other reporting requirements, such as the 

publication of annual or quarterly financial results.  

 Too many ad-hoc requests 

Related to issues around reporting frequency and deadlines for supervisory reporting, 

industry stakeholders raised concerns about ad-hoc data requests (or incidental, one-off 

requests that come on top of the regular supervisory reporting), including ad hoc requests 

imposed by supervisory authorities at national and European level, including data requests by 

the ESAs in response to calls for advice by the European Commission). While supervisors 

justify these requests by new information needs (e.g. to assess a new risk or specific area of 

supervisory concern), ad hoc requests add to the compliance burden for supervised entities. 

Ad hoc requests can be particularly burdensome, also from an IT systems perspective. These 

requests often do not include technical specifications concerning the form of the data or the 

method of its transfer. This means that ad hoc requests usually cannot be incorporated into 

reporting entities’ IT systems and can be challenging given the complexity and frequency of 

such requests.  

 Lack of harmonisation and national ‘gold-plating’ 

The interplay between EU and national reporting can also create a significant source of 

burden for firms that operate in different jurisdictions. Cases of insufficient harmonisation 

allow the Member States some flexibility as to how the reporting requirements are 

implemented in practice, which often results in significant national divergences. One example 

of a reporting framework, which industry stakeholders claim is not sufficiently harmonised, is 

bank resolution reporting under the BRRD, which does not follow the maximum 

harmonisation principle of bank supervisory reporting under the CRR. “Gold plating” applies 

in particular to reporting frameworks based on minimum harmonisation (e.g. asset managers 

highlight significant national differences in the AIFMD report content and a lack of 

harmonised UCITS reporting), but also to legislation based on  maximum harmonisation.  

The existence of divergent implementations of EU-level supervisory reporting requirements 

or of national supervisory reporting requirements in parallel or in addition to EU-level 

requirements results from a range of factors, including legacy systems (e.g. in banking, where 
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not all national reporting processes have been fully phased out), accounting differences in 

countries where banks or insurers have to report under national GAAP, and market 

specificities which are used by NCAs as justification to request additional data (e.g. insurance 

policies that are specific to a country). National differences also arise when NCAs make ad 

hoc data requests or because different definitions are applied for the same data fields (where 

there are no common formats and standards or these are not used). To help address these 

issues, stakeholders are calling for closer coordination between the national and EU levels.  

 Data validation issues  

Another area that received significant comment from industry stakeholders concerns the 

quality control process through the validation of the data transmitted to supervisory 

authorities. They argue that there have been too many instances of errors or wrong references 

in the validation checks, and that validation rules should be properly tested and subject to 

consultation before being implemented. National differences in data validation rules were 

also a concern, when national supervisors require additional validation, leading to additional 

burdens for cross-border firms as a uniform internal data validation process is impeded.  

Differences in validation rules between reporting frameworks (e.g. in the case of EMIR and 

REMIT reporting of energy financial derivatives) or between different trade repositories 

under EMIR were also mentioned, causing unnecessary additional IT requirements for the 

reporters. Separately, as already noted above, non-materiality was also raised as burdensome 

as overly accurate validations may result in reports being rejected even if the value is not 

material or is the result of rounding differences. Stakeholders (including supervisors) 

suggested the need to revisit validation rules to strike a better balance between data accuracy 

and the additional cost of imposing extra controls.   

 Frequent changes to requirements and insufficient time for implementation 

This is one of the key sources of reporting burden for both industry and supervisors, who 

have all called not only for greater stability in the reporting requirements but also longer lead 

times to plan and implement new requirements. For example, EMIR has brought forward 

changes requiring major IT updates every year since 2014. The ECB's short-term exercise 

(STE)287 was also mentioned. Final MiFIR RTS/ITS were only available 2 months before 

entering into force, and an excessively short implementation deadline was noted for Solvency 

II group reporting.  

Problems also arise when the scope changes at the very end of the process. As an example, in 

2016, the reporting of the LCR was changed several months after the application of the 

Delegated Act, and until the new templates became applicable, institutions reported the LCR 

in old templates that the supervisors could not use. Supervised banks and supervisors noted 

that this could have been avoided if there had not been a delay in the endorsement of the draft 

technical standard (in this case example, prepared by EBA) and that this problem could be 

avoided going forward if the ESAs were given the competence of issuing reporting technical 

standards that would become directly enforceable when they respond to a mandate in a level 

1 text. 

                                                 
287  The STE exercise refers to additional data requested by the SSM for systemic institutions, supporting the Supervisory 

Review Process (SREP) with data not available under the CRR ITS. 
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Frequent changes to the reporting frameworks require updates or larger overhauls of existing 

IT systems. Implementing those changes at short notice can be difficult, costly, and time-

consuming. Updated systems should ideally be tested before going live. Often, there is little 

or no time to carry this out in practice, which can result in detrimental impacts on data 

quality. As a result, supervisors will not be able to rely on the new data until such quality 

issues are adequately addressed, which raises the question of whether a rapid roll-out 

ultimately holds any benefits.  In this context, industry stakeholders also raised concerns 

about the lengthy process of Q&As, with delays in the ESAs answers to questions adding to 

the uncertainty. Separately, frequent changes to the data validation rules were of concern, 

reducing data quality but also imposing additional costs as a high number of releases often 

requires human intervention and impedes automation. 

 Lack of information on the usage of reported data 

Supervised entities argued that there is often no clear link between regulatory objectives and 

the data to be reported, and that insufficient information is fed back to reporting entities on 

the use of the reported data. For example, in their view, there is no feedback on banks’ 

recovery plans and little is known on the usage of EMIR data. Moreover, regarding some 

reporting frameworks (e.g. EMIR and AIFMD), there is evidence that data is not yet used to 

the full extent because of data quality issues. However, as shown with examples in Box 3 in 

section 6.1, supervisors are in fact using this data extensively and some of the results are also 

fed back to the industry, including a description of where data quality issues stand. 

Stakeholders from the asset management sector highlight a lack of aggregate data for the 

sector, especially in light of the considerable effort of individual management companies to 

report data to supervisors. Again, there are examples of such data being used and published in 

the meantime. Finally, industry stakeholders argued that supervisors do not have sufficient 

clarity on how the data they are requesting will be used, and that, as a result, many reporting 

entities primarily focus on the formal fulfilment of reporting obligations without particular 

care for the quality of the reported data. Thus, more consideration should be given to the 

exact purpose of a reporting requirement before it is implemented. Also, a lack of 

transparency on the part of supervisors on their use of data suggests a lack of accountability 

and might incentivise supervisors to ask for ‘nice to have’ data that they may not actually 

need.  

 Inadequate consultation of the industry and ‘consultation overload’ 

Reporting entities further complain that they are not always adequately consulted during the 

drafting of reporting requirements, especially when there is insufficient time foreseen in the 

legislative process, but also that overly frequent changes can lead to a 'consultation overload' 

which can adversely affect entities' ability to provide effective feedback to consultations. As 

a result, the requirements may unnecessarily deviate from the entities internal business 

processes, thereby imposing additional compliance costs. For example, in the area of 

derivatives transaction reporting, stakeholders said they use the FpML information exchange 

standard internally to record OTC derivative transactions while supervisory reporting under 

EMIR and MiFIR mandates the use of the ISO 20022 standard. Reformatting from one to the 

other standard is often problematic as the representations and informational content attached 

to the respective metrics vary. Better consultations and feedback from the supervisors would 

allow the industry to contribute to improving the reporting requirements and may help 

prevent or eliminate superfluous reporting requirements.  
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 Data gaps 

While industry stakeholders typically complained about too many reporting requirements, 

most supervisory authorities identified data that they are missing to fulfil their supervisory 

duties despite the already extensive EU requirements. Authorities also noted that data needs 

change over time (industry evolves, new risks, etc.), so new data will always be needed to 

fulfil supervisory duties effectively. Examples of specific data gaps include: EMIR end of 

day position reports, mandatory reporting of the LEI under the AIFMD (in order to combine 

fund data with data under other frameworks and improve the ability of supervisors to monitor 

systemic risk); reporting of LEIs of large borrowers under the large exposures framework for 

banks; and more granular reporting of non-performing loan exposures. This is further 

discussed under the "effectiveness" criterion. National supervisors noted that they were 

usually able to fill data gaps with additional national reporting, resulting in additional 

national reporting. 

 Inadequate data quality 

Concerns about the data quality was a common theme among stakeholders from industry and 

public authorities. Most of the issues raised above (e.g. volume and complexity of reports, 

reporting timelines, inconsistencies, lack of clarity, etc.) can all contribute to quality 

problems. Resource constraints also play a role, and stakeholders pointed to a strong learning 

curve, considering that the experience with reporting is still limited for many frameworks 

(also considering revisions). Supervisors also noted significant differences in data quality 

among reports, which they attribute to resources, culture and experience.  

 Co-operation and data sharing between supervisory authorities  

Supervised entities complain about instances when they have to report the same or similar 

data to different supervisory authorities (e.g. to prudential supervisor and market conduct 

supervisor, to supervisor and resolution authority, to home and host state supervisor). While 

supervisory authorities see the scope for improvement, they point to significant legal and 

regulatory barriers to data sharing. While some authorities noted that they benefit from 

legislation or explicit data sharing agreements between competent authorities in the country 

(e.g. between prudential and market supervisors), many highlighted that they often do not 

have access to the data that may be available by other authorities (within the country and in 

particular on a cross-border basis), requiring them to request data directly from supervised 

entities even if the data has already been reported. 

4.2 Overview of sector-specific issues 

The following presents the summary of the main sector-specific issues related to supervisory 

reporting raised in various stakeholder interactions (consultations, workshops, conference, 

etc.). Note that the description in part is technical, referring to specific reporting concepts and 

terms in the relevant reporting frameworks.  

4.2.1 Banking 

Stakeholders from the banking sector raised concerns in different areas. These include the 

following, which are summarised in no particular order. Double reporting and overlaps 

were perceived as one area of concerns. For example, it was argued that some reporting for 

resolution purposes and for reporting on the minimum required eligible liabilities (MREL) 
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under the BRRD, overlap with COREP/FINREP requirements under the CRR. Also, data 

required by the SRB for calculating contributions to the Single Resolution Fund are already 

available to supervisory authorities, and so is data to be reported to the deposit guarantee 

scheme. Some banks noted that two separate returns are required for deposit guarantee 

schemes (DGS) even though they include the same figures. They also pointed to multiple 

reporting of information on derivatives exposures and loans to different supervisors at EU 

and national level, with supervisors requesting the data without taking into account that the 

information is already reported elsewhere. However, overlaps between data requests often 

result from inability of the supervisors to share confidential bank data with one another, 

leading to multiple similar but not quite identical requests. Supervisors also argued that 

information may look similar but actually differs to meet the different supervisory objectives. 

Banks also referred to overlaps between supervisory reporting under the CRR and statistical 

reporting to the ECB – both FINREP solo reporting and BSI statistical reporting require 

detailed information on balance sheet items at a solo level that are similar but not the same. 

Particular concerns were raised in relation to the ECB's statistical framework for reporting 

bank loans AnaCredit, which was also seen to partly overlap with supervisory reporting.  

Globally systemic institutions (so-called G-SIIs) in Europe noted that they also face 

overlapping requirements at EU and international level (e.g. the COREP additional 

monitoring metrics and the FSB funding template, or FINREP and the IA2 of the FSB data 

gaps initiative), which draw on the same internal data systems and require similar information 

which is nonetheless broken down in different ways.  

While the interplay between supervisory and statistical reporting, and between EU and 

international reporting, is outside the scope of this fitness check, it needs to be noted as it 

affects the overall reporting burden for the reporting entities.  

The issues concerning overlaps between reporting frameworks, including statistical reporting, 

are well known and steps have been taken to address them. As noted in Section 2 of the main 

document, following the CRR review, CRR2 considers further data integration and mandated 

a feasibility study on the EU integrated reporting system, which should inter alia ensure 

coordination, elimination of overlaps in reporting and the harmonisation of definitions, 

taxonomies and standards applicable in multiple jurisdictions. CRR2 gives a mandate for the 

EBA to become a hub for the integrated supervisory, resolution and statistical data collection 

and dissemination. Regarding the issues related to overlaps with reporting at international 

level, the EBA actively participates in developing the FSB reporting to align it as much as 

possible with the EU reporting. However, it is beyond its control to achieve global alignment 

on all aspects of supervisory reporting.  

Banks also noted insufficient harmonisation and ‘gold-plating’ by national supervisors. 

NCAs require local reports which can overlap with EU reporting requirements. There are a 

number of differences in the various jurisdictions, owing to national options and discretions, 

which result in different information being provided to the supervisors. This increases the 

costs and burden faced by the banks and also hinders comparability at the level of 

supervisors. There is also a perceived lack of consistency in feedback on the data quality to 

reporting entities across countries and across authorities. While reporting is based on a 

harmonised set of requirements and significant reporting already occurs at EU level, some 

NCAs insisted that they need to collect additional data to provide information on national 
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specificities (see Annex 3.3 summary of the targeted consultation of NCAs). 

While data requirements were seen by many banks as excessive, significant concerns were 

raised in relation to excessively frequent changes in requirements and insufficient time 

for implementation. While reporting under the CRR has somewhat stabilised, specific 

concerns were raised regarding the more recent resolution reporting under the BRRD and the 

reporting to the SRB under the SRM Regulation. Banks criticised that the requirements 

changed with every submission. In many cases (e.g. SRB resolution templates) the reporting 

request comes before the related user manual is published/available. Timeframes are too short 

to implement new reports, and numerous parallel changes in existing reports do not take into 

account the timeline required for the implementation of IT projects. There is no stabilisation 

period before new changes are requested. 

Although the SRB strives to keep the reporting requirements as stable as possible, the 

resolution framework is quite new and ongoing resolution planning cycles lead to the 

discovery of new data needs. This poses a challenge, which is, however, expected to become 

less of an issue in the future when the framework and reporting rules will stabilise. Moreover, 

whereas the CRR is based on maximum harmonisation, the BRRD follows a minimum 

harmonisation approach. The potential for action against diverging or excessive national 

requirements is therefore limited by the level of harmonisation of the underlying legal 

frameworks. This difference in approach is seen as a hindrance to moving towards more 

integrated reporting. 

Given that they have to serve specific supervisory needs, reporting requirements are often not 

aligned with internal business processes. This contributes to the reporting burden for 

banks. Reporting requirements are set out in the form of templates specific to a particular 

supervisor and particular use. This leads to reporting the same underlying granular data but 

with differences in their aggregation and categorisation.  

In this context, it was also argued that supervisory reporting requirements in this form are not 

fit for the use of modern ICT. For example, the structure of supervisory reporting in 

prudential banking supervision (in particular FINREP, but also COREP) is essentially 

spreadsheet/template-based, i.e. data structure follows a humanly readable two-dimensional 

design rather than a machine-readable, multidimensional form. The feasibility study on the 

EU integrated reporting system, as mandated by CRR2, provides an opportunity to also 

review the template-based approach to designing reporting requirements and explore more 

advanced ICT solutions. 

Stakeholders in the banking sector have also criticised the silo-based approach to designing 

the requirements, which results in lack of consistency and clarity in reporting concept 

definitions. Inconsistencies in definitions exist between reporting frameworks and 

complicate reconciliation and aggregation of reported data. Examples provided include the 

definitions of counterparty, exposure classification, resolution consolidation rules, NPL 

default definition, and leverage ratio288, among other. 

                                                 
288  Banks noted that they have to report the leverage ratio in three different ways, depending on the source of the data 

request: Basel Committee (BCBS Basel III monitoring (QIS), ECB/SSM and SRB. 
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As discussed in section 6, another important source of inconsistency is the use of different 

accounting rules (IFRS versus national GAAP) as the basis for reporting. This is also 

addressed in the parallel fitness check of public reporting of companies.  

Banks also criticised the scope of consolidation, with reports required at consolidated and 

unconsolidated level. They also noted that the scope is sometimes missing, imprecise or 

incorrect in the case of resolution reporting, and that the consolidation scopes for resolution 

can differ from prudential consolidation scopes. Consolidation differences concern banks for 

which the preferred resolution strategy is MPE (multiple point of entry) rather than SPE 

(single point of entry). In particular, the resolution group consolidation has to be done in 

addition to prudential/accounting consolidation for each resolution group within that banking 

group, in order to enable the planning and preparation of such resolution strategy.  

To analyse the inconsistencies due to different accounting rules, the Commission is currently 

undertaking a more in-depth study on the differences between national accounting standards 

and IFRS. The integrated reporting feasibility study will analyse the ways to address the 

issues related to inconsistencies in reporting concept definitions. The problem of 

consolidation inconsistency could be alleviated by the EBA mandate granted in the revised 

BRRD2/SRMR2 to specify how the prudential values could be estimated at the level of a 

resolution group where the prudential consolidation is missing.289 

In addition to the above mentioned inconsistencies in content of the reporting requirements, 

there are also inconsistencies in the standards and formats used for the reporting. Different 

reports are provided through various formats, e.g. Excel spreadsheet, XBRL, text file and 

XML, which makes managing the reports more difficult. Regular reporting from NCAs to the 

EU level is standardised, but this issue concerns mainly ad hoc reporting and reporting from 

entities to the NCAs, where the format has not been harmonised (reflecting national 

preferences, also due to IT implementation costs). However, there is convergence towards 

XBRL for supervisory reporting. 

Banks argued that there are too many and uncoordinated ad-hoc reporting requests, 

compounding the problem of definition inconsistency with short deadlines. Ad hoc requests 

often cannot be accommodated in the existing reporting infrastructure and require large 

amount of manual processing. Ad-hoc requests may target different divisions in a bank than 

regular reports. Because of inconsistent definitions the regular and ad-hoc reporting data do 

not always reconcile. Despite the important role that ad-hoc reporting plays to ensure 

supervisors' data needs can be met on a flexible basis, such reporting is criticized for the lack 

of coordination among authorities. Ad-hoc reporting requests often lack clear formats and 

design instructions. The CRR2 mandated feasibility study on the EU integrated reporting 

system requires inter alia to ensure coordination of ad-hoc data requests by supervisors. 

Validation of the reported information is an important part of the reporting process to 

guarantee data quality and consistency. Several validation process shortcomings have been 

identified, as well as a lack of consistency in the feedback on data quality to reporting entities 

                                                 
289  For G-SIIs, entities of G-SIIs or of non-EU G-SIIs, Article 18 of CRR2 requires explicitly a prudential consolidation at 

the level of the resolution group which solves the problem. 
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across countries and across authorities. Gaps exist within the validation schema of the ITS 

under CRR which allow, for example, non-reporting of fields in some templates and ‘zero’ 

reporting. The practice of reviewing data point submissions is seen to cause a lot of queries 

and unnecessary interaction in particular for non-material values. 

Finally, banks argued that there was insufficient feedback to the reporting entities not only 

in relation to validation and data quality, but also on what exactly needs to be reported. The 

length of time required to receive feedback is seen as an issue. Banks noted that for the 

questions posted on EBA Q&A website answers were provided, at times, only after 6 months 

or more. Lack of feedback on the actual usage of the data was also noted. Some banks 

commented that the submitted data is not summarized and published at aggregated level, and 

that only very little information is available about the EU banking sector considering the 

volume of data reported. In particular, it was noted that hardly anything is published with 

respect to recovery and resolution. Reporting in this area is relatively new.  

BRRD2 includes an empowerment for the EBA to produce annual reporting on the 

implementation of MREL (build-up and shortfalls). It also includes a mandate for a more 

comprehensive report every three years with the impact of MREL on the economy and 

markets.290 Prudential/financial supervisory data is also used to inform stakeholders and the 

public at large on the resilience of EU banks and the EU banking system as a whole.  Data is 

made available to the public domain in different forms, such as EBA risk dashboard with 

statistical annex, the transparency exercise, thematic and risk reports. EBA is working to 

further improve this. The completion of the European Centralised Infrastructure of Data 

(EUCLID) 291  will also enhance capability of providing aggregated statistics as it would 

enlarge the population of banks from around 200 to all EU banks. 

4.2.2 Insurance and reinsurance undertakings 

The issues that have been flagged by the respondents from the insurance sector can be 

grouped into two broad categories; on the one hand, those related to the content of reporting 

requirements and, on the other hand, issues arising from the way the reporting process is 

being set up. As in other areas, for some of the issues identified as problematic, only a high-

level description was provided, very often lacking evidence-based details. As a result, further 

analysis is still necessary to evaluate proper follow-up actions, as envisaged in the Solvency 

II review (see below).  

As regards the content, the large number of reporting requirements was flagged as an area 

of concern by a large number of industry respondents. Some of the Solvency II requirements 

are considered to be excessively detailed and granular, their production requiring 

considerable effort. On this particular point, it must be noted that the need for data is not 

triggered by the reporting itself, but by the substantive requirements on risk management, 

technical provisions calculations and capital adequacy, among others. Industry respondents 

also questioned the added value of the SFCR report, as the effort necessary to generate it is 

                                                 
290  The EBA has not been collecting systemically resolution data yet, and hence no regular dissemination of aggregated 

data has been possible (only via reports). The resolution planning data will be reported to the EBA from 2019 onwards. 
291  EBA database currently holding reported data from 200 large banking groups in the EU 
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incommensurate with its small target audience. Still in the category of excessive 

requirements, some examples were provided of information that needs to be reported and 

which is not immediately available or which is very costly to produce or purchase. The 

reporting of metrics on off-balance sheet contingent liabilities, the reporting of ECAI292 

ratings or the provision of data on non-life insurance claims and loss distribution risk profile 

were given as examples in this respect. 

Frequent changes to or deactivation of validation rules at short notice are seen as adding an 

extra layer of complexity. However, in most years, only one release will occur, with more 

such releases needed in extraordinary circumstances (for example, in years with a large 

amount of business changes or when a released taxonomy contains serious technical defects. 

In order to anticipate and facilitate planning, EIOPA is publishing a schedule of its yearly 

releases, including placeholders for potential exceptional releases293. Insurance undertakings 

noted that the implementation by EIOPA of the new taxonomies for reporting, together with 

new validation rules, proved to be particularly challenging also because their related queries 

and requests for feedback were addressed relatively late in the process. In addition, 

validations are sometimes inconsistent as certain NCAs are imposing additional rules, which 

are not foreseen in the Solvency II taxonomy. The lack of a uniform validation process leads 

to extra burden, especially for the international groups with cross-border activities.             

The complexity of requirements is perceived as particularly burdensome by smaller insurance 

undertakings. There is a perceived lack of proportionality regarding the use of limitations 

and exemptions for this category, even though the Solvency II framework foresees such 

exemptions in certain circumstances. The smaller undertakings have to fulfil highly 

demanding reporting requirements, which results in excessive compliance costs. In some 

Member States, granting an exemption from quarterly reporting would not lead to any 

simplifications for the smaller insurance companies, as they would still have to produce the 

data for the reporting at the group level. In its most recent report on the use of limitations and 

exemptions from reporting under Solvency II, EIOPA provides figures on the percentage of 

undertakings that were allowed a limited quarterly reporting, both in terms of market share 

and total assets 294 . The same report presents two examples for quarterly templates and 

concludes that the different tools used to apply proportionality in reporting complement each 

other and result in a proportionate and risk-based approach.            

Several stakeholders mentioned the existence of overlapping reporting requirements. For 

instance, some of the Solvency II reporting requirements in relation to derivatives and 

securities financing transactions are duplicating the reporting obligations already imposed by 

other frameworks (EMIR and, respectively, SFTR). In addition, other respondents provided 

examples of instances where they needed to report exactly the same information, but using 

different channels, thus leading to double reporting. EIOPA is exploring ways to address 

these issues. Information in the annual report (i.e. the annual financial statement) about the 

                                                 
292  External credit assessment institutions. 
293  The taxonomy roadmap is publicly available on EIOPA’s web site: https://eiopa.europa.eu/regulation-

supervision/insurance/reporting-format/data-point-model-and-xbrl    
294  See EIOPA’s third annual report on the use of limitations and exemptions from reporting under Solvency II: 

https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-

from-reporting-under-Solvency-II.aspx   

https://eiopa.europa.eu/regulation-supervision/insurance/reporting-format/data-point-model-and-xbrl
https://eiopa.europa.eu/regulation-supervision/insurance/reporting-format/data-point-model-and-xbrl
https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-from-reporting-under-Solvency-II.aspx
https://eiopa.europa.eu/Pages/News/EIOPA-publishes-third-annual-report-on-the-use-of-limitations-and-exemptions-from-reporting-under-Solvency-II.aspx
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organisation, group structure, risk management, governance and the result of the insurance 

business and investments also needs to be provided in the Solvency II SFCR and RSR annual 

reporting templates. Another issue raised in this regard is additional reporting for statistical or 

financial stability purposes, whereby most of the information requested for financial stability 

purposes is also required for supervisory reporting according to the provisions of the 

Solvency II Directive. However, only about 80 of the biggest insurance undertakings are 

subject to financial stability reporting, which is different from prudential reporting. 

There were very few claims about any perceived inconsistencies between the various 

reporting frameworks. Nevertheless, one respondent provided the Solvency II and FICOD 

frameworks as an example in this regard, whereby the two regimes were inconsistent in 

certain areas, mainly on the assessment and reporting of internal group transactions, large 

exposures and risk concentrations and the capital requirements.  In this regard, in May 2019, 

the ESAs launched a consultation on the draft technical standards that aim to deliver a single 

framework with regards to intra-group transactions and risk concentration reporting295, with 

one single set of templates and a single embedded dictionary using common definitions and a 

single set of instructions to fill in the templates.            

The requirements are generally seen as being disconnected from insurers’ internal business 

processes. The data used internally for steering purposes is often not at the same level of 

aggregation or not in the same format, and may be calculated in a different way from the 

specific regulatory requirements.   

Some insurance undertakings also complained that, although a large amount of data had to be 

reported in order to comply with the Solvency II requirements, some NSAs still issued ad 

hoc requests. Very often, these ad hoc requests involve the provision of data in a format 

which is not necessarily the one used on a regular basis for the Solvency II reporting. This 

creates additional complexity, as different reporting systems have to be developed and 

maintained.       

Finally, some respondents also expressed their discontent with the fact that some NSAs have 

been adding supplementary national supervisory reporting requirements on top of the EU-

level requirements (gold-plating). For example, in some jurisdictions, the local regulators 

request the production of national specific templates or require certain Solvency II reports to 

be submitted on a more frequent basis. Further examples of gold-plating include the national 

enhancements to the XBRL taxonomy, in the form of additional validation rules which the 

undertakings need to implement. Work is ongoing to assess country-specific templates in 

different EU Member States.             

As regards the process, the inappropriate frequency and timing of reporting emerged as a 

recurrent theme. There is concern about the currently applicable reporting deadlines and the 

foreseen acceleration, whereby the current six week submission deadline for quarterly 

reporting will be shortened to five weeks from 2019 onwards. In addition, starting from 2019, 

the deadline for annual QRTs, SFCRs and RSRs will also be shortened by two weeks 

                                                 
295  See: https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-group-

transactions-and-risk-concentration-for-financial-conglomerates 

https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-group-transactions-and-risk-concentration-for-financial-conglomerates
https://eba.europa.eu/-/esas-launch-consultation-on-technical-standards-on-the-reporting-of-intra-group-transactions-and-risk-concentration-for-financial-conglomerates
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compared with 2018, and after an initial reduction of two weeks had already been instituted 

in 2016. . In practice, the deadlines are even shorter in some countries due to the prevalent 

audit requirements. Meeting the deadlines is even more challenging for reinsurance 

companies, due to the heavy reliance on information received from cedants. Other 

respondents complained about the misaligned deadlines for different reports with the same 

content (e.g. financial stability reporting and Solvency II pillar 3 reporting). Furthermore, 

fourth quarter reporting is seen as superfluous in light of the yearly reporting, as both reports 

share the same reporting reference date.                                    

Several respondents also complained about the excessively frequent changes to 

requirements and the insufficient time for implementation. Changes in interpretation and 

regular updates to the Solvency II taxonomy and associated validations required significant 

effort to implement and the changes sometimes introduced new errors and inconsistencies.  

The European Commission is currently in the process of reviewing the Solvency II Directive, 

with the review expected to be finalised in the fourth quarter of 2020. The feedback provided 

by the stakeholders in the insurance sector through the various channels at their disposal has 

also served as a basis for the preparation of the review. The aim of the Solvency II 2020 

review is to streamline Solvency II reporting by keeping the meaningful data required in 

terms of granularity, coverage and frequency. The Commission sent a request for technical 

advice to EIOPA on the 11th of February 2019. The insurance-specific findings of this Fitness 

Check informed this request.    

EIOPA will deliver its advice by June 2020, taking into account also targeted stakeholders’ 

feedback and contributions, which will be requested along the review process (call for input, 

consultations, and workshops). The Commission will then draft a report to co-legislators, 

accompanied by legislative proposals.  

In view of drafting its advice on the Solvency II review, EIOPA has been conducting a 

comprehensive re-assessment of the entire set of reporting and disclosure requirements of 

Solvency II. In doing so, it took on board the issues raised by stakeholders during this Fitness 

Check. Stakeholders also had further opportunity to provide input, general or specific, 

through a dedicated Call for Input, published on 19 December 2018. At this point, EIOPA is 

in the process of finalising its draft Opinion on a number of amendments to the reporting and 

disclosure requirements, which will be consulted over summer 2019.      

4.2.3 Asset management 

The following summarises issues raised by stakeholders in the asset management sector, 

which in particular related to reporting under the AIFMD (and its interaction with other 

frameworks). Some of the issues raised are being looked at in more detail as part of the 

AIFMD review mandated by Article 69 of the directive. As the first step in the AIFMD 

review process, the Commission published a report - prepared by an external contractor 

(KPMG) on the operation of the AIFMD on 10 January 2019.296 The supervisory reporting 

                                                 
296  See: https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190110-aifmd-

operation-report_en.pdf 

https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190110-aifmd-operation-report_en.pdf
https://ec.europa.eu/info/sites/info/files/business_economy_euro/banking_and_finance/documents/190110-aifmd-operation-report_en.pdf
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related findings of this report have been included in the evidence base of the current Fitness 

Check. The Commission has also started working on the report on the application and scope 

of the AIFMD with a view to submitting it to the co-legislators by end 2019 or in early 2020.    

There has been a number of complaints as regards double reporting due to overlaps297 

between the reporting requirements to NCAs under AIFMD on one hand and under SFTR, 

EMIR and MiFID on the other. For example, the SFTR and AIFMD both require the 

submission of certain information regarding repurchase and securities lending transactions, 

including counterparty exposures and the value and type of collateral. Another example is 

that asset managers have to report collateral positions for OTC derivatives under both EMIR 

and AIFMD in different pre-defined formats and on different aggregation levels. 

Overlaps were also mentioned between the reporting requirements under AIFMD and 

Transparency Directive, Short Selling Regulation, MMFR and ECB statistical reports.  For 

instance there is no alignment in frequency and content of data between reporting under 

common AIFMD standards and different national UCITS standards and ECB statistical 

reporting for investment funds.  

Non-harmonised reporting requirements – either due to a perceived insufficient level of 

harmonization or to gold-plating by the Member States and their supervisory authorities – is 

another problem affecting in particular the costs of businesses operating in several countries. 

The most apparent example is UCITS, where reporting is not harmonised at EU level and 

remain predominantly within the discretion of national competent authorities298. Furthermore, 

despite ESMA’s efforts to harmonise AIFMD reporting through guidelines and Q&As, there 

are national differences in the report content and data submission process/formats as well; 

stakeholders mentioned in particular the Annex IV periodic reports299, the data reporting and 

collecting schemes for real estate investment funds, and the registration, notification and 

reporting processes for non-EU AIFMs300. 

Occasional data gaps in reporting may decrease the effectiveness of supervision. For 

instance, in the current version of the reporting template there are no specific categories 

further defining alternative funds (such as MMFs and ELTIFs). As a result, depending on the 

country, a large share (sometimes majority) of the funds fall into the "other" category, 

potentially depriving supervisors from relevant information.  Supervisors also mentioned 

missing data in AIFMD reporting, such as on appropriate liquidity stress tests, more detailed 

data on the reported leverage figures, split of exposure per countries invested, maturity 

structure of the interest rate exposure of funds, margining of derivative transactions, 

                                                 
297  The problem of overlaps can be aggravated by occasional inconsistencies between the respective pieces of legislation. 
298  That includes the lack of regular exchange of information on UCITS portfolio data between supervisors. 
299  For example, the calculations of the risk measures in the risk profile section of the Annex IV AIFMD reporting (e.g., 

Net Equity Delta, Net DV01, Net CS01) is not standardised and varies from Member State to Member State. But the 

reporting interfaces and technical structures are also different in the MSs. 
300  Where a non-EU AIFM has registered under multiple national private placement regimes it must comply with the 

necessary requirements in each jurisdiction. The AIFM must, for instance, file ‘Annex IV’ periodic reports and 

notifications with each Member State regulator and must comply with each Member State’s interpretation of the 

applicable requirements. In addition, given that there is no harmonisation on the procedures for submitting Annex IV 

reports, non-EU AIFMs have to use different reporting forms and online submission platforms to submit reports in 

different EU jurisdictions, resulting in a significant and unnecessary increase in ongoing compliance costs. 
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information on reverse repos, information on the maturity of AIFs’ actual financial 

borrowing, or collateral posted to the AIF301. 

Some stakeholders complained that the current reporting framework is not proportional/ 

adequately tailored considering the differences in the operations and associated risks of 

undertakings in the investment services business. In AIFMD reporting, not all reporting fields 

are always relevant (e.g. market risk indicators, stress tests) hence it could be shortened and 

refocused by indicators/metrics tailored to each investment strategy (e.g. for real estate, LTV, 

% occupancy rate, credit quality of developer, % pre let rentable area).  

Unclear or inconsistent definitions increase the reporting burden and may reduce the 

quality of data. It was reported that AIFMD’s definitions for individual fields leave too much 

discretion to AIFMs in terms of underlying methodology and assumptions, resulting in poor 

consistency across the same fields reported by different managers, hindering aggregation of 

the data at both national and ESMA levels. Insufficient clarity of preparation guidance on e.g. 

AuM and reported gross/commitment leverage calculations; the distinction between 

mandatory and optional fields, frequency of reporting (e.g. for closed-ended non-leveraged 

AIFs) also has the potential to produce the same effects. In the PE fund context there were 

complaints about the clarity / meaningfulness of e.g. classifications regarding positions, 

instruments and exposures, the risk management information table, information on fund 

turnover, and the requirement to provide monthly IRR. 

The reporting process can also be improved. For instance some stakeholder mentioned the 

overly strict verification criteria in Annex IV reporting, which has led to unnecessary 

rejections and extra work. The insufficient use of standards, in particular the LEI has been 

flagged in general (as something not mandatory under AIFMD), but also in particular in the 

context of monitoring AIFs managed by non-European AIFMs operating under National 

Private Placement Regimes. 

Lack of alignment of reporting with internal business processes seem to occur in case of 

raising closed-end funds in the private equity (PE) market. The filing requirements do not 

reflect the negotiated, iterative nature of this process, and generally complicate and disrupt it 

(e.g. adding a new AIF parallel limited partnership). 

The co-operation and data sharing between supervisory authorities (namely ESMA who 

collects data received by NCAs) is not complete. It appears that not all NCAs pass on the 

required data, which also hampers ESMA’s efforts to foster supervisory convergence and 

proper monitoring.302 However, progress is being made to address these issues.  

Finally, lack of transparency regarding collected data was raised by stakeholders in the asset 

management area as well. This entails the lack of “feedback” from supervisors in terms of 

industry benchmarks, consolidated industry data303 or just general information on how the 

data collected is used to measure, monitor and manage macro-prudential risk exposures. 

                                                 
301  Apparently, information on reverse repos and collateral posted to the AIF are now addressed by ESMA’s Q&As. 
302  Report on the operation of the AIFMD, KPMG for the European Commission, 2019. 
303  ESMA published its first statistical report on EU AIFs in 2019. 

https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf 

https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf
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4.2.4 Financial markets 

The analysis of the applicable frameworks in the area of financial markets and transaction 

reporting unveiled a range of issues, in particular in relation to inconsistent requirements and 

definitions304. While most of the identified inconsistencies appear minor in nature, it is very 

difficult to assess their impact and magnitude in practical terms. The analysis was not able to 

provide any conclusive assessment of these impacts as there is no practical way to measure 

the incremental increase in compliance burden arising from a specific inconsistency.      

The analysis furthermore showed that improvements could be made as regards the 

applicability and consistency of identifiers, standards, messaging formats and validation 

rules, especially across applicable legislation. While efforts have been made to increase the 

coherence and efficiency, including in recent reviews such as the EMIR Refit initiative, there 

are still certain discrepancies that could be tackled to increase the overall efficiency of 

reporting.     

Meanwhile, the perception held by many stakeholders, that there are significant overlaps in 

the reported data, was largely dismissed upon closer inspection. While it was found that the 

frameworks in scope sometimes capture similar data elements, there are in fact very few 

precise overlaps. Similarly to the analysis of inconsistencies, it is not possible to accurately 

and independently assess whether the respective obligations to report similar data are justified 

and hold merit(s). According to the input provided by the ESAs, ECB and NCA, however, 

each of the currently reported data elements is relevant, with slight differences in the data 

requirements arising from the distinct regulatory and supervisory purposes being pursued by 

the respective obligations. 

Inconsistencies  

The analysis carried out focused in particular on the transaction reporting regimes engrained 

in MiFIR, EMIR, REMIT and SFTR. It should be noted, however, that the SFTR framework 

was analysed only on the basis of draft secondary legislation 305 . In addition, other 

frameworks such as SSR or indirectly related frameworks including AIFMD and UCITS 

were also taken into account (for a detailed assessment of the asset management frameworks 

see section 6.4).  

It was found that certain inconsistencies exist both across as well as within the respective 

frameworks. With regard to the latter, it is especially definitions, concepts or conditions do 

not fully match across all frameworks. For example, the reporting of decreases and increases 

in notional amounts is captured differently under MiFIR and EMIR (new transaction vs. 

modification). Similarly, the data field description of ‘delivery point or zone’ lacks some 

consistency across EMIR and REMIT306.    

Some concerns have also been brought in relation to definitions and concepts used within 

                                                 
304  There were no claims in relation to supervisory reporting under the SAR/SAD regime. 
305  The final delegated acts were published in the Official Journal only on 22 March 2019   
306  However, in practice the application of the data fields is fully aligned between ACER and ESMA as ESMA uses the 

ACER list of EIC codes for delivery point or zones for its data validation rules for EMIR data collection. 
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single frameworks. At the initial cut-off point of the analysis there were diverging 

interpretations by NCAs as regards the understanding of the definition of FX spot and FX 

forward trades within MiFIR. The definition was not entirely clear as concerns the time lag to 

delivery under which an FX trade could still be considered spot. This notion of FX spot and 

FC forward has now been addressed by ESMA by providing clear guidance on the matter.  

There is also continued ambiguity over the interpretation of the notion of 'traded on a trading 

venue' in MiFID/R, in particular as concerns OTC derivatives. This issue relates to the 

absence of clearly specified way to identify whether an OTC derivative holds the same 

instrument characteristics as a derivative that is traded on a venue. Given that bilateral OTC 

contracts are not standardised, they may exhibit (often very) minor differences to a 

derivatives trade on a venue. It is unclear at what point the differences to an on-venue traded 

derivative become negligible to the extent that they should be considered TOTV. As a 

consequence, such "twin" derivatives traded OTC may not have the same identifiers (mainly 

ISIN) as the equivalent instrument traded on a venue, meaning that transaction reports will 

also capture them as different instruments.  

There are also concepts or definitions where it remains unclear whether discrepancies are 

intentional or not. An example is the definition of 'market making activities' in SSR versus 

the definition of 'market maker' in MiFID/R which do not match in scope. 

Other stakeholders have raised concerns about certain dysfunctionalities which are specific to 

the CRAR/CRAD regime. For instance, there are no Level 1 definitions for such concepts as 

“preliminary ratings”, “private ratings” or “ancillary services”, among others. This is seen as 

having a negative impact on the consistency and quality of the data submitted by the 

supervised CRAs. In addition, some definitions are not consistent across jurisdictions. An 

example provided in this respect is a rating’s solicitation status, whereby the definition of 

“unsolicited credit rating” provided in the CRAR is not consistent with other jurisdictions.     

Identifiers, standards, messaging formats and validation rules 

The overall analysis has shown that there is a general need for more harmonised formats and 

identifiers. This applies particularly in the field of finals markets. While international 

standards such as the LEI or ISIN-codes have been implemented there are still certain 

discrepancies. In terms of the application of the LEI, for example, there is a slight difference 

between EMIR and MiFIR. While the code needs to be active under the former framework, it 

can be lapsed under the latter. Similarly,   EMIR does not require a MIC code for transactions 

executed on SI's while this is mandatory under MiFIR.  Another example is the application of 

the UTI. The accepted length and allowed characters is different under EMIR versus REMIT. 

Likewise, the MiFID II / MiFIR TRS 2 feedback management system is based on the 

assumption that the same databases are used. Under UCITS and AIFMD, however, local 

standards are defined by the relevant NCA. 

Problems exist also within the respective frameworks. A key issue identified is the lack of 

consistent messaging or data formats across TRs for the reporting of transactions under 

EMIR. This leads to matching problems for supervisors while increasing costs for market 

participants. Similarly, there is concern about the proliferation of ISIN codes under MiFID/R 

in relation to the same financial instrument with a different maturity date or strike price. This 

proliferation of ISIN codes (one for each maturity date, etc.) does not provide added value in 
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terms of transparency for supervisors.   

Overlaps and duplicative reporting  

A large number of stakeholders noted in the public consultation that there are significant 

overlaps in the reporting obligations, especially as concerns MiFIR, EMIR, REMIT and 

SFTR. In order to gain a more accurate assessment, an external study was launched in order 

to investigate these claims further307. The study clearly showed that there are very few direct 

overlaps present across all frameworks in scope of the Fitness Check, including the 4 

transaction reporting frameworks. It should be noted, however, that the study was based on a 

narrow definition of 'overlap' and took a very granular approach by comparing reported data 

at data point level (see section 5.3 which clearly outlines the details of the study). 

Furthermore, with particular reference to transaction reports, the final result of the analysis 

does not capture reference data as overlaps in this area necessary to identify respective trades 

and facilitate the analysis of data across frameworks.     

As such, the general claim that transaction reporting frameworks show great overlaps and that 

certain data fields could be deleted without a loss of information available to supervisors can 

be largely dismissed. However, there are three important aspects that should be noted in this 

context. Firstly, there are provisions in place in both MiFIR as well as REMIT which specify 

that trades that are already reported under EMIR do not need to be re-reported under either of 

the other two frameworks (REMIT in fact encompasses a waiver for both transactions 

reported under EMIR and MiFIR). In practice, however, neither of these two provisions work 

as effectively as intended. The provision in MiFIR sets out that the conditional waiver only 

applies if the EMIR transaction report contains the same details as required under MiFIR. 

Since the MiFIR and EMIR data fields are not fully aligned, this is rarely the case in practice. 

With regards to REMIT, multiple reporting occurs due to a different time convention for 

reporting under REMIT versus EMIR. While EMIR requires end-of-day transaction reporting 

REMIT asks for market transactions meaning that the information will not necessarily match. 

This leads to uncertainty as to whether transactions need to be reported under both 

frameworks respectively (additional uncertainty exists more generally regarding the question 

whether a reportable energy transactions also qualifies as a derivative instrument). 

Consequently market participants often opt to report under both schemes, even if they may 

not be obliged to do so. Furthermore, given the waiver in REMIT, ACER may receive 

transaction information in three different formats (EMIR, MiFIR and REMIT) that are not 

aligned and may thus lead to difficulties in the analysis process. 

Secondly, it should be noted that the analysis carried out did not assess whether similar 

datapoints are reported under the respected frameworks, including whether highly similar 

data fields across the frameworks could not be condensed into a single data field. The reason 

for this is that it would be extremely complex to analyse the level of similarity. Even if an 

analysis of this sort were carried out, it still remains unclear whether current minor 

differences may actually hold merit and provide supervisors with additional insights.   

Lastly, the assessment did not take account of data points that could be calculated on the 

                                                 
307  External 'DDR' study carried out by BRAG as part of the Financial Data Standardisation Project 
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basis of two or more other data points. This aspect would be particularly interesting to 

investigate further across frameworks were one requires the reporting of transactions while 

the other captures positions of market participants. Assuming accurate and complete 

transaction reporting, positions and exposures of reporting entities could, in theory, be 

calculated automatically provided that the position or exposure is known at some starting 

date. There are however significant limitations to this theoretical approach of both legal as 

well as technical nature (for complete explanation please see section 4.3).  

Overlaps and inconsistencies in transaction reporting  

Overlaps and inconsistencies in the transaction reporting space can take very different forms. 

One of the least disruptive discrepancies are cases where a certain reporting field is 

mandatory in one framework while being conditional or even optional in another. Similarly, 

there are cases where the labels of a reporting field across the frameworks do not match while 

the content remains the same. Table 4.1 and 4.3 below provides examples of each other these 

respective issues -    

Table 4.1: Inconsistent labels  

EMIR  MiFIR  REMIT  SFTR  

Field Identifier  Field Identifier  Field Identifier  Field Identifier  

Currency of price Price Currency Price currency Price currency 

Report submitting 

entity ID 

Submitting entity 

identification code 

Reporting entity ID Report submitting 

entity 

Venue of execution Venue Organised market 

place 

Trading venue 

Source: DG FISMA elaboration. 

Note: The data fields depicted are present in all four frameworks but carry different labels. Note also that the data fields in 

the 2nd row exhibit a validation inconsistency. Under EMIR, the status of the reported LEI shall be "Issued", "Pending 

transfer" or "Pending archival" while MiFIR reports are also accepted if the status of the LEI is '"Lapsed".  

Likewise, there is a partial inconsistency in terms of content of the data fields in rows 2 and 3. Under REMIT, the reporting 

ID is not required to be an LEI308. Similarly, REMIT accepts a MIC, LEI, ACER code or ' XBIL' (for bilateral trades) as 

'organised market place' while EMIR, MiFIR and SFTR always require this field to be populated with a MIC code (see table 

5.3 for further examples of content inconsistencies below)   

Table 4.2: Inconsistent character (mandatory vs conditional)  

EMIR  MiFIR  REMIT  

Field Identifier  Field Identifier  Field Identifier  

Notional currency 1 

Notional currency 1  

[not applicable / 

conditional309]  

Notional currency 

                                                 
308  Accepted alternatives are (i) ACER code Alphanumerical 12, (ii) BIC Alphanumerical 11, (iii) EIC Alphanumerical 16 

or (iv) GLN/GS1 code Alphanumerical 13 
309   Under MiFIR this field is (i) not applicable for transactions executed on a trading venue or with an investment firm 

acting as a SI or transactions in instruments that exist on the reference data list from ESMA (if populated, it is ignored 

but the transaction is not rejected) and (ii) optional for transactions in instruments that do not exist on the reference data 

list from ESMA that are executed OTC or on organised trading platforms outside EEA. 
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Delivery type 
Delivery type 

[not applicable / conditional] 
Settlement method 

Price multiplier 
Price multiplier 

[not applicable / conditional] 

Total notional contract 

quantity 
Source: DG FISMA elaboration. 

Note: The three data fields shown are only reportable under MiFIR if certain conditions are met (see footnotes). Also note 

that labelling inconsistencies are present in the 2nd and 3rd row. Under REMIT, the 'delivery type' and 'price multiplier' data 

fields do not exist. The corresponding fields are termed' settlement method' and 'total notional contract quantity' instead.     

As indicated in table 4.3, there are also cases where the content of respective data fields 

varies across these frameworks. Such cases present a significantly larger burden for reporting 

entities as the underlying data needs to be prepared and modulated accordingly. Furthermore, 

there is a high likelihood that such discrepancies generate problems if supervisors try to 

connect or merge datasets collected under the separate regimes, thereby limiting the value of 

the data. Table 4.3 below sets out a range of examples of inconsistent content data fields.     

Table 4.3: Inconsistent content across data fields  

EMIR  MiFIR  REMIT  SFTR  

Field Identifier  Field Identifier  Field Identifier  Field Identifier  

Trade ID 

Trading venue 

transaction 

identification code 

Unique transaction 

ID 

Unique Transaction 

Identifier (UTI) 

ID of the other 

Counterparty 

Buyer identification 

code ID of the other 

market participant or 

counterparty 

Other counterparty 
Seller identification 

code 

Termination Date  Termination date Termination date Termination date 

Contract type Transaction type 
Contract type (field 

13) 
  

  
Contract type (field 

23)310 
 

Source: DG FISMA elaboration. 

Note: The data fields depicted in table 5.3 exhibit different content values. Often these inconsistencies are not necessarily 

present but will rather depend on the aspects of the trade and type of reporting entity/ies. Note that other inconsistencies such 

as labelling are also present in most rows. Inconsistencies in terms of content specifically arise due to the following reasons:  

Row 1 – Until the UTI is fully implemented, EMIR, MiFIR and SFTR require this field to be populated by a 52 

alphanumeric character code including four special characters ('Unique Trade ID'). Under REMIT however codes of up to 

100 alphanumerical digits are accepted.  

Row 2 – EMIR and SFTR require this field to be populated with an LEI (ISO 17442) 20 alphanumerical character code or 

client code (up to 50 alphanumerical digits). MiFIR and REMIT equally accept an LEI-code. MiFIR however requests codes 

for both buyer and seller respectively. The MiFIR regime also accepts MIC codes311, national IDs312. The REMIT regime 

accepts (i) ACER code, (ii) BIC, (iii) EIC or (iv) GLN/GS1 code in addition to LEIs.  

Row 3 – While EMIR, REMIT and SFTR explicitly mandate the date to be provided in ISO 8601 standard in a format 

YYYY-MM-DD, MiFIR also requires the reporting entity to specify the time i.e. format YYYY-MM-DD hh:mm:ss 

                                                 
310  The field 'contract type' appears twice under the REMIT regime [see 'modelling inconsistencies']. 
311   Valid MIC code as per ISO 10383 standard  
312  National IDs are restricted to a passport number (use of code CCPT in the SchmeNm/Cd tag), CONCAT code or other 

national identifier (defined in RTS Annex 2; use of code NIDN in the SchmeNm/Cd tag). Further conditions in terms of 

accepted characters apply.   
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Row 4 – The specified values accepted under EMIR313, MiFIR314 and REMIT315 do not match [please see footnotes for 

accepted values]. Note that the concept of 'contract' and 'transaction type' does not firmly match. The accepted values (where 

overlapping) should nonetheless match under a fully consistent approach.  

Further types of inconsistencies that are present across the four reporting frameworks are 

modelling discrepancies. In these cases, the frameworks are not aligned in terms of the setup 

of applicable reporting fields while the informational content overlaps. Other inconsistencies 

in terms of content, labelling or character may also be present.  

Together with content inconsistencies, this type of inconsistency forms the most burdensome 

issue for reporting entities as the reported data needs to be re-modulated to fit each respective 

framework. If other inconsistencies are present, especially as regards content, additional 

efforts are required. These cases of non-alignment also present problem for supervisors if 

they wish to merge or cross-check the reported information across frameworks. Table 4.4 

provides two example cases of such issues:  

Table 4.4: Modelling inconsistencies 

                                                 
313  CD (Financial contracts for difference), FR (Forward rate agreements), FU (Futures), FW (Forwards), OP (Option), SB 

(Spreadbet), SW (Swap), ST (Swaption), OT (Other) 
314  FUTR (Futures), OPTN (Options), TAPO (TAPOS), SWAP (SWAPS), MINI (Minis), OTCT (OTC), ORIT (Outright), 

CRCK (Crack), DIFF (Differential), OTHR (Other) 
315  Field 13 (Text up to 2) - SO (Spot), FW (Forward style contract), FU (Future style contract), OP (Option style contract), 

OP_FW (Option on a forward), OP_FU (Option on a future), OP_SW (Option on a swap), SP (Spread), SW (Swap), OT 

(Other) 

Field 23 (Text up to 5) – AU (Auction), CO (Continuous), FW (Forward style contract), FU (Future style contract), OP 

(Option style contract), OP_FW (Option on a forward), OP_FU (Option on a future), OP_SW (Option on a swap), SP 

(Spread), SW (Swap), OT (Other) 

 

 
EMIR  MiFIR  REMIT  SFTR  

ID  Field Identifier  Field Identifier  Field Identifier  Field Identifier  

1 

Floating rate 

reference period leg 1 

- time period 

IR Term of contract   

Floating rate 

reference period - 

time period 

Floating rate 

reference period leg 1 

- multiplier 

    

Floating rate 

reference period - 

multiplier 

Fixed rate payment 

frequency leg 1 – 

time period 

      

Fixed rate payment 

frequency leg 1 - 

multiplier 

      

Floating rate 

reference period leg 2 

- time period 

IR Term of contract 

of leg 2 
    

Floating rate 

reference period leg 2 

- multiplier 

      

Fixed rate payment 

frequency leg 2 - time 
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Source: DG FISMA elaboration. 

Note: The examples demonstrate consistency issues with regard to the modelling and setup of the data fields. While the 

informational content is the same across the frameworks, data is reported in a different format. There are only few cases of 

such issues (3-4 depending on how they are counted), most of which only arise in the reporting of certain financial 

instruments. Note also that inconsistencies in terms of labelling, content or conditionality are often present as well.  

Row 1 – EMIR contains 8 data fields for the reporting of floating and fixed rate and respective time period and multipliers. 

Under the SFTR reporting regime data is only collected concerning the floating rate and is submitted in only 2 data fields. 

The MiFIR regime only collects data on the term of the contract which corresponds to the reporting of time periods under 

EMIR. In addition, the field formats vary across the three frameworks316.  

Row 2 – All four frameworks require entities to report the venue where respective transactions are executed. The MiFIR 

regime however also requires the reporting of the market segment separately (conditional to instrument traded).This 

secondary field asks for a 'segment MIC code' in addition to the MIC code identifying the venue ('venue' data field). MIC 

codes are the mandatory identifier under EMIR, MiFIR and SFTR. The REMIT regime however also accepts LEIs, ACER 

codes or 'XBIL' (to identify bilateral trades). 

                                                 
316  EMIR - Y = Year, M = Month, W = Week, D = Day ;  

MiFIR - {INTEGER-3}+'DAYS' - days {INTEGER-3}+'WEEK' - weeks {INTEGER-3}+'MNTH' - months 

{INTEGER-3}+'YEAR' – years; SFTR  

SFTR - 'YEAR' – Year, 'MNTH' – Month, 'WEEK' – Week, 'DAYS' - Day 

period 

Fixed rate payment 

frequency leg 2 - 

multiplier 

    

  

2 Venue of execution Venue 

Organised market 

place Trading venue 

  Trading venue     
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ANNEX 5: STUDY ON FINANCIAL SECTOR COMPLIANCE COSTS – SUMMARY 

This annex summarizes the results of an external study titled ‘Study on the costs of 

compliance for the financial sector’ carried out by ICF/CEPS317. 

5.1 Study context and method 

The overall objective of the study is to provide a high-level view of the costs of compliance 

with EU regulatory reforms and isolate from these the costs of compliance with supervisory 

reporting requirements stemming from EU financial regulation. The data on compliance costs 

were obtained from the survey and interviews conducted among financial service providers. 

Specifically, the study provides estimates of the scale and nature of the incremental costs of 

complying with EU regulation that was either introduced (new) or significantly amended 

since 2008, and of the main drivers of these costs. The definition of the costs of compliance 

as "incremental" refers both to the specific legislation in scope and to the overall costs of 

compliance compared to a "counterfactual" situation. Counterfactual costs represent the 

compliance costs that businesses would have incurred even in the absence of the EU 

legislation318. 

In addition, the costs of compliance include both one-off and on-going costs and are broken 

down by cost categories (staff, IT systems, training, legal advice, etc.). They are expressed 

both in absolute terms (in euros) and, for on-going costs, in relative terms (as a percentage of 

companies' total operating costs) at individual business and aggregate level as well as per 

business type and regulation, where there is sufficient data available. 

Finally, the study singles out, from the total costs of compliance, those related to supervisory 

reporting requirements. 

To obtain the incremental costs or net impact, the total compliance costs need to be reduced 

with the counterfactual costs. Counterfactual costs represent the compliance costs that 

businesses would have incurred even in the absence of the EU legislation. For this, the total 

compliance costs obtained from the survey conducted among financial service providers in 

the context of this study are adjusted for costs that financial service providers would have 

incurred in the absence of the EU intervention, with the latter considered to be counterfactual 

costs. The counterfactual costs are composed of two parts, the costs that would have been 

incurred in the absence of any additional regulation (EU or national) and the costs that would 

have been incurred due to purely national interventions. 

The study is primarily focussed on the following sectors and covers the main legislations 

applying in those sectors:  

 Banks and financial conglomerates 

                                                 
317  Study will soon be available at: 

 https://ec.europa.eu/info/publications_en  
318  For more information on the counterfactual, see the study report. 

https://ec.europa.eu/info/publications_en
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 Investment banks 

 Asset managers 

 Insurers and pension funds 

 Financial advisors 

 Financial markets 

The geographic scope of the study includes the following countries: Austria, Belgium, 

France, Germany, Ireland, Italy, Luxembourg, Netherlands, Spain, Sweden and the United 

Kingdom. 

The following sections focus on the results of the study relevant for the supervisory reporting 

only. For all results, two kinds of data are presented:  

 the median – if one imagines all the data points arranged sequentially, the median is 

the middle value in this series: half of the observations are below this value, and the 

other half are above; and  

 the mean – the mean is the sum of numbers divided by the count of observations, also 

often referred to as the 'average'.  

Differences between median and mean values can be explained to some extent by the large 

diversity of organisation sizes within the sample. As a general observation, wide ranges of 

costs have been reported, which can result in significant differences between the median and 

mean values (suggesting that relatively low/high mean values have been influenced by a 

small number of institutions with very small/large costs of compliance). 

The response rate to the survey was lower than anticipated; only 108 valid responses were 

received. Therefore, the study encountered significant difficulties in obtaining robust 

estimates, and the reported estimates need to be used and interpreted with caution. 

5.2 Supervisory reporting costs across sectors 

The study estimates of overall compliance costs and supervisory reporting costs for the whole 

sample of the financial institutions are summarized in Table 5.1319. 

Table 5.1: On-off and ongoing overall costs of compliance with EU financial legislation 

 
Absolute value (EUR 000) 

As % of total operating 

costs 

  Range Median Mean Median Mean 

 Total one-

off costs  
2 - 938,782 700 30,914 2.01% 3.59% 

                                                 
319  Data for the respective tables are obtained from ICF/CEPS. Neither the Commission nor the authors can assume any 

responsibility for their accuracy. 
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 Of which 

supervisory 

reporting 

costs  

2 - 212,797 120 7,642 0.72% 1.27% 

 Total 

ongoing 

costs  

10 - 880,000 400 21,482 1.82% 3.34% 

 Of which 

supervisory 

reporting 

costs  

2 - 40,000 93 3,243 0.52% 0.93% 

Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

Table 5.2 and Table 5.3 present median and mean supervisory reporting costs overview by 

sector. These tables highlight marked differences between the five sectors that were included 

in the survey analysis. Of all the sectors, insurers/re-insurers spent the greatest share of their 

one-off and ongoing-costs on supervisory reporting costs (respectively 38% and 36% on 

average), closely followed by financial markets (37% and 28%). However, in other sectors, 

such as asset managers, supervisory reporting costs only amounted to a fifth of one-off and 

ongoing costs (respectively 21% and 19%).   

Table 5.2: Median supervisory reporting costs, by sector 

Superviso

ry 

reporting 

costs 

 Banks 

and 

financial 

conglome

rates 

Investme

nt banks 

Asset 

managers 

Insurers/

re-

insurers 

Financial 

markets 

One-off 

costs 

(EUR 000) 252 5,654 15 915 2,945 

As a % of 

compliance 

costs 

18% 30% 19% 36% 33% 

As a % of 

total 

operating 

costs 

0.40% 0.92% 0.55% 0.72% 0.50% 

Ongoing 

costs 

(EUR 000) 180 6,203 29 380 2,888 

As a % of 

compliance 

costs 

16% 27% 16% 33% 24% 

As a % of 

total 

operating 

costs 

0.27% 0.70% 0.49% 0.69% 0.43% 

Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

Table 5.3: Mean supervisory reporting costs, by sector 
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Superviso

ry 

reporting 

costs 

 Banks 

and 

financial 

conglome

rates 

Investme

nt banks 

Asset 

managers 

Insurers/

re-

insurers 

Financial 

markets 

One-off 

costs 

(EUR 000) 14,547 45,469 578 4,441 24,588 

As a % of 

compliance 

costs 

24% 28% 21% 38% 37% 

As a % of 

total 

operating 

costs 

0.84% 0.77% 0.85% 1.58% 1.05% 

Ongoing 

costs 

(EUR 000) 6,371 16,721 2,774 1,612 10,274 

As a % of 

compliance 

costs 

25% 22% 19% 36% 28% 

As a % of 

total 

operating 

costs 

0.49% 0.92% 0.91% 0.89% 1.04% 

Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

5.3 Incremental costs due to EU level requirements 

Table 5.4 summarises the estimated incremental costs of compliance – the ‘gross’ costs of 

compliance adjusted for the BAU costs incurred by all the financial institutions responding to 

the survey. Comparing the mean incremental costs with the mean overall supervisory 

reporting costs from Table 5.1 as percentage of the operating costs shows that the incremental 

costs represent about 80% of the overall costs both on the one-off and the ongoing basis. 

Table 5.4: Incremental one-off EU level supervisory reporting, all financial institutions 

Supervisory 

reporting 

costs 

Absolute value (EUR 000) 

Expressed as % of total 

operating costs 

  Min Max Median Mean   

One-off 2 191,517 107 6,803 0.63 1.06 

Ongoing 2 40,000 71 2,920 0.43 0.75 

Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

5.4 Breakdown of costs per item 

Table 5.5 summarises the one-off total compliance costs (not only reporting costs) incurred 
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by the organisations that were included in the survey analysis, depending on the different 

activities they have undertaken to meet compliance requirements. On average, the most 

significant cost item was "Investment in/updating IT", followed by "Familiarisation with 

obligations" and "Project management". 

Table 5.5: One-off costs of compliance with EU financial legislation by activity (all sectors) 

 
Absolute value (EUR 000) 

As % of total operating 

costs 

  Range Median Mean Median Mean 

Familiarisation 

with 

obligations  

1 - 94,614 60 4,831 0.39% 0.97% 

Staff 

recruitment 

costs 

2 - 45,025 141 4,328 0.34% 0.50% 

Training of 

personnel 
2 - 31,131 31 1,166 0.14% 0.25% 

Legal advice 3 - 32,480 32 1,533 0.18% 0.39% 

Consultancy 

fees 
1 - 70,380 331 3,222 0.42% 0.62% 

Investment 

in/updating IT 
1 - 346,352 423 17,489 0.84% 1.47% 

Project 

management 
10 - 224,330 385 12,040 0.32% 0.71% 

Other costs 2 - 134,715 500 8,416 0.42% 1.10% 
Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

Note: Familiarisation with obligations: n=32; Staff recruitment costs: n=17; Training of personnel: n=40; Legal advice: 

n=35; Consultancy fees: n=39; Investment in/ updating IT: n=53; Project management: n=27; Other costs: n=31 

Table 5.6 breaks down ongoing compliance costs (not only reporting costs) incurred in terms 

of the activities undertaken to meet compliance requirements. On average, the most 

significant cost item was "Ongoing IT costs: Maintenance", followed by "Data collection" 

and "Audit fees".  

Table 5.6: Ongoing costs of compliance with EU financial legislation by activity (all sectors) 

 
Absolute value (EUR 000) 

As % of total operating 

costs 

  Range Median Mean Median Mean 

 Data 

collection   
1 - 44,740 20 2,230 0.28% 0.51% 

 Information 

storage  
2 - 1,606 12 279 0.11% 0.24% 

 Ongoing IT 

costs: 

Maintenance  

1 - 880,000 90 20,841 0.12% 0.60% 

 Ongoing IT 1 - 27,762 11 1,475 0.09% 0.27% 
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Absolute value (EUR 000) 

As % of total operating 

costs 

  Range Median Mean Median Mean 

costs: Support  

 Ongoing IT 

costs: Training  
3 - 5,348 18 547 0.09% 0.15% 

  Data 

processing and 

validation  

5 - 29,453 25 1,616 0.30% 0.44% 

 Training of 

personnel  
2 - 12,910 15 1,046 0.14% 0.37% 

 Audit fees  3 - 1,609 40 154 0.24% 0.51% 

 Other costs  1 - 30,000 254 4,587 0.49% 1.65% 
Source: Study carried out by ICF/CEPS on behalf of the European Commission. 

Although the study has not isolated the cost items making up supervisory reporting costs, the 

items contributing most to both one-off and ongoing total compliance costs are closely 

related to reporting and therefore can be assumed to be the most important cost items of 

compliance with the supervisory reporting requirements. 

5.5 Cost drivers 

The comments provided by firms participating in the study point to a relatively consistent set 

of cost drivers that are linked to key EU financial legislation: 

 the number of requirements that these legislations have introduced; 

 the limited extent to which compliance with requirements can be automated; 

 the timing of the legislative changes; 

 the short transition periods that have been set for businesses to achieve compliance 

with some legislation; and 

 the inconsistency or lack of clarity of the requirements introduced. 

Comparatively fewer participants in the study identified the manner in which national 

authorities have implemented EU legislation or any additional requirements brought in at 

national level as significant cost drivers. 

5.6 Benefits of regulation 

The study also includes some information on perceived benefits of regulation collected 

through the survey and interviews. The organisations contacted identified the following – 

mostly non-financial – benefits: 

 benefits to internal regulation and organisation - more discipline within organisations 

and stricter liquidity management, better structure the way they collect and analyse 

data 

 better crisis and risk management - management became more aware of certain risks 

as a result of regulations 

 more coherent regulatory policies and enhanced legal certainty – greater 
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harmonisation of regulations can generate greater coherence in regulatory objectives 

and requirements 

 financial market stability - a decrease in risk and more transparency due to regulation 

has led to increased market stability and more trust in the financial system 

 level playing field – all businesses must comply with the same requirements which 

leads to fairer competition 

 reputational benefits - reputational benefits meant that organisations were able to 

improve their reputation which had been damaged as result of the global financial 

crisis. 

Quantification of the benefits was considered an extremely difficult task. 

5.7 Limitations of the study 

The findings of the study should be interpreted with the caution required for a study of this 

nature, reflecting in particular the following limitations: 

 Estimating compliance costs within any business is a difficult task, which cannot be 

standardised across the variety of firms in scope.  

 The response rate to the survey was lower than anticipated. The number of responses 

collected – 108 valid responses – was too low to allow the study team to provide 

estimates for certain cost items. 

 Estimating robust and accurate incremental costs of financial legislation is 

challenging. This is because total compliance costs need to be reduced to account for 

the counterfactual costs, and these counterfactual costs are inherently uncertain and 

are hypothetical and speculative in nature. 

 Several observations were valid for more than one sector which means that sectoral 

analysis includes some compliance cost data that covers more than just that sector (for 

example, banking compliance costs will include some costs associated with insurance 

legislation for banks that undertake insurance-related activities).  

 The costs of compliance presented in this report may appear to be low compared to 

estimates reported in other reports/sources. This might be due to a different 

composition of the sample and/or the fact that some costs were not recorded in the 

survey.  

 The compliance costs might be somewhat overestimated in the extrapolation to the 

entire EU population as the calculations assume that the means and medians apply to 

all the financial service providers that have to comply with the legislations in scope, 

whereas in practice not all the financial service providers in each of the sectors have 

to comply with the legislation for which compliance costs have been observed. 

 Finally, the scope of this study was restricted to the costs associated with EU financial 

regulations and hence it does not allow any conclusions to be drawn regarding the 

potential benefits (and cost-benefit ratio) of the regulations. Should such an 

assessment be conducted, the benefits of complying with regulations for firms would 

have to be weighed against the costs of being non-compliant (reputational and 

financial). 

These limitations mean that a level of uncertainty is attached to the study findings. 

Compliance costs figures are likely to include both underestimates for some costs and 
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overestimates for others. The implementation of a robust methodology, in particular strict 

data cleaning and consistency checks, has aimed to tackle the challenges posed by a study of 

this nature. Triangulation with the broader literature shows that the study findings are broadly 

in line with estimates reported in several other studies on compliance costs in the EU 

financial industry. 
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ANNEX 6 DETAILED OVERVIEW OF REPORTING REQUIREMENTS PER 

REPORTING FRAMEWORK 

The following fiches give a detailed overview of the supervisory reporting requirements 

included in all of the legislative frameworks in scope of the Fitness check320, as well as some 

supplementary contextual information. The content of each fiche is explained in the glossary 

hereafter.   

Framework abbreviation 

Framework name 

The full name of the legislative framework. 

Objective/Purpose 

A brief description of the rationale behind creation of the framework and its main objectives.  

Entry into force 

Dates when Level 1 Measures were published and entered into force. 

Level 1 Measures 

The Level 1 Measures that define the framework321. 

Level 2 Measures defining supervisory reporting obligations 

The Level 2 Measures defining detailed supervisory reporting obligation 322  for a given 

framework323. 

Responsible EU-level supervisory authority 

The main EU-level authority which is responsible for the framework. 

What needs to be reported? 

A brief summary of the information that filers are obliged to report. 

Who reports? 

                                                 
320  Data for the respective tables are obtained from BR-AG. Neither the Commission nor the authors can assume any 

responsibility for their accuracy. 
321  There could be more than one L1M, for instance a directive and a regulation (MIFID II/MIFIR). 
322  Supervisory reporting obligation is an obligation to provide specific information that is derived from legal acts. Such a 

reporting obligation needs to fulfil at the same time the following conditions: 

• Filer IS NOT a supervisory authority; 

• Receiver IS a supervisory authority (i.e. supervisory/competent authority or DGS or trade repository or ARM); 

• Reporting obligation IS NOT a public disclosure; 

• Reporting obligation IS NOT a transmission. 
323  The number of underlying L2Ms for a given framework could be much higher. Still, as long as they do not define 

supervisory reporting obligations they are not mentioned in the list. In cases where one L2M defines an information 

requirement and another L2M explains the manner in which the information is to be calculated, only the first legal act is 

included in the list. 
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The main filer sector subject to reporting under a given framework324. 

To whom? 

The direct information receiver. Additionally, if direct information receiver shall submit the 

received data to other entities as a part of EU supervisory processes325, it shall be also 

mentioned. 

Reporting frequency 

The frequency of reporting required by a given framework. 

Data modelling standard 

A method (or a standard) followed to model the information requirement. The focus is on the 

data modelling approaches defined on the EU level326, however in a number of cases also a 

summary of the national approaches is provided. 

Technical standard 

A technical format that is used to submit a report. The focus is on the technical standards 

defined on the EU level327, however where relevant a national approach summary is provided 

as well. 

Identifiers 

The globally recognized identifiers that are referenced in L1Ms and L2Ms underlying a given 

framework328. 

Volume indicators for supervisory reporting obligations  

The number of reporting obligations broken down into structured and unstructured 

information requirements329. The numbers in parentheses exclude notification and application 

requirements. 

The number of templates provided by a given framework, where a template is defined as a 

coherent and often interconnected set of reporting tables that should be presented and 

                                                 
324  There could be more than one filer sector subject to supervisory reporting, however usually it is possible to identify the 

one that is critical from the reporting framework perspective.  
325  This kind of information is crucial for the frameworks organized as two subsequent steps of reporting: (i) the first level 

reporting (from a filer to a National Supervisory Authority) and (ii) the second level reporting (from a National 

Supervisory Authority to a European Supervisory Authority). 
326  Examples of data modelling approaches could be e.g. the Data Point Modelling (DPM) or ISO 20022. 

https://eba.europa.eu/regulation-and-policy/supervisory-reporting/data-point-model-dpm-  

https://www.iso20022.org/  
327  Examples of technical standards could be e.g. Extensible Business Reporting Language (XBRL) or Extensible Markup 

Language (XML). 

https://www.xbrl.org/  

https://www.w3.org/XML/  
328  If there are framework-specific identifiers mentioned in L1Ms of L2Ms underlying a given framework – they shall be 

mentioned in a footnote. 
329  Reporting obligation is treated as structured when it is represented in a tabular format in L1Ms and/or L2Ms and/or 

such a tabular format could be created without substantial additional assumptions made beforehand. 

https://eba.europa.eu/regulation-and-policy/supervisory-reporting/data-point-model-dpm-
https://www.iso20022.org/
https://www.xbrl.org/
https://www.w3.org/XML/
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analysed together330.  

The number of tables331 that are classified as closed tables (i.e. have a limited number of rows 

and columns) and those defined as open tables (i.e. tables with a potentially unlimited number 

of rows or columns). 

The number of data points332 provided in open and closed tables. These are calculated only 

based on the reporting requirements described in L1Ms and L2Ms333. 

 

  

                                                 
330  For instance a Balance Sheet could be treated as a reporting template consisting of three reporting tables: Assets, 

Liabilities and Equity. 
331  A set of cells (reportable or not reportable) organized together based on X, Y and Z axes. Not all axes must exist for a 

given reporting table. 
332  The number of data points is calculated based on the number of cells in tables: 

• For closed tables: the number of rows multiplied by columns excluding fields that are not reportable (if any).  

• For open tables, the number of columns (when the number of rows could be potentially unlimited) or the number 

of rows (when the number of columns could be potentially unlimited). 

In general, Z-axis information potentially multiplying the number of data points is not taken into consideration and as a 

result the number of data points calculated according to the approach provided can be significantly different to the 

numbers provided for instance by ESAs. 
333  Reporting obligations defined by other documents (e.g. Guidelines) are not taken into consideration. 
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CRR/CRD IV 

Framework name 

Capital Requirements Regulation / Capital Requirements Directive IV (CRR/CRD IV) 

Objective/Purpose 

CRR/CRD IV framework aims to strengthen the prudential requirements of banks, requiring 

them to keep sufficient capital reserves and liquidity. The overall objective is to make banks 

more robust and resilient in periods of economic stress334. 

The main objective and subject matter of CRR/CRD IV framework is to coordinate national 

provisions concerning access to the activity of credit institutions and investment firms335, the 

modalities for their governance, and their supervisory framework. From the supervisory 

perspective, the primary focus is on assessing the financial soundness of the credit institutions 

operating in EU via the establishment of own funds requirements, calculation of liquidity and 

leverage ratios, identification of risk concentrations and evaluation of financial 

performance336. 

Entry into force 

CRR and CRD IV were published in the OJ on 27 June 2013. CRR entered into force on the 

following day after publication in the Official Journal (OJ) of the EU. CRD IV entered into 

force on the 20th day following the publication in the OJ of the EU. CRR has been applicable 

from the 1st of January 2014 (with exceptions)337. The full implementation of CRR and CRD 

IV was set on the 1st of January 2019338. 

Level 1 Measures  

 Regulation (EU) No 1093/2010 of the European Parliament and of the Council of 24 

November 2010 establishing a European Supervisory Authority (European Banking 

Authority), amending Decision No 716/2009/EC and repealing Commission 

Decision 2009/78/EC 

 Regulation (EU) No 575/2013 of the European Parliament and of the Council of 26 

June 2013 on prudential requirements for credit institutions and investment firms 

and amending Regulation (EU) No 648/2012 

 Directive 2013/36/EU of the European Parliament and of the Council of 26 June 

2013 on access to the activity of credit institutions and the prudential supervision of 

credit institutions and investment firms, amending Directive 2002/87/EC and 

repealing Directives 2006/48/EC and 2006/49/EC 

                                                 
334  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32013R0575  
335  Investment firms (apart from the systemic ones and the most significant in terms of size) are in the process of being 

carved out from the prudential CRR/CRD IV framework, after co-legislators have adopted the Investment Firm 

Regulation (IFR) and Investment Firm Directive (IFD), which will be the new prudential framework for investment 

firms, once it enters into force later in 2019. As a result, investment firms will be subject to a dedicated prudential 

framework (including for reporting).  
336  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32013L0036&from=EN  
337  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32013L0036&from=EN Article 163 
338  http://europa.eu/rapid/press-release_MEMO-13-690_en.htm  

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32013R0575
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32013L0036&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32013L0036&from=EN%20Article%20163
http://europa.eu/rapid/press-release_MEMO-13-690_en.htm


 

216 

 

Level 2 measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) No 604/2014 of 4 March 2014 

supplementing Directive 2013/36/EU of the European Parliament and of the Council 

with regard to regulatory technical standards with respect to qualitative and 

appropriate quantitative criteria to identify categories of staff whose professional 

activities have a material impact on an institution's risk profile 

 Commission Implementing Regulation (EU) No 680/2014 of 16 April 2014 laying 

down implementing technical standards with regard to supervisory reporting of 

institutions according to Regulation (EU) No 575/2013 of the European Parliament 

and of the Council 

 Commission Implementing Regulation (EU) No 908/2014 of 6 August 2014 laying 

down rules for the application of Regulation (EU) No 1306/2013 of the European 

Parliament and of the Council with regard to paying agencies and other bodies, 

financial management, clearance of accounts, rules on checks, securities and 

transparency 

 Commission Implementing Regulation (EU) No 926/2014 of 27 August 2014 laying 

down implementing technical standards with regard to standard forms, templates and 

procedures for notifications relating to the exercise of the right of establishment and 

the freedom to provide services according to Directive 2013/36/EU of the European 

Parliament and of the Council 

 Commission Implementing Regulation (EU) No 1030/2014 of 29 September 2014 

laying down implementing technical standards with regard to the uniform formats 

and date for the disclosure of the values used to identify global systemically 

important institutions according to Regulation (EU) No 575/2013 of the European 

Parliament and of the Council 

 Commission Implementing Regulation (EU) 2015/1278 of 9 July 2015 amending 

Implementing Regulation (EU) No 680/2014 laying down implementing technical 

standards with regard to supervisory reporting of institutions as regards instructions, 

templates and definitions 

 Commission Implementing Regulation (EU) 2016/313 of 1 March 2016 amending 

Implementing Regulation (EU) No 680/2014 with regard to additional monitoring 

metrics for liquidity reporting 

 Commission Implementing Regulation (EU) 2016/1702 of 18 August 2016 

amending Implementing Regulation (EU) No 680/2014 as regards templates and 

instructions 

 Commission Implementing Regulation (EU) 2016/2070 of 14 September 2016 

laying down implementing technical standards for templates, definitions and IT-

solutions to be used by institutions when reporting to the European Banking 

Authority and to competent authorities in accordance with Article 78(2) of Directive 

2013/36/EU of the European Parliament and of the Council 

List of L2Ms taken into account that were published after the cut-off date: 

 Commission Implementing Regulation (EU) 2017/1443 of 29 June 2017 amending 

Implementing Regulation (EU) No 680/2014 laying down implementing technical 
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standards with regards to supervisory reporting of institutions according to 

Regulation (EU) No 575/2013 of the European Parliament and of the Council 

 Implementing Regulation (EU) 2017/2114 of 9 November 2017 amending 

Implementing Regulation (EU) No 680/2014 as regards templates and instructions 

Responsible EU-level supervisory authority 

European Banking Authority (EBA) 

What needs to be reported? 

Information requirements in CRR/CRD IV framework are divided into a number of areas, 

where each area is responsible for a different aspect of the supervision: 

 COmmon REPorting (COREP): Is focused on quantitative information about own 

funds and exposures related to different risk types (credit, market, operational, etc.). 

In addition it defines reporting requirements related to the calculation of the 

Liquidity Coverage Ratio, Net Stable Funding Ratios and Large Exposures; 

 FINancial REPorting (FINREP): Covers primary financial statements (e.g. balance 

sheet, profit and loss, statement of changes in equity) and notes (e.g. breakdown of 

financial assets by instrument and counterparty sector); 

 Assets Encumbrance (AE): Details information about encumbered and 

unencumbered assets; 

 Supervisory Benchmarking Portfolios (SBP): Covers the data required for 

assessment of the internal models that credit institutions use for the purpose of 

calculation of own funds requirements; 

 Funding Plans (FP): Forecast the data on sources of funding and balance sheet 

positions; 

 Other: Includes requests for authorisation, submission of contact information, public 

disclosure templates. 

Who reports? 

The overwhelming majority of the reporting obligations refer to the reporting made by 

institutions (credit institutions and investment firms) to competent authority. There were 

approx. 6.500 Investment firms339 and approx. 4.770 credit institutions340 identified in the 

EU, as of January 2019. 

To whom? 

Reports must be provided to the National Competent Authorities (and the rest to the SSM). 

Those authorities shall submit to the EBA the supervisory and financial reporting data, which 

                                                 
339  https://eba.europa.eu/regulation-and-policy/investment-firms  
340  https://eportal.eba.europa.eu/cir/faces/publicSearchCreditInstitution.xhtml#no-back-button (2) (As of 2019, Type - 

CRD Credit Institution, excluding Iceland, Norway, Liechtenstein)  

https://eba.europa.eu/regulation-and-policy/investment-firms
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they receive from the institutions341. 

Reporting frequency 

Regular basis (Monthly, Quarterly, Semi-annually, Annually) and Ad hoc. 

Data modelling standard 

The majority of national implementations use the Data Point Modelling342 standard, which is 

accepted as this is the approach defined by EBA, and required according to relevant L2Ms for 

submission of information from the National Competent Authorities to EBA343. 

Technical standard 

On the national level reporting, the majority of countries accept XBRL as the reporting 

format for structured reporting (in some cases other formats, e.g. XLS are required). For the 

narrative part of the reports quite often PDF format is allowed. On the European level XBRL 

is the obligatory standard to transfer the structured data to EBA344, however although it is not 

explicitly mentioned in corresponding L1Ms nor L2Ms. 

Identifiers 

The globally recognized identifiers that are referenced in the CRR/CRD IV framework in 

underlying L1Ms and L2Ms: Bloomberg ticker, CUSIP, ISIN, LEI, NACE, Pre-LEI345. 

Volume indicators for supervisory reporting obligations 

Total number of reporting obligations 109 (86) 

of which structured 73 (68) 

of which unstructured 36 (18) 

Number of templates 197 

Number of tables 265 

of which, open tables 15 

of which, closed tables 250 

Number of data points 43.641 

of which, open tables 459 

of which, closed tables 43.182 

 

                                                 
341https://eba.europa.eu/documents/10180/16082/EBA+DC+090+%28Decision+on+Reporting+by+Competent+Authorities+

to+the+EBA%29.pdf/9beaf5be-2624-4e36-a75b-b77aa3164f3f, Article 1 
342  https://eba.europa.eu/regulation-and-policy/supervisory-reporting/data-point-model-dpm- 
343    http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014R0680&from=EN 
344  http://www.eba.europa.eu/documents/10180/1739234/v2.5+ITS+Rep.zip/f5ffcdd6-fe2f-4700-b245-3a1c27193f6a 
345  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: EBA assigned counterparty 

code, EBA assigned Transaction ID, EBA assigned Portfolio ID Commercial register code, Credit register code and 

Internal model ID. 

https://eba.europa.eu/documents/10180/16082/EBA+DC+090+%28Decision+on+Reporting+by+Competent+Authorities+to+the+EBA%29.pdf/9beaf5be-2624-4e36-a75b-b77aa3164f3f
https://eba.europa.eu/documents/10180/16082/EBA+DC+090+%28Decision+on+Reporting+by+Competent+Authorities+to+the+EBA%29.pdf/9beaf5be-2624-4e36-a75b-b77aa3164f3f
https://eba.europa.eu/regulation-and-policy/supervisory-reporting/data-point-model-dpm-
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014R0680&from=EN
http://www.eba.europa.eu/documents/10180/1739234/v2.5+ITS+Rep.zip/f5ffcdd6-fe2f-4700-b245-3a1c27193f6a
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BRRD 

Framework name 

Banking Recovery and Resolution Directive (BRRD) 

Objective/Purpose 

BRRD sets out new rules to deal with troubled financial institutions. It is a response to the 

shortcomings that surfaced in the wake of the financial crisis in 2008 when many EU 

countries had to inject public money into their banking systems to rescue failing banks. The 

directive establishes common European rules for the recovery and restructuring of distressed 

banks and aims to minimize the use of taxpayers’ money when preventing failures of 

systemic banks in the future346. 

In particular, the aim of the BRRD is to provide authorities with a credible set of tools to 

intervene sufficiently early and quickly in an unsound or failing institution so as to ensure the 

continuity of the institution’s critical financial and economic functions, while minimising its 

impact on the economy and the financial system. The regime should ensure that it is the 

shareholders who are the first to bear losses not the creditors and that no creditor incurs 

greater losses than it would have incurred if the institution had been wound up under normal 

insolvency proceedings in accordance with the ‘no creditor worse off’ principle as specified 

in the directive. New powers should enable authorities, for example, to maintain 

uninterrupted access to deposits and payment transactions, sell viable portions of the 

institution where appropriate, and apportion losses in a manner that is fair and predictable. 

These objectives should help avoid destabilising financial markets and minimise the costs for 

taxpayers347. 

Entry into force 

The BRRD entered into force on the 20th day following the publication in the Official 

Journal (OJ) of the EU (with exceptions). It was published in the OJ on 12 June 2014348. 

Level 1 Measures 

 Directive 2014/59/EU of the European Parliament and of the Council of 15 May 

2014 establishing a framework for the recovery and resolution of credit institutions 

and investment firms and amending Council Directive 82/891/EEC, and Directives 

2001/24/EC, 2002/47/EC,2004/25/EC, 2005/56/EC, 2007/36/EC, 2011/35/EU, 

2012/30/EU and 2013/36/EU, and Regulations (EU) No 1093/2010 and (EU) No 

648/2012, of the European Parliament and of the Council 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) 2015/63 of 21 October 2014 supplementing 

Directive 2014/59/EU of the European Parliament and of the Council with regard to 

ex ante contributions to resolution financing arrangements 

                                                 
346  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014L0059 
347  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014L0059&from=EN 
348  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:173:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014L0059
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014L0059&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:173:TOC
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 Commission Delegated Regulation (EU) 2016/1400 of 10 May 2016 supplementing 

Directive 2014/59/EU of the European Parliament and of the Council with regard to 

regulatory technical standards specifying the minimum elements of a business 

reorganisation plan and the minimum contents of the reports on the progress in the 

implementation of the plan 

 Commission Delegated Regulation (EU) 2016/962 of 16 June 2016 laying down 

implementing technical standards with regard to the uniform formats, templates and 

definitions for the identification and transmission of information by competent 

authorities and resolution authorities to the European Banking Authority according 

to Directive 2014/59/EU of the European Parliament and of the Council 

 Commission Delegated Regulation (EU) 2016/1712 of 7 June 2016 supplementing 

Directive 2014/59/EU of the European Parliament and of the Council establishing a 

framework for the recovery and resolution of credit institutions and investment firms 

with regard to regulatory technical standards specifying a minimum set of the 

information on financial contracts that should be contained in the detailed records 

and the circumstances in which the requirement should be imposed 

 Commission Implementing Regulation (EU) 2018/308 of 1 March 2018 laying down 

implementing technical standards for Directive 2014/59/EU of the European 

Parliament and of the Council with regard to formats, templates and definitions for 

the identification and transmission of information by resolution authorities for the 

purposes of informing the European Banking Authority of the minimum requirement 

for own funds and eligible liabilities 

 Commission Implementing Regulation (EU) 2016/1066 of 17 June 2016 laying 

down implementing technical standards with regard to procedures, standard forms 

and templates for the provision of information for the purpose of resolution plans for 

credit institutions and investment firms pursuant to Directive 2014/59/EU of the 

European Parliament and of the Council  

Responsible EU-level supervisory authority 

The National Resolution Authorities (NRAs) should be transmitted a certain amount of 

information directly from institutions or through the competent authority, especially 

information for the purposes of drawing up and implementing resolution plans. 

The NRAs should transmit to the European Banking Authority (EBA)  information on the 

minimum requirement for own funds and eligible liabilities (MREL) and information 

collected by NRAs from institutions with a view to drawing and implementing resolution 

plans. The NRAs and the National Competent authorities (NCAs) shall also provide the EBA 

with information on the application of simplified obligations in relation to the contents and 

details of recovery and resolution plans. More generally, the EBA is entitled under its 

founding Regulation to collect information necessary to carry out its tasks. 

What needs to be reported? 

The BRRD framework establishes, among others, a set of quantitative templates required for 

the resolution authorities to perform the resolution planning. The reporting templates, among 

others, include: 

 Organisational structure of the group; 
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 Information about critical functions; 

 Details of assets and liabilities divided by critical counterparties; 

 Details of payment, clearing and settlement systems (market infrastructures); 

 Calculation of Minimum Requirements for Own Funds and Eligible Liabilities 

(MREL). 

Competent and resolution authorities should cooperate in order to minimise duplicated 

information requirements. From this perspective, competent and resolution authorities should 

jointly verify whether some or all of the requested information is already available to the 

competent authority. 

Who reports? 

A majority of reporting obligations arising from the BRRD regime are defined for Institutions 

(Credit Institutions and Investment Firms). As of January 2019 there were approx. 6.500 

Investment Firms349 and approx. 4.770 Credit Institutions350 identified in the EU. 

To whom? 

For a majority of the reporting obligations defined in the BRRD framework, the receiver of 

the reported information is the National Resolution Authority (NRA). Competent and 

resolution authorities should cooperate in order to minimise duplicated information 

requirements. From this perspective, competent and resolution authorities should jointly 

verify whether some or all of the requested information for the purposes of resolution plan is 

already available to the competent authority. 

The information could be further transmitted to the relevant authorities, such as EBA, or to 

other resolution authorities351. 

Reporting frequency 

Regular basis (annually or at least every six months) and ad hoc. 

Data modelling standard 

No modelling standard was defined until 2018 when the EBA decided to integrate 

information requirements stemming from the BRRD into the single data model (Data Point 

Model) already used for other supervisory reporting requirements352. 

Technical standard 

Until 2018 when EBA made the decision to adopt XBRL as the technical standard for 

reporting required under the BRRD, the National Resolution Authorities implemented their 

own approaches to gather the data (e.g. XML, XLS). Regarding the provision of notifications, 

                                                 
349  https://eba.europa.eu/regulation-and-policy/investment-firms  
350  https://eportal.eba.europa.eu/cir/faces/publicSearchCreditInstitution.xhtml#no-back-button (2) (As of 2019, Type - 

CRD Credit Institution, excluding Iceland, Norway, Liechtenstein) 
351  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014L0059&from=EN, Article 13(1) 
352   https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-

forms-and-templates-for-resolution-planning;  

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN  

https://eba.europa.eu/regulation-and-policy/investment-firms
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014L0059&from=EN
https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-forms-and-templates-for-resolution-planning
https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-forms-and-templates-for-resolution-planning
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN
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there were only general requirements for the data to be provided in durable electronic 

format353. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms354: BIC, ISIN, LEI355. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 25 (20) 

of which structured 6 (5) 

of which unstructured 19 (15) 

Number of templates 14 

Number of tables 18 

of which, open tables 15 

of which, closed tables 3 

Number of data points 424 

of which, open tables 193 

of which, closed tables 231 

 

 

 

 

 

 

 

 

 

  

                                                 
353  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02016R1075-20160708&from=EN; 

https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-

forms-and-templates-for-resolution-planning; https://eur-lex.europa.eu/legal-

content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN 
354  https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX%3A32016R1066 
355  http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0962&from=EN 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:02016R1075-20160708&from=EN
https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-forms-and-templates-for-resolution-planning
https://eba.europa.eu/regulation-and-policy/recovery-and-resolution/implementing-technical-standards-on-procedures-forms-and-templates-for-resolution-planning
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX%3A32016R1066
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R0962&from=EN
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Solvency II Directive 

Framework name 

Solvency II Directive 

Objective/Purpose 

Solvency II is a harmonised prudential framework for insurance companies and groups, 

which promotes transparency, comparability and competitiveness in the insurance sector. 

Solvency II prudential requirements are tailored to the specific risks undertaken by insurers, 

to guarantee that they have enough financial resources to withstand financial difficulties.  

Solvency II covers three main areas, related to capital requirements (Minimum Capital 

Requirement (MCR) and (Solvency Capital Requirement 356 )), risk management and 

supervisory rules357. 

The main objective of the insurance and reinsurance prudential regulation and supervision is 

to ensure adequate protection of policyholders and beneficiaries. Maintaining financial 

stability and fair and secure markets is another objective, which should also be taken into 

account but should not undermine the main objective.  

Entry into force 

The Directive was published in the Official Journal (OJ) on 17 December 2009 and was 

subsequently amended by the Omnibus II Directive. It applies from 1 January 2016 (with 

exceptions)358. 

Level 1 Measures 

 Directive 2009/138/EC of the European Parliament and of the Council of 25 

November 2009 on the taking-up and pursuit of the business of Insurance and 

Reinsurance (Solvency II) 

 Directive 2013/58/EU of the European Parliament and of the Council of 11 

December 2013 amending Directive 2009/138/EC (Solvency II) as regards the date 

for its transposition and the date of its application, and the date of repeal of certain 

Directives (Solvency I) 

 Directive 2014/51/EU of the European Parliament and of the Council of 16 April 

2014 amending Directives 2003/71/EC and 2009/138/EC and Regulations (EC) No 

1060/2009, (EU) No 1094/2010 and (EU) No 1095/2010 in respect of the powers of 

the European Supervisory Authority (European Insurance and Occupational 

Pensions Authority) and the European Supervisory Authority (European Securities 

and Markets Authority) 

Level 2 Measures defining supervisory reporting obligations 

                                                 
356  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32009L0138&from=EN 
357  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32009L0138 
358  https://eur-lex.europa.eu/legal-

content/EN/TXT/?uri=uriserv:OJ.L_.2009.335.01.0001.01.ENG&toc=OJ:L:2009:335:TOC, Article 311 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32009L0138&from=EN
https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32009L0138
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2009.335.01.0001.01.ENG&toc=OJ:L:2009:335:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2009.335.01.0001.01.ENG&toc=OJ:L:2009:335:TOC
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 Commission Delegated Regulation (EU) 2015/35 of 10 October 2014 supplementing 

Directive 2009/138/EC of the European Parliament and of the Council on the taking-

up and pursuit of the business of Insurance and Reinsurance (Solvency II) 

 Commission Implementing Regulation (EU) 2015/462 of 19 March 2015 laying down 

implementing technical standards with regard to the procedures for supervisory 

approval to establish special purpose vehicles, for the cooperation and exchange of 

information between supervisory authorities regarding special purpose vehicles as 

well as to set out formats and templates for information to be reported by special 

purpose vehicles in accordance with Directive 2009/138/EC of the European 

Parliament and of the Council 

 Commission Implementing Regulation (EU) 2015/2450 of 2 December 2015 laying 

down implementing technical standards with regard to the templates for the 

submission of information to the supervisory authorities according to Directive 

2009/138/EC of the European Parliament and of the Council         

 Commission Implementing Regulation (EU) 2015/2452 of 2 December 2015 laying 

down implementing technical standards with regard to the procedures, formats and 

templates of the solvency and financial condition report in accordance with Directive 

2009/138/EC of the European Parliament and of the Council 

Responsible EU-level supervisory authority 

European Insurance and Occupational Pensions Authority (EIOPA) 

What needs to be reported? 

Solvency II establishes a set of templates both at the aggregated and the granular level laying 

down the information requirements necessary to perform the supervisory functions. These 

requirements are to a large extent oriented towards the provision of the following 

information: 

 Balance sheet and detailed assets information: to evaluate the investments and the 

overall financial position of the insurance company; 

 Off-balance sheet items: to understand the commitments received and provided but 

not disclosed in the balance sheet; 

 Technical provisions: to reflect the commitments towards policy holders and 

beneficiaries;  

 Own funds: to get an overview of the value and the structure of own funds; 

 Minimum Capital Requirements (MCR) and Solvency Capital Requirements (SCR): 

to calculate a risk-sensitive requirement to ensure accurate and timely intervention 

by supervisory authorities (the Solvency Capital Requirement) and a minimum level 

of security below which the amount of financial resources should not fall (the 

Minimum Capital Requirement); 

 Intra-Group Transactions (IGT): To understand the relations within the insurance 

group. 
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Who reports? 

Insurance and Reinsurance Undertakings are subject to reporting according to Solvency II 

framework. As of January 2019 there were approximately 3.660 Insurance and Reinsurance 

Undertakings359 identified in the EU. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Supervisory Authorities, who further provide the information to EIOPA (and some 

to ECB). 

Reporting frequency 

Ad hoc, quarterly, annually. 

Data modelling standard 

EIOPA, as the responsible EU-level Supervisory Authority, requires DPM format for the 

submission of quantitative supervisory reports. The overwhelming majority of NCAs accept 

DPM-based reporting for Solvency II360. 

Technical standard 

XBRL technical format is required for EU level reporting. The overwhelming majority of 

NCAs accept XBRL-based reporting for Solvency II, only in two of the EU countries XBRL 

is not accepted. For the narrative part of the reporting under Solvency II PDF documents are 

preferred, with some NCAs accepting also DOC or XLS formats361. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: BBGID, Bloomberg Ticker, CIC, CUSIP, FIGI, ISIN, LEI, NACE, Reuters 

RIC, SEDOL, WKN362.  

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 157 (117) 

of which structured 77 (77) 

of which unstructured 80 (40) 

Number of templates 168 

Number of tables 499 

of which, open tables 111 

                                                 
359  https://eiopa.europa.eu/publications/register-of-insurance-undertakings (Filters: Active undertakings; Domestic 

Undertaking; Norway, Iceland, Liechtenstein - excluded) 
360  https://eiopa.europa.eu/Pages/Supervision/Insurance/Data-Point-Model-and-XBRL.aspx 
361  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0643&from=EN 
362  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: Undertaking identification 

code used in the local market, attributed by supervisory authority. 

https://eiopa.europa.eu/publications/register-of-insurance-undertakings
https://eiopa.europa.eu/Pages/Supervision/Insurance/Data-Point-Model-and-XBRL.aspx
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0643&from=EN
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of which, closed tables 388 

Number of data points 23.001 

of which, open tables 1 140 

of which, closed tables 21 861 
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MIFID II / MIFIR 

Framework name 

Markets in Financial Instruments Directive II / Markets in Financial Instruments Regulation 

(MiFID II / MiFIR) 

Objective/Purpose 

The MIFID II / MIFIR framework aims at making the financial markets in the European 

Union (EU) more robust and transparent. It creates a new legal framework that better 

regulates trading activities on financial markets and enhances investor protection363. 

MIFID II / MIFIR is a cornerstone of the EU's regulation of financial markets seeking to 

improve their competitiveness by creating a single market for investment services and 

activities and to ensure a high degree of harmonised protection for investors in financial 

instruments. It sets out the provisions regarding: 

 the conduct of business and organisational requirements for investment firms; 

 authorisation requirements for regulated markets; 

 regulatory reporting to avoid market abuse; 

 trade transparency obligation for shares; 

 rules on the admission of financial instruments to trading364. 

Entry into force 

MIFID II and MIFIR were published in the Official Journal (OJ) on 12 June 2014. They 

entered into force on the 20th day following the publication in the OJ of the EU365. MIFIR 

applies from 3 January 2018 (with exceptions)366. 

Level 1 Measures 

 Directive 2014/65/EU of the European Parliament and of the Council of 15 May 

2014 on markets in financial instruments and amending Directive 2002/92/EC and 

Directive 2011/61/EU (recast) 

 Regulation (EU) No 600/2014 of the European Parliament and of the Council of 15 

May 2014 on markets in financial instruments and amending Regulation (EU) No 

648/2012 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) 2016/957 of 9 March 2016 supplementing 

Regulation (EU) No 596/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the appropriate arrangements, systems 

and procedures as well as notification templates to be used for preventing, detecting 

                                                 
363  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014L0065 
364  https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir 
365  https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=celex:32014L0065 
366  https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX:32014R0600 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014L0065
https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=celex:32014L0065
https://eur-lex.europa.eu/legal-content/EN/ALL/?uri=CELEX:32014R0600
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and reporting abusive practices or suspicious orders or transactions  

 Commission Delegated Directive (EU) 2017/593 of 7 April 2016 supplementing 

Directive 2014/65/EU of the European Parliament and of the Council with regard to 

safeguarding of financial instruments and funds belonging to clients, product 

governance obligations and the rules applicable to the provision or reception of fees, 

commissions or any monetary or non-monetary benefits 

 Commission Delegated Regulation (EU) 2017/567 of 18 May 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to definitions, transparency, portfolio compression and supervisory measures 

on product intervention and positions 

 Commission Implementing Regulation (EU) 2016/824 of 25 May 2016 laying down 

implementing technical standards with regard to the content and format of the 

description of the functioning of multilateral trading facilities and organised trading 

facilities and the notification to the European Securities and Markets Authority 

according to Directive 2014/65/EU of the European Parliament and of the Council 

on markets in financial instruments 

 Commission Delegated Regulation (EU) 2017/577 of 13 June 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council on 

markets in financial instruments with regard to regulatory technical standards on the 

volume cap mechanism and the provision of information for the purposes of 

transparency and other calculations 

 Commission Delegated Regulation (EU) 2017/580 of 24 June 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the maintenance of relevant data relating 

to orders in financial instruments 

 Commission Delegated Regulation (EU) 2017/581 of 24 June 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards on clearing access in respect of trading 

venues and central counterparties 

 Commission Delegated Regulation (EU) 2017/1018 of 29 June 2016 supplementing 

Directive 2014/65/EU of the European Parliament and of the Council on markets in 

financial instruments with regard to regulatory technical standards specifying 

information to be notified by investment firms, market operators and credit 

institutions 

 Commission Delegated Regulation (EU) 2017/583 of 14 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council on 

markets in financial instruments with regard to regulatory technical standards on 

transparency requirements for trading venues and investment firms in respect of 

bonds, structured finance products, emission allowances and derivatives 

 Commission Delegated Regulation (EU) 2017/584 of 14 July 2016 supplementing 

Directive 2014/65/EU of the European Parliament and of the Council with regard to 

regulatory technical standards specifying organisational requirements of trading 

venues 



 

229 

 

 Commission Delegated Regulation (EU) 2017/585 of 14 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the data standards and formats for 

financial instrument reference data and technical measures in relation to 

arrangements to be made by the European Securities and Markets Authority and 

competent authorities 

 Commission Delegated Regulation (EU) 2016/2022 of 14 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards concerning the information for registration 

of third-country firms and the format of information to be provided to the clients 

 Commission Delegated Regulation (EU) 2017/1943 of 14 July 2016 supplementing 

Directive 2014/65/EU of the European Parliament and of the Council with regard to 

regulatory technical standards on information and requirements for the authorisation 

of investment firms 

 Commission Delegated Regulation (EU) 2017/587 of 14 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council on 

markets in financial instruments with regard to regulatory technical standards on 

transparency requirements for trading venues and investment firms in respect of 

shares, depositary receipts, exchange-traded funds, certificates and other similar 

financial instruments and on transaction execution obligations in respect of certain 

shares on a trading venue or by a systematic internaliser 

 Commission Delegated Regulation (EU) 2017/589 of 19 July 2016 supplementing 

Directive 2014/65/EU of the European Parliament and of the Council with regard to 

regulatory technical standards specifying the organisational requirements of 

investment firms engaged in algorithmic trading 

 Commission Delegated Regulation (EU) 2017/590 of 28 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the reporting of transactions to 

competent authorities 

 Commission Delegated Regulation (EU) 2017/591 of 1 December 2016 

supplementing Directive 2014/65/EU of the European Parliament and of the Council 

with regard to regulatory technical standards for the application of position limits to 

commodity derivatives 

List of L2Ms taken into account that were published after the cut-off date: 

 Commission Implementing Regulation (EU) 2017/953 of 6 June 2017 laying down 

implementing technical standards with regard to the format and the timing of 

position reports by investment firms and market operators of trading venues 

pursuant to Directive 2014/65/EU of the European Parliament and of the Council on 

markets in financial instruments 

 Commission Implementing Regulation (EU) 2017/1005 of 15 June 2017 laying 

down implementing technical standards with regard to the format and timing of the 

communications and the publication of the suspension and removal of financial 

instruments pursuant to Directive 2014/65/EU of the European Parliament and of the 

Council on markets in financial instruments 
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 Commission Implementing Regulation (EU) 2017/1945 of 19 June 2017 laying 

down implementing technical standards with regard to notifications by and to 

applicant and authorised investment firms according to Directive 2014/65/EU of the 

European Parliament and of the Council 

 Commission Implementing Regulation (EU) 2017/1093 of 20 June 2017 laying 

down implementing technical standards with regard to the format of position reports 

by investment firms and market operators 

 Commission Delegated Regulation (EU) 2017/1946 of 11 July 2017 supplementing 

Directives 2004/39/EC and 2014/65/EU of the European Parliament and of the 

Council with regard to regulatory technical standards for an exhaustive list of 

information to be included by proposed acquirers in the notification of a proposed 

acquisition of a qualifying holding in an investment firm 

 Commission Delegated Regulation (EU) 2018/63 of 26 September 2017 amending 

Delegated Regulation (EU) 2017/571 supplementing Directive 2014/65/EU of the 

European Parliament and of the Council with regard to regulatory technical 

standards on the authorisation, organisational requirements and the publication of 

transactions for data reporting services providers 

 Commission Implementing Regulation (EU) 2017/2382 of 14 December 2017 laying 

down implementing technical standards with regard to standard forms, templates and 

procedures for the transmission of information in accordance with Directive 

2014/65/EU of the European Parliament and of the Council 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The primary reporting requirements stemming from the directive and the regulation are 

related to the provision of: 

 Financial Instruments Reference Data: containing fundamental details of the 

financial instrument (e.g. nominal value, issuer information and other attributes of 

the instrument); 

 Transactions reporting: containing details of the counterparties, the instrument used 

and the terms of the transaction. 

Other areas of reporting (lower in volume and frequency) are: 

 Transparency requirements: containing information required for the calculation of 

transparency thresholds; 

 Data required for Double Volume Cap (DVC) mechanism: necessary to establish the 

instrument limits; 

 Other notifications and authorisation requests related to the regulation and the 
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directive requirements367. 

Who reports? 

A majority of the reporting is conducted by Investment Firms and Trading Venues. As of 

January 2019 there were more than 6.500 investment firms authorised and regulated by the 

framework368. 

To whom? 

The receivers of the reports submitted under the framework are the National Competent 

Authorities. The financial instrument reference data shall be transmitted by the Competent 

Authorities without delay to ESMA and published by ESMA immediately on its website369. 

Reporting frequency 

Regular basis (daily, weekly, twice a month and annually) and ad hoc. 

Data modelling standard 

ESMA requires transaction and reference data messages modelled according to ISO 20022 

standard.  As a result the data is also fairly unified on the national level. The data modelling 

standards are not defined though for the narrative part of the reporting370. 

Technical standard 

Transactions and reference data reporting relies on XML format. On the other hand 

notifications to the NCAs are usually provided as PDF, XLS or DOC attachments sent via e-

mail or submitted through specialised portals371. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: BIC, CFI, FISN, ISIN, LEI, MIC372. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 116 (67) 

of which structured 42 (26) 

of which unstructured 74 (41) 

Number of templates 47 

Number of tables 49 

of which, open tables 22 

                                                 
367  https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir/mifir-reporting-instructions 
368  https://eba.europa.eu/regulation-and-policy/investment-firms 
369  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0600&from=EN, Article 27 
370  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32017R0585&from=EN 
371  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32017R0585&from=EN 
372  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: Transaction Identification 

Code, National identification number of the firm. 

https://www.esma.europa.eu/policy-rules/mifid-ii-and-mifir/mifir-reporting-instructions
https://eba.europa.eu/regulation-and-policy/investment-firms
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0600&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32017R0585&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32017R0585&from=EN
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of which, closed tables 27 

Number of data points 1.158 

of which, open tables 405 

of which, closed tables 753 
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EMIR 

Framework name 

European Market Infrastructure Regulation (EMIR) 

Objective/Purpose 

EMIR lays down rules regarding Over-The-Counter (OTC) derivative contracts, Central 

Counterparties (CCPs) and Trade Repositories, in line with the G20 commitments made in 

Pittsburgh in September 2009. EMIR aims to reduce systemic risk, increase transparency in 

the OTC market and preserve financial stability373. 

EMIR mandates reporting of all derivatives to Trade Repositories (TRs). TRs centrally 

collect and maintain the records of all derivative contracts. They play a central role in 

enhancing the transparency of derivative markets and reducing risks to financial stability374. 

Entry into force 

EMIR was published in the Official Journal (OJ) on 27 July 2012. It entered into force on the 

20th day following the publication in the OJ of the EU375.  

Level 1 Measures 

 Regulation (EU) No 648/2012 of the European Parliament and of the Council of 4 

July 2012 on OTC derivatives, central counterparties and trade repositories 

 Amending Regulation (EMIR Refit) -> to be adopted, published and enter into force 

by mid-June.  

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) No 148/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council on OTC derivatives, central counterparties and trade repositories with regard 

to regulatory technical standards on the minimum details of the data to be reported to 

trade repositories 

 Commission Delegated Regulation (EU) No 149/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council with regard to regulatory technical standards on indirect clearing 

arrangements, the clearing obligation, the public register, access to a trading venue, 

non-financial counterparties, and risk mitigation techniques for OTC derivatives 

contracts not cleared by a CCP 

 Commission Delegated Regulation (EU) No 150/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council on OTC derivatives, central counterparties and trade repositories with regard 

to regulatory technical standards specifying the details of the application for 

                                                 
373  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX%3A32012R0648 
374  https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting 
375  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2012:201:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX%3A32012R0648
https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2012:201:TOC
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registration as a trade repository 

 Commission Delegated Regulation (EU) No 151/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council on OTC derivatives, central counterparties and trade repositories, with 

regard to regulatory technical standards specifying the data to be published and made 

available by trade repositories and operational standards for aggregating, comparing 

and accessing the data  

 Commission Delegated Regulation (EU) No 152/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council with regard to regulatory technical standards on capital requirements for 

central counterparties  

 Commission Delegated Regulation (EU) No 153/2013 of 19 December 2012 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council with regard to regulatory technical standards on requirements for central 

counterparties 

 Commission Implementing Regulation (EU) No 1247/2012 of 19 December 2012 

laying down implementing technical standards with regard to the format and 

frequency of trade reports to trade repositories according to Regulation (EU) No 

648/2012 of the European Parliament and of the Council on OTC derivatives, central 

counterparties and trade repositories 

 Commission Implementing Regulation (EU) No 1248/2012 of 19 December 2012 

laying down implementing technical standards with regard to the format of 

applications for registration of trade repositories according to Regulation (EU) No 

648/2012 of the European Parliament and of the Council on OTC derivatives, central 

counterparties and trade repositories 

 Commission Implementing Regulation (EU) No 1249/2012 of 19 December 2012 

laying down implementing technical standards with regard to the format of the 

records to be maintained by central counterparties according to Regulation (EU) No 

648/2012 of the European Parliament and of the Council on OTC derivatives, central 

counterparties and trade repositories  

 Commission Implementing Regulation (EU) No 484/2014 of 12 May 2014 laying 

down implementing technical standards with regard to the hypothetical capital of a 

central counterparty according to Regulation (EU) No 648/2012 of the European 

Parliament and of the Council  

 Commission Delegated Regulation (EU) 2015/2205 of 6 August 2015 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council with regard to regulatory technical standards on the clearing obligation 

 Commission Delegated Regulation (EU) 2016/592 of 1 March 2016 supplementing 

Regulation (EU) No 648/2012 of the European Parliament and of the Council with 

regard to regulatory technical standards on the clearing obligation 

 Commission Delegated Regulation (EU) 2016/1178 of 10 June 2016 supplementing 

Regulation (EU) No 648/2012 of the European Parliament and of the Council with 

regard to regulatory technical standards on the clearing obligation 
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 Commission Delegated Regulation (EU) 2016/2251 of 4 October 2016 

supplementing Regulation (EU) No 648/2012 of the European Parliament and of the 

Council on OTC derivatives, central counterparties and trade repositories with regard 

to regulatory technical standards for risk-mitigation techniques for OTC derivative 

contracts not cleared by a central counterparty 

 Commission Delegated Regulation (EU) 2017/104 of 19 October 2016 amending 

Delegated Regulation (EU) No 148/2013 supplementing Regulation (EU) No 

648/2012 of the European Parliament and of the Council on OTC derivatives, central 

counterparties and trade repositories with regard to regulatory technical standards on 

the minimum details of the data to be reported to trade repositories 

 Commission Implementing Regulation (EU) 2017/105 of 19 October 2016 amending 

Implementing Regulation (EU) No 1247/2012 laying down implementing technical 

standards with regard to the format and frequency of trade reports to trade 

repositories according to Regulation (EU) No 648/2012 of the European Parliament 

and of the Council on OTC derivatives, central counterparties and trade repositories 

 Commission Delegated Regulation (EU) 2017/610 of 20 December 2016 amending 

Regulation (EU) No 648/2012 of the European Parliament and of the Council as 

regards the extension of the transitional periods related to pension scheme 

arrangements 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The primary reporting requirement established in EMIR is related to the provision of details 

regarding derivatives’ contracts (e.g. details of the counterparties, the instrument used and the 

terms of the transaction). Additionally, there are notifications and authorisation requests 

related to the regulation requirements376. 

Who reports? 

The reporting under the EMIR framework is mostly done by counterparties trading in 

financial derivatives and CCPs together with Trade Repositories. As of January 2019 there 

were 17 CCPs authorised in the EU377 and 32 third-country378 CCPs. The data available on 

Trade Repositories shows that as of February 2018 there were eight TRs379. 

To whom? 

Details of derivative transactions are reported to the Trade Repositories which are obliged to 

provide access to this data to the relevant Competent Authorities and other supervisory 

entities identified in the regulation. Additionally, there are notifications submitted directly to 

                                                 
376  https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting 
377  https://www.esma.europa.eu/sites/default/files/library/ccps_authorised_under_emir.pdf 
378  https://www.esma.europa.eu/sites/default/files/library/third-country_ccps_recognised_under_emir.pdf 
379  https://www.esma.europa.eu/supervision/trade-repositories/list-registered-trade-repositories 

https://www.esma.europa.eu/policy-rules/post-trading/trade-reporting
https://www.esma.europa.eu/sites/default/files/library/ccps_authorised_under_emir.pdf
https://www.esma.europa.eu/sites/default/files/library/third-country_ccps_recognised_under_emir.pdf
https://www.esma.europa.eu/supervision/trade-repositories/list-registered-trade-repositories
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the relevant Competent Authorities380. 

Reporting frequency 

Ad hoc, daily, weekly, monthly, quarterly, annually. 

Data modelling standard 

The reporting standard for direct transaction data feed from the Trade Repositories was not 

defined until 2017 when ESMA introduced ISO 20022381. There are currently no defined 

modelling standards for national level transactional data and the narrative reporting part. 

However, the set-up is likely to change with the new mandate granted to ESMA under EMIR 

REFIT.   

Technical standard 

The technical standard for direct transaction data feed from Trade Repositories was not 

defined until 2017 when ESMA introduced XML as the relevant technical reporting 

format382. At the same time Trade Repositories accept multiple formats such as XML, CSV, 

FpML messages. Regarding the narrative part of the reporting, there is no common technical 

standard, i.e. some countries require PDF, DOC or CSV attachments, while others decided to 

build dedicated web portals for notifications and exemptions reporting. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: AII, BIC, CFI, EIC, ISIN, LEI, MIC, UPI, UTI383. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 94 (45) 

of which structured 18 (15) 

of which unstructured 76 (30) 

Number of templates 8 

Number of tables 10 

of which, open tables 7 

of which, closed tables 3 

Number of data points 251 

of which, open tables 215 

of which, closed tables 36 

                                                 
380  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0648&from=EN, Article 81 
381  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:02013R0151-20171101&from=EN 
382  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:02013R0151-20171101&from=EN 
383  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: CLC, Collateral portfolio code, 

Reporting counterparty ID, Broker ID, Report submitting entity ID, Clearing member ID, Beneficiary ID, Complex 

trade component ID. 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0648&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:02013R0151-20171101&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:02013R0151-20171101&from=EN
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CSDR 

Framework name 

Central Securities Depositories Regulation (CSDR) 

Objective/Purpose 

CSDR aims to harmonise the timing and the conduct of securities settlement in the European 

Union (EU) and the rules for central securities depositories (CSDs) which operate the 

settlement infrastructure. It is designed to increase the safety and efficiency of the system, 

particularly for intra-EU transactions384. 

CSDR lays down a number of uniform obligations to be imposed on market participants 

regarding certain aspects of the settlement cycle and discipline and it provides a set of 

common requirements for CSDs operating securities settlement systems. The regulation 

ensures that all market operators and CSDs are subject to identical directly applicable 

obligations, standards and rules. Its aim is to increase the safety and efficiency of settlement 

in the Union by preventing any diverging national rules that could otherwise result from 

transposition of a directive. It should also reduce the regulatory complexity for market 

operators and CSDs facing different national rules. Moreover, it allows CSDs to provide their 

services on a cross-border basis without having to comply with different sets of national 

requirements such as those concerning the authorisation, supervision, organisation or risks of 

CSDs. The regulation imposing identical requirements on CSDs should also contribute to 

eliminating competitive distortions385. 

Entry into force 

The regulation entered into force on the 20th day following the publication in the Official 

Journal (OJ) of the EU. It was published in the OJ on 28 August 2014386. 

Level 1 Measures 

 Regulation (EU) No 909/2014 of the European Parliament and of the Council of 23 

July 2014 on improving securities settlement in the European Union and on central 

securities depositories and amending Directives 98/26/EC and 2014/65/EU and 

Regulation (EU) No 236/2012 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) 2017/390 of 11 November 2016 

supplementing Regulation (EU) No 909/2014 of the European Parliament and of the 

Council with regard to regulatory technical standards on certain prudential 

requirements for central securities depositories and designated credit institutions 

offering banking-type ancillary services 

 Commission Delegated Regulation (EU) 2017/392 of 11 November 2016 

supplementing Regulation (EU) No 909/2014 of the European Parliament and of the 

                                                 
384  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32014R0909 
385  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014R0909&from=EN 
386  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:257:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32014R0909
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014R0909&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:257:TOC
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Council with regard to regulatory technical standards on authorisation, supervisory 

and operational requirements for central securities depositories 

 Commission Implementing Regulation (EU) 2017/393 of 11 November 2016 laying 

down implementing technical standards with regard to the templates and procedures 

for the reporting and transmission of information on internalised settlements in 

accordance with Regulation (EU) No 909/2014 of the European Parliament and of 

the Council 

 Commission Implementing Regulation (EU) 2017/394 of 11 November 2016 laying 

down implementing technical standards with regard to standard forms, templates and 

procedures for authorisation, review and evaluation of central securities depositories, 

for the cooperation between authorities of the home Member State and the host 

Member State, for the consultation of authorities involved in the authorisation to 

provide banking-type ancillary services, for access involving central securities 

depositories, and with regard to the format of the records to be maintained by central 

securities depositories in accordance with Regulation (EU) No 909/2014 of the 

European Parliament and of the Council 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

CSDR defines a few areas of data to be reported: 

 Statistical data covering quantitative information about the nominal and market 

values of securities recorded in settlement systems; 

 Information about periodic events; 

 Format for the record keeping of transactions and settlement instructions; 

 Application for registration and other forms and notifications related to the CSD 

activity. 

Who reports? 

The majority of reporting is conducted by CSDs. As of January 2019 there were 29 CSDs387 

in EU while 10 of them were authorised according to the regulation 388. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Competent Authorities with some portion of the reporting provided to the Relevant 

Authorities. Where necessary, Competent Authorities shall without delay transmit the 

information received under CSDR to ESMA389. 

 

                                                 
387  https://ecsda.eu/about/members/list-of-members 
388  https://www.esma.europa.eu/sites/default/files/library/esma70-151-889_csd_register.pdf 
389  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0909&from=EN, Article 9 

https://ecsda.eu/about/members/list-of-members
https://www.esma.europa.eu/sites/default/files/library/esma70-151-889_csd_register.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0909&from=EN
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Reporting frequency 

Regular basis (daily, monthly, quarterly, annually) and ad hoc. 

Data modelling standard 

There is no single modelling standard used throughout the regulation information 

requirements. However, in case of internalised settlement and settlement fails reports, the 

format is aligned with the one used for trade reports to Trade Repositories according to 

Regulation (EU) No 648/2012, namely ISO 20022390. Other areas of reporting are not subject 

to a defined modelling standard. 

Technical standard 

ESMA stated that reports concerning the internalised settlement and settlement fails should 

be in line with the technical standard applicable for trade reports according to Regulation 

(EU) No 648/2012, which is XML 391 . In terms of statistical data and record keeping 

obligation, there is no technical format imposed by ESMA. In case of other information 

requirements, such as those regarding notifications or applications, paper and electronic 

formats in a durable medium are envisaged. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: ISIN, LEI392. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 64 (32) 

of which structured 15 (12) 

of which unstructured 49 (20) 

Number of templates 25 

Number of tables 36 

of which, open tables 11 

of which, closed tables 25 

Number of data points 1.577 

of which, open tables 49 

of which, closed tables 1.528 

                                                 
390  https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-

_csdr_guidelines_on_internalised_settlement_reporting.pdf; https://www.esma.europa.eu/regulation/post-

trading/settlement 
391  https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-

_csdr_guidelines_on_internalised_settlement_reporting.pdf 
392  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: Company registration number, 

Securities account identifier, Cash account identifier, Settlement bank identifier, Securities identifier, Participants' 

identifier, Tax number. 

https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-_csdr_guidelines_on_internalised_settlement_reporting.pdf
https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-_csdr_guidelines_on_internalised_settlement_reporting.pdf
https://www.esma.europa.eu/regulation/post-trading/settlement
https://www.esma.europa.eu/regulation/post-trading/settlement
https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-_csdr_guidelines_on_internalised_settlement_reporting.pdf
https://www.esma.europa.eu/sites/default/files/library/esma70-151-1258_final_report_-_csdr_guidelines_on_internalised_settlement_reporting.pdf
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SFTR 

Framework name 

Securities Financing Transactions Regulation (SFTR) 

Objective/Purpose 

SFTR increases the transparency of certain activities in financial markets, such as the use of 

securities financing transactions (SFTs) and the reuse of collateral, so that they can be 

monitored and the risks identified393. 

SFTR responds to the need to enhance the transparency of securities financing markets and 

thus the transparency of the financial system. In order to ensure equivalent conditions of 

competition and international convergence, this regulation follows the FSB Policy 

Framework. It creates a Union framework under which details of SFTs can be efficiently 

reported to Trade Repositories and information on SFTs and total return swaps is disclosed to 

investors in collective investment undertakings394. 

Entry into force 

The regulation entered into force on the 20th day following the publication in the Official 

Journal (OJ) of the EU. It was published in the OJ on 23 December 2015. It applies from 12 

January 2016 (with exceptions)395. 

Level 1 Measures 

 Regulation (EU) 2015/2365 of the European Parliament and of the Council of 25 

November 2015 on transparency of securities financing transactions and of reuse and 

amending Regulation (EU) No 648/2012 

Level 2 Measures defining supervisory reporting obligations 

N/A396. 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The SFTR information requirements focus on the provision of details of securities financing 

transactions (SFTs). The required information is divided into specific categories: 

 counterparty data; 

 loan data; 

 collateral data; 

 margin data; 

 re-use data. 

                                                 
393  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX%3A32015R2365 
394  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015R2365&from=EN 
395  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2015:337:TOC 
396  There were no L2Ms published as of December 2016. 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX%3A32015R2365
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015R2365&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2015:337:TOC
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Additionally, the regulation defines a few other forms to be submitted (e.g. registration 

application). 

Who reports? 

The reporting entities are counterparties involved in securities financing transactions and 

Trade Repositories. As of February 2018 there were 8 registered Trade Repositories397. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

Trade Repositories with some part of the reporting provided also to ESMA. The Competent 

Authorities and ESMA shall cooperate closely with each other and exchange information for 

the purpose of carrying out their duties pursuant to SFTR, in particular in order to identify 

and remedy infringements of the regulation398. 

Reporting frequency 

Ad hoc. 

Data modelling standard 

ESMA has decided to set a common modelling standard (ISO 20022) for the transactional 

reporting obligations399. Regarding notifications and registration forms, there is no unified 

data modelling standard 

Technical standard 

ESMA has decided to use the XML standard for transmission of SFTs transaction data. 

Regarding notifications and registration forms, there is no unified technical standard. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: ISIN, LEI, pre-LEI, UTI. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 8 (4) 

of which structured 6 (4) 

of which unstructured 2 (0) 

Number of templates 7 

Number of tables 12 

of which, open tables 9 

of which, closed tables 3 

Number of data points 244 

                                                 
397  https://www.esma.europa.eu/supervision/trade-repositories/list-registered-trade-repositories 
398  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32015R2365&from=EN, Article 17 
399  https://www.esma.europa.eu/sites/default/files/library/esma70-708036281-82_2017_sftr_final_report_and_cba.pdf 

https://www.esma.europa.eu/supervision/trade-repositories/list-registered-trade-repositories
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32015R2365&from=EN
https://www.esma.europa.eu/sites/default/files/library/esma70-708036281-82_2017_sftr_final_report_and_cba.pdf
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of which, open tables 185 

of which, closed tables 59 
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SSR 

Framework name 

Short Selling Regulation (SSR) 

Objective/Purpose 

The SSR framework was developed to harmonise the rules for short selling and certain 

aspects of credit default swaps (CDS) and to prevent the creation of obstacles to the proper 

functioning of the internal market400. 

Entry into force 

It was published in the Official Journal (OJ) on 24 March 2012 and entered into force on the 

following day. It applies from 1 November 2012 (with exceptions)401. 

Level 1 Measures 

 Regulation (EU) No 236/2012 of the European Parliament and of the Council of 14 

March 2012 on short selling and certain aspects of credit default swaps 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) No 826/2012 of 29 June 2012 

supplementing Regulation (EU) No 236/2012 of the European Parliament and of the 

Council with regard to regulatory technical standards on notification and disclosure 

requirements with regard to net short positions, the details of the information to be 

provided to the European Securities and Markets Authority in relation to net short 

positions and the method for calculating turnover to determine exempted shares 

 Commission Delegated Regulation (EU) No 918/2012 of 5 July 2012 supplementing 

Regulation (EU) No 236/2012 of the European Parliament and of the Council on 

short selling and certain aspects of credit default swaps with regard to definitions, 

the calculation of net short positions, covered sovereign credit default swaps, 

notification thresholds, liquidity thresholds for suspending restrictions, significant 

falls in the value of financial instruments and adverse events 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

SSR sets out supervisory information requirements concerning details of the net short 

position in a particular instrument, including information about the position holder, the 

volume and nominal amount of the position and the issuer of the financial instrument. 

Additionally, the regulation requirements cover a few notifications to be provided to the 

Supervisory Authorities402. 

                                                 
400  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0236&from=EN 
401  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2012:086:TOC 
402  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32012R0826&from=EN 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0236&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2012:086:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32012R0826&from=EN
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Who reports? 

The primary reporters of information required under SSR are the entities involved in short 

selling transactions. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Competent Authorities. The Competent Authorities shall provide information to 

ESMA in a summary form on a quarterly basis. The data to be submitted includes net short 

positions related to issued share capital and issued sovereign debt as well as uncovered 

positions related to sovereign credit default swaps403. 

Reporting frequency 

Ad hoc. 

Data modelling standard 

There is no uniform standard of modelling defined for reporting. 

Technical standard 

ESMA suggested that the National Competent Authorities shall use an electronic format for 

reporting (providing as examples CSV, XLS and XML formats) 404 . For national level 

reporting a common solution is to send the notifications and disclosures via e-mail or a 

dedicated web portal in the form of XLS or DOC files405. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms406: BIC, ISIN.  

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 17 (7) 

of which structured 4 (1) 

of which unstructured 13 (6) 

Number of templates 4 

Number of tables 2 

of which, open tables 2 

of which, closed tables 0 

                                                 
403  At any time ESMA may request a relevant Competent Authority to submit additional information on net short positions 

related to issued share capital and issued sovereign debt, or uncovered positions related to sovereign credit default 

swaps  

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0236&from=EN, Article 11 
404  https://www.esma.europa.eu/sites/default/files/library/2015/11/2012-30_0.pdf 
405  https://www.esma.europa.eu/file/13489/download?token=zUpc3ldW 
406  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: Legal person identification 

code other than BIC. 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32012R0236&from=EN
https://www.esma.europa.eu/sites/default/files/library/2015/11/2012-30_0.pdf
https://www.esma.europa.eu/file/13489/download?token=zUpc3ldW
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Number of data points 88 

of which, open tables 88 

of which, closed tables 0 
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MAD/MAR 

Framework name 

Market Abuse Directive/ Market Abuse Regulation (MAD/MAR) 

Objective/Purpose 

The MAD/MAR framework was developed in order to create a level playing field for all 

economic operators in the Member States as part of the effort to combat market abuse. This 

aim is to be accomplished by: 

 reinforcing market integrity; 

 contributing to the harmonisation of the rules for avoidance and combat of market 

abuse throughout Europe; 

 establishing a strong commitment to transparency and equal treatment of market 

participants; 

 requiring closer co-operation and a higher degree of exchange of information 

between national authorities, thus ensuring the same regulatory framework for 

enforcement throughout the EU and reducing potential inconsistencies, confusion 

and loopholes. 

MAR aims at enhancing market integrity and investor protection. To this end, MAR updated 

and strengthened the existing MAD framework by extending its scope to new markets and 

trading strategies and by introducing new requirements407. 

Entry into force 

MAD and MAR were published in the OJ on 12 June 2014 and entered into force on the 20th 

day following the publication. MAR applies from 2 January 2014 (with exceptions). Where 

references are present to OTFs, SME growth markets, emission allowances or auctioned 

product based thereon those provisions apply from 3 January 2017408. 

Level 1 Measures 

 Regulation (EU) No 596/2014 of the European Parliament and of the Council of 16 

April 2014 on market abuse (market abuse regulation) and repealing Directive 

2003/6/EC of the European Parliament and of the Council and Commission 

Directives 2003/124/EC, 2003/125/EC and 2004/72/EC 

 Commission Implementing Directive (EU) 2015/2392 of 17 December 2015 on 

Regulation (EU) No 596/2014 of the European Parliament and of the Council as 

regards reporting to competent authorities of actual or potential infringements of that 

Regulation 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) 2016/522 of 17 December 2015 

                                                 
407  https://www.esma.europa.eu/regulation/trading/market-abuse 
408  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:173:TOC 

https://www.esma.europa.eu/regulation/trading/market-abuse
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:173:TOC
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supplementing Regulation (EU) No 596/2014 of the European Parliament and of the 

Council as regards an exemption for certain third countries public bodies and central 

banks, the indicators of market manipulation, the disclosure thresholds, the 

competent authority for notifications of delays, the permission for trading during 

closed periods and types of notifiable managers' transactions  

 Commission Delegated Regulation (EU) 2016/909 of 1 March 2016 supplementing 

Regulation (EU) No 596/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the content of notifications to be 

submitted to competent authorities and the compilation, publication and maintenance 

of the list of notifications 

 Commission Delegated Regulation (EU) 2016/1052 of 8 March 2016 supplementing 

Regulation (EU) No 596/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the conditions applicable to buy-back 

programmes and stabilisation measures 

 Commission Delegated Regulation (EU) 2016/957 of 9 March 2016 supplementing 

Regulation (EU) No 596/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the appropriate arrangements, systems 

and procedures as well as notification templates to be used for preventing, detecting 

and reporting abusive practices or suspicious orders or transactions 

 Commission Implementing Regulation (EU) 2016/523 of 10 March 2016 laying 

down implementing technical standards with regard to the format and template for 

notification and public disclosure of managers' transactions in accordance with 

Regulation (EU) No 596/2014 of the European Parliament and of the Council 

 Commission Implementing Regulation (EU) 2016/347 of 10 March 2016 laying 

down implementing technical standards with regard to the precise format of insider 

lists and for updating insider lists in accordance with Regulation (EU) No 596/2014 

of the European Parliament and of the Council         

 Commission Implementing Regulation (EU) 2016/378 of 11 March 2016 laying 

down implementing technical standards with regard to the timing, format and 

template of the submission of notifications to competent authorities according to 

Regulation (EU) No 596/2014 of the European Parliament and of the Council         

 Commission Delegated Regulation (EU) 2016/960 of 17 May 2016 supplementing 

Regulation (EU) No 596/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the appropriate arrangements, systems 

and procedures for disclosing market participants conducting market soundings 

 Commission Implementing Regulation (EU) 2016/1055 of 29 June 2016 laying 

down implementing technical standards with regard to the technical means for 

appropriate public disclosure of inside information and for delaying the public 

disclosure of inside information in accordance with Regulation (EU) No 596/2014 of 

the European Parliament and of the Council 

 Commission Delegated Regulation (EU) 2017/590 of 28 July 2016 supplementing 

Regulation (EU) No 600/2014 of the European Parliament and of the Council with 

regard to regulatory technical standards for the reporting of transactions to 

competent authorities 
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Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The Market Abuse Directive and Regulation set out a few areas of supervisory information 

requirements. These include: 

 STOR (Suspicious Transactions and Order Report) identifying instruments and 

persons involved in a suspicious transactions; 

 details of the instruments that are subject of a request for admission to trading or are 

traded for the first time; 

 information about insiders; 

 other notifications and reports required under the framework. 

Who reports? 

Entities involved in reporting under the MAD/MAR framework are primarily Market 

Operators and Natural or Legal Persons. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Competent Authorities. Competent Authorities of the Trading Venue shall transmit 

notifications that they receive to ESMA without delay. ESMA shall publish the submitted 

notifications on its website in the form of a list and update the list each time when it receives 

a new notification immediately on receipt409. 

Reporting frequency 

Ad hoc and daily. 

Data modelling standard 

There is no uniform modelling standard defined for the MAD/MAR framework apart from 

the instrument reference data that follows the ISO 20022 standard. 

Technical standard 

There is no uniform technical standard defined for the MAD/MAR framework apart from the 

instrument reference data that is XML-based. STOR template and other reports and 

notifications required by the regulation and the directive are often XLS-based. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: LEI, CFI, FISN, ISIN, MIC. 

 

                                                 
409  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0596&from=EN, Article 4(2) 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014R0596&from=EN
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Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 34 (22) 

of which structured 22 (14) 

of which unstructured 12 (8) 

Number of templates 12 

Number of tables 12 

of which, open tables 1 

of which, closed tables 11 

Number of data points 174 

of which, open tables 58 

of which, closed tables 116 
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AIFMD 

Framework name 

Alternative Investment Funds Managers Directive (AIFMD) 

Objective/Purpose 

AIFMD establishes a legal framework for the authorisation, supervision and oversight of 

managers of a range of alternative investment funds (AIFM), including hedge funds and 

private equity410. 

AIFMD aims to provide for an internal market for AIFMs and a harmonised and stringent 

regulatory and supervisory framework for the activities within the Union for all AIFMs, 

including those which have their registered office in a Member State (EU AIFMs) and those 

which have their registered office in a third country (non-EU AIFMs)411. 

Entry into force 

The directive entered into force on the 20th day following the publication in the Official 

Journal (OJ) of the EU. It was published in the OJ on 1 July 2011412. 

Level 1 Measures 

 Directive 2011/61/EU of the European Parliament and of the Council of 8 June 2011 

on Alternative Investment Fund Managers and amending Directives 2003/41/EC and 

2009/65/EC and Regulations (EC) No 1060/2009 and (EU) No 1095/2010 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) No 231/2013 of 19 December 2012 

supplementing Directive 2011/61/EU of the European Parliament and of the Council 

with regard to exemptions, general operating conditions, depositaries, leverage, 

transparency and supervision 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

Data to be provided under AIFMD includes: 

 Details of the funds that particular AIFM manages, including investment 

strategies, most important markets, net assets value, portfolio liquidity profile 

etc. 

 Notifications and authorisation forms related to the Directive requirements. 

Who reports? 

The reporting entity is AIFM. At the end of 2017, there were approx. 4300 managers of 

                                                 
410  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32011L0061 
411  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011L0061&from=EN 
412  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2011:174:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32011L0061
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011L0061&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2011:174:TOC
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alternative investment funds, including full scope and sub-threshold AIFMs413. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Competent Authorities (NCAs). The Competent Authorities of the home Member 

State of the AIFM shall ensure that all information gathered in accordance with the reporting 

obligations of the AIFMD414 is made available to the Competent Authorities of other relevant 

Member States, ESMA and the ESRB415. 

Reporting frequency 

Regular basis (quarterly, semi-annual and annually) and ad hoc. 

Data modelling standard 

ESMA has provided custom XSD schemas for the fund and fund manager reporting416. There 

is no uniform standard of modelling the notifications and authorisations for AIFMD 

Framework. 

Technical standard 

ESMA requires XML format for the fund and fund manager reporting. Notifications, 

applications and registration can be reported via multiple formats such as DOC, PDF or XLS. 

Identifiers 

The globally recognized identifier that is referenced in the framework in the underlying 

L1Ms and L2Ms is only the MIC. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 69 (32) 

of which structured 23 (15) 

of which unstructured 46 (17) 

Number of templates 7 

Number of tables 50 

of which, open tables 13 

of which, closed tables 37 

Number of data points 517 

of which, open tables 47 

                                                 
413  Page 10 of ESMA’s 2019 Annual Statistical Report on EU Alternative Investment Funds. ESMA also explains that the 

statistics cover only around 80% of the market in terms of the number of AIFMs (footnote 2). 

 https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf 
414  The reporting obligation are set out in Article 24 of the AIFMD. 
415  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32011L0061&from=EN, Article 25(2) 
416  https://www.esma.europa.eu/document/aifmd-reporting-it-technical-guidance-rev-4-updated  

https://www.esma.europa.eu/sites/default/files/library/esma50-165-748_aif_report_2019.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32011L0061&from=EN
https://www.esma.europa.eu/document/aifmd-reporting-it-technical-guidance-rev-4-updated


 

252 

 

of which, closed tables 470 
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UCITS Directive 

Framework name 

Undertakings for Collective Investment in Transferable Securities Directive 

Objective/Purpose 

UCITS framework lays down uniform rules on investment funds, allowing the cross-border 

offer of investment funds regulated at EU level to retail investors. Since the adoption of 

Directive 85/61/EEC, it lays down the EU’s core rules governing UCITS417. 

The UCITS framework provides common rules for the authorisation, supervision, structure, 

and activities of UCITS established in the Member States, as well as the information that they 

are required to publish 418 . Amendments to the original Directive of 85/61/EEC were 

introduced by Directive 2009/65/EC, which recast it in the interest of clarity. Further 

amendments were adopted via Directive 2014/91/EU in order to take into account market 

developments and the experiences of market participants and supervisors gathered, in 

particular to address discrepancies between national provisions with respect to the duties and 

liabilities of depositaries, in addition to the remuneration policy and sanctions419. 

Entry into force 

Directive 2009/65/EC published in the Official Journal of the European Union on 17 

November 2009, entered into force on 7 December 2009. EU countries had to incorporate it 

into national law by 1 July 2011420. Directive 2014/91/EU published in the Official Journal of 

the European Union on 28 August 2014421, entered into force on the twentieth day following 

publication. 

Level 1 Measures 

 Directive 2009/65/EC of the European Parliament and of the Council of 13 July 

2009 on the coordination of laws, regulations and administrative provisions relating 

to undertakings for collective investment in transferable securities (UCITS) 

 Directive 2014/91/EU of the European Parliament and of the Council of 23 July 

2014 amending Directive 2009/65/EC on the coordination of laws, regulations and 

administrative provisions relating to undertakings for collective investment in 

transferable securities (UCITS) as regards depositary functions, remuneration 

policies and sanctions 

Level 2 measures defining supervisory reporting obligations  

 Commission Directive 2010/42/EU of 1 July 2010 implementing Directive 

2009/65/EC of the European Parliament and of the Council as regards certain 

provisions concerning fund mergers, master-feeder structures and notification 

procedure 

                                                 
417  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32009L0065 
418  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32009L0065&from=EN 
419  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014L0091&from=EN 
420  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:02009L0065-20140917&from=EN, Article 117 
421  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:257:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32009L0065
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32009L0065&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32014L0091&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:257:TOC
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 Commission Regulation (EU) No 584/2010 of 1 July 2010 implementing Directive 

2009/65/EC of the European Parliament and of the Council as regards the form and 

content of the standard notification letter and UCITS attestation, the use of electronic 

communication between competent authorities for the purpose of notification, and 

procedures for on-the-spot verifications and investigations and the exchange of 

information between competent authorities 

 Commission Directive 2010/43/EU of 1 July 2010 implementing Directive 

2009/65/EC of the European Parliament and of the Council as regards organisational 

requirements, conflicts of interest, conduct of business, risk management and content 

of the agreement between a depositary and a management company 

 Commission Regulation (EU) No 583/2010 of 1 July 2010 implementing Directive 

2009/65/EC of the European Parliament and of the Council as regards key investor 

information and conditions to be met when providing key investor information or the 

prospectus in a durable medium other than paper or by means of a website 

 Commission Delegated Regulation (EU) 2016/438 of 17 December 2015 

supplementing Directive 2009/65/EC of the European Parliament and of the Council 

with regard to obligations of depositaries 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The primary set of supervisory reporting requirements relates to notifications and registration 

applications. However, other data sets, which are required for public disclosure, may also in 

many cases be subject to analysis by the supervisory authorities422.  

Who reports? 

The major part of the reporting obligations are designed for UCITS and Management 

companies. The number of management companies according to the ESMA register was 

approx. 1400 at the end of January 2019423. 

To whom? 

The main receiver of the information requirements defined by the UCITS framework is the 

National Competent Authority (NCA). The NCA of the UCITS home Member State is 

responsible for transmitting the complete documentation of UCITS to the competent 

authorities of the Member State in which the UCITS proposes to market its units424. 

 

                                                 
422  These consists of: (i) the Key Investor Information Document (KIID) containing standardised information about 

performance, charges, investment strategy etc.; (ii) the fund prospectus containing organisational information of the 

fund and management company; and (iii) the periodic (annual and semi-annual) reports containing basic financial 

information such as value of assets, portfolio structure, profit and loss.  

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32009L0065&from=EN 
423  https://registers.esma.europa.eu/publication/searchRegister?core=esma_registers_upreg [accessed 10.02.2019] 
424  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32009L0065&from=EN, Article 93 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32009L0065&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32009L0065&from=EN


 

255 

 

Reporting frequency 

Regular basis (Annually, Semi-annual) and Ad hoc. 

Data modelling standard 

No data modelling standard is specified for the UCITS framework on the EU level.  

Technical standard 

Currently, the implementing technical standards only partially harmonize the technical 

standard by setting the requirement for the National Competent Authorities to maintain an e-

mail for the submission of notifications, and other documents425. This is usually in form of 

PDF or DOC files. On the EU level only communication channel is defined in the relevant 

L2Ms: e-mail426. 

Identifiers 

ISIN is the only globally recognized identifier427 referenced in the UCITS framework in 

underlying L1Ms and L2Ms428.  

Volume indicators for supervisory reporting obligations 

Total number of reporting obligations 48 (30) 

of which structured 16 (15) 

of which unstructured 32 (15) 

Number of templates 7 

Number of tables 11 

of which, open tables 1 

of which, closed tables 10 

Number of data points 171 

of which, open tables 4 

of which, closed tables 167 

 

  

                                                 
425  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010R0584&from=EN, Article 3 
426  http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R1212&from=EN 
427  There are framework specific identifiers referenced in underlying L1Ms and L2Ms: Identification of the UCITS, 

Identification of the competent authority of the UCITS. 
428  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010R0584&from=EN 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010R0584&from=EN
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32016R1212&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32010R0584&from=EN
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CRAR/CRAD 
Framework name 

Credit Rating Agencies Regulation / Credit Resolution Agencies Directive (CRAR/CRAD) 

Objective/Purpose 

The aim of CRAR is to regulate the activity of credit rating agencies with a view to protect 

investors and the European financial markets against the risk of malpractice. The aim is to 

guarantee the independence and integrity of the credit rating process and to improve the 

quality of the ratings issued429. 

Entry into force 

CRAR was published in the OJ on 17 November 2009430 and CRAD on 31 May 2013. They 

entered into force on the 20th day following their respective publication in the OJ of the EU. 

CRAR applies from 07 December 2009 (with exceptions)431. 

Level 1 Measures 

 Regulation (EC) No 1060/2009 of the European Parliament and of the Council of 16 

September 2009 on credit rating agencies 

 Regulation (EU) No 513/2011 of the European Parliament and of the Council of 11 

May 2011 amending Regulation (EC) No 1060/2009 on credit rating agencies 

 Regulation (EU) No 462/2013 of the European Parliament and of the Council of 21 

May 2013 amending Regulation (EC) No 1060/2009 on credit rating agencies 

 Directive 2013/14/EU of the European Parliament and of the Council of 21 May 

2013 amending Directive 2003/41/EC on the activities and supervision of 

institutions for occupational retirement provision, Directive 2009/65/EC on the 

coordination of laws, regulations and administrative provisions relating to 

undertakings for collective investment in transferable securities (UCITS) and 

Directive 2011/61/EU on Alternative Investment Funds Managers in respect of over-

reliance on credit ratings 

Level 2 Measures defining supervisory reporting obligations 

 Commission Delegated Regulation (EU) No 449/2012 of 21 March 2012 

supplementing Regulation (EC) No 1060/2009 of the European Parliament and of 

the Council with regard to regulatory technical standards on information for 

registration and certification of credit rating agencies 

 Commission Delegated Regulation (EU) 2015/1 of 30 September 2014 

supplementing Regulation (EC) No 1060/2009 of the European Parliament and of 

the Council with regard to regulatory technical standards for the periodic reporting 

on fees charged by credit rating agencies for the purpose of ongoing supervision by 

the European Securities and Markets Authority 

                                                 
429  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32009R1060 
430    https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2009:302:TOC 
431    https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2013:145:TOC 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32009R1060
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2009:302:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2013:145:TOC
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 Commission Delegated Regulation (EU) 2015/2 of 30 September 2014 

supplementing Regulation (EC) No 1060/2009 of the European Parliament and of 

the Council with regard to regulatory technical standards for the presentation of the 

information that credit rating agencies make available to the European Securities and 

Markets Authority 

 Commission Delegated Regulation (EU) 2015/3 of 30 September 2014 

supplementing Regulation (EC) No 1060/2009 of the European Parliament and of 

the Council with regard to regulatory technical standards on disclosure requirements 

for structured finance instruments 

Responsible EU-level supervisory authority 

European Securities and Markets Authority (ESMA) 

What needs to be reported? 

The CRAR/CRAD framework requires rating agencies to submit to ESMA the information 

regarding432: 

 pricing policies and procedures and fee data for credit ratings activities; 

 ratings or rating outlooks issued or endorsed, or issued in a third country and not 

endorsed, given for a particular asset class; 

 other notifications and documents resulting from the requirements specified in this 

framework. 

Who reports? 

The vast majority of reporting obligations pertain to Credit Rating Agencies. As of December 

2018 there were 46 CRAs registered or certified in accordance with Regulation (EC) No 

1060/2009. Out of these 42 have residence in an EU country433. 

To whom? 

For the majority of the framework reporting obligations the receiver of the reports is ESMA. 

However, Competent Authorities should cooperate between each other and share the 

information when necessary434. 

Reporting frequency 

Regular basis (monthly, every two months, quarterly, semi-annually, annually or bi-annually) 

                                                 
432  Additionally, there are templates related with provision of information regarding securitisation, however these were not 

effectively used so far and are to be replaced by the reporting requirements stemming from the securitisation regulation 

(Regulation (EU) 2017/2402) https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-

finance-instruments-information-under-cra 
433    https://www.esma.europa.eu/supervision/credit-rating-agencies/risk 
434   In addition, the competent authorities are able to transmit to the central banks, the European System of Central  Banks 

and the European Central Bank, in their capacity as monetary authorities, and, where appropriate, to other public 

authorities responsible for overseeing payment and settlement systems, information regarding the subject of this 

regulation. Entities listed before, should aide competent authorities when the needs for information arising for 

provisions of this regulation is needed. 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32009R1060, Article 27 

https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-finance-instruments-information-under-cra
https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-finance-instruments-information-under-cra
https://www.esma.europa.eu/supervision/credit-rating-agencies/risk
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32009R1060
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and ad hoc. 

Data modelling standard 

There is no uniform modelling standard defined for the CRAR/CRAD framework. 

Technical standard 

There is no common technical standard for notifications or other ad hoc reports, however 

ESMA stated in the ’Guidelines on the submission of periodic information’ that CRAs should 

submit regular reporting forms in the form of PDF documents or in an unlocked machine-

readable format435. The information regarding Structured Finance Instruments (SFIs) should 

be provided in an electronic form uploaded onto a dedicated website to be set up by ESMA 

(on SFI website)436. The start date for reporting via this website has been postponed and 

rescheduled437. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms438: BIC, Nomenclature of Territorial Units for Statistics (NUTS) code, 

CUSIP, ISIN, LEI, NACE, VAT code. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 85 (72) 

of which structured 34 (32) 

of which unstructured 51 (40) 

Number of templates 27 

Number of tables 36 

of which, open tables 35 

of which, closed tables 1 

Number of data points 1.116 

of which, open tables 1.112 

of which, closed tables 4 

 

                                                 
435  https://www.esma.europa.eu/sites/default/files/library/esma_33-9-

295_final_report_guidelines_on_the_submission_of_periodic_information_to_esma_by_credit_rating_agencies.pdf 
436  http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015R0003&from=EN 
437  https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-finance-instruments-

information-under-cra 
438  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: Common Code, Instrument 

unique identifier (ESMA standard), CRA identifier, Legal entity/issuer internal identifier, Parent legal entity/issuer 

internal identifier, Instrument internal identifier, Rating identifier, Originator internal identifier, Preceding preliminary 

rating identifier, Rating action identifier, Rating scale identifier, Lead analyst identifier, Rated debt classification 

identifier, Issue/programme type identifier, Issuer rating type identifier, Transaction  Pool Identifier, Pool  Identifier, 

Loan Identifier, Servicer Identifier, Borrower Identifier, Property Identifier, Group Identifier, Loan Servicer Identifier, 

Offering Circular Loan Identifier, Lease Identifier, Account Identifier, Company Group Identifier. 

https://www.esma.europa.eu/sites/default/files/library/esma_33-9-295_final_report_guidelines_on_the_submission_of_periodic_information_to_esma_by_credit_rating_agencies.pdf
https://www.esma.europa.eu/sites/default/files/library/esma_33-9-295_final_report_guidelines_on_the_submission_of_periodic_information_to_esma_by_credit_rating_agencies.pdf
http://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32015R0003&from=EN
https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-finance-instruments-information-under-cra
https://www.esma.europa.eu/press-news/esma-news/esma-update-reporting-structured-finance-instruments-information-under-cra
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SAR/SAD 

Framework name 

Statutory Audit Directive/ Statutory Audit Regulation (SAD/SAR) 

Objective/Purpose 

The amended SAD sets out the duties of statutory auditors and audit firms and introduces a 

requirement for public oversight of the audit profession and co-operation between regulatory 

authorities in the EU. The SAR establishes specific requirements regarding statutory audit of 

public-interest entities. 

The main objectives of the SAR/SAD framework are as follows:  

 further transparency on the companies' financial information,  

 a stronger mandate for statutory auditors to be independent,  

 a more dynamic EU audit market and 

 improved supervision at EU level. 

The main measures introduced by the SAD (applying to all statutory auditors and audit 

firms) are: 

 stronger requirements on independence of statutory auditors and audit firms; 

 more informative audit reports for investors; 

 stronger competences for the national competent authorities responsible for the 

public oversight of the audit profession; 

 a more effective sanctioning regime by harmonising the types and addressees 

of sanctions. 

The main measures introduced by the SAR (applying to public interest entities- listed 

companies, credit institutions and insurance undertakings) are: 

 A more informative audit report and an additional report to the audit 

committee 

 mandatory rotation of statutory auditors and audit firms; 

 a list of prohibited non-audit services for the statutory auditor and the audited 

entity; 

 limitations on the fees charged for non-audit services; 

 stronger role and competences for the audit committee 

Entry into force 

SAD was published in the Official Journal (OJ) of the EU on 9 June 2006439, it was amended 

                                                 
439  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2006:157:TOC 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2006:157:TOC
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in 2014 and amended version was published on 27 May 2014440. SAR was published on 27 

May 2014441. They entered into force on the 20th day following their respective publication. 

Both amended SAD and SAR apply from 17 June 2016. 

Level 1 Measures 

 Directive 2006/43/EC of the European Parliament and of the Council of 17 May 

2006 on statutory audits of annual accounts and consolidated accounts, amending 

Council Directives 78/660/EEC and 83/349/EEC and repealing Council Directive 

84/253/EEC 

 Directive 2008/30/EC of the European Parliament and of the Council of 11 March 

2008 amending Directive 2006/43/EC on statutory audits of annual accounts and 

consolidated accounts, as regards the implementing powers conferred on the 

Commission 

 Directive 2013/34/EC of the European Parliament and of the Council of 26 June 

2013 amending Directive 2006/43/EC on statutory audits of annual accounts and 

consolidated accounts, as regards the implementing powers conferred on the 

Commission 

 Directive 2014/56/EC of the European Parliament and of the Council of 16 April 

2014 amending Directive 2006/43/EC on statutory audits of annual accounts and 

consolidated accounts, as regards the implementing powers conferred on the 

Commission 

 Regulation (EU) No 537/2014 of the European Parliament and of the Council of 16 

April 2014 on specific requirements regarding statutory audit of public-interest 

entities and repealing Commission Decision 2005/909/EC 

Level 2 Measures defining supervisory reporting obligations 

 2010/64/: Commission Decision of 5 February 2010 on the adequacy of the 

competent authorities of certain third countries pursuant to Directive 2006/43/EC of 

the European Parliament and of the Council (notified under document C(2010) 590) 

 2010/485/EU: Commission Decision of 1 September 2010 on the adequacy of the 

competent authorities of Australia and the United States pursuant to Directive 

2006/43/EC of the European Parliament and of the Council (notified under 

document C(2010) 5676) 

 2011/30/EU: Commission Decision of 19 January 2011 on the equivalence of certain 

third country public oversight, quality assurance, investigation and penalty systems 

for auditors and audit entities and a transitional period for audit activities of certain 

third country auditors and audit entities in the European Union (notified under 

document C(2011) 117) 

 2013/280/EU: Commission Implementing Decision of 11 June 2013 on the adequacy 

of the competent authorities of the United States of America pursuant to Directive 

                                                 
440  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:158:TOC 
441  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:158:TOC 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:158:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:158:TOC
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2006/43/EC of the European Parliament and of the Council (notified under 

document C(2013) 3402) 

 2013/281/EU: Commission Implementing Decision of 11 June 2013 on the 

equivalence of the public oversight, quality assurance, investigation and penalty 

systems for auditors and audit entities of the United States of America pursuant to 

Directive 2006/43/EC of the European Parliament and the Council (notified under 

document C(2013) 3404) 

 2013/288/EU: Commission Implementing Decision of 13 June 2013 amending 

Decision 2011/30/EU on the equivalence of certain third country public oversight, 

quality assurance, investigation and penalty systems for auditors and audit entities 

and a transitional period for audit activities of certain third country auditors and audit 

entities in the European Union (notified under document C(2013) 3491) 

 Commission Implementing Decision (EU) 2016/1010 of 21 June 2016 on the 

adequacy of the competent authorities of certain third countries and territories 

pursuant to Directive 2006/43/EC of the European Parliament and of the Council 

(notified under document C(2016) 3727) 

 Commission Implementing Decision (EU) 2016/1155 of 14 July 2016 on the 

equivalence of the public oversight, quality assurance, investigation and penalty 

systems for auditors and audit entities of the United States of America pursuant to 

Directive 2006/43/EC of the European Parliament and the Council (notified under 

document C(2016) 4363)  

 Commission Implementing Decision (EU) 2016/1156 of 14 July 2016 on the 

adequacy of the competent authorities of the United States of America pursuant to 

Directive 2006/43/EC of the European Parliament and of the Council (notified under 

document C(2016) 4364) 

 Commission Implementing Decision (EU) 2016/1223 of 25 July 2016 amending 

Decision 2011/30/EU on the equivalence of certain third country public oversight, 

quality assurance, investigation and penalty systems for auditors and audit entities 

and a transitional period for audit activities of certain third country auditors and audit 

entities in the European Union (notified under document C(2016) 4637) 

Responsible EU-level supervisory authority 

There is no EU-level supervisory authority responsible for the framework442. 

What needs to be reported? 

The SAR/SAD supervisory reporting requirements are focused on notifications and reports 

related to audit activities. 

Who reports? 

                                                 
442  However, National Competent Authorities co-operate in within the Committee of European Auditing Oversight Bodies 

framework. The CEAOB contributes to the effective and consistent application of the EU audit legislation throughout 

the EU [https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-reforms-and-their-

progress/regulatory-process-financial-services/expert-groups-comitology-and-other-committees/committee-european-

auditing-oversight-bodies_en] 

https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-reforms-and-their-progress/regulatory-process-financial-services/expert-groups-comitology-and-other-committees/committee-european-auditing-oversight-bodies_en
https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-reforms-and-their-progress/regulatory-process-financial-services/expert-groups-comitology-and-other-committees/committee-european-auditing-oversight-bodies_en
https://ec.europa.eu/info/business-economy-euro/banking-and-finance/financial-reforms-and-their-progress/regulatory-process-financial-services/expert-groups-comitology-and-other-committees/committee-european-auditing-oversight-bodies_en
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The vast majority of reporting obligations are reported by audit firms or statutory auditors. As 

of September 2017 there were approx. 32 000 audit firms identified in the EU443. 

To whom? 

The receivers of a vast majority of the information required under the framework are the 

National Competent Authorities. At Member State discretion, the Competent Authorities may 

be allowed to transmit the information required under this regulation to the Competent 

Authorities responsible for supervising public-interest entities as well as to central banks, to 

the European System of Central Banks and to the European Central Bank, in their capacity as 

monetary authorities, and to the European Systemic Risk Board444. 

Reporting frequency 

Annually and ad hoc. 

Data modelling standard 

There is no uniform modelling standard defined for the SAR/SAD framework. 

Technical standard 

There is no unified format regarding the notifications sent to the Competent Authorities. The 

information concerning registration of statutory auditors and audit firms is stored in the 

electronic format in a public register. 

Identifiers 

The SAR/SAD framework does not refer to globally recognized or framework specific 

identifiers in the underlying L1Ms nor L2Ms. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 16 (9) 

of which structured 1 (1) 

of which unstructured 15 (8) 

Number of templates 2 

Number of tables 1 

of which, open tables 1 

of which, closed tables 0 

Number of data points 5 

of which, open tables 5 

of which, closed tables 0 

 

                                                 
443  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:52017DC0464&from=EN 
444  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32014L0056, (Article 36) 

https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:52017DC0464&from=EN
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32014L0056
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REMIT 

Framework name 

Regulation on Wholesale Energy Market Integrity and Transparency (REMIT) 

Objective/Purpose 

REMIT establishes a framework for monitoring the wholesale energy markets445. It prohibits 

market manipulation and trading based on inside information in the wholesale energy 

markets. The definitions of market manipulation and insider trading in REMIT are in line 

with those applying under Directive 2003/6/EC (Market Abuse Directive or MAD), though it 

has been adapted for the wholesale energy markets446. 

Entry into force 

The regulation entered into force on the 20th day following the publication in the Official 

Journal (OJ) of the EU. It was published in the OJ on 8 December 2011447. 

Level 1 Measures 

 Regulation (EU) No 1227/2011 of the European Parliament and of the Council on 

wholesale energy market integrity and transparency (REMIT) 

Level 2 Measures defining supervisory reporting obligations 

 Commission Implementing Regulation (EU) No 1348/2014 of 17 December 2014 on 

data reporting implementing Article 8(2) and Article 8(6) of Regulation (EU) No 

1227/2011 of the European Parliament and of the Council on wholesale energy 

market integrity and transparency 

Responsible EU-level supervisory authority 

Agency for the Cooperation of Energy Regulators (ACER) 

What needs to be reported? 

The primary reporting requirements established in REMIT are related to the provision of 

details regarding the wholesale energy market transactions and fundamental data of 

instruments subject to those transactions 448 . In addition, in line with Article 10 of 

Commission Implementing Regulation (EU) No 1348/2014 of 17 December 2014 on data 

reporting inside information is collected. In addition, market participants’ registration data is 

provided by the National Regulatory Authorities to ACER. 

Who reports? 

The overwhelming majority of the reporting obligations refer to the reporting made by 

market participants in the energy market. As of January 2019 there were approx. 14 000 

                                                 
445  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32011R1227 
446  https://kb.acer-remit.eu/category/qas-on-remit/ii-question-and-answers-qa-on-remit/ii-1-background-information/ 
447  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2011:326:TOC 
448  https://documents.acer-remit.eu/wp-content/uploads/ACER_REMIT_MoP-on-data-reporting_V5.0.pdf 

https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=CELEX:32011R1227
https://kb.acer-remit.eu/category/qas-on-remit/ii-question-and-answers-qa-on-remit/ii-1-background-information/
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2011:326:TOC
https://documents.acer-remit.eu/wp-content/uploads/ACER_REMIT_MoP-on-data-reporting_V5.0.pdf
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market participants entered in the European register 449  who report on average 3 million 

records per day to ACER through 119 Registered Reporting Mechanisms registered with the 

Agency. 

To whom? 

The Agency for the Cooperation of Energy Regulators (ACER) is the central point of data 

collection at Union level, who is mandated to provide access to the reported data to the 

national regulatory authorities, competent financial authorities, national competition 

authorities, ESMA and other authorities identified in the regulation450. 

Reporting frequency 

Ad hoc. Timing of reporting is either as soon as possible but no later than the following 

working day or no later than one month. 

Data modelling standard 

Fundamental data and transactional reporting is conducted with the use of custom schemas 

provided by ACER451. 

Technical standard 

ACER defines XML as the format for fundamental data and transactions reporting452.  Market 

participants’ registration forms should be provided in XML or CSV format453. Most of non-

transactional reporting for the national level, such as simple notifications, is provided in DOC 

or PDF documents. ACER also developed a Notification Platform (for market participants 

and National Regulatory Authorities) which allow to report notifications (via web forms) 

according to Article 15, Article 3(4)(b) and 4(2) of REMIT454. 

Identifiers 

The globally recognized identifiers that are referenced in the REMIT framework in the 

underlying L1Ms and L2Ms455: BIC, EIC, GLN/GS1, LEI. 

Volume indicators for supervisory reporting obligations  

Total number of reporting obligations 34 (29) 

of which structured 8 (7) 

of which unstructured 26 (22) 

                                                 
449  https://www.acer-remit.eu/portal/european-register 
450  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011R1227&from=EN, Article 10 
451  https://documents.acer-remit.eu/wp-content/uploads/ACER_REMIT_MoP-on-data-reporting_V5.0.pdf 

Some of the transactions on wholesale energy markets are reported under MIFIR and/or EMIR (which adopted ISO 

20022 modelling format) 
452  https://documents.acer-remit.eu/wp-content/uploads/ACER_REMIT_MoP-on-data-reporting_V5.0.pdf 
453https://www.acer.europa.eu/Official_documents/Other%20documents/4th%20Edition%20ACER%20Guidance%20REMI

T.pdf 
454  https://www.acer-remit.eu/portal/notification-platform 
455  There are also framework specific identifiers referenced in underlying L1Ms and L2Ms: ACER registration code, Order 

ID, Bid ID, Unique transaction ID, Linked transaction ID, Linked order ID, Contract ID, Market participant identifier. 

https://www.acer-remit.eu/portal/european-register
https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32011R1227&from=EN
https://documents.acer-remit.eu/wp-content/uploads/ACER_REMIT_MoP-on-data-reporting_V5.0.pdf
https://www.acer.europa.eu/Official_documents/Other%20documents/4th%20Edition%20ACER%20Guidance%20REMIT.pdf
https://www.acer.europa.eu/Official_documents/Other%20documents/4th%20Edition%20ACER%20Guidance%20REMIT.pdf
https://www.acer-remit.eu/portal/notification-platform
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Number of templates 4 

Number of tables 4 

of which, open tables 4 

of which, closed tables 0 

Number of datapoints 206 

of which, open tables 206 

of which, closed tables 0 
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SSM Regulation 

Framework name 

Single Supervisory Mechanism (SSM) Regulation 

Objective/Purpose 

The Regulation established the SSM as a new system to supervise banks operating in the euro 

area and other EU Member States whose currency is not the euro and which have established 

a close cooperation in accordance with Article 7 of the present Regulation. The SSM consists 

of the European Central Bank (ECB) and the national competent authorities.  

The objective of the SSM Regulation was to ensure that the European Union’s policy relating 

to the prudential supervision of credit institutions was implemented in a coherent and 

effective manner, as a first step towards a banking union. The Regulation was also aimed at 

establishing the framework for a single rulebook for financial services, to be applied in the 

same manner to credit institutions in all Member States concerned, and that those credit 

institutions were subject to supervision of the highest quality, unhindered by other, non-

prudential considerations. 

The conferral of supervisory tasks to the ECB was also meant to contribute to the 

safeguarding of financial stability in the Union.   

Entry into force 

The Council Regulation (EU) No 1024/2013 entered into force on 20 October 2013. 

Level 1 Measures 

 Council Regulation (EU) No 1024/2013 of 15 October 2013 conferring specific 

tasks on the European Central Bank concerning policies relating to the prudential 

supervision of credit institutions456    

Level 2 measures defining supervisory reporting obligations   

N/A457 

Responsible EU-level supervisory authority 

The Single Supervisory Mechanism of the European Central Bank together with the national 

competent authorities of participating Member States. 

What needs to be reported? 

Information necessary for authorisation to operate as a credit institution: Any application for 

an authorisation to take up the business of a credit institution to be established in a 

participating Member State shall be submitted to the national competent authorities of the 

Member State where the credit institution is to be established. 

Notifications of acquisitions of qualifying holdings: Any notification of an acquisition of a 

                                                 
456  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:32013R1024 
457  No Level 2 measures defining supervisory reporting obligations have been identified 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:32013R1024
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qualifying holding in a credit institution established in a participating Member State or any 

related information shall be submitted to the national competent authorities of the Member 

State where the credit institution is established. 

Any information necessary for the ECB to carry out its tasks, as outlined in the SSM 

Regulation: Any credit institution, financial holding company or mixed financial holding 

company in participating Member States might be required to:  

 Present a plan to restore compliance with supervisory requirements as set out in 

Article 4(3) of the SSM Regulation; 

 Report additional information on a more frequent basis, including reporting on 

capital and liquidity positions; 

 Report any other information, as per ECB’s entitlement to require additional 

disclosures. 

Reporting of breaches: Credit institutions, financial holding companies or mixed financial 

holding companies in the participating Member States shall report any breaches of the legal 

acts referred to in Article 4(3) of the SSM Regulation.  

Who reports? 

The ECB may require the following natural or legal persons to provide all the information 

that is necessary in order to carry out the tasks conferred on it by the SSM Regulation: 

(i) Credit institutions established in the participating Member States; 

(ii) Financial holding companies established in the participating Member States; 

(iii) Mixed financial holding companies established in the participating Member 

States; 

(iv) Mixed-activity holding companies established in the participating Member States; 

(v) Persons belonging to the entities referred to in points (i) to (iv); 

(vi) Third parties to whom the entities referred to in points (i) to (iv) have outsourced 

functions or activities; 

(vii) Any natural or legal person acquiring a qualifying holding in a credit institution 

established in a participating Member State.  

To whom? 

Firms seeking authorisation to operate as a credit institution in a participating Member State 

are required to provide the national competent authorities of the host Member State with all 

the necessary information for the latter to assess compliance with the conditions for 

authorisation. The draft decision shall be notified to the European Central Bank and the 

applicant for authorisation.   

The national competent authorities of the host Member State are entitled to be notified of any 

acquisitions of qualifying holdings in a credit institution established in their respective 

jurisdiction.  

The European Central Bank may require any other qualitative or quantitative information 

necessary to carry out the tasks conferred on it by the SSM Regulation.       
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Reporting frequency 

Ad hoc (at application for authorisation, upon acquiring a qualifying holding, at ECB’s 

request for additional information, when a breach is identified) 
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SRM Regulation 

Framework name 

The Single Resolution Mechanism Regulation (SRM Regulation) 

Objective/Purpose 

The SRM regulation aimed at creating centralised decision-making bodies, the Single 

Resolution Board (SRB), and the Single Resolution Fund (SRF). This set-up provides key 

benefits: 

 strong and independent decision-making ensures that resolution decisions across 

participating Member States of the Banking Union are taken effectively and quickly, 

avoiding uncoordinated action, minimising negative impact on financial stability, 

limiting the need for public financial support and ensuring a level playing field; 

 the SRF pools significant resources from bank contributions and therefore protects 

taxpayers more effectively than national funds, while at the same time aims at 

providing a level playing field for banks across participating Member States of the 

Banking Union458. 

The SRM regulation defines the structure of the Single Resolution Board. It is made up of a 

chair, a vice-chair, four permanent members and the authorities from all participating 

Member States of the Banking Union. It operates in executive sessions (comprising the chair, 

four independent full-time members and permanent observers appointed by the European 

Commission and by the European Central Bank – ECB) and plenary sessions (comprising the 

full board).While the act applies to euro area countries, other EU countries are also allowed 

to participate459. 

Entry into force 

The regulation was published in the Official Journal (OJ) of the EU on 30 July 2014. It 

entered into force on the 20th day following the publication and applies from 1 January 2016 

(with exceptions)460. 

Level 1 Measures 

 Regulation (EU) No 806/2014 of the European Parliament and of the Council of 15 

July 2014 establishing uniform rules and uniform procedure for the resolution of 

credit institutions and certain investment firms in the framework of a Single 

Resolution Mechanism and a Single Resolution Fund and amending Regulation (EU) 

No 1093/2010 

Level 2 Measures defining supervisory reporting obligations 

N/A. 

Responsible EU-level supervisory authority 

                                                 
458  https://srb.europa.eu/en/content/single-resolution-mechanism-srm 
459  https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014R0806 
460  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:225:TOC 

https://srb.europa.eu/en/content/single-resolution-mechanism-srm
https://eur-lex.europa.eu/legal-content/EN/LSU/?uri=celex:32014R0806
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=OJ:L:2014:225:TOC
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The Single Resolution Board together with the National Resolution Authorities of 

participating Member States. 

What needs to be reported? 

The SRM regulation establishes a data set required for development of resolution plans for 

banks. The scope of the data is to a high extent based on the requirements set out in the Bank 

Recovery and Resolution Directive (BRRD) with some extensions. There are five main areas 

of reporting:  

 Liability Data Report; 

 FMI Report, containing details of financial market infrastructures (e.g. payment, 

clearing, settlement systems); 

 Critical Functions Report; 

 “CIR templates”, which is an adoption of BRRD reporting templates not covered in 

the previous three areas461; 

 SRF data collection. 

Who reports? 

The SRF data collection is collected from all financial institutions operating the in the 

Banking Union Member States, whereas the other reports are conducted by the significant 

supervised entities (falling within the Single Supervisory Mechanism of the ECB) and other 

cross-border groups (as of 1st February 2018 there were 13 of such groups)462. 

To whom? 

For the majority of the framework reporting the final receiver is the SRB. The European 

Central Bank and the National Competent Authorities shall cooperate with the SRB and the 

National Resolution Authorities as regards the performance of the provisions of the 

regulation463. 

The information could be further transmitted to the relevant authorities, such as EBA, or to 

other resolution authorities464. 

Reporting frequency 

Annually, Ad hoc. 

Data modelling standard 

The SRB developed an extension to the European Banking Authority (EBA) Data Point 

Model that introduces a set of templates related to the BRRD and the SRM. This model was 

later implemented directly within the EBA DPM465 . Before adoption of the EBA DPM 

approach, there was no specific modelling standard used. 

                                                 
461  https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN 
462https://srb.europa.eu/sites/srbsite/files/5_for_publication_srb_website_list_of_other_cross_border_groups_1februar.pdf 
463  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32014R0806 
464  https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014L0059&from=EN, Article 13(1) 
465  https://eba.europa.eu/risk-analysis-and-data/reporting-frameworks/reporting-framework-2.8 

https://eur-lex.europa.eu/legal-content/EN/TXT/PDF/?uri=CELEX:32018R1624&from=EN
https://srb.europa.eu/sites/srbsite/files/5_for_publication_srb_website_list_of_other_cross_border_groups_1februar.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex%3A32014R0806
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32014L0059&from=EN
https://eba.europa.eu/risk-analysis-and-data/reporting-frameworks/reporting-framework-2.8
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Technical standard 

For the first level reporting, the NRAs are free to decide on the format to be used for the 

submissions (usually it is XLS or XBRL). As of 2018 more specific formats are defined for 

the reporting submitted from the NRAs to the SRB. It is expected that from 2019 onwards 

more areas will follow the XBRL technical standard. Regarding ad hoc requests from the 

SRB, there is no single standard used. 

Identifiers 

The globally recognized identifiers that are referenced in the framework in the underlying 

L1Ms and L2Ms: BIC, ISIN, LEI. 

 

  



 

272 

 

FICOD 

Framework name 

Financial conglomerates 

Objective/Purpose 

The Financial Conglomerates Directive seeks to enhance the effective supervision of 

financial conglomerates — large financial groups which include both insurance undertakings 

and banking or investment services undertakings and which often have cross-border 

activities. It aims to contribute to greater financial stability and consumer protection.  

The directive sets out specific requirements: 

 on solvency, specifically to prevent the same capital being used more than once as a 

buffer against risk in different entities in the same conglomerate (‘multiple gearing of 

capital’) and to prevent ‘down streaming’ by parent companies, whereby they issue 

debt and then use the proceeds as equity for their regulated subsidiaries (‘excessive 

leveraging’);  

 on the suitability and professionalism of the conglomerate’s management;  

 to ensure appropriate risk management and internal control systems within the 

conglomerate;  

 stipulating that a single supervisory authority should be appointed to coordinate the 

overall supervision of a conglomerate which may involve many different authorities 

dealing with different parts of the conglomerate’s activities;  

 for information sharing and cooperation among the supervisors (including those in non-

EU countries) of the regulated entities in a financial conglomerate.  

Entry into force 

It entered into force on 11 February 2003. Rules apply from 10 August 2004. 

Level 1 Measures 

 Directive 2002/87/EC of the European Parliament and of the Council of 16 

December 2002 on the supplementary supervision of credit institutions, insurance 

undertakings and investment firms in a financial conglomerate and amending 

Council Directives 73/239/EEC, 79/267/EEC, 92/49/EEC, 92/96/EEC, 93/6/EEC 

and 93/22/EEC, and Directives 98/78/EC and 2000/12/EC of the European 

Parliament and of the Council466 

 Article 49(5) of Regulation (EU) No 575/2013 of the European Parliament and of the 

Council of 26 June 2013 on prudential requirements for credit institutions and 

investment firms and amending Regulation (EU) No 648/2012 

 

                                                 
466  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32002L0087 

https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32002L0087
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Level 2 measures defining supervisory reporting obligations   

 Commission delegated regulation (EU) No 2015/2303 supplementing Directive 

2002/87/EC of the European Parliament and of the Council with regard to regulatory 

technical standards specifying the definitions and coordinating the supplementary 

supervision of risk concentration and intra-group transactions467 

 Potential  additional future level 2 measures / on-going work at Joint Committee 

level, under discussion / review: 

o draft implementing technical standards (ITSs) on reporting templates for 

Financial Conglomerates for Intra-Group Transaction and Risk 

Concentration in accordance with the mandate under FICOD Art. 21a(2) 

o RTS with regard to Article 6(2) (capital adequacy) in order to ensure a 

uniform format (with instructions) for, and determine the frequency of and, 

where appropriate, the dates for reporting under FICOD Article 21a(1)(d) 

Responsible EU-level supervisory authority 

Joint Committee of the European Supervisory Authorities 

What needs to be reported? 

When competent authorities take decisions regarding the application of thresholds for 

identifying a financial conglomerate, they notify such decisions to the other competent 

authorities, save in exceptional circumstances, they shall make them public.  

Competent authorities which have authorised regulated entities cooperate closely when they 

identify a financial conglomerate. They communicate their views if they think an entity, 

which they authorised, is a member of a financial conglomerate to the other competent 

authorities and to the Joint Committee of the European Supervisory Authorities.  

When a group is identified as a financial conglomerate, the coordinator (competent authority 

responsible for exercising supplementary supervision) informs the competent authorities 

which have authorised regulated entities in the group, the competent authorities of the 

Member State in which the mixed financial holding company has its head office and the Joint 

Committee. 

The results of the calculation regarding the capital adequacy requirements and the relevant 

data for the calculation shall be submitted to the coordinator. 

Regulated entities or mixed financial holding companies are required to report on a regular 

basis and at least annually to the coordinator any significant risk concentration at the level of 

the financial conglomerate. 

They are also required to report, on a regular basis and at least annually, to the coordinator all 

significant intra-group transactions of regulated entities within the financial conglomerate. 

Regulated entities, at the level of the financial conglomerate, have to provide regularly their 

competent authority with details on their legal structure, governance and organisational 

                                                 
467  https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2015.326.01.0034.01.ENG 

http://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2015.326.01.0034.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv%3AOJ.L_.2015.326.01.0034.01.ENG
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structure including all regulated entities, non-regulated subsidiaries and significant branches. 

Internal control mechanisms and risk management processes are subject to supervisory 

overview by the coordinator. 

For the purposes of cooperation and exchange of information between competent authorities, 

Article 12 sets out the information that should at least be included: the group’s legal structure 

and the governance and organisational structure, strategic policies, the financial situation of 

the financial conglomerate, in particular on capital adequacy, intra-group transactions, risk 

concentration and profitability, major shareholders and management, the organisation, risk 

management and internal control systems at financial conglomerate level, procedures for the 

collection of information from the entities in a financial conglomerate, and the verification of 

that information, adverse developments in regulated entities or in other entities of the 

financial conglomerate which could seriously affect the regulated entities and major sanctions 

and exceptional measures taken by competent authorities. 

Member States shall provide that, when approaching the entities in a financial conglomerate, 

whether or not a regulated entity, either directly or indirectly, their competent authorities 

responsible for exercising supplementary supervision shall have access to any information 

which would be relevant for the purposes of supplementary supervision. 

Delegated Regulation:  

The coordinator and the other relevant competent authorities shall agree on the form and 

content of the significant intra-group transactions report, including language, remittance dates 

and channels of communication. The coordinator and the other relevant competent authorities 

require reporting at least on the following:  

 the dates and amounts of the significant transactions, names and company 

register numbers or other identification numbers of the relevant group entities 

and counterparties, including legal entity identifier (LEI), where applicable 

 a brief description of the significant intra-group transactions  

 the total volume of all significant intra-group transactions of a specific 

financial conglomerate within a given reporting period 

 information on how conflicts of interests and risks of contagion at the level of 

the financial conglomerate regarding significant intra-group transactions are 

managed. 

The coordinator and the other relevant competent authorities shall agree on the form and 

content of the significant risk concentration report, including language, remittance dates and 

channels of communication. The coordinator and the other relevant competent authorities 

require reporting at least on the following: 

 a description of the significant risk concentration 

 the break-down of the significant risk concentration by counterparties and 

groups of interconnected counterparties, geographical areas, economic sectors, 

currencies, identifying the names, company register numbers or other 

identification numbers of the relevant group companies of the financial 

conglomerate and their respective counterparties, including LEI, where 

applicable 
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 the total amount of each significant risk concentration at the end of a specific 

reporting period valued according to the applicable sectoral rules 

 if applicable, the amount of significant risk concentration taking into account 

risk mitigation techniques and risk weighting factors 

 information on how conflicts of interests and risks of contagion at the level of 

the financial conglomerate regarding significant risk concentration are 

managed 

Competent authorities shall require, where appropriate, regulated entities or mixed financial 

holding companies to notify intra-group transactions which are not performed at arm's length 

to competent authorities; report more frequently than required under Article 7(2) and Article 

8(2) of Directive 2002/87/EC on significant risk concentration and significant intra-group 

transactions; establish additional reporting on significant risk concentration and significant 

intra-group transactions of the financial conglomerate; and present or improve plans to 

restore compliance with supervisory requirements and to set a deadline for implementation 

thereof.  

Who reports? 

The regulated entity which is at the head of the financial conglomerate, or, where the 

financial conglomerate is not headed by a regulated entity, the mixed financial holding 

company, or the regulated entity in the financial conglomerate identified by the coordinator 

after consultation with the other relevant competent authorities and with the financial 

conglomerate. 

To whom? 

The competent authority responsible for exercising supplementary supervision (the 

coordinator) 

The coordinator should, when it needs information which has already been given to another 

competent authority in accordance with the sectoral rules, contact this authority whenever 

possible in order to prevent duplication of reporting to the various authorities involved in 

supervision. 

Cooperation and exchange of information between competent authorities and with the Joint 

Committee. The competent authorities may also exchange information with central banks, the 

European System of Central Banks, the European Central Bank and the European Systemic 

Risk Board. 

Reporting frequency 

Ad hoc, on regular basis and at least annually. 
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