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I. INTRODUCTION

1.  The Commission adopted the proposal for a Regulation on European data governance

(Data Governance Act, DGA) on 25 November 2020 It is the first of a set of measures

announced by the Commission in the 2020 European strategy for data?.

2. The mandate for opening negotiations with the European Parliament on the DGA was

granted by Coreper on 1 October. After the opening trilogue on 20 October, during

which the work on all issues was delegated to the technical level, the Slovenian

Presidency held 12 technical meetings with the European Parliament.

! doc. 13351/20.
2 COM/2020/66 final.
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Following intensive talks with the European Parliament and a discussion in the WP
TELECOM, the Slovenian Presidency agreed on the compromise wording of the vast
majority of provisions of the proposal, as presented in the fourth column of the

document attached in the Annex.

The changes in the attached document compared with the Commission proposal are
marked with bold italics (additions) and with strikethreugh (deletions). The lines which

have been agreed are marked with green.

Some parts of the text are still subject to confirmation at the political level. These lines

have been marked with red in the attached document and they are presented in

section 111 of this note.

II. MAIN CHANGES

The most important changes as compared with the Coreper mandate from 1 October and
as presented under this chapter, relate to the changes marked as green in the 4-column
table. These changes have been provisionsally agreed with the European Parliament at
the technical level and presented to the WP TELECOM. The Presidency considers these
changes to fall within the Coreper mandate from 1 October. These changes are the

following (lines marked in green in the 4-column table):

Reuse of protected public sector data (Chapter II): A number of provisions

regulating the administrative aspects of the provision of protected public sector data for
reuse have been clarified, but without any substantial changes compared with the
Council mandate. As regards fees, the Presidency has accepted the EP's request to
intoroduce a provision which states that public sector bodies may make the data
available at a discounted fee or free of charge, if they so wish, in particular to SMEs and
start-ups, civil society and educational establishments. Also, an important task for the
Commission has been added, whereby it would be obliged to establish a European
single access point offering a searchable electronic register of data available in the

national single information points.
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Data intermediation services (Chapter III): As regards the novel services which are

supposed to facilitate data sharing in the economy, the relevant provisions have been
modified to indicate more clearly which types of entities are in scope of the obligations
laid down in this chapter, including by revising the definition of a data intermediaton
service in Article 2(2a). As part of this revision the Presidency agreed to change the
reference to 'direct legal or business relationships' to 'commercial relationships' in the
description of the types of relationships that such services are expected to facilitate, as
the commercial aspect was already present in the Council mandate, and commercial
relationships are by their nature direct and legal. The Presidency has also agreed to
introduce a requirement for commercial separation, prohibiting to make the pricing of
services of data intermediation services dependent on whether or not data holders or
subjects choose to use and pay for other services that these entities may provide. Also,
in order to foster trust and improve visibility of data intermediation service providers,
the Presidency has agreed to accept the EP's request to introduce a voluntary
certification in the form of a logo, to make it easier to identify compliant service

providers.

Data altruism (Chapter IV): As regards data altruism, the requirement that a structure

through which a recognised data altruism organisation performs the activities related to
data altruism should be legally separate from its other activities has been brought back
to the text in addition to the Council's addition concerning the requirement for a
functional separation. The references to the codes of conduct have been replaced with
references to a 'rulebook’, to indicate more clearly that compliance with this rulebook
will be a requirement for registration as a recognised data altruism organisation in
accordance with the DGA. Finally, as in the case of data intermediation services, in
order to foster trust and improve visibility of data altruism organisations, the Presidency
has agreed to accept the EP's request to introduce a voluntary certification in the form of

a logo, to make it easier to identify compliant organisations.

European Data Innovation Board: As regards the European Data Innovation Board,

the Presidency has agreed to accept some amendments from the EP which create a more
prominent role for Board, with more tasks such as issuing guidelines on how to

facilitate the development of data spaces and advising the Commission on a range of

14021/21

RB/ek 3
TREE.2.B LIMITE EN



other topics, such as developing a consistent practice for data altruism across the Union
or facilitating the cooperation between the Member States with regard to setting

harmonised conditions allowing for the re-use of data.

III. OUSTANDING ISSUES

The following issues are still pending confirmation during the upcoming trilogue and
the Presidency would like the delegations to indicate their flexibilities on these

issues (lines marked in red in the 4-column table):

Period of exclusivity - Articles 4(5) and 4(7) and Recitals 9 and 10: The EP proposes

to shorten the exclusivity period that can be granted for the re-use of public sector data
to only one year, as compared with three years in the Council mandate. This concerns
both potential new exclusive arrangements and those that would be concluded before

the date of entry into force of the DGA. The Presidency may need to compromise on

this point to get concessions on other issues. For this reason delegations are

requested to indicate whether any shortening of the exclusivity period that can be

oranted by public sector bodies for the re-use of their data would be acceptable.

Support by public sector bodies for for reusers - Articles 5(6) and 5(6a), Recital 11:

The Council made an important modification in this respect in its mandate in order to
ensure that that public sector bodies should not be obliged to provide assistance to
potential re-users in seeking consent or permission for re-use, leaving the provision of
such assistance at their discretion. Although the EP is unwilling to accept this change,
the Presidency is aware that this is a very important issue for the Member States and

will resist any changes during the negotiations. Nevertheless, the Presidency would

like to ask whether, as a last resort, delegations would be open to keeping this

provision as an obligation for public sector bodies, but with considerably softer

language, e.g. by saying that public sector bodies should provide assistance with
obtaining consent or permission, but only in duly justified cases where it would not be

feasible to do so for the re-user.

Delegated vs implementing acts: In the current text of the DGA there are four

instances of the delegation of power to the Commission to adopt secondary legislation,

where the positons of the Council and the EP differ, namely:
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- adequacy decisions for transfers of non-personal data to third countries - Article
5(10b), where the Council prefers an implementing act with examination procedure and

the EP wishes to use a delegated act;

- conditions for transfers of highly sensitive publics sector data to third countries -
Article 5(11), where the Council prefers an implementing act with examination

procedure and the EP wishes to keep a delegated act;

- model contractual clauses to support public sector bodies and re-users in their
compliance with conditions for re-use - Article 5(10a), where the Council prefers an
implementing act with examination procedure and the EP would like to stick to an

implementing act with advisory procedure; and

- rulebook for data altruism organisations - Article 19a(1). where the Council
prefers an implementing act with examination procedure and the EP wishes to use a

delegated act.

The Presidency considers that most important case where it would be preferable to keep
implementing acts is the adequacy decisions for transfers of non-personal data to third
countries, as this would also be in line with exisiting similar arrangements for personal
data. However, in order to secure this outcome, in the remaining three instances listed
above it may be necessary to make some concessions towards the European Parliament.

In this context, the Presidency would like to ask the delegations to indicate their

flexibilities as regards each of the above four situations where the choice between

implementing or delegated acts, or the choice between advisory or examination

procedure for implementing acts will still need to be negotiated.

4. Date of application - Article 35: The Council has extended the date of application of

the DGA from 12 to 18 months from entry to force. The EP, on the other hand, would
prefer to keep the original 12 month period as proposed by the Commission. The

Presidency may need to make a concession on this point as part of the overall deal

and therefore would like the delegations to indicate whether they have any

flexibility in this regard.

IV. CONCLUSION
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1.  The Presidency considers that the compromise proposal is a balanced text, which takes
into account the key concerns of Member States and which can serve as a good basis for
the second trilogue with the European Parliament, scheduled to take place on 30

November.

2. The Presidency invites the Coreper to:

- endorse the compromise proposals presented under section I1;

- indicate their flexibility with regard to the lines marked in red and
presented in section 111 of this note;

- grant it a mandate to conclude negotiations with the European Parliament
on the basis of the compromise text set out in the Annex.
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ANNEX

Proposal for a REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL on
European data governance (Data Governance Act) (Text with EEA relevance)

Formula

Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

2020/0340 (COD)

2020/0340 (COD)

2020/0340 (COD)

2020/0340 (COD)

Text Origin: Commission

Proposal

Proposal Title

Proposal for a
REGULATION OF THE
EUROPEAN PARLIAMENT
AND OF THE COUNCIL

on European data governance
(Data Governance Act)

(Text with EEA relevance)

Proposal for a
REGULATION OF THE
EUROPEAN PARLIAMENT
AND OF THE COUNCIL

on European data governance
(Data Governance Act)

(Text with EEA relevance)

Proposal for a
REGULATION OF THE
EUROPEAN PARLIAMENT
AND OF THE COUNCIL

on European data governance
(Data Governance Act)

(Text with EEA relevance)

Proposal for a
REGULATION OF THE
EUROPEAN PARLIAMENT
AND OF THE COUNCIL

on European data governance
(Data Governance Act)

(Text with EEA relevance)

Text Origin: Commission

Proposal

| Formula

THE EUROPEAN PARLIAMENT

THE EUROPEAN PARLIAMENT

THE EUROPEAN PARLIAMENT

THE EUROPEAN PARLIAMENT

3 | AND THE COUNCIL OF THE | AND THE COUNCIL OF THE | AND THE COUNCIL OF THE | AND THE COUNCIL OF THE
EUROPEAN UNION, EUROPEAN UNION, EUROPEAN UNION, EUROPEAN UNION,
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Text Origin: Commission
Proposal
Citation 1 |
Having regard to the Treaty on the | Having regard to the Treaty on the | Having regard to the Treaty on the | Having regard to the Treaty on the
Functioning of the European Functioning of the European Functioning of the European Functioning of the European
Union, and in particular Article Union, and in particular Article Union, and in particular Article Union, and in particular Article
4 114 thereof, 114 thereof, 114 thereof, 114 thereof,
Text Origin: Commission
Proposal
Citation 2 |
Having regard to the proposal from | Having regard to the proposal from | Having regard to the proposal from | Having regard to the proposal from
- the European Commission, the European Commission, the European Commission, the European Commission,
Text Origin: Commission
Proposal
Citation 3 |
After transmission of the draft After transmission of the draft After transmission of the draft After transmission of the draft
legislative act to the national legislative act to the national legislative act to the national legislative act to the national
6 parliaments, parliaments, parliaments, parliaments,
Text Origin: Commission
Proposal
| Citation 4 |
B
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EP Mandate

Council Mandate

Commission Proposal

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0JC,,p..

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0IC,,p..

Having regard to the opinion of the
European Economic and Social
Committee',

1.0JC,,p..

Draft Agreement

Having regard to the opinion of the
European Economic and Social
Committee',

1.0IC,,p..

Text Origin: Commission

Proposal

Citation

Having regard to the opinion of the
Committee of the Regions',

Having regard to the opinion of the
Committee of the Regions',

Having regard to the opinion of the
Committee of the Regions',

Having regard to the opinion of the
Committee of the Regions',

8 1L.OJC,.p.. 1.OJC,.p.. 1.0JC,.p.. 1.0JC,.p..
Text Origin: Commission
Proposal
Citation 6
Acting in accordance with the Acting in accordance with the Acting in accordance with the Acting in accordance with the
5 ordinary legislative procedure, ordinary legislative procedure, ordinary legislative procedure, ordinary legislative procedure,
Text Origin: Commission
Proposal
| Formula
. Whereas: Whereas: Whereas: Whereas:
Text Origin: Commission
Proposal
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Recital 1

(1) The Treaty on the functioning
of the European Union (‘TFEU”)
provides for the establishment of
an internal market and the
institution of a system ensuring
that competition in the internal
market is not distorted. The
establishment of common rules and
practices in the Member States
relating to the development of a

(1) The Treaty on the Functioning
of the European Union (‘TFEU”)
provides for the establishment of
an internal market and the
institution of a system ensuring
that competition in the internal
market is not distorted. The
establishment of common rules and
practices in the Member States
relating to the development of a

(1) The Treaty on the functioning
of the European Union (‘TFEU”)
provides for the establishment of
an internal market and the
institution of a system ensuring
that competition in the internal
market is not distorted. The
establishment of common rules and
practices in the Member States
relating to the development of a

(1) The Treaty on the Functioning
of the European Union (‘TFEU”)
provides for the establishment of
an internal market and the
institution of a system ensuring
that competition in the internal
market is not distorted. The
establishment of common rules and
practices in the Member States
relating to the development of a

11 framework for data governance framework for data governance framework for data governance framework for data governance
should contribute to the should contribute to the should contribute to the should contribute to the
achievement of those objectives. achievement of those objectives, achievement of those objectives. achievement of those objectives,
while fully respecting while fully respecting
fundamental rights. It should also fundamental rights. It should also
guarantee the strengthening of the guarantee the strengthening of the
open strategic autonomy of the open strategic autonomy of the
Union while ensuring free flow of Union while fostering
data. international free flow of data.
Text Origin: EP Mandate
| Recital 2 |
(2) Over the last few years, digital | (2) Over the last fewyearsdecade, | (2) Over the last few years, digital | (2) Over the last fewyearsdecade,
12 technologies have transformed the | digital technologies have technologies have transformed the | digital technologies have
economy and society, affecting all | transformed the economy and economy and society, affecting all | transformed the economy and
sectors of activity and daily life. society, affecting all sectors of sectors of activity and daily life. society, affecting all sectors of
Data is at the centre of this activity and daily life. Data is at the | Data is at the centre of this activity and daily life. Data is at the
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EP Mandate

Council Mandate

Commission Proposal

transformation: data-driven
innovation will bring enormous
benefits for citizens, for example
through improved personalised
medicine, new mobility, and its
contribution to the European Green
Deal'. In its Data Strategy?, the
Commission described the vision
of a common European data space,
a Single Market for data in which
data could be used irrespective of
its physical location of storage in
the Union in compliance with
applicable law. It also called for
the free and safe flow of data with
third countries, subject to
exceptions and restrictions for
public security, public order and
other legitimate public policy
objectives of the European Union,
in line with international
obligations. In order to turn that
vision into reality, it proposes to
establish domain-specific common
European data spaces, as the
concrete arrangements in which
data sharing and data pooling can
happen. As foreseen in that
strategy, such common European
data spaces can cover areas such as
health, mobility, manufacturing,
financial services, energy, or
agriculture or thematic areas, such

centre of this transformation: data-
driven innovation will bring
enormous benefits both for citizens
and the economy, for example
through improved personalised
medicine, new mobility, and its
contribution to the communication
of the Commission of 11
December 2019 on the European
Green Deal. The data economy
has to be built in a way to enable
businesses, in particular micro,
small and medium sized
enterprises (SMEs) as defined in
the annex to Commission
Recommendation 2003/361/EC’
and start-ups to thrive, ensuring
data access neutrality, portability
and interoperability, and avoiding
lock-in_effects’. In its
Datacommunication of 19
February 2020 on a European
Strategy”_for data, the Commission
described the vision of a common
European data space, a Single
Market for data in which data
could be used irrespective of its
physical location of storage in the
Union in compliance with
applicable law, which inter alia
can be pivotal for the rapid
development of artificial
intelligence technologies. 1t also

transformation: data-driven
innovation will bring enormous
benefits for citizens_and the
economy, for example through
improved personalised medicine,
new mobility, and its contribution
to the European Green Deal'. In its
Data Strategy?, the Commission
described the vision of a common
European data space, a Single
Market for data in which data
could be used irrespective of its
physical location of storage in the
Union in compliance with
applicable law. It also called for
the free and safe flow of data with
third countries, subject to
exceptions and restrictions for
public security, public order and
other legitimate public policy
objectives of the European Union,
in line with international
obligations. In order to turn that
vision into reality, it proposes to
establish domain-specific common
European data spaces, as the
concrete arrangements in which
data sharing and data pooling can
happen. As foreseen in that
strategy, such common European
data spaces can cover areas such as
health, mobility, manufacturing,
financial services, energy, or

Draft Agreement

centre of this transformation: data-
driven innovation will bring
enormous benefits both for citizens
and the economy, for example
through improved personalised
medicine, new mobility, and its
contribution to the communication
of the Commission of 11
December 2019 on the European
Green Deal. The data economy
has to be built in a way to enable
businesses, in particular micro,
small and medium sized
enterprises (SMEs) as defined in
the annex to Commission
Recommendation 2003/361/EC’
and start-ups to thrive, ensuring
data access neutrality, portability
and interoperability, and avoiding
lock-in effects’. In its
Datacommunication of 19
February 2020 on a European
Strategy” _for data, the Commission
described the vision of a common
European data space, a Single
Market for data in which data
could be used irrespective of its
physical location of storage in the
Union in compliance with
applicable law, which inter alia
can be pivotal for the rapid
development of artificial
intelligence technologies. 1t also
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Commission Proposal

as the European green deal or
European data spaces for public
administration or skills.

1. Communication from the Commission to
the European Parliament, the European
Council, the Council, the European
Economic and Social Committee and the
Committee of the Regions on the European
Green Deal. Brussels, 11.12.2019.
(COM(2019) 640 final)

2. COM (2020) 66 final.

EP Mandate

called for the free and safe flow of
data with third countries, subject to
exceptions and restrictions fé+on
the basis of fundamental rights,
public security, public order and
other legitimate public policy
objectives of the Furopean-Union,
in line with international
obligations. In order to turn that
vision into reality, it proposes to
establish domain-specific common
European data spaces, as the
concrete arrangements in which

Council Mandate

agriculture or thematic areas, such
as the European green deal or
European data spaces for public
administration or skills, as well as
a combination of these areas, e.g.
energy and climate.

1./1]  Communication from the
Commission to the European Parliament,
the European Council, the Council, the
European Economic and Social Committee
and the Committee of the Regions on the
European Green Deal. Brussels,
11.12.2019. (COM(2019) 640 final)

Draft Agreement

called for the free and safe flow of
data with third countries, subject to
exceptions and restrictions for
public security, public order and
other legitimate public policy
objectives of the Fu#ropean-Union,
in line with international

obligations, including on
fundamental rights. In order to

turn that vision into reality, it
proposes to establish domain-
specific common European data
spaces, as the concrete

data sharing and data pooling can 2.2 ____COM (2020) 66 final. arrangements in which data sharing
happen. As foreseen in that and data pooling can happen. As
strategy, such common European foreseen in that strategy, such
data spaces can cover areas such as common European data spaces can
health, mobility, manufacturing, cover areas such as health,
financial services, energy, or mobility, manufacturing, financial
agriculture or thematic areas, such services, energy, or agriculture or
as the European green deal or thematic areas, such as the
European data spaces for public European green deal or European
administration or skills._In data spaces for public
accordance with the FAIR data administration or skills, as well as
principles, common European a combination of these areas, e.9.
data spaces should make data energy and climate. In accordance
findable, accessible, interoperable with the FAIR data principles,
and re-usable, while ensuring a common European data spaces
high level of cybersecurity. When should make data findable,
there is a level playing field in the accessible, interoperable and re-
data economy, businesses compete usable, while ensuring a high
on_quality of services, and not on level of cybersecurity. When there
the amount of data they control. is a level playing field in the data
14021/21 RB/ek 12
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Commission Proposal

EP Mandate

For the purposes of the design,
creation and maintenance of the
level playing field in the data
economy, a sound governance is
needed, in which relevant
stakeholders of a common
European data space need to be
represented and engaged.

z . ! Social C. . o

: : e Reci b
(EOMR2019)-640finalCommission
Recommendation 2003/361/EC of 6 May
2003 concerning the definition of micro,
small and medium-sized enterprises (OJ L

Council Mandate

124, 20.5.2003, p. 36).
2. COM(2020)-66 final

Draft Agreement

economy, businesses compete on
quality of services, and not on the
amount of data they control. For
the purposes of the design,
creation and maintenance of the
level playing field in the data
economy, a sound governance is
needed, in which relevant
stakeholders of a common
European data space need to be
represented and engaged.

1 c etionf b C L
Hie-European-Pearlicneri—the-Ewropedn

z . | Social C. . o

- . o Regi ho
(COM2019)-640 finelCommission
Recommendation 2003/361/EC of 6 May
2003 concerning the definition of micro,
small and medium-sized enterprises (OJ L
124, 20.5.2003, p. 36).

2. COM 202066 Final-

Text Origin: EP Mandate

| Recital 2a
(2a) The Union’s growth (deleted)
12a potential depends on the skills of o
its population and workforce. lorse lorai e s e e
Bearing in mind that 42% of
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EP Mandate

Commission Proposal

Union citizens lack basic digital
skills', promoting digital literacy
will be a key element in increasing
citizens’ trust in_intensifying data
sharing. Improving data literacy
should be part of the strategic
actions to reduce social
inequalities and to promote a just
digital environment.

1. Analyse one indicator and compare
breakdowns — Digital Scoreboard - Data
& Indicators (digital-agenda-data.eu)

Council Mandate Draft Agreement

| Recital 2

12b

(2b) Action at Union and national
level is necessary to address the
fact that women are under-

represented at all levels in the
digital sector in the Union.

Text Origin: EP Mandate

| Recital 2

(@]

12¢

(2c¢) Itis important for the Union
to focus on the need to develop the
data economy, in particular by
building common European data
spaces, paying particular attention
to software engineering and
attracting talent to the
information and communication

(deleted)

Text Origin: EP Mandate

(deleted) I
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Commission Proposal EP Mandate Council Mandate Draft Agreement

technology (ICT) sector in order
to build European know-how that
focuses on next-generation and
cutting-edge technologies.

| Recital 2d

(2d) In order to facilitate and
encourage the use of public sector
data for the purposes of scientific
research, public sector bodies are
encouraged to develop a
harmonized approach and
processes to make public sector
data easily accessible for the
purposes of scientific research in
the public interest. This could
mean, inter alia, creating
streamlined administrative

12d procedures, standardized data
formatting, informative metadata
on the methodological and data
collection choices, and
standardized data-fields that
enable the easy joining of data-
sets from different public sector
data sources where relevant for
the purposes of analysis. These
practices should have as its
objective the promotion of the
publicly funded and produced
data for the purposes of scientific
research in accordance with the
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EP Mandate

Council Mandate

Commission Proposal

Draft Agreement

principle of ‘as open as possible,

as closed as necessary’;

| Recital 3

(3) Itis necessary to improve the
conditions for data sharing in the
internal market, by creating a
harmonised framework for data
exchanges. Sector-specific
legislation can develop, adapt and
propose new and complementary
elements, depending on the
specificities of the sector, such as
the envisaged legislation on the
European health data space' and on
access to vehicle data. Moreover,
certain sectors of the economy are

(3) Itis necessary to improve the
conditions for data sharing in the
internal market, by creating a
harmonised framework for data
exchanges, paying specific
attention to facilitating
cooperation. This Regulation
should aim to develop further a
borderless digital internal market
and a human-centric, trustworthy
and secure data society and
economy. Sector-specific
legislation can develop, adapt and

(3) Itis necessary to improve the
conditions for data sharing in the
internal market, by creating a
harmonised framework for data
exchanges_and laying down
certain basic requirements for
data governance. Sector-specific
legislation can develop, adapt and
propose new and complementary
elements, depending on the
specificities of the sector, such as
the envisaged legislation on the
European health data space' and on

(3) Itis necessary to improve the
conditions for data sharing in the
internal market, by creating a
harmonised framework for data
exchanges_and laying down
certain basic requirements for
data governance, paying specific
attention to facilitating
cooperation between Member
States. This Regulation should
aim to develop further a
borderless digital internal market
and a human-centric, trustworthy

13 already regulated by sector-specific | propose new and complementary access to vehicle data. Moreover, and secure data society and
Union law that include rules elements, depending on the certain sectors of the economy are | economy. Sector-specific
relating to cross-border or Union specificities of the sector, such as already regulated by sector-specific | legislation can develop, adapt and
wide sharing or access to data’. the envisaged legislation on the Union law that include rules propose new and complementary
This Regulation is therefore European health data space! and on | relating to cross-border or Union elements, depending on the
without prejudice to Regulation access to vehicle data. Moreover, wide sharing or access to data®. specificities of the sector, such as
(EU) 2016/679 of the European certain sectors of the economy are | This Regulation-is_should the envisaged legislation on the
Parliament and of the Council (®), already regulated by sector-specific | therefore be without prejudice to European health data space! and on
and in particular the Union law that include rules Llocmlentiont L 2L 20 access to vehicle data. Moreover,
implementation of this Regulation | relating to cross-border or Union Directive (EU) 2016/943 of the certain sectors of the economy are
shall not prevent cross border wide sharing or access to data’. European Parliament and of the already regulated by sector-specific
transfers of data in accordance with | This Regulation is therefore Council (),-and-inpartiewlarthe Union law that include rules
Chapter V of Regulation (EU) without prejudlce to Regudetion implementation-of this-Regulation | relating to cross-border or Union
2016/679 from taking place, shetlnotprevert-erossborder wide sharing or access to data’.
Directive (EU) 2016/680 of the Pa#ta%aﬁ—a%d—ef—éke—@e%a—l—(g)— T Tt e This Regulation-is_should
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Commission Proposal

European Parliament and of the
Council (%), Directive (EU)
2016/943 of the European
Parliament and of the Council (°),
Regulation (EU) 2018/1807 of the
European Parliament and of the
Council (°), Regulation (EC) No
223/2009 of the European
Parliament and of the Council (7),
Directive 2000/31/EC of the
European Parliament and of the
Council (*), Directive 2001/29/EC
of the European Parliament and of
the Council (°), Directive (EU)
2019/790 of the European
Parliament and of the Council ('°),
Directive 2004/48/EC of the
European Parliament and of the
Council ('), Directive (EU)
2019/1024 of the European
Parliament and of the Council ('?),
as well as Regulation 2018/858/EU
of the European Parliament and of
the Council (%), Directive
2010/40/EU of the European
Parliament and of the Council (')
and Delegated Regulations adopted
on its basis, and any other sector-
specific Union legislation that
organises the access to and re-use
of data. This Regulation should be
without prejudice to the access and
use of data for the purpose of

EP Mandate

s e e Lo e
Couneil{)-Directive (EU)
2016/943 of the European
Parliament and of the Council-(52,
Regulation (EU) 2018/1807 of the
European Parliament and of the
Council-%)%, Regulation (EC) No
223/2009 of the European
Parliament and of the Council-2,
Directive 2000/31/EC of the
European Parliament and of the
Council-*?¢, Directive 2001/29/EC
of the European Parliament and of
the Council-¢’}, Directive (EU)
2019/790 of the European
Parliament and of the Council-¢)?2,
Directive 2004/48/EC of the
European Parliament and of the
Council-¢"), Directive (EU)
2019/1024 of the European
Parliament and of the Council
%)% as well as Regulation
2018/858/EU of the European
Parliament and of the Council
)X Directive 2010/40/EU of the
European Parliament and of the

Council Mandate

with-Chapter+-of Regulation (EU)
2018/1807

Draft Agreement

therefore be without prejudice to

Plecmpleniopt L DA 20
Directive (EU) 2016/943 of the

of the European Parliament and of
the Council (%), Direetive
EYRegulation (EC) 2646/943No
223/2009 of the European
Parliament and of the Council (%),
Revulation-(EL)

2018807 Directive 2000/31/EC of
the European Parliament and of the
Council (%), Regulation (EC)-No
2232009Directive 2001/29/EC of
the European Parliament and of the
Council (7), Directive
200081EC(EU) 2019/790 of the
European Parliament and of the
Council (%), Directive
200129/EC2004/48/EC of the
European Parliament and of the
Council (°), Directive (EU)
2019/7902019/1024 of the
European Parliament and of the
Council (1), Pirective
2004/48/ECas well as Regulation
2018/858/EU of the European
Parliament and of the Council ("),
Directive (£EH
204940242010/40/EU of the
European Parliament and of the
Council (?)-as-well-asReguiation
2048/858/E, Directive
2007/2/EC of the European

European Parliament and of the
Council (%), and-inparticwlar-the
o] on-of-this-Regulati
shertlmoi e bopd o

: #Regulation (EU)

2018/1807

of the European Parliament and of
the Council (%), Direetive
EYRegulation (EC) 2646/943No
223/2009 of the European
Parliament and of the Council (),
Lroemleniom He L
2018807 Directive 2000/31/EC of
the European Parliament and of the
Council (%), Regutation(EC)-No
2232009Directive 2001/29/EC of
the European Parliament and of the
Council (7), Directive
2000831 EE(EU) 2019/790 of the
European Parliament and of the
Council (®), Directive
200429/EC2004/48/EC of the
European Parliament and of the
Council (°), Directive (EU)
2049/7962019/1024 of the
European Parliament and of the
Council (1), Pireetive
2004/48/ECas well as Regulation
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international cooperation in the
context of prevention,
investigation, detection or
prosecution of criminal offences or
the execution of criminal penalties.
A horizontal regime for the re-use
of certain categories of protected
data held by public sector bodies,
the provision of data sharing
services and of services based on
data altruism in the Union should
be established. Specific
characteristics of different sectors
may require the design of sectoral
data-based systems, while building
on the requirements of this
Regulation. Where a sector-
specific Union legal act requires
public sector bodies, providers of
data sharing services or registered
entities providing data altruism
services to comply with specific
additional technical, administrative
or organisational requirements,
including through an authorisation
or certification regime, those
provisions of that sector-specific
Union legal act should also apply.

1. See: Annexes to the Communication
from the Commission to the European
Parliament, the Council, the European
Economic and Social Committee and the
Committee of the Regions on Commission
Work Programme 2021 (COM(2020) 690

Council-%£ and Delegated
Regulations adopted on its basis,
and any other sector-specific Union
legislation that organises the access
to and re-use of data. This
Regulation should be without
prejudice to Union or Member
State law on the access and use of
data for the purpose of
international cooperation in the
context of prevention,
investigation, detection or
prosecution of criminal offences or
the execution of criminal penalties,
as well as international
cooperation in that context. This
Regulation should be without
prejudice to the competences of

the Member States regarding
activities concerning public
security, defence and national

Parliament and of the Council
48, Directive 2040/40/ED(EU)
2017/1132 of the European
Parliament and of the Council’,
Directive (EU+") and-Delegated
R ocmleti l ! o i
basis-2015/849 of the European

Parliament and of the Council”®

Draft Agreement

2018/858/EU of the European
Parliament and of the Council ('!),
Directive ¢£L5
204940242010/40/EU of the
European Parliament and of the
Council (?)-aswell-asRegulation
2048/858/EL, Directive
2007/2/EC of the European

and any other sector-specific Union
legislation that organises the access
to and re-use of data. This
Regulation should be without
prejudice to Union and national

Parliament and of the Council
%) Directive 204040/EU(EU)
2017/1132 of the European
Parliament and of the Council’,

Directive (EU-+") and-Pelegated

law on the access and use of data
for the purpose of internationet
N .
prevention, investigation, detection
or prosecution of criminal offences
or the execution of criminal
penalties, as well as international
cooperation in this context. This

security. A horizontal regime for
the re-use of certain categories of
protected data held by public sector
bodies, the provision of data
sharingintermediation services and
of services based on data altruism
in the Union should be established.
Specific characteristics of different
sectors may require the design of
sectoral data-based systems, while
building on the requirements of
this Regulation. Where a sector-

Regulation should be without
prejudice to the competences of
the Member States regarding
activities concerning public
security, defence and national
security. Re-use of data protected
for such reasons and held by

public sector bodies should not be

Sreemlertioneealeprelon e
basis=2015/849 of the European

Parliament and of the Council”
and any other sector-specific Union
legislation that organises the access
to and re-use of data. This
Regulation should be without
prejudice to_Union and national
law on the access and use of data
for the purpose of internationat
prevention, investigation, detection
or prosecution of criminal offences
or the execution of criminal
penalties, as well as international
cooperation in this context. This

covered by this Regulation. This

Regulation should be without

should include data from
procurement procedures falling

prejudice to the competences of

the Member States regarding

within the scope of Directive

activities concerning public
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final).

2. For example, Directive 2011/24/EU in
the context of the European Health Data
Space, and relevant transport legislation
such as Directive 2010/40/EU, Regulation
2019/1239 and Regulation (EU)
2020/1056, in the context of the European
Mobility Data Space.

3. Regulation (EU) 2016/679 of the
European Parliament and of the Council of
27 April 2016 on the protection of natural
persons with regard to the processing of
personal data and on the free movement of
such data, and repealing Directive
95/46/EC (General Data Protection
Regulation), (OJ L 119, 4.5.2016, p.1)

4. Directive (EU) 2016/680 of the
European Parliament and of the Council of
27 April 2016 on the protection of natural
persons with regard to the processing of
personal data by competent authorities for
the purposes of the prevention,
investigation, detection or prosecution of
criminal offences or the execution of
criminal penalties, and on the free
movement of such data, and repealing
Council Framework Decision
2008/977/JHA. (OJ L 119, 4.5.2016, p.89)
5. Directive (EU) 2016/943 of the
European Parliament and of the Council of
8 June 2016 on the protection of
undisclosed know-how and business
information (trade secrets) against their
unlawful acquisition, use and disclosure.
(OJL 157, 15.6.2016, p.1)

6. Regulation (EU) 2018/1807 of the
European Parliament and of the Council of
14 November 2018 on a framework for the
free flow of non-personal data in the

specific Union legal act requires
public sector bodies, providers of
data sharingintermediation
services or registered entities
providing data altruism services to
comply with specific additional
technical, administrative or
organisational requirements,
including through an authorisation
or certification regime, those
provisions of that sector-specific
Union legal act should also apply.

11. Direetive 2004/48/ECRegulation (EU)
2018/858 of the European Parliament and
of the Council of 29-Ap#il- 200430 May
2018 on the erforeement-of-intellectie!

3@.—4.—20614a22r0val and market
surveillance of motor vehicles and their
trailers, and of systems, components and
separate technical units intended for such
vehicles, amending Regulations (EC) No
715/2007 and (EC) No 595/2009 and
repealing Directive 2007/46/EC (OJ L
151, 14.6.2018).

12. Directive (ELH-264940242010/40/EU
of the European Parliament and of the
Council of 20-fune2019-on-open-data-cand
e e bl o T 7
July 2010 on the framework for the
deployment of Intelligent Transport
Systems in the field of road transport and
for interfaces with other modes of

transport. (OJ L 1722662019 p—56)207,
6.8.2010, p. 1).

2009/81/EC. A horizontal regime
for the re-use of certain categories
of protected data held by public
sector bodies, the provision of data
sharing_intermediation services
and of services based on data
altruism in the Union should be
established. Specific characteristics
of different sectors may require the
design of sectoral data-based
systems, while building on the
requirements of this Regulation.
Where a sector-specific Union
legal act requires public sector
bodies, providers of data-sharine
intermediation services or
registered entities providing data
altruism services to comply with
specific additional technical,
administrative or organisational
requirements, including through an
authorisation or certification
regime, those provisions of that
sector-specific Union legal act
should also apply.

11, Pirective 2004484C{13]

Regulation (EU) 2018/858 of the
European Parliament and of the Council of
29-Ap#il- 200430 May 2018 on the

B R
(OFH—H57-30-42004approval and market

surveillance of motor vehicles and their
trailers, and of systems, components and

Draft Agreement

security, defence and national
security. Re-use of data protected
for such reasons and held by

public sector bodies should not be

covered by this Regulation. This
should include data from
procurement procedures falling

within the scope of Directive
2009/81/EC. A horizontal regime
for the re-use of certain categories
of protected data held by public
sector bodies, the provision of data
sharing_intermediation services
and of services based on data
altruism in the Union should be
established. Specific characteristics
of different sectors may require the
design of sectoral data-based
systems, while building on the
requirements of this Regulation.
Where a sector-specific Union
legal act requires public sector
bodies, providers of data-sharine
intermediation services or
registered entities providing data
altruism services to comply with
specific additional technical,
administrative or organisational
requirements, including through an
authorisation or certification
regime, those provisions of that
sector-specific Union legal act

E Union. (OJ L 303, 28.11.2018, p. | 43. Resulation(EL)-2018/858 of the
5;1)r opean Union. ( P EuropeanParliament-and-of-the Couneilof | separate technical units intended for such should also app ly.
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7. Regulation (EC) No 223/2009 of the
European Parliament and of the Council of
11 March 2009 on European statistics and
repealing Regulation (EC, Euratom) No
1101/2008 of the European Parliament and
of the Council on the transmission of data
subject to statistical confidentiality to the
Statistical Office of the European
Communities, Council Regulation (EC) No
322/97 on Community Statistics, and
Council Decision 89/382/EEC, Euratom
establishing a Committee on the Statistical
Programmes of the European
Communities. (OJ L 87, 31.03.2009, p.
164)

8. Directive 2000/31/EC of the European
Parliament and of the Council of 8 June
2000, on certain legal aspects of
information society services, in particular
electronic commerce, in the Internal
Market (Directive on electronic
commerce). (OJ L 178, 17.07.2000, p. 1)
9. Directive 2001/29/EC of the European
Parliament and of the Council of 22 May
2001 on the harmonisation of certain
aspects of copyright and related rights in
the information society. (OJ L 167,
22.6.2001, p. 10)

10. Directive (EU) 2019/790 of the
European Parliament and of the Council of
17 April 2019 on copyright and related
rights in the Digital Single Market and
amending Directives 96/9/EC and
2001/29/EC. (OJ L 130, 17.5.2019, p. 92)
11. Directive 2004/48/EC of the European
Parliament and of the Council of 29 April
2004 on the enforcement of intellectual
property rights. (OJ L 157, 30.4.2004).

12. Directive (EU) 2019/1024 of the
European Parliament and of the Council of
20 June 2019 on open data and the re-use

1. See: Annexes to the Communication
from the Commission to the European
Parliament, the Council, the European
Economic and Social Committee and the
Committee of the Regions on Commission
Work Programme 2021 (€0M2626)-690

FnatCOM(2020)0690).
2. For example, Directive 2011/24/EU in

the context of the European Health Data
Space, and relevant transport legislation
such as Directive 2010/40/EU, Regulation
2019/1239 and Regulation (EU)
2020/1056, in the context of the European
Mobility Data Space.

3. Resulation(EL)2046/679Directive
(EU) 2016/943 of the European Parliament
and of the Council of 27A4p#i8 June 2016
on the protection of #aturatpersonsivith
B
45201 6undisclosed know-how and
business information (trade secrets)
against their unlawful acquisition, use

vehicles, amending Regulations (EC) No
715/2007 and (EC) No 595/2009 and
repealing Directive 2007/46/EC (OJ L
151, 14.6.2018).

12. [14] Directive (LY
204940242010/40/EU of the European
Parliament and of the Council of 20-fune
seetor-information] July 2010 on the
[framework for the deployment of
Intelligent Transport Systems in the field
of road transport and for interfaces with
other modes of transport. (OJ L 172;
2662049565207, 6.8.2010, p. 1)

13. RegulationELH)-2048/858 Directive
2007/2/EC of the European Parliament and
of the Council of 30-May2048-on-the

. jedfor-such-vehicles i

March 2007 establishing an
Infrastructure for Spatial Information in
the European Community (INSPIRE) No

5052000 ard Y

—L (0J L
108, 25.4.2007, p. 1).
14. Directive 204640/ED(EU) 2017/1132
of the European Parliament and of the
Council of ZFuhy2040-ontheframework
#anwe#t—(@;l—lr)}@?—é&}@%@—p—l—)l 4
June 2017 relating to certain aspects of
company law (0OJ L 169, 30.6.2017, p. 46).

14

15. Directive (EU) 2015/849 of the
European Parliament and of the Council
of 20 May 2015 on the prevention of the

and disclosure (OJ L 157, 15.6.2016, p.1).

use of the financial system for the

Draft Agreement

11, Pipeerve20t 8- EC[13]
Regulation (EU) 2018/858 of the
European Parliament and of the Council of

29 April 200430 May 2018 on the

enforcement-of-intellectual-property-rishts-
(O LH57-30-4-2004approval and market
surveillance of motor vehicles and their
trailers, and of systems, components and
separate technical units intended for such
vehicles, amending Regulations (EC) No
715/2007 and (EC) No 595/2009 and
repealing Directive 2007/46/EC (OJ L
151, 14.6.2018).

12. [14] Directive (L)
2049/446242010/40/EU of the European
Parliament and of the Council of 20-Ju#e
seetor-information] July 2010 on the
[framework for the deployment of
Intelligent Transport Systems in the field
of road transport and for interfaces with
other modes of transport. (OJ L +72;
2662049 p-—56)-207, 6.8.2010, p. 1)

13. ResulationtEtH-2048/858 Directive
2007/2/EC of the European Parliament and
of the Council of 38-Meay2048-onthe
B e e

March 2007 establishing an
Infrastructure for Spatial Information in
the European Community (INSPIRE) No
5052000 and Jine Directi

—4-6- (OJ L
108, 25.4.2007, p. 1).
14. Directive 204040/E0(EU) 2017/1132
of the European Parliament and of the

Council of ZHuy2010-on-thefranework

14
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of public sector information. (OJ L 172,
26.6.2019, p. 56).

13. Regulation (EU) 2018/858 of the
European Parliament and of the Council of
30 May 2018 on the approval and market
surveillance of motor vehicles and their
trailers, and of systems, components and
separate technical units intended for such
vehicles, amending Regulations (EC) No
715/2007 and (EC) No 595/2009 and
repealing Directive 2007/46/EC (OJ L 151,
14.6.2018).

14. Directive 2010/40/EU of the European
Parliament and of the Council of 7 July
2010 on the framework for the deployment
of Intelligent Transport Systems in the
field of road transport and for interfaces
with other modes of transport. (OJ L 207,
6.8.2010,p. 1)

4. DirectivetE£H)-2016/680Regulation

purposes of money laundering or terrorist

(EU) 2018/1807 of the European
Parliament and of the Council of 27Ap#il
247, T LG
o 11 , 7 v L ]
deta-by-competent-authorities 14 November

financing, amending Regulation (EU) No

648/2012 of the European Parliament and
of the Council, and repealing Directive
2005/60/EC of the European Parliament

Draft Agreement

Hﬂaﬁspe#t—(QJ—L—QQ—Lé—g—}@]—@ﬁ—Hl4

June 2017 relating to certain aspects of

and of the Council and Commission

2018 on _a framework for the purposes-of

p-S89free flow of non-personal data in the
European Union (OJ L 303, 28.11.2018,
p-59).
5. Direetive(EURegulation (EC)
2046/943No 223/2009 of the European
Parliament and of the Council of 8F##e
47, ‘A 3
L . 7 ormati
. g b il sition

p—+11 March 2009 on European statistics

Directive 2006/70.

1. [1] See: Annexes to the
Communication from the Commission to
the European Parliament, the Council, the
European Economic and Social Committee
and the Committee of the Regions on
Commission Work Programme 2021
(COM(2020) 690 final).

2.[2] For example, Directive
2011/24/EU in the context of the European
Health Data Space, and- relevant
transport legislation such as Directive
2010/40/EU, Regulation 2019/1239 and
Regulation (EU)- 2020/1056, in
the context of the European Mobility Data
Space.

I e A |

Directive (EU) 2016/943 of the European

and repealing Regulation (EC, Euratom)
No 1101/2008 of the European
Parliament and of the Council on the
transmission of data subject to statistical
confidentiality to the Statistical Office of
the European Communities, Council
Regulation (EC) No 322/97 on
Community Statistics, and Council
Decision 89/382/EEC, Euratom
establishing a Committee on the
Statistical Programmes of the European

Parliament and of the Council of 27A4p#i8
June 2016 on the protection of #aturat
tch-derter e i Directi

O3 O CA G enrered-Peia—Protection

Regttertiony—(Od—-H4

45201 6undisclosed know-how and
business information (trade secrets)
against their unlawful acquisition, use

company law (OJ L 169, 30.6.2017, p. 46).
15. Directive (EU) 2015/849 of the
European Parliament and of the Council
of 20 May 2015 on the prevention of the
use of the financial system for the
purposes of money laundering or terrorist
financing, amending Regulation (EU) No
648/2012 of the European Parliament and
of the Council, and repealing Directive
2005/60/EC of the European Parliament
and of the Council and Commission
Directive 2006/70.

1. [1] See: Annexes to the
Communication from the Commission to
the European Parliament, the Council, the
European Economic and Social Committee
and the Committee of the Regions on
Commission Work Programme 2021
(COM(2020) 690 final).

2.[2] For example, Directive
2011/24/EU in the context of the European
Health Data Space, and- relevant
transport legislation such as Directive
2010/40/EU, Regulation 2019/1239 and

Regulation (EU)- 2020/1056, in
the context of the European Mobility Data
Space.

3. Regulation(EU)-2016/679[5]
Directive (EU) 2016/943 of the European

and disclosure. (OJ L 157, 15.6.2016, p.1)

Communities (0OJ L 87, 31.03.2009, p.

4. Direetive-(EL)-2016/680[6]

Parliament and of the Council of 27-A4p##8
June 2016 on the protection of ratwral

164). Regulation (EU) 2018/1807 of the B e
6. Regulation- (12620181807 Directive European Parliament and of the Council of | personaldata-and-onthefree-movement-of
2000/31/EC of the European Parliament B e I B e
and of the Council of 14-Novenber 2048 eerm il e b e B ot e
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personal-data8 June 2000, on certain

November 2018 on a framework for the

legal aspects of information society
services, in particular electronic
commerce, in the EuropeanLnion—(OSL
30328 112018 p—S5%Internal Market

(Directive on electronic commerce) (OJ L
178, 17.07.2000, p. 1).
7. Resutation tC)-No-223/2009Directive

Fretnreriorl—D eetdonr 20N 0T - A free
flow of non-personal data in the

2001/29/EC of the European Parliament
and of the Council of /- Mareh2009-0n

16422 May 2001 on the harmonisation of

European Union. (O) L 1H9452046;

Draft Agreement

45201 6undisclosed know-how and
business information (trade secrets)
against their unlawful acquisition, use
and disclosure. (OJ L 157, 15.6.2016, p.1)
4, Directive-H=92046-686[6]

Regulation (EU) 2018/1807 of the
European Parliament and of the Council of

p-89303, 28.11.2018, p. 59) pe#&eﬁal—da-ta—byeenweten{—%#m#me&]4
5. DirectiveEL[7] Regulation November 2018 on _a framework for the
(EC) 2046/943No 223/2009 of the PEposes-of-the-prevention—nestisation:
European Parliament and of the Council of | detection-or-prosecution-oferiminedt

Licolosed ] [1 iy L 7; s, b .
i oo (tresch et ey _and 7!4 - - 7
wrevfitbaeqrisidion—tse-did-diselosure Ll | Erameworh-Decision 20089772 Afree

March 2009 on European statistics and

flow of non-personal data in the

repealing Regulation (EC, Euratom) No

European Union. (OJ L H9452016;

1101/2008 of the European Parliament
and of the Council on the transmission of
data subject to statistical confidentiality to
the Statistical Office of the European

certain aspects of copyright and related

Communities, Council Regulation (EC)

rights in the information society (OJ L

No 322/97 on Community Statistics, and

167, 22.6.2001, p. 10).
8. Directive 2000831/EC(EU) 2019/790 of

Council Decision 89/382/EEC, Euratom
establishing a Committee on the

the European Parliament and of the

Council of 8-Fune2000-on-—certaintesal
Pe i ? % . . i o)
Lrernal-MarketrDirective-on-clectromnic
B e ey
April 2019 on _copyright and related rights
in the Digital Single Market and
amending Directives 96/9/EC and
2001/29/EC (OJ L 130, 17.5.2019, p. 92).

freeflow-of non-personal-datad June 2000,

Statistical Programmes of the European

p-89303, 28.11.2018, p. 59)
5. PircetiveEE{T] Regulation
(EC) 2046/943No 223/2009 of the
European Parliament and of the Council of
B e

L olosad ; L bussi
Enformation-Hddesecretsy-agatnvi-tHieir
wHefitaeqriisiion—ise-and-divelosure I

March 2009 on European statistics and

Communities. (O] L 157445-62046;
p—+87, 31.03.2009, p. 164)

6. Recwdation L2040 84807[8]
Directive 2000/31/EC of the European
Parliament and of the Council of +4

B e e e e

repealing Regulation (EC, Euratom) No
1101/2008 of the European Parliament
and of the Council on the transmission of
data subject to statistical confidentiality to
the Statistical Office of the European
Communities, Council Regulation (EC)
No 322/97 on Community Statistics, and

on _certain legal aspects of information
society services, in particular electronic

Council Decision 89/382/EEC, Euratom
establishing a Committee on the

9. Directive 2004294€2004/48/EC of the
European Parliament and of the Council of
22 May-200129 April 2004 on the

commerce, in the Enropean-Unionlnternal

Statistical Programmes of the European

Market (Directive on electronic

commerce). (O] L 303, 28112018 p-
59178, 17.07.2000, p. 1)

Communities. (O) L 15721562046,
p+487, 31.03.2009, p. 164)

6. Regulation (EU)-20184807[8]
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ecopyricht-andrelatedenforcement of

intellectual property rights in-the

pOJ L 157, 30.4.2004) 10

10. Directive (EU) 2049/7962019/1024 of

the European Parliament and of the

Council of £7A4p##20 June 2019 on

S'jflgM : / g‘l‘ D; _gA

969 EC and 2001294 C—+OJ L1130,

1752049-p—920pen data and the re-use
of public sector information (OJ L 172,

26.6.2019, p. 56).

Council Mandate

T et e e 0 9]
Directive 2001/29/EC of the European
Parliament and of the Council of /- Marek

Communities22 May 2001 on the
harmonisation of certain aspects of
copyright and related rights in the
information society. (OJ L 8734032009
p—64167, 22.6.2001, p. 10)
8. [10] Directive 20008344C(EU)
2019/790 of the European Parliament and
of the Council of 8Fne2000-on-certain
B

: L LT L e
{(Directive-on-electronic-commerce)l7
April 2019 on copyright and related rights

Draft Agreement

Directive 2000/31/EC of the European
Parliament and of the Council of 44
November 2018-on-a-fremeworkfor-the
freeflow-of non-personal-datad June 2000,
on_certain legal aspects of information
society services, in particular electronic
commerce, in the Ewropean-Unionlnternal
Market (Directive on electronic
commerce). (OJ L 30328712018 p-
59178, 17.07.2000, p. 1)

T emdelon b L LT g ]
Directive 2001/29/EC of the European
Parliament and of the Council of ---Mareh

Commmnities22 May 2001 on the
harmonisation of certain aspects of
copyright and related rights in the

in_the Digital Single Market and
amending Directives 96/9/EC and
200129/EC. (O] L +72817072000p-
4130, 17.5.2019, p. 92)

9.[11] Directive
2001/29/EC2004/48/EC of the European
Parliament and of the Council of 22-Aa3

2994—29 April 2004 on the Dt

Fe!a-tedenforcem ent of intellectual

information society. (OJ L 872346032009
p—164167, 22.6.2001, p. 10)
8. [10] Directive 2000834+4E(EU)
2019/790 of the European Parliament and
of the Council of $Fune2000-on-—certain
deeobone s i D e

ees. i oo ol ;

g L e
@H%Hve—en—elee#emf—eewne#ee)l 7
April 2019 on copyright and related rights
in the Digital Single Market and
amending Directives 96/9%/EC and

property rights-in-the-information-society.
(OJ L +6£22-62004-p157, 30.4.2004).
10y

10. [12] Directive (EU)

2001/29/EC. (OJ L 17847-07-2666-—p-
4130, 17.5.2019, p. 92)
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Commission Proposal

EP Mandate

Council Mandate

2049/7902019/1024 of the European
Parliament and of the Council of 47
Ap#it20 June 2019 on copyricht-and

; gl. Di 8 Q;Qg; /
2001209/ECopen data and the re-use of
public sector information. (OJ L 136-

473204992172, 26.6.2019, p. 56).

Draft Agreement

9. [11] Directive
200429/£C2004/48/EC of the European
Parliament and of the Council of 22-May
200429 April 2004 on the harmonisation-of
COPEH P et o el
relatedenforcement of intellectual
property rights-inthe-information-society.
(OJ L +67-22-62004-p157, 30.4.2004).

10y

10. [12] Directive (EU)
2049/7902019/1024 of the European
Parliament and of the Council of 47
Aprit20 June 2019 on eopyricht-and
related-righis—inrthe-Pigited-Singte-Market

crelerendingirectives-96.9-ECand
200129/ECopen data and the re-use of

public sector information. (O] L 136-
+752049p-—92172, 26.6.2019, p. 56).

Text Origin: Council Mandate

| Recital 3a |

(3a) This Regulation is without (3a) This Regulation should be (3a) This Regulation is without
prejudice to Regulation (EU) without prejudice to Regulation prejudice to Regulation (EU)
2016/679 of the European (EU) 2016/679 of the European 2016/679 of the European
Parliament and of the Council’ Parliament and of the Council, to | Parliament and of the Council’

13a and to Directives 2002/58/EC’ and | Directive 2002/58/EC of the and to Directives 2002/58/EC° and
(EU) 2016/680° of the European European Parliament and of the (EU) 2016/680° of the European
Parliament and of the Council, Council and Directive (EU) Parliament and of the Council,
and the corresponding provisions | 2016/680 of the European and the corresponding provisions
of national law. This Regulation Parliament and of the Council (). | of national law. This Regulation
should in particular not be read as | This Regulation should in should in particular not be read as
creating a new legal basis for the | particular not be read as creating | creating a new legal basis for the
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EP Mandate

processing of personal data for

Council Mandate

a new legal basis for the

any of the regulated activities. In

processing of personal data for

Draft Agreement

processing of personal data for

any of the regulated activities, or

the event of conflict between the

any of the regulated activities, or

as modifying information

provisions of this Regulation and

as modifying information

Union law on the protection of

requirements under Regulation

requirements under Regulation
(EU) 2016/679. Its

personal data, the latter should

(EU) 2016/679. Its

prevail. It should be possible to

implementation should not

consider data protection
authorities competent authorities

prevent cross-border transfers of

implementation should not
prevent cross-border transfers of

data in accordance with Chapter

data in accordance with Chapter

V of Regulation (EU) 2016/679

for the purposes of this

Regulation. Where other entities

V of Regulation (EU) 2016/679

from taking place. In the event of

from taking place. In the event of

conflict between the provisions of

act as competent authorities under

conflict between the provisions of

this Regulation and Union law or

this Regulation, it should be
without prejudice to the
supervisory powers of data
protection_authorities under
Regulation (EU) 2016/679.

1. Regulation (EU) 2016/679 of the
European Parliament and of the Council
of 27 April 2016 on the protection of
natural persons with regard to the
processing of personal data and on the

this Regulation and Union law or

national law on the protection of

national law on the protection of

personal data adopted in

personal data, the latter should

accordance with Union law, the

prevail. Data protection
authorities should be able to be

latter should prevail. It should be
possible to consider data

competent authorities under this

protection authorities competent

Regulation. Where other
organisations function as
competent authorities under this

authorities under this Regulation.
Where other entities function as
competent authorities under this

Regulation, it should be without

Regulation, it should be without

free movement of such data, and

repealing Directive 95/46/EC (General
Data Protection Regulation) (OJ L 119,
4.5.2016, p.1).

2. Directive 2002/58/EC of the European
Parliament and of the Council of 12 July

prejudice to the supervisory
powers and competences of data

prejudice to the supervisory
powers and competences of data

protection authorities under
Regulation (EU) 2016/679. Where

protection authorities under

Regulation (EU) 2016/679. Where

personal and non-personal data in

personal and non-personal data in

2002 concerning the processing of
personal data and the protection of
privacy in the electronic communications
sector (Directive on privacy and electronic
communications) (OJ L 201, 31.7.2002, p.
37).

3. Directive (EU) 2016/680 of the
European Parliament and of the Council

a data set are inextricably linked,

a data set are inextricably linked,

this Regulation should not
prejudice the application of
Regulation (EU) 2016/679.

1.[1] Directive (EU) 2016/680 of

the European Parliament and of the

this Regulation should not
prejudice the application of
Regulation (EU) 2016/679.
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Commission Proposal

EP Mandate

of 27 April 2016 on the protection of
natural persons with regard to the
processing of personal data by competent

Council Mandate

Council of 27 April 2016 on the
protection of natural persons with regard

to the processing of personal data by

authorities for the purposes of the
prevention, investigation, detection or

competent authorities for the purposes of
the prevention, investigation, detection or

prosecution of criminal offences or the

prosecution of criminal offences or the

execution of criminal penalties, and on

execution of criminal penalties, and on

the free movement of such data, and
repealing Council Framework Decision

the free movement of such data, and
repealing Council Framework Decision

2008/977/JHA (OJ L 119, 4.5.2016, p.89).

2008/977/JHA. (OJ L 119, 4.5.2016, p.

89)

Draft Agreement

| Recital 3b

13b

(3b) In the case of a data set
composed of both personal and
non-personal data, where those
data are inextricably linked, that
data set should be considered

personal data.

(3b) (moved)

| Recital 4

(4) Action at Union level is
necessary in order to address the
barriers to a well-functioning data-
driven economy and to create a
Union-wide governance framework

(4) Action at Union level is
necessary in order to address the
barriers to a well-functioning and
competitive data-driven economy
and-to-ereate, A Union-wide

(4) Action at Union level is
necessary to increase trust in data
sharing by establishing proper

(4) Action at Union level is
necessary to increase trust in data
sharing by establishing proper

mechanisms for control by data

mechanisms for control by data

subjects and data holders over the

subjects and data holders over the

14 for data access and use, in governance framework should data that relates to them and in data that relates to them, and in
particular regarding the re-use of have the objective of building trust | order to address theother barriers order to address #eother barriers
certain types of data held by the among individuals and businesses | to a well-functioning data-driven to a well-functioning data-driver
public sector, the provision of for data access, control, sharing, economy and to create a Union- ceamareeaeeearegnd
services by data sharing providers | use and re-use-a#d-se, in wide governance framework for competitive data-driven economy.
to business users and to data particular by establishing proper data access, control and use, in A Union-wide governance
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EP Mandate

Council Mandate

Commission Proposal

subjects, as well as the collection
and processing of data made
available for altruistic purposes by
natural and legal persons.

mechanisms for data subjects to
know and meaningfully exercise
their rights, as well as regarding
the re-use of certain types of data
held by the public sector, the
provision of services by providers
of data intermediation
servicesdata—sharineproviders to
business users and to data subjects,
as well as the collection and
processing of data made available
for altruistic purposes by natural
and legal persons. In particular,

particular regarding the re-use of
certain types of data held by the
public sector, the provision of
services by data_intermediation
service-shering providers to
business users and to data subjects,
as well as the collection and
processing of data made available
for altruistic purposes by natural
and legal persons._This action
should be without prejudice to
obligations and commitments in
the international trade agreements

Draft Agreement

framework should have the
objective of building trust among
individuals and businesses for data
access, control, sharing, use and
re-use-a#d-#se, in particular by
establishing proper mechanisms
for data subjects to know and

meaningfully exercise their rights,
as well as regarding the re-use of
certain types of data held by the
public sector, the provision of
services by providers of data
intermediation servicesdate

more transparency regarding the

concluded by the Union.

purpose of data use and

conditions under which data is
stored by businesses can help
increase trust. That action is
without prejudice to obligations
and commitments in trade
agreements concluded by the
Union.

sharineproviders to business users

and to data subjects, as well as the
collection and processing of data
made available for altruistic
purposes by natural and legal
persons._In particular, more
transparency regarding the
purpose of data use and

conditions under which data is
stored by businesses can help
increase trust. This action is
without prejudice to obligations
and commitments in the
international trade agreements
concluded by the Union.

| Recital 4a
14a (4da) The Commission’s (4a) (deleted)
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Commission Proposal

consultation of 9 October 2019
entitled ‘SME panel consultation
on B2B Data Sharing Principles
and Guidance’ found that 40 % of
SMEs struggle to access the data
they need to develop data-driven
products and services

underscoring the need to lower
the barriers to a data-driven
economy, in particular for the
benefit of SMEs. The Digital
Europe Programme established by
Regulation (EU) 2021/694 of the
European Parliament and of the
Council', as well as other Union
and national programmes, should
support cooperation to achieve a
European ecosystem for trusted
data sharing. European Digital
Innovation Hubs and their
network should also be able to
help businesses, in particular
SMEs and start-ups, to benefit
from the European data economy.

1. Regulation (EU) 2021/694 of the
European Parliament and of the Council
of 29 April 2021 establishing the Digital
Europe Programme and repealing
Decision (EU) 2015/2240 (OJ L 166,
11.5.2021, p. 1).

Council Mandate Draft Agreement

| Recital 5

g -
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Commission Proposal

(5) The idea that data that has been
generated at the expense of public
budgets should benefit society has
been part of Union policy for a
long time. Directive (EU)
2019/1024 as well as sector-
specific legislation ensure that the
public sector makes more of the
data it produces easily available for
use and re-use. However, certain
categories of data (commercially
confidential data, data subject to
statistical confidentiality, data
protected by intellectual property
rights of third parties, including
trade secrets and personal data not
accessible on the basis of specific
national or Union legislation, such
as Regulation (EU) 2016/679 and
Directive (EU) 2016/680) in public
databases is often not made
available, not even for research or
innovative activities. Due to the
sensitivity of this data, certain
technical and legal procedural
requirements must be met before
they are made available, in order to
ensure the respect of rights others
have over such data. Such
requirements are usually time- and
knowledge-intensive to fulfil. This
has led to the underutilisation of
such data. While some Member

EP Mandate

(5) The idea that data that has been
generated at the expense of public
budgets should benefit society has
been part of Union policy for a
long time. Directive (EU)
2019/1024 as well as sector-
specific legislation ensure that the
public sector makes more of the
data it produces easily available for
use and re-use. However, certain
categories of data (commercially
confidential data, data subject to
statistical confidentiality, data
protected by intellectual property
rights of third parties, including
trade secrets and personal data in
public databases is often not made
available, despite this being
possible in accordance with the
applicablenot-aecessible-onthe

basis-of-speeifie-national-or Union
legistation—snech-aslaw, in
particular Regulation (EU)
2016/679 and Directive-(ELh
2016/650) bl deterl .

oftennot-made-avaitabteDirectives
2002/58/EC and (EU) 2016/680 ,

not even for research or innovative
activities_in _the public interest.
Due to the sensitivity of tisthose
data, certain technical and legal
procedural requirements must be
met before they are made available,

Council Mandate

(5) The idea that data that has been
generated or collected by public
sector bodies or other entities at
the expense of public budgets
should benefit society has been
part of Union policy for a long
time. Directive (EU) 2019/1024 as
well as sector-specific legislation
ensure that the public sector makes
more of the data it produces easily
available for use and re-use.
However, certain categories of data
(commercially confidential data,
data subject to statistical
confidentiality, data protected by
intellectual property rights of third
parties, including trade secrets and
personal data not accessible on the
basis of specific national or Union
legislation, such as Regulation
(EU) 2016/679 and Directive (EU)
2016/680) in public databases is
often not made available, not even
for research or innovative
activities. Due to the sensitivity of
this data, certain technical and
legal procedural requirements must
be met before they are made
available, in order to ensure the
respect of rights others have over
such data. Such requirements are
usually time- and knowledge-
intensive to fulfil. This has led to

Draft Agreement

(5) The idea that data that has been
generated or collected by public
sector bodies or other entities at
the expense of public budgets
should benefit society has been
part of Union policy for a long
time. Directive (EU) 2019/1024 as
well as sector-specific legislation
ensure that the public sector makes
more of the data it produces easily
available for use and re-use.
However, certain categories of data
(commercially confidential data,
data subject to statistical
confidentiality, data protected by
intellectual property rights of third
parties, including trade secrets and
personal data in public databases
is often not made available,
despite this being possible in
accordance with the applicablerot
b1 e besisof v
nationat-or Union tegislation—sueh
aslaw, in particular Regulation

(EU) 2016/679 and Directive(ELY
2041-6/680-tn-prblic-deatabeases—is

oftennot-made-availableDirectives
2002/58/EC and (EU) 2016/680 ,

not even for research or innovative
activities_in the public interest.
Due to the sensitivity of #isthose
data, certain technical and legal
procedural requirements must be
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Council Mandate

Commission Proposal

States are setting up structures,
processes and sometimes legislate
to facilitate this type of re-use, this
is not the case across the Union.

not least in order to ensure the
respect of rights others have over
such data, or limit negative impact
on fundamental rights, the
principle of non-discrimination
and data protection. Such
requirements are usually time- and
knowledge-intensive to fulfil. This
has led to the underutilisation of
such data. While some Member
States are setting up structures,
processes and sometimes legislate
to facilitate this type of re-use, this
is not the case across the Union. In
order to facilitate the use of data
for European research and

innovation by private and public
entities, clear conditions for
access to and use of such data are
needed across the Union.

the underutilisation of such data.
While some Member States are
setting up structures, processes and
sometimes legislate to facilitate
this type of re-use, this is not the
case across the Union.

Draft Agreement

met before they are made available,
not least in order to ensure the
respect of rights others have over
such data, or limit negative impact
on_fundamental rights, the
principle of non-discrimination
and data protection. Such
requirements are usually time- and
knowledge-intensive to fulfil. This
has led to the underutilisation of
such data. While some Member
States are setting up structures,
processes and sometimes legislate
to facilitate this type of re-use, this
is not the case across the Union. In
order to facilitate the use of data
for European research and

innovation by private and public
entities, clear conditions for
access to and use of such data are
needed across the Union.

Text Origin: EP Mandate

| Recital 6

(6) There are techniques enabling
privacy-friendly analyses on

(6) There are techniques enabling

privacy-friendl-analyses on

(6) There are techniques enabling
privacy-friendly analyses on

(6) There are techniques enabling

privaey-friendi-analyses on

16 databases that contain personal databases that contain personal databases that contain personal databases that contain personal
data, such as anonymisation, data, such as anonymisation, data, such as anonymisation, data, such as anonymisation,
pseudonymisation, differential pseudonymisation, differential psendonymisation, differential psendonymisation—differential
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EP Mandate

Council Mandate

Commission Proposal

privacy, generalisation, or
suppression and randomisation.
Application of these privacy-
enhancing technologies, together
with comprehensive data
protection approaches should
ensure the safe re-use of personal
data and commercially confidential
business data for research,
innovation and statistical purposes.
In many cases this implies that the
data use and re-use in this context
can only be done in a secure
processing environment set in
place and supervised by the public
sector. There is experience at
Union level with such secure
processing environments that are
used for research on statistical
microdata on the basis of
Commission Regulation (EU)
557/2013 (1). In general, insofar as
personal data are concerned, the
processing of personal data should
rely upon one or more of the
grounds for processing provided in
Article 6 of Regulation (EU)
2016/679.

1. Commission Regulation (EU) 557/2013
of 17 June 2013 implementing Regulation
(EC) No 223/2009 of the European
Parliament and of the Council on European
Statistics as regards access to confidential
data for scientific purposes and repealing

privacy, generalisation, or
suppression, and randomisation
and other state-of-the-art privacy

privacy, generalisation, or
suppression, randomisation, use of

preserving methods that could

synthetic data or other such
methods-and-randomisation.

contribute to a more privacy-
friendly processing of data.

Member States should provide
support to public sector bodies to
make optimal use of such
techniques, thus making as much
data as possible available for
sharing. The —application of these

pERYac-enhaneing
teehnotogiestechniques, together
with comprehensive data
protection approaches-should
enstre-the-safeimpact assessments

and other safeguards can
contribute to more safety in the
use and re-use of personal data and
should ensure the safe re-use of
commercially confidential business
data for research, innovation and
statistical purposes. In many cases
this implies that the data use and
re-use in this context can only be
done in a secure processing
environment set in place and
supervised by the public sector.
There is experience at Union level
with such secure processing
environments that are used for
research on statistical microdata on

Application of these privacy-
enhancing technologies, together
with comprehensive data
protection approaches, in line with

Draft Agreement

privacy, generalisation, or
suppression, and randomisation,
use of synthetic data or other such
methods and other state-of-the-art
privacy preserving methods that

could contribute to a more
privacy-friendly processing of

data. Member States should

the rules on personal data
processing, should ensure the safe
re-use of certain categories of
protected data, for example
personal data and commercially
confidential business data for
research, innovation and statistical
purposes. In many cases this
implies that the data use and re-use
in this context can only be done in
a secure processing environment
set in place and supervised by the
public sector. There is experience
at Union level with such secure
processing environments that are
used for research on statistical
microdata on the basis of
Commission Regulation (EU)
557/2013 (V). In-general-The
public sector body should be able
to impose a condition whereby the
re-use is restricted to machine-
processing of data or to
processing with limited human
involvement. Insofar as personal

provide support to public sector

bodies to make optimal use of
such techniques, thus making as
much data as possible available
for sharing. The —application of

these privacy-ernhancing
technotogiestechniques, together
with comprehensive data
protection appreaches-shoutd

ensurethe-safeimpact assessments
and other safeguards can

contribute to more safety in the
use and re-use of personal data and
should ensure the safe re-use of
commercially confidential business
data for research, innovation and
statistical purposes. In many cases
this implies that the data use and
re-use in this context can only be
done in a secure processing
environment set in place and
supervised by the public sector.
There is experience at Union level
with such secure processing
environments that are used for
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Commission Proposal

Commission Regulation (EC) No 831/2002
(OJL 164, 18.6.2013, p. 16).

the basis of Commission
Regulation (EU) 557/2013¢"/L. In
general, insofar as personal data
are concerned, the processing of
personal data should rely upon one
or more of the grounds for
processing provided in A#tiele
b6Articles 6 and 9 of Regulation
(EU) 2016/679.

1. Commission Regulation (EU) 557/2013
of 17 June 2013 implementing Regulation
(EC) No 223/2009 of the European
Parliament and of the Council on European
Statistics as regards access to confidential
data for scientific purposes and repealing
Commission Regulation (EC) No 831/2002
(OJL 164, 18.6.2013, p. 16).

Council Mandate

data are concerned, the processing
of personal data should rely upon
one or more of the grounds for
processing provided in A#ticte6
Articles 6 and 9 of Regulation
(EU) 2016/679.

1. /1] Commission Regulation (EU)
557/2013 of 17 June 2013 implementing
Regulation (EC) No 223/2009 of the
European Parliament and of the Council on
European Statistics as regards access to
confidential data for scientific purposes
and repealing Commission Regulation
(EC) No 831/2002 (OJ L 164, 18.6.2013,

p. 16).

Draft Agreement

research on statistical microdata on
the basis of Commission
Regulation (EU) 557/2013+'}%. In
general, insofar as personal data
are concerned, the processing of
personal data should rely upon one
or more of the grounds for
processing provided in A#ticte
b6Articles 6 and 9 of Regulation
(EU) 2016/679.

1. Commission Regulation (EU) 557/2013
of 17 June 2013 implementing Regulation
(EC) No 223/2009 of the European
Parliament and of the Council on European
Statistics as regards access to confidential
data for scientific purposes and repealing
Commission Regulation (EC) No 831/2002
(OJ L 164, 18.6.2013, p. 16).

Text Origin: EP Mandate

TREE.2.B

LIMITE

| Recital 6a

(6a) In accordance with (6a) In accordance with
Regulation (EU) 2016/679 the Regulation (EU) 2016/679 the
principles of data protection principles of data protection

16a should not apply to anonymous should not apply to anonymous
information, namely information information, namely information
which does not relate to an which does not relate to an
identified or identifiable natural identified or identifiable natural
person or to personal data person or to personal data
rendered anonymous in such a rendered anonymous in such a
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Commission Proposal EP Mandate Council Mandate Draft Agreement

manner that the data subject is not manner that the data subject is not
or no longer identifiable. The or no longer identifiable.

European Data Protection Board
defines anonymisation in its
guidelines as ''the use of a set of
techniques in order to remove the
ability to link the data with an
identified or identifiable natural
person against any ‘reasonable’

effort” 1

1. European Data Protection Board
(2020), Guidelines 04/2020 on the use of
location data and contact tracing tools in
the context of the COVID-19 outbreak,

Text Origin: EP Mandate

21.4.2020 p. 5.
| Recital 6b |

(6b) In order to facilitate the (6b) In order to facilitate the
protection of personal data and protection of personal data and
confidential data and to speed up confidential data and to speed up
the process of making such data the process of making such data
available for re-use under this available for re-use under this
Regulation, Member States should Regulation, Member States should

16b encourage public authorities to encourage public authorities to
apply the principle of ‘open by create and make available data in
design and by default’ as referred accordance with the principle of
to in Recital (16) of Directive (EU) ‘open by design and by default’ as
2019/1024 and promote the referred to in Recital (16) of
creation and the procurement of Directive (EU) 2019/1024 and
data in formats and structures promote the creation and the
that allow for swift anonymisation procurement of data in formats
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Commission Proposal

EP Mandate
in that regard,

Council Mandate

Draft Agreement

and structures that facilitates
anonymisation in that regard

Text Origin: EP Mandate

TREE.2.B

LIMITE

Recital 7 |
(7) The categories of data held by | (7) The categories of data held by | (7) The categories of data held by | (7) The categories of data held by
public sector bodies which should | public sector bodies which should | public sector bodies which should | public sector bodies which should
be subject to re-use under this be subject to re-use under this be subject to re-use under this be subject to re-use under this
Regulation fall outside the scope of | Regulation fall outside the scope of | Regulation fall outside the scope of | Regulation fall outside the scope of
Directive (EU) 2019/1024 that Directive (EU) 2019/1024 that Directive (EU) 2019/1024 that Directive (EU) 2019/1024 that
excludes data which is not excludes data which is not excludes data which is not excludes data which is not
accessible due to commercial and accessible due to commercial and accessible due to commercial and accessible due to commercial and
statistical confidentiality and data statistical confidentiality and data statistical confidentiality and data statistical confidentiality and data
for which third parties have for which third parties have forthat is included in works or forthat is included in works or
intellectual property rights. intellectual property rights. This other subject matter over which other subject matter over which
Personal data fall outside the scope | Regulation should apply to third parties have intellectual third parties have intellectual

17 of Directive (EU) 2019/1024 personal data that fall outside the property rights. Commercially property rights. Commercially
insofar as the access regime scope of Directive (EU) 2019/1024 | confidential data includes data confidential data includes data
excludes or restricts access to such | insofar as the access regime protected by trade secrets, protected by trade secrets,
data for reasons of data protection, | excludes or restricts access to such | protected know-how and any other | protected know-how and any other
privacy and the integrity of the data for reasons of data protection, | information the undue disclosure | information the undue disclosure
individual, in particular in privacy and the integrity of the of which would have an impact on | of which would have an impact on
accordance with data protection individual, in particular in the market position or financial the market position or financial
rules. The re-use of data, which accordance with data protection health of the business. This health of the business. This
may contain trade secrets, should rules. The re-use of data, which Regulation should apply to Regulation should apply to
take place without prejudice to may contain trade secrets, should personal data that fall outside the personal data that fall outside the
Directive (EU) 2016/943!, which take place without prejudice to scope of Directive (EU) 2019/1024 | scope of Directive (EU) 2019/1024
sets the framework for the lawful Directive (EU) 2016/943_of the insofar as the access regime insofar as the access regime
acquisition, use or disclosure of European Parliament and of the excludes or restricts access to such | excludes or restricts access to such
trade secrets. This Regulation is Council', which sets the data for reasons of data protection, | data for reasons of data protection,
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Council Mandate

Commission Proposal

without prejudice and
complementary to more specific
obligations on public sector bodies
to allow re-use of data laid down in
sector-specific Union or national
law.

1.0JL 157,15.6.2016, p. 1-18

framework for the lawful
acquisition, use or disclosure of
trade secrets. This Regulation is
without prejudice and
complementary to more specific
obligations on public sector bodies
to allow re-use of data laid down in
sector-specific Union or national
law._This Regulation should not
create an obligation to allow re-
use of personal data held by
public sector bodies.

1. Directive (EU) 2016/943 of the
European Parliament and of the Council
of 8 June 2016 on the protection of
undisclosed know-how and business
information (trade secrets) against their
unlawful acquisition, use and disclosure

privacy and the integrity of the
individual, in particular in
accordance with data protection
rules. The re-use of data, which
may contain trade secrets, should
take place without prejudice to
Directive (EU) 2016/943!, which
sets the framework for the lawful
acquisition, use or disclosure of
trade secrets. This Regulation
should not create an obligation to

Draft Agreement

privacy and the integrity of the
individual, in particular in
accordance with data protection
rules. The re-use of data, which
may contain trade secrets, should
take place without prejudice to
Directive (EU) 2016/943!, which
sets the framework for the lawful
acquisition, use or disclosure of
trade secrets. This Regulation
should not create an obligation to

allow re-use of public sector data.

allow re-use of public sector data.

In particular, each Member State

In particular, each Member State

should therefore be able to decide

should therefore be able to decide

whether data is made accessible

whether data is made accessible

for re-use, also in terms of the

for re-use, also in terms of the

purposes and scope of such
access. It should be is-without

(OJ L 157, 15.6.2016, p.+—48.1).

prejudice and complementary to
more specific obligations on public
sector bodies to allow re-use of
data laid down in sector-specific
Union or national law._Public
access to official documents may

purposes and scope of such
access. It should be is-without
prejudice and complementary to
more specific obligations on public
sector bodies to allow re-use of
data laid down in sector-specific
Union or national law. Public
access to official documents may

be considered to be in the public

be considered to be in the public

interest. Taking into account the

interest. Taking into account the

role of public access to official

role of public access to official

documents and transparency in a

documents and transparency in a

democratic society, this
Regulation is also without
prejudice to national law on

granting access to and disclosing

democratic society, this
Regulation is also without
prejudice to national law on

granting access to and disclosing

official documents. Access to

official documents. Access to
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EP Mandate

Council Mandate

official documents may in
particular be granted in

accordance with national law
without imposing specific
conditions or by imposing specific

Draft Agreement

official documents may in
particular be granted in

accordance with national law
without imposing specific
conditions or by imposing specific

conditions that are not provided

conditions that are not provided

by this Regulation.

1. [1] OJL 157, 15.6.2016, p. 1-18,

by this Regulation.

1. [1] OJL 157, 15.6.2016, p. 1-18,

Text Origin: Council Mandate

| Recital 8 |

(8) The re-use regime provided for | (8) The re-use regime provided for | (8) The re-use regime provided for | (8) The re-use regime provided for
in this Regulation should apply to | in this Regulation should apply to | in this Regulation should apply to | in this Regulation should apply to
data the supply of which forms part | data the supply of which forms part | data the supply of which forms part | data the supply of which forms part
of the public tasks of the public of the public tasks of the public of the public tasks of the public of the public tasks of the public
sector bodies concerned, as defined | sector bodies concerned, as defined | sector bodies concerned, as defined | sector bodies concerned, as defined
by law or by other binding rules in | by law or by other binding rules in | by law or by other binding rules in | by law or by other binding rules in
the Member States. In the absence | the Member States. In the absence | the Member States. In the absence | the Member States. In the absence
of such rules the public tasks of such rules the public tasks of such rules the public tasks of such rules the public tasks

18 should be defined in accordance should be defined in accordance should be defined in accordance should be defined in accordance
with common administrative with common administrative with common administrative with common administrative
practice in the Member States, practice in the Member States, practice in the Member States, practice in the Member States,
provided that the scope of the provided that the scope of the provided that the scope of the provided that the scope of the
public tasks is transparent and public tasks is transparent and public tasks is transparent and public tasks is transparent and
subject to review. The public tasks | subject to review. The public tasks | subject to review. The public tasks | subject to review. The public tasks
could be defined generally or ona | could be defined generally orona | could be defined generally orona | could be defined generally or on a
case-by-case basis for individual case-by-case basis for individual case-by-case basis for individual case-by-case basis for individual
public sector bodies. As public public sector bodies. As public public sector bodies. As public public sector bodies. As public
undertakings are not covered by undertakings are not covered by undertakings are not covered by undertakings are not covered by
the definition of public sector the definition of public sector the definition of public sector the definition of public sector
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Commission Proposal

body, the data they hold should not
be subject to this Regulation. Data
held by cultural and educational
establishments, for which
intellectual property rights are not
incidental, but which are
predominantly contained in works
and other documents protected by
such intellectual property rights,
are not covered by this Regulation.

EP Mandate

body, the data they hold should #e#
be-subject-tobe excluded from the

scope of this Regulation. Data held
by cultural ernd-educationat
establishments, for which
intellectual property rights are not
incidental, but which are
predominantly contained in works
and other documents protected by
such intellectual property rights,
and data held by educational
establishments, are not covered by
this Regulation.

Council Mandate

body, the data they hold should not
be subject to this Regulation. Data
held by cultural aﬁd—edbte&&ena-l

inestablishments, such as
libraries, archives and museums,

Draft Agreement

body, the data they hold should not
be subject to this Regulation. Data
held by cultural establishments,
such as libraries, archives and
museums, as well as orchestras,
operas, ballets, and theatres, and
educational establishments should

not be_covered by this Regulation
since theawnd-ednecatione

as well as orchestras, operas,
ballets, and theatres, and
educational establishments should
not be covered by this Regulation
since the works and other

documents protected-by-sichthey

hold are predominantly covered by

ial] . o
cidental | e
predominantiy-contained-in works

and other documents protected-by
suehthey hold are predominantly

covered by third party intellectual

third party intellectual property
rights. Research performing

organisations and research
funding organisations could also

property rights, Research
performing organisations and
research funding organisations
could also be organised as public

be organised as public sector
bodies and/or bodies governed by

sector bodies and/or bodies
governed by public law. This

public law. This Regulation
should apply to such hybrid
organisations only in their
capacity as research performing

Regulation should apply to such
hybrid organisations only in their
capacity as research performing
organisations. If such a research

organisations. If such a research

performing organisation holds

performing organisation holds

data as a part of a specific public-

data as a part of a specific public-

private association with private

private association with private

sector organisations or other

sector organisations or other
public bodies, bodies governed by

public bodies, bodies governed by
public law or hybrid research

public law or hybrid research

performing organisations (i.e.
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performing organisations (i.e.

Draft Agreement

organised as both public sector

organised as both public sector

bodies or public undertakings)

bodies or public undertakings)

with the main purpose of pursuing

with the main purpose of pursuing

research, these data should also

research, these data should also

not be —arenot-covered by this

not be —are-not-covered by this
Regulation. Where relevant,
Member States should be able to

Regulation. Where relevant,
Member States should be able to
apply the requirements of this

apply the requirements of this
Regulation to public undertakings

Regulation to public undertakings
or private undertakings that

or private undertakings, such as

exercise public sector duties or

those that exercise public sector

provide services of general

duties or provide services of
general interest. The exchange of

interest. The exchange of data
among public sector bodies, or

data among public sector bodies,

between public sector bodies and

or between public sector bodies

public sector bodies in third

and public sector bodies in third

countries or international

countries or international
organizations, purely in pursuit of

organizations, purely in pursuit of
their public tasks, in particular the

their public tasks, including the

exchange of data between

exchange of data between
researchers for non-commercial

researchers for non-commercial
scientific research purposes,

scientific research purposes,
should not be subject to the
provisions of this Regulation

concerning the re-use of certain

should not be subject to the
provisions of this Regulation

concerning the re-use of certain
categories of protected data held

categories of protected data held

by public sector bodies.

by public sector bodies.

Text Origin: Council Mandate

| Recital 9

I
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(9) Public sector bodies should
comply with competition law when
establishing the principles for re-
use of data they hold, avoiding as
far as possible the conclusion of
agreements, which might have as
their objective or effect the
creation of exclusive rights for the
re-use of certain data. Such
agreement should be only possible
when justified and necessary for
the provision of a service of
general interest. This may be the
case when exclusive use of the data
is the only way to maximise the
societal benefits of the data in
question, for example where there
is only one entity (which has
specialised in the processing of a
specific dataset) capable of
delivering the service or the
product which allows the public
sector body to provide an advanced
digital service in the general
interest. Such arrangements should,
however, be concluded in
compliance with public
procurement rules and be subject to
regular review based on a market
analysis in order to ascertain
whether such exclusivity continues
to be necessary. In addition, such
arrangements should comply with

EP Mandate

(9) Public sector bodies should
comply with competition law when
establishing the principles for re-
use of data they hold, avoiding s

far-as-possible-the conclusion of

agreements, which might have as
their objective or effect the
creation of exclusive rights for the
re-use of certain data. Such
agreement should be only possible
when justified and necessary for
the provision of a service of
general interest. This may be the
case when exclusive use of the data
is the only way to maximise the
societal benefits of the data in
question, for example where there
is only one entity (which has
specialised in the processing of a
specific dataset) capable of
delivering the service or the
product which allows the public
sector body to provide &#
advaneced-dicital-service in the
general interest. Such arrangements
should, however, be concluded in
compliance with public
procurement and concession
award rules and be subject to
regular review based on a market
analysis in order to ascertain
whether such exclusivity continues
to be necessary. In addition, such

Council Mandate

(9) Public sector bodies should
comply with competition law when
establishing the principles for re-
use of data they hold, avoiding as
far as possible the conclusion of
agreements, which might have as
their objective or effect the
creation of exclusive rights for the
re-use of certain data. Such
agreement should be only possible
when justified and necessary for
the provision of a service of
general interest. This may be the
case when exclusive use of the data
is the only way to maximise the
societal benefits of the data in
question, for example where there
is only one entity (which has
specialised in the processing of a
specific dataset) capable of
delivering the service or the
product which allows the public
sector body to provide an advanced
digital service in the general
interest. Such arrangements should,
however, be concluded in
compliance with public
procurement rules and be subject to
regular review based on a market
analysis in order to ascertain
whether such exclusivity continues
to be necessary. In addition, such
arrangements should comply with

Draft Agreement
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Commission Proposal

the relevant State aid rules, as
appropriate, and should be
concluded for a limited period,
which should not exceed three
years. In order to ensure
transparency, such exclusive
agreements should be published
online, regardless of a possible
publication of an award of a public
procurement contract.

EP Mandate

arrangements should comply with
the relevant State aid rules, as
appropriate, and should be
concluded for a limited period,
which should not exceed ##ee
yearsl2 months. In order to ensure
transparency, such exclusive
agreements should be published
online, regardless of a possible
publication of an award of a public
procurement contract.

Council Mandate

the relevant State aid rules, as
appropriate, and should be
concluded for a limited period,
which should not exceed three
years. In order to ensure
transparency, such exclusive
agreements should be published
online, resardiess-of-a-possible
reblleationma e esez o ldn @

form that is in accordance with

Union law on public procurement,
where relevant. Where an
exclusive right to re-use data does
not meet the conditions set out in
this Regulation, the exclusive
right should be invalid-contract.

Draft Agreement

| Recital 1

(10) Prohibited exclusive
agreements and other practices or
arrangements between data holders
and data re-users which do not
expressly grant exclusive rights but
which can reasonably be expected

(10) Prohibited exclusive
agreements and other practices or
arrangements between-data-holders
and-datare-userspertaining to the

(10) Prohibited exclusive
agreements and other practices or
arrangements between data
subjects and data holders on the

re-use of data held by public
sector bodies which do not

one hand, and data re-users on the
other hand, which do not expressly

Text Origin: Council Mandate

20 to restrict the availability of data expressly grant exclusive rights but | grant exclusive rights but which

for re-use that have been concluded | which can reasonably be expected | can reasonably be expected to
or have been already in place to restricthamper the functioning | restrict the availability of data for
before the entry into force of this of the internal market by re-use that have been concluded or
Regulation should not be renewed | restricting the availability of data have been already in place before
after the expiration of their term. In | for re-use that have been concluded | the entry into force of this
the case of indefinite or longer- or have been already in place Regulation should not be renewed
term agreements, they should be before the entry into force of this after the expiration of their term. In
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terminated within three years from
the date of entry into force of this
Regulation.

Regulation should not be renewed
after the expiration of their term. In
the case of indefinite or longer-
term agreements, they should be
terminated within ##reeyearsone
Year from the date of entry into
force of this Regulation.

the case of indefinite or longer-
term agreements, they should be
terminated within three years from
the date of entry into force of this
Regulation.

Draft Agreement

| Recital 11

(11) Conditions for re-use of
protected data that apply to public
sector bodies competent under
national law to allow re-use, and
which should be without prejudice
to rights or obligations concerning
access to such data, should be laid
down. Those conditions should be
non-discriminatory, proportionate
and objectively justified, while not
restricting competition. In

(11) Conditions for re-use of
protected data that apply to public
sector bodies competent under
national law to allow re-use, and
which should be without prejudice
to rights or obligations concerning
access to such data, should be laid
down. Those conditions should be
non-discriminatory, transparent,
proportionate and objectively

justified, while rnotrestrietine

(11) Conditions for re-use of
protected data that apply to public
sector bodies, which are
designated as competent under
national law to allow re-use, and
which should be without prejudice
to rights or obligations concerning
access to such data, should be laid
down. Those conditions should be
non-discriminatory, proportionate
and objectively justified, while not

(11) Conditions for re-use of
protected data that apply to public
sector bodies, which are
designated as competent under
national law to allow re-use, and
which should be without prejudice
to rights or obligations concerning
access to such data, should be laid
down. Those conditions should be
non-discriminatory, transparent,
proportionate and objectively

2l particular, public sector bodies competitionenhancing restricting competition. The justified, while not restricting
allowing re-use should have in competition, with a specific focus | conditions for re-use should be competition, with a specific focus
place the technical means on promoting access to such data designed in a manner promoting on promoting access to such data
necessary to ensure the protection by SMEs and start-ups and scientific research, e.g. privileging | by SMEs and start-ups. The
of rights and interests of third promoting scientific research. In research should be considered conditions for reuse should be
parties. Conditions attached to the | particular, public sector bodies non-discriminatory. Inparticutar; | designed in a manner promoting
re-use of data should be limited to | allowing re-use should have in Public sector bodies allowing re- scientific research. e.g. privileging
what is necessary to preserve the place the technical means use should have in place the scientific research should as a
rights and interests of others in the | necessary to ensure the protection | technical means necessary to rule be considered non-
data and the integrity of the of rights and interests of third ensure the protection of rights and | discriminatory. —tnparticitar;
information technology and parties_and should be empowered | interests of third parties. Public sector bodies allowing re-
communication systems of the to request the necessary Conditions attached to the re-use of | use should have in place the
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public sector bodies. Public sector
bodies should apply conditions
which best serve the interests of the
re-user without leading to a
disproportionate effort for the
public sector. Depending on the
case at hand, before its
transmission, personal data should
be fully anonymised, so as to
definitively not allow the
identification of the data subjects,
or data containing commercially
confidential information modified
in such a way that no confidential
information is disclosed. Where
provision of anonymised or
modified data would not respond to
the needs of the re-user, on-
premise or remote re-use of the
data within a secure processing
environment could be permitted.
Data analyses in such secure
processing environments should be
supervised by the public sector
body, so as to protect the rights and
interests of others. In particular,
personal data should only be
transmitted for re-use to a third
party where a legal basis allows
such transmission. The public
sector body could make the use of
such secure processing
environment conditional on the

information from the re-user.
Conditions attached to the re-use of
data should be limited to what is
necessary to preserve the rights and
interests of others in the data and
the integrity of the information
technology and communication
systems of the public sector bodies.
Public sector bodies should apply
conditions which best serve the
interests of the re-user without
leading to a disproportionate effert
forburden on the public sector.
Plemenelipeanpho coce
hend-Conditions should be
designed to ensure effective
safeguards with regard to the
protection of personal data.
Before its transmission, personal
data should be-fi#5 anonymised, so
as to definitivelynot allow the
identification of the data subjects,
or data containing commercially
confidential information modified
in such a way that no confidential
information is disclosed. Where
provision of anonymised or
modified data would not respond to
the needs of the re-user, and where
any requirements of completing a
data protection impact assessment
and consulting the supervisory
authority pursuant to Articles 35

data should be limited to what is
necessary to preserve the rights and
interests of others in the data and
the integrity of the information
technology and communication
systems of the public sector bodies.
Public sector bodies should apply
conditions which best serve the
interests of the re-user without
leading to a disproportionate
effortburden for the public sector.
Depending on the case at hand,
before its transmission, personal
data should be-i+#4 anonymised, so
as to definitively not allow the
identification of the data subjects,
or data containing commercially
confidential information modified
in such a way that no confidential
information is disclosed.
Alternatively, on-premise or
remote re-usehereprovision-of
EE——— liod d
e i
the me—rmrr el e e oo
re-use-of- the-datadata, for example

pseudonymised data, within a

secure processing environment
could be permitted. Data analyses
in such secure processing
environments should be supervised
by the public sector body, so as to
protect the rights and interests of

Draft Agreement

technical means necessary to
ensure the protection of rights and
interests of third parties_and
should be empowered to request
the necessary information from
the re-user. Conditions attached to
the re-use of data should be limited
to what is necessary to preserve the
rights and interests of others in the
data and the integrity of the
information technology and
communication systems of the
public sector bodies. Public sector
bodies should apply conditions
which best serve the interests of the
re-user without leading to a
disproportionate effertburden for
the public sector. Dependine-on-the
ease-at-hand-Conditions should be
designed to ensure effective
safeguards with regard to the
protection of personal data.

Before its transmission, personal
data should be fi#A+-anonymised, so
as to definitively-not allow the
identification of the data subjects,
or data containing commercially
confidential information modified
in such a way that no confidential
information is disclosed. Where
provision of anonymised or
modified data would not respond to
the needs of the re-user, and where
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Commission Proposal

signature by the re-user of a
confidentiality agreement that
prohibits the disclosure of any
information that jeopardises the
rights and interests of third parties
that the re-user may have acquired
despite the safeguards put in place.
The public sector bodies, where
relevant, should facilitate the re-
use of data on the basis of consent
of data subjects or permissions of
legal persons on the re-use of data
pertaining to them through
adequate technical means. In this
respect, the public sector body
should support potential re-users in
seeking such consent by
establishing technical mechanisms
that permit transmitting requests
for consent from re-users, where
practically feasible. No contact
information should be given that
allows re-users to contact data
subjects or companies directly.

EP Mandate

and 36 of Regulation (EU)
2016/679 have been fulfilled and
the risks for the rights and
interests of data subjects are
minimal, on-premise or remote re-
use of the data within a secure
processing environment could be
permitted. Data analyses in such
secure processing environments
should be supervised by the public
sector body, so as to protect the
rights and interests of others. In
particular, personal data should
only be transmitted for re-use to a
third party where a legal basis
allows such transmission. The
public sector body eowldshould

Council Mandate

others. In particular, personal data
should only be transmitted for re-
use to a third party where a legal
basis under data protection
legislation allows such
transmission. Thepublic-sector
Doebeontlbaleo o e ol

l o et

should also apply to

make the use of such secure
processing environment
conditional on the signature by the
re-user of a confidentiality
agreement that prohibits the
disclosure of any information that
jeopardises the rights and interests
of third parties that the re-user may

pseudonymised data which remain
personal data within the meaning
of Regulation (EU) 2016/679. In
the event of reidentification of
data subjects, the obligation to
notify such a data breach to the
public sector body should apply in

Draft Agreement

any requirements of completing a
data protection impact assessment
and consulting the supervisory
authority pursuant to Articles 35
and 36 of Regulation (EU)
2016/679 have been fulfilled and
the risks for the rights and
interests of data subjects have
been found to be minimal, on-
premise or remote re-use of the
data within a secure processing
environment could be permitted.
This could be a suitable
arrangement for the reuse of
pseudonymised data. Data

analyses in such secure processing
environments should be supervised
by the public sector body, so as to
protect the rights and interests of
others. In particular, personal data
should only be transmitted for re-
use to a third party where a legal
basis under data protection
legislation allows such

addition to the obligation to notify

transmission. The-public-sector

have acquired despite the such a data breach to a bodheonldbmee o lnel

safeguards put in place. The public | supervisory authority and to the Secure-processing-environment

sector bodies, where relevant, data subject in accordance with covtelitiona et e e e e

should facilitate the re-use of data | Regulation (EU) 2016/679. The L e

on the basis of consent of data public sector bodies, where e e e e e

subjects or permissions of legal relevant, should facilitate the re- diselostre-of-err—informationr et

persons on the re-use of data use of data on the basis of consent | jeopardises-therichts-and-interests

pertaining to them through of data subjects or permissions of | efthird-partics-that-there-user
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adequate technical means. In this
respect, the public sector body
should support potential re-users in
seeking such consent by
establishing technical mechanisms
that permit transmitting requests
for consent from re-users, where
practically feasible. When
transmitting the request for
consent, the public sector body
should inform the data subjects or
legal persons of their rights, in
particular of the right to refuse

such a request and not give their
consent. The re-users should have
responsibility for demonstrating

legal persons on the re-use of data
pertaining to them through
adequate technical means. In this
respect, the public sector body
shoutd-supportcould provide
assistance to potential re-users in
seeking such consent by
establishing technical mechanisms
that permit transmitting requests
for consent from re-users, where
practically feasible. No contact
information should be given that
allows re-users to contact data
subjects or eompanies-data holders

Draft Agreement
. o dosmita i]
serfesierds—pri-in-place—This
should also apply to
pseudonymised data which remain

personal data within the meaning
of Regulation (EU) 2016/679. In
the event of reidentification of
data subjects, the obligation to
notify such a data breach to the
public sector body should apply in

addition to the obligation to notify
such a data breach to a
supervisory authority and to the
data subject in accordance with

directly. When transmitting the

Regulation (EU) 2016/679. The

request to consent, the public

that consent has been obtained.

sector body should ensure that the

Public sector bodies should focus

data subject is clearly informed of

in particular on seeking to ensure

the possibility to refuse such a

that SMEs and start-ups are able

request.

to compete fairly with other re-
users. No contact information
should be given that allows re-
users to contact data subjects or
companies directly. In the event of
any re-identification of
individuals concerned, the re-
users should report the incident to
the supervisory authority
competent under Regulation (EU)
2016/679 and inform the public

sector body.

public sector bodies, where
relevant, should facilitate the re-
use of data on the basis of consent
of data subjects or permissions of
legal persons on the re-use of data
pertaining to them through
adequate technical means. In this
respect, the public sector body
shoutd-supportshould/could

provide assistance to potential re-

users in seeking such consent by
establishing technical mechanisms
that permit transmitting requests
for consent from re-users, where
practically feasible. No contact
information should be given that
allows re-users to contact data
subjects or eompanies-data holders
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Draft Agreement

directly._When transmitting the
request to consent, the public
sector body should ensure that the

data subject is clearly informed of
the possibility to refuse to give
consent.

Text Origin: Council Mandate

| Recital 11a |

(11a) The de-anonymisation of (1la) Re-identification of data
datasets should be prohibited subjects from anonymised datasets
unless data subjects have given should be prohibited. This should
their consent or another legal not prejudice the possibility to
basis permits it. This should be conduct research into
without prejudice to the possibility anonymisation techniques, in
to conduct research into particular for the purposes of
anonymisation techniques, in ensuring information security,

2la particular where finding possible improving existing anonymisation
weaknesses in existing techniques and contributing to the
anonymisation techniques could overall robustness of
lead to the overall strengthening anonymisation, undertaken in
of anonymisation, while duly accordance with Regulation (EU)
respecting the fundamental right 2016/679
to the protection of personal data.

Text Origin: EP Mandate
| Recital 12 |
B> -
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(12) The intellectual property
rights of third parties should not be
affected by this Regulation. This
Regulation should neither affect
the existence or ownership of
intellectual property rights of
public sector bodies, nor should it
limit the exercise of these rights in
any way beyond the boundaries set
by this Regulation. The obligations
imposed in accordance with this
Regulation should apply only
insofar as they are compatible with
international agreements on the
protection of intellectual property
rights, in particular the Berne
Convention for the Protection of
Literary and Artistic Works (Berne
Convention), the Agreement on
Trade-Related Aspects of
Intellectual Property Rights
(TRIPS Agreement) and the WIPO
Copyright Treaty (WCT). Public
sector bodies should, however,
exercise their copyright in a way
that facilitates re-use.

EP Mandate

(12) The intellectual property
rights of third parties should not be
affected by this Regulation. This
Regulation should neither affect
the existence or ownership of
intellectual property rights of
public sector bodies, nor should it
limit the exercise of these rights in
any way beyond the boundaries set
by this Regulation. The obligations
imposed in accordance with this
Regulation should apply only
insofar as they are compatible with
international agreements on the
protection of intellectual property
rights, in particular the Berne
Convention for the Protection of
Literary and Artistic Works (Berne
Convention), the Agreement on
Trade-Related Aspects of
Intellectual Property Rights
(TRIPS Agreement) and the WIPO
Copyright Treaty (WCT). Public
sector bodies should, however,
exercise their copyright in a way
that facilitates re-use.

Council Mandate

(12) The intellectual property
rights of third parties should not be
affected by this Regulation. This
Regulation should neither affect
the existence or ownership of
intellectual property rights of
public sector bodies, nor should it
limit the exercise of these rights in
any way beyond-the-bonndariesset
by-thisReewtation. The obligations
imposed in accordance with this
Regulation should apply only
insofar as they are compatible with
international agreements on the
protection of intellectual property
rights, in particular the Berne
Convention for the Protection of
Literary and Artistic Works (Berne
Convention), the Agreement on
Trade-Related Aspects of
Intellectual Property Rights
(TRIPS Agreement) and the WIPO
Copyright Treaty (WCT) and
Union or national law governing

Draft Agreement

(12) The intellectual property
rights of third parties should not be
affected by this Regulation. This
Regulation should neither affect
the existence or ownership of
intellectual property rights of
public sector bodies, nor should it
limit the exercise of these rights in
any way-beyond-the-boundaries-set
by-thisReeulation. The obligations
imposed in accordance with this
Regulation should apply only
insofar as they are compatible with
international agreements on the
protection of intellectual property
rights, in particular the Berne
Convention for the Protection of
Literary and Artistic Works (Berne
Convention), the Agreement on
Trade-Related Aspects of
Intellectual Property Rights
(TRIPS Agreement) and the WIPO
Copyright Treaty (WCT) and
Union or national law governing

intellectual property. Public sector
bodies should, however, exercise
their copyright in a way that
facilitates re-use.

intellectual property. Public sector
bodies should, however, exercise
their copyright in a way that
facilitates re-use.

Text Origin: Council Mandate
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Commission Proposal

(13) Data subject to intellectual
property rights as well as trade
secrets should only be transmitted
to a third party where such
transmission is lawful by virtue of
Union or national law or with the
agreement of the rightholder.
Where public sector bodies are
holders of the right provided for in
Atrticle 7(1) of Directive 96/9/EC
of the European Parliament and of
the Council (') they should not
exercise that right in order to
prevent the re-use of data or to
restrict re-use beyond the limits set
by this Regulation.

1. Directive 96/9/EC of the European
Parliament and of the Council of 11 March
1996 on the legal protection of databases
(OJL 77,27.3.1996, p. 20).

EP Mandate

(13) Data subject to intellectual
property rights as well as trade
secrets should only be transmitted
to a third party where such
transmission is lawful by virtue of
Union or national law or with the
agreement of the rightholder.
Where public sector bodies are
holders of the right provided for in
Article 7(1) of Directive 96/9/EC
of the European Parliament and of
the Council (') they should not
exercise that right in order to
prevent the re-use of data or to
restrict re-use beyond the limits set
by this Regulation.

1. Directive 96/9/EC of the European
Parliament and of the Council of 11 March
1996 on the legal protection of databases
(OJ L 77,27.3.1996, p. 20).

Council Mandate

(13) Data subject to intellectual
property rights as well as trade
secrets should only be transmitted
to a third party where such
transmission is lawful by virtue of
Union or national law or with the
agreement of the rightholder.
Where public sector bodies are
holders of the right provided for in
Article 7(1) of Directive 96/9/EC
of the European Parliament and of
the Council () they should not
exercise that right in order to
prevent the re-use of data or to
restrict re-use beyond the limits set
by this Regulation.

1. [1] Directive 96/9/EC of the
European Parliament and of the Council of
11 March 1996 on the legal protection of
databases (OJ L 77, 27.3.1996, p. 20).

Draft Agreement

(13) Data subject to intellectual
property rights as well as trade
secrets should only be transmitted
to a third party where such
transmission is lawful by virtue of
Union or national law or with the
agreement of the rightholder.
Where public sector bodies are
holders of the right provided for in
Article 7(1) of Directive 96/9/EC
of the European Parliament and of
the Council () they should not
exercise that right in order to
prevent the re-use of data or to
restrict re-use beyond the limits set
by this Regulation.

1. [1] Directive 96/9/EC of the
European Parliament and of the Council of
11 March 1996 on the legal protection of
databases (OJ L 77, 27.3.1996, p. 20).

Text Origin: Council Mandate

| Recital 1

(14) Companies and data subjects
should be able to trust that the re-
use of certain categories of

(14) Companies and data subjects
should be able to trust that the re-
use of certain categories of

(14) Companies and data subjects
should be able to trust that the re-
use of certain categories of

(14) Companies and data subjects
should be able to trust that the re-
use of certain categories of

24 protected data, which are held by protected data, which are held by protected data, which are held by protected data, which are held by
the public sector, will take place in | the public sector, will take place in | the public sector, will take place in | the public sector, will take place in
a manner that respects their rights | a manner that respects their rights | a manner that respects their rights | a manner that respects their rights
and interests. Additional and interests. Additional and interests. Additional and interests. Additional
safeguards should thus be put in safeguards should thus be put in safeguards should thus be put in safeguards should thus be put in
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Commission Proposal

place for situations in which the re-
use of such public sector data is
taking place on the basis of a
processing of the data outside the
public sector. Such an additional
safeguard could be found in the
requirement that public sector
bodies should take fully into
account the rights and interests of
natural and legal persons (in
particular the protection of
personal data, commercially
sensitive data and the protection of
intellectual property rights) in case
such data is transferred to third
countries.

EP Mandate

place for situations in which the re-
use of such public sector data is
taking place on the basis of a
processing of the data outside the
public sector. Such an additional
safeguard could be found in the
requirement that public sector
bodies should takefirthy-into
aceconntensure that the rights and
interests of natural and legal
persons are fully protected (in
particular the-protection-ofwith
regard to personal data,
commercially sensitive data and
the-protection-of intellectual
property rights) in easeall cases
including when such data is
transferred to third countries.

Council Mandate

place for situations in which the re-
use of such public sector data is
taking place on the basis of a
processing of the data outside the
public sector. Such an additional
safeguard could be found in the
requirement that public sector
bodies should take fully into
account the rights and interests of
natural and legal persons (in
particular the protection of
personal data, commercially
sensitive data and the protection of
intellectual property rights) in case
such data is transferred to third
countries.

Draft Agreement

place for situations in which the re-
use of such public sector data is
taking place on the basis of a
processing of the data outside the
public sector. Such an additional
safeguard could be found in the
requirement that public sector
bodies should takefitthy-into
accowntensure that the rights and
interests of natural and legal
persons are fully protected (in
particular the-protection-ofwith
regard to personal data,
commercially sensitive data and
theproteetionofintellectual
property rights) in easeall cases
including when such data is
transferred to third countries.
Public sector bodies should not
permit re-use of information

stored in e-health applications by
insurance companies or any other
service provider for the purpose of
discriminating in the setting of
prices, as this would run counter

to the fundamental right of access
to health.

Text Origin: EP Mandate

| Recital 1

(6]

I

14021/21

TREE.2.B

RB/ek
LIMITE

48

EN



Commission Proposal

(15) Furthermore, it is important
to protect commercially sensitive
data of non-personal nature,
notably trade secrets, but also non-
personal data representing content
protected by intellectual property
rights from unlawful access that
may lead to IP theft or industrial
espionage. In order to ensure the
protection of fundamental rights or
interests of data holders, non-
personal data which is to be
protected from unlawful or
unauthorised access under Union
or national law, and which is held
by public sector bodies, should be
transferred only to third-countries
where appropriate safeguards for
the use of data are provided. Such
appropriate safeguards should be
considered to exist when in that
third-country there are equivalent

EP Mandate

(15) Furthermore, in order to
preserve fair competition and an
open market economy it is
tmportantof the utmost importance
to protect commercially sensitive
data of non-personal nature,
notabiyin particular trade secrets,
but also non-personal data
representing content protected by
intellectual property rights from
unlawful access that may lead to IP
theft or industrial espionage. In
order to ensure the protection of

fundamentad rights or interests of

data holders, non-personal data
which is to be protected from
unlawful or unauthorised access
under Union or national law, and
which is held by public sector
bodies, should be transferred only
to third-countries where
appropriate safeguards for the use

Council Mandate

(15) Furthermore, it is important
10 protfeci-comperecialiy-sensitive
safeguard protected data of non-
personal nature, notably trade
secrets, but also non-personal data
representing content protected by
intellectual property rights from
unlawful access that may lead to IP
theft or industrial espionage. In
order to ensure the protection of
fundamental rights or interests of
data subjects and data holders,
non-personal data which is to be
protected from unlawful or
unauthorised access under Union
or national law, and which is held
by public sector bodies, shornldcan
be transferred-e#5~_to third-
countries where-only when
appropriate safeguards for the use
of data are provided. Such
appropriate safeguards should be

Draft Agreement

(15) Furthermore;_in order to
preserve fair competition and an
open market economy it is

, .
sensitive-of the utmost importance
to safeguard protected data of
non-personal nature, #etabiyin
particular trade secrets, but also
non-personal data representing
content protected by intellectual
property rights from unlawful
access that may lead to IP theft or
industrial espionage. In order to
ensure the protection of
Fundamentatrights or interests of
data holders, non-personal data
which is to be protected from
unlawful or unauthorised access
under Union or national law, and
which is held by public sector
bodies, shotidcan be transferred
onby~_to third-countries where-only

measures in place which ensure of data are provided. Such conpel e o el e when_appropriate safeguards for
that non-personal data benefits appropriate safeguards should be third-country-there-are-equivatent | the use of data are provided. Such
from a level of protection similar to | considered to exist when in that e e e e appropriate safeguards should se
that applicable by means of Union | third-country there are equivalent e b conpelered o el e
or national law in particular as measures in place which ensure reeteve b Do cerion e e | el senpme e r e cre ponlved et
regards the protection of trade that non-personal data benefits threepplicable e a P irion | mreesipre iy plaeomehisl e
secrets and the protection of from a level of protection similar to | ernationaltaw-inparticitaras e e e
intellectual property rights. To that | that applicable by means of Union | resardstheprotection-of-trade B e et et e
end, the Commission may adopt or national law in particular as seerets-and-include the public Hhremetpie b o by e o L o
implementing acts that declare that | regards the protection of trade sector body only transmitting or-national-lew—inparticilar-as
a third country provides a level of | secrets and the protection of protected data to a re-user, if the resardy-the-protection-of-trade
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EP Mandate

Council Mandate

Commission Proposal

protection that is essentially
equivalent to those provided by
Union or national law. The
assessment of the level of
protection afforded in such third-
country should, in particular, take
into consideration the relevant
legislation, both general and
sectoral, including concerning
public security, defence, national
security and criminal law
concerning the access to and
protection of non-personal data,
any access by the public authorities
of that third country to the data
transferred, the existence and
effective functioning of one or
more independent supervisory
authorities in the third country with
responsibility for ensuring and
enforcing compliance with the
legal regime ensuring access to
such data, or the third countries’
international commitments
regarding the protection of data the
third country concerned has
entered into, or other obligations
arising from legally binding
conventions or instruments as well
as from its participation in

intellectual property rights. To that
end, the Commissionmaypower to

re-user undertakes obligations in
the interest of the protection of

adopt inplenientine et

deelareacts in accordance with

tttetlectiied-propesn—riclisthe
data.-To-that-end—the Commission

Article 290 TFEU should be
delegated to the Commission in
respect of declaring that a third
country provides a level of
protection that is essentially
equivalent to those provided by
Union or national law. The
assessment of the level of
protection afforded in such third-
country should, in particular, take
into consideration the relevant
legislation, both general and
sectoral, including concerning
public security, defence, national
security and criminal law
concerning the access to and
protection of non-personal data,
any access by the public authorities
of that third country to the data
transferred, the existence and
effective functioning of one or
more independent supervisory
authorities in the third country with
responsibility for ensuring and
enforcing compliance with the
legal regime ensuring access to

merctelopi-tinplemertine—eretstiet
deelarethat-a The re-user that

intends to transfer the data to

such third country prevides-atevel

anthorities-of-that-should commit

to comply with the obligations laid
out in this Regulation even after
the data has been transferred to
the third country. To ensure the

Draft Agreement

seerets-and-include the public
sector body only transmitting
protected data to a re-user, if the
re-user undertakes obligations in

he interest of the protectlon of

deelarethat-a The re-user that
intends to transfer the data to

such third country prevides-atevel

anthorities-of-that-should commit

to comply with the obligations laid

proper enforcement of such
obligations, the re-user should

out in this Regulation even after
the data has been transferred to

also accept the jurisdiction of the

the third country, To ensure the

multilateral or regional systems. such data, or the third countries’ Member State of the to-the-data proper enforcement of such
The existence of effective legal international commitments trasferred—the-exivienee-and obligations, the re-user should
remedies for data holders, public regarding the protection of data the | effectivefunctioning—of-one-or also accept the jurisdiction of the
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Commission Proposal EP Mandate Council Mandate Draft Agreement
sector bodies or data sharing third country concerned has et el Lo Member State of the public sector
providers in the third country entered into, or other obligations eatthorities—n-the-third-comiry body that allowed the re-use for
concerned is of particular arising from legally binding FHAFESPORSTRHHAfOr-ers g the judicial settlement of disputes.
importance in the context of the conventions or instruments as well | and-enforcingcomplianeewith-the | In order to ensure uniform
transfer of non-personal data to as from its participation in legttreginme-ensiring-gecess+o conditions for the implementation
that third country. Such safeguards | multilateral or regional systems. steh-dett—or-the-trivd-cowntries of this Regulation, implementing
should therefore include the The existence of effective legal HHerRettone-commithents powers should be conferred on the
availability of enforceable rights remedies for data holders, public gl oo oLl Commission to establish model
and of effective legal remedies. sector bodies or providers of data | the-third-conntry-concerned-has contractual clauses for the
intermediation servicesdctea e transfer by re-users-to-the-deata
sharineproviders in the third sbrte e Lo e Bl e e Rt
country concerned is of particular | eonventions-or-instrments-as-wel | effectivefunctionine-of-one-or
importance in the context of the S FOm-N-participation-in et endent s e
transfer of non-personal data to bttt ettt L st e e e L e
that third country. Such safeguards | Fhe-existence-of-effectivelesal withresponsthilin-for-ensuring
should therefore include the retmediestor-deata-holders—public and-entorcingcomplianceavith-the
availability of enforceable rights sector bedies-or-data-sharing Lol e e L
and of effective legal remedies. providersinthethird-conntiy stch-dett—or-the-third-cowntries
. L ) i o] . >
- « :
l;l.lj 1,;!2 l .,5 S
bl therefore ineludetl "$ll{€'l'g
N ble ricl ) . 1
L e ol | asponei
that allowed the re-use for the nutltitareral-orregiona-sustents:
judicial settlement of disputes. In | The-existence-ofeffectivetegal
addition, the public sector body prereslie o sl Lol L
and the re-user may rely on model | sector-bodies-or-datasharing
contractual clauses adopted by the | providers-inthe-third-conntry
Commission. et e e
- . el ol
transfer of non-personal data to
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Commission Proposal

Draft Agreement

theta third country. Swek

e
ol g o] Jability-of
Lol renedion

Text Origin: Council Mandate

| Recital 1

(16) In cases where there is no
implementing act adopted by the
Commission in relation to a third
country declaring that it provides a
level of protection, in particular as
regards the protection of
commercially sensitive data and
the protection of intellectual
property rights, which is essentially
equivalent to that provided by
Union or national law, the public

(16) In cases where there is no
implementinedelegated act adopted
by the Commission in relation to a
third country declaring that it
provides a level of protection, in
particular as regards the protection
of commercially sensitive data and
the protection of intellectual
property rights, which is essentially
equivalent to that provided by
Union or national law, the public

(16) fn-—cesesavhere-there-isno
o] . o, L i)

- o o ol v
ool avine that i
providesAppropriate safeguards
should also be considered to_be

(16) fn-ceasesavhere-there-isno
o] . e, L i)

- o o ol v
oclavine that i
providesAppropriate safeguards

should also be considered to be

implemented when in that third-

implemented when in that third-

country there are equivalent
measures in place which ensure

country there are equivalent
measures in place which ensure

that non-personal data benefits

that non-personal data benefits

from a level of protection; similar

from a level of protection; similar

240 sector body should only transmit sector body should only transmit to that applicable by means of to that applicable by means of
protected data to a re-user, if the non-personal protected data to a Union law in particular as regards | Union law in particular as regards
re-user undertakes obligations in re-user, if the re-user undertakes the protection of commerciatty the protection of commerciatty
the interest of the protection of the | obligations in the interest of the sensitive-datatrade secrets and the | sensitive-datatrade secrets and the
data. The re-user that intends to protection of the data. The re-user | protection of intellectual property | protection of intellectual property
transfer the data to such third that intends to transfer the data to rights, To that end, the rights, To that end, the
country should commit to comply | such third country should commit Commission may adopt Commission may adopt
with the obligations laid out in this | to comply with the obligations laid | implementing acts, when justified | [implementing/delegated acts],
Regulation even after the data has | out in this Regulation even after by a substantial number of when justified by a substantial
been transferred to the third the data has been transferred to the | requests, across the Union, number of requests, across the
country. To ensure the proper third country. To ensure the proper | concerning the re-use of non- Union, concerning the re-use of
enforcement of such obligations, enforcement of such obligations, personal data in specific third non-personal data in specific third
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Council Mandate

Commission Proposal

the re-user should also accept the
jurisdiction of the Member State of
the public sector body that allowed
the re-use for the judicial
settlement of disputes.

the re-user should also accept the
jurisdiction of the Member State of
the public sector body that allowed
the re-use for the judicial
settlement of disputes. In that
regard, the public sector bodies
should, where relevant and to the

countries, that declare that a third

Draft Agreement

countries, that declare that a third

country provides a level of
protection that—+vhiek is
essentially equivalent to tkafthose
provided by Union or national law;
the-. The Commission should
assess the necessity of the

extent of their capabilities, provide

adoption of such implementing

country provides a level of
protection thatis—whichis
essentially equivalent to #k«fthose
provided by Union or national law;
the-. The Commission should
assess the necessity of the
adoption of such

guidance and legal and
administrative support to re-users,

acts based on the information
provided by the Member States

in particular small actors, such as

through the European Data

SMEs and start-ups, for the
purpose of supporting them in

Innovation Board. Such
implementing acts would reassure

[implementing/delegated acts]
based on the information provided
by the Member States through the
European Data Innovation Board.
Such [implementing/delegated

complying with those obligations.
The Commission should issue
guidelines on the obligations as
regards the transfer by re-users of
non-personal data to a third
country. In order to ensure
uniform conditions for the
implementation of this
Regulation, implementing powers

public sector body-showtd-only

e
ot 1 ; bodies

that re-use of publicly held data in

the concerned third-country
would not compromise the
protected nature of the data. The

acts] would reassure public sector

bodhihanldbanl et
orterh blicats .
the-interestbodies that re-use of

publicly held data in the
concerned third-country would
not compromise the protected

should be conferred on the
Commission to establish standard
contractual clauses for the
transfer by re-users of non-
personal data to a third country.

assessment of the protection-of the
deate—There—tserthet-intendsto
transter-level of protection
afforded in such third-country
should, in particular, take into

nature of the data. The assessment

of the level of protection efthe
e e et L L

transter-the-dataafforded in such

third-countrv should, in

consideration the relevant

legislation, both general and
sectoral, including on_public
security, defence, national
security and criminal law
concerning the access to and
protection of non-personal data,

particular, take into consideration
the relevant legislation, both
general and sectoral, including on
public security, defence, national
security and criminal law
concerning the access to and
protection of non-personal data,
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Commission Proposal

any access by the public
authorities of that third country to

Draft Agreement

any access by the public
authorities of that third country to

the data to-szehtransferred, the

the data transferred, the existence

existence and effective
functioning of one or more

independent supervisory
authorities in the third country
shodelcommiito—conbewith

responsibility for ensuring and

and effective functioning of one
or more independent supervisory
authorities in the third country
with responsibility for ensuring
and enforcing compliance with
the legal regime ensuring access

enforcing compliance with the
legal regime ensuring access to
such data, or the third countries’

to such data, or the third ecountry
hould 5 e

countries’ international

international commitments
regarding the protection of data
the third country concerned has

commitments regarding the
protection of data the third
country concerned has entered

entered into, or other obligations
il o thie Pt
ertterthedlara e beenpranatoeadd

tearising from legally binding

into, or other obligations laid-out
o thie Pt fier
data-has-beentransterred-toarising

from legally binding conventions

conventions or instruments as well

or instruments as well as from its

as from its participation in
multilateral or regional systems.

participation in multilateral or

regional systems. The existence of

The existence of effective legal

effective legal remedies for data

remedies for data subjects and

holders, public sector bodies or

data holders, public sector bodies

data intermediation service

or data_intermediation service

providers in the third country—7o

providers in the third country—Fe

e e e e e s,
b obligationsth

concerned is of particular

importance in the context of the

e e e e e s,
b obligationst}

concerned is of particular

importance in the context of the

transfer of non-personal data to

transfer of non-personal data to

that third country. Such

that third country. Such

safeguards should also-aecept-the
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Commission Proposal

safeguards should also-accept-the
T ¢ thoMenberS -

therefore include the availability

Draft Agreement
cisdictionof the MemberS -

therefore inélude the availabilitv'
of enforceable rights and of

of enforceable rights and of
effective legal remedies. Such
implementing acts are without

effective legal remedies. Such
[implementing/delegated acts] are
without prejudice to any legal

prejudice to any legal obligation
or contractual arrangements
already undertaken by a re-user in

obligation or contractual
arrangements already undertaken
by a re-user in the interest of the

the interest of the protection of

protection of non-personal data,

non-personal data, in particular

in particular industrial data, and

industrial data, and to the public

sector hodvthat-atlowedthere-tve

B e s e
disprtesbodies' right to oblige re-

to the public sector bodythat
I i ortheiudiial
setttement-of-disputesbodies’ right

to oblige re-users to comply with

users to comply with conditions

conditions for re-use, in

for re-use, in accordance with this

accordance with this Regulation.

Regulation.

| Recital 1

(17) Some third countries adopt
laws, regulations and other legal
acts which aim at directly
transferring or providing access to
non-personal data in the Union

(17) Some third countries adopt
laws, regulations and other legal
acts which aim at directly
transferring or providing access to
non-personal data in the Union

(17) Some third countries adopt
laws, regulations and other legal
acts which aim at directly
transferring or providing
governmental access to non-

(17) Some third countries adopt
laws, regulations and other legal
acts which aim at directly
transferring or providing
governmental access to non-

27 under the control of natural and under the control of natural and personal data in the Union under personal data in the Union under
legal persons under the jurisdiction | legal persons under the jurisdiction | the control of natural and legal the control of natural and legal
of the Member States. Judgments of the Member States. Judgments persons under the jurisdiction of persons under the jurisdiction of
of courts or tribunals or decisions of courts or tribunals or decisions the Member States. Judgments of | the Member States. Judgments of
of administrative authorities in of administrative authorities in courts or tribunals or decisions of | courts or tribunals or decisions of
third countries requiring such third countries requiring such administrative authorities in third administrative authorities in third
transfer or access to non-personal | transfer or access to non-personal countries requiring such transfer or | countries requiring such transfer or
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data should be enforceable when
based on an international
agreement, such as a mutual legal
assistance treaty, in force between
the requesting third country and the
Union or a Member State. In some
cases, situations may arise where
the obligation to transfer or provide
access to non-personal data arising
from a third country law conflicts
with a competing obligation to
protect such data under Union or
national law, in particular as
regards the protection of
commercially sensitive data and
the protection of intellectual
property rights, and including its
contractual undertakings regarding
confidentiality in accordance with
such law. In the absence of
international agreements regulating
such matters, transfer or access
should only be allowed under
certain conditions, in particular that
the third-country system requires
the reasons and proportionality of
the decision to be set out, that the
court order or the decision is
specific in character, and the
reasoned objection of the addressee
is subject to a review by a
competent court in the third
country, which is empowered to

data should be enforceable when
based on an international
agreement, such as a mutual legal
assistance treaty, in force between
the requesting third country and the
Union or a Member State. In some
cases, situations may arise where
the obligation to transfer or provide
access to non-personal data arising
from a third country law conflicts
with a competing obligation to
protect such data under Union or
national law, in particular as
regards the protection of
commercially sensitive data and
the protection of intellectual
property rights, and including its
contractual undertakings regarding
confidentiality in accordance with
such law. In the absence of
international agreements regulating
such matters, transfer or access
should only be allowed ##reer
erteinconditionsi ore]
thetif the third-country system
requires the reasons and
proportionality of the decision to
be set out, that the court order or
the decision is specific in character,
and the reasoned objection of the
addressee is subject to a review by
a competent court in the third
country, which is empowered to

access to non-personal data should
be enforceable when based on an
international agreement, such as a
mutual legal assistance treaty, in
force between the requesting third
country and the Union or a
Member State. In some cases,
situations may arise where the
obligation to transfer or provide
access to non-personal data arising
from a third country law conflicts
with a competing obligation to
protect such data under Union or
national law, in particular as
regards the protection of
fundamental rights of the

individual or the fundamental

Draft Agreement

access to non-personal data should
be enforceable when based on an
international agreement, such as a
mutual legal assistance treaty, in
force between the requesting third
country and the Union or a
Member State. In some cases,
situations may arise where the
obligation to transfer or provide
access to non-personal data arising
from a third country law conflicts
with a competing obligation to
protect such data under Union or
national law, in particular as
regards the protection of
fundamental rights of the

individual or the fundamental

interests of a Member State
related to national security or
defence, as well as the protection

interests of a Member State
related to national security or
defense, as well as the protection

of commercially sensitive data and
the protection of intellectual
property rights, and including its
contractual undertakings regarding
confidentiality in accordance with
such law. In the absence of
international agreements regulating
such matters, transfer or access
should only be allowed under
certain conditions, in particular
after verifying that the third-
country’s legal system requires the
reasons and proportionality of the

of commercially sensitive data and
the protection of intellectual
property rights, and including its
contractual undertakings regarding
confidentiality in accordance with
such law. In the absence of
international agreements regulating
such matters, transfer or access
should only be allowed ##eler
eertain-conditionsif, in particular it
has been verified that the third-
country’s legal system requires the
reasons and proportionality of the
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take duly into account the relevant
legal interests of the provider of
such data.

take duly into account the relevant
legal interests of the provider of
such data.

decision to be set out, that the court
order or the decision is specific in
character, and the reasoned
objection of the addressee is
subject to a review by a competent
court in the third country, which is
empowered to take duly into
account the relevant legal interests
of the provider of such data.
Moreover, public sector bodies,

Draft Agreement

decision to be set out, that the court
order or the decision is specific in
character, and that the reasoned
objection of the addressee is
subject to a review by a competent
court in the third country, which is
empowered to take duly into
account the relevant legal interests
of the provider of such data.
Moreover, public sector bodies,

natural or legal persons to which
the right to re-use data was
granted, data intermediation
service providers and entities
entered in the register of
recognised data altruism
organisations should ensure,
when signing contractual
agreements with other private
parties, that non-personal data

natural or legal persons to which
the right to re-use data was
granted, data intermediation
service providers and entities
entered in the register of
recognised data altruism
organisations should ensure,
when signing contractual
agreements with other private
parties, that non-personal data

held in the Union are only
accessed in or transferred to third

held in the Union are only
accessed in or transferred to third

countries in compliance with the

countries in compliance with the

law of the Union or the law of the

law of the Union or the law of the

relevant Member State.

relevant Member State.

Text Origin: Council Mandate

| Recital 18

(18) In order to prevent unlawful

(18) In order to prevent unlawful

TREE.2.B

LIMITE

22 access to non-personal data, public | access to non-personal data, public | acecessto-non-personal-data—public | accessto-non-personal-data—prblic
sector bodies, natural or legal sector bodies, natural or legal sreetenbo i e o Lo srearepbodia el v Lo
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persons to which the right to re-use
data was granted, data sharing
providers and entities entered in
the register of recognised data
altruism organisations should take
all reasonable measures to prevent
access to the systems where non-
personal data is stored, including
encryption of data or corporate
policies.

persons to which the right to re-use
data was granted, providers of data
intermediation servicesdete
sharingproviders and entities
entered in the register of
recognised data altruism
organisations should take all
reasonable measures to prevent
access to the systems where non-
personal data is stored, including

encryption of data, cybersecurity
measures or corporate policies.

pe#eie&(deieted )

Draft Agreement

policies-deleted

TREE.2.B

LIMITE

| Recital 18a

(18a) To foster further trust in (18a) To foster further trust in
the data economy of the Union, it | the data economy of the Union, it
is essential that the safeguards in is essential that the safeguards in
relation to Union citizens, the relation to Union citizens, the
public sector and businesses that public sector and businesses that
ensure that control over their ensure that control over their
strategic and sensitive data are strategic and sensitive data are
implemented and that Union law, | implemented and that Union law,

28a values and standards are upheld values and standards are upheld
in terms of , but not limited to, in terms of , but not limited to,
security, data protection and security, data protection and
consumer protection. In order to consumer protection. In order to
prevent unlawful access to non- prevent unlawful access to non-
personal data, public sector personal data, public sector
bodies, natural or legal persons to | bodies, natural or legal persons to
which the right to re-use data was | which the right to re-use data was
granted, data intermediation granted, data intermediation
service providers and entities service providers and entities
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entered in a national register of

Draft Agreement

entered in a national register of

recognised data altruism
organisations should take all
reasonable measures to prevent

recognised data altruism
organisations should take all
reasonable measures to prevent

access to the systems where non-

access to the systems where non-

personal data is stored, including

personal data is stored, including

encryption of data or corporate

encryption of data or corporate

policies. To these ends, it has to be

policies. To these ends, it has to be

ensured that public sector bodies,

ensured that public sector bodies,

natural or legal persons to which
the right to re-use data was
granted, data intermediation
service providers and entities
entered in the register of
recognized data altruism
organisations should adhere to all

natural or legal persons to which
the right to re-use data was
granted, data intermediation
service providers and entities
entered in the register of
recognized data altruism
organisations should adhere to all

relevant technical standards,

codes of conduct and

certifications at Union level,

relevant technical standards,

codes of conduct and

certifications at Union level,

Text Origin: Council Mandate

| Recital 1

(19) In order to build trust in re-
use mechanisms, it may be
necessary to attach stricter
conditions for certain types of non-

(19) In order to build trust in re-
use mechanisms, it may be
necessary to attach stricter
conditions for certain types of non-

(19) In order to build trust in re-
use mechanisms, it may be
necessary to attach stricter
conditions for certain types of non-

(19) In order to build trust in re-
use mechanisms, it may be
necessary to attach stricter
conditions for certain types of non-

22 personal data that have been personal data that have been personal data that Aave-beer-may personal data that Aave-beer-may
identified as highly sensitive, as identified as highly sensitive by a be_identified as highly sensitive_in | be_identified as highly sensitive_in
regards the transfer to third specific Union act, as regards the future specific Union acts adopted | future specific Union acts adopted
countries, if such transfer could transfer to third countries, if such in accordance with a legislative in accordance with a legislative
jeopardise public policy objectives, | transfer could jeopardise public procedure, as regards the transfer | procedure, as regards the transfer
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in line with international
commitments. For example, in the
health domain, certain datasets
held by actors in the public health
system, such as public hospitals,
could be identified as highly
sensitive health data. In order to
ensure harmonised practices across
the Union, such types of highly
sensitive non-personal public data
should be defined by Union law,
for example in the context of the
European Health Data Space or
other sectoral legislation. The
conditions attached to the transfer
of such data to third countries
should be laid down in delegated
acts. Conditions should be
proportionate, non-discriminatory
and necessary to protect legitimate
public policy objectives identified,
such as the protection of public
health, public order, safety, the
environment, public morals,
consumer protection, privacy and
personal data protection. The
conditions should correspond to the
risks identified in relation to the
sensitivity of such data, including
in terms of the risk of the re-
identification of individuals. These
conditions could include terms
applicable for the transfer or

EP Mandate

policy objectives, in line with
international commitments. For
example, in the health domain,
certain datasets held by actors in
the public health system, such as
public hospitals, could be
identified as highly sensitive health
data. In order to ensure harmonised
practices across the Union, such
types of highly sensitive non-
personal public data should be
defined by Union law, for example
in the context of the European
Health Data Space or other sectoral
legislation. Insurance companies
or any other service provider
entitled to access information
stored in e-health applications
should not be allowed to use those
data for the purpose of
discriminating in the setting of
prices, as this would run counter

to the fundamental right of access

Council Mandate

to third countries, if such transfer
could jeopardise public policy
objectives, in line with
international commitments. For
example, in the health domain,
certain datasets held by actors in
the public health system, such as
public hospitals, could be
identified as highly sensitive health
data. Other relevant sectors could
be transport, energy, environment

Draft Agreement

to third countries, if such transfer
could jeopardise public policy
objectives, in line with
international commitments. For
example, in the health domain,
certain datasets held by actors in
the public health system, such as
public hospitals, could be
identified as highly sensitive health
data. Other relevant sectors could
be transport, energy, environment

and finance. In order to ensure
harmonised practices across the
Union, such types of highly
sensitive non-personal public data
should be defined by Union law,
for example in the context of the
European Health Data Space or
other sectoral legislation. The
conditions attached to the transfer
of such data to third countries
should be laid down in-defegated
implementing acts. Conditions

to_health. The conditions attached
to the transfer of such data to third
countries should be laid down in
delegated acts. Conditions should
be proportionate; and non-
discriminatory, should not restrict
competition and should be-cd
necessary to protect legitimate
public policy objectives identified,
such as the protection of public

should be proportionate, non-
discriminatory and necessary to
protect legitimate public policy
objectives identified, such as the
protection of public health;public
order, safety, the environment,
public morals, consumer
protection, privacy and personal
data protection. The conditions
should correspond to the risks

and finance. In order to ensure
harmonised practices across the
Union, such types of highly
sensitive non-personal public data
should be defined by Union law,
for example in the context of the
European Health Data Space or
other sectoral legislation. The
conditions attached to the transfer
of such data to third countries
should be laid down in-defegated
[implementing/delegated] acts.
Conditions should be
proportionate, non-discriminatory
and necessary to protect legitimate
public policy objectives identified,
such as the protection of public
health;-public-order, safety, the
environment, public morals,
consumer protection, privacy and
personal data protection. The
conditions should correspond to the
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technical arrangements, such as the
requirement of using a secure
processing environment,
limitations as regards the re-use of
data in third-countries or categories
of persons which are entitled to
transfer such data to third countries
or who can access the data in the
third country. In exceptional cases
they could also include restrictions
on transfer of the data to third
countries to protect the public
interest.

health, public order, safety, the
environment, public morals,
consumer protection, privacy and
personal data protection. The
conditions should correspond to the
risks identified in relation to the
sensitivity of such data, including
in terms of the risk of the re-
identification of individuals. These
conditions could include terms
applicable for the transfer or
technical arrangements, such as the
requirement of using a secure
processing environment,
limitations as regards the re-use of
data in third-countries or categories
of persons which are entitled to
transfer such data to third countries
or who can access the data in the
third country. In exceptional cases
they could also include restrictions
on transfer of the data to third
countries to protect the public
interest.

identified in relation to the
sensitivity of such data, including
in terms of the risk of the re-
identification of individuals. These
conditions could include terms
applicable for the transfer or
technical arrangements, such as the
requirement of using a secure
processing environment,
limitations as regards the re-use of
data in third-countries or categories
of persons which are entitled to
transfer such data to third countries
or who can access the data in the
third country. In exceptional cases
they could also include restrictions
on transfer of the data to third
countries to protect the public
interest.

Draft Agreement

risks identified in relation to the
sensitivity of such data, including
in terms of the risk of the re-
identification of individuals. These
conditions could include terms
applicable for the transfer or
technical arrangements, such as the
requirement of using a secure
processing environment,
limitations as regards the re-use of
data in third-countries or categories
of persons which are entitled to
transfer such data to third countries
or who can access the data in the
third country. In exceptional cases
they could also include restrictions
on transfer of the data to third
countries to protect the public
interest.

IA vs DA still to be decided

Text Origin: Council Mandate

| Recital 2

(20) Public sector bodies should
be able to charge fees for the re-use

(20) Public sector bodies should
be able to charge fees for the re-use

(20) Public sector bodies should
be able to charge fees for the re-use

(20) Public sector bodies should
be able to charge fees for the re-use

30 of data but should also be able to of data to cover the costs of of data but should also be able to of data but should also be able to
decide to make the data available at | providing for such data re-use, but | decide to_allow re-use-meake-the decide to-make the-data-available
lower or no cost, for example for should also be able to decide to data-available at lower or no cost, | allow re-use at lower or no cost,
certain categories of re-uses such make the data available at lower or | for example for certain categories | for example for certain categories
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as non-commercial re-use, or re-
use by small and medium-sized
enterprises, so as to incentivise
such re-use in order to stimulate
research and innovation and
support companies that are an
important source of innovation and
typically find it more difficult to
collect relevant data themselves, in
line with State aid rules. Such fees
should be reasonable, transparent,
published online and non-
discriminatory.

no cost, for example for certain
categories of re-uses such as non-
commercial re-use, or re-use by
st e el
enterprisesSMES and start-ups,
civil society and educational
establishments, so as to incentivise
such re-use in order to stimulate
research and innovation and
support companies that are an
important source of innovation and
typically find it more difficult to
collect relevant data themselves, in
line with State aid rules. Such fees
should be reasonableproportionate

of re-uses such as non-commercial
re-usere-usefor scientific research
purposes, or re-use by small and
medium-sized enterprises, so as to
incentivise such re-use in order to
stimulate research and innovation
and support companies that are an
important source of innovation and
typically find it more difficult to
collect relevant data themselves, in
line with State aid rules. In this
specific context, scientific
research purposes should be
understood to include any type of
research related purpose

to the costs incurred, transparent,
published online, non-
discriminatory and should not

regardless of the organizational or

Draft Agreement

of re-uses such as non-commercial
re-use or scientific research
purposes, or re-use by s#et-ared
medivmisized-enterprisesSMESs
and start-ups, civil society and
educational establishments, so as
to incentivise such re-use in order
to stimulate research and
innovation and support companies
that are an important source of
innovation and typically find it
more difficult to collect relevant
data themselves, in line with State
aid rules. In this specific context,
scientific research purposes
should be understood to include

financial structure of the research

any type of research related

institution in question, with the

purpose regardless of the

restrict competition. A list of
categories of re-users to which a

exception of research that is being

organizational or financial

conducted by a company aiming

structure of the research

discounted fee or no charge
applies, together with the criteria

exclusively at the development,

institution in guestion, with the

enhancement or optimisation of

exception of research that is being

used to establish that list, should

products or services. Such fees

be made public-and-ron-
TR .

should be reasonable, transparent,
published online and non-
discriminatory.

conducted by a company aiming
at the development, enhancement
or optimisation of products or
services. Such fees should be
reasonableproportionate to the
costs incurred, transparent,
published online non-
discriminatory and should not
restrict competitionard-non—

diseriminatory. A list of categories

of re-users to which a discounted
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fee or no charge applies, together

with the criteria used to establish
that list, should be made public.

Text Origin: Council Mandate

Recital 2

(21) In order to incentivise the re-
use of these categories of data,
Member States should establish a
single information point to act as
the primary interface for re-users
that seek to re-use such data held
by the public sector bodies. It
should have a cross-sector remit,
and should complement, if
necessary, arrangements at the
sectoral level. In addition, Member
States should designate, establish

(21) In order to incentivise and
promote the re-use of thesespecific
categories of data, Member States
should establish a single
information point to act as the
primary interface for re-users that
seek to re-use such data held by the
public sector bodies. It should have
a cross-sector remit, and should
complement, if necessary,
arrangements at the sectoral level.
In addition, Member States should

(21) In order to incentivise the re-
use of these categories of data,
Member States should establish a
single information point to act as
the-primary_an interface for re-
users that seek to re-use such data
held by the public sector bodies. It
should have a cross-sector remit,
and should complement, if
necessary, arrangements at the
sectoral level._The single
information point should be able

(21) In order to incentivise the re-
use of these categories of data,
Member States should establish a
single information point to act as
the-primary_an interface for re-
users that seek to re-use such data
held by the public sector bodies. It
should have a cross-sector remit,
and should complement, if
necessary, arrangements at the
sectoral level. The single
information point should be able

el or facilitate the establishment of designate, establish or facilitate the | fo rely on automated means when | to rely on automated means when
competent bodies to support the establishment of competent bodies | transmitting enquiries or requests | transmitting enquiries or requests
activities of public sector bodies to support the activities of public for the re-use. Sufficient human for the re-use. Sufficient human
allowing re-use of certain sector bodies allowing re-use of oversight should be ensured in the | oversight should be ensured in the
categories of protected data. Their | certain categories of protected data. | transmission process. Already transmission process. Already
tasks may include granting access | Their tasks may include granting existing practical arrangements existing practical arrangements
to data, where mandated in sectoral | access to data, where mandated in such as Open Data Portals could such as Open Data Portals could
Union or Member States sectoral Union or Member States be used for this purpose. It should | be used for this purpose. It should
legislation. Those competent legislation_and developing a have an asset list containing all have an asset list containing all
bodies should provide support to harmonised approach and available data sources, including, | available data sources, including,
public sector bodies with state-of- | processes, where applicable, for where relevant, those available at | where relevant, those available at
the-art techniques, including secure | public sector bodies to make sectoral, regional and local sectoral, regional and local
data processing environments, scientific data available for information points, with relevant | information points, with relevant
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which allow data analysis in a
manner that preserves the privacy
of the information. Such support
structure could support the data
holders with management of the
consent, including consent to
certain areas of scientific research
when in keeping with recognised
ethical standards for scientific
research. Data processing should
be performed under the
responsibility of the public sector
body responsible for the register
containing the data, who remains a
data controller in the sense of
Regulation (EU) 2016/679 insofar
as personal data are concerned.
Member States may have in place
one or several competent bodies,
which could act in different
sectors.

purposes of research. Those

competent bodies should provide
support to public sector bodies
with state-of-the-art techniques,
including secure data processing
environments, which allow data
analysis in a manner that preserves
the privacy of the information.
Such support structure could
support the data holders or data
subjects with management of the
consent_and permission, including
consent to certain areas of
scientific research when in keeping
with recognised ethical standards
for scientific research._Without
prejudice to the supervisory

powers of data protection
authorities, data processing should
be performed under the
responsibility of the public sector
body responsible for the register
containing the data, who remains a
data controller in the sense of
Regulation (EU) 2016/679 insofar
as personal data are concerned.
Member States may have in place
one or several competent bodies,
which could act in different
sectors, while fully respecting the

information describing the data.

Draft Agreement

information describing the data.

In addition, Member States should
designate, establish or facilitate the
establishment of competent bodies
to support the activities of public
sector bodies allowing re-use of
certain categories of protected data.
Their tasks may include granting
access to data, where mandated in
sectoral Union or Member States
legislation. Those competent
bodies should provide support to
public sector bodies with state-of-
the-art techniques, including secure
data processing environments,
which allow data analysis in a
manner that preserves the privacy
of the information_and act in
accordance with the instructions

In addition, Member States should
designate, establish or facilitate the
establishment of competent bodies
to support the activities of public
sector bodies allowing re-use of
certain categories of protected data.
Their tasks may include granting
access to data, where mandated in
sectoral Union or Member States
legislation. Those competent
bodies should provide support to
public sector bodies with state-of-
the-art techniques, inetudinein
particular through application

programming interfaces,

interoperable, transferable and
searchable, taking into account
best practices for data processing,

received from the public sector

as well as any existing regulatory

body. Such support structure could
support the data_subjects and data
holders with management of the
consent or permission to re-use,
including consent to certain areas
of scientific research when in
keeping with recognised ethical
standards for scientific research.
The competent bodies should not
have a supervisory function,

powers of supervisory authorities

which is reserved for supervisory

under Regulation (EU) 2016/679.

authorities under Regulation (EU)

and technical standards and
secure data processing
environments, which allow data
analysis in a manner that preserves
the privacy of the information_and
act in_accordance with the
instructions received from the
public sector body. Such support

structure could support the data
subjects and data holders with
management of the consent or

permission to re-use, including

2016/679. Without prejudice to the

consent to certain areas of
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supervisory powers of data
protection_authorities, data
processing should be performed
under the responsibility of the
public sector body responsible for
the register containing the data,
who remains a data controller-#
the-sense within the meaning of
Regulation (EU) 2016/679 insofar
as personal data are concerned.
Member States may have in place
one or several competent bodies,
which could act in different
sectors. Internal services of public
sector bodies could act as
competent bodies. A competent
body can be a public sector body
supporting other public sector
bodies in allowing re-use of data,
where relevant, or a public sector
body allowing re-use itself.
Supporting other public sector
bodies entails informing them,

Draft Agreement

scientific research when in keeping
with recognised ethical standards
for scientific research. The
competent bodies should not have
a supervisory function, which is
reserved for supervisory
authorities under Regulation (EU)
2016/679. Without prejudice to the
supervisory powers of data
protection authorities, data

processing should be performed
under the responsibility of the
public sector body responsible for
the register containing the data,
who remains a data controller-#
the-sense_within the meaning of
Regulation (EU) 2016/679 insofar
as personal data are concerned.
Member States may have in place
one or several competent bodies,
which could act in different
sectors._Internal services of public
sector bodies could act as

upon request, about best practices

competent bodies. A competent

on how to fulfil the requirements

body can be a public sector body

established by this Regulation
such as the technical means to

supporting other public sector
bodies in allowing re-use of data,

make a secure processing
environment available or the
technical means to ensure privacy

where relevant, or a public sector
body allowing re-use itself.
Supporting other public sector

and confidentiality when
providing access to data within the

bodies entails informing them,
upon request, about best practices

scope of this Regulation.

on_how to fulfil the requirements
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established by this Regulation
such as the technical means to
make a secure processing
environment available or the
technical means to ensure privacy
and confidentiality when
providing access to data within the

scope of this Regulation.

Text Origin: Council Mandate

| Recital 2

(22) Providers of data sharing
services (data intermediaries) are
expected to play a key role in the
data economy, as a tool to facilitate
the aggregation and exchange of
substantial amounts of relevant
data. Data intermediaries offering
services that connect the different
actors have the potential to

(22) Providers-of-datea
sharineData intermediation
services {data-intermediaries)-are
expected to play a key role in the
data economy, as a tool to facilitate
the aggregation and exchange of
substantial amounts of relevant
data. Providers of data
intermediation services, which can

(22) Providers of data-sharine
intermediation services (data
intermediaries) are expected to
play a key role in the data
economy, &s-a-in_particular in
supporting and promoting
voluntary data sharing practices

(22) Browielepenl e
shearineData intermediation
services {data-intermediaries)-are
expected to play a key role in the
data economy, asin particular in
supporting and promoting
voluntary data sharing practices

between companies or facilitating

between companies or facilitating

data sharing obligations set by

data sharing obligations set by

32 contribute to the efficient pooling also include public sector Union or national law. They could | Union or national law. They could
of data as well as to the facilitation | bodies,Pata-intermediaries become a_tool to facilitate the become a tool to facilitate te
of bilateral data sharing. offering services that connect the ageregation-and-_exchange of Goeresation-and
Specialised data intermediaries that | different actors have the potential substantial amounts of relevant exehangsetheexchange of
are independent from both data to contribute to the efficient data. Data intermediaries offering | substantial amounts of relevant
holders and data users can have a pooling of data as well as to the services that connect the different | data. Providers of data
facilitating role in the emergence facilitation of bilateral data actors have the potential to intermediation services, which can
of new data-driven ecosystems sharing. Specialised data contribute to the efficient pooling also include public sector
independent from any player with a | intermediariesintermediation of data as well as to the facilitation | bodies,Pataintermediaries
significant degree of market power. | services that are independent from | of bilateral data sharing. offering services that connect the
This Regulation should only cover | both data holders and data users Specialised data intermediaries that | different actors have the potential
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providers of data sharing services
that have as a main objective the
establishment of a business, a legal
and potentially also technical
relation between data holders,
including data subjects, on the one
hand, and potential users on the
other hand, and assist both parties
in a transaction of data assets
between the two. It should only
cover services aiming at
intermediating between an
indefinite number of data holders
and data users, excluding data
sharing services that are meant to
be used by a closed group of data
holders and users. Providers of
cloud services should be excluded,
as well as service providers that
obtain data from data holders,

can have a facilitating role in the
emergence of new data-driven
ecosystems independent from any
player with a significant degree of

market power—Ph—zs—R—eg%l&&eﬁ

the-two—1It, while allowing non-
discriminatory access to the data
economy for actors of all sizes, in
particular SMEs and start-ups
with limited financial, legal or

are independent from both data
subjects and data holders, and
[from-e#d data users-can, could
have a facilitating role in the
emergence of new data-driven
ecosystems independent from any
player with a significant degree of

market power. This Regidation
should-onh-coverproviders-of-data
o . L]
main-objeectivewill be particularly
important in the context of the

establishment of a-business—alesal

to contribute to the efficient
pooling of data as well as to the
facilitation of bilateral data
sharing. Specialised data
intermediariesintermediation
services that are independent from
both data kolderssubjects and data
holders, and fromdata users, could
ean have a facilitating role in the
emergence of new data-driven
ecosystems independent from any
player with a significant degree of

market power—?—"h—zs—lx’—egu%&&eﬁ

aggregate, enrich or transform the | administrative means. This eovercommon European data potentitdusers-onthe-otherthed;

data and licence the use of the Regulation should-e## cover spaces. Such data spaces could and-assist-both-parties—in-a

resulting data to data users, without | services-aimine-atintermediating require an entity to structure and | transaction-of-data-assets-betiveen

establishing a direct relationship betweenei-indefiritermnrberof organise (‘orchestrate’) such data | the-twott-showld-only-cover

between data holders and data data-holders-and-data-sers- spaces. Data intermediation B e e

users, for example advertisement el e e locdata SEIVICES wpibirmeiitemeciotine | barreoaatpdofftiegrgrbeat

or data brokers, data consultancies, | intermediation services that-are bepreenagindlefiaitenrb el T T

providers of data products resulting | meantto-beused-by-a-closed-sronp | data-hotders-and-datausers; el e e b e

from value added to the data by the | of-dataholders-eandisers: exelundine-datacould include inter | that-are-meantto-bewsed-by-a

service provider. At the same time, | Providers-of-clond-servicesshonld | alia bilateral or multilateral elosedwronp-oi-detieholder—ad

data sharing service providers bemmeedidlod sl s sharing—remfos—hoapeynemyiie | wprepr e Prenidep o fielopebapmpioe:

should be allowed to make providers—thatr-obiain-data-from beused-by-a-ctosed-growp of data showtd-be-evetnded—esveltas

adaptations to the data exchanged, | dataholders—aceresate—enrichor | holders-andisers—Providers-of service-providers—thal-oblain-deata
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to the extent that this improves the | transform-the-data-andticencethe | clondservicesshonld-be-excluded. | from-dataholders—aseresate
usability of the data by the data i e e Lol ermeellon e nmplae e e lon e o eRtictor-tramsform-the-deta-nd
user, where the data user desires werersoEtontestablidiinaa-direct | obtain-doraftom-data-fiolders Heeee oo e e
this, such as to convert it into ‘ ‘ with the srmmreeete el e g o the | bedledm e ptibopr pn Db e
specific formats. In addition, objective of establishing et e ae e Dl emelireatpelontion o boppe sl
services that focus on the relationships through legal, resttHg-datat ooty holders-emd-datasers—for
intermediation of content, in technical or other means between | withont-establishinea-direct et b
particular on copyright-protected an undetermined number of data | relationship-between-datatolders | brokers—dataconsultancies;
content, should not be covered by | holders and-data-wsers—for erid-detatsers—{or-example eeidlem oSl e
this Regulation. Data exchange example-advertisement-or data sl e Lo gt ey el L o Lo
platforms that are exclusively used | hrokers—dataconsltancies; e L
by one data holder in order to el e S e el dataproductsresultinofronvalue | semetime-data-sharing-service
enable the use of data they hold as | resultinefromvatne-added-to-the wdded-to-the-deta-bi-the—vervice preesidlemedian b e o s
well as platforms developed in the | data-bytheserviceprovider—Atthe | provider—Atthesametime—data-or | makeadaptationsto-the-data
context of objects and devices sametime—data-subjects and data | the creation of platforms or exchanged—to-the-extent-that-this
connected to the Internet-of-Things | users to enable or facilitate the databases enabling the sharing tnproves-tho-sabilitv-of the-dete
that have as their main objective to | sharing-service providersshoutd-be | serviceprovidersshoutd-be Dl e sl o Lo
ensure functionalities of the e e e e e I e
connected object or device and B e e [ N B e e T
allow value added services, should | thisimprovesthewnsabilit-of-the this-mprovesthensability-of-the addition;, while allowing non-
not be covered by this Regulation. | data-by-thedatauser—where-the dettebrthe-datarser—wherethe discriminatory access to the data
‘Consolidated tape providers’ in B deataser-desires—thiv—sueh-as-to economy for actors of all sizes, in
the sense of Article 4 (1) point 53 convertitinto-specificformats—n | convertitinto-specifictormats—n | particular SMEs and start-ups
of Directive 2014/65/EU of the addition—services-thatfocus-onthe | additionservicesthatfoeus-onthe | with limited financial, legal or
European Parliament and of the ftermediation-of-cortent—in intermediationrof-content—ih administrative means. This will be
Council ! as well as ‘account particutar-on-copyright-protected | particular-on-copyricht-protected | particularly important in the
information service providers’ in conpterdrenldotbeseeoped by | e dienlidbrerbecaeped b context of the establishment of
the sense of Article 4 point 19 of i e e Dt e oo Hrbe e oo Dty e common European data spaces,
Directive (EU) 2015/2366 of the plattormsthat-are-exelusivelyused | platformsthat-are-exelusivelyused | meaning purpose- or sector-
European Parliament and of the hy-one-data-hiolderin-order-to one-data-holderin-order-to specific or cross-sectoral
Council® should not be considered | enablethe-nse-of-datathey-hold-as | enabletheor joint use of data-they | interoperable frameworks of
as data sharing service providers wettas-platforms-developed-in-the | hold-as—well-as-platforms common standards and practices
for the purposes of this Regulation. | eontextofobjects-and-devices developed-inthe-context-of-objeets | to share or jointly process data
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Entities which restrict their comrestedte e hrepne o b | epelleniee e oo Lo e for, inter alia, development of new
activities to facilitating use of data | that-have astheir-main-objectiveto | tnternet-of—tThings-thathave-as products and services-thatfocus-on
made available on the basis of data | erswrefunctionatities-of-the el pretti-obiocHre—to-cristire Hhreiprtems e e e e
altruism and that operate on a not- | connected-object-or-device-and B e et e o]
for-profit basis should not be el el mpionadhon | objeeropdorlon s Lollageeals eottent—shottd-or-hbe-covered-by
covered by Chapter III of this b eseseepad bt Doenenions | weldledbmife b o b e e
Regulation, as this activity serves ey el i e oo B e
objectives of general interest by e it o L e 20 Sl b e e Ui Dol oo e Lo Lo
increasing the volume of data of-Directive 204465/ E U of the el L e S el e el e L
available for such purposes. e el Lo s e e L i L o e poellon bt ol o Lig s
1. Directive 2014/65/EU of the European | informeation-serviceproviders—in Couneil-'-, as well as ‘aceomnt eenﬁeeéed—m—ﬁhe—ln-tef%et—ef—ﬂﬁngs
Parliament and ofthe Coupci! of 15 May the-sense-of-Article4-point19-of information-service-providers—in that-have-astheir-main-obiectiveto
2014 on markets in financial instruments . . ’ i . . . .. ;
and amending Directive 2002/92/EC and j - ’ . .

Directive 2011/61/EU, OJ L 173/349. EuropeanParliament-and-of the Directive (EL)-2015/2366-0f the | connected-object-or-deviee-and
2. Directive (EU) 2015/2366 of the Couneil showld-not-be-considered | EnropeanParliament-and-of-the clovw—velue-added-services—should
European Parliament and of the Council of | ¢o dferter shering-servieeproviders | Couneil -showuld-not-be-considered | not-be-covered-bythis-Regulation:
25 November 2015 on payment services in . o . . ‘ . . ’
2013/36/EU and Regulation (EU) No activitiestofacititatingwse-of-data | specific infrastructure for the e e S g L e
1093/2010, and repealing Directive resleeneertleblo o el s benie et loe | mpen o e st e Do lenion, Ewropecn-Parlicment-end-of-the
2007/64/EC. etriism-and-that-operate-on-a-not | Entitieswhichrestrict-their Couneil’, scientific research or
et dia o b aetivitiesto-facilitating civil society initiatives. Data
eovered-by-Chapter+H-ofthis wseinterconnection of data made intermediation services could
Themmletim et e e ettt e bensl o e e include inter alia bilateral or
ebfestire malem e b e b eltraism-and-thatoperate-onanot- | multilateral sharingof data or the
B e erppeiitbesiechonl b b creation of platforms or databases
el oo el asas, corepedb b Sl Lo L e enabling the sharing or joint use
exchange or pooling of data, Revilation—as-Hib-activinserves of data, as well as “account
under open data or commercial erbfeetipa oL Ll ey b L e e et
licenses for non-personal data, for | inecreasinsthevolwmneof data et e Lo T
a fee or free of cost. erverttarhledfor—uel Pirecrve by 20032366-0fthe
purposesholders, data subjects and | EwropeanParticment-and-of-the
L Pipeetice 20RO T e S rep eet
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Parliament-and-of the-Councitof I5May | data users. Couneil-showld not-be-considered
201 kets 1 finameial ’ i
Divoctive 2011 ' +. Directive 20H4/63/EU-of the European | providersthe establishment of
2, 9%%&6@(,9_}9%4@9,&;@6 R specific infrastructure for the
. . ottt e etre SRV S el
25 November 2015 onpaymentservicesin | noeotive 201 SHEU OF L 173/349. Entittes-whichrestrictthetr
et e e D e 2. Directive (ELY-2015/2366-of _Q Litati
201336/EL and Reswlation-(EU)-No EuropeanParliamentand-of the-Councitof | yseinterconnection of data made
the-internal-market—amendingDirectives .
200764 EC 2002465 [EC—2009 L LOEC-amd bt e e o
10922010 and hiee Divoots L b Cl 1T ot thi
biveti - L .
. o : i
avaitablefor-such
purposesholders, data subjects and
data users.
1. Direetive 2014/65/EU of the-European
ééi! o Eg. rfina ;';52' ;2‘ Ei ;E b
2. Directive(EL)-2015/2366-of the
. .
EBuropeanParliament and of the Council o]
z‘; ove 'é; ﬂfﬁ 'ﬁ”al.“ ”E“. B
B e
2013/36/EU and-Regulation(EL)-No
10922010 and e Diroot
2007/64/EC.
| Recital 22a |
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(22a) Where businesses and other

(22a) This Regulation should

Draft Agreement

(22a) This Regulation should

actors offer multiple data-related

only cover entities that provide

cover services which aim_at the

services, including cloud storage,
analytics or other value-adding

information society services
within the meaning of Article

data services, only the activities

1(1)b) of Directive (EU)

which directly concern the
provision of data intermediation

2015/1535 and which _have as a

establishment commercial
relationships for the purpose of
data sharing between an
undetermined number of data

main objective the establishment

subjects and data holders, on the

services are covered by this
Regulation. Data intermediation
services that are exclusively used

of direct legal or business
relationships, or both, between

one hand, and data users on the
other hand, through technical,

data subjects and data holders, on

by one data holder in order to
enable the use of data they hold,

the one hand, and potential users

legal or other means, including
for the exercise of data subjects’

on the other hand, and assist both

rights in relation to personal

or for the purpose of exchanging

parties in_a transaction of data

data by multiple legal entities in a

assets between the two. This would

data.. Where businesses and other
actors offer multiple data-related

closed group, including

include, inter alia, data

services, only the activities which

32a contractually-defined marketplaces on which companies | directly concern the provision of
collaborations or supplier or could publish information on data | data intermediation services are
customer relationships, in the use of which they would be covered by this Regulation. The
particular those that have as a willing to license to others, provision of cloud storage,
main objective the ensuring of ecosystem orchestrators that analytics or of data sharing
functionalities of objects and ensure the proper functioning of | software, the provision of web
devices connected to the internet- | data sharing ecosystems that are browsers or browser plug-ins, or
of-things are excluded from the open to all interested parties, for an email service should not be
scope of this Regulation. Value- instance in the context of common | considered data intermediation
added data services, which European data spaces, as well as services in the sense of this
aggregate, transform or combine data pools established jointly by Regulation, as long as such
data with other data, or analyse it | several companies with the services only provide technical
for the purpose of adding intention to license the use of such | tools for data subjects or data
substantial value to it and make pool to all interested parties in a holders to share data with others,
available the use of the resulting manner that all companies but are neither used for aiming to
data to data users, as well as contributing to the pool would establish a commercial
auxiliary technical, legal, receive direct reward for their relationship between data holders
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financial or administrative

support services, are also excluded

contribution to the pool. This
would exclude service providers

Draft Agreement

and data users, nor allow the
provider to acquire information

from the scope of this Regulation.

that obtain data from data

At the same time, providers of
data intermediation services
should be allowed to make
adaptations to the data
exchanged, in order to improve

subjects and data holders,
aggregate, enrich or transform the

on the establishment of
commercial relationships for the
purpose of data sharing, through

data and licence the use of the

the provision of such services.

resulting data to data users,
without establishing a direct legal

Examples of data intermediation
services would include, inter alia,

the usability of the data by the

or business relationship between

data marketplaces on which

data user, where the data user so

data subjects and data holders, on

companies could make available

desires, or improve
interoperability such as to convert

the one hand, and data users on

data to others, orchestrators of

the other hand, for example

it into specific formats. In
addition, services that focus on the

advertisement or data brokers,

data sharing ecosystems that are
open to all interested parties, for

data consultancies, providers of

instance in the context of common

intermediation of copyright-
protected content, are excluded

data products resulting from value

European data spaces, as well as

added to the data by the service

data pools established jointly by

from the scope of this Regulation.

provider. This Regulation should

several legal or natural persons

‘Consolidated tape providers’ as

only cover services aiming at

defined in Article 4 (1), point 53,

intermediating between an

of Directive 2014/65/EU of the

undefined number of data subjects

with the intention to license the
use of such pool to all interested
parties in a manner that all

European Parliament and of the

and data holders, on the one

Council’ as well as ‘account
information service providers’ as

hand, and data users on the other

participants contributing to the

pool would receive a reward for

hand, inter alia situations where

their contribution to the pool.

defined in Article 4, point 19, of

the data intermediation service is

This would exclude value-added

Directive (EU) 2015/2366 of the

provided to all interested parties.

data services, that obtain data

European Parliament and of the

This would be excluding data

Council’ should not be considered

intermediation services that are

from data holders, aggregate,

enrich or transform the data for

to be providers of data
intermediation services for the

meant to be used by a closed
group of data subjects and data

the purpose of adding substantial
value to it and license the use of

purposes of this Regulation.
Entities which restrict their
activities to facilitating use of data

holders, and users, i.e. a situation

the resulting data to data users,

where a data sharing service was

without establishing a commercial

set up for a definite number of

relationship between data holders

made available on the basis of

data subjects, data holders and

and data users. This would also
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EP Mandate

data altruism and that operate on

Council Mandate

data users, and access to such

a not-for-profit basis should not

service is dependent on the

be covered by Chapter 111 of this

agreement by the members of the

Draft Agreement

exclude data intermediation
services, exclusively used by one
data holder in order to enable the

Regulation, as this activity serves

group. In such closed

objectives of general interest by

arrangements, there is sufficient

use of data they hold, or used by
multiple legal entities in a closed

increasing the volume of data
available for such purposes.

1. Directive 2014/65/EU of the European
Parliament and of the Council of 15 May
2014 on markets in financial instruments
and amending Directive 2002/92/EC and
Directive 2011/61/EU (OJ L 173,
12.6.2014, p. 349).

2. Directive (EU) 2015/2366 of the
European Parliament and of the Council
of 25 November 2015 on payment services
in the internal market, amending
Directives 2002/65/EC, 2009/110/EC and

trust of the parties in the service

group, including supplier or

provider that is used for the

sharing of data. The provision of

customer relationships or
contractually-defined

cloud infrastructure, or of data

collaborations, in particular those

sharing software, the provision of
web browsers or browser plug-ins,

that have as a main objective the
ensuring of functionalities of

or an email service should not be

objects and devices connected to

considered data intermediation

the internet-of-things;

services in the sense of this
Regulation as such services only
provide technical tools for data

subjects or data holders to share

2013/36/EU and Regulation (EU) No
1093/2010, and repealing Directive
2007/64/EC (OJ L 337, 23.12.2015, p. 35).

data with others, but are neither
aiming to establish a direct legal
or business relationship between
them and data users, nor are
through the provision of such
acquiring any information on the
establishment of such
relationship. Data
intermediation service providers
should be allowed to offer certain
services, e.g. making adaptations
to the data exchanged, to the
extent that such services are
intrinsically linked with the
sharing of the data and that this
improves the usability of the data

14021/21

TREE.2.B

RB/ek

LIMITE

EN

73



Commission Proposal EP Mandate

Council Mandate

Draft Agreement

by the data user, where the data
user desires this, such as to
convert it into specific formats. In
addition, services that focus on the
intermediation of content, in
particular on copyright-protected
content, such as online content
sharing service providers in the
meaning of Article 2(6) of
Directive (EU) 2019/790 should
not be covered by this Regulation.
Data exchange platforms that are
exclusively used by one data
holder in order to enable the use
of data they hold as well as
platforms, developed and
exclusively offered by
manufacturers of objects and
devices connected to the Internet-
of-Things, which have as their
main objective to ensure
functionalities of the connected

object or device and to allow value
added services, should not be
covered by this Regulation.
‘Consolidated tape providers’ as
defined in of Article 4 (1) point 53
of Directive 2014/65/EU of the
European Parliament and of the
Council' fall outside the scope of
the definition of data
intermediation services.
Additionally, ‘account
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Commission Proposal EP Mandate

Council Mandate

information service providers’ as
defined in _Article 4 point 19 of
Directive (EU) 2015/2366 of the
European Parliament and of the
Council’ should not be considered
as data_intermediation service
providers for the purposes of this
Regulation. Public sector bodies
that offer data intermediation
services on_a non-commercial
basis are not covered by Chapter
III of this Regulation. Member
States may determine whether
public sector bodies can provide
data intermediation services on a
commercial basis. Entities which
restrict their activities to
facilitating use of data made
available on the basis of data
altruism and that operate on a
not-for-profit basis should not be
covered by Chapter 111 of this
Regulation, as this activity serves
objectives of general interest by
increasing the volume of data
available for such purposes.

1./1] Directive 2014/65/EU of the
European Parliament and of the Council
of 15 May 2014 on markets in financial
instruments and amending Directive
2002/92/EC and Directive 2011/61/EU,
OJ L 173/349.

2.[2] Directive (EU) 2015/2366 of
the European Parliament and of the

Draft Agreement
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Council of 25 November 2015 on payment
services in the internal market, amending
Directives 2002/65/EC, 2009/110/EC and
2013/36/EU and Regulation (EU) No
1093/2010, and repealing Directive
2007/64/EC.

Draft Agreement

| Recital 2

(23) A specific category of data
intermediaries includes providers
of data sharing services that offer
their services to data subjects in the
sense of Regulation (EU)
2016/679. Such providers focus
exclusively on personal data and
seek to enhance individual agency
and the individuals’ control over
the data pertaining to them. They
would assist individuals in
exercising their rights under

(23) A specific category of
providers of data intermediation
servicesdata-intermediaries
includes providers of data
sharingcintermediation services
that offer their services to data
subjects in the sense of Regulation
(EU) 2016/679. Such providers

i e L

and-seek to enhance individual

agency and_in particular the
individuals’ control over the data

(23) A specific category of data
intermediaries includes providers
of data-sharing_intermediation

(23) A specific category of data
intermediariesintermediation
services includes providers of data

services that offer their services to
data subjects-inthe-sense_within
the meaning of Regulation (EU)
2016/679. Such providersfoetits
eozeliniipole ey p el
seek to enhance individual agency,
and in particular -and-the
individuals’ control over the data

pertaining_relating to them. They

sharing-services that offer their
services to data subjects-inthe
sense_within the meaning of
Regulation (EU) 2016/679. Such
providers-foeus-exelusively-on
personat-data-and-_seek to

enhance individual agency, and in
particular -e#¢-the individuals’
control over the data-pertainine

33 Regulation (EU) 2016/679, in pertainingrelating to them. They would assist individuals in relating to them. They would assist
particular managing their consent would assist individuals in exercising their rights under individuals in exercising their
to data processing, the right of exercising their rights under Regulation (EU) 2016/679, in rights under Regulation (EU)
access to their own data, the right Regulation (EU) 2016/679, in particular managing their consent 2016/679, in particular
to the rectification of inaccurate particular meanaeinegiving and to data processing, the right of manaeinegiving and withdrawing
personal data, the right of erasure withdrawing their consent to data | access to their own data, the right their consent to data processing,
or right ‘to be forgotten’, the right | processing, the right of access to to the rectification of inaccurate the right of access to their own
to restrict processing and the data their own data, the right to the personal data, the right of erasure data, the right to the rectification of
portability right, which allows data | rectification of inaccurate personal | or right ‘to be forgotten’, the right | inaccurate personal data, the right
subjects to move their personal data, the right of erasure or right to restrict processing and the data of erasure or right ‘to be forgotten’,
data from one controller to the ‘to be forgotten’, the right to portability right, which allows data | the right to restrict processing and
other. In this context, it is restrict processing and the data subjects to move their personal the data portability right, which
important that their business model | portability right, which allows data | data from one controller to the allows data subjects to move their
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ensures that there are no
misaligned incentives that
encourage individuals to make
more data available for processing
than what is in the individuals’
own interest. This could include
advising individuals on uses of
their data they could allow and
making due diligence checks on
data users before allowing them to
contact data subjects, in order to
avoid fraudulent practices. In
certain situations, it could be
desirable to collate actual data
within a personal data storage
space, or ‘personal data space’ so
that processing can happen within
that space without personal data
being transmitted to third parties in
order to maximise the protection of
personal data and privacy.

subjects to move their personal
data from one controller to the
other. In this context, it is
important that their business model
ensures that there are no
misaligned incentives that
encourage individuals to make
more data available for processing
than what is in the individuals’
own interest. This could include
advising individuals on uses of
their data they could allow and
making due diligence checks on
data users before allowing them to
contact data subjects, in order to
avoid fraudulent practices. In
certain situations, it could be
desirable to collate actual data
within a personal data storage
space, or ‘personal data space’ so
that processing can happen within
that space without personal data
being transmitted to third parties in
order to maximise the protection of
personal data and privacy.

other. In this context, it is
important that their business model
ensures that there are no
misaligned incentives that
encourage individuals to use such
services to make more data
relating to them available for
processing than what is in the
individuals’ own interest. This
could include advising individuals
on uses of their data they could
allow and making due diligence
checks on data users before
allowing them to contact data
subjects, in order to avoid
fraudulent practices. In certain
situations, it could be desirable to
collate actual data within a
personal data storage space, or
‘personal data space’ so that
processing can happen within that
space without personal data being
transmitted to third parties in order
to maximise the protection of
personal data and privacy. Such
‘personal data spaces’ may
contain static personal data such

Draft Agreement

personal data from one controller
to the other. In this context, it is
important that their business model
ensures that there are no
misaligned incentives that
encourage individuals to use such
services to make more data
relating to them available for
processing than what is in the
individuals’ own interest. This
could include advising individuals
on uses of their data they could
allow and making due diligence
checks on data users before
allowing them to contact data
subjects, in order to avoid
fraudulent practices. In certain
situations, it could be desirable to
collate actual data within a
personal data storage space, or
‘personal data space’ so that
processing can happen within that
space without personal data being
transmitted to third parties in order
to maximise the protection of
personal data and privacy. Such
‘personal data spaces’ may

as name, address or date of birth

contain static personal data such

as well as dynamic data that an

as name, address or date of birth

individual generates e.g. through

as well as dynamic data that an

the use of an online service or an

individual generates e.g. through

object connected to the Internet-

the use of an online service or an

of-Things. They may also be used

object connected to the Internet-
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to store verified identity
information (passport number,

Draft Agreement

of-Things. They may also be used
to store verified identity

social security information) as

information (passport number,

well as proof of personal
attributes (e.g. driving licence,

social security information) as
well as proof of personal

diplomas or bank account

information).

attributes (e.g. driving licence,
diplomas or bank account

information).

Text Origin:

Council Mandate

| Recital 2

(24) Data cooperatives seek to
strengthen the position of
individuals in making informed
choices before consenting to data
use, influencing the terms and
conditions of data user
organisations attached to data use
or potentially solving disputes
between members of a group on

(24) Data cooperatives seek to
achieve a number of objectives, in
particular to strengthen the
position of individuals in making
informed choices before
consenting to data use, influencing
the terms and conditions of data
user organisations attached to data
use in_a manner that gives better

(24) Data cooperatives seek to
strengthen the position of
individuals in making informed
choices before consenting to data
use, influencing the terms and
conditions of data user
organisations attached to data use
or potentially solving disputes
between members of a group on

(24) Data cooperatives seek to
achieve a number of objectives, in
particular to strengthen the
position of individuals in making
informed choices before
consenting to data use, influencing
the terms and conditions of data
user organisations attached to data
use in_a manner that gives better

34 how data can be used when such choices to the individual members | how data can be used when such choices to the individual members
data pertain to several data subjects | of the group or potentially sefvine | data pertain to several data subjects | of the group or potentially sohine
within that group. In this context it | disputesbetweenfinding solutions | within that group. In this context it | disprtesbetween-finding solutions
is important to acknowledge that to conflicting positions of is important to acknowledge that to conflicting positions of
the rights under Regulation (EU) individual members of a group on | the rights under Regulation (EU) individual members of a group on
2016/679 can only be exercised by | how data can be used when such 2016/679 ean-onb-be-exercisedby | how data can be used when such
each individual and cannot be data pertainrelates to several data | eachindividual-and-carnot-be data pertainrelates to several data
conferred or delegated to a data subjects within that group. In this e subjects within that group. In this
cooperative. Data cooperatives context it is important to ecooperativeare personal rights of | context it is important to
could also provide a useful means | acknowledge that the rights under | the data subject and that data acknowledge that the rights under
for one-person companies, micro, Regulation (EU) 2016/679 can subjects cannot relinquish such Regulation (EU) 2016/679 ean
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small and medium-sized
enterprises that in terms of
knowledge of data sharing, are
often comparable to individuals.

only be exercised by each
individual and cannot be conferred
or delegated to a data cooperative.
Data cooperatives could also
provide a useful means for one-
person companies;#Hero—sHiet
erebpred iz e Lo ool o gitd
SMEs that in terms of knowledge
of data sharing, are often
comparable to individuals.

rights. Data cooperatives could
also provide a useful means for
one-person companies, micro,
small and medium-sized
enterprises that in terms of
knowledge of data sharing, are
often comparable to individuals.

Draft Agreement

eooperativeare personal rights of
the data subject and that data

subjects cannot waive such rights.
Data cooperatives could also
provide a useful means for one-
person companics;#Hero—sHicrt
el iz e Lo erne i apnd
SMEs that in terms of knowledge
of data sharing, are often
comparable to individuals.

Text Origin: Council Mandate

| Recital 2

(25) In order to increase trust in
such data sharing services, in
particular related to the use of data
and the compliance with the
conditions imposed by data
holders, it is necessary to create a
Union-level regulatory framework,

(25) In order to increase trust in
such data sharingintermediation
services, in particular related to the
use of data and the compliance
with the conditions imposed by
data holders_or data subjects, it is
necessary to create a Union-level

(25) In order to increase trust in
such data-sharine_intermediation
services, in particular related to the
use of data and the compliance
with the conditions imposed by
data_subjects and data holders, it
is necessary to create a Union-level

(25) In order to increase trust in
such data-sharine_intermediation
services, in particular related to the
use of data and the compliance
with the conditions imposed by
data_subjects and data holders, it
is necessary to create a Union-level

2 which would set out highly regulatory framework, which regulatory framework, which regulatory framework, which
harmonised requirements related to | would set out highly harmonised wottd-set_sets out highly wottd-set_sets out highly
the trustworthy provision of such requirements related to the harmonised requirements related to | harmonised requirements related to
data sharing services. This will trustworthy provision of such data | the trustworthy provision of such the trustworthy provision of such
contribute to ensuring that data sharingintermediation services. data_intermediation services, and | data_intermediation services, and
holders and data users have better | This will contribute to ensuring which is implemented by the which is implemented by the
control over the access to and use | that data holders, data subjects and | national competent authorities national competent authorities
of their data, in accordance with data users have better control over | sharingserviees. This will sharingserviees. This will
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Union law. Both in situations
where data sharing occurs in a
business-to-business context and
where it occurs in a business-to-
consumer context, data sharing
providers should offer a novel,
‘European’ way of data
governance, by providing a
separation in the data economy
between data provision,
intermediation and use. Providers
of data sharing services may also
make available specific technical
infrastructure for the
interconnection of data holders and
data users.

the access to and use of their data,
in accordance with Union law.
Both in situations where data
sharing occurs in a business-to-
business context and where it
occurs in a business-to-consumer
context, providers of data
intermediation servicesdta
sharing-providers should offer a
novel, ‘European’ way of data
governance, by providing a
separation in the data economy
between data provision,
intermediation and use, which is at
the core of increasing such trust
among data holders, be they
individuals or businesses.
Providers of data
sharingintermediation services
may also make available specific
technical infrastructure for the
interconnection of data holders and
data users. In that regard, it is of
particular importance to shape

that infrastructure in such a way
that SMEs and start-ups
encounter no technical or other
barriers to their participation in

contribute to ensuring that data
subjects and data holders, as well

Draft Agreement

contribute to ensuring that data
subjects and data holders, as well

as_-and-data users, have better
control over the access to and use
of their data, in accordance with
Union law. The Commission could
also encourage and facilitate the

as_-and-data users, have better
control over the access to and use
of their data, in accordance with
Union law. The Commission could
also encourage and facilitate the

development of self-regulatory

development of codes of conduct

codes of conduct at Union level,

at Union level, involving relevant

involving relevant stakeholders, in

stakeholders, in particular on

particular on interoperability.

Both in situations where data
sharing occurs in a business-to-
business context and where it
occurs in a business-to-consumer
context, data_intermediation
service-shering providers should
offer a novel, ‘European’ way of
data governance, by providing a
separation in the data economy
between data provision,
intermediation and use. Providers
of data-sharine_intermediation
services-#_could also make
available specific technical
infrastructure for the
interconnection of data_subjects
and data holders-and_with data

the data economy.

users.

interoperability. Both in situations
where data sharing occurs in a
business-to-business context and
where it occurs in a business-to-
consumer context, data
intermediation service-sharing
providers should offer a novel,
‘European’ way of data
governance, by providing a
separation in the data economy
between data provision,
intermediation and use. Providers
of data-sharine_intermediation
services-#_could also make
available specific technical
infrastructure for the
interconnection of data subjects
and data holders_with data users.
In that regard, it is of particular
importance to shape that
infrastructure in such a way that
SMESs and start-ups encounter no
technical or other barriers to their
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participation in the data economy.
At the same time, providers of
data intermediation services
should be allowed to make
adaptations to the data
exchanged, in order to improve
the usability of the data by the
data user, where the data user so
desires, or improve
interoperability such as to convert
it into specific formats-and-deata
HSOFS,

Text Origin: Council Mandate

TREE.2.B

LIMITE

| Recital 25a

(25a) Providers of data (25a) Providers of data
intermediation services which intermediation services which
meet the requirements laid down meet the requirements laid down
in this Regulation should be able in this Regulation should be able
to use the title ‘providers of data to use the title ‘providers of data
intermediation services recognised intermediation services recognised
in the Union’. In order to assist in the Union’. In order to assist

35a data subjects and legal entities to data subjects and legal entities to
easily identify, and thereby easily identify, and thereby
increase their trust in, providers of increase their trust in, providers of
data intermediation services data intermediation services
recognised in the Union, a recognised in the Union, a
common logo that is recognisable common logo that is recognisable
throughout the Union should be throughout the Union should be
established. In order to ensure established. In order to ensure
uniform conditions for the uniform conditions for the
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application of that logo,
implementing powers should be
conferred on the Commission to
establish a design for that

common logo.

Draft Agreement

application of that logo,
implementing powers should be
conferred on the Commission to
establish a design for that

common logo.

Text Origin: EP Mandate

| Recital 2

(26) A key element to bring trust
and more control for data holder
and data users in data sharing
services is the neutrality of data
sharing service providers as
regards the data exchanged
between data holders and data
users. It is therefore necessary that
data sharing service providers act
only as intermediaries in the
transactions, and do not use the

(26) Itis important to enable a
competitive environment for data

(26) A key element to bring trust
in data intermediation services

(26) Itis important to enable a
competitive environment for data

sharing. A key element to bring
trust and more control for data
hotderholders, data subjects and
data users in data
sharincintermediation services is

the neutrality of data-sharing
service-providersproviders of data

intermediation services as regards
the data exchanged between data

and more control for data-kelder
subjects and data users-in-deata

sharine—services-holders, as well as

for data users, is the neutrality of

data-sharine_intermediation
service providers as regards the
data exchanged between data
subjects and data holders, on the
one hand, and data users_on the

sharing. A key element to bring
trust and more control for data
hotderholders, data subjects and
data users in data
sharinsintermediation services is
the neutrality of providers of data
intermediation servicesdata

: e as
regards the data exchanged

2 data exchanged for any other holders or data subjects and data other hand. 1t is therefore between data holders or data
purpose. This will also require users. It is therefore necessary that | necessary that data-sharine subjects and data users. It is
structural separation between the providers of data intermediation intermediation service providers therefore necessary that providers
data sharing service and any other | servicesdata-sharine-service act only as intermediaries in the of data intermediation
services provided, so as to avoid providers act only as transactions, and do not use the servicesdatasharing—service
issues of conflict of interest. This intermediaries in the transactions, data exchanged for any other providers act only as
means that the data sharing service | and do not use the data exchanged | purpose. This will also require intermediaries in the transactions,
should be provided through a legal | for any other purpose. The pricing | structural separation between the and do not use the data exchanged
entity that is separate from the and terms of data intermediation data-sharine_intermediation for any other purpose. The pricing
other activities of that data sharing | services should not be made service and any other services and terms of data intermediation
provider. Data sharing providers dependent on whether or to what | provided, so as to avoid issues of services should not be made
that intermediate the exchange of extent a potential data holder or conflict of interest. This means that | dependent on whether or to what
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data between individuals as data
holders and legal persons should,
in addition, bear fiduciary duty
towards the individuals, to ensure
that they act in the best interest of
the data holders.

data user is using other services,
including storage, analytics,
artificial intelligence or other
data-based applications, provided
by the same provider or a related
entity. This will also require
structural separation between the
data sharingintermediation service
and any other services provided, so
as to avoid issues of conflict of
interest. This means that the data
sharingintermediation service
should be provided through a legal
entity that is separate from the
other activities of that provider of

the data-sharine_intermediation

Draft Agreement

extent a potential data holder or

service should be provided through
a legal-entity_person that is
separate from the other activities of
that data_intermediation service

data user is using other services,
including storage, analytics,
artificial intelligence or other
data-based applications, provided

sharing provider. As an exception

by the same provider or a related

to this, the data intermediation

entity. This will also require

service providers should be able to
use the data provided by the data
holder for the improvement of
their data intermediation services.
In addition to that the providers
could offer additional specific
services to improve the usability of
the data and ancillary services

data intermediation services.
Providers of data intermediation

that facilitate the Data-sharing of
data, such as storage, curation,

structural separation between the
data sharingintermediation service
and any other services provided, so
as to avoid issues of conflict of
interest. This means that the data
shearingsintermediation service
should be provided through a legal
entity that is separate from the
other activities of that provider of
data intermediation services. As

services should, however, be able

pseudonymisation and

to put at the disposal of data
holders, data subjects or data
users their own or third-party
tools for the purpose of
facilitating the exchange of data,

for example tools for the analysis,

conversion or aggregation of data
only at the explicit request or
approval of the data subject or
data holder. The third-party tools
offered in that context shall not

anonymisation. Data
intermediation service providers
that intermediate the exchange of
data between individuals as data
holders_subjects and legal
personsentities as data users
should, in addition, bear fiduciary
duty towards the individuals, to
ensure that they act in the best
interest of the data_subjects.
Questions of liability for all

use data for purposes other than

an_exception to this, the data
intermediation service providers
should be able to use the data
provided by the data holder for the

improvement of their data
intermediation services. Providers
of data intermediation services
should be able to put at the
disposal of data holders, data
subjects or data users their own or
third-party tools for the purpose of
facilitating the exchange of data,

material and immaterial damages

for example tools for the

those related to data
intermediation services.data

— o Deter shor

and detriments resulting from any

conversion or curation of data

conduct of the data intermediation

only at the explicit request or

service provider could be

approval of the data subject or
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Providers of data intermediation

addressed in the relevant contract,

Draft Agreement
data holder. The third-party tools

services that intermediate the
exchange of data between
individuals as data kefderssubjects
and legal persons as data users
should, in addition, bear fiduciary
duty towards the individuals, to
ensure that they act in the best
interest of the data selderssubjects.

based on the national liability
regimes-holders.

offered in that context shall not
use data for purposes other than
those related to data
intermediation services.-data
Providers of data intermediation
services that intermediate the
exchange of data between
individuals as data ketderssubjects
and legal persons as data users
should, in addition, bear fiduciary
duty towards the individuals, to
ensure that they act in the best
interest of the data helderssubjects.
Questions of liability for all
material and immaterial damages
and detriments resulting from any
conduct of the data intermediation
service provider could be
addressed in the relevant contract,
based on the national liability

regimes;

Text Origin: EP Mandate
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| Recital 26a |
(26a) Providers of data (26a) Data intermediation service | (26a) Data intermediation service
36a intermediation services should providers should take reasonable providers should take reasonable
take reasonable measures to measures to ensure measures to ensure
ensure interoperability with other | interoperability within a sector interoperability within a sector
data intermediation services to and between different sectors to and between different sectors to
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ensure the proper functioning of

ensure the proper functioning of

Draft Agreement

ensure the proper functioning of

the market. Reasonable measures

the market. Reasonable measures

the market. Reasonable measures

could include employing
commonly used standards. The

could include following the
existing, commonly-used

FEuropean Data Innovation Board

standards in the sector where the

could include following the
existing, commonly-used
standards in the sector where the

should facilitate the emergence of

data service provider operates.

data service provider operates.

additional standards, where
necessary.

The European Data Innovation

The European Data Innovation

Board should facilitate the
emergence of additional industry

Board should facilitate the
emergence of additional industry

standards, where necessary. Data

standards, where necessary. Data

intermediation service providers

intermediation service providers

should implement in due time the

should implement in due time the

measures for interoperability
between the data intermediation

measures for interoperability
between the data intermediation

services set out by the European

services set out by the European

Data Innovation Board.

Data Innovation Board.

Text Origin: Council Mandate

| Recital 2

(27) In order to ensure the
compliance of the providers of data
sharing services with the
conditions set out in this
Regulation, such providers should

(27) In order to ensure the

compliance of the providers-of
data-sharinedata intermediation

services with the conditions set out
in this Regulation, providers of

(27) In order to ensure the
compliance of the providers of data
sharing_intermediation services
with the conditions set out in this
Regulation, such providers should

(27) In order to ensure the

compliance of theproviders-of
data-sharinedata intermediation

services with the conditions set out
in this Regulation, providers of

37 have a place of establishment in the | such servicessueh-providers should | have a place of establishment in the | such servicesswechproviders should
Union. Alternatively, where a have a place of establishment in the | Union. Alternatively, where a have a place of establishment in the
provider of data sharing services Union. Aternatively~Where a provider of data-sharing Union. Alternativel,~Where a
not established in the Union offers | provider of data intermediation services not provider of data
services within the Union, it should | sharingintermediation services not | established in the Union offers sheringintermediation services not
designate a representative. established in the Union offers services within the Union, it should | established in the Union offers
Designation of a representative is services within the Union, it should | designate a representative. services within the Union, it should
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necessary, given that such
providers of data sharing services
handle personal data as well as
commercially confidential data,
which necessitates the close
monitoring of the compliance of
such service providers with the
conditions laid out in this
Regulation. In order to determine
whether such a provider of data
sharing services is offering services
within the Union, it should be
ascertained whether it is apparent
that the provider of data sharing
services is planning to offer
services to persons in one or more
Member States. The mere
accessibility in the Union of the
website or of an email address and
of other contact details of the
provider of data sharing services,
or the use of a language generally
used in the third country where the
provider of data sharing services is
established, should be considered
insufficient to ascertain such an
intention. However, factors such as
the use of a language or a currency
generally used in one or more
Member States with the possibility
of ordering services in that other
language, or the mentioning of
users who are in the Union, may

designate a_legal representative.
Designation of a legal
representative in such cases is
necessary, given that such
providers of data
sharingintermediation services
handle personal data as well as
commercially confidential data,
which necessitates the close
monitoring of the compliance of
sueh-service-providersproviders of
data intermediation services with
the conditions laid out in this
Regulation. In order to determine
whether such a provider of data
sharingintermediation services is
offering services within the Union,
it should be ascertained whether it
is apparent that the provider of data
sharincintermediation services is
planning to offer services to
persons in one or more Member
States. The mere accessibility in
the Union of the website or of an
email address and of other contact
details of the provider of data
sharincintermediation services, or
the use of a language generally
used in the third country where the
provider of data
sharingintermediation services is
established, should be considered
insufficient to ascertain such an

Designation of a representative is
necessary, given that such
providers of data-sharine
intermediation services handle
personal data as well as
commercially confidential data,
which necessitates the close
monitoring of the compliance of
such service providers with the
conditions laid out in this
Regulation. In order to determine
whether such a provider of data
shering_intermediation services is
offering services within the Union,
it should be ascertained whether it
is apparent that the provider of data
sharing_intermediation services is
planning to offer services to
persons in one or more Member
States. The mere accessibility in
the Union of the website or of an
email address and of other contact
details of the provider of data
sharing_intermediation services,
or the use of a language generally
used in the third country where the
provider of data-shearine
intermediation services is
established, should be considered
insufficient to ascertain such an
intention. However, factors such as
the use of a language or a currency
generally used in one or more

Draft Agreement

designate a legal representative.
Designation of a legal
representative_in such cases is
necessary, given that such
providers of data
sharingintermediation services
handle personal data as well as
commercially confidential data,
which necessitates the close
monitoring of the compliance of
sneh-service-providersproviders of
data intermediation services with
the conditions laid out in this
Regulation. In order to determine
whether such a provider of data
shearingintermediation services is
offering services within the Union,
it should be ascertained whether it
is apparent that the provider of data
shearincintermediation services is
planning to offer services to
persons in one or more Member
States. The mere accessibility in
the Union of the website or of an
email address and of other contact
details of the provider of data
sharinsintermediation services, or
the use of a language generally
used in the third country where the
provider of data
sharingintermediation services is
established, should be considered
insufficient to ascertain such an
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make it apparent that the provider
of data sharing services is planning
to offer services within the Union.
The representative should act on
behalf of the provider of data
sharing services and it should be
possible for competent authorities
to contact the representative. The
representative should be designated
by a written mandate of the
provider of data sharing services to
act on the latter's behalf with
regard to the latter's obligations
under this Regulation.

intention. However, factors such as
the use of a language or a currency
generally used in one or more
Member States with the possibility
of ordering services in that other
language, or the mentioning of
users who are in the Union, may
make it apparent that the provider
of data sharincintermediation
services is planning to offer
services within the Union. The
designated legal representative
should act on behalf of the provider
of data sharincintermediation
services and it should be possible
for competent authorities to contact
the legal representative, including
in the case of an infringement, to
initiate enforcement proceeding

Member States with the possibility
of ordering services in that other
language, or the mentioning of
users who are in the Union,#ay
could make it apparent that the
provider of data-shering
intermediation services is planning
to offer services within the Union.
The representative should act on
behalf of the provider of data
sharing_intermediation services
and it should be possible for
competent authorities to contact the
representative. The representative
should be designated by a written
mandate of the provider of data
sharing_intermediation services to
act on the latter's behalf with
regard to the latter's obligations

intention. However, factors such as
the use of a language or a currency
generally used in one or more
Member States with the possibility
of ordering services in that other
language, or the mentioning of
users who are in the Union,
maycould make it apparent that the
provider of data
sharinsintermediation services is
planning to offer services within
the Union. The designated legal
representative should act on behalf
of the provider of data
shearingintermediation services and
it should be possible for competent
authorities to contact the legal
representative, including in the
case of an infringement, to initiate

against a non-compliant provider | under this Regulation. enforcement proceeding against a
of data intermediation services not non-compliant provider of data
established in the Union. The intermediation services not
legal —Therepresentative should be established in the Union. The
designated by a written mandate of legal—The representative should be
the provider of data designated by a written mandate of
sharingsintermediation services to the provider of data
act on the latter's behalf with sharincintermediation services to
regard to the latter's obligations act on the latter's behalf with
under this Regulation._The regard to the latter's obligations
designation of such a legal under this Regulation.
representative does not affect the
responsibility or liability of the Text Origin: EP Mandate
provider of data intermediation
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services under this Regulation.
The legal representative should
perform _its tasks in accordance
with the mandate received from
the provider of data
intermediation services, including
cooperating with and
comprehensively demonstrating to
the competent authorities, upon
request, the actions taken and
provisions put in place by the
provider to ensure compliance
with this Regulation. Where a
provider of data intermediation
services that is not established in
the Union fails to designate a
legal representative, or such legal
representative fails to comply with
its obligations under this
Regulation, the competent
authority should have the power
to impose the immediate cessation
of the provision of the data
intermediation service. In the case
of processing of personal data, the
providers of data intermediation

services not established in the
Union should be subject to
Regulation (EU) 2016/679.

Council Mandate Draft Agreement

| Recital 2

(o]

= (28) This Regulation should be

(28) This Regulation should be

(28) This Regulation should be (28) This Regulation should be
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without prejudice to the obligation
of providers of data sharing
services to comply with Regulation
(EU) 2016/679 and the
responsibility of supervisory
authorities to ensure compliance
with that Regulation. Where the
data sharing service providers are
data controllers or processors in the
sense of Regulation (EU) 2016/679
they are bound by the rules of that
Regulation. This Regulation should
be also without prejudice to the
application of competition law.

without prejudice to the obligation
of providers of data
sharingintermediation services to
comply with Regulation (EU)
2016/679 and the responsibility of
supervisory authorities to ensure
compliance with that Regulation.

B R e e

service When providers of data

without prejudice to the obligation
of providers of data-sharing
intermediation services to comply
with Regulation (EU) 2016/679
and the responsibility of
supervisory authorities to ensure
compliance with that Regulation.
Hebrorotlroderieslrine=When

providers of data intermediation

without prejudice to the obligation
of providers of data-shearing
intermediation services to comply
with Regulation (EU) 2016/679
and the responsibility of
supervisory authorities to ensure
compliance with that Regulation.
Helrorotlrodeiesberine=When

providers of data intermediation

intermediation services process

services process personal data,

personal data, this Regulation

this Regulation does not affect the

services process personal data,
this Regulation does not affect the

should not affect the protection of

protection of personal data.

personal data. Where the

providers_of data intermediation
services are data controllers or
processors in the sense of
Regulation (EU) 2016/679 they are
bound by the rules of that

Where the data_intermediation

protection of personal data.
Where the data_intermediation

service providers are data
controllers or processors i#the
sense-of-as defined in_Regulation
(EU) 2016/679 they are bound by
the rules of that Regulation. Fis

service providers are data
controllers or processors i#the
sense-of-as defined in_Regulation
(EU) 2016/679 they are bound by
the rules of that Regulation. Fis

Regulation. This Regulation should | Regutation-shontd-be-also-without | Resutation-shontd-be-also-without
be also without prejudice to the presfrieeteth e plicaion-—of prefrlieetoth e lieeon—of
application of competition law. e e e e

Text Origin: Council Mandate

| Recital 28a
(28a) Providers of data (28a) Providers of data
intermediation services should intermediation services are
384 have in place procedures and expected to have in place
measures to sanction fraudulent procedures and measures to
or abusive practices in relation to sanction fraudulent or abusive
access to data from parties practices in relation to access to
seeking access through their data from parties seeking access
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services, including through
measures such as the exclusion of
data users that breach the terms of
service or infringe existing
legislation.

Draft Agreement

through their services, including
through measures such as the
exclusion of data users that
breach the terms of service or
infringe existing legislation.

Text Origin: EP Mandate

| Recital 2

(29) Providers of data sharing
services should also take measures
to ensure compliance with
competition law. Data sharing may

(29) Providers of data
sharincintermediation services
should also take_effective measures
to ensure compliance with

(29) This Regulation should be
also without prejudice to the
application of competition law.

Providers of data-sharing

(29) Browidepenldaeeslne
services This Regulation should be
also without prejudice to the

application ofatso-take-measures

generate various types of competition law—DPatasharingmay | intermediation services should o e e
efficiencies but may also lead to B also take measures to ensure competition law. Data-sharinemay
restrictions of competition, in et b Lo o Lo compliance with competition law e e
particular where it includes the FESTRICHONS-OF cOmpetition—in and have procedures in place to efficiencies-hur-mav-also-lead-ro
sharing of competitively sensitive | particitarwhereitineludesthe this effect. Data sharing may-could | restrictions-of-competition—in
information. This applies in seltensti e et e generate various types of et lepei el e e
39 parti.cular in situatiqns where data mfe#m&&eﬁ This zflpplies in efficiencies but meay-could al.sg et e
sharing enables businesses to particular in situations where data | lead to restrictions of competition, | informeationProviders of data
become aware of market strategies | sharing enables businesses to in particular where it includes the intermediation services should
of their actual or potential become aware of market strategies | sharing of competitively sensitive | also take measures to ensure
competitors. Competitively of their actual or potential information. This applies in compliance with competition law
sensitive information typically competitors. Competitively particular in situations where data | and have procedures in place to
includes information on future sensitive information typically sharing enables businesses to this effect. This applies in
prices, production costs, quantities, | includes information on future become aware of market strategies | particular in situations where data
turnovers, sales or capacities. prices, production costs, quantities, | of their actual or potential sharing enables businesses to
turnovers, sales or capacities. competitors. Competitively become aware of market strategies

sensitive information typically of their actual or potential

includes information on_customer | competitors. Competitively

data, future prices, production sensitive information typically
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costs, quantities, turnovers, sales or
capacities.

Draft Agreement

includes information on_customer
data, future prices, production
costs, quantities, turnovers, sales or
capacities.

Text Origin: Council Mandate

| Recital 29a
(29a) Member States should lay (29a) Member States should lay
down rules on penalties for the down rules on penalties for the
infringements of this Regulation, infringements of this Regulation.
and should ensure that those rules Those penalties should be
are implemented. Those penalties effective, proportionate and
should be effective, proportionate dissuasive. Large discrepancies
and dissuasive. Large between rules on penalties could
discrepancies between rules on lead to distortion of competition in

39a penalties among Member States the Digital Single Market.

should be avoided in order not to Harmonisation of such rules
distort competition in the Digital could be of benefit in this regard;
Single Market. To facilitate a
more consistent application of Text Origin: EP Mandate
penalties, non-exhaustive and
indicative criteria for the
application of penalties should be
included in this Regulation.

| Recital 30

(30) A notification procedure for

(30) A notification procedure for

(30) A notification procedure for

(30) A notification procedure for

i data sharing services should be data sharing services should be data-sharing_intermediation data-shearine_intermediation
established in order to ensure a established in order to ensure a services should be established in services should be established in
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data governance within the Union
based on trustworthy exchange of
data. The benefits of a trustworthy
environment would be best
achieved by imposing a number of
requirements for the provision of
data sharing services, but without
requiring any explicit decision or
administrative act by the competent
authority for the provision of such
services.

data governance within the Union
based on trustworthy exchange of
data. The benefits of a trustworthy
environment would be best
achieved by imposing a number of
requirements for the provision of
data sharing services, but without
requiring any explicit decision or
administrative act by the competent
authority for the provision of such
services.

order to ensure a data governance
within the Union based on
trustworthy exchange of data. The
benefits of a trustworthy
environment would be best
achieved by imposing a number of
requirements for the provision of
data-sharine_intermediation
services, but without requiring any
explicit decision or administrative
act by the competent authority for
the provision of such services.

Draft Agreement

order to ensure a data governance
within the Union based on
trustworthy exchange of data. The
benefits of a trustworthy
environment would be best
achieved by imposing a number of
requirements for the provision of
data-sharine_intermediation
services, but without requiring any
explicit decision or administrative
act by the competent authority for
the provision of such services. The
notification procedure should not
impose undue obstacles for SMEs,
start-ups and civil society
organisations and follow the
principle of non-discrimination.

Text Origin: Council Mandate

| Recital 3

(31) In order to support effective
cross-border provision of services,

(31) In order to support effective
cross-border provision of services,

(31) In order to support effective
cross-border provision of services,

(31) In order to support effective
cross-border provision of services,

the data sharing provider should be | the provider of data the data_intermediation service the provider of data
requested to send a notification intermediation servicesdcte sharing provider should be intermediation servicesdatea
41 only to the designated competent sharineprovider should be requested to send a notification sharineprovider should be

authority from the Member State requested to send a notification only to the designated competent requested to send a notification
where its main establishment is only to the designated competent authority from the Member State only to the designated competent
located or where its legal authority from the Member State where its main establishment is authority from the Member State
representative is located. Such a where its main establishment is located or where its legal where its main establishment is
notification should not entail more | located or where its legal representative is located. Such a located or where its legal
than a mere declaration of the representative is located. Such a notification should not entail more | representative is located. Such a
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intention to provide such services
and should be completed only by
the information set out in this
Regulation.

notification should not entail more
than a mere declaration of the
intention to provide such services
and should be completed only by
providing the information set out
in this Regulation._After the
relevant notification the provider
of data intermediation services
should be able to start operating
in other Member States without
further notification obligations.

than a mere declaration of the
intention to provide such services
and should be completed only by
the information set out in this
Regulation.

Draft Agreement

notification should not entail more
than a mere declaration of the
intention to provide such services
and should be completed only by
providing the information set out
in this Regulation. After the
relevant notification the provider
of data intermediation services
should be able to start operating
in other Member States without
further notification obligations.

Text Origin: EP Mandate

| Recital 3

(32) The main establishment of a
provider of data sharing services in
the Union should be the Member
State with the place of its central
administration in the Union. The
main establishment of a provider of
data sharing services in the Union

(32) The main establishment of a
provider of data
sharingintermediation services in
the Union should be the Member
State with the place of its central
administration in the Union. The
main establishment of a provider of

(32) The main establishment of a
provider of data-shering
intermediation services in the
Union should be the Member State
with the place of its central
administration in the Union. The
main establishment of a provider of

(32) The main establishment of a
provider of data-shering
intermediation services in the
Union should be the Member State
with the place of its central
administration in the Union. The
main establishment of a provider of

47 should be determined according to | data sharincintermediation data-sharine_intermediation data-sharine_intermediation
objective criteria and should imply | services in the Union should be services in the Union should be services in the Union should be
the effective and real exercise of determined aceordins—toin determined according to objective | determined according to objective
management activities. accordance with objective criteria | criteria and should imply the criteria and should imply the
and should imply the effective and | effective and real exercise of effective and real exercise of
real exercise of management management activities. Activities management activities. Activities
activities. of a provider of data of a provider of data
intermediation services should intermediation services should
also be in line with national law of | also be in line with national law of
the Member State in which it has | the Member State in which it has
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its main establishment.

Draft Agreement

its main establishment.

Text Origin: Council Mandate

| Recital 3

(33) The competent authorities
designated to monitor compliance
of data sharing services with the
requirements in this Regulation
should be chosen on the basis of
their capacity and expertise
regarding horizontal or sectoral
data sharing, and they should be
independent as well as transparent
and impartial in the exercise of
their tasks. Member States should
notify the Commission of the
identity of the designated

(33) The competent authorities
designated to monitor compliance

of providers of data
intermediationdata—sharing

services with the requirements in
this Regulation should be chosen
on the basis of their capacity and
expertise regarding horizontal or
sectoral data sharing, and they
should be independent as well as
transparent and impartial in the
exercise of their tasks. Member
States should notify the

(33) The competent authorities
designated to monitor compliance
of data-sharing_intermediation
services with the requirements in
this Regulation should be chosen
on the basis of their capacity and
expertise regarding horizontal or
sectoral data sharing, and they
should be independent of any
provider of data intermediation

(33) The competent authorities
designated to monitor compliance
of data-sharing_intermediation
services with the requirements in
this Regulation should be chosen
on the basis of their capacity and
expertise regarding horizontal or
sectoral data sharing, and they
should be independent of any
provider of data intermediation

services as well as transparent and
impartial in the exercise of their
tasks. Member States should notify

services as well as transparent and
impartial in the exercise of their
tasks. Member States should notify

43 competent authorities. Commission of the identity of the | the Commission of the identity of | the Commission of the identity of
designated competent authorities. the designated competent the designated competent
authorities. The powers and authorities. The powers and
competences of the designated competences of the designated
competent authorities should be competent authorities should be
without prejudice to the powers of | without prejudice to the powers of
the data protection authorities. In | the data protection authorities. In
particular, for any question particular, for any guestion
requiring an assessment of requiring an assessment of
compliance with Regulation (EU) | compliance with Regulation (EU)
2016/679, the competent authority | 2016/679, the competent authority
should seek, where relevant, an should seek, where relevant, an
opinion or decision by the opinion or decision by the
competent supervisory authority competent supervisory authority
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established pursuant to that
Regulation.

established pursuant to that
Regulation.

Text Origin: Council Mandate

| Recital 3

(34) The notification framework
laid down in this Regulation should
be without prejudice to specific
additional rules for the provision of

(34) The notification framework
laid down in this Regulation should
be without prejudice to specific
additional rules for the provision of

(34) The notification framework
laid down in this Regulation should
be without prejudice to specific
additional rules for the provision of

(34) The notification framework
laid down in this Regulation should
be without prejudice to specific
additional rules for the provision of

44 data sharing services applicable by | data sharing services applicable by | data-skarine intermediation data-sharine_intermediation
means of sector-specific means of sector-specific services applicable by means of services applicable by means of
legislation. legislation. sector-specific legislation. sector-specific legislation.

Text Origin: Council Mandate
| Recital 35 |

(35) There is a strong potential in | (35) There is a strong potential in | (35) There is a strong potential in | (35) There is a strong potential in
the use of data made available the use of data made available the use of data made available the use of data made available
voluntarily by data subjects based | voluntarily by data subjects based | voluntarily by data subjects based | voluntarily by data subjects based
on their consent or, where it on their informed consent or, on their informed consent or, on their informed consent or,
concerns non-personal data, made | where it concerns non-personal where it concerns non-personal where it concerns non-personal

45 available by legal persons, for data, made available by legal data, made available by legal data, made available by legal
purposes of general interest. Such | persons, for purposes of general persons, for-purpeses_objectives of | persons, for-purpeses_objectives of
purposes would include healthcare, | interest—Suehpurposesivorld general interest. Such-purposes general interest. Such-purposes
combating climate change, inelude, in particular scientific objectives would include objectives would include
improving mobility, facilitating the | research, healthcare, combating healthcare, combating climate healthcare, combating climate
establishment of official statistics climate change, improving change, improving mobility, change, improving mobility,
or improving the provision of mobility, facilitating the facilitating the establishment-of facilitating the establishment-of
public services. Support to establishment of official statistics officicidevelopment, production officicidevelopment, production
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scientific research, including for
example technological
development and demonstration,
fundamental research, applied
research and privately funded
research, should be considered as
well purposes of general interest.
This Regulation aims at
contributing to the emergence of
pools of data made available on the
basis of data altruism that have a
sufficient size in order to enable
data analytics and machine
learning, including across borders
in the Union.

or improving the provision of
public services. Supportto
s b ineludine#

wellpurposes-of-senerdl
interestSuch purposes may also be
established by national law. This
Regulation aims at contributing to
the emergence of pools of data
made available on the basis of data
altruism that have a sufficient size
in order to enable data analytics
and machine learning, including
across borders in the Union.

and dissemination of European

Draft Agreement

and dissemination of European

statistics-_or improving the
provision of public services.
Support to scientific research,
including for example
technological development and
demonstration, fundamental
research, applied research and
privately funded research, should
be considered as well-pi#rposes
objectives of general interest. This
Regulation eimsshould aim at
contributing to the emergence of
pools of data made available on the
basis of data altruism that have a
sufficient size in order to enable
data analytics and machine
learning, including across borders
in the Union._In order to achieve
this objective, Member States
could have organizational or
technical arrangements in place,

statistics-_or improving the
provision of public services.
Support to scientific research;

Ll o la
teclinotlogicdl-developmeni-cird
el o L el
privately-funded-researeh; should
be considered as well purposesan
objective of general interest. This
Regulation aimsshould aim at
contributing to the emergence of
pools of data made available on the
basis of data altruism that have a
sufficient size in order to enable
data analytics and machine
learning, including across borders
in the Union. In order to achieve
this objective, Member States
could have organizational or
technical arrangements in place,

which would facilitate data
altruism. Such arrangements
could include the availability of

which would facilitate data
altruism. Such arrangements
could include the availability of

easily useable tools for data
subjects or data holders for giving

easily useable tools for data
subjects or data holders for giving

consent or permission for the
altruistic use of their data, the

consent or permission for the
altruistic use of their data, the

organization of awareness
campaigns, or a structured
exchange between public
authorities on_how public policies

organization of awareness
campaigns, or a structured
exchange between public
authorities on_how public policies
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benefit from data altruism (e.g.

Draft Agreement

benefit from data altruism (e.g.

improving traffic, public health,

improving traffic, public health,

combating climate change). In

combating climate change). In

support of this, Member States

support of this, Member States

could also define national policies

could also define national policies

for data altruism. Data subjects

for data altruism. Data subjects

should be able to receive
compensation related only to the

should be able to receive
compensation related only to the

costs they incur making their data

costs they incur making their data

available for objectives of general
interest.

available for objectives of general
interest.

Text Origin: Council Mandate

| Recital 3

(36) Legal entities that seek to
support purposes of general interest
by making available relevant data
based on data altruism at scale and
meet certain requirements, should
be able to register as ‘Data
Altruism Organisations recognised
in the Union’. This could lead to

(36) Legal entities that seek to
support purposes of general interest
by making available relevant data
based on data altruism at scale and
meet certain requirements, should
be able to register as ‘Data
Altruism Organisations recognised
in the Union’. This could lead to

(36) Legal entities that seek to
support-purposes_objectives of
general interest by making
available relevant data based on
data altruism at scale and meet
certain requirements, should be
able to register as ‘data altruism
organisations recognised in the

(36) Legal entities that seek to
support-purposes_objectives of
general interest by making
available relevant data based on
data altruism at scale and meet
certain requirements, should be
able to register as ‘data altruism
organisations recognised in the

46 the establishment of data the establishment of data Union’. This could lead to the Union’. This could lead to the

repositories. As registration in a repositories. As registration in a establishment of data repositories. | establishment of data repositories.
Member State would be valid Member State would be valid As registration in a Member State | As registration in a Member State
across the Union, and this should across the Union, axrd-this should would be valid across the Union, would be valid across the Union,
facilitate cross-border data use facilitate cross-border data use and this should facilitate cross- and this should facilitate cross-
within the Union and the within the Union and the border data use within the Union border data use within the Union
emergence of data pools covering | emergence of data pools covering | and the emergence of data pools and the emergence of data pools
several Member States. Data several Member States. Data covering several Member States. covering several Member States.
subjects in this respect would subjects in this respect would Data subjects in this respect would | Pata-subjects-inthisrespeetworld
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consent to specific purposes of data
processing, but could also consent
to data processing in certain areas
of research or parts of research
projects as it is often not possible
to fully identify the purpose of
personal data processing for
scientific research purposes at the
time of data collection. Legal
persons could give permission to
the processing of their non-
personal data for a range of
purposes not defined at the
moment of giving the permission.
The voluntary compliance of such
registered entities with a set of
requirements should bring trust that
the data made available on
altruistic purposes is serving a
general interest purpose. Such trust
should result in particular from a
place of establishment within the
Union, as well as from the
requirement that registered entities
have a not-for-profit character,
from transparency requirements
and from specific safeguards in
place to protect rights and interests
of data subjects and companies.
Further safeguards should include
making it possible to process
relevant data within a secure
processing environment operated

consent to specific purposes of data
processing—but-countd-also-consent

FO-cletttproces et e e oS
B e e

e e e e

2 ion. Legal
persons could give permission to
the processing of their non-
personal data for a range of
purposes not defined at the
moment of giving the permission.
The voluntary registration as ‘data
altruism organisation recognised
in the Union’ and the compliance
of such registered entities with a
set of requirements should bring
trust that the data made available
on altruistic purposes is serving a
general interest purpose. Such trust
should result in particular from a
place of establishment within the
Union, as well as from the
requirement that registered entities
have a not-for-profit character,
from transparency requirements
and from specific safeguards in
place to protect rights and interests
of data subjects and companies.
Further safeguards should include
making it possible to process

consent to specific purposes of data
processing, but could also consent
to data processing in certain areas
of research or parts of research
projects as it is often not possible
to fully identify the purpose of
personal data processing for
scientific research purposes at the
time of data collection. Legal
persons could give permission to
the processing of their non-
personal data for a range of
purposes not defined at the
moment of giving the permission.
The-veluntary-_compliance of such
registered entities with a set of
requirements should bring trust that
the data made available on
altruistic purposes is serving a
general interest purpose. Such trust
should result in particular from a
place of establishment or a legal
representative within the Union,,
as well as from the requirement
that registered entities have a not-
for-profit character, from
transparency requirements and
from specific safeguards in place to
protect rights and interests of data
subjects and companies. Further
safeguards should include making
it possible to process relevant data
within a secure processing

Draft Agreement

eottection—Legal persons could
give permission to the processing
of their non-personal data for a
range of purposes not defined at
the moment of giving the
permission. Thevelntary
compliance of such registered
entities with a set of requirements
should bring trust that the data
made available on altruistic
purposes is serving a general
interest purpose. Such trust should
result in particular from a place of
establishment or a legal
representative within the Union,,
as well as from the requirement
that registered entities have a not-
for-profit character, from
transparency requirements and
from specific safeguards in place to
protect rights and interests of data
subjects and companies. Further
safeguards should include making
it possible to process relevant data
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by the registered entity, oversight
mechanisms such as ethics councils
or boards to ensure that the data
controller maintains high standards
of scientific ethics, effective
technical means to withdraw or
modify consent at any moment,
based on the information
obligations of data processors
under Regulation (EU) 2016/679 as
well as means for data subjects to
stay informed about the use of data
they made available.

relevant data within a secure
processing environment operated
by the registered entity, oversight
mechanisms such as ethics councils
or boards, including
representatives from civil society,
to ensure that the data controller
maintains high standards of
scientific ethics_and protection of
fundamental rights, cffective_and
clearly communicated technical
means to withdraw or modify
consent at any moment, based on
the information obligations of data
processors under Regulation (EU)
2016/679 as well as means for data
subjects to stay informed about the
use of data they made available.

environment operated by the
registered entity, oversight
mechanisms such as ethics councils
or boards to ensure that the data
controller maintains high standards
of scientific ethics, effective
technical means to withdraw or
modify consent at any moment,
based on the information
obligations of data processors
under Regulation (EU) 2016/679 as
well as means for data subjects to
stay informed about the use of data
they made available._Registration
as a recognised data altruism
organisation should not be a
precondition for exercising data

altruism_activities. The
Commission should, by way of

Draft Agreement

within a secure processing
environment operated by the
registered entity, oversight
mechanisms such as ethics councils
or boards, , including
representatives firom civil society
to ensure that the data controller
maintains high standards of
scientific ethics_and protection of
fundamental rights, effective and
clearly communicated technical
means to withdraw or modify
consent at any moment, based on
the information obligations of data
processors under Regulation (EU)
2016/679 as well as means for data
subjects to stay informed about the
use of data they made available.
Registration as a recognised data

implementing acts, adopt codes of

altruism organisation should not

conduct developed in close
cooperation with data altruism

be a precondition for exercising
data altruism activities. The

organisations and relevant
stakeholders, making compliance

Commission should, by way of
[implementing/delegated] acts,

with those codes a requirement for

adopt a rulebook developed in

registration as a recognised data

close cooperation with data

altruism organisations in
accordance with this Regulation.

altruism organisations and
relevant stakeholders, making

compliance with this rulebook a
requirement for registration as a
recognised data altruism
organisations in accordance with
this Regulation.
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Text Origin: Council Mandate

| Recital 3

(37) This Regulation is without
prejudice to the establishment,
organisation and functioning of
entities that seek to engage in data
altruism pursuant to national law. It
builds on national law
requirements to operate lawfully in
a Member State as a not-for-profit
organisation. Entities which meet
the requirements in this Regulation
should be able to use the title of
‘Data Altruism Organisations
recognised in the Union’.

(37) This Regulation is without
prejudice to the establishment,
organisation and functioning of
entities that seek to engage in data
altruism pursuant to national law. It
builds on national law
requirements to operate lawfully in
a Member State as a not-for-profit
organisation. Entities which meet
the requirements laid down in this
Regulation should be able to use
the title ‘data altruism
organisations recognised in the

(37) This Regulation is without
prejudice to the establishment,
organisation and functioning of
entities that seek to engage in data
altruism pursuant to national law. It
builds on national law
requirements to operate lawfully in
a Member State as a not-for-profit
organisation. Entities which meet
the requirements—#_of this
Regulation should be able to use
the title of ‘data altruism
organisations recognised in the

(37) This Regulation is without
prejudice to the establishment,
organisation and functioning of
entities that seek to engage in data
altruism pursuant to national law. It
builds on national law
requirements to operate lawfully in
a Member State as a not-for-profit
organisation. Entities which meet
the requirements laid down in this
Regulation should be able to use
the title ‘data altruism
organisations recognised in the

TREE.2.B

LIMITE

Y Union’. In order to assist data Union’. Union’. In order to assist data
subjects and legal entities to easily subjects and legal entities to easily
identify, and thereby to increase identify, and thereby to increase
their trust in, data altruism their trust in, data altruism
organisations recognised in the organisations recognised in the
Union, a common logo that is Union, a common logo that is
recognisable throughout the recognisable throughout the
Union should be established. In Union should be established. In
order to ensure uniform order to ensure uniform
conditions for the application of conditions for the application of
that logo, implementing powers that logo, implementing powers
should be conferred on the should be conferred on the
Commission to establish a design Commission to establish a design
for that common logo. The for that common logo. The
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common logo should be
accompanied by a OR code with a
link to the Union register of of
“data altruism organisations
recognised in the Union-.

Draft Agreement

common logo should be
accompanied by a OR code with a
link to the Union register of of
-“data altruism organisations
recognised in the Union-.

Text Origin: EP Mandate

TREE.2.B

LIMITE

| Recital 37a |

(37a) This Regulation is without (37a) This Regulation is without
prejudice to the establishment, prejudice to the establishment,
organisation and functioning of organisation and functioning of
entities other than public sector entities other than public sector
bodies that engage in the sharing bodies that engage in the sharing
of data and content on the basis of of data and content on the basis of
open licenses, thereby open licenses, thereby
contributing to the creation of contributing to the creation of
commons resources available to commons resources available to
all. This includes open all, This includes open

47a collaborative knowledge sharing collaborative knowledge sharing
platforms, open access scientific platforms, open access scientific
and academic repositories, open and academic repositories, open
source software development source software development
platforms and Open Access platforms and Open Access
content aggregation platforms. content agoregation platforms.
Organisations building such open
Access commons knowledge
repositories play an important role O e AT
in the online infrastructure.
Nothing in this Regulation should
therefore be interpreted so as to
limit the ability of not-for profit
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Commission Proposal

EP Mandate

organisations to make data and
content available to the public
under open licenses.

Council Mandate

Draft Agreement

Recital 3

(38) Data Altruism Organisations
recognised in the Union should be
able to collect relevant data
directly from natural and legal
persons or to process data collected
by others. Typically, data altruism
would rely on consent of data
subjects in the sense of Article
6(1)(a) and 9(2)(a) and in
compliance with requirements for
lawful consent in accordance with
Article 7 of Regulation (EU)
2016/679. In accordance with

(38) Data altruism organisations
recognised in the Union should be
able to collect relevant data
directly from natural and legal
persons or to process data collected
by others. Where they are data
controllers or processors within

(38) Data altruism organisations
recognised in the Union should be
able to collect relevant data
directly from natural and legal
persons or to process data collected
by others. Data altruism
organisations may process the

(38) Data altruism organisations
recognised in the Union should be
able to collect relevant data
directly from natural and legal
persons or to process data collected
by others. Processing of collected
data can be done by data altruism

the meaning of Regulation (EU)

collected data for purposes which

organisations for purposes which

2016/679, they are bound by that

they define themselves or permit

they define themselves or where

Regulation. Typically, data
altruism would rely on consent of

data subjects in the sense of Article

StiHe-and-9(2)a6(1), point (a)

the processing by third parties.

relevant they can permit the

Where recognised data altruism

processing by third parties for

organisations are data controllers

these purposes. Where recognised

or processors within the meaning

data altruism organisations are

= Regulation (EU) 2016/679, and 9(2), point (a) and in of Regulation (EU) 2016/679 they | data controllers or processors
scientific research purposes can be | compliance with requirements for are bound by the rules of that within the meaning of Regulation
supported by consent to certain lawful consent in accordance with | Regulation. Typically, data (EU) 2016/679 they are bound by
areas of scientific research when in | Artiete7Articles 7 and 8 of altruism would rely on consent of | the rules of that Regulation.
keeping with recognised ethical Regulation (EU) 2016/679. In data subjects in the sense of Article | Typically, data altruism would rely
standards for scientific research or | accordance with Regulation (EU) 6(1)(a) and 9(2)(a) ardof on consent of data subjects in the
only to certain areas of research or | 2016/679, scientific research Regulation (EU) 2016/679 that sense of Article 6(1)(a) and 9(2)(a)
parts of research projects. Article purposes can be supported by should be in compliance with andof Regulation (EU) 2016/679
5(1)(b) of Regulation (EU) consent to certain areas of requirements for lawful consent in | that should be in compliance with
2016/679 specifies that further scientific research when in keeping | accordance with Article 7 of requirements for lawful consent in
processing for scientific or with recognised ethical standards RegtationH=E) 201662 0that accordance with A#tiete7-of
historical research purposes or for scientific research or only to Regulation . In accordance with Reswtation-(EH-2016/679Articles
statistical purposes should, in certain areas of research or parts of | Regulation (EU) 2016/679, 7 and 8 of that Regulation . In
accordance with Article 89(1) of research projects. Article scientific research purposes can be | accordance with Regulation (EU)
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Commission Proposal

Regulation (EU) 2016/679, not be
considered to be incompatible with
the initial purposes.

EP Mandate

SHb)5(1), point (b), of
Regulation (EU) 2016/679

specifies that further processing for
scientific or historical research
purposes or statistical purposes
should, in accordance with Article
89(1) of Regulation (EU)
2016/679, not be considered to be
incompatible with the initial
purposes.

Council Mandate

supported by consent to certain
areas of scientific research when in
keeping with recognised ethical
standards for scientific research or
only to certain areas of research or
parts of research projects. Article
5(1)(b) of Regulation (EU)
2016/679 specifies that further
processing for scientific or
historical research purposes or
statistical purposes should, in
accordance with Article 89(1) of
Regulation (EU) 2016/679, not be
considered to be incompatible with
the initial purposes._For non-
personal data the usage

limitations should be found in the
permission given by the data

holder.

Draft Agreement

2016/679, scientific research
purposes can be supported by
consent to certain areas of
scientific research when in keeping
with recognised ethical standards
for scientific research or only to
certain areas of research or parts of
research projects. Article 5(1)(b) of
Regulation (EU) 2016/679
specifies that further processing for
scientific or historical research
purposes or statistical purposes
should, in accordance with Article
89(1) of Regulation (EU)
2016/679, not be considered to be
incompatible with the initial
purposes._For non-personal data
the usage limitations should be
found in the permission given by

the data holder.

Text Origin: Council Mandate

TREE.2.B

LIMITE

| Recital 38a
(38a) The competent authorities (38a) The competent authorities
designated to monitor compliance | designated to monitor compliance
of recognised data altruism of recognised data altruism
48a organisations with the organisations with the
requirements of this Regulation requirements of this Regulation
should be chosen on the basis of should be chosen on the basis of
their capacity and expertise, and their capacity and expertise, and
they should be independent of any | they should be independent of any
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Council Mandate

Commission Proposal

data altruism organisation as well

Draft Agreement

data altruism organisation as well

as transparent and impartial in

as transparent and impartial in

the exercise of their tasks.
Member States should notify the

the exercise of their tasks.
Member States should notify the

Commission of the identity of the

Commission of the identity of the

designated competent authorities.

designated competent authorities.

The powers and competences of

The powers and competences of

the designated competent
authorities should be without
prejudice to the powers of the data
protection_authorities. In

particular, for any question

requiring an assessment of
compliance with Regulation (EU)

the designated competent
authorities should be without
prejudice to the powers of the data
protection_authorities. In
particular, for any question
requiring an assessment of
compliance with Regulation (EU)

2016/679, the competent authority

2016/679, the competent authority

should seek, where relevant, an

should seek, where relevant, an

opinion or decision by the
competent supervisory authority

opinion or decision by the
competent supervisory authority

established pursuant to that
Regulation.

established pursuant to that
Regulation.

Text Origin: Council Mandate

| Recital 3

(39) To bring additional legal
certainty to granting and
withdrawing of consent, in

(39) To promote trust and bring
additional legal certainty and user-

friendliness to granting and

(39) To bring additional legal
certainty to granting and
withdrawing of consent, in

(39) To promote trust and bring
additional legal certainty and user-

friendliness to granting and

49 particular in the context of withdrawing of consent, in particular in the context of withdrawing of consent, in
scientific research and statistical particular in the context of scientific research and statistical particular in the context of
use of data made available on an scientific research and statistical use of data made available on an scientific research and statistical
altruistic basis, a European data use of data made available on an altruistic basis, a European data use of data made available on an
altruism consent form should be altruistic basis, a European data altruism consent form should be altruistic basis, a European data
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Council Mandate

Commission Proposal

developed and used in the context
of altruistic data sharing. Such a
form should contribute to
additional transparency for data
subjects that their data will be
accessed and used in accordance
with their consent and also in full
compliance with the data
protection rules. It could also be
used to streamline data altruism
performed by companies and
provide a mechanism allowing
such companies to withdraw their
permission to use the data. In order
to take into account the
specificities of individual sectors,
including from a data protection
perspective, there should be a
possibility for sectoral adjustments
of the European data altruism
consent form.

altruism consent form should be
developed and used in the context
of altruistic data sharing. Such a
form should contribute to
additional transparency for data
subjects that their data will be
accessed and used in accordance
with their consent and also in full
compliance with the data
protection rules. It eounld
atsoshould also facilitate the
granting and withdrawing of
consent and be used to streamline
data altruism performed by
companies and provide a
mechanism allowing such
companies to withdraw their
permission to use the data. In order
to take into account the
specificities of individual sectors,
including from a data protection
perspective, there should be a
possibility for sectoral adjustments
of the European data altruism
consent form.

developed and used in the context
of altruistic data sharing. Such a
form should contribute to
additional transparency for data
subjects that their data will be
accessed and used in accordance
with their consent and also in full
compliance with the data
protection rules. It could also be
used to streamline data altruism
performed by companies and
provide a mechanism allowing
such companies to withdraw their
permission to use the data. In order
to take into account the
specificities of individual sectors,
including from a data protection
perspective, there should be a
possibility for sectoral adjustments
of the European data altruism
consent form.

Draft Agreement

altruism consent form should be
developed and used in the context
of altruistic data sharing. Such a
form should contribute to
additional transparency for data
subjects that their data will be
accessed and used in accordance
with their consent and also in full
compliance with the data
protection rules. It eoutd
atsoshould also facilitate the
granting and withdrawing of
consent and be used to streamline
data altruism performed by
companies and provide a
mechanism allowing such
companies to withdraw their
permission to use the data. In order
to take into account the
specificities of individual sectors,
including from a data protection
perspective, there should be a
possibility for sectoral adjustments
of the European data altruism
consent form.

Text Origin: EP Mandate

| Recital 40

(40) In order to successfully

(40) In order to successfully

(40) In order to successfully

(40) In order to successfully

2 implement the data governance implement the data governance implement the data governance implement the data governance
framework, a European Data framework, a European Data framework, a European Data framework, a European Data
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Council Mandate

Commission Proposal

Innovation Board should be
established, in the form of an
expert group. The Board should
consist of representatives of the
Member States, the Commission
and representatives of relevant data
spaces and specific sectors (such as
health, agriculture, transport and
statistics). The European Data
Protection Board should be invited
to appoint a representative to the
European Data Innovation Board.

Innovation Board (the 'Board’)
should be established, in the form
of an expert group. The Board
should be gender balanced and
consist of representatives of the
competent authorities of all the
Member States, the European
Union Agency for Cybersecurity
(ENISA), the Commission, the EU

Innovation Board should be
established, in the form of an
expert group. The Board should
consist of representatives of the
Member States, the Commission
and representatives of relevant data
spaces and specific sectors (such as
health, environment, agriculture
and transport), as well as

SME Envoy or a representative

representatives of academia,

appointed by the network of SME

research, standard setting

envoys and other -a#d
representatives of relevant-deata
spaces-andcompetent authorities

organisations and bodies with
specific expertise such as national
statistical offices, where relevant.

in specific sectors, fsuch as health,
energy, industrial manufacturing,

Balanced representation of
different geographical areas

environment, agriculture, media,

should be ensured. The

cultural and creative sectors,
transport and statistics), ensuring

determination of the membership
should also aim to ensure the

veographical balance. The
European Data Protection Board
and the European Data Protection
Supervisor, as well as the Data
Innovation Advisory Council,
should be invited to appoint a

efficient functioning of the Board-

Draft Agreement

Innovation Board (the 'Board’)
should be established, in the form
of an expert group. The Board
should consist of representatives of
the Member States, the
Commission and representatives of
relevantcommon European data
spaces and specific sectors (such as
health, environment, agriculture,
transport, health, energy,
industrial manufacturing, media,
cultural and creative sectors, -and
statistics)—Fhe-European-Data

. . .
Eﬁl 615 €ait £ atet Jiiiiﬁ ¥ éili.E:i é Ot az
as well as representatives of
academia, research, standard
setting organisations and bodies
with specific expertise such as

Hret e e e, The

European Data Protection Board
should be invited to appoint a
representative to the European
Data Innovation Board.

national statistical offices, where
relevant.

Text Origin: Council Mandate

TREE.2.B

LIMITE

representative to the-E#ropean
DataInnovation Board.
| Recital 40a
50a (40a) A data innovation advisory (40a) deleted
council (‘the Advisory Council’)
should be established as a sub-
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Council Mandate

Commission Proposal

group of the Board consisting of
relevant representatives from
industry, research, academia, civil
society, standardisation
organisations, relevant common
European data spaces, and other
relevant stakeholders, including
social partners, where appropriate
depending on the subject matter
discussed. The Advisory Council
should support the work of the
Board by providing advice relating
to the tasks of the Board, such as
relating to the exchange of data,
and in particular on how to best
protect commercially sensitive
non-personal data, in particular
trade secrets, but also non-
personal data representing
content protected by intellectual
property rights from unlawful

access that may lead to IP theft or
industrial espionage. The
Advisory Council should
nominate a representative to
attend meetings of the Board and
to participate in its work.

Draft Agreement

| Recital 41

(41) The Board should support the

(41) The Board should support the

(41) The European Data

(41) The Board should support the

TREE.2.B

LIMITE

> Commission in coordinating Commission in coordinating Innovation Board should support Commission in coordinating
national practices and policies on national practices and policies on the Commission in coordinating national practices and policies on
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Commission Proposal

the topics covered by this
Regulation, and in supporting
cross-sector data use by adhering
to the European Interoperability
Framework (EIF) principles and
through the utilisation of standards
and specifications (such as the
Core Vocabularies' and the CEF
Building Blocks?), without
prejudice to standardisation work
taking place in specific sectors or
domains. Work on technical
standardisation may include the
identification of priorities for the
development of standards and
establishing and maintaining a set
of technical and legal standards for
transmitting data between two
processing environments that
allows data spaces to be organised
without making recourse to an
intermediary. The Board should
cooperate with sectoral bodies,
networks or expert groups, or other
cross-sectoral organisations dealing
with re-use of data. Regarding data
altruism, the Board should assist
the Commission in the
development of the data altruism
consent form, in consultation with
the European Data Protection
Board.

1.

EP Mandate

the topics covered by this
Regulation, and in supporting
cross-sector data use by adhering
to the European Interoperability
Framework (EIF) principles and
through the utilisation of European
and international standards and
specifications (s#chasincluding
through the EU Multi-
Stakeholder Platform for ICT
Standardisation, the Core
Vocabularies! and the CEF
Building Blocks?), without
prejudice-toand should take into
account standardisation work
taking place in specific sectors or
domains. Work on technical
standardisation may include the
identification of priorities for the
development of standards and
establishing and maintaining a set
of technical and legal standards for
transmitting data between two
processing environments that
allows data spaces to be organised,
in particular in clarifying and
distinguishing which standards
and practices are cross-sectoral
and which _are sectoral-vithout

IO e o-cHT
intermediary. The Board should
cooperate with the Advisory

Council, sectoral bodies, networks

Council Mandate

national practices and policies on
the topics covered by this
Regulation, and in supporting
cross-sector data use by adhering
to the European Interoperability
Framework (EIF) principles and
through the utilisation of standards
and specifications (such as the
Core Vocabularies' and the CEF
Building Blocks?), without
prejudice to standardisation work
taking place in specific sectors or
domains. Work on technical
standardisation #ea3-could include
the identification of priorities for
the development of standards and
establishing and maintaining a set
of technical and legal standards for
transmitting data between two
processing environments that
allows data spaces to be organised
without making recourse to an
intermediary. The European Data
Innovation Board should
cooperate with sectoral bodies,
networks or expert groups, or other
cross-sectoral organisations dealing
with re-use of data. Regarding data
altruism, the European Data
Innovation Board should assist the
Commission in the development of
the data altruism consent form, in
consultation with the European

Draft Agreement

the topics covered by this
Regulation, and in supporting
cross-sector data use by adhering
to the European Interoperability
Framework (EIF) principles and
through the utilisation of European
and international standards and
specifications (s#chasincluding
through the EU Multi-
Stakeholder Platform for ICT
Standardisation, the Core
Vocabularies' and the CEF
Building Blocks?), sithout
prejudice-toand should take into
account standardisation work
taking place in specific sectors or
domains. Work on technical
standardisation may include the
identification of priorities for the
development of standards and
establishing and maintaining a set
of technical and legal standards for
transmitting data between two
processing environments that
allows data spaces to be organised,
in particular in clarifying and
distinguishing which standards
and practices are cross-sectoral
and which are sectoral-vithout

PP Rt L O—et
intermediary. The Board should

cooperate with sectoral bodies,
networks or expert groups, or other

14021/21

TREE.2.B

RB/ek
LIMITE

EN

108



Council Mandate

Commission Proposal

https://joinup.ec.europa.eu/collection/sema
ntic-interoperability-community-
semic/core-vocabularies

2.
https://joinup.ec.europa.eu/collection/conn
ecting-europe-facility-cef

EP Mandate

or expert groups, or other cross-
sectoral organisations dealing with
re-use of data. Regarding data
altruism, the Board should assist
the Commission in the
development of the data altruism
consent form, in consultation with
the European Data Protection
Board. By proposing guidelines on

common European data spaces,
the Board should support the
development of a functioning
European data economy based on
those data spaces, as set out in the
European data strategy.

1.
https://joinup.ec.europa.cu/collection/sema
ntic-interoperability-community-
semic/core-vocabularies

2.
https://joinup.ec.europa.eu/collection/conn
ecting-europe-facility-cef

Data Protection Board.

1. /1]
https://joinup.ec.europa.eu/collection/sema
ntic-interoperability-community-
semic/core-vocabularies

2.12]
https://joinup.ec.europa.eu/collection/conn
ecting-europe-facility-cef

Draft Agreement

cross-sectoral organisations dealing
with re-use of data. Regarding data
altruism, the Board should assist
the Commission in the
development of the data altruism
consent form, in consultation with
the European Data Protection
Board. By proposing guidelines on
common European data spaces,
the Board should support the
development of a functioning
European data economy based on
those data spaces, as set out in the
European data strategy.

1.
https://joinup.ec.europa.eu/collection/sema
ntic-interoperability-community-
semic/core-vocabularies

2.
https://joinup.ec.europa.eu/collection/conn
ecting-europe-facility-cef

Text Origin: EP Mandate

| Recital 41a

51a

(41a) The Commission should
ensure systematic cooperation
between the Board and other
equivalent Union-level bodies
established under Union
legislation on data related issues,
in particular legislative acts on

(41a) deleted
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Commission Proposal

EP Mandate

data and artificial intelligence.

Council Mandate

Draft Agreement

| Recital 42

52

(42) In order to ensure uniform
conditions for the implementation
of this Regulation, implementing
powers should be conferred on the
Commission to develop the
European data altruism consent
form. Those powers should be
exercised in accordance with
Regulation (EU) No 182/2011 of
the European Parliament and of the
Council'.

1. Regulation (EU) No 182/2011 of the
European Parliament and of the Council of
16 February 2011 laying down the rules
and general principles concerning
mechanisms for control by the Member
States of the Commission's exercise of
implementing powers (OJ L 55, 28.2.2011,

p.13).

(42) In order to ensure uniform
conditions for the implementation
of this Regulation, implementing
powers should be conferred on the
Commission to develop the
European data altruism consent
form. Those powers should be
exercised in accordance with
Regulation (EU) No 182/2011 of
the European Parliament and of the
Council'.

1. Regulation (EU) No 182/2011 of the
European Parliament and of the Council of
16 February 2011 laying down the rules
and general principles concerning
mechanisms for control by the Member
States of the Commission's exercise of
implementing powers (OJ L 55, 28.2.2011,

p-13).

(42) In order to ensure uniform
conditions for the implementation
of this Regulation, implementing
powers should be conferred on the
Commission to develop the
European data altruism consent
form, to declare that the legal,
supervisory and enforcement
arrangements of a third country
are adequate, to lay down special
conditions applicable for transfers
to third-countries of certain non-
personal data categories deemed

to be highly sensitive in specific
Union acts adopted through a
legislative procedure, and to
support public sector bodies and
re-users in their compliance with
conditions for re-use set out in
this Regulation by providing
model contractual clauses. Those
powers should be exercised in
accordance with Regulation (EU)
No 182/2011 of the European
Parliament and of the Council'.

1. [1] Regulation (EU) No
182/2011 of the European Parliament and
of the Council of 16 February 2011 laying

to be decided IAs/DAs
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Commission Proposal EP Mandate Council Mandate Draft Agreement
down the rules and general principles
concerning mechanisms for control by the
Member States of the Commission's
exercise of implementing powers (OJ L 55,
28.2.2011, p.13).
| Recital 42a |

(42a) In order to provide for an (42a) In order to provide for an
efficient enforcement of this efficient enforcement of this
Regulation and to ensure that Regulation and to ensure that
providers of data intermediation providers of data intermediation
services as well as entities who services as well as entities who
wish to register as recognised data | wish to register as recognised data
altruism organisations can access | altruism organisations can access
and complete the procedures of and complete the procedures of
notification and registration fully | notification and registration fully
online and in a cross-border online and in a cross-border
manner, such procedures should manner, such procedures should
be offered through the single be offered through the single

52a digital gateway established digital gateway established
pursuant to Regulation (EU) pursuant to Regulation (EU)
2018/1724." These procedures 2018/1724." These procedures
should be added to the list of should be added to the list of
procedures included in Annex 11 procedures included in Annex 11
of Regulation (EU) 2018/1724. of Regulation (EU) 2018/1724.
1. Regulation (EU) 2018/1724 of the 1. Regulation (EU) 2018/1724 of the
European Parliament and of the Council European Parliament and of the Council
of 2 October 2018 establishing a single of 2 October 2018 establishing a single
digital gateway to provide access to digital gateway to provide access to
information, to procedures and to information, to procedures and to
assistance and problem-solyving services assistance and problem-solyving services
and amending Regulation (EU) No and amending Regulation (EU) No
2014/2012 (OJ L 295, 21.11.2018, p.1). 2014/2012 (OJ L 295, 21.11.2018, p.1).
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EP Mandate

Council Mandate

Draft Agreement

Text Origin: Council Mandate

Recital 43

(43) In order to take account of the

(43) In order to take account of the

specific nature of certain categories | specific nature of certain categories | the-specificnatire-of-certain to be decided - IAs/DAs
of data, the power to adopt acts in | of data, the power to adopt acts in | eategories-of-data—thepowerto
accordance with Article 290 TFEU | accordance with Article 290 TFEU | adoptactsin-accordancewith
should be delegated to the should be delegated to the sl OO L b L b
Commission to lay down special Commission to lay down special dlelocegoeltothe Copnrlndion oo
conditions applicable for transfers | conditions applicable for transfers | down-specialconditions-applicable
to third-countries of certain non- to third-countries of certain non- B e T e
personal data categories deemed to | personal data categories deemed to | eertainnon-personai-data
be highly sensitive in specific be highly sensitive in specific categories-deemed-to-be-frichiy
Union acts adopted though a Union acts adopted though a s e e e L e
legislative procedure. It is of legislative procedure. It is of ercleptedion el tocidariee
particular importance that the particular importance that the B e

53 Commission carry out appropriate | Commission carry out appropriate | #nportance-that-the-Comniission
consultations during its preparatory | consultations during its preparatory | ear#y-out-appropricte
work, including at expert level, and | work, including at expert level, and | eonsultations-durineits
that those consultations be that those consultations be B e
conducted in accordance with the conducted in accordance with the e
principles laid down in the principles laid down in the consultations-he-conducted-in
Interinstitutional Agreement of 13 | Interinstitutional Agreement of 13 | accordancewith-theprinciplesteaid
April 2016 on Better Law-Making . | April 2016 on Better Law-Making . | dewn-inthetnterinstitutionat
In particular, to ensure equal In particular, to ensure equal sherecnrenta Lo L0 LA s
participation in the preparation of | participation in the preparation of | Bettertaw-Meakine—tn-particrtar;
delegated acts, the European delegated acts, the European to-ensire-cqrtH-participationirthe
Parliament and the Council receive | Parliament and the Council receive | preparation-of-delesated-aets—the
all documents at the same time as all documents at the same time as Enropean-Pearticamen-and-the
Member States’ experts, and their | Member States’ experts, and their | Couneilreceive-att-docnments—at
experts systematically have access | experts systematically have access | thesametine-asMember-States
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

to meetings of Commission expert
groups dealing with the preparation
of delegated acts.

to meetings of Commission expert
groups dealing with the preparation
of delegated acts.

J e e e
(deleted)

Recital 44

(44) This Regulation should not
affect the application of the rules
on competition, and in particular
Articles 101 and 102 of the Treaty
on the Functioning of the European
Union. The measures provided for
in this Regulation should not be
used to restrict competition in a
manner contrary to the Treaty on

(44) This Regulation should not
affect the application of the rules
on competition, and in particular
Articles 101 and 102 ef the-Freaty
European-tinion TFEU. The

measures provided for in this
Regulation should not be used to
restrict competition in a manner

(44) This Regulation should not
affect the application of the rules
on competition, and in particular
Articles 101 and 102 of the Treaty
on the Functioning of the European
Union. The measures provided for
in this Regulation should not be
used to restrict competition in a
manner contrary to the Treaty on

(44) This Regulation should not
affect the application of the rules
on competition, and in particular
Articles 101 and 102 ef the Treaty
European-tinionTFEU. The

measures provided for in this
Regulation should not be used to
restrict competition in a manner

54 the Functioning of the European contrary to the Freaty-on-the the Functioning of the European contrary to the Freaty-onthe
Union. This concerns in particular | Furetionine-of-thefuropean Union. This concerns in particular | Furetionine-of thefwropean
the rules on the exchange of HrionTFEU. This concerns in the rules on the exchange of HrionTFEU. This concerns in
competitively sensitive information | particular the rules on the exchange | competitively sensitive information | particular the rules on the exchange
between actual or potential of competitively sensitive between actual or potential of competitively sensitive
competitors through data sharing information between actual or competitors through data-sharine information between actual or
services. potential competitors through data | intermediation services. potential competitors through data

sharingintermediation services. shearingsintermediation services.
Text Origin: EP Mandate
| Recital 45 |
e (45) The European Data (45) The European Data (45) The European Data (45) The European Data I
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Commission Proposal

Protection Supervisor and the
European Data Protection Board
were consulted in accordance with
Article 42 of Regulation (EU)
2018/1725 of the European
Parliament and of the Council
(Mand delivered an opinion on

[...].

1. Regulation (EU) 2018/1725 of the
European Parliament and of the Council of
23 October 2018 on the protection of
natural persons with regard to the
processing of personal data by the Union
institutions, bodies, offices and agencies
and on the free movement of such data, and
repealing Regulation (EC) No 45/2001 and
Decision No 1247/2002/EC (OJ L 295,
21.11.2018, p. 39).

EP Mandate

Protection Supervisor and the
European Data Protection Board
were consulted in accordance with
Article 42 of Regulation (EU)
2018/1725 of the European
Parliament and of the Council-*)*
and delivered an opinion on /10
March 2021.

1. Regulation (EU) 2018/1725 of the
European Parliament and of the Council of
23 October 2018 on the protection of
natural persons with regard to the
processing of personal data by the Union
institutions, bodies, offices and agencies
and on the free movement of such data, and
repealing Regulation (EC) No 45/2001 and
Decision No 1247/2002/EC (OJ L 295,
21.11.2018, p. 39).

Council Mandate

Protection Supervisor and the
European Data Protection Board
were consulted in accordance with
Article 42 of Regulation (EU)
2018/1725 of the European
Parliament and of the Council
(Mand delivered an opinion on
[=+10 March 2021°.

1. [1] Regulation (EU) 2018/1725
of the European Parliament and of the
Council of 23 October 2018 on the
protection of natural persons with regard to
the processing of personal data by the
Union institutions, bodies, offices and
agencies and on the free movement of such
data, and repealing Regulation (EC) No
45/2001 and Decision No 1247/2002/EC
(OJL 295,21.11.2018, p. 39).

2. EDPB-EDPS Joint Opinion on the
proposal for a regulation of the European

Draft Agreement

Protection Supervisor and the
European Data Protection Board
were consulted in accordance with
Article 42 of Regulation (EU)
2018/1725 of the European
Parliament and of the Council
(Mand delivered an opinion on
[=+10 March 2021°.

1. [1] Regulation (EU) 2018/1725
of the European Parliament and of the
Council of 23 October 2018 on the
protection of natural persons with regard to
the processing of personal data by the
Union institutions, bodies, offices and
agencies and on the free movement of such
data, and repealing Regulation (EC) No
45/2001 and Decision No 1247/2002/EC
(OJL 295,21.11.2018, p. 39).

2. EDPB-EDPS Joint Opinion on the
proposal for a regulation of the European

Parliament and of the Council on
European data governance (Data

Governance Act).

Parliament and of the Council on
European data governance (Data

Governance Act).

Text Origin: Council Mandate

| Recital 46

(46) This Regulation respects the
fundamental rights and observes
the principles recognised in

(46) This Regulation #espectsuses
as its guiding principles the
respect of the fundamental rights

(46) This Regulation respects the
fundamental rights and observes
the principles recognised in

(46) This Regulation #espectsuses
as its guiding principles the
respect of the fundamental rights

>6 particular by the Charter, including | and ebservesobserving the particular by the Charter, including | and ebservesobserving the
the right to privacy, the protection | principles recognised in particular | the right to privacy, the protection | principles recognised in particular
of personal data, the freedom to by the Charter, including the right | of personal data, the freedom to by the Charter, including the right
conduct a business, the right to to privacy, the protection of conduct a business, the right to to privacy, the protection of
14021/21 RB/ek 114

TREE.2.B

LIMITE

EN



EP Mandate

Commission Proposal

property and the integration of
persons with disabilities,

personal data, the freedom to
conduct a business, the right to
property and the integration of
persons with disabilities,

Council Mandate

property and the integration of
persons with disabilities. In the
context of the latter, the public
service bodies and services under
this Regulation should, where

Draft Agreement

personal data, the freedom to
conduct a business, the right to
property and the integration of
persons with disabilities. In the
context of the latter, the public

relevant, comply with Directive

service bodies and services under

(EU) 2019/882" and Directive
(EU) 2016/2102°. Furthermore,

this Regulation should, where
relevant, comply with Directive

Design for All in the context of

(EU) 2019/882" and Directive

information and communications

(EU) 2016/2102°. Furthermore,

technology, which is the conscious

Design for All in the context of

and systematic effort to
proactively apply principles,
methods and tools to promote
universal design in computer-
related technologies, including

information and communications
technology, which is the conscious
and systematic effort to
proactively apply principles,
methods and tools to promote

Internet-based technologies, thus

universal design in computer-

avoiding the need for a posteriori
adaptations, or specialised design,

related technologies, including
Internet-based technologies, thus

should be taken into account.

1. Directive (EU) 2019/882 of the
European Parliament and of the Council
of 17 April 2019 on the accessibility
requirements for products and services
(OJL 151, 7.6.2019, p. 70).

2. Directive (EU) 2016/2102 of the
European Parliament and of the Council
0of 26 October 2016 on the accessibility of
the websites and mobile applications of
public sector bodies (OJ L 327, 2.12.2016,

p ).

avoiding the need for a posteriori
adaptations, or specialised design,
should be taken into account.

1. Directive (EU) 2019/882 of the
European Parliament and of the Council
of 17 April 2019 on the accessibility
requirements for products and services
(OJL 151, 7.6.2019, p. 70).

2. Directive (EU) 2016/2102 of the
European Parliament and of the Council
of 26 October 2016 on the accessibility of
the websites and mobile applications of
public sector bodies (OJ L 327, 2.12.2016,

p- 1.

Text Origin: Council Mandate
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Recital 46a

(46a) Since the objectives of this (46a) Since the objectives of this
Regulation, namely the re-use, Regulation, namely the re-use,
within the Union, of certain within the Union, of certain
categories of data held by public categories of data held by public
sector bodies as well as sector bodies as well as
establishing a notification and establishing a notification and
supervisory framework for the supervisory framework for the
provision of data sharing provision of data sharing
intermediation services and a intermediation services and a
framework for voluntary framework for voluntary
registration of entities which make | registration of entities which make
data available for altruistic data available for altruistic
purposes, cannot be sufficiently purposes, cannot be sufficiently

56a achieved by the Member States, achieved by the Member States,
but can rather, by reason of its but can rather, by reason of its
scale and effects, be better scale and effects, be better
achieved at Union level, the Union | achieved at Union level, the Union
may adopt measures, in may adopt measures, in
accordance with the principle of accordance with the principle of
subsidiarity as set out in Article 5 | subsidiarity as set out in Article 5
of the Treaty on European Union. | of the Treaty on European Union.
In accordance with the principle In accordance with the principle
of proportionality as set out in that | of proportionality as set out in that
Article, this Regulation does not Article, this Regulation does not
g0 beyond what is necessary in g0 beyond what is necessary in
order to achieve those objectives, order to achieve those objectives,

Text Origin: Council Mandate
| Formula |
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Commission Proposal EP Mandate Council Mandate Draft Agreement
57 HAVE ADOPTED THIS HAVE ADOPTED THIS HAVE ADOPTED THIS
REGULATION: REGULATION: REGULATION:
CHAPTER |
CHAPTER CHAPTER I CHAPTER CHAPTER
= general provisions general provisions general provisions general provisions
Text Origin: Commission
Proposal
| Article 1
Article 1 Article 1 Article 1 Article 1
. Subject matter and scope Subject matter and scope Subject matter and scope Subject matter and scope
Text Origin: Commission
Proposal
| Article 1(1), introductory part
(1) This Regulation lays down: (1) This Regulation lays down: (1) This Regulation lays down: (1) This Regulation lays down:
60 Text Origin: Commission
Proposal
| Article 1(1), point (a)
61 (a) conditions for the re-use, (a) conditions for the re-use, (a) conditions for the re-use, (a) conditions for the re-use,
within the Union, of certain within the Union, of certain within the Union, of certain within the Union, of certain
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Commission Proposal

categories of data held by public
sector bodies;

EP Mandate

categories of data held by public
sector bodies;

Council Mandate

categories of data held by public
sector bodies;

Draft Agreement

categories of data held by public
sector bodies;

Text Origin: Commission

Proposal

Article 1

(1), point (b)

(b) anotification and supervisory
framework for the provision of
data sharing services;

(b) anotification and supervisory
framework for the provision of
data sharing services;

(b) anotification and supervisory
framework for the provision of
data-sharing_intermediation

(b) anotification and supervisory
framework for the provision of
data-sharing_intermediation

62 _ _
services; services;
Text Origin: Council Mandate
| Article 1(1), point (c)
(c) a framework for voluntary (c) a framework for voluntary (c) a framework for voluntary (c) a framework for voluntary
registration of entities which registration of entities which registration of entities which registration of entities which
collect and process data made collect and process data made collect and process data made collect and process data made
63 available for altruistic purposes. available for altruistic purposes. available for altruistic purposes. available for altruistic purposes.
Text Origin: Commission
Proposal
| Article 1(1), point (ca)
ca) a framework for the ca) a framework for the
establishment of a European data establishment of a European data
63a innovation board. innovation board.
Text Origin: EP Mandate
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EP Mandate

Council Mandate

Commission Proposal

Article 1(2)

Draft Agreement

(2) This Regulation is without
prejudice to specific provisions in
other Union legal acts regarding
access to or re-use of certain
categories of data, or requirements
related to processing of personal or
non-personal data. Where a sector-
specific Union legal act requires
public sector bodies, providers of
data sharing services or registered
entities providing data altruism
services to comply with specific
additional technical, administrative
or organisational requirements,
including through an authorisation

(2) This Regulation is without
prejudice to specific provisions in
other Union legal acts regarding
access to or re-use of certain
categories of data, or requirements
related to processing of personal
data, including employees’
personal data in the employment
context, or non-personal data.
Where a sector-specific Union
legal act requires public sector
bodies, providers of data
sharincintermediation services or
registered entities providing data
altruism services to comply with

(2) This Regulation does not
create any obligation on public

(2) This Regulation does not
create any obligation on public

sector bodies to allow re-use of

sector bodies to allow re-use of

data nor does it release public
sector bodies from their
confidentiality obligations under

data nor does it release public
sector bodies from their
confidentiality obligations under

Union or national law. This
Regulation is without prejudice to
specific provisions in-etker_Union
or national law-tesal-aets
regarding access to or re-use of
certain categories of data, in
particular regarding granting of

Union or national law. This
Regulation is without prejudice to
specific provisions in-etker_Union
or national law-tesal-aets
regarding access to or re-use of
certain categories of data, in
particular regarding granting of

access to and disclosure of official

access to and disclosure of official

documents. This Regulation is

documents. This Regulation is

TREE.2.B

LIMITE

oo or certification regime, those specific additional technical, also without prejudice to also without prejudice to
provisions of that sector-specific administrative or organisational obligations of public sector bodies | obligations of public sector bodies
Union legal act shall also apply. requirements, including through an | under Union and national law to | under Union and national law to
authorisation or certification allow the re-use of data or to o¥ allow the re-use of data or to or
regime, those provisions of that requirements related to processing | requirements related to processing
sector-specific Union legal act of persenai-ornon-personal data. of persenal-or-non-personal data.
shall also apply. Where a sector-specific Union Where a sector-specific Union
legal act or national law requires legal act or national law requires
public sector bodies, providers of | public sector bodies, providers of
data-sharine_intermediation data-sharine_intermediation
services or registered entities services or registered entities
providing data altruism services to | providing data altruism services to
comply with specific additional comply with specific additional
technical, administrative or technical, administrative or
organisational requirements, organisational requirements,
including through an authorisation | including through an authorisation
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

or certification regime, those or certification regime, those
provisions of that sector-specific provisions of that sector-specific
Union legal act or national law Union legal act or national law
shall also apply._Any additional shall also apply._Any additional
requirements shall be non- requirements shall be non-
discriminatory, proportionate and | discriminatory, proportionate and
objectively justified. objectively justified.
Text Origin: Council Mandate
| Article 1(2a)

2a. Union and Member State law 2a. (moved)

on the protection of personal data

apply to any personal data

processed in connection with this

Regulation. In particular, this

Regulation is without prejudice to

Regulations (EU) 2016/679 and

(EU) 2018/1725 and Directive

2002/58/EC, and the

64a corresponding provisions of

national law, including the

competences and powers of

supervisory authorvities. In the

event of conflict between the

provisions of this Regulation and

Union law on the protection of

personal data, the latter prevails.

This Regulation does not create a

legal basis for the processing of

personal data.
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Article 1(2b)

2b. Where data can be reasonably (moved)

assumed to lead to the

identification or identifiability of

natural persons when combined

64b with other datasets, or where

personal and non-personal data in

a data set are inextricably linked

in mixed data sets, the data shall

be treated as personal data.

| Article 1(2a) |
2a. Union and national law on 2a. Union and national law on
the protection of personal data the protection of personal data
shall apply to any personal data shall apply to any personal data
processed in connection with this | processed in connection with this
Regulation. In particular, this Regulation. In particular, this
Regulation shall be without Regulation shall be without
prejudice to Regulation (EU) prejudice to Regulation (EU)
2016/679 and Directive 2016/679, Regulation (EU)
64c 2002/58/EC, including the powers | 2018/1725 and Directive
and competences of supervisory 2002/58/EC, including the powers
authorities. In the event of conflict | and competences of supervisory
between the provisions of this authorities. In the event of conflict
Regulation and Union or national | between the provisions of this
law on the protection of personal | Regulation and Union or national
data, Union or national law law on the protection of personal
prevails. This Regulation does not | data adopted in accordance with
create a legal basis for the Union law, Union or national law
processing of personal data and should prevail. This Regulation
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

does not alter any obligations and | does not create a legal basis for
rights set out in Regulation (EU) the processing of personal data
2016/679 or Directive 2002/58/EC. | and does not alter any obligations
and rights set out in Regulation
(EU) 2016/679 or Directive
2002/58/EC;
Text Origin: Council Mandate
| Article 1(2b)
64d
| Article 1(2c)
2e. This Regulation shall be
64e without prejudice to the
application of competition law.
| Article 1(2d)
2b. This Regulation is without 2d. This Regulation is without
prejudice to the competences of prejudice to the competences of
6Af the Member States regarding the Member States regarding
activities concerning public activities concerning public
security, defence and national security, defence and national
security. security.
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Text Origin: Council Mandate

| Article 2

65

Article 2
Definitions

Article 2
Definitions

Article 2
Definitions

Article 2
Definitions

Text Origin: Commission

Proposal

| Article 2, first paragraph, introductory part

66

For the purpose of this Regulation,
the following definitions apply:

For the purpose of this Regulation,
the following definitions apply:

For the p#rposepurposes of this
Regulation, the following

definitions apply:

For the p#rposepurposes of this
Regulation, the following

definitions apply:

Text Origin: Council Mandate

| Article 2, first paragraph, point (1)

67

(1) ‘data’ means any digital
representation of acts, facts or
information and any compilation of
such acts, facts or information,
including in the form of sound,
visual or audiovisual recording;

(1) ‘data’ means any digital
representation of acts, facts or
information and any compilation of
such acts, facts or information,
including in the form of sound,
visual or audiovisual recording;

(1) ‘data’ means any digital
representation of acts, facts or
information and any compilation of
such acts, facts or information,
including in the form of sound,
visual or audiovisual recording;

(1) ‘data’ means any digital
representation of acts, facts or
information and any compilation of
such acts, facts or information,
including in the form of sound,
visual or audiovisual recording;

Text Origin: Commission
Proposal
| Article 2, first paragraph, point (2)
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68

Commission Proposal

(2) ‘re-use’ means the use by
natural or legal persons of data
held by public sector bodies, for
commercial or non-commercial
purposes other than the initial
purpose within the public task for
which the data were produced,
except for the exchange of data
between public sector bodies
purely in pursuit of their public
tasks;

EP Mandate

(2) ‘re-use’ means the use by
natural or legal persons of data
held by public sector bodies, for
commercial or non-commercial
purposes other than the initial
purpose within the public task for
which the data were produced,
except for the exchange of data
between public sector bodies
purely in pursuit of their public
tasks;

Council Mandate

(2) ‘re-use’ means the use by
natural or legal persons of data
held by public sector bodies, for
commercial or non-commercial
purposes other than the initial
purpose within the public task for
which the data were produced,
except for the exchange of data
between public sector bodies
purely in pursuit of their public
tasks;

Draft Agreement

except for the exchange of data
between public sector bodies
purely in pursuit of their public
tasks;

Text Origin: Commission
Proposal

| Article 2, first paragraph, point (2a)

68a

(2a) 'personal data' means
personal data as defined in Article

4, point (1), of Regulation (EU)
2016/679;

(2a) (moved)

Text Origin: EP Mandate

| Article 2, first paragraph, point (2b)

68b

(2b) 'data subject’' means data
subject as defined in Article 4,
point (1), of Regulation (EU)
2016/679;

(2b) (moved)

(2) ‘re-use’ means the use by
natural or legal persons of data
held by public sector bodies, for
commercial or non-commercial
purposes other than the initial
purpose within the public task for
which the data were produced,

|

| Article 2, first paragraph, point (2a)
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EP Mandate

Council Mandate

Commission Proposal

(2a) ‘data intermediation service’

Draft Agreement

(2a) ‘data intermediation service’

means a commercial service,
which has as a main objective to

means a service, which aims to
establish commercial relationships

establish direct legal or business

for the purpose of data sharing

relationships for the purpose of

between an undetermined number

data sharing, through technical,

of data subjects and data holders,

legal or other means, between an

on the one hand, and data users

undefined number of data subjects

on the other hand, through

and data holders, on the one
hand, and data users on the other

technical, legal or other means,
including for the exercise of data

hand, in particular for the
exercise of data subjects’ rights in

subjects’ rights in relation to
personal data. The following

relation to personal data. The
following shall, inter alia, not be

shall, inter alia, not be considered
to be data intermediation services:

considered to be data

(a) services that obtain data from

68¢c intermediation services: data holders, aggregate, enrich or

(a) services that obtain transform the data for the purpose

data from data holders, aggregate, | of adding substantial value to it

enrich or transform the data and and license the use of the

license the use of the resulting resulting data to data users,

data to data users, without without establishing a commercial

establishing a direct relationship relationship between data holders

between data holders and data and data users;

users; (b) services that focus on
(b) services that focus on the intermediation of copyright-

the intermediation of content, in protected content;

particular on copyright-protected (¢) services, exclusively

content; used by one data holder in order

(c) services of data to enable the use of data they

exchange platforms that are hold, or used by multiple legal

exclusively used by one data entities in a closed group,

holder in order to enable the use including supplier or customer
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Commission Proposal

EP Mandate

Council Mandate

of data they hold as well as
platforms developed and

exclusively offered by
manufacturers of objects and
devices connected to the Internet-

Draft Agreement

relationships or contractually-
defined collaborations, in
particular those that have as a

main objective the ensuring of
functionalities of objects and

of-Things, which have as their

devices connected to the internet-

main objective to ensure
functionalities of the connected

object or device and to allow value

of-things;

(d) public sector bodies that offer

added services;
(d) public sector bodies that offer

data sharing intermediation
services without aiming to

data sharing intermediation
facilities on a non-commercial

basis

| Article 2, first paragraph, point (2b)

68d

(2b) 'personal data' means data

(2b) 'personal data' means data

as defined in point (1) of Article 4

as defined in point (1) of Article 4

of Regulation (EU) 2016/679;

of Regulation (EU) 2016/679;

Text Origin: Council Mandate

| Article 2, first paragraph, point (3)

(3) ‘non-personal data’ means data
other than personal data as defined

(3) ‘non-personal data’ means data
other than personal data as defined

(3) ‘non-personal data’ means data
other than personal data as defined

(3) ‘non-personal data’ means data
other than personal data as defined

establish commercial relationships
for the purpose of data sharing
Text Origin: Council Mandate

69 in point (1) of Article 4 of in point (1) of Article 4 of in point (1) of Article 4 of in point (1) of Article 4 of
Regulation (EU) 2016/679; Regulation (EU) 2016/679; Regulation (EU) 2016/679; Regulation (EU) 2016/679;
Text Origin: Council Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 2, first paragraph, point (3a)

I 69a

(3a) ‘consent’ means consent as

(3a) ‘consent’ means consent as

defined in point (11) of Article 4

defined in point (11) of Article 4

of Regulation (EU) 2016/679;

of Regulation (EU) 2016/679;

Text Origin: Council Mandate

| Article 2, first paragraph, point (3b)

‘ 69b

(3b) 'permission’ means the right

(3b) 'permission’ means giving

given by a legal person to another

data users the right to the

natural or legal person to process

processing of non-personal data

non-personal data as well as
personal data insofar as there is a
legal basis that allows such

processing;

Text Origin: Council Mandate

| Article 2, first paragraph, point (3c)

69c

(3¢) 'data subject’ means data
subject as referred to in point (1)

(3¢) 'data subject’ means data
subject as referred to in point (1)

of Article 4 of Regulation (EU)

of Article 4 of Regulation (EU)

2016/679;

2016/679;

Text Origin: Council Mandate

| Article 2, first paragraph, point (4)

I70

(4) ‘metadata’ means data

(4) -metadata—means—data

(4) “metudata—nedin—lata

(4) “metucata—medrs—ldata
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Commission Proposal

collected on any activity of a
natural or legal person for the
purposes of the provision of a data
sharing service, including the date ,
time and geolocation data,
duration of activity, connections to
other natural or legal persons
established by the person who uses
the service;

EP Mandate

Council Mandate

theservice:(deleted)

Draft Agreement

eterblichodl bl morean o he e
theservice:(deleted)

Text Origin: Council Mandate

| Article 2,

first paragraph, point (5)

(5) ‘data holder’ means a legal
person or data subject who, in
accordance with applicable Union
or national law, has the right to
grant access to or to share certain
personal or non-personal data

(5) ‘data holder’ means a natural

or legal person, data subject,
public body or international

organisation,-o+-deata-subieet who,
in accordance with applicable
Union or national law, has the right

(5) ‘data holder’ means a legal
person, or a natural person who is
not a -o+data subject whofor the

(5) ‘data holder’ means a legal
person, public body, international
organisation, or a natural person

purpose of a specific data
processing operation, which, in
accordance with applicable Union

who is not a -6+data subject
whowith respect to the specific
data in question, which, in

71 under its control; to grant access to or to share or national law, has the right to accordance with applicable Union
certain personal_data, subject to grant access to or to share certain or national law, has the right to
consent of the data subject, or personal or non-personal data grant access to or to share certain
non-personal data under its control; | under its control; personal_data or non-personal data

tder—its-comtrol,
| Article 2, first paragraph, point (6) |
72 (6) ‘data user’ means a natural or | (6) ‘data user’ means a natural or | (6) ‘data user’ means a natural or | (6) ‘data user’ means a natural or
legal person who has lawful access | legal person who has lawful access | legal person who has lawful access | legal person who has lawful access
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Commission Proposal EP Mandate Council Mandate Draft Agreement
to certain personal or non-personal | to certain personal or non-personal | to certain personal or non-personal | to certain personal or non-personal
data and is authorised to use that data and is-authorisedhas the right, | data and_has the right, including data and #s-authorisedhas the right,
data for commercial or non- including under Regulation (EU) | under Regulation (EU) 2016/679 including under Regulation (EU)
commercial purposes; 2016/679 in the case of personal in the case of personal data,is 2016/679 in the case of personal
data, to use that data for authorised to use that data for data, to use that data for
commercial or non-commercial commercial or non-commercial commercial or non-commercial
purposes; purposes; purposes;
Text Origin: EP Mandate
| Article 2, first paragraph, point (6a)
(6ba) ‘consent’ means consent as (6a) (moved)
defined in Article 4, point (11), of
Regulation (EU) 2016/679 and
T2a : ” .
subject to the conditions set out in
Articles 7 and 8 of that
Regulation;
| Article 2, first paragraph, point (6b)
(6b) ‘processing’ means (6b) (moved)
72b processing as defined in Article 4,
point (2), of Regulation (EU)
2016/679;
| Article 2, first paragraph, point (6a)
72 (6a) 'data re-user' means a (deleted)
natural or legal person who re-
uses data;
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement
Text Origin: Council Mandate I

| Article 2, first paragraph, point (7)

73

(7) ‘data sharing’ means the
provision by a data holder of data
to a data user for the purpose of
joint or individual use of the shared
data, based on voluntary
agreements, directly or through an
intermediary;

(7) ‘data sharing’ means the
provision of data by a data_subject
or a data holder -hotder-of-datato

a data user for the purpose of joint
or individual use of-the-shared
such data, based on voluntary
agreements_or Union or national
law, directly or through an
intermediary, for example under
open or commercial licenses, for

(7) ‘data sharing’ means the

provision of data by a data_subject
or a data holder -hotder-of-datato

a data user for the purpose of joint
or individual use of-the-shared
such data, based on voluntary
agreements_or Union or national
law, directly or through an
intermediary, for example under
open or commercial licenses, for

free or against remuneration;

free or against remuneration;

Text Origin: Council Mandate

| Article 2, first paragraph, point (7a)

73a

(7a) ‘processing’ means
processing as defined in point (2)

(7a) ‘processing’ means
processing as defined in point (2)

of Article 4 of Regulation (EU)

of Article 4 of Regulation (EU)

2016/679;

2016/679;

Text Origin: Council Mandate

| Article 2, first paragraph, point (8)

(8) ‘access’ means processing by a

(8) ‘access’ means processing by a

(8) ‘access’ means processingby-¢

(8) ‘access’ means precessineby-a¢

4 data user of data that has been data user of data that has been data_use wser-of datathat-has-been | data_use user-of-datathat-has-been
provided by a data holder, in provided by a data holder, in provided-br-a-datatrolder, in el e Lstelon i
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EP Mandate

Council Mandate

Commission Proposal

accordance with specific technical,
legal, or organisational
requirements, without necessarily
implying the transmission or
downloading of such data;

accordance with specific technical,
legal, or organisational
requirements, without necessarily
implying the transmission or
downloading of such data;

accordance with specific technical,
legal, or organisational
requirements, without necessarily
implying the transmission or
downloading of such data;

Draft Agreement

accordance with specific technical,
legal, or organisational
requirements, without necessarily
implying the transmission or
downloading of such data;

Text Origin: Council Mandate

| Article 2, first paragraph, point (9)

75

(9) ‘main establishment’ of a legal
entity means the place of its central
administration in the Union;

(9) ‘main establishment’ of a legal
entity means the place of its central
administration in the Union;

(9) ‘main establishment’ of a legal
entity_person means the place of
its central administration in the
Union;

Union;

Text Origin: Council Mandate

| Article 2, first paragraph, point (9a)

(9a) 'data cooperative' means an

(9a) 'services of data

organisation providing data
intermediation services and
supporting its members, who are

cooperatives' means data
intermediation services offered by
an organizational structure

data subjects or small and
medium-sized enterprises or one-

constituted by data subjects or

small and medium-sized

(9) ‘main establishment’ of a legal
entity_person means the place of
its central administration in the

75a 5 R " .

person undertakings, in making enterprises or one-person

informed choices before undertakings, who are members

consenting to data processing, or of that structure, having as its

in negotiating terms and principal object to support its

conditions for data processing; members in the exercise of their
rights with respect to certain data,
including in making informed
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EP Mandate

Council Mandate

Commission Proposal

Draft Agreement

choices before consenting to data
processing and exchanging views
on data processing purposes and
conditions that would best
represent the interests of members
in relation to their data, or in
negotiating terms and conditions
for data processing on behalf of
its members before giving
permission to the processing of
non-personal data or before they
consent to the processing of

personal data;

| Article 2, first paragraph, point (10)

(10) ‘data altruism’ means the
consent by data subjects to process
personal data pertaining to them, or
permissions of other data holders
to allow the use of their non-
personal data without seeking a
reward, for purposes of general

(10) ‘data altruism’ means
thevoluntary sharing of data based
on consent by data subjects to
process personal data pertaining to
them, or permissions of other data
holders to allow the use of their
non-personal data without seeking

(10) ‘data altruism’ means ke

consent-by-datasubiectsto-process
L . e
Lo voluntary
sharing of data by data subjects or
data holders to-atlow-theise-of
theirnon-personal-data-without

(10) ‘data altruism’ means
thevoluntary sharing of data based
on consent by data subjects to
process personal data pertaining to
them, or permissions of other data
holders to allow the use of their
non-personal data without seeking

76 interest, such as scientific research | or receiving a reward, for purposes | seeking a reward, for or receiving a reward_that goes
purposes or improving public of general interest, such as prrposesobjectives of general beyond a compensation related to
services; st e e e interest defined in accordance the costs they incur making their

orhealthcare, combating climate with national law where data available, for purposes of

change, improving mobility, applicable, such as scientific general interest, defined in

facilitating the establishment of research purposes, policy making accordance with national law

official statistics, improving public | or improving public services; where applicable, such as

services; or scientific research healthcare, combating climate

purposes in the general interest. change, improving mobility,
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

facilitating the establishment of

official statistics, improving public
services , public policy making or
scientific research purposes o#

bnprovinepablicyervicesin the

general interest,

| Article 2, first paragraph, point (11)

77

(11) ‘public sector body’ means
the State, regional or local
authorities, bodies governed by
public law or associations formed
by one or more such authorities or
one or more such bodies governed
by public law;

(11) ‘public sector body’ means
the State, regional or local
authorities, bodies governed by
public law or associations formed
by one or more such authorities or
one or more such bodies governed
by public law;

(11) ‘public sector body’ means
the State, regional or local
authorities, bodies governed by
public law or associations formed
by one or more such authorities or
one or more such bodies governed
by public law;

(11) ‘public sector body’ means
the State, regional or local
authorities, bodies governed by
public law or associations formed
by one or more such authorities or
one or more such bodies governed
by public law;

Text Origin: Commission

Proposal

| Article 2, first paragraph, point (12), introductory part

(12) ‘bodies governed by public
law’ means bodies that have the

(12) ‘bodies governed by public
law’ means bodies that have the

(12) ‘bodies governed by public
law’ means bodies that have the

(12) ‘bodies governed by public
law’ means bodies that have the

78 following characteristics: following characteristics: following characteristics: following characteristics:
Text Origin: Commission
Proposal
| Article 2, first paragraph, point (12)(a) |
79
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(a) they are established for the
specific purpose of meeting needs
in the general interest, and do not
have an industrial or commercial
character;

(a) they are established for the
specific purpose of meeting needs
in the general interest, and do not
have an industrial or commercial
character;

(a) they are established for the
specific purpose of meeting needs
in the general interest, and do not
have an industrial or commercial
character;

(a) they are established for the
specific purpose of meeting needs
in the general interest, and do not
have an industrial or commercial
character;

Text Origin: Commission

Proposal

| Article 2, first paragraph, point (12)(b)

80

(b) they have legal personality;

(b) they have legal personality;

(b) they have legal personality;

(b) they have legal personality;

Text Origin: Commission

Proposal

| Article 2, first paragraph, point (12)(c)

(c) they are financed, for the most
part, by the State, regional or local
authorities, or by other bodies
governed by public law; or are
subject to management supervision
by those authorities or bodies; or

(c) they are financed, for the most
part, by the State, regional or local
authorities, or by other bodies
governed by public law; or are
subject to management supervision
by those authorities or bodies; or

(¢) they are financed, for the most
part, by the State, regional or local
authorities, or by other bodies
governed by public law; or are
subject to management supervision
by those authorities or bodies; or

part, by the State, regional or local
authorities, or by other bodies
governed by public law; or are
subject to management supervision
by those authorities or bodies; or

(¢) they are financed, for the most |

]1 have an administrative, managerial | have an administrative, managerial | have an administrative, managerial | have an administrative, managerial

or supervisory board, more than or supervisory board, more than or supervisory board, more than or supervisory board, more than

half of whose members are half of whose members are half of whose members are half of whose members are

appointed by the State, regional or | appointed by the State, regional or | appointed by the State, regional or | appointed by the State, regional or

local authorities, or by other bodies | local authorities, or by other bodies | local authorities, or by other bodies | local authorities, or by other bodies

governed by public law; governed by public law; governed by public law; governed by public law;
Text Origin: Commission
Proposal
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 2, first paragraph, point (13), introductory part

82

(13) ‘public undertaking” means
any undertaking over which the
public sector bodies may exercise
directly or indirectly a dominant
influence by virtue of their
ownership of it, their financial
participation therein, or the rules
which govern it; for the purpose of
this definition, a dominant
influence on the part of the public
sector bodies shall be presumed in
any of the following cases in which
those bodies, directly or indirectly:

(13) ‘public undertaking’” means
any undertaking over which the
public sector bodies may exercise
directly or indirectly a dominant
influence by virtue of their
ownership of it, their financial
participation therein, or the rules
which govern it; for the purpose of
this definition, a dominant
influence on the part of the public
sector bodies shall be presumed in
any of the following cases in which
those bodies, directly or indirectly:

(13) ‘public undertaking’” means
any undertaking over which the
public sector bodies may exercise
directly or indirectly a dominant
influence by virtue of their
ownership of it, their financial
participation therein, or the rules
which govern it; for the purpose of
this definition, a dominant
influence on the part of the public
sector bodies shall be presumed in
any of the following cases in which
those bodies, directly or indirectly:

(13) ‘public undertaking’” means
any undertaking over which the
public sector bodies may exercise
directly or indirectly a dominant
influence by virtue of their
ownership of it, their financial
participation therein, or the rules
which govern it; for the purpose of
this definition, a dominant
influence on the part of the public
sector bodies shall be presumed in
any of the following cases in which
those bodies, directly or indirectly:

Text Origin: Commission

Proposal

| Article 2, first paragraph, point (13)(a)

83

(a) hold the majority of the
undertaking's subscribed capital;

(a) hold the majority of the
undertaking's subscribed capital;

(a) hold the majority of the
undertaking's subscribed capital;

(a) hold the majority of the
undertaking's subscribed capital;

Text Origin: Commission

Proposal

Article 2, first paragraph, point (13)(b)

84 (b) control the majority of the (b) control the majority of the (b) control the majority of the (b) control the majority of the
votes attaching to shares issued by | votes attaching to shares issued by | votes attaching to shares issued by | votes attaching to shares issued by
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Commission Proposal EP Mandate Council Mandate Draft Agreement
the undertaking; the undertaking; the undertaking; the undertaking;
Text Origin: Commission
Proposal
Article 2, first paragraph, point (13)(c) |
(c) can appoint more than half of | (¢) can appoint more than half of (c) can appoint more than half of | (¢) can appoint more than half of
the undertaking’s administrative, the undertaking’s administrative, the undertaking’s administrative, the undertaking’s administrative,
85 management or supervisory body; | management or supervisory body; | management or supervisory body; | management or supervisory body;
Text Origin: Commission
Proposal
| Article 2, first paragraph, point (14) |
(14) ‘secure processing (14) ‘secure processing (14) ‘secure processing (14) ‘secure processing
environment’ means the physical environment’ means the physical environment’ means the physical environment’ means the physical
or virtual environment and or virtual environment and or virtual environment and or virtual environment and
organisational means to provide the | organisational means to previde-the | organisational means to provide the | organisational means to_ensuring
opportunity to re-use data in a Opporttrto-Fe—tre-datainc opportunity to re-use data in a compliance with the requirements
manner that allows for the operator | mannerre-use data in accordance | manner that-allowstorthe of Regulation (EU) 2016/679, in
of the secure processing with_applicable law, in particular | operator-ofensuring compliance particular data subjects' rights,
36 environment to determine and the preservation of data subject with the requirements of intellectual property rights, and
supervise all data processing rights under Regulation (EU) Regulation (EU) 2016/679, in commercial and statistical
actions, including to display, 2016/679, and to uphold data particular data subjects’' rights, confidentiality , integrity and
storage, download, export of the confidentiality, integrity and intellectual property rights, and accessibility, ensuring compliance
data and calculation of derivative accessibility, and that allows for commercial and statistical with applicable Union and
data through computational the operator of the secure confidentiality , ensuring national law, and allowing the
algorithms. processing environment to compliance with applicable Union | entity providing-provide-the
determine and supervise all data and national law, and allowing B e e
processing actions, including to the entity providing the secure niermerthat-cators—for-the
display, storage, download, export | processing environment to eperator-of the secure processing
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Commission Proposal

EP Mandate

of the data and calculation of
derivative data through
computational algorithms.

Council Mandate

determine and supervise all data
processing actions, including to
display, storage, download, export
of the data and calculation of
derivative data through
computational algorithms.

Draft Agreement

environment to determine and
supervise all data processing
actions, including to display,
storage, download, export of the
data and calculation of derivative
data through computational
algorithms.

Text Origin: Council Mandate

| Article 2,

first paragraph, point (15)

(15) ‘representative’ means any
natural or legal person established
in the Union explicitly designated
to act on behalf of a provider of
data sharing services or an entity
that collects data for objectives of
general interest made available by
natural or legal persons on the
basis of data altruism not

(15) ‘legal representative’ means
anya natural or legal person
established in the Union explicitly
designated to act on behalf of a
provider of data sharing
servieesintermediation service or
an entity that collects data for
objectives of general interest made
available by natural or legal

(15) ‘representative’ means any
natural person or anyer legal
person established in the Union
explicitly designated to act on
behalf of a provider of data-sharing
intermediation services or an
entity that collects data for
objectives of general interest made
available by natural or legal

(15) ‘legal representative’ means
anya natural or legal person
established in the Union explicitly
designated to act on behalf of a
provider of data shearing
servieesintermediation service or
an entity that collects data for
objectives of general interest made
available by natural or legal

87 established in the Union, which persons on the basis of data persons on the basis of data persons on the basis of data
may be addressed by a national altruism not established in the altruism not established in the altruism not established in the
competent authority instead of the | Union, which may be addressed by | Union, which may be addressed by | Union, which may be addressed by
provider of data sharing services or | a national competent authority a national competent authority a national competent authority
entity with regard to the instead of the provider of data instead of the provider of data instead of the provider of data
obligations of that provider of data | sharineservicesintermediation sharing_intermediation services or | sharing-servicesintermediation
sharing services or entity set up by | service or entity with regard to the | entity with regard to the service or entity with regard to the
this Regulation. obligations of that provider of data | obligations of that provider of data | obligations of that provider of data
sharing—servicesintermediation shering_intermediation services or | sharing-servicesintermediation
service or entity set up syunder entity set up by this Regulation. service or entity set up byunder
this Regulation, including to this Regulation, including to
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Commission Proposal EP Mandate Council Mandate Draft Agreement

initiate enforcement proceeding initiate enforcement proceeding
against a non-compliant provider against a non-compliant provider
of data intermediation services or of data intermediation services or
a data altruism organisation not a data altruism organisation not
established in the Union. established in the Union.

Text Origin: EP Mandate

| Article 2, first paragraph, point (15a)

(15a) ‘data intermediation (15a) (moved)
service’ means a service, which
establishes relationships through
technical, legal or other means
between an undetermined number
of data holders or data subjects
and data users to enable or
facilitate the sharing, exchange or
pooling of data, under open data
or commercial licenses for non-
87a personal data, for a fee or free of
cost, not including:

(a) value-added data services,
which aggregate data, transform
or combine data with other data,
or analyse it for the purpose of
adding substantial value to it and
make available the use of the
resulting data to data users, unless
they have a direct relationship
with data holders for the purpose
of data intermediation services;
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Commission Proposal EP Mandate Council Mandate Draft Agreement

(b) services, exclusively used
by one data holder in order to
enable the use of data they hold,
or used by multiple legal entities
in_a closed group, including
contractually-defined
collaborations or supplier or
customer relationships, in
particular those that have as a
main objective the ensuring of
functionalities of objects and
devices connected to the internet-
of-things;

(c) services that focus on the
intermediation of copyright-
protected content;

() services of consolidated
tape providers as defined in
Article 4(1), point (53), of
Directive 2014/65/EU and account
information service providers as
defined in Article 4, point 19, of
Directive(EU) 2015/2366;

| Article 2, first paragraph, point (15b)

(15b) ‘services of data (15b) (moved)
cooperative’ means services that
support data subjects, one-person

87b :
companies or SMEs, who are
members of the cooperative or
who confer power on the
cooperative to negotiate terms and
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Commission Proposal

EP Mandate

conditions for data processing
before they consent, in making
informed choices before
consenting to data processing, and
allowing for mechanisms to
exchange views on data
processing purposes and

conditions that would best
represent the interests of data
subjects or legal persons.

Council Mandate

Draft Agreement

CHAPTER I

CHAPTER I
re-use of certain categories of
protected data held by public sector

CHAPTER II
re-use of certain categories of
protected data held by public sector

CHAPTER I
re-use of certain categories of
protected data held by public sector

CHAPTER II
re-use of certain categories of
protected data held by public sector

88 bodies bodies bodies bodies
Text Origin: Commission
Proposal
| Article 3
Article 3 Article 3 Article 3 Article 3
- Categories of data Categories of data Categories of data Categories of data
Text Origin: Commission
Proposal
| Article 3(1), introductory part |
I & (1) This Chapter applies to data (1) This Chapter applies to data (1) This Chapter applies to data (1) This Chapter applies to data I
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Commission Proposal

held by public sector bodies which
are protected on grounds of:

EP Mandate

held by public sector bodies which
are protected on grounds of:

Council Mandate

held by public sector bodies which
are protected on grounds of:

Draft Agreement

held by public sector bodies which
are protected on grounds of:

Text Origin: Commission

Proposal

Article 3(1), point (a)
(a) commercial confidentiality ; (a) commercial confidentiality ; (a) commercial confidentiality (a) commercial confidentiality
including business, professional including business, professional
91 and company secrets; and company secrets;
Text Origin: Council Mandate
| Article 3(1), point (b)
(b) statistical confidentiality; (b) statistical confidentiality; (b) statistical confidentiality; (b) statistical confidentiality;
92 Text Origin: Commission
Proposal
| Article 3(1), point (c)
(c) protection of intellectual (c) protection of intellectual (¢) protection of intellectual (¢) protection of intellectual
93 property rights of third parties; property rights of third parties; property rights of third parties; or | property rights of third parties;_or
Text Origin: Council Mandate
| Article 3(1), point (d)
94 (d) protection of personal data. (d) protection of personal data. (d) protection of personal data, (d) protection of personal data,
insofar as such data fall outside insofar as such data fall outside
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Commission Proposal

EP Mandate

Council Mandate

the scope of Directive (EU)
2019/1024.

Draft Agreement

the scope of Directive (EU)
2019/1024.

Text Origin: Council Mandate

| Article 3

(2), introductory part

95

(2) This Chapter does not apply to:

(2) This Chapter does not apply to:

(2) This Chapter does not apply to:

(2) This Chapter does not apply to:

Text Origin: Commission
Proposal
| Article 3(2), point (a)
(a) data held by public (a) data held by public (a) data held by public (a) data held by public
5 undertakings; undertakings; undertakings; undertakings;
Text Origin: Commission
Proposal
| Article 3(2), point (b)
(b) data held by public service (b) data held by public service (b) data held by public service (b) data held by public service
broadcasters and their subsidiaries, | broadcasters and their subsidiaries, | broadcasters and their subsidiaries, | broadcasters and their subsidiaries,
and by other bodies or their and by other bodies or their and by other bodies or their and by other bodies or their
97 subsidiaries for the fulfilment of a | subsidiaries for the fulfilment of a | subsidiaries for the fulfilment of a | subsidiaries for the fulfilment of a
public service broadcasting remit; | public service broadcasting remit; | public service broadcasting remit; | public service broadcasting remit;
Text Origin: Commission
Proposal
| Article 3(2), point (c)
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Commission Proposal

(c) data held by cultural

EP Mandate

(c) data held by cultural

Council Mandate

(c) data held by cultural

Draft Agreement

(c) data held by cultural

establishments and educational establishments and edueationat establishments and educational establishments and educational
98 establishments; establishmentsprotected by establishments; establishments;
intellectual property rights;
Text Origin: Council Mandate
| Article 3(2), point (ca)
98a (ca) data held by educational (ca) (deleted)
establishments;
| Article 3(2), point (d)
(d) data protected for reasons of (d) data protected for reasons of (d) data held by public sector (d) data held by public sector
national security , defence or national security , defence or bodies which are protected for bodies which are protected for
99 public security; public security; reasons of national security-, reasons of national security-,
defence or public security;_or defence or public security;_or
Text Origin: Council Mandate
| Article 3(2), point (e)
(e) data the supply of whichisan | (e) data the supply of whichisan | (e) data the supply of whichisan | (e) data the supply of which is an
activity falling outside the scope of | activity falling outside the scope of | activity falling outside the scope of | activity falling outside the scope of
100 the public task of the public sector | the public task of the public sector | the public task of the public sector | the public task of the public sector
bodies concerned as defined by law | bodies concerned as defined by law | bodies concerned as defined by law | bodies concerned as defined by law
or by other binding rules in the or by other binding rules in the or by other binding rules in the or by other binding rules in the
Member State concerned, or, in the | Member State concerned, or, in the | Member State concerned, or, in the | Member State concerned, or, in the
absence of such rules, as defined in | absence of such rules, as defined in | absence of such rules, as defined in | absence of such rules, as defined in
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EP Mandate

Council Mandate

Commission Proposal

accordance with common
administrative practice in that
Member State, provided that the
scope of the public tasks is
transparent and subject to review.

accordance with common
administrative practice in that
Member State, provided that the
scope of the public tasks is
transparent and subject to review.

accordance with common
administrative practice in that
Member State, provided that the
scope of the public tasks is
transparent and subject to review.

Draft Agreement

accordance with common
administrative practice in that
Member State, provided that the
scope of the public tasks is
transparent and subject to review.

Text Origin: Commission

Proposal

| Article 3

(3)

(3) The provisions of this Chapter
do not create any obligation on
public sector bodies to allow re-use
of data nor do they release public
sector bodies from their
confidentiality obligations. This
Chapter is without prejudice to
Union and national law or
international agreements to which
the Union or Member States are

(3) The provisions of this Chapter
do not create any obligation on
public sector bodies to allow re-use
of data nor do they release public
sector bodies from their
confidentiality obligations_ under
Union or national law. This
Chapter is without prejudice to
Union and national law or
international agreements to which

(3) Fheprovisionsof This Chapter

dodoes not create any obligation on
public sector bodies to allow re-use
of data nor de-they-does it _release
public sector bodies from their
confidentiality obligations_under
Union or national law. This
Chapter is without prejudice to
Union and national law or
international agreements to which

(3) Fheprovisionsof This Chapter

dodoes not create any obligation on
public sector bodies to allow re-use
of data nor de-they-does it _release
public sector bodies from their
confidentiality obligations_under
Union or national law. This
Chapter is without prejudice to
Union and national law or
international agreements to which

101 parties on the protection of the Union or Member States are the Union or Member States are the Union or Member States are
categories of data provided in parties on the protection of parties on the protection of parties on the protection of
paragraph 1. This Chapter is categories of data provided in categories of data provided in categories of data provided in
without prejudice to Union and paragraph 1. This Chapter is paragraph 1. This Chapter is paragraph 1. This Chapter is
national law on access to without prejudice to Union and without prejudice to Union and without prejudice to Union and
documents and to obligations of national law on access to national law on access to national law on access to
public sector bodies under Union documents and to obligations of documents and-to-oblications—of documents and-to-oblications—of
and national law to allow the re-use | public sector bodies under Union preblieneapm hodinndee lnlen | pablicscammsbodivmmnd e Dajon
of data. and national law to allow the re-use | arndnationatlanw-to-atlow-there- ednetionai-tanw—to-edttonw—there-
of data. e Hse-of-dee,
Text Origin: Council Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 4 |
Article 4 Article 4 Article 4 Article 4
Prohibition of exclusive Prohibition of exclusive Prohibition of exclusive Prohibition of exclusive
102 arrangements arrangements arrangements arrangements
Text Origin: Commission
Proposal
| Article 4(1) |

(1) Agreements or other practices
pertaining to the re-use of data held
by public sector bodies containing
categories of data referred to in
Article 3 (1) which grant exclusive
rights or which have as their object
or effect to grant such exclusive

(1) Agreements or other practices
pertaining to the re-use of data held
by public sector bodies containing
categories of data referred to in
Article 3 (1) which grant exclusive
rights or which have as their object
or effect to grant such exclusive

(1) Agreements or other practices
pertaining to the re-use of data held
by public sector bodies containing
categories of data referred to in
Article 3 (1) which grant exclusive
rights or which have as their object
or effect to grant such exclusive

(1) Agreements or other practices
pertaining to the re-use of data held
by public sector bodies containing
categories of data referred to in
Article 3 (1) which grant exclusive
rights or which have as their object
or effect to grant such exclusive

103 | rights or to restrict the availability | rights or to restrict the availability | rights or to restrict the availability | rights or to restrict the availability
of data for re-use by entities other | of data for re-use by entities other | of data for re-use by entities other | of data for re-use by entities other
than the parties to such agreements | than the parties to such agreements | than the parties to such agreements | than the parties to such agreements
or other practices shall be or other practices shall be or other practices shall be or other practices shall be
prohibited. prohibited. Such agreements or prohibited. prohibited.
practices and the exclusive rights . .
oranted pursuant to them shall be I Ok Eatine el
void.
| Article 4(2) |
104 . . . .
(2) By way of derogation from (2) By way of derogation from (2) By way of derogation from (2) By way of derogation from
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EP Mandate

Council Mandate

Commission Proposal

paragraph 1, an exclusive right to
re-use data referred to in that
paragraph may be granted to the
extent necessary for the provision
of a service or a product in the
general interest.

paragraph 1, an exclusive right to
re-use data referred to in that
paragraph may be granted to the
extent necessary for the provision
of a service or a product in the
general interest.

paragraph 1, an exclusive right to
re-use data referred to in that
paragraph may be granted to the
extent necessary for the provision
of a service or the supply of a
product in the general interest that
would_otherwise not be possible.

Draft Agreement

paragraph 1, an exclusive right to
re-use data referred to in that
paragraph may be granted to the
extent necessary for the provision
of a service or the supply of a
product in the general interest that
would otherwise not be possible.

Text Origin: Council Mandate

| Article 4

(3)

(3) Such exclusive right shall be
granted in the context of a relevant
service or concession contract in
compliance with applicable Union
and national public procurement

(3) Such exclusive right shall be
granted in the context of a relevant
service or concession contract in
compliance with applicable Union
and national public procurement

(3) Sueh_An exclusive right shett
E e .
l . :

eontraet-according to paragraph 2
shall be granted _in compliance

(3) SwehAn exclusive right
according to paragraph 2 shall be
granted in-the-context-of-arelevant
comptianeethrough an

and concession award rules, or, in | and concession award rules, or, in | with-applicable-Union-and administrative act or contractual
the case of a contract of a value for | the case of a contract of a value for | rationalpublicprocurenent-cid arrangement in_accordance with
which neither Union nor national which neither Union nor national econcesston-awardrules—or—inthe applicable Union ard-nationat
105 public procurement and concession | public procurement and concession | ease-of-a-contract-of-a-vatnefor bl s rn e e o
award rules are applicable, in award rules are applicable, in weltel el Dndonpreppreioned | enpeprelmdleoe ot menne o e
compliance with the principles of | compliance with the principles of | public procurement-and-coneession | eontract-of-avaluefor-which
transparency, equal treatment and | transparency, equal treatment and | eweardrutes-are-applicable—in netther-Urionnoror national
non-discrimination on grounds of | non-discrimination on grounds of | eomplianecewith-_the principles of | public procurement-and-concession
nationality. nationality. transparency, equal treatment and | ewardrlesare-applicable-law
non-discrimination e#sgrenndsof | and in compliance with the
netionalin:. principles of transparency, equal
treatment and non-discrimination
| Article 4(4)
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Commission Proposal

(4) In all cases not covered by

EP Mandate

(4) In all cases not covered by

Council Mandate

Draft Agreement

paragraph 3 and where the general | paragraph 3 and where the general | parasraph 3-andvhere-thegencral | parasraph3-and-where-the-general
interest purpose cannot be fulfilled | interest purpose cannot be fulfilled | interestpurpose-cannot-befirdfitled | interestpurpose-cannot-befulfitted

106 without granting an exclusive right, | without granting an exclusive right, | withont-grantingan-exclusive seithor-grartig-en-exelinive
the principles of transparency, the principles of transparency, el e o el e o
equal treatment and non- equal treatment and non- T e
discrimination on grounds of discrimination on grounds of el e e ekl | el e e e e
nationality shall apply. nationality shall apply. ' ' -(deleted) ' ' -(deleted)

| Article 4(5) |

(5) The period of exclusivity of (5) The period of exclusivity of (5) The period of exclusivity of
the right to re-use data shall not the right to re-use data shall not the right to re-use data shall not To be decided
exceed three years. Where a exceed threeyearsl2 months. exceed three years. Where a

107 contract is concluded, the duration | Where a contract is concluded, the | contract is concluded, the duration
of the contract awarded shall be as | duration of the contract awarded of the contract awarded shall be as
aligned with the period of shall be as aligned with the period | aligned with the period of
exclusivity. of exclusivity. exclusivity.

| Article 4(6) |

(6) The award of an exclusive (6) The award of an exclusive (6) The award of an exclusive (6) The award of an exclusive
right pursuant to paragraphs (2) to | right pursuant to paragraphs (2) to | right pursuant to paragraphs (2) to | right pursuant to paragraphs (2) to
(5), including the reasons why itis | (5), including the #easonsreasoned | (5), including the reasons why itis | (5), including the reasensreasoned
necessary to grant such a right, justification why it is necessary to | necessary to grant such a right, justification why it is necessary to

108 | shall be transparent and be made grant such a right, shall be shall be transparent and be made grant such a right, shall be
publicly available online, transparent and be made publicly publicly available online, transparent and be made publicly
regardless of a possible publication | available online, regardless of a recardlesofa-possible available online, regardlessof a
of an award of a public possible publication of an award of | publication-of-an-award-of-apublic | possible publication-of-anaweard-of
procurement and concessions a public procurement and R R e e e e e e e ]
contract. concessions contract. eontractwhere relevant, in a form | concessions—contractwhere
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

that is in accordance with Union

relevant, in a form that is in

law on public procurement.

accordance with Union law on

public procurement.

Text Origin:

Council Mandate

Article 4

(7)

(7) Agreements or other practices
falling within the scope of the
prohibition in paragraph 1, which
do not meet the conditions set out
in paragraph 2, and which were
concluded before the date of entry

(7) Agreements or other practices
falling within the scope of the
prohibition in paragraph 1, which
do not meet the conditions set out
in paragraph 2, and which were
concluded before the date of entry

(7) Agreements or other practices
falling within the scope of the

prohibition in paragraph 1, which
do not meet the conditions set out

in paragraphs 2 and
3, and which were concluded

To be decided

109 | into force of this Regulation shall into force of this Regulation shall before the date of entry into force
be terminated at the end of the be terminated at the end of the of this Regulation shall be
contract and in any event at the contract and in any event at the terminated at the end of the
latest within three years after the latest within treeyearsone year contract and in any event at the
date of entry into force of this after the date of entry into force of | latest within three years after the
Regulation. this Regulation. date of entry into force of this
Regulation.
| Article 5
Article 5 Article 5 Article 5 Article 5
10 Conditions for re-use Conditions for re-use Conditions for re-use Conditions for re-use
Text Origin: Commission
Proposal
| Article 5(1)
l 111
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Commission Proposal

(1) Public sector bodies which are
competent under national law to
grant or refuse access for the re-use
of one or more of the categories of
data referred to in Article 3 (1)
shall make publicly available the
conditions for allowing such re-
use. In that task, they may be
assisted by the competent bodies
referred to in Article 7 (1).

EP Mandate

(1) Public sector bodies which are
competent under national law to
grant or refuse access for the re-use
of one or more of the categories of
data referred to in Article 3 (1)
shall be equipped with the
necessary human and financial
resources and shall make publicly
available the conditions for
allowing such re-use and the
procedure to request the re-use via
the single information point
referred to in Article 8. In that
task, they may be assisted by the
competent bodies referred to in
Article 7 (1).

Council Mandate

(1) Public sector bodies which are
competent under national law to
grant or refuse access for the re-use
of one or more of the categories of
data referred to in Article 3 (1)
shall make publicly available the
conditions for allowing such re-
use. In that task, they may be
assisted by the competent bodies
referred to in Article 7 (1).

Draft Agreement

(1) Public sector bodies which are
competent under national law to
grant or refuse access for the re-use
of one or more of the categories of
data referred to in Article 3 (1)
shall be equipped with the
necessary resources and shall
make publicly available the
conditions for allowing such re-use
and the procedure to request the
re-use via the single information
point referred to in Article 8. In
that task, they may be assisted by
the competent bodies referred to in
Article 7 (1).

Text Origin: EP Mandate

modif

| Article 5

(2)

(2) Conditions for re-use shall be
non-discriminatory, proportionate
and objectively justified with
regard to categories of data and
purposes of re-use and the nature

(2) Conditions for re-use shall be
non-discriminatory, transparent,
proportionate and objectively
justified with regard to categories
of data and purposes of re-use and

(2) Conditions for re-use shall be
non-discriminatory, proportionate
and objectively justified with
regard to categories of data and
purposes of re-use and the nature

(2) Conditions for re-use shall be
non-discriminatory, transparent,
proportionate and objectively
justified with regard to categories
of data and purposes of re-use and

112 of the data for which re-use is the nature of the data for which re- | of the data for which re-use is the nature of the data for which re-

allowed. These conditions shall not | use is allowed. FheseThose allowed. These conditions shall not | use is allowed. FheseThose

be used to restrict competition. conditions shall not be used to be used to restrict competition. conditions shall not be used to
restrict competition, including by restrict competition.
being constructed in a way to pose
restrictions to participate for
SME's, start-ups or civil society
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EP Mandate

Council Mandate

Commission Proposal

actors.

Draft Agreement

| Article 5

3)

113

(3) Public sector bodies may
impose an obligation to re-use only
pre-processed data where such pre-
processing aims to anonymize or
pseudonymise personal data or
delete commercially confidential
information, including trade
secrets.

(3) Public sector bodies shall
ensure that the protected nature of

(3) Public sector bodies_shall, in
accordance with Union and

data is preserved, which may
include providing for the
following requirements:

(a) to only grant access to re-

S e ot blicaion—tore
use-ontyp-pre-processed data where
sueh-pre-processing-ains—+to

B e e 1/ 1

public sector body or the

competent body has ensured that

national law,#ay impose é#
oot %
e ed e oo s

PEOCESSTHO— IS O-GRONYIZC-OF
psendonymisethe conditions

necessary for preserving the
protected nature of the data and
taking into account the risks
related to its processing. Such
conditions may, inter alia, consist

data has been anonymised or
pseudonymised in the case of

personal data, and that data has

of the following:
(a) to access and re-use

(3) Public sector bodies shall, in
accordance with Union and
national law, ensure that the
protected nature of data is
preserved, which may include

providing for the following

requirements:
(a) ___to only grant access to re-

US e anmoctima bl ontore
use—enly—p#e—p#eees&ed data where

a%enw%e—m#pse&denmwethe

public sector body or the

competent body, following the

data that the public sector body or

request to re-use, has ensured that

been modified, aggregated or
treated by any other method of

the competent body upon the
request of the re-useranonymizes

data has been anonymised _in the
case of personal data, and that

disclosure control in the case of

or pseudonymises in the case of

data has been modified,

data-or-detete commercially
confidential information, including
trade secrets or content protected

personal data, or_modifies,

aggregates, or treats by any other

aggregated or treated by any other
method of disclosure control in

method of disclosure control in

the case of-6+-detete commercially

by intellectual property rights;

the case of-e+-detete commercially

where data for re-use has been
pseudonymised it may only be

accessed within a secure
processing environment;

(b) to access and re-use the
data remotely within a secure
processing environment provided

confidential information and
confidential statistical data, or

confidential information, including
trade secrets or content protected
by intellectual property rights;

content protected by intellectual

(b) _to access and re-use the

property rights;

(b) to access and re-use the data

data remotely within a secure
processing environment provided

or controlled by the public sector

remotely within a secure

body;
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

or controlled by the public sector processing environment provided | (c) __ to access and re-use the
body; and controlled by the public data within the physical premises
(c) to access and re-use the sector; or in which the secure processing

data within the physical premises

(c) __to access and re-use the data

environment is located in

in which the secure processing

within the physical premises in

accordance with high security

environment is located in
accordance with high security

which the secure processing
environment is located, if remote

standards, if remote access cannot
be allowed without jeopardising

standards, if remote access cannot

access cannot be allowed without

the rights and interests of third

be allowed without jeopardising

jeopardising the rights and

the rights and interests of third

interests of third parties—inelnding

parties.

trade-secrets.

parties.

| Article 5

(4), introductory part

(4) Public sector bodies may

(4) Beblicmcatorbodivmmas

(4) Bebliosiooropbodiv e

(4) Bebliosioommpbodio e

114 | impose obligations L el impose-oblications(deleted) impose-obligations(deleted)
Text Origin: Council Mandate
| Article 5(4), point (a) |
(a) to access and re-use the data () to—creemmmemere et e (a) re—ereessmmelpe e b e (a) to-aecessand-re-tsethe-deate
within a secure processing SRR e e e e SRR e e e
environment provided and B e e ey el e e ] e e e
115 | controlled by the public sector ; cetratled e srdblia s comtratlad bl e s bl e e eontrotted-br-the-public-seetor
#(deleted) #(deleted)
Text Origin: Council Mandate
| Article 5(4), point (b) |
l 116
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(b) to access and re-use the data
within the physical premises in
which the secure processing
environment is located, if remote
access cannot be allowed without
jeopardising the rights and interests
of third parties.

. Lo tha wicl l
interests-of third-parties-(deleted)

. Lo tha wiol l
interests-of third-parties-(deleted)

Text Origin: Council Mandate

TREE.2.B

LIMITE

| Article 5(5) |

(5) The public sector bodies shall | (5) The public sector bodies shall | (5) In the case of re-use allowed | (5) In the case of re-use allowed

impose conditions that preserve the | impose conditions that preserve the | according to paragraph 3 points according to paragraph 3 points

integrity of the functioning of the integrity of the functioning of the (b) and (c) the public sector bodies | (b) and (c) the public sector bodies

technical systems of the secure technical systems of the secure shall impose conditions that shall impose conditions that

processing environment used. The | processing environment used, preserve the integrity of the preserve the integrity of the

public sector body shall be able to | including a high level functioning of the technical functioning of the technical

verify any results of processing of | cybersecurity standards. The systems of the secure processing systems of the secure processing

data undertaken by the re-user and | public sector body shall se environment used. The public environment used. The public

reserve the right to prohibit the use | ablereserve the right to verify the | sector body shall be-abie-reserve sector body shall be-ablereserve

117 of results that contain information | process, the means and any results | the right to verify the process, the | the right to verify the process, the

jeopardising the rights and interests | of processing of data undertaken means and any results of means and any results of

of third parties. by the re-user and reserve the right, | processing of data undertaken by processing of data undertaken by
after giving the re-user the the re-user_to preserve the integrity | the re-user to preserve the integrity
possibility to provide further of the protection of the data and of the protection of the data and
information, to prohibit the use of | reserve the right to prohibit the use | reserve the right to prohibit the use
results that contain information of results that contain information | of results that contain information
jeopardising the rights and interests | jeopardising the rights and interests | jeopardising the rights and interests
of third parties_such as intellectual | of third parties. of third parties._The decision to
property rights, trade secrets or prohibit reuse of the result shall
the rights referred to in be comprehensible and
Regulation (EU) 2016/679. Re-use transparent to the reuser.
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Commission Proposal EP Mandate Council Mandate Draft Agreement
of data shall be conditional on the
adherence by the re-user to a
confidentiality agreement.

Article 5(5a) |
Sa. Unless national law includes | 5a. Unless national law includes
specific safeguards on applicable | specific safeguards on applicable
confidentiality obligations relating | confidentiality obligations relating
to the re-use of data covered in to the re-use of data covered in
Article 3(1), the public sector body | Article 3(1), the public sector body
shall make the use of data shall make the use of data
provided in accordance with provided in accordance with
paragraph 3 conditional on the paragraph 3 conditional on the
adherence by the re-user to a adherence by the re-user to a
confidentiality obligation that confidentiality obligation that
prohibits the disclosure of any prohibits the disclosure of any
information that jeopardises the information that jeopardises the

117a rights and interests of third parties | rights and interests of third parties
that the re-user may have that the re-user may have
acquired despite the safeguards acquired despite the safeguards
put in place. Re-users shall be put in place. Re-users shall be
prohibited from re-identifying any | prohibited from re-identifying any
data subject to whom the data data subject to whom the data
relates and shall be required to relates and shall take technical
assess on_an on-going basis the and operational measures to
risks of re-identification and to prevent re-identification and to
notify any data breach resulting in | notify any data breach resulting in
the re-identification of the data the re-identification of the data
subjects concerned to the public subjects concerned to the public
sector body. The re-user shall sector body. The re-user shall
without undue delay, where without undue delay, where
appropriate with the assistance of | appropriate with the assistance of
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

the public sector body, inform the

the public sector body, inform the

legal persons whose rights may be

legal persons whose rights may be

affected in case an unauthorised

affected in case an unauthorised

re-use of non-personal data
occurs.

re-use of non-personal data
occurs.

Text Origin: Council Mandate

| Article 5(6)
(6) Where the re-use of data (6) Where the re-use of data (6) Where the re-use of data
cannot be granted in accordance cannot be granted in accordance cannot be granted in accordance To be decided - shall support/may
with the obligations laid down in with the obligations laid down in with the obligations laid down in provide assistance
paragraphs 3 to 5 and there is no paragraphs 3 to 5 and there is no paragraphs 3 to 5 and there is no
other legal basis for transmitting other legal basis for transmitting other_legal basis for transmitting
the data under Regulation (EU) the data under Regulation (EU) the data under Regulation (EU)
2016/679, the public sector body 2016/679, the public sector body 2016/679, the public sector body
shall support re-users in seeking shall support re-users in seeking may, insofar as allowed by Union
consent of the data subjects and/or | valid consent of the data subjects and national law, provide
permission from the legal entities insofar as a legal basis exists for assistance to potential-shell
118 | whose rights and interests may be | the public sector body to collect support re-users in seeking consent
affected by such re-use, where it is | their consent, and/or permission of the data subjects and/oror
feasible without disproportionate from the legal entities— whose permission from the fege
cost for the public sector. In that rights and interests may be affected | entitiesdata holders whose rights
task they may be assisted by the by such re-use, where it is feasible | and interests may be affected by
competent bodies referred to in without disproportionate cost for such re-use, where it is feasible
Article 7 (1). the public sector, and where there | without disproportionate-cost
is no reason to believe that the burden for the public sector_body.
combination of non-personal data | In that task #ep-it may be assisted
sets would lead to the by the competent bodies referred to
identification of data subjects. In in Article 7 (1).
that task they may be assisted by
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Commission Proposal EP Mandate Council Mandate Draft Agreement
the competent bodies referred to in
Article 7 (1).
| Article 5(6a)

6a. Where public sector bodies

make available personal data for To be decided with line 118

re-use pursuant to this Article, the

public sector bodies shall support

118a data subjects in exercising their

rights, including in relation to any

re-users. When performing that

task, the public sector bodies may

be assisted by the competent

bodies referred to in Article 7(1).

| Article 5(7) |
(7) Re-use of data shall only be (7) Re-use of data shall only be (7) Re-use of data shall only be (7) Re-use of data shall only be
allowed in compliance with allowed in compliance with allowed in compliance with allowed in compliance with
intellectual property rights. The intellectual property rights. The intellectual property rights. The intellectual property rights. The
right of the maker of a database as | right of the maker of a database as | right of the maker of a database as | right of the maker of a database as
provided for in Article 7(1) of provided for in Article 7(1) of provided for in Article 7(1) of provided for in Article 7(1) of
Directive 96/9/EC shall not be Directive 96/9/EC shall not be Directive 96/9/EC shall not be Directive 96/9/EC shall not be
19 exercised by public sector bodies exercised by public sector bodies exercised by public sector bodies exercised by public sector bodies
in order to prevent the re-use of in order to prevent the re-use of in order to prevent the re-use of in order to prevent the re-use of
data or to restrict re-use beyond the | data or to restrict re-use beyond the | data or to restrict re-use beyond the | data or to restrict re-use beyond the
limits set by this Regulation. limits set by this Regulation. limits set by this Regulation. limits set by this Regulation.
Text Origin: Commission
Proposal
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EP Mandate

Council Mandate

Article 5

Commission Proposal

(8)

Draft Agreement

(8) When data requested is
considered confidential, in
accordance with Union or national
law on commercial confidentiality,
the public sector bodies shall
ensure that the confidential
information is not disclosed as a

(8) When data requested is
considered confidential, in
accordance with Union or national
law-eiempmepeiolennbicloptladine,
the public sector bodies shall
ensure that the confidential
information is not disclosed as a

(8) _When data requested, or part
thereof, is considered to be
confidential information under
Article 3 (1) (a) and (b), in
accordance with Union or national
law on commercial or statistical

confidentiality, the publie-sector

(8) When data requested is
considered confidential, in
accordance with Union or national
law on commercial or statistical
confidentiality, the public sector
bodies shall ensure that the
confidential information is not

L2y result of the re-use. result of the re-use. bediesre-use of such data shall disclosed as a result of there-
ensure-thatonly be allowed in case | u#seallowing such re-use, unless
the confidential information is not | such re-use is allowed in
disclosed as a result of there- accordance with paragraph (6).
useallowing such re-use, unless
such re-use is allowed in ST (OFe (op il eleliiubiten el
accordance with paragraph (6). s

| Article 5(8a) |
8a. Where a re-user intends to 8a. Where a re-user intends to
transfer non-personal data transfer non-personal data
protected on the grounds set out in | protected on the grounds set out in
Article 3(1) to a third country, it Article 3(1) to a third country, it
shall inform the public sector shall inform the public sector

120a body of its intention as well as of body of its intention as well as of
the purpose of the transfer at the the purpose of the transfer at the
time of requesting the re-use. In time of requesting the re-use. In
the case of re-use in accordance the case of re-use in accordance
with paragraph 6, the re-user with paragraph 6, the re-user
shall, where appropriate with the shall, where appropriate with the
assistance of the public sector assistance of the public sector
body, inform the legal person body, inform the legal person
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Commission Proposal

EP Mandate

Council Mandate

whose rights and interests may be

Draft Agreement

whose rights and interests may be

affected of that intention, purpose

affected of that intention, purpose

and the appropriate safeguards,

and the appropriate safeguards,

and the public sector body shall

and the public sector body shall

not allow the re-use unless the

not allow the re-use unless the

legal person gives the permission

legal person gives the permission

for the transfer.

for the transfer.

Text Origin: Council Mandate

| Article 5

(9), first subparagraph, introductory p

art

121

(9) The Commission may adopt
implementing acts declaring that
the legal, supervisory and
enforcement arrangements of a
third country:

(9) In consultation with the
European Data Innovation Board
and where justified by the volume
of requests for re-use of non-
personal data from specific third
countries, the Commission #&5is
empowered to adopt implementing
aets-delegated acts in accordance
with Article 28, supplementing
this Regulation by declaring that
the legal, supervisory and
enforcement arrangements of athat

specific third country:

o s
third-conntry:(deleted)

To be decided

| Article 5

(9), first subparagraph, point (a)

122

(a) ensure protection of
intellectual property and trade
secrets in a way that is essentially

(a) ensure protection of
intellectual property and trade
secrets in a way that is essentially

(Q) wmrme oot
bitellectitedproperi-and-trede
. Log el

To be decided

14021/21

TREE.2.B

RB/ek

LIMITE

157
EN



Commission Proposal

equivalent to the protection
ensured under Union law;

EP Mandate

equivalent to the protection
ensured under Union law;

Council Mandate

] ; .
ensured-wnder-Uniontaw:(deleted)

Draft Agreement

| Article 5

(9), first subparagraph, point (b)

(b) are being effectively applied

(b) are being effectively applied

(b) emebotnellompipele o lind

L& and enforced; and and enforced; and end-enforced:—rid + (deleted) To be decided
| Article 5(9), first subparagraph, point (c)
124 (c) provide effective judicial (c) provide effective judicial (C) prempidlecflonmeefrliaiad
redress. redress. redress-(deleted) To be decided
| Article 5(9), second subparagraph
Those implementing acts shall be Those implementinedelegated acts | Those-imptementing-aets-shatt-be
adopted in accordance with the shall be adopted-in-accordance ercleptedireeopdaneem it
advisory procedure referred to in it e e e e erebbem i edr sl e bl To be decided
Article 29 (2). referred-to-inArtiete 29-(2without e -(deleted)
125 prejudice to the adequacy
decisions set out in Article 45 of
Regulation (EU) 2016/679,
including in cases where personal
and non-personal data are
inextricably linked.
Article 5(10), introductory part
126 (10) Public sector bodies shall (10) Public sector bodies shall (10) Public-sector-bodies The re- | (10) Public sector bodies shall
only transmit confidential data or onby-transmttransmit non- user shall-eriy-transnit onrby-transmit_non-personal
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Commission Proposal

data protected by intellectual
property rights to a re-user which
intends to transfer the data to a
third country other than a country
designated in accordance with
paragraph 9 if the re-user

EP Mandate

personal confidential data or data
protected by intellectual property
rights to a re-user which intends to
transfer thethose data to a third
country other than a country
designated in accordance with

Council Mandate

confidential-data-or_not _transfer
non-personal data protected 53
- od] 7 e

Lol / G
data-on grounds set out in Article
3 to a third country other than a

Draft Agreement

confidential data or data protected
by intellectual property rights to a
re-user which intends to transfer
thethose data to a third country
other than a country designated in
accordance with paragraph 9 only

undertakes: paragraph 9_only if the re-user country designated in accordance if the re-user
undertakes _to: with paragraph 9-4£10a unless the | w#ndertakescontractually commits
re-user undertakes: to:
| Article 5(10), point (a) |

(a) to comply with the obligations
imposed in accordance with
paragraphs 7 to 8 even after the
data is transferred to the third

(a) to-comply with the obligations
imposed in accordance with
paragraphs 7 toand 8 even after the
data is transferred to the third

(a) to comply with the obligations
imposed in accordance with
paragraphs 7 to-and_8 even after
the data is transferred to the third

(a) to-comply with the obligations

imposed in accordance with

paragraphs 7 toand 8 even after the

data is transferred to the third

127
country; and country; and country; and country; and
Text Origin: EP Mandate
| Article 5(10), point (b) |
(b) to accept the jurisdiction of the | (b) to-accept the jurisdiction of the | (b) to accept the jurisdiction of the | (b) to-accept the jurisdiction of the
courts of the Member State of the courts of the Member State of the courts of the Member State of the courts of the Member State of the
public sector body as regards any transmitting public sector body as | public sector body as regards any transmitting public sector body as
128 | dispute related to the compliance regards any dispute related to tke dispute related to the compliance regards any dispute related to tke
with the obligation in point a). compliance with the-eblicationin | with the obligation in point a). compliance with the-oblisationin
point-coparagraphs 7 and 8. point-a)paragraphs 7 and 8.
Text Origin: EP Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 5

(10), subparagraph 1 ato 1 d (new)

10a. Public sector bodies shall,
where relevant and to the extent of
their capabilities, provide
guidance and support to re-users
for the purpose of supporting

them in complying with the
obligations referred to in the first
subparagraph.

The Commission shall issue
guidelines on the obligations
referred to in the first
subparagraph, in particular to
support re-users.

10a. Public sector bodies shall,
where relevant and to the extent of
their capabilities, provide
guidance and support to re-users
in_complying with the obligations
referred to in the first
subparagraph. In order to support
public sector bodies and re-users,
the Commission may adopt
implementing acts providing
model contractual clauses for
complying with the obligations
referred to in paragraph (10)

2t The Commission shall also, by points (a) and (b). Those
means of implementing acts, implementing acts shall be
establish standard contractual adopted in accordance with the
clauses for the transfer by re- examination procedure referred to
users of non-personal data to a in Article 29 (2)
third country as referred to in the
first subparagraph. To be decided - IAs with examination
The implementing acts referred to or advisory procedure
in the fourth subparagraph of this
paragraph shall be adopted in
accordance with the advisory
procedure referred to in Article
29(2).

| Article 5(10a) |
128b
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EP Mandate

Council Mandate

Commission Proposal

10a. In order to support public

Draft Agreement

10a. In order to support public

sector bodies and re-users, the

sector bodies and re-users, the

Commission may adopt
implementing acts providing
model contractual clauses for
complying with the obligations

Commission may adopt
implementing acts providing
model contractual clauses for
complying with the obligations

referred to in paragraph (10)
points (a) and (b). Those

implementing acts shall be
adopted in accordance with the

referred to in paragraph (10)
points (a) and (b). [Those

implementing acts shall be
adopted in accordance with the

examination procedure referred to

examination procedure referred to

in Article 29(3).

in Article 29(3).]

To be decided - I1As with examination
or advisory procedure

Text Origin: Council Mandate

| Article 5(10b)
10b. When justified by a
substantial number of requests
across the Union concerning the To be decided
re-use of non-personal data in
specific third countries, the
128¢c Commission may adopt
implementing acts declaring that
the legal, supervisory and
enforcement arrangements of a
third country:
(a) ensure protection of
intellectual property and trade
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Commission Proposal

EP Mandate

Council Mandate

secrets in_a way that is essentially
equivalent to the protection
ensured under Union law;

(b) _are being effectively applied
and enforced; and

(c) _provide effective judicial
redress.

Those implementing acts
shall be adopted in accordance
with the examination procedure
referred to in Article 29 (3).

Draft Agreement

| Article 5

(11)

(11) Where specific Union acts
adopted in accordance with a
legislative procedure establish that
certain non-personal data
categories held by public sector
bodies shall be deemed to be
highly sensitive for the purposes of
this Article, the Commission shall

(11) #here-Specific Union acts
adopted in accordance with a
legislative procedure may establish
that certain non-personal data
categories held by public sector
bodies shall be deemed to be
highly sensitive for the purposes of
this Article, where their transfer to

(11) J#here Specific Union acts
adopted in accordance with a
legislative procedure establish
thatmay deem certain non-
personal data categories held by
public sector bodies-sket-be
deemed-_to be highly sensitive for
the purposes of this Article;the

To be decided

129 be empowered to adopt delegated third countries may put at risk Connissionshat-be-emporcered-to
acts in accordance with Article 28 Union policy objectives, such as T
supplementing this Regulation by | safety and public health, or may sith-Artiele 2S-supplementingtiis
laying down special conditions lead to the risk of re-identification | Regulation-by-lavingdown-special
applicable for transfers to third- of anonymised data. The el e e b e e e
countries. The conditions for the Commission shall be empowered ' e where their
transfer to third-countries shall be | to adopt delegated acts in transfer to third countries may put
based on the nature of data accordance with Article 28 at risk Union policy objectives,
categories identified in the Union supplementing this Regulation by | such as safety and public health,
act and on the grounds for deeming | laying down special conditions or may lead to the risk of re-
them highly sensitive, non- applicable for transfers to third- identification of non-personal,
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EP Mandate

Council Mandate

Commission Proposal

discriminatory and limited to what
is necessary to achieve the public
policy objectives identified in the
Union law act, such as safety and
public health, as well as risks of re-
identification of anonymized data
for data subjects, in accordance
with the Union’s international
obligations. They may include
terms applicable for the transfer or
technical arrangements in this
regard, limitations as regards the
re-use of data in third-countries or
categories of persons which are
entitled to transfer such data to
third countries or, in exceptional
cases, restrictions as regards
transfers to third-countries.

countries, based on the
recommendations from the

European Data Innovation Board.

anonymised data. Where such an
act is adopted, the Commission
shall lay down conditions

The conditions for the transfer to
third-countries shall be based on
the nature of data categories
identified in the Union act and on
the grounds for deeming them
highly sensitive, non-
discriminatory and limited to what
is necessary to achieve the public
policy objectives identified in the
Union law act, such as safety and
public health, as well as risks of re-
identification of anonymized data
for data subjects, in accordance
with the Union’s international
obligations. They may include
terms applicable for the transfer or
technical arrangements in this
regard, limitations as regards the
re-use of data in third-countries or
categories of persons which are
entitled to transfer such data to
third countries or, in exceptional
cases, restrictions as regards
transfers to third-countries.

forapplicable to the transfer to

third-countries of such data by way
of implementing acts .

Those conditions _shall be
based on the nature of non-
personal data categories identified
in the specific Union act and on the
grounds for deeming them highly
sensitive, non-discriminatory and
limited to what is necessary to
achieve the public policy
objectives identified in the Union
law act, such as safety and public
health, as well as risks of re-
identification of anonymized data

for-data-subjeets, in accordance

with the Union’s international
obligations.

If specific Union acts
under the first subparagraph
require so, such conditions—they
may include terms applicable for
the transfer or technical
arrangements in this regard,
limitations as regards the re-use of
data in third-countries or categories
of persons which are entitled to
transfer such data to third countries
or, in exceptional cases, restrictions
as regards transfers to third-

Draft Agreement
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countries.
Those implementing acts
shall be adopted in accordance
with the examination procedure
referred to in Article 29(3).
Article 5(12)
(12) The natural or legal person to | (12) The natural or legal person to | (12) The natural or legal personto | (12) The natural or legal person to
which the right to re-use non- which the right to re-use non- which the right to re-use non- which the right to re-use non-
personal data was granted may personal data was granted may personal data was granted may personal data was granted may
transfer the data only to those transfer the data only to those transfer the data only to those transfer the data only to those
third-countries for which the third-countries for which the third-countries for which the third-countries for which the
v| 130 | requirements in paragraphs 9 to 11 | requirements in paragraphs 9 to 11 | requirements in paragraphs 410 to | requirements in paragraphs 9/9/10]
are met. are met. 11 are met. to 11 are met.
To be aligned with deletion or not of
para 9
Text Origin: Council Mandate
Article 5(13)
(13) Where the re-user intends to (13) Where the re-user intends to (13) Leheretbe e inendbara | (13) Hherethereresinrendta
transfer non-personal data to a transfer non-personal data to a e o e e o = Te (R
third country, the public sector third country, the public sector el s e bl s b e
131 body shall inform the data holder body shall inform the data holder bodimdrelinlomno e ol | bedhmdredig ool bl Loy
about the transfer of data to that about the transfer-ofintention to trhotH-thetrensfer-of-datatothat trhotH-thetransfer-of-datatothat
third country. transfer data to that third country third-conntry-(deleted) third-conntry-(moved)
and the purpose of such a
transfer.
Text Origin: Council Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 6 |
Article 6 Article 6 Article 6 Article 6
Fees Fees Fees Fees
132
Text Origin: Commission
Proposal
| Article 6(1) |
(1) Public sector bodies which (1) Public sector bodies which (1) Public sector bodies which (1) Public sector bodies which
allow re-use of the categories of allow re-use of the categories of allow re-use of the categories of allow re-use of the categories of
data referred to in Article 3 (1) data referred to in Article 3 (1) data referred to in Article 3 (1) data referred to in Article 3 (1)
133 | may charge fees for allowing the may charge fees for allowing the may charge fees for allowing the may charge fees for allowing the
re-use of such data. re-use of such data. re-use of such data. re-use of such data.
Text Origin: Commission
Proposal
| Article 6(2)
(2) Any fees shall be non- (2) Any fees charged pursuantto | (2) Any fees shall be non- (2) Any fees charged pursuant to
discriminatory, proportionate and paragraph 1 shall be transparent, | discriminatory, proportionate and paragraph 1 shall be transparent,
objectively justified and shall not non-discriminatory, proportionate | objectively justified and shall not non-discriminatory, proportionate
134 | restrict competition. with the cost of making available | restrict competition. and objectively justified and shall
data for re-use, and objectively not restrict competition.
justified and shall not restrict -
unnpeﬁﬁon. Text Origin: EP Mandate
| Article 6(3) |
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(3) Public sector bodies shall
ensure that any fees can be paid
online through widely available
cross-border payment services,
without discrimination based on
the place of establishment of the

(3) Public sector bodies shall
ensure that any fees can also be
paid online through widely
available cross-border payment
services, without discrimination
based on the place of establishment

(3) Public sector bodies shall
ensure that any fees can be paid
online through widely available
cross-border payment services,
without discrimination based on
the place of establishment of the

(3) Public sector bodies shall
ensure that any fees can also

be paid online through widely
available cross-border payment
services, without discrimination
based on the place of establishment

135 payment service provider, the place | of the payment service provider, payment service provider, the place | of the payment service provider,
of issue of the payment instrument | the place of issue of the payment of issue of the payment instrument | the place of issue of the payment
or the location of the payment instrument or the location of the or the location of the payment instrument or the location of the
account within the Union. payment account-withinthe-Huion. | account within the Union. payment account within the Union.

Text Origin: Commission
Proposal modif
| Article 6(4) |
(4) Where they apply fees, public | (4) Where they apply fees, public | (4) Where they apply fees, public | (4) Where they apply fees, public
sector bodies shall take measures sector bodies shall take measures sector bodies shall take measures sector bodies shall take measures
to incentivise the re-use of the to incentivise the re-use of the to incentivise the re-use of the to incentivise the re-use of the
categories of data referred to in categories of data referred to in categories of data referred to in categories of data referred to in
Atrticle 3 (1) for non-commercial Article 3 (1) for non-commercial Article 3 (1) for non-commercial Atrticle 3 (1) for non-commercial
purposes and by small and purposes and by s#atl-and purposes such as scientific purposes such as scientific
medium-sized enterprises in line medinm-sized-enterprisesSMESs research purposes and by small research purposes and by s#atl

136 | with State aid rules. and start-ups in line with State aid | and medium-sized enterprises in el zed

rules. In that regard, public sector | line with State aid rules._This may | enterprisesSMEs and start-ups in
bodies may also make the data include allowing re-use at lower line with State aid rules._In that
available at a discounted fee or or no fee. regard, public sector bodies may
free of charge, in particular to also make the data available at a
SMESs and start-ups, civil society discounted fee or free of charge,
and educational establishments. in particular to SMEs and start-
To that end, public sector bodies ups, civil society and educational
may establish a list of categories establishments.
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EP Mandate

Council Mandate

Commission Proposal

of re-users to which data is made
available at a discounted fee or
free of charge. That list, together

with the criteria used to establish
it, shall be made public.

Draft Agreement

To that end, public sector bodies
may establish a list of categories
of re-users to which data is made
available at a discounted fee or
free of charge. That list, together

with the criteria used to establish
it, shall be made public.

Text Origin: EP Mandate modif

| Article 6

(5)

(5) Fees shall be derived from the
costs related to the processing of
requests for re-use of the categories
of data referred to in Article 3 (1).
The methodology for calculating
fees shall be published in advance.

(5) Fees shall be derived from the
costs related to the processing of
requests for re-use of the categories
of data referred to in Article 3 (1).
The methodology for calculating
fees shall be published in advance.

(5) Fees shall be derived from the
costs related to the processing of
requests for re-use of the categories
of data referred to in Article 3 (1).
Any fees shall be limited to the

(5) Fees shall be derived from the
costs related to the processing of
requests for re-use of the categories
of data referred to in Article 3 (1).
Any fees shall be limited to the

necessary costs incurred for the

necessary costs incurred for the

reproduction, provision and
dissemination of data, rights’
clearance, costs for
anonymisation or other forms or

reproduction, provision and
dissemination of data, rights’
clearance, costs for
anonymisation or other forms or

TREE.2.B

LIMITE

157 preparation of personal and preparation of personal and
confidential data as provided for confidential data as provided for
in Article 5(3), costs for the in Article 5(3), costs for the
maintenance of the secure maintenance of the secure
processing environment, costs in processing environment, costs in
relation to the acquisition of the relation to the acquisition of the
right to permit re-use in right to permit re-use in
accordance with this Chapter accordance with this Chapter
from third parties outside the from third parties outside the
public sector, as well as any costs | public sector, as well as any costs
in relation to supporting re-users in relation to supporting re-users
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Commission Proposal

EP Mandate

Council Mandate

in seeking consent from data
subjects and permission from data

Draft Agreement

in seeking consent from data
subjects and permission from data

holders whose rights and interests

holders whose rights and interests

may be affected by such re-useThe

may be affected by such re-useThe

etbedlolam o pedl el = o
bl L blished inad ‘

e B A R
bl blished inad '

Text Origin: Council Mandate

| Article 6

(6)

(6) The public sector body shall
publish a description of the main
categories of costs and the rules
used for the allocation of costs.

(6) The public sector body shall
publish a description of the main
categories of costs and the rules
used for the allocation of costs.

(6) The criteria and methodology
for calculating fees shall be laid

(6) The criteria and methodology
for calculating fees shall be laid

down by the Member States and

down by the Member States and

published in advance. The public

published in advance. The public

138 sector body shall publish a sector body shall publish a
description of the main categories | description of the main categories
of costs and the rules used for the of costs and the rules used for the
allocation of costs. allocation of costs.
Text Origin: Council Mandate
| Article 7
Article 7 Article 7 Article 7 Article 7
158 Competent bodies Competent bodies Competent bodies Competent bodies
Text Origin: Commission
Proposal
| Article 7(1) |
l 140
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EP Mandate

Council Mandate

Commission Proposal

(1) Member States shall designate
one or more competent bodies,
which may be sectoral, to support
the public sector bodies which
grant access to the re-use of the
categories of data referred to in
Article 3 (1) in the exercise of that
task.

(1) Member States shall designate
one or more competent bodies,
which may be sectoral, to support
the public sector bodies which
grant access to the re-use of the
categories of data referred to in
Article 3 (1) in the exercise of that
task._In order to fulfil the
requirements set out in this
Regulation, Member States may
delegate the tasks to an existing

(1) For the tasks mentioned in
this Article, Member States shall
designate one or more competent
bodies, which may be sectoral, to
support the public sector bodies
which grant access to the re-use of
the categories of data referred to in
Atrticle 3 (1) in the exercise of that
task. Member States may either
establish one or more new
competent bodies or rely on

competent body or bodies, as long

existing public sector bodies or on

Draft Agreement

(1) For the tasks mentioned in
this Article, Member States shall
designate one or more competent
bodies, which may be sectoral, to
support the public sector bodies
which grant access to the re-use of
the categories of data referred to in
Atrticle 3 (1) in the exercise of that
task. Member States may either
establish one or more new
competent bodies or rely on
existing public sector bodies or on

as requirements laid down in
paragraph 4 of this Article are
met.

internal services of public sector

internal services of public sector

bodies that fulfil the conditions set

bodies that fulfil the conditions set

out by this Regulation.

out by this Regulation.

Text Origin: Council Mandate

TREE.2.B

LIMITE

| Article 7(1a)

la. The competent bodies may la. The competent bodies may
also be entrusted, pursuant to also be entrusted, pursuant to
Union or national law which Union or national law which
provides for such access to be provides for such access to be
given, to grant access for the re- given, to grant access for the re-

1402 use of the categories of data use of the categories of data
referred to in Article 3 (1). While referred to in Article 3 (1). While
performing their function to grant | performing their function to grant
or refuse access for re-use, or refuse access for re-use,
Articles 4, 5, 6 and 8a shall apply | Articles 4, 5, 6 and 8a shall apply
in regard to such competent in regard to such competent
bodies. bodies.
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Text Origin: Council Mandate

| Article 7(1b) |
1b. The competent bodies shall 1b. The competent bodies shall
have adequate legal, financial and | have adequate legal, financial,
technical resources to be able to technical and human resources to
comply with relevant Union or carry out the tasks assigned to
national law concerning the them, including the necessary
140b access regimes for the categories technical knowledge to be able to
of data referred to in Article 3 (1). | comply with relevant Union or
national law concerning the
access regimes for the categories
of data referred to in Article 3 (1).
Text Origin: Council Mandate
| Article 7(2), introductory part

(2) The support provided for in
paragraph 1 shall include, where

(2) The support provided for in
paragraph 1 shall include, where

(2) The support provided for in
paragraph 1 shall include, where

(2) The support provided for in
paragraph 1 shall include, where

141 | necessary: necessary: necessary: necessary:
Text Origin: Commission
Proposal
| Article 7(2), point (a)
(a) providing technical support by | (a) providing technical support by | (a) providing technical support by | (a) providing technical support by
142 | making available a secure making available a secure making available a secure making available a secure
processing environment for processing environment for processing environment for processing environment for
providing access for the re-use of | providing access for the re-use of | providing access for the re-use of | providing access for the re-use of
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EP Mandate

Council Mandate

Commission Proposal

data;

data;

data;

Draft Agreement
data;

Text Origin: Commission

Proposal

Article 7

(2), point (aa)

(aa) providing guidance and
technical support on how to best
structure and store data to make
data easily accessible, in
particular through application

(aa) providing guidance and
technical support on how to best
structure and store data to make
data easily accessible;

142a programming interfaces,
interoperable, transferable and Text Origin: EP Mandate
searchable, taking into account
best practices for data processing,
as well as any existing regulatory
and technical standards;
| Article 7(2), point (b)
(b) providing technical supportin | (b) providing technical support ## | (b) providing technical support ## | (b) providing technical support i#
the application of tested techniques | the-application-oftested Hhrepplicatioiareediealiiianes | theapplicationafreed
ensuring data processing in a technignesfor pseudonymisation for_ensuring data processing in a technigresfor pseudonymisation
manner that preserves privacy of and ensuring data processing in a manner that preserves privacy and | and ensuring data processing in a
143 the information contained in the manner that effectively preserves confidentiality of the information manner that effectively preserves
data for which re-use is allowed, the privacy, integrity and contained in the data for which re- | the privacy, confidentiality,
including techniques for accessibility of the information use is allowed;—inelnding integrity and accessibility of the
pseudonymisation, anonymisation, | contained in the data for which re- | technigresforpseudonymisation: information contained in the data
generalisation, suppression and use is allowed, including eHoHHS GHot—genrcralisetion; for which re-use is allowed,
randomisation of personal data; techniques for suppression-and-randomisation-of | including techniques for
rretlenretiensthe e P ey 1/ 14
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EP Mandate

Council Mandate

Commission Proposal

anonymisation, generalisation,
suppression-a#d, randomisation of
personal data_or other state-of-the-
art privacy preserving methods,
and the deletion of commercially
confidential information,
including trade secrets or content
protected by intellectual property
rights;

Draft Agreement

anonymisation, generalisation,
suppression-a#¢, randomisation of
personal data_or other state-of-the-
art privacy preserving methods,
and the deletion of commercially
confidential information,
including trade secrets or content
protected by intellectual property
rights;

Text Origin: EP Mandate

| Article 7

(2), point (c)

(c) assisting the public sector
bodies, where relevant, in
obtaining consent or permission by
re-users for re-use for altruistic and
other purposes in line with specific
decisions of data holders, including
on the jurisdiction or jurisdictions
in which the data processing is
intended to take place;

(c) assisting the public sector
bodies, where relevant, in
obtaining consent or permission by
re-users for re-use for altruistic and
other purposes in line with specific
decisions of data holders, including
on the jurisdiction or jurisdictions
in which the data processing is
intended to take place and

(c) where relevant, assisting the
public sector bodies;—here

! i obtain
permission-byre-tsers to provide

assistance to re-users in obtaining

(c) where relevant, assisting the
public sector bodies;—+here

peleveneinehiinine soneonon
permission-byre-users to provide

assistance to re-users in

consent for re-use for-altriistic
and-other-purposes-from data

subjects or permission from data

requesting consent for re-use for

altruistic-and-other-purposes-from

data subjects or permission from

holders_in line with their specific

data holders in line with their

TREE.2.B
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144 assisting the public sector bodies decisions ef-datatholders, specific decisions of-data-holders,
in establishing technical including on the jurisdiction or including on the jurisdiction or
mechanisms that allow the jurisdictions in which the data jurisdictions in which the data
transmission of requests for processing is intended to take processing is intended to take place
consent from re-users, where place; and assisting the public sector
practically feasible; bodies in establishing technical

mechanisms that allow the
transmission of requests for
consent from re-users, where
practically feasible;;
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Text Origin: Council Mandate

| Article 7

(2), point (ca)

(ca) developing a harmonised
approach and processes, where
applicable, for public sector

(deleted)

144a . . WAl
bodies to make scientific data > 2 loh SRRk 2 b ek
available for purposes of
research;
| Article 7(2), point (d)

(d) providing public sector bodies
with assistance on the adequacy of
undertakings made by a re-user,

(d) providing public sector bodies
with assistance on the adequacy
and compliance of undertakings

(d) providing public sector bodies
with assistance on the adequacy of
undertakings made by a re-user,

(d) providing public sector bodies
with assistance on the adequacy of
undertakings made by a re-user,

145 pursuant to Article 5 (10). made by a re-user, pursuant to pursuant to Article 5 (10). pursuant to Article 5 (10).
Article 5 (10).
Text Origin: Commission
Proposal
| Article 7(3)
(3) The competent bodies may (3) The competent bodies may (3) Lheeommerenprbodiompmprale | (3) Hhreeomparebodivmnaeale
also be entrusted, pursuant Union also be entrusted, pursuant Union Do ted e e e Do ted e g e
or national law which provides for | or national law which provides for | ratiornaltawvvhichprovidesfor et e e e
146 . . K X
such access to be given, to grant such access to be given, to grant B T e e B T e e
access for the re-use of the access for the re-use of the el e L el e
categories of data referred to in categories of data referred to in eetegoriesof-datareferred+o-in e
Article 3 (1). While performing Article 3 (1). While performing Articte3AWhile-performiie Artiete 3 While-performiieg
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Commission Proposal

their function to grant or refuse
access for re-use, Articles 4, 5, 6
and 8 (3) shall apply in regard to
such competent bodies.

EP Mandate

their function to grant or refuse
access for re-use, Articles 4, 56

and-8(3) and 6 shall apply in
regard to such competent bodies.

Council Mandate

Draft Agreement

| Article 7

(3a)

146a

3a. Requests for the re-use of the
categories of data referred to in
Article 3(1) shall be granted or
refused by competent public sector
bodies or the competent bodies
referred to in paragraph 1 of this
Article without delay and in any
event within two months of the
date of the request. In order to
contribute to a consistent
application of this Regulation,
competent public sector bodies
shall cooperate with each other,
and where relevant with the
Commission, when refusing
requests for the re-use of the
categories of data referred to in

Article 3(1).

3a. (moved)

| Article 7

(3b)

146b

3b. Any natural or legal person
affected by a decision of a public
sector body or of a competent
body, as the case may be, shall

3b. (moved)

14021/21

TREE.2.B

RB/ek
LIMITE

174
EN



Commission Proposal

EP Mandate

have the right to an effective
judicial remedy against such a

decision before the courts of the
Member State where the relevant

body is located,

Council Mandate

Draft Agreement

| Article 7(4)

(4) The competent body or bodies | (4) The competent body or bodies | (4) Thecompetent-body-or-bodies | (4) Thecompetent-body-or-bodies
shall have adequate legal and shall have adequate legal, financial | shall-have-adequatetesat-and shall-have-adequate-legal-and
technical capacities and expertise and technical capacities and toelibe e i e Lsepn e sl L con Do e
to be able to comply with relevant | expertise and shall be sufficiently | to-be-abte-to-comphvith-relevant | to-be-ableto-comphivith-relevant

147 | Union or national law concerning | staffed with skilled personnel to be | Tnion-ernationai-taw-concerning | Union-ornationa-taw-concerning
the access regimes for the able to comply with relevant Union | the-accessregimesforthe Hhromrmmn el e [ e
categories of data referred to in or national law concerning the et potp e Les o et potipeLes o
Article 3 (1). access regimes for the categories of ' ~(deleted) ' -(moved)

data referred to in Article 3 (1).

| Article 7(5)

(5) The Member States shall (5) The Member States shall make | (5) The Member States shall (5) The Member States shall
communicate to the Commission public and communicate to the communicate to the Commission communicate to the Commission
the identity of the competent Commission the identity of the the identity of the competent the identity of the competent
bodies designated pursuant to competent bodies designated bodies designated pursuant to bodies designated pursuant to
paragraph 1 by [date of application | pursuant to paragraph 1 by ... [date | paragraph 1 by [date of application | paragraph 1 by [date of application

148 | of this Regulation]. They shall also | of application of this Regulation]. of this Regulation]. They shall also | of this Regulation]. They shall also
communicate to the Commission They shall also_make public and communicate to the Commission communicate to the Commission
any subsequent modification of the | communicate to the Commission any subsequent modification of the | any subsequent modification of the
identity of those bodies. any subsequent modification of the | identity of those bodies. identity of those bodies.

identity of those bodies.
Text Origin: Council Mandate
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Article 8
Article 8 Article 8 Article 8 Article 8
Vs Single information point Single information point Single information point Single information point
Text Origin: Commission
Proposal
| Article 8(1)
(1) Member States shall ensure (1) Member States shall ensure (1) Member States shall ensure (1) Member States shall ensure
that all relevant information that all relevant information that all relevant information that all relevant information
concerning the application of concerning the application of concerning the application of concerning the application of
Articles 5 and 6 is available Articles 5 and 6 is available and Articles 5 and 6 is available Articles 5 and 6 is available and
through a single information point. | easily accessible through a single through a single information point | easily accessible through a single
information point. which may be linked to sectoral, information point which may be
regional or local information linked to sectoral, regional or
points. Functions of a single local information points.

150 information point may be Functions of a single information
automated provided that adequate | point may be automated provided
support by a public sector body is | that adequate support by a public
ensured, Member States may sector body is ensured. Member
either establish a new information | States may either establish a new
point or rely on an existing information point or rely on an
structure. existing structure.

Text Origin: Council Mandate
| Article 8(2)
151 (2) The single information point (2) The single information point (2) The single information point (2) The single information point
shall receive requests for the re-use | shall receive requests for the re-use | shall be competent to receive shall be competent to receive
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EP Mandate

Council Mandate

Commission Proposal

of the categories of data referred to
in Article 3 (1) and shall transmit
them to the competent public
sector bodies, or the competent
bodies referred to in Article 7 (1),
where relevant. The single
information point shall make
available by electronic means a
register of available data resources
containing relevant information
describing the nature of available
data.

of the categories of data referred to
in Article 3 (1) and shall transmit
them, where possible and
appropriate by automated means,
to the competent public sector
bodies, or the competent bodies
referred to in Article 7 (1), where
relevant. The single information
point shall make available by
electronic means a_searchable
register of available data resources
containing relevant information
describing the nature of available
data, including at least the data
format and size and the conditions

for its re-use.

engquiries or requests for the re-use
of the categories of data referred to
in Article 3 (1) and shall transmit
them to the competent public
sector bodies, or the competent
bodies referred to in Article 7 (1),
where relevant, and where possible
and appropriate, by automated
means. The single information
point shall make available by
electronic means_an asset list
containing an overview of all-«
register-of available data resources,
including, where-containine
relevant, those data resources
available at sectoral, regional or

Draft Agreement

engquiries or requests for the re-use
of the categories of data referred to
in Article 3 (1) and shall transmit
them, where possible and
appropriate by automated means,
to the competent public sector
bodies, or the competent bodies
referred to in Article 7 (1), where
relevant, and where possible and
appropriate, by automated means.
The single information point shall
make available by electronic means
a register-ofsearchable asset list
containing an overview of all
available data resources, including,
where relevant, those data

local information deseribinethe
natre-of points, with relevant
information describing the
available data.

resources available at sectoral,
regional or local information

points, with-containing relevant
information describing the #eature

of aveaitable-dataavailable data,
including at least the data format
and size and the conditions for its
re-use.

Text Origin: Council Mandate

| Article 8(2a)
151a 2a. The single information point (deleted)
shall offer an electronic, public
register of single information
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EP Mandate

Council Mandate

Commission Proposal

points of all other Member States
and shall be linked to the single
digital gateway established by
Regulation (EU) 2018/1724 of the
European Parliament and of the
Council’

1. Regulation (EU) 2018/1724 of the
European Parliament and of the Council
of 2 October 2018 establishing a single
digital gateway to provide access to
information, to procedures and to
assistance and problem-solving services
and amending Regulation (EU) No
102472012 (OJ L 295, 21.11.2018, p. 1).

Draft Agreement

| Article 8(2b)
2b. The single information point 2b. The single information point
may establish a separate, may establish a separate,
simplified and well-documented simplified and well-documented
information channel for SMEs information channel for SMEs
and start-ups, addressing their and start-ups, addressing their
151b needs and capabilities in needs and capabilities in
requesting the re-use of the requesting the re-use of the
categories of data referred to in categories of data referred to in
Article 3(1). Article 3(1).
Text Origin: EP Mandate
| Article 8(2c)
I51c 2c. The Commission shall 2¢c. The Commission shall
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Commission Proposal

EP Mandate

establish a European single
information point offering a
searchable electronic register of
data available in the national
single information points and
further information on how to

request data via those single
information points.

Council Mandate

Draft Agreement

establish a European single
access point offering a searchable
electronic register of data
available in the national single
information points and further
information on how to request
data via those single information

points.

| Article 8(3) |
(3) Requests for the re-use of the (3) Fegrremrfomdhe e e o il e (3) gl e
categories of data referred to in cetesories-of-data—referred-ro-in cetesoriesof-data—referred-to-in
Article 3 (1) shall be granted or B e heriele s p e e e Lo
refused by the competent public pefred b cenp el e pefied b e cono e o Ll

152 sector bodies or the competent st bndiom ot s sty settbod i e et

bodies referred to in Article 7 (1) B e e e e o e
within a reasonable time, and in within-areasonable-time—and-in within-areasonabletime—andin
any case within two months from H-CUSeWIHIT-R o-TORtHINfrom eHP-easerHiHR-tro-tonthsfront
the date of the request. el e the-date-of therequest-(moved)

| Article 8(4) |
(4) Any natural or legal person (4) Anvraturator-desalperson (4) el ostesalpemen
affected by a decision of a public B e e e et b el bl o e L L
sector body or of a competent B e e sremtorbodiam o s ety

153 body, as the case may be, shall T Doehene b e e b o hl)

have the right to an effective have the vicht-to-an-effective have-therightto-an-—effective
judicial remedy against such Jrckietalremediasatsisieh Fudictal remedy-against-sueh
decision before the courts of the dlecbilon-bofima e copimie e closiofonbolbpehe appne o s
Member State where the relevant B e e Alepbep e peliane phe palapann
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Commission Proposal EP Mandate Council Mandate Draft Agreement
body is located. boshirloeape bedy-isLocated-(moved)
| Article 8a
Article 8a Article 8a
15 Processing of requests for re-use Processing of requests for re-use
Text Origin: Council Mandate
| Article 8a(1) |
1. Unless shorter time limits have | 1. Unless shorter time limits have
been established in accordance been established in accordance
with national law, a decision on with national law, a decision on
the requests for the re-use of the the requests for the re-use of the
categories of data referred to in categories of data referred to in
Article 3 (1) shall be adopted by Article 3 (1) shall be adopted by
the competent public sector bodies | the competent public sector bodies
or the competent bodies referred or the competent bodies referred
to in Article 7 (1) within two to in Article 7 (1) within two
153b months from the date of receipt of | months from the date of receipt of
the request. the request.

In case of exceptionally In case of exceptionally
extensive and complex requests extensive and complex requests
this period may be extended by no | this period may be extended by no
more than 30 days. In such cases more than 30 days. In such cases
the applicant shall be notified as the applicant shall be notified as
soon_as possible that more time is | soon_as possible that more time is
needed to process the request and | needed to process the request and
the reasons why. the reasons why.
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Text Origin: Council Mandate
Article 8a(2) |
2. Any natural or legal person 2. Any natural or legal person
directly affected by a decision of a | directly affected by a decision of a
public sector body or of a public sector body or of a
competent body adopted in competent body adopted in
accordance with paragraph 1 accordance with paragraph 1
shall have an effective right of shall have an effective right of
redress_in_the Member State redress _in_the Member State
where the relevant body is located. | where the relevant body is located.
Such right of redress shall be laid | Such right of redress shall be laid
down in national law and shall down in national law and shall
include the possibility of review by | include the possibility of review by
an_impartial review body with the | an impartial review body with the
153¢ appropriate expertise, such as the | appropriate expertise, such as the

national competition authority, national competition authority,
the relevant access to documents the relevant access to documents
authority, the supervisory authority, the supervisory
authority established in authority established in
accordance with Regulation (EU) | accordance with Regulation (EU)
2016/679 or a national judicial 2016/679 or a national judicial
authority, whose decisions are authority, whose decisions are
binding upon the public sector binding upon the public sector
body concerned. body concerned.

Text Origin: Council Mandate

| CHAPTER Il |
14021/21 RB/ek 181

TREE.2.B

LIMITE

EN



Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

CHAPTER III
requirements applicable to data

CHAPTER III
requirements applicable to data

CHAPTER III
requirements applicable to data

CHAPTER III
requirements applicable to data

154 sharing services sharing services sharing_intermediation services sharing_intermediation services
Text Origin: Council Mandate
| Article 9
Article 9 Article 9 Article 9 Article 9
Providers of data sharing services Leopldepe o ldeenclelo=Data Leopideme o lelevelarin = Data Providers-of-data-sharing- Data
155 intermediation services intermediation_services intermediation_services
Text Origin: Council Mandate
| Article 9(1), introductory part
(1) The provision of the following | (1) This Chapter applies to the (1) The provision of the following | (1) The provision of the following
data sharing services shall be provision of thefollowine-date data_intermediation services shall | data_intermediation services shall
subject to a notification procedure: | sharinedata intermediation comply with the requirements of comply with the requirements of
156 services, Those services include Article 11 and-sharine—services Article 11 and-sharing—services
selpertlb oot et shall be subject to a notification shall be subject to a notification
el procedure: procedure:
Text Origin: Council Mandate
| Article 9(1), point (a)
(a) intermediation services (a) intermediation services (a) intermediation services (a) intermediation services
157 | between data holders which are between data holders which-cre between data holders which are between data holders which-are
legal persons and potential data legalpersons-and potential data legal persons and potential data legal-persons-and potential data
users, including making available | users, including making available | users, including making available | users, including making available
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Commission Proposal

the technical or other means to
enable such services; those services
may include bilateral or
multilateral exchanges of data or
the creation of platforms or
databases enabling the exchange or
joint exploitation of data, as well as
the establishment of a specific
infrastructure for the
interconnection of data holders and
data users;

EP Mandate

the technical or other means to
enable such services; those services
may include bilateral or
multilateral exchanges of data or
the creation of platforms or
databases enabling the exchange or
joint exploitation of data, as well as
the establishment of a specific
infrastructure for the
interconnection of data holders and
data users;

Council Mandate

the technical or other means to
enable such services; those services
may include bilateral or
multilateral exchanges of data or
the creation of platforms or
databases enabling the exchange or
joint-exploitatior_use of data, as
well as the establishment of a
specific infrastructure for the
interconnection of data holders and
data users;

Draft Agreement

the technical or other means to
enable such services; those services
may include bilateral or
multilateral exchanges of data or
the creation of platforms or
databases enabling the exchange or
joint exploitatioruse of data, as
well as the establishment of «¢other
specific infrastructure for the
interconnection of data holders and
data users;

Text Origin: EP Mandate

| Article 9

(1), point (b)

158

(b) intermediation services
between data subjects that seek to
make their personal data available
and potential data users, including
making available the technical or
other means to enable such
services, in the exercise of the
rights provided in Regulation (EU)
2016/679;

(b) intermediation services
between data subjects that seek to
make their personal data available
and potential data users, including
making available the technical or
other means to enable such
services, and in particular
enablingin the exercise of the data
subjects’ rights provided in
Regulation (EU) 2016/679;

(b) intermediation services
between data subjects that seek to
make their personal data available
or natural persons that seek to

(b) intermediation services
between data subjects that seek to
make their personal data available
or natural persons that seek to

make other data available, and
potential data users, including
making available the technical or
other means to enable such
services,_including in the exercise
of the rights provided in
Regulation (EU) 2016/679;

make other data available, and
potential data users, including
making available the technical or
other means to enable such
services, and in particular
enabling in-the exercise of the data
subjects’ rights provided in
Regulation (EU) 2016/679;

Text Origin: Council Mandate

| Article 9(1), point (c)
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Commission Proposal

(c) services of data cooperatives,

EP Mandate

(c) services of data cooperatives;

Council Mandate

(c) services of data cooperatives;

Draft Agreement

(c) services of data cooperatives;

that is to say services supporting et e e e e e e e e e
data subjects or one-person B lertemihf et o e e lertemihf et e e e
companies or micro, small and e e T et e et
medium-sized enterprises, who are | medinni-sized-enterprises—who-are | medinm-sized-enterprises—who-are | medinm-sized-enterprises—who-are
members of the cooperative or who | members-of the-cooperative-or-who | menbers-of the-cooperativeor-who | members-of the-cooperative-or-who
confer the power to the cooperative | conferthepowerto-the-cooperative | confer-thepowerto-thecooperative | eonfer-thepowertothecooperative
to negotiate terms and conditions to-pesoticte-ternts—and-conditions to-nesotiste-ternts—and-conditions to-nesotiate-terns—and-conditions
for data processing before they el e g b lope ey et e belope e et e b lope e

159 consent, in making informed o e e e ] S e e e, e R e e,
choices before consenting to data ehiofembe e o m i tadlog elofocsbalomepoaarine o Lo elofossbalomepoaarine o Lo
processing, and allowing for processing—and-alloveingfor processing—and-alowingfor proeessing—and-cllowinefor
mechanisms to exchange views on | #mechanismsto-exchangeviewson | mechanismsto-exchanseviewson | mechanisimsto-exchangeviewson
data processing purposes and et o o el et em e e et data-processingpurposes-and
conditions that would best conditions-thatvordd-best conditions—that-would-best conditions—that-would-best
represent the interests of data P e g e e e P e e o el e e
subjects or legal persons. subfects-or-degalpersons. sibjeets-ordegealpersons:, srhieetepe el n e,

Text Origin: Council Mandate
| Article 9(2) |

(2) This Chapter shall be without | (2) This Chapter shall be without | (2) FhisChaptershall-bewithont | (2) This-Chapter-shall-bewithout
prejudice to the application of prejudice to the application of e e eftlieeto— e licetan—a
other Union and national law to other Union and national law to atlrerbanienendbnationa e tlrerbonienendbnatione e
providers of data sharing services, | providersofdata-sharinedata el Sl i eiiee e | prassidleme gDl i eempiee

160 including powers of supervisory intermediation services, including | irefndinepowers-of-supervisory e
authorities to ensure compliance powers of supervisory authorities e el e e e e e
with applicable law, in particular as | to ensure compliance with il bl Jone oo e it bl Jone ot
regard the protection of personal applicable law, in particular as e e
data and competition law. regard the protection of personal personel-data-tnd-competition personel-data-tnd-competition

data and competition law. levw-(deleted) levw-(deleted)
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EP Mandate

Commission Proposal

Council Mandate Draft Agreement

Text Origin: Council Mandate

| Article 9

(2a)

160a

2a. The provision of data
intermediation services shall be
subject to Articles 10 and 11.

2a. (deleted)

| Article 9

(2b)

160b

2b. The competent authority
referred to in Article 12 shall
confirm, upon the request of a
provider of data intermediation

services, that the provider
complies with Articles 10 and 11.
Upon receipt of such a
confirmation, that provider may
use the title ‘provider of data
intermediation services recognised
in the Union’ in its written and
spoken communication, as well as
a common logo.

In order to ensure that providers
of data intermediation services
recognised in the Union are easily
identifiable throughout the Union,
the Commission shall, by means
of implementing acts, establish a
design for the common logo.

2b. (moved) |
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Providers of data intermediation
services recognised in the Union
shall display the common logo
clearly on every online and offline
publication that relates to their
data intermediation activities.
Those implementing acts shall be
adopted in accordance with the
advisory procedure referred to in
Article 29(2).
| Article 10 |
Article 10 Article 10 Article 10 Article 10
Notification of data sharing service | Notification of data sharineservice Notification of data-shearine Notification efdata-sharineby data
161 providers providersintermediation services intermediation service providers intermediation service providers
Text Origin: Council Mandate
| Article 10(1) |
(1) Any provider of data sharing (1) Amp-previderProviders of data | (1) Any provider of data-sharing (1) Any provider of data-sharing
services who intends to provide the | sharingintermediation services intermediation services who intermediation services who
services referred to in Article 9 (1) | who-intends-to-provideproviding intends to provide the services intends to provide the services
shall submit a notification to the the services referred to in Article 9 | referred to in Article 9 (1) shall referred to in Article 9 (1) shall
162 | competent authority referred to in | (1) shall submit a notification to submit a notification to the submit a notification to the
Article 12. the competent authority referred to | competent authority for data competent authority for data
in Article 12. intermediation services referred to | intermediation services referred to
in Article 12. in Article 12.
Text Origin: Council Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 10(2)

163

(2) For the purposes of this
Regulation, a provider of data
sharing services with
establishments in more than one
Member State, shall be deemed to
be under the jurisdiction of the
Member State in which it has its
main establishment.

(2) For the purposes of this
Regulation, a provider of data
sharingintermediation services
with establishments in more than
one Member State, shall be deemed
to be under the jurisdiction of the
Member State in which it has its
main establishment, without
prejudice to Union law regulating

cross-border actions for damages
and related proceedings.

(2) For the purposes of this
Regulation, a provider of data
sharing_intermediation services
with establishments in more than
one Member State, shall be deemed
to be under the jurisdiction of the
Member State in which it has its
main establishment.

(2) For the purposes of this
Regulation, a provider of data
sharingintermediation services
with establishments in more than
one Member State, shall be deemed
to be under the jurisdiction of the
Member State in which it has its
main establishment, without
prejudice to Union law regulating

cross-border actions for damages
and related proceedings.

Text Origin: EP Mandate

| Article 10(3)

(3) A provider of data sharing
services that is not established in
the Union, but offers the services
referred to in Article 9 (1) within
the Union, shall appoint a legal
representative in one of the

(3) A provider of data
sharingintermediation services
that is not established in the Union,
but offers the services referred to in
Article 9 (1) within the Union,

shall eppeintdesignate a legal

(3) A provider of data-sharing
intermediation services that is not

established in the Union, but offers
the services referred to in Article 9
(1) within the Union, shall appoint
a legal representative in one of the

(3) A provider of data
sharingcintermediation services
that is not established in the Union,
but offers the services referred to in
Article 9 (1) within the Union,

shall eppoeintdesignate a legal

164 Member States in which those representative in one of the Member States in which those representative in one of the
services are offered. The provider | Member States in which those services are offered. The provider | Member States in which those
shall be deemed to be under the services are offered. For the shall be deemed to be under the services are offered. For the
jurisdiction of the Member State in | purposes of ensuring compliance | jurisdiction of the Member State in | purposes of ensuring compliance
which the legal representative is with this Regulation, the legal which the legal representative is with this Regulation, the legal
established. representative shall be empowered | establishedlocated. The representative shall be mandated
by the provider_of data representative shall be mandated | by the provider of data
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EP Mandate

Council Mandate

Commission Proposal

intermediation services to act on

by the provider of data

its behalf or together with it, in

intermediation services to be

particular when addressed by
competent authorities or data
subjects and data holders, with

addressed in addition to or instead

Draft Agreement

intermediation services to be
addressed in addition to or instead
of it by competent authorities or

of it by, in particular, competent

data subjects and data holders,

authorities, data subjects and data

with regard to all issues related to

regard to all issues related to the

holders as well as data users, on

the data intermediation services

data intermediation services
provided. The legal representative

all issues related to the
intermediation services, for the

provided. The legal representative
shall cooperate with and

shall perform its tasks in
accordance with the mandate
received from the provider of data

purposes of ensuring compliance

comprehensively demonstrate to

with this Regulation. The
designation of a representative by

the competent authorities, upon
request, the actions taken and

intermediation services, including

the provider of data

cooperating with and
comprehensively demonstrating to

intermediation services shall be

provisions put in place by the
provider to ensure compliance

without prejudice to legal actions

with this Regulation. The provider

the competent authorities, upon

which could be initiated against

of data intermediation services

request, the actions taken and the provider of data shall be deemed to be under the
provisions put in place by the intermediation services jurisdiction of the Member State in
provider to ensure compliance themselves. which the legal representative is
with this Regulation. The provider establishedlocated, The
of data intermediation services designation of a representative by
shall be deemed to be under the the provider of data
jurisdiction of the Member State in intermediation services shall be
which the legal representative is without prejudice to legal actions
established. which could be initiated against
the provider of data
intermediation services
themselves.
Text Origin: EP Mandate
| Article 10(4)
l 165
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(4) Upon notification, the provider
of data sharing services may start
the activity subject to the
conditions laid down in this
Chapter.

(4) Upon notification, the provider
of data sharincintermediation
services may start the activity
subject to the conditions laid down
in this Chapter.

(4) Ypon_After having submitted
a notification_in accordance with
paragraph 1, the provider of data
sharing_intermediation services
may start the activity subject to the
conditions laid down in this
Chapter.

(4) Ypon_After having submitted
a notification_in accordance with
paragraph 1, the provider of data
sharing_intermediation services
may start the activity subject to the
conditions laid down in this
Chapter.

Text Origin: Council Mandate

| Article 10(5)

166

(5) The notification shall entitle
the provider to provide data
sharing services in all Member
States.

(5) The notification shall entitle
the provider of data intermediation
services to provide data
sharincintermediation services in
all Member States.

(5) The notification shall entitle
the provider to provide data
shering_intermediation services in
all Member States.

(5) The notification shall entitle
the provider of data intermediation

services to provide data |

Text Origin: EP Mandate

| Article 10(6), introductory part

sharinsintermediation services in

167

(6) The notification shall include
the following information:

(6) The notification shall include
the following information:

(6) The notification shall include
the following information:

(6) The notification shall include
the following information:

Text Origin: Commission

Proposal

| Article 10(6), point (a)

all Member States.

168 | (a) the name of the provider of (a) the name of the provider of (a) the name of the provider of (a) the name of the provider of
data sharing services; data sharincintermediation data-sharine_intermediation data-shearine_intermediation
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Commission Proposal

EP Mandate

services;

Council Mandate

services;

Draft Agreement

services;

Text Origin: Council Mandate

| Article 10(6), point (b)

169

(b) the provider’s legal status,
form and registration number,
where the provider is registered in
trade or in another similar public
register;

(b) the provider of data
intermediation services’s legal
status, form, ownership structure,
relevant subsidiaries and
registration number, where the
provider is registered in trade or in
another similar public register;

(b) the provider’s legal status,
form and registration number,
where the provider is registered in
trade or in another similar public
register;

(b) the provider_of data
intermediation services’s legal
status, form, ownership structure,
relevant subsidiaries and
registration number, where the
provider is registered in trade or in
another similar public register;

Text Origin: EP Mandate

| Article 10(6), point (c)

170

(c) the address of the provider’s
main establishment in the Union, if
any, and, where applicable, any
secondary branch in another
Member State or that of the legal
representative designated pursuant
to paragraph 3;

(c) the address of the provider_of
data intermediation services’s
main establishment in the Union, if
any, and, where applicable, any
secondary branch in another
Member State or that of the legal
representative designated pursuant
to paragraph 3;

(c) the address of the provider’s
main establishment in the Union, if
any, and, where applicable, any
secondary branch in another
Member State or that of the legal
representative designated pursuant
to paragraph 3;

(c) the address of the provider_of
data intermediation services’s
main establishment in the Union, if
any, and, where applicable, any
secondary branch in another
Member State or that of the legal
representative designated pursuant
to paragraph 3;

Text Origin: EP Mandate

| Article 10(6), point (d)

171

(d) a website where information

(d) a website where complete and

(d) a website where information

(d) a website where complete and I
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Commission Proposal

on the provider and the activities
can be found, where applicable;

EP Mandate

up-to-date information on the
provider_of data intermediation
services and the activities can be
found, where applicable;

Council Mandate

on the provider and the activities
can be found, where
applicableincluding as a
minimum the information as
referred to in points (a), (b), (c)

Draft Agreement

up-to-date information on the
provider of data intermediation
services and the activities can be

found, where-applicableincluding

as a minimum the information as

and (f);

referred to in points (a), (b), (c)

and (f);

Text Origin:

EP Mandate

| Article 10(6), point (e)

(e) the provider’s contact persons

and contact details;
172

(e) the provider_of data
intermediation services’s contact

persons and contact details;

(e) the provider’s contact persons
and contact details;

(e) the provider_of data
intermediation services’s contact

persons and contact details;

Text Origin: EP Mandate

| Article 10(6), point (f)

(f) a description of the service the
provider intends to provide;

173

(f) a description of the service the
provider of data intermediation
services intends to provide;

(f) adescription of the service the
provider intends to provide, and
an indication under which of the

(f) a description of the service the
provider intends to provide;, and
an indication under which of the

categories under Article 9 (1) such

categories under Article 9 (1) such

services fall, and how the
conditions set in Article 11 are

fulfilled;

services fall

| Article 10(6), point (g)

N (g) the estimated date for starting

(g) the estimated date for starting

(g) the estimated date for starting

(g) the estimated date for starting
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Commission Proposal

the activity;

EP Mandate

the activity_or the date on which
the activity started,

Council Mandate

the activity;, if this is different
from the date of the notification.

Draft Agreement

the activity;, if this is different
from the date of the notification.

Text Origin: Council Mandate

| Article 10(6), point (h)

(h) the Member States where the
provider intends to provide

175 services.

(h) éhe%ﬁ‘em—be%&a-tes—u#%e#e—t-he

(h) the-MemberStaresvhere-the
.y ; ”

services-(deleted

(h) the-Member-Steresvhere—the
.y ; -

services-(deleted

Text Origin: Council Mandate

| Article 10(6a)

175a

6a. The competent authority shall
ensure that the notification
procedure does not impose undue

obstacles for SMEs, start-ups and
civil society organisations and
ensures non-discrimination and

competition.

6a. The competent authority shall
ensure that the notification
procedure is non-discriminatory
and does not distort competition.

Text Origin: EP Mandate

| Article 10(7)

(7) At the request of the provider,
the competent authority shall,

(7) At the request of the provider
of data intermediation services,

(7) At the request of the provider,
the competent authority for data

(7) At the request of the provider
of data intermediation services,

176 | within one week, issue a the competent authority shall, intermediation services shall, the competent authority for data
standardised declaration, within one week, issue a within one week of duly and fully | intermediation services shall,
confirming that the provider has standardised declaration, completed notification, issue a within one week of duly and fully
submitted the notification referred | confirming that the provider of standardised declaration, completed notification, issue a
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EP Mandate

Council Mandate

Commission Proposal

to in paragraph 4.

data intermediation services has
submitted the notification referred
to in paragraph 4 _and that the
notification contains the
information referred to in

paragraph 6.

confirming that the provider has
submitted the notification referred
to in paragraph 4.

Draft Agreement

standardised declaration,
confirming that the provider of
data intermediation services has
submitted the notification referred
to in paragraph 4_and that the
notification contains the
information referred to in

paragraph 6.

Text Origin: EP Mandate

| Article 10(7a)

176a

7a. The competent authority
referred to in Article 12 shall
confirm, upon the request of a
provider of data intermediation
services, that the provider
complies with Articles 10 and 11.
Upon receipt of such a
confirmation, that provider may
use the title ‘provider of data
intermediation services recognised
in the Union’ in its written and
spoken communication, as well as
a common logo.

In order to ensure that providers
of data intermediation services
recognised in the Union are easily
identifiable throughout the Union,
the Commission shall, by means
of implementing acts, establish a
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

design for the common logo.
Providers of data intermediation
services recognised in the Union
shall display the common logo
clearly on every online and offline
publication that relates to their
data intermediation activities.
Those implementing acts shall be
adopted in accordance with the
advisory procedure referred to in

Article 29(2).

| Article 10(8)

177

(8) The competent authority shall
forward each notification to the
national competent authorities of
the Member States by electronic
means, without delay.

(8) Fhoeempeteietliominmdied
o] N
means—without-detay-(deleted)

(8) Fhocempotereprtbopinledl
o] N
means—without-detay-(deleted)

Text Origin: Council Mandate

| Article 10(9)

(9) The competent authority shall
notify the Commission of each new
notification. The Commission shall

(9) The competent authority shall
notify the competent authorities

(9) The competent authority for
data intermediation services shall

referred to in Article 12 and the

notify the Commission of each new

(9) The competent authority for
data intermediation services shall
notify the Commission of each new

178 | keep a register of providers of data | Commission of each new notification. The Commission shall | notification without delay by
sharing services. notification without delay by keep a public register of all electronic means. The
electronic means. The providers of data_intermediation Commission shall keep and
Commission shall keep and services providing services in the regularly update a public «
regularly update a public ¢ Union, which shall make register of_all providers of data
14021/21 RB/ek 194

TREE.2.B

LIMITE

EN



EP Mandate

Council Mandate

Commission Proposal

register of the providers of data
sharincintermediation services_in
the Union.

available the information referred

Draft Agreement

intermediation services providing

to in points (a), (b), (c), (d) and (g)

services in the Union, which shall

of paragraph 6, as well as in point

make available the information

(1) with regard to the description

referred to in points (a), (b), (c),

of the service the provider intends

(d) and (2) of paragraph 6, as well

to provide and the categories listed

as in point (f) with regard to the

in Article 9 (1) under which such

description of the service the

shearing services_fall.

provider intends to provide and

the categories listed in Article 9
(1) under which such-sharine
services fall.

Text Origin: Council Mandate

| Article 10(10)

(10) The competent authority may
charge fees. Such fees shall be
proportionate and objective and be
based on the administrative costs
related to the monitoring of
compliance and other market
control activities of the competent
authorities in relation to

(10) The competent authority may
charge fees. Such fees shall be
proportionate and objective and be
based on the administrative costs
related to the monitoring of
compliance and other market
control activities of the competent
authorities in relation to

(10) The competent authority for
data intermediation services may
charge fees_for the notification, as
defined by national law. Such fees
shall be proportionate and
objective and be based on the
administrative costs related to the
monitoring of compliance and

(10) The competent authority for
data intermediation services may
charge fees_for the notification, as
defined by national law. Such fees
shall be proportionate and
objective and be based on the
administrative costs related to the
monitoring of compliance and

179 notifications of data sharing notifications of providers of data other market control activities of other market control activities of
services. intermediationdata—sharing the competent authorities in the competent authorities in
services. The competent authority | relation to notifications of data relation to notifications of data
may also charge discounted fees shearing_intermediation services. shearing_intermediation services.
or allow free of charge The competent authority may also
notification for SMEs and start- charge discounted fees or allow
ups. free of charge notification for
SMESs and start-ups.
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Text Origin: Council Mandate I
| Article 10(10a) |
10a. Providers of data 10a. Providers of data
intermediation services shall intermediation services shall
submit any changes of the submit any changes of the
information provided pursuant to information provided pursuant to
179a paragraph 6 to the competent paragraph 6 to the competent
authority within 14 calendar days authority within 14 days from the
from the day on which the change day on which the change takes
takes place. place.
Text Origin: EP Mandate
| Article 10(11)
(11) Where a provider of data (11) Where a provider of data (11) Where a provider of data (11) Where a provider of data
sharing services ceases its sharincintermediation services sharing_intermediation services sharing_intermediation services
activities, it shall notify the ceases its activities, it shall notify ceases its activities, it shall notify ceases its activities, it shall notify
relevant competent authority the relevant competent authority the relevant competent authority the relevant competent authority
determined pursuant to paragraphs | determined pursuant to paragraphs | for data intermediation services for data intermediation services
1, 2 and 3 within 15 days. The 1, 2 and 3 within 15 days. The determined pursuant to paragraphs | determined pursuant to paragraphs
120 competent authority shall forward | competent authority shall forward | 1, 2 and 3 within 15 days. The 1, 2 and 3 within 15 days. The
without delay each such without delay each such competent authority shall_inform competent authority shall_inform
notification to the national notification to the national the Commission by electronic the Commission by electronic
competent authorities in the competent authorities in the means_offorward-withont-delay means_of-forward-withont-detay
Member States and to the Member States and to the each such notification to-the each such notification to-the
Commission by electronic means. | Commission by electronic means. | rational-competent-authoritiesin sl e e
The Commission shall update the | theMenber-States-and-to-the Hretes e D Lo
public register of the providers of | Commission-by-electronic Lemmbetenbyelestranie
data intermediation services in the | means-without delay. meanswithout delay. The
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Union accordingly.

Commission shall update the

public register of the providers of

data intermediation services in the

Union accordingly.

Text Origin:

Council Mandate

| Article 11 |
Article 11 Article 11 Article 11 Article 11
Conditions for providing data Conditions for providing data Conditions for providing data Conditions for providing data
181 sharing services sharincintermediation services sharing_intermediation services sharing_intermediation services
Text Origin: Council Mandate
| Article 11, first paragraph, introductory part |

The provision of data sharing
services referred in Article 9 (1)
shall be subject to the following

The provision of data
sharincintermediation services
referred in Article 9 (1) shall be

The provision of data-shearing
intermediation services referred in
Article 9 (1) shall be subject to the

The provision of data-shearing
intermediation services referred in
Article 9 (1) shall be subject to the

182
conditions: subject to the following conditions: | following conditions: following conditions:
Text Origin: Council Mandate
| Article 11, first paragraph, point (1) |
(1) the provider may not use the (1) the provider of data (1) the provider may not use the (1) the provider may not use the
data for which it provides services | infermediation services may not data for which it provides services | data for which it provides services
183 for other purposes than to put them | use the data for which it provides for other purposes than to put them | for other purposes than to put them
at the disposal of data users and services for other purposes than to | at the disposal of data users and at the disposal of data users and
data sharing services shall be put them at the disposal of data shall provide data data-shearing-serviees-shall be
placed in a separate legal entity; users ine; data intermediationdata-sharing placed-inprovide data
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EP Mandate

Council Mandate

Commission Proposal

intermediation services shall be
placed in a separate legal entity;

services shatl-be-placed-in
athrough a legally separate tegal

entitystructure

Draft Agreement

intermediation services through a
separate legal entityperson;

Text Origin: Council Mandate

Article 1

1, first paragraph, point (1a)

(la) the commercial terms,
including pricing, for the
provision of data intermediation
services to a data holder or data
user may not be made dependent
upon whether or to what degree

(la) the commercial terms,
including pricing, for the
provision of data intermediation
services to a data holder or data
user may not be made dependent
upon whether or to what degree

183a
the data holder or data user uses the data holder or data user uses
other services provided by the other services provided by the
same provider or a related entity; same provider or a related entity;
Text Origin: EP Mandate
| Article 11, first paragraph, point (2)
(2) the metadata collected from the | (2) the metadatadata collected (2) the_data collected on any (2) the metadatadata collected
provision of the data sharing fromwith respect to any activity of | activity of a natural or legal fromwith respect to any activity of
service may be used only for the a natural or legal person for the person for the purposes-wetadate | a natural or legal person for the
184 development of that service; purposes of the provision of the eottectedfromthe-provision of the | purposes of the provision of the
data sharingintermediation provision of a data data sharingcintermediation
service, including the date, time intermediationdata-sharing service, including the date, time
and geolocation data, duration of | service, including the date, time and geolocation data, duration of
activity and connections to other and geolocation data, duration of | activity and connections to other
natural or legal persons activity, connections to other natural or legal persons
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

established by the person who
uses the service, shall-+#«y be used
only for the development of that
service, which may entail the use
of data for the detection of fraud
or cybersecurity, and shall be
made available to the data holders

upon request,

natural or legal persons
established by the person who
uses the service -may be used only
for the purpose of development of
that service;

established by the person who
uses the service, may be used only
for the development of that service,
which may entail the use of data
for the detection of fraud or

cybersecurity, and shall be made
available to the data holders upon

request,

Text Origin: EP Mandate

| Article 1

1, first paragraph, point (3)

(3) the provider shall ensure that

(3) the provider of data

(3) Hhrepemeidlem bl bo et

the procedure for access to its intermediation services shall the-procedure-for-aecess—to-ity e L e
service is fair, transparent and non- | ensure that the procedure for e e e e
discriminatory for both data access to its service is fair, e et ey ey b e ety Loy Lo Lo
185 | holders and data users, including as | transparent and non-discriminatory | ketders-and-data-wsers—inelnding | hotders-and-data-wsers—inelnding
regards prices; for both data koflderssubjects and asregardsprices:(deleted) asregardsprices-(moved,
data holders as well as for data
users, including as regards prices
and terms ofservice; Text Origin: Council Mandate
| Article 11, first paragraph, point (4) |
(4) the provider shall facilitate the | (4) the provider of data (4) the provider shall facilitate the | (4) the provider shall facilitate the
exchange of the data in the format | intermediation service shall exchange of the data in the format | exchange of the data in the format
136 in which it receives it from the data | facilitate the exchange of the data in which it receives it from_a data | in which it receives it from_a data
holder and shall convert the data in the format in which it receives it | subject or a-the data holder and subject or a-the data holder and
into specific formats only to from the data holder_or data shall convert the data into specific | shall convert the data into specific
enhance interoperability within and | subject and shall convert the data formats only to enhance formats only to enhance
across sectors or if requested by the | into specific formats only to interoperability within and across interoperability within and across
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EP Mandate

Council Mandate

Commission Proposal

data user or where mandated by
Union law or to ensure
harmonisation with international or
European data standards;

enhance interoperability within and
across sectors or if requested by the
data user or where mandated by
Union law or to ensure
harmonisation with international or
European data standards;

sectors or if requested by the data
user or where mandated by Union
law or to ensure harmonisation
with international or European data
standards. Where this request is
made by the data user, the
provider shall inform the data

Draft Agreement

sectors or if requested by the data
user or where mandated by Union
law or to ensure harmonisation
with international or European data
standards. The provider shall offer
an opt-out possibility regarding
those conversions to data subjects

holder, who may oppose the
conversion of such data;

or data holders, unless the
conversion is mandated by Union
law;

Text Origin: Council Mandate

| Article 1

1, first paragraph, point (4a)

(4a) data intermediation services
may include offering additional
specific tools and services to data
holders or data subjects for the
purpose of facilitating the

exchange of data, such as
analysis, temporary storage,
aggregation, curation, conversion,

(4a) data intermediation services
may include offering additional
specific tools and services to data
holders or data subjects for the
specific purpose of facilitating the
exchange of data, such as
temporary storage, curation,
conversion, anonymisation,

e anonymisation, pseudonymisation; those tools and
pseudonymisation; those tools and services shall be used only at the
services shall be used only at the explicit request or approval of the
explicit request or approval of the data holder or data subject and
data holder or data subject and third-party tools offered in that
third-party tools offered in that context shall not use data for
context shall not use data for other purposes;
other purposes;

| Article 11, first paragraph, point (4a) |
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EP Mandate

Council Mandate

Draft Agreement

Commission Proposal

(4a) the provider may offer
additional specific services to data
subjects and data holders

(moved)

186b facilitating the exchange of the
data, such as storage, curation,
pseudonymisation and
anonymisation;
| Article 11, first paragraph, point (4b) |

(4b) the provider shall ensure that

(4b) the provider shall ensure that

the procedure for access to its
service is fair, transparent and

the procedure for access to its
service is fair, transparent and

non-discriminatory for both data
subjects and data holders, as well

non-discriminatory for both data
subjects and data holders, as well

186¢ as for data users, including as as for data users, including as
regards prices; regards prices and terms of
service;
Text Origin: Council Mandate
| Article 11, first paragraph, point (5)

(5) the provider shall have
procedures in place to prevent
fraudulent or abusive practices in

(5) the provider of data
intermediation service shall have
procedures and measures in place

(5) the provider shall have
procedures in place to prevent
fraudulent or abusive practices in

(5) the provider shall have
procedures in place to prevent
fraudulent or abusive practices in

1 . ; . . )
e relation to access to data from to prevent_and monitor potential relation to-aceess—to-datafront relation to-aceess—to-datafront:
parties seeking access through their | fraudulent or abusive practices in parties seeking access through their | parties seeking access through their
services; relation to access to data from services; services;
parties seeking access through their
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Commission Proposal

EP Mandate

services;

Council Mandate

Draft Agreement

Text Origin: Council Mandate I

| Article 1

1, first paragraph, point (6)

(6) the provider shall ensure a
reasonable continuity of provision
of its services and, in the case of
services which ensure storage of
data, shall have sufficient
guarantees in place that allow data
holders and data users to obtain
access to their data in case of

(6) the provider of data
intermediation service shall ensure
a reasonable continuity of
provision of its services and, in the
case of services which ensure
storage of data, shall have
sufficient guarantees in place that
allow data holders and data users to

(6) the provider shall ensure a
reasonable continuity of provision
of its services and, in the case of
services which ensure storage of
data, shall have sufficient
guarantees in place that allow data
subjects and data holders, as well
as_-and-data users, to obtain access

(6) the provider of data
intermediation service shall ensure
a reasonable continuity of
provision of its services and, in the
case of services which ensure
storage of data, shall have
sufficient guarantees in place that
allow data holders and data users to

188 | insolvency; obtain access to, fo transfer or to to their data in case of insolvency | obtain access to, fo transfer or to
retrieve their data or, in the case of | of the provider; retrieve their data or, in the case of
providing intermediation services providing intermediation services
between data subjects and data between data subjects and data
users, allow data subjects to users, allow data subjects to
exercise their rights, in the in-case exercise their rights, in the in-case
of insolvency_of the provider; of insolvency_of the provider;

Text Origin: EP Mandate
| Article 11, first paragraph, point (6a)

(6a) the provider of data (6a) the provider shall take
intermediation services shall avoid appropriate measures to ensure
lock-in effects and shall ensure interoperability with other data

188a interoperability with other data intermediation services, among
intermediation services to the others, by means of commonly-
extent appropriate, in particular used open standards in the sector
as regards data formats and other in which the data intermediation
data standards and by means of service providers operate;
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EP Mandate

Council Mandate

Draft Agreement

Commission Proposal

commonly used, formal or
informal, open standards in the
sector in which the data
intermediation services operate.
To that effect, by ... [12 months
after the date of entry into force of
this Regulation], the Commission
shall, in consultation with the
Data Innovation Board, develop
guidance on interoperability
standards;

| Article 1

1, first paragraph, point (6a)

(6a) the provider shall take

reasonable measures to ensure
interoperability with other data
intermediation services, among

(6b) (moved)

Text Origin: Council Mandate

188b
others, by means of commonly-
used standards in the sector in
which the data intermediation
service providers operate;
| Article 11, first paragraph, point (7)

(7) the provider shall put in place
adequate technical, legal and
organisational measures in order to

(7) the provider of data
intermediation service shall put in
place adequate technical, legal and

(7) the provider shall put in place
adequate technical, legal and
organisational measures in order to

(7) the provider of data
intermediation service shall put in
place adequate technical, legal and

189 S . N .
prevent transfer or access to non- organisational measures in order to | prevent transfer or access to non- organisational measures in order to
personal data that is unlawful prevent transfer or access to non- personal data that is unlawful prevent transfer or access to non-
under Union law; personal data that is unlawful under Union law_or national law personal data that is unlawful
under Union law; of the relevant Member State; under Union law _or national law
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EP Mandate

Council Mandate

Commission Proposal

Draft Agreement

of the relevant Member State;

Text Origin: Council Mandate

| Article 1

1, first paragraph, point (7a)

(7a) the provider shall without

the provider shall without undue

undue delay inform data holders

delay inform data holders in case

189a in_case of an unauthorised of an unauthorised transfer,
transfer, access or use of the non- | access or use of the non-personal
personal data that it has shared; data that it has shared;
| Article 11, first paragraph, point (8) |

(8) the provider shall take (8) the provider of data (8) the provider shall take (8) the provider of data

measures to ensure a high level of | intermediation services shall take | measures to ensure-e-4ich_an intermediation services shall take

security for the storage and measures to ensure a high level of | appropriate level of security for measures to ensure e¢-hieh-an

transmission of non-personal data; | security, including state-of-the-art | the storage and transmission of appropriate level of security for
cybersecurity standards, for the non-personal data; the storage, processing and
storage, processing and transmission of non-personal data,
transmission of non-personal data;, and the provider shall further
and the provider shall further ensure the highest level of security

190 ensure the highest level of for the storage and transmission
security, including state-of-the-art of competitively sensitive
cybersecurity, for the storage and information;
transmission of competitively
sensitive information and shall
inform the competent authority
without delay of any security
breach that jeopardises the
security of such data.
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EP Mandate

Council Mandate

Article 1

Commission Proposal
1, first paragraph, point (9)

Draft Agreement

(9) the provider shall have

(9) the provider skatt-have

)] %ke—p#ewde%&ka-l—l—ha%e

procedures in place to ensure procedures-in-placetoof data J e T procedires—in-placeto-ehsire
compliance with the Union and intermediation service shall ensure | compliancewith-the Union-and cepliegree e e Do)
national rules on competition; compliance with-#4¢ Union and HeHoNeH—FHe-oR nationtlriles-on-competition:
191 national law, in particular rules on | competition:(deleted)
competition_and data protection; - -
where such rules impose stricter Text Origin: Commission
N 0 5 Proposal
or more detailed obligations, they
shall prevail,
| Article 11, first paragraph, point (10) |
(10) the provider offering services | (10) the provider of data (10) the provider offering services | (10) the provider offering services
to data subjects shall act in the data | intermediation service offering to data subjects shall act in the data | to data subjects shall act in the data
subjects’ best interest when services to data subjects shall act in | subjects’ best interest when subjects’ best interest when
facilitating the exercise of their the data subjects’ best interest facilitating the exercise of their facilitating the exercise of their
rights, in particular by advising when facilitating the exercise of rights, in particular by informing rights, in particular by informing
data subjects on potential data uses | their rights, in particular by and, where appropriate, advising | and, where appropriate, advising
and standard terms and conditions | advising data subjects on potential | data subjects on-potentictin a data subjects en-potentictin a
192 attached to such uses; data uses and standard terms and concise, transparent, intelligible concise, transparent, intelligible
conditions attached to such uses; and easily accessible form about and easily accessible form about
intended data uses by third parties | intended data uses by data users
and standard terms and conditions | and standard terms and conditions
attached to such uses, before data | attached to such uses, before data
subjects give consent ; subjects give consent ;
Text Origin: Council Mandate
| Article 11, first paragraph, point (11) |
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Commission Proposal

(11) where a provider provides
tools for obtaining consent from
data subjects or permissions to
process data made available by
legal persons, it shall specify the
jurisdiction or jurisdictions in
which the data use is intended to
take place.

(11) where a provider of data
intermediation services provides
tools for obtaining consent from
data subjects or permissions to
process data made available by
legal persons, it shall specify the
jurisdiction or jurisdictions in
which the data use is intended to

(11) where a provider provides
tools for obtaining consent from
data subjects or permissions to
process data made available by
tegatpersonsdata holders , it shall,
where relevant, specify the
jurisdiction or jurisdictions outside

(11) where a provider of data
intermediation services provides
tools for obtaining consent from
data subjects or permissions to
process data made available by

lesal-personsdata holders , it shall,

where relevant, specify the

the Union in which the data use is

jurisdiction or jurisdictions outside

193 take place_and provide to the data | intended to take place- and provide | the Union in which the data use is
subject tools for tracking the use data subjects with tools to both intended to take place- and provide
of that data and consent give and withdraw consent and data subjects with tools to both
withdrawal and data holders with | data holders with tools to both give and withdraw consent and
tools for permission withdrawal. give and withdraw permissions to | data holders with tools to both

process data; give and withdraw permissions to
process data;
Text Origin: Council Mandate
| Article 11, first paragraph, point (11a)
(11a) the provider shall maintain | (11a) the provider shall maintain
a log record of the intermediation | a log record of the intermediation
193a activity. activity.
Text Origin: Council Mandate
| Article 12
Article 12 Article 12 Article 12 Article 12
194 Competent authorities Competent authorities Competent authorities Competent authorities
Text Origin: Council Mandate
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Article 1

2(1)

(1) Each Member State shall
designate in its territory one or
more authorities competent to carry
out the tasks related to the
notification framework and shall
communicate to the Commission
the identity of those designated

(1) Each Member State shall
designate in its territory one or
more authorities competent to carry
out the tasks related to the
notification framework and shall
communicate to the Commission
the identity of those designated

(1) Each Member State shall
designate in its territory one or
more authorities competent to carry
out the tasks related to the
notification framework for data
intermediation services and shall
communicate to the Commission

(1) Each Member State shall
designate in its territory one or
more authorities competent to carry
out the tasks related to the
notification framework for data
intermediation services and shall
communicate to the Commission

195
authorities by [date of application | authorities by [date of application | the identity of those designated the identity of those designated
of this Regulation]. It shall also of this Regulation]. It shall also authorities by [date of application | authorities by [date of application
communicate to the Commission communicate to the Commission of this Regulation]. It shall also of this Regulation]. It shall also
any subsequent modification. any subsequent modification. communicate to the Commission communicate to the Commission
any subsequent modification. any subsequent modification.
Text Origin: Council Mandate
| Article 12(2) |
(2) The designated competent (2) The designated competent (2) The designated competent (2) The designated competent
authorities shall comply with authorities shall comply with authorities for data intermediation | authorities for data intermediation
196 | Article 23. Article 23. services shall comply with Article | services shall comply with Article
23. 23.
Text Origin: Council Mandate
| Article 12(3) |
197 | (3) The designated competent (3) The powers of the designated | (3) The powers of the designated | (3) The powers of the designated
authorities, the data protection competent authorities; are without | competent authorities; are without | competent authorities; are without
14021/21 RB/ek 207

TREE.2.B

LIMITE

EN



EP Mandate

Council Mandate

Commission Proposal

authorities, the national
competition authorities, the
authorities in charge of
cybersecurity, and other relevant
sectorial authorities shall exchange
the information which is necessary
for the exercise of their tasks in
relation to data sharing providers.

prejudice to the powers of the data

protection authorities, the national
competition authorities, the
authorities in charge of
cybersecurity, and other relevant
sectorial authorities, In accordance
with their respective competences

prejudice to the powers of the data

protection authorities, the national
competition authorities, the
authorities in charge of
cybersecurity, and other relevant
sectorial authorities, These
authorities shall exchange the

under Union and national law,
those authorities shall build up a
strong cooperation and exchange
the information which is necessary

information which is necessary for
the exercise of their tasks and
cooperate in view of enforcement

Draft Agreement

prejudice to the powers of the data

protection authorities, the national
competition authorities, the
authorities in charge of
cybersecurity, and other relevant
sectorial authorities, In accordance
with their respective competences
under Union and national law,
those authorities shall build up a
strong cooperation and exchange

in relation to data_intermediation

the information which is necessary

for the exercise of their tasks in service-sharing providers. for the exercise of their tasks in
relation to providers of data relation to providers of data
intermediation services, and intermediation services, and aim
ensure the consistency of the to achieve the consistency of the
decisions taken in applying this decisions taken in applying this
Regulation. On any question Regulation. datasharing providers.
regarding compliance with
Regulation (EU) 2016/679, the -
competent supervisory authorities LeitE Ouigpies e lude i
established pursuant to that
Regulation are fully
competentdata-—sharineproviders.
| Article 1
Article 13 Article 13 Article 13 Article 13
16 Monitoring of compliance Monitoring of compliance Monitoring of compliance Monitoring of compliance
Text Origin: Commission
Proposal
| Article 13(1) |
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(1) The competent authority shall
monitor and supervise compliance

(1) The competent authority shall
monitor and supervise compliance

(1) The competent authority for
data intermediation services shall

Draft Agreement

(1) The competent authority for
data intermediation services shall

with this Chapter. with this Chapter. monitor and supervise compliance | monitor and supervise compliance
with this Chapter._The competent | with this Chapter._The competent
authority may also monitor and authority may also monitor and
supervise the compliance of such | supervise the compliance of such
data intermediation services based | data intermediation services based
on the request of natural or legal | on the request of natural or legal
199 persons. The competent authority persons.
for data intermediation services
shall monitor and supervise Text Origin: Council Mandate
compliance with this Chapter. The
competent authority may also
monitor and supervise the
compliance of such data
intermediation services based on
the request of natural or legal
persons.
| Article 13(2) |
(2) The competent authority shall | (2) The competent authority shall | (2) The competent authority for (2) The competent authority for
have the power to request from have the power to request from data intermediation services shall | data intermediation services shall
providers of data sharing services providers of data have the power to request from have the power to request from
all the information that is necessary | sharincintermediation services or | providers of data-shearing providers of data-sharine
200 to verify compliance with the their legal representatives all the intermediation services all the intermediation services or their
requirements laid down in Articles | information that is necessary to information that is necessary to legal representatives all the
10 and 11. Any request for verify compliance with the verify compliance with the information that is necessary to
information shall be proportionate | requirements laid down in Articles | requirements-taid-down-inArtictes | verify compliance with the
to the performance of the task and | 10 and 11. Any request for +0-end—-41_of this Chapter. Any requirements—-taid-down-inArticles
shall be reasoned. information shall be proportionate | request for information shall be +0-and-41_of this Chapter. Any
to the performance of the task and | proportionate to the performance of | request for information shall be
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shall be reasoned.

Council Mandate

the task and shall be reasoned.

Draft Agreement

proportionate to the performance of
the task and shall be reasoned.

Text Origin: Council Mandate

| Article 13(3)
(3) Where the competent authority | (3) Where the competent authority | (3) Where the competent authority | (3) Where the competent authority
finds that a provider of data sharing | finds that a provider of data for data intermediation services for data intermediation services
services does not comply with one | sharingintermediation services finds that a provider of data finds that a provider of data
or more of the requirements laid does not comply with one or more | sharing_intermediation services sharing_intermediation services
down in Article 10 or 11, it shall of the requirements laid down in does not comply with one or more | does not comply with one or more
notify that provider of those Article 10 or 11, it shall notify that | of the requirements-laid-dewn—i#n of the requirements-taid-down—in
201 findings and give it the opportunity | provider of data intermediation Article10-or11_of this Chapter, it | Articte 10611, _of this Chapter, it
to state its views, within a services of those findings and give | shall notify that provider of those shall notify that provider of those
reasonable time limit. it the opportunity to state its views, | findings and give it the opportunity | findings and give it the opportunity
within areasonabletimetlimitthe to state its views, within_30 days-« | to state its views, within_30 days-«
shortest delay. reasonahble-time-tinit. reasonable-time-timit.
Text Origin: Council Mandate
| Article 13(4), introductory part

(4) The competent authority shall
have the power to require the

cessation of the breach referred to
in paragraph 3 either immediately

(4) The competent authority shall
have the power to require the
cessation of the
breachinfringement referred to in

(4) The competent authority for
data_intermediation services shall
have the power to require the
cessation of the breach referred to

(4) The competent authority shall
have the power to require the
cessation of the
breachinfringement referred to in

202 or within a reasonable time limit paragraph 3 eitherimmediatel~o# | in paragraph 3 either immediately | paragraph 3 eitherimmediately-or
and shall take appropriate and within a reasonable time limit or or within a reasonable time limit within a reasonable time limit or
proportionate measures aimed at immediately in the case of a and shall take appropriate and immediately in the case of a
ensuring compliance. In this serious infringement and shall proportionate measures aimed at serious infringement and shall
regard, the competent authorities take appropriate and proportionate | ensuring compliance. In this take appropriate and proportionate
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Commission Proposal

shall be able, where appropriate:

measures aimed-at-ensurineaiming

to ensure compliance. In tisthat
regard, the competent authorities
shall be-abtchave the power, where
appropriate:

regard, the competent authorities
shall be able, where appropriate:

Draft Agreement
measures eined-at-ensurineaiming

to ensure compliance. In tisthat
regard, the competent authorities
shall be-abtchave the power, where
appropriate:

Text Origin: EP Mandate

| Article 1

3(4), point (a)

(a) to impose dissuasive financial
penalties which may include
periodic penalties with retroactive
effect;

(a) to impose dissuasive financial
penalties which may include
periodic penalties with retroactive
effect;

(a) to impose, through
administrative procedures,
dissuasive financial penalties
which may include periodic
penalties and penalties with

(a) to impose, through
administrative procedures,
dissuasive financial penalties
which may include periodic
penalties and penalties with

203
retroactive effect, or to initiate retroactive effect, or to initiate
legal proceedings for the legal proceedings for the
imposition of fines, or both,; imposition of fines, or both;
Text Origin: Council Mandate
| Article 13(4), point (b)
(b) to require cessation or (b) to require eessation-or (b) to require cessation_of the (b) to require cessation-or
postponement of the provision of | pestponementa temporary provision-e+-postponement of the postponementa postponement in
the data sharing service. cessation of the— provision of the data_intermediation service due to | the commencement or suspension
204 data sharingintermediation serious or substantial breaches of the provision of the data
service, or in the case of a serious | that have not been corrected intermediation service until
infringement that has not been despite prior notification or modifications of its conditions, as
remedied, despite being previously | warning or suspension of the requested by the competent
identified and communicated, a provision of such a service until authority, are made; or to require
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Commission Proposal

permanent cessation.

modifications of its conditions, as

Draft Agreement

the cessation of the— provision of

requested by the competent
authority, are made; the
competent authority for data
intermediation services shall
request the Commission to remove

the data sharingintermediation
service, in_case serious or repeated
infringements have not been
corrected despite the prior
notification or warning in

the provider of the data

intermediationthe-data-sharing

service from the register of
providers of data intermediation

accordance with paragraph (3).
The competent authority for data
intermediation services shall
request the Commission to remove

services once it has ordered the

the provider of the data

cessation of the service. If a
provider of data intermediation

intermediation service from the
register of providers of data

service corrects the breaches, a

intermediation services once it has

provider shall re-notify the

competent authority. The
competent authority shall notify

ordered the cessation of the
service. If a provider of data
intermediation service corrects the

the Commission of each new re-

notification.

breaches, a provider shall re-
notify the competent authority.
The competent authority shall
notify the Commission of each
new re-notification.

Text Origin: Council Mandate

| Article 13(4a)

4a. Where a provider of data
intermediation services that is not

4a. Where a provider of data
intermediation services that is not

204a : : : ; . . : .
established in the Union fails to established in the Union fails to
designate a legal representative or designate a legal representative or
the legal representative fails, upon the legal representative fails, upon
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request of the competent
authority, to provide the necessary
information that comprehensively
demonstrates compliance with this
Regulation, the competent
authority shall have the power to
impose the immediate cessation of
the provision of the data
intermediation service.

The designation of a legal
representative by a provider of
data intermediation services shall
be without prejudice to legal
actions that could be initiated
against the provider itself.

Draft Agreement

request of the competent
authority, to provide the necessary
information that comprehensively
demonstrates compliance with this
Regulation, the competent
authority shall have the power to
postpone_or suspend_the

provision of the data

intermediation service until the
legal representative is designated
or the necessary information is
provided. The designation of a

legal representative by a provider
of data intermediation services
shall be without prejudice to legal
actions that could be initiated
against the provider itself.

| Article 1

3(5)

(5) The competent authorities shall
communicate the measures
imposed pursuant to paragraph 4
and the reasons on which they are
based to the entity concerned

(5) The competent authorities shall
communicate the measures
imposed pursuant to paragraph 4
and, the reasons on which they are
based as well as the necessary

(5) The competent authorities for
data intermediation services shall
communicate the measures
imposed pursuant to paragraph 4
and the reasons on which they are

(5) The competent authorities shall
communicate the measures
imposed pursuant to paragraph 4
and, the reasons on which they are
based as well as the necessary

TREE.2.B

LIMITE

205 | without delay and shall stipulate a | steps to be taken to rectify the based to the entity concerned steps to be taken to rectify the

reasonable period for the entity to | relevant shortcomings to the without delay and shall stipulate a | relevant shortcomings to the

comply with the measures. provider of data intermediation reasonable period, not longer than | provider of data intermediation
servicesto-the-entity concerned 30 days, for the entity to comply servicesto-the-entity concerned
without delay and shall stipulate a | with the measures. without delay and shall stipulate a
reasonable period for the reasonable period, no longer than
entityprovider to comply with the 30 days, for the ertityprovider to
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measures.

Draft Agreement

comply with the measures.

Text Origin: EP Mandate

| Article 1

3(6)

(6) If a provider of data sharing
services has its main establishment
or legal representative in a Member
State, but provides services in other
Member States, the competent
authority of the Member State of
the main establishment or where
the legal representative is located
and the competent authorities of
those other Member States shall
cooperate and assist each other.
Such assistance and cooperation
may cover information exchanges

(6) If a provider of data
sharingintermediation services has
its main establishment or legal
representative in a Member State,
but provides services in other
Member States, the competent
authority of the Member State of
the main establishment or where
the legal representative is located
and the competent authorities of
those other Member States shall
cooperate and assist each other.
Such assistance and cooperation

(6) If a provider of data-sharing
intermediation services has its
main establishment or legal
representative in a Member State,
but provides services in other
Member States, the competent
authority of the Member State of
the main establishment or where
the legal representative is located
and the competent authorities of
those other Member States shall
cooperate and assist each other.
Such assistance and cooperation

(6) If a provider of data-sharine
intermediation services has its
main establishment or legal
representative in a Member State,
but provides services in other
Member States, the competent
authority of the Member State of
the main establishment or where
the legal representative is located
and the competent authorities of
those other Member States shall
cooperate and assist each other.
Such assistance and cooperation

2l between the competent authorities | may cover information exchanges | may cover information exchanges | may cover information exchanges
concerned and requests to take the | between the competent authorities | between the competent authorities | between the competent authorities
measures referred to in this Article. | concerned and requests to take the | concerned for the purposes of concerned for the purposes of

measures referred to in this Article. | their tasks under this Regulation their tasks under this Regulation
and requests to take the measures and requests to take the measures
referred to in this Article. Where a | referred to in this Article. Where a
competent authority for data competent authority for data
intermediation services in one intermediation services in one
Member State requests assistance | Member State requests assistance
from another Member State, it from another Member State, it
shall submit a duly justified shall submit a duly justified
request. The competent authority | request. The competent authority
for data intermediation services so | for data intermediation services so
requested shall, without undue requested shall, without undue
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delay and within a timeframe
proportionate to the urgency of

Draft Agreement

delay and within a timeframe
proportionate to the urgency of

the request, provide a response.

the request, provide a response.

Any information exchanged in the

Any information exchanged in the

context of assistance requested

context of assistance requested

and provided under this
paragraph shall be used only in

and provided under this
paragraph shall be used only in

respect of the matter for which it

respect of the matter for which it

was requested,

was requested,

Text Origin: Council Mandate

| Article 14
Article 14 Article 14 Article 14 Article 14
P Exceptions Exceptions Exceptions Exceptions
Text Origin: Commission
Proposal
| Article 14, first paragraph

This Chapter shall not apply to not-
for-profit entities whose activities
consist only in seeking to collect
data for objectives of general
interest, made available by natural

This Chapter shall not apply to #et

for-profit-entitiesrecognised data

This Chapter shall not apply to
recognised data altruism

altruism organisations whose
activities consist only in seeking to
collect data for objectives of

organisations and other not-for-
profit entities whose-insofar as
their_activities consist-o#4~_in

This Chapter shall not apply to
recognised data altruism
organisations and other not-for-
profit entities wheseinsofar as
their activities consist-e#4 in

208 or legal persons on the basis of general interest, made available by | seeking to collect data for seeking to collect data for
data altruism. natural or legal persons on the objectives of general interest, made | objectives of general interest, made
basis of data altruism. available by natural or legal available by natural or legal
persons on the basis of data persons on the basis of data
altruism. altruism, unless those entities aim
to establish commercial
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relationships between an
undetermined number of data
subjects and data holders on the
one hand, and data users on the
other hand.
CHAPTER IV
CHAPTER IV CHAPTER IV CHAPTER IV CHAPTER IV
o data altruism data altruism data altruism data altruism
Text Origin: Commission
Proposal
| Article 14a
Article 14a Article 14a
National arrangements for data National arrangements for data
209a altruism altruism
Text Origin: Council Mandate
| Article 14a(1)
1. Member States may have in 1. Member States may have in
place organisational and/or place organisational and/or
209b technical arrangements to technical arrangements to
facilitate data altruism. In support | facilitate data altruism. In support
of this Member States may define | of this Member States may define
national policies for data altruism. | national policies for data altruism.
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Commission Proposal

These national policies may in

These national policies may in

particular support data subjects in

particular support data subjects in

making personal data related to

making personal data related to

them held by public sector bodies

them _held by public sector bodies

available voluntarily for data
altruism, and set out the necessary

available voluntarily for data
altruism, and set out the necessary

information that is required to be

information that is required to be

provided to data subjects
concerning the re-use of their
data in the general interest. If a

provided to data subjects
concerning the re-use of their
data in the general interest. If a

Member State develops such
national policies, it shall inform

Member State develops such
national policies, it shall inform

the Commission.

the Commission.

Text Origin: Council Mandate

| Article 14a(2)

2. The European Data Innovation | 2. (moved)
Board shall advise and assist in
209¢ developing a consistent practice
for data altruism across the
Union.
Article 15
Article 15 Article 15 Article 15 Article 15
Register of recognised data RegisterPublic registers of Register of recognised data RegisterPublic registers of
210 altruism organisations recognised data altruism altruism organisations recognised data altruism
organisations organisations
Text Origin: EP Mandate
14021/21 RB/ek 217
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Article 15(1)
(1) Each competent authority (1) Each competent authority (1) Each competent authority for (1) Each competent authority for
designated pursuant to Article 20 designated pursuant to Article 20 the registration of data altruism the registration of data altruism
shall keep a register of recognised | shall keep and regularly update a | organisations designated pursuant | organisations designated pursuant
data altruism organisations. public nationala register of to Article 20 shall keep a_public to Article 20 shall keep and
211 recognised data altruism national register of recognised data | regularly update a public
organisations. altruism organisations. nationale register of recognised
data altruism organisations.
Text Origin: Council Mandate
| Article 15(2)
(2) The Commission shall (2) The Commission shall (2) FheCoppiedorhel] (2) FheCopppiedorhal]
maintain a Union register of maintain and regularly update a maintain-a-thionAn entity et e B e e
recognised data altruism publice Union register of registered in a national register of | recognised-data-altruisim
organisations. recognised data altruism recognised-data altruism R R
organisations. organisations in accordance with
212 Article 16 may refer to itself as a
‘data altruism Text Origin: Council Mandate
organisationsorganisation
recognised in the Union’ in its
written and spoken
communication.
| Article 15(3)
213 (3) An entity registered in the (3) Only an entity registered in the | (3) Awn-entityresistered-inthe (3) The Commission shall
register in accordance with Article | public national register of register-in-aecordance-with-Article | maintain a public Union register
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16 may refer to itself as a ‘data
altruism organisation recognised in
the Union’ in its written and
spoken communication.

recognised data altruism
organisations in accordance with
Article 16 may referto-itsetf-as
ause the title ‘data altruism
organisation recognised in the
Union’ in its written and spoken
communication, as well as a
common logo.
In order to ensure that data
altruism organisations recognised
in the Union are easily
identifiable throughout the Union,
the Commission shall, by means
of implementing acts, establish a
design for the common logo. Data
altruism organisations recognised
in the Union shall display the
common logo clearly on every
online and offline publication that
relates to their data altruism
activities. The common logo shall
be accompanied by a OR code
with a link to the Union register of
data altruism organisations
recognised in the Union.
Those implementing acts shall be
adopted in accordance with the
advisory procedure referred to in

Article 29(2).

Lhpemeef ot oo The

Commission shall maintain a
public Union register of
recognised data altruism
Ug' . o8 l :

commurieationorganisations for
information purposes.

Draft Agreement

of recognised data altruism
organisations for information
purposes. Only an entity registered
in the public national register of
recognised data altruism
organisations in accordance with
Article 16 may referto-itself-as
ause the title ‘data altruism
organisation recognised in the
Union’ in its written and spoken
communication, as well as a
common logo.

In order to ensure that data
altruism organisations recognised
in the Union are easily
identifiable throughout the Union,
the Commission shall, by means
of implementing acts, establish a
design for the common logo. Data
altruism organisations recognised
in the Union shall display the
common logo clearly on every
online and offline publication that
relates to their data altruism
activities. The common logo shall
be accompanied by a OR code
with a link to the Union register of
data altruism organisations
recognised in the Union.

Those implementing acts shall be
adopted in accordance with the
advisory procedure referred to in

Article 29(2).
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Text Origin: EP Mandate

| Article 15(3a)

3a. Member States may establish
national polices for data altruism
and may put in place

3a. (deleted)

213 . .
a organisational and technical
arrangements to facilitate data
altruism.
| Article 16 |
Article 16 Article 16 Article 16 Article 16
General requirements for General requirements for -General requirements for General requirements for
214 registration registration registration registration
Text Origin: Commission
Proposal
Article 16, first paragraph, introductory part |
In order to qualify for registration, | In order to qualify for registration, | In order to qualify for registration; | In order to qualify for registration;
the data altruism organisation shall: | the data altruism organisation shall: | #:e in a national register of the in_a national register of
recognised data altruism recognised data altruism
215 oreantsation-organisations, an oreanisation-organisations, an
entity shall: entity shall:
Text Origin: Council Mandate
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Article 1

6, first paragraph, point (-a)

(-a) perform data altruism

(-a) perform data altruism

activities; activities;
215a
Text Origin: Council Mandate
| Article 16, first paragraph, point (a) |

(a) be alegal entity constituted to
meet objectives of general interest;

(a) be alegal entity constituted to
meet objectives of general interest;

(a) be alegal_person established
pursuant to national law_to -entity

eonstituted-to-meet objectives of
general interest, in line with

(a) be alegal_person established
pursuant to national law_to -entity

eonstituted-to-meet objectives of
general interest, in line with

216
national law, where applicable; national law, where applicable;
Text Origin: Council Mandate
| Article 16, first paragraph, point (b) |
(b) operate on a not-for-profit (b) operate on a not-for-profit (b) operate on a not-for-profit (b) operate on a not-for-profit
basis and be independent from any | basis and be legally independent basis and be independent from any | basis and be legally independent
entity that operates on a for-profit | from any entity that operates on a entity that operates on a for-profit | from any entity that operates on a
217 basis; for-profit basis; the entity shall not | basis; for-profit basis;
use the data collected based on
data altruism for other activities;
Text Origin: EP Mandate
| Article 16, first paragraph, point (c) |
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Commission Proposal

(c) perform the activities related to

EP Mandate

(c) perform the activities related to

Council Mandate

(c) perform the activities related to

Draft Agreement

(c) perform the activities related to

data altruism take place through a | data altruism #akeplace-through a | data altruism #ekeplace-through a | data altruism #ekeplace-through a
legally independent structure, legally independent structure, Lol inooen Loy Lol in oo Loy
separate from other activities it has | separate from other activities it has | struetwre structure that is stroeturesstructure that is
218 | undertaken. undertaken, including for-profit functionally separate-f+o#+_from functionally separate-fo#+_from
activities. its other activities it-has its other activities it-has
e e
Text Origin: Council Mandate
| Article 16, first paragraph, point (ca)
(ca) have procedures in place to (ca) (deleted)
ensure compliance with the Union
2184 and national law on the protection
of personal data, including
procedures for ensuring the
exercise of data subjects’ rights;
| Article 16, first paragraph, point (ca) |
(ca) comply with codes of conduct | (ca) comply with the rulebook
adopted in accordance with adopted in accordance with
Article 19a(2), at the latest by Article 19a(2), at the latest by
218b [date of entry into force of the [date of entry into force of the
implementing act + 18 months]. implementing act + 18 months].
Text Origin: Council Mandate
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Article 17
Article 17 Article 17 Article 17 Article 17
Registration Registration Registration_of recognised data Registration_of recognised data
219 altruism organisations altruism organisations
Text Origin: Council Mandate
| Article 17(1) |

(1) Any entity which meets the
requirements of Article 16 may
request to be entered in the register
of recognised data altruism

(1) Any entity which meets the
requirements of Article 16 #ay
requestshall submit an
application, to be evaluated by the

(1) A#yAn entity which meets the
requirements of Article 16 may
request to be entered in the
national register of recognised data

(1) A#rAn entity which meets the
requirements of Article 16 may
request to be entered in the
national register of recognised data

220 | organisations referred to in Article | competent authority, to be entered | altruism organisations #eferred-to altruism organisations referred-te
15 (1). in the register of recognised data inArticle 15+(1)in the Member inArticle I5+(1)in the Member
altruism organisations referred to State in which it is established . State in which it is established .
in Article 15 (1).
Text Origin: Council Mandate
| Article 17(2) |
(2) For the purposes of this (2) For the purposes of this (2) Eortheprmparaa/ i (2) Eerthoprmpane et
Regulation, an entity engaged in Regulation, an entity engaged in Resulation—An entity eneaged-in Resulation—An entity eneaged-in
activities based on data altruism activities based on data altruism et bese oo ed il L
with establishments in more than with establishments in more than withwhich meets the requirements | withwhich meets the requirements
221 one Member State, shall register in | one Member State, shall register in | of Article 16 and_has of Article 16 and_has
the Member State in which it has the Member State in which it has establishments in more than one establishments in more than one
1ts main establishment. 1ts main establishment. Member State, shaHmay request to | Member State, shatmay request to
be entered in the national register | be entered in the national register
of recognised data altruism of recognised data altruism
organisations_in the Member State | organisations _in the Member State
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EP Mandate

Council Mandate

Commission Proposal

in which it has its main
establishment.

Draft Agreement

in which it has its main
establishment.

Text Origin: Council Mandate

| Article 1

7(3)

(3) An entity that is not
established in the Union, but meets
the requirements in Article 16,
shall appoint a legal representative
in one of the Member States where
it intends to collect data based on
data altruism. For the purpose of
compliance with this Regulation,
that entity shall be deemed to be
under the jurisdiction of the
Member State where the legal
representative is located.

(3) An entity that is not
established in the Union, but meets
the requirements in Article 16,
shall eppeintdesignate a legal
representative in one of the
Member States where it intends to
collect data based on data altruism,
For the purpose of compliance
with this Regulation, the legal
representative shall be empowered
by the entity to act on its behalf or
together with it, in particular

(3) An entity thatis#Hot

+6which meets the requirements
in Article 16, but is not
established in the Union, shall
appoint a legal representative in
one of the Member States where it
intends to collect data based on
data altruism. For the purpose of
compliance with this Regulation,
that entity shall be deemed to be

(3) An entity thatis#ot

+6which meets the requirements
in Article 16, but is not
established in the Union, shall
appointdesignate a legal
representative in one of the
Member States whereitintendsto
eottect-data-based-onin which
those services are offered. For the
purposes of ensuring compliance

222 when _addressed by competent under the jurisdiction of the with this Regulation, the legal
authorities or data subjects and Member State where the legal representative shall be mandated
data holders, with regard to all representative is located. Such an | by the data altruism organisation
issues related to the service or entity may request to be entered in | to be addressed in addition to or
services provided. The legal the national register of recognised | instead of it by competent
representative shall perform its data altruism organisations in that | authorities or data subjects and
tasks in accordance with the Member State. data holders, with regard to all
mandate received from the entity, issues related to data altruism
including cooperating with and organisations. The legal
comprehensively demonstrating to representative shall cooperate
the competent authorities, upon with and comprehensively
request, the actions taken and demonstrate to the competent
provisions put in place by the authorities, upon request, the
entity to ensure compliance with actions taken and provisions put
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EP Mandate

Council Mandate

Commission Proposal

this Regulation. For the purpose of
compliance with this Regulation,
that entity shall be deemed to be
under the jurisdiction of the
Member State where the legal
representative is located.

Draft Agreement

in place by the provider to ensure-

Forthepurpose-of compliance
with this Regulation—that-entity.

The data altruism organisation
shall be deemed to be under the
jurisdiction of the Member State
wherein which the legal
representative is located._The
designation of a representative by
the data altruism organisation
shall be without prejudice to legal
actions which could be initiated
against the data altruism
organisation themselves. Such an
entity may request to be entered in
the national register of recognised
data altruism organisations in that
Member State.

| Article 17(3a)

222a

3a. Where an entity that is not
established in the Union fails to
designate a legal representative or
the legal representative fails, upon
request by the competent
authority, to provide within a
reasonable timeframe, the
necessary information that
comprehensively demonstrates
compliance with this Regulation,
the competent authority shall have

3a. (deleted)
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

the power to impose the immediate
cessation of the provision of the
data altruism_activity.

Article 1

7(4), introductory part

(4) Applications for registration
shall contain the following

(4) Applications for registration
shall contain the following

(4) Applications for registration
shall contain the following

(4) Applications for registration
shall contain the following

223 | information: information: information: information:
Text Origin: Commission
Proposal
| Article 17(4), point (a)
(a) name of the entity; (a) name of the entity; (a) name of the entity; (a) name of the entity;
224 Text Origin: Commission
Proposal
| Article 17(4), point (b)
(b) the entity’s legal status, form (b) the entity’s legal status, form (b) the entity’s legal status, form (b) the entity’s legal status, form
and registration number, where the | and registration number, where the | and registration number, where the | and registration number, where the
entity is registered in a public entity is registered in a public entity is registered in a public entity is registered in a public
225 register; register; register; register;
Text Origin: Commission
Proposal
| Article 17(4), point (c)
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(c) the statutes of the entity, where
appropriate;

(c) the statutes of the entity, where
appropriate;

(c) the statutes of the entity, where
appropriate;

(c) the statutes of the entity, where
appropriate;

226
Text Origin: Commission
Proposal
| Article 17(4), point (d) |
(d) the entity’s main sources of (d) the entity’s main sources of (d) the entity’s-#e##-_sources of (d) the entity’s-#e##-_sources of
227 income; income; income; income;
Text Origin: Council Mandate
| Article 17(4), point (e) |
(e) the address of the entity’s main | (e) the address of the entity’s main | (¢) the address of the entity’s main | (e) the address of the entity’s main
establishment in the Union, if any, | establishment in the Union, if any, | establishment in the Union, if any, | establishment in the Union, if any,
and, where applicable, any and, where applicable, any and, where applicable, any and, where applicable, any
secondary branch in another secondary branch in another secondary branch in another secondary branch in another

228 | Member State or that of the legal Member State or that of the legal Member State or that of the legal Member State or that of the legal
representative designated pursuant | representative designated pursuant | representative designated pursuant | representative designated pursuant
to paragraph (3); to paragraph (3); to paragraph (3); to paragraph (3);

Text Origin: Commission
Proposal
| Article 17(4), point (f)

229 (f) a website where information on | (f) a public website where up-to- (f) a website where information on | (f) a public website where up-to-
the entity and the activities can be | date information on the entity and | the entity and the activities can be | date information on the entity and
found; the activities can be found found, including as a minimum the activities can be found,
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Commission Proposal

EP Mandate

including at least the information

Council Mandate

the information as referred to in

Draft Agreement

including as a minimum the

as referred to in points a, b, d, e

points letters (a), (b), (d), (e) and

information as referred to in

and h;

h);

points letters (a), (b), (d), (e) and
h);

Text Origin:

Council Mandate

| Article 1

7(4), point (g)

(g) the entity’s contact persons and
contact details;

(g) the entity’s contact persons and
contact details;

(g) the entity’s contact persons and
contact details;

(g) the entity’s contact persons and
contact details;

230
Text Origin: Commission
Proposal
| Article 17(4), point (h) |
(h) the purposes of general interest | (h) the purposes of general interest | (h) the-pw#rposes_objectives of (h) the-pw#rposes_objectives of
it intends to promote when it intends to promote when general interest it intends to general interest it intends to
231 collecting data; collecting data; promote when collecting data; promote when collecting data;
Text Origin: Council Mandate
| Article 17(4), point (ha)
(ha) the nature of the data that it (ha) the nature of the data that it
intends to control or process, and, intends to control or process, and,
731a in the case of personal data, an in the case of personal data, an
indication of the categories of indication of the categories of
personal data. personal data.
Text Origin: EP Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 1

7(4), point (i)

(i) any other documents which
demonstrate that the requirements

(i) any other documents which
demonstrate that the requirements

(i) any other documents which
demonstrate that the requirements
of Article 16 are met.

(i) any other documents which
demonstrate that the requirements
of Article 16 are met.

232 | of Article 16 are met. of Article 16 are met.
Text Origin: Commission
Proposal
| Article 17(5)
(5) Where the entity has submitted | (5) Where the entity has submitted | (5) Where the entity has submitted | (5) Where the entity has submitted
all necessary information pursuant | all necessary information pursuant | all necessary information pursuant | all necessary information pursuant
to paragraph 4 and the competent to paragraph 4 and after the to paragraph 4 and the competent to paragraph 4 and after the
authority considers that the entity competent authority eensidershas | authority for the registration of competent authority eensidershas
complies with the requirements of | evaluated the application and has | data altruism organisations evaluated the application and has
Article 16, it shall register the found that the entity complies with | considers that the entity complies found that the entity complies with
entity in the register of recognised | the requirements of Article 16, it with the requirements of Article the requirements of Article 16, it
data altruism organisations within | shall register the entity in the 16, it shall »egister-enter_the entity | shall register the entity in the
twelve weeks from the date of public national register of in_its national-the register of public national register of
233 application. The registration shall recognised data altruism recognised data altruism recognised data altruism
be valid in all Member States. Any | organisations-within#Hvelreveeks | organisations within twelve weeks | organisations within twelve weeks
registration shall be communicated ‘ . The from the date of application. The from the date of application. The
to the Commission, for inclusion in | registration shall be valid in all registration shall be valid in all registration shall be valid in all
the Union register of recognised Member States. Any registration Member States—4#3_The Member States. A4#3The competent
data altruism organisations. shall be communicated to the competent authority for the authority for the registration of
Commission, for inclusion in the registration of data altruism data altruism organisations shall
public Union register of recognised | organisations shall be be-conmmmnicatedcommunicate
data altruism organisations. ecommuiicatedcommunicate any any registration to the
registration to the Commission, 7o+ | Commission, fer-incktsiorwhich
inelusionwhich shall include that | shall include that registration in
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Commission Proposal

EP Mandate

Council Mandate

registration in the Union register
of recognised data altruism
organisations.

Draft Agreement

the Union register of recognised
data altruism organisations-

Text Origin: EP Mandate

| Article 1

7(6)

(6) The information referred to in

paragraph 4, points (a), (b), (f), (g),
and (h) shall be published in the

national register of recognised data

(6) The information referred to in

paragraph 4, points (a), (b), (f), (g),
and (h) shall be published in the

public national register of

(6) The information referred to in

paragraph 4, points (a), (b), (f), (g),
and (h) shall be published in the

relevant national register of

(6) The information referred to in

paragraph 4, points (a), (b), (f), (g),
and (h) shall be published in the

public national register of

234 altruism organisations. recognised data altruism recognised data altruism recognised data altruism
organisations. organisations. organisations.
Text Origin: EP Mandate
| Article 17(7) |
(7) Any entity entered in the (7) Any entity entered in the (7) Any entity entered in_a (7) Any entity entered in_a
register of recognised data altruism | public national register of national-the register of recognised | national-the register of recognised
organisations shall submit any recognised data altruism data altruism organisations shall data altruism organisations shall
changes of the information organisations shall submit any notify the competent authority for | notify the competent authority for
provided pursuant to paragraph 4 changes of the information the registration of data altruism the registration of data altruism
to the competent authority within provided pursuant to paragraph 4 organisations of-s#bwit any organisations of-s#bwiit any
235 14 calendar days from the day on to the competent authority within changes of the information changes of the information
which the change takes place. 14 calendar days from the day on provided pursuant to paragraph 4 provided pursuant to paragraph 4
which the change takes place. The | within 14 days from the day on within 14 days from the day on
competent authority shall inform | which the change takes place.-to which the change takes place.-to
the Commission of each such The competent authority within+4 | The competent authority within44
notification without delay by o R o R
electronic means. welrtel el tedem e placeshall | eli et sl e plaecshall
inform the Commission by inform the Commission by
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Commission Proposal

EP Mandate

Council Mandate

electronic means of each such

Draft Agreement

electronic means of each such

notification without delay. Based

notification without delay. Based

on such notification, the
Commission shall update the
Union register of recognised data

on such notification, the
Commission shall update the
Union register of recognised data

altruism organisations without

altruism organisations without

delay.

delay.

Text Origin: Council Mandate

| Article 18
Article 18 Article 18 Article 18 Article 18
236 Transparency requirements Transparency requirements Transparency requirements Transparency requirements
Text Origin: Commission
Proposal
| Article 18(1), introductory part |

(1) Any entity entered in the
national register of recognised data
altruism organisations shall keep

(1) Any entity entered in the
public national register of
recognised data altruism

(1) Any entity entered in+ze_a
national register of recognised data
altruism organisations shall keep

(1) Any entity entered in_a public
the national register of recognised
data altruism organisations shall

237 | full and accurate records organisations shall keep full and full and accurate records keep full and accurate records
concerning: accurate records concerning: concerning: concerning:
Text Origin: Council Mandate
| Article 18(1), point (a) |
238 | (a) all natural or legal persons that | (a) all natural or legal persons that | (a) all natural or legal persons that | (a) all natural or legal persons that
were given the possibility to were given the possibility to were given the possibility to were given the possibility to
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Commission Proposal

process data held by that entity;

EP Mandate
process data held by that entity;

Council Mandate

process data held by that entity,
and their contact details;

Draft Agreement

process data held by that entity,
and their contact details;

Text Origin: Council Mandate

| Article 18(1), point (b)

239

(b) the date or duration of such
processing;

(b) the date or duration of such
processing;

(b) the date or duration of such
processing_of personal data or use

of non-personal data;

(b) the date or duration of such
processing_of personal data or use

of non-personal data;

Text Origin:

Council Mandate

| Article 18(1), point (c)

240

(c) the purpose of such processing
as declared by the natural or legal
person that was given the
possibility of processing;

(c) the purpose of such processing
as declared by the natural or legal
person that was given the
possibility of processing;

(¢) the purpose of such processing
as declared by the natural or legal
person that was given the
possibility of processing;

(¢) the purpose of such processing
as declared by the natural or legal
person that was given the
possibility of processing;

Text Origin: Commission

Proposal

| Article 18(1), point (d)

(d) the fees paid by natural or legal
persons processing the data, if any.

(d) the fees paid by natural or legal
persons processing the data, if any.

(d) the fees paid by natural or legal
persons processing the data, if any.

(d) the fees paid by natural or legal
persons processing the data, if any.

241
Text Origin: Commission
Proposal
| Article 18(2), introductory part
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242

Commission Proposal

(2) Any entity entered in the
register of recognised data altruism
organisations shall draw up and
transmit to the competent national
authority an annual activity report
which shall contain at least the
following:

EP Mandate

(2) Any entity entered in the
public national register of

recognised data altruism
organisations shall draw up and
transmit to the competent national
authority an annual activity report
which shall contain at least the
following:

Council Mandate

(2) Any entity entered in-#ze_a
register of recognised data altruism
organisations shall draw up and
transmit to the relevant competent
national authority_for the
registration of data altruism
organisations an annual activity
report which shall contain at least
the following:

Draft Agreement

(2) Any entity entered in_a public
national-the register of recognised
data altruism organisations shall
draw up and transmit to the
relevant competent national
authority_for the registration of
data altruism organisations an
annual activity report which shall
contain at least the following:

Text Origin: Council Mandate

| Article 18(2), point (a)

243

(a) information on the activities of
the entity;

(a) information on the activities of
the entity;

(a) information on the activities of
the entity;

the entity;

Text Origin: Commission

Proposal

| Article 18(2), point (b)

244

(b) a description of the way in
which the general interest purposes
for which data was collected have
been promoted during the given
financial year;

(b) a description of the way in
which the general interest purposes
for which data was collected have
been promoted during the given
financial year;

(b) a description of the way in
which the general interest purposes
for which data was collected have
been promoted during the given
financial year;

(b) a description of the way in
which the general interest purposes
for which data was collected have
been promoted during the given
financial year;

Text Origin: Commission

Proposal

| Article 18(2), point (c)

(a) information on the activities of I

14021/21

TREE.2.B

RB/ek
LIMITE

233
EN



245

Commission Proposal

(c) alist of all natural and legal
persons that were allowed to use
data it holds, including a summary
description of the general interest
purposes pursued by such data use
and the description of the technical
means used for it, including a
description of the techniques used
to preserve privacy and data
protection;

EP Mandate

(c) alist of all natural and legal
persons that were allowed to use
data it holds, including a summary
description of the general interest
purposes pursued by such data use
and the description of the technical
means used for it, including a
description of the techniques used
to preserve privacy and data
protection;

Council Mandate

(c) alist of all natural and legal
persons that were allowed to-tse
process data it holds, including a
summary description of the general
interest purposes pursued by such
data-#se_processing and the
description of the technical means
used for it, including a description
of the techniques used to preserve
privacy and data protection;

Draft Agreement

(c) alist of all natural and legal
persons that were allowed to-tse
process data it holds, including a
summary description of the general
interest purposes pursued by such
data-#se_processing and the
description of the technical means
used for it, including a description
of the techniques used to preserve
privacy and data protection;

Text Origin: Council Mandate

| Article 18(2), point (d)

246

(d) a summary of the results of the
data uses allowed by the entity,
where applicable;

(d) a summary of the results of the
data uses allowed by the entity,
where applicable;

(d) a summary of the results of the
data-ses_processing allowed by
the entity, where applicable;

(d) a summary of the results of the
data-#ses_processing allowed by
the entity, where applicable;

Text Origin: Council Mandate

| Article 18(2), point (e)

(e) information on sources of
revenue of the entity, in particular
all revenue resulted from allowing

(e) information on sources of
revenue of the entity, in particular
all revenue resulted from allowing

(e) information on sources of
revenue of the entity, in particular
all revenue resulted from allowing

(e) information on sources of
revenue of the entity, in particular
all revenue resulted from allowing

247 | access to the data, and on access to the data, and on access to the data, and on access to the data, and on
expenditure. expenditure. expenditure. expenditure.
Text Origin: Commission
Proposal
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Council Mandate

Draft Agreement

Article 19

Commission Proposal

EP Mandate

248

Article 19
Specific requirements to safeguard
rights and interests of data subjects
and legal entities as regards their
data

Article 19
Specific requirements to safeguard
rights and interests of data subjects
and legal entities as regards their
data

Article 19
Specific requirements to safeguard
rights and interests of data subjects

and legal-entities-data holders as

regards their data

Article 19
Specific requirements to safeguard
rights and interests of data subjects

and legal-entities-data holders as

regards their data

Text Origin: Council Mandate

| Article 19(1), introductory part

249

(1) Any entity entered in the
register of recognised data altruism
organisations shall inform data
holders:

(1) Any entity entered in the
public register of recognised data
altruism organisations shall inform
data holders_or data subjects prior
to any processing of their data in
a clear and easy-to-understand

(1) Any entity entered in_a
national-the register of recognised
data altruism organisations shall
inform data subjects and data
holders: prior to any processing of
their data

manner:

(1) Any entity entered in the
public national register of
recognised data altruism
organisations shall inform data
holders or data subjects prior to
any processing of their data in a
clear and easy-to-understand
manner:

Text Origin: EP Mandate

| Article 19(1), point (a)

(a) about the purposes of general
interest for which it permits the
processing of their data by a data

(a) about the purposes of general
interest for which it permits the
processing of their data by a data

(a) about the-purposes_objectives
of general interest_and, if

applicable, the specified, explicit

(a) about the-purposes_objectives
of general interest and, if

applicable, the specified, explicit

= user in an easy-to-understand USI=bietimemp o el seed and legitimate purpose for which | and legitimate purpose for which
manner; S personal data will be processed, personal data will be processed,
for which it permits the processing | for which it permits the processing
of their data by a data user in an of their data by a data user-i#e#
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Commission Proposal

EP Mandate

Council Mandate

easy-to-understand manner;

Draft Agreement
crmarte e e ey

Text Origin: Council Mandate

| Article 19(1), point (aa)

250a

(aa) in the case of personal data,

about the legal basis pursuant to
Regulation (EU) 2016/679 on
which it processes that data;

(deleted)

Text Origin: EP Mandate

| Article 19(1), point (b)

251

(b) about any processing outside
the Union.

(b) about the location of and the
purposes of general interest for

which it permits any processing
performed outside the Union.

(b) about the location of any
processing performed outside the

Union, in case the processing is

(b) about the location of and the
objectives of general interest for
which it permits any processing

performed by the entity entered in

performed outside the Union, in

a national register of recognised

case the processing is performed

data altruism organisations itself.

by the entity entered in a national

register of recognised data
altruism organisations itself.

Text Origin: Council Mandate

| Article 19(2)

(2) The entity shall also ensure
that the data is not be used for

(2) The entity shall also ensure
that the data is not be used for

(2) The entity shall-eise-_ensure
that the data is not-be-_used for

(2) The entity shall etso-ensire
thatnot use the data-iswot-hewsed

LY. other purposes than those of other purposes than those of other-pu#rposes_objectives than for other purposesobjectives than
general interest for which it general interest for which it those of general interest for which | those of general interest for which
permits the processing. permits the processing._The entity | the data subject or data holder-it itthe data subject or data holder
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

shall not use misleading permits the processing. permits the processing._The entity
marketing practices to solicit shall not use misleading
donations of data. marketing practices to solicit
provision of data.
Text Origin: EP Mandate
| Article 19(2a)
2a. The entity shall also ensure 2a. (deleted)
that the consent of data subjects
or permission to process data
252a made available by legal persons
can _be withdrawn easily and in a
user-friendly way by the data
subject or legal person.
| Article 19(2b)
2b. The entity shall take measures 2b. (deleted)
252b to ensure a high level of security
for the storage and processing of
data that it has collected.
| Article 19(2a) |
2a. The entity shall provide tools | 2a. The entity shall provide tools
250¢ for obtaining consent from data for obtaining consent from data
subjects or permissions to process | subjects or permissions to process
data made available by data data made available by data
holders. The entity shall also holders. The entity shall also
14021/21 RB/ek 237

TREE.2.B

LIMITE

EN



EP Mandate

Council Mandate

Commission Proposal

provide tools for easy withdrawal

Draft Agreement

provide tools for easy withdrawal

of such _consent or permission.

of such_consent or permission.

Text Origin: Council Mandate

| Article 19(2b)

252d

2b. The entity shall take measures
to ensure an appropriate level of

2b. The entity shall take measures
to ensure an appropriate level of

security for the storage and
processing of non-personal data

security for the storage and
processing of non-personal data

that it has collected based on data
altruism.

that it has collected based on data
altruism.

Text Origin: Council Mandate

| Article 19(2c)

252e

2¢. The entity shall without
undue delay inform data holders

2¢. The entity shall without
undue delay inform data holders

in case of an unauthorised
transfer, access or use of the non-

in case of an unauthorised
transfer, access or use of the non-

personal data that it has shared.

personal data that it has shared.

Text Origin: Council Mandate

| Article 19(3)

(3) Where an entity entered in the

(3) Where an entity entered in the

(3) Where-a#_the entity entered-in

(3) Where-a#_the entity entered-in

253 | register of recognised data altruism | public national register of theregister-ofrecognised-date theregister-ofrecognised-date
organisations provides tools for recognised data altruism ekt e e ekt e
obtaining consent from data organisations provides tools for providesfacilitates data processing | providesfacilitates data processing
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Commission Proposal

subjects or permissions to process
data made available by legal
persons, it shall specify the
jurisdiction or jurisdictions in
which the data use is intended to

EP Mandate

obtaining consent from data
subjects or permissions to process
data made available by legal
persons, it shall specify the
jurisdiction or jurisdictions in

Council Mandate

by third parties, including by
providing tools for obtaining
consent from data subjects or
permissions to process data made

available by lesalpersonsdata

Draft Agreement

by third parties, including by
providing tools for obtaining
consent from data subjects or
permissions to process data made

available by lesalpersonsdata

take place. which the data use is intended to holders , it shall, where relevant, holders , it shall, where relevant,
take place. specify the jurisdiction or specify the jurisdiction or
jurisdictions_outside the Union in | jurisdictions_outside the Union in
which the data use is intended to which the data use is intended to
take place. take place.
Text Origin: Council Mandate
| Article 19a

253a

Article 19a
Codes of conduct

Article 19a
Rulebook

| Article 19a(1), introductory part

1. The Commission shall, by way
of implementing acts, adopt codes

1. The Commission shall, by way
of [implementing/delegated] acts,

of conduct developed in close
cooperation with data altruism

adopt a rulebook developed in
close cooperation with data

organisations and relevant

altruism organisations and

253b
stakeholders laying down: relevant stakeholders laying
down:
To be decied: IA vs DA
Text Origin: Council Mandate
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Commission Proposal EP Mandate

Council Mandate

Draft Agreement

Article 19a(1), point (a)

253¢

(a) appropriate information
requirements to ensure that data

(a) appropriate information
requirements to ensure that data

holders and data subjects are
provided, before a consent or

permission for data altruism is

holders and data subjects are
provided, before a consent or

permission for data altruism is

given, with sufficiently detailed,

given, with sufficiently detailed,

clear and transparent information

clear and transparent information

regarding the use of data, the
tools for the giving and
withdrawal of the consent, and the

regarding the use of data, the
tools for the giving and
withdrawal of the consent, and the

measures taken to avoid misuse of
the data shared with the data
altruism organisation;

measures taken to avoid misuse of
the data shared with the data
altruism organisation;

Text Origin: Council Mandate

| Article 19a(1), point (b)

253d

(b) appropriate technical and
security requirements to ensure

(b) appropriate technical and
security requirements to ensure

the appropriate level of security

the appropriate level of security

for the storage and processing of

for the storage and processing of

data, as well as for the tools for

data, as well as for the tools for

obtaining and withdrawing
consent and permission;

obtaining and withdrawing
consent and permission;

Text Origin: Council Mandate

| Article 19a(1), point (c)

14021/21
TREE.2.B

RB/ek
LIMITE

240

EN



EP Mandate

Council Mandate

Commission Proposal

253e

(c) communication roadmaps
taking a multi-disciplinary
approach to raise awareness of

Draft Agreement

(c) communication roadmaps
taking a multi-disciplinary
approach to raise awareness of

data altruism, of the designation

data altruism, of the designation

as a data altruism organisation

as a data altruism organisation

recognised in the Union and of

recognised in the Union and of

the codes of conduct among
relevant stakeholders, in
particular data holders and data

subjects that would potentially

the rulebook among relevant
stakeholders, in particular data
holders and data subjects that
would potentially share their data;

share their data;

Text Origin: Council Mandate

| Article 19a(1), point (d)

(d) recommendations on relevant

(d) recommendations on relevant

253f interoperability standards. interoperability standards.
Text Origin: Council Mandate
| Article 19a(2)
2. Those implementing acts shall | 2. Those implementing acts shall
be adopted in accordance with the | be adopted in accordance with the
253¢g examination procedure set out in examination procedure set out in
Article 29 (3). Article 29 (3).
Text Origin: Council Mandate
| Article 20 |
254
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Commission Proposal

Article 20
Competent authorities for
registration

EP Mandate

Article 20
Competent authorities for
registration_of data altruism

organisations

Council Mandate

Article 20
Competent authorities for the
registration_of data altruism

organisations

Draft Agreement

Article 20
Competent authorities for the
registration_of data altruism

organisations

Text Origin: Council Mandate

| Article 20(1)

(1) Each Member State shall
designate one or more competent
authorities responsible for the
register of recognised data altruism
organisations and for the
monitoring of compliance with the

(1) Each Member State shall
designate one or more competent
authorities responsible for the
public national register of

recognised data altruism
organisations and for the
monitoring of compliance with the

(1) Each Member State shall
designate one or more competent
authorities responsible for_their
national-the register of recognised
data altruism organisations and for
the monitoring of compliance with
the requirements of this Chapter.

register of recognised data altruism
organisations and for the
monitoring of compliance with the

|
(1) Each Member State shall
designate one or more competent
authorities responsible for_the
public national national-the

|

755 | requirements of this Chapter. The
designated competent authorities requirements of this Chapter. The The designated competent requirements of this Chapter. The
shall meet the requirements of designated competent authorities authorities_for the registration of | designated competent authorities
Article 23. for the registration of data data altruism organisations shall | for the registration of data
altruism organisations shall meet meet the requirements of Article altruism organisations shall meet
the requirements of Article 23. 23. the requirements of Article 23.
Text Origin: Council Mandate
| Article 20(2)
(2) Each Member State shall (2) Each Member State shall (2) Each Member State shall (2) Each Member State shall
inform the Commission of the inform the Commission of the inform the Commission of the inform the Commission of the
256 identity of the designated identity of the designated identity of-the_their designated identity of-the_their designated
authorities. authorities. competent authorities_for the competent authorities_for the
registration of data altruism registration of data altruism
organisations. organisations.
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Text Origin: Council Mandate

| Article 20(3)

(3) The competent authority shall
undertake its tasks in cooperation
with the data protection authority,
where such tasks are related to
processing of personal data, and
with relevant sectoral bodies of the
same Member State. For any
question requiring an assessment of
compliance with Regulation (EU)
2016/679, the competent authority

(3) The competent authority shall
undertake its tasks in cooperation
with the data protection authority,
where such tasks are related to
processing of personal data, and
with relevant sectoral bodies of the
same Member State. For any
question requiring an assessment of
compliance with Regulation (EU)
2016/679, the competent authority

(3) The competent authority for
the registration of data altruism

(3) The competent authority for
the registration of data altruism

organisations of a Member State

organisations of a Member State

shall undertake its tasks in
cooperation with the relevant data
protection authority, where such
tasks are related to processing of
personal data, and with relevant
sectoral bodies of-the-same_that

Member State. For-anp-gqiestion

shall undertake its tasks in
cooperation with the relevant data
protection authority, where such
tasks are related to processing of
personal data, and with relevant
sectoral bodies of-thesame_that

Member State. For-anp-gqiestion

257 | shall first seek an opinion or shall first seek an opinion or e PEGUIFITIO-LI-CSSeSSTEREOf
decision by the competent decision by the competent complianee-vith-Resulation-H=LH complianee-vith-Resulation-HsLH
supervisory authority established supervisory authority established DA IO e i ettt rerine | SEHLEE T e s et en it el
pursuant to that Regulation and pursuant to that Regulation a#d L shelHirstseek-—n-opinion-or
comply with that opinion or comphaiti-that-opinion-or decision-by-the-comperent dloebitopbptheveny ey
decision. decisionwhich shall be legally s e e b el s e e b el

binding for the competent R e e et e, R e e e e

authority. comphwith-that-opinion-or comphwith-that-opinion-or
Text Origin: Council Mandate

| Article 21
Article 21 Article 21 Article 21 Article 21
258 Monitoring of compliance Monitoring of compliance Monitoring of compliance Monitoring of compliance
Text Origin: Commission
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EP Mandate

Council Mandate

Draft Agreement

Commission Proposal

Proposal

| Article 2

1(1)

(1) The competent authority shall
monitor and supervise compliance
of entities entered in the register of
recognised data altruism
organisations with the conditions
laid down in this Chapter.

(1) The competent authority shall
monitor and supervise compliance
of entities entered in the public

(1) The competent authority for
the registration of data altruism

(1) The competent authority for
the registration of data altruism

organisations shall monitor and

national register of recognised data
altruism organisations with the
conditions laid down in this
Chapter.

supervise compliance of entities
entered in_its national-the register
of recognised data altruism
organisations with the conditions
laid down in this Chapter._The

organisations shall monitor and
supervise compliance of entities
entered in_its public national-the
register of recognised data altruism
organisations with the conditions
laid down in this Chapter._The

259 competent authority for the competent authority for the
registration of data altruism registration of data altruism
organisations may also monitor organisations may also monitor
and supervise the compliance of and supervise the compliance of
such entities based on the request | such entities based on the request
of natural or legal persons. of natural or legal persons.

Text Origin: Council Mandate
| Article 21(2)
(2) The competent authority shall | (2) The competent authority shall | (2) The competent authority shall | (2) The competent authority shall
have the power to request have the power to request have the power to request have the power to request
information from entities included | information from entities included | information from entities included | information from entities included

260 in the register of recognised data in the public national register of in_its national-the register of in_its public national-the register

altruism organisations that is recognised data altruism recognised data altruism of recognised data altruism

necessary to verify compliance organisations that is necessary to organisations that is necessary to organisations that is necessary to

with the provisions of this Chapter. | verify compliance with the verify compliance with the verify compliance with the

Any request for information shall provisions of this Chapter. Any provisions of this Chapter. Any provisions of this Chapter. Any

be proportionate to the request for information shall be request for information shall be request for information shall be
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Commission Proposal

performance of the task and shall
be reasoned.

EP Mandate

proportionate to the performance of
the task and shall be reasoned.

Council Mandate

proportionate to the performance of
the task and shall be reasoned.

Draft Agreement

proportionate to the performance of
the task and shall be reasoned.

Text Origin: Council Mandate

| Article 21(3) |
(3) Where the competent authority | (3) Where the competent authority | (3) Where the competent authority | (3) Where the competent authority
finds that an entity does not finds that an entity does not finds that an entity does not finds that an entity does not
comply with one or more of the comply with one or more of the comply with one or more of the comply with one or more of the
requirements of this Chapter it requirements of this Chapter it requirements of this Chapter it requirements of this Chapter it
261 shall notify the entity of those shall notify the entity of those shall notify the entity of those shall notify the entity of those
findings and give it the opportunity | findings and give it the opportunity | findings and give it the opportunity | findings and give it the opportunity
to state its views, within a to state its views, within a to state its views, within & to state its views, within &
reasonable time limit. reasonable time limit. reasonabletinelimit30 days . reasonable—timetinit30 days .
Text Origin: Council Mandate
| Article 21(4) |
(4) The competent authority shall | (4) The competent authority shall | (4) The competent authority shall | (4) The competent authority shall
have the power to require the have the power to require the have the power to require the have the power to require the
cessation of the breach referred to | cessation of the breach referred to | cessation of the breach referred to | cessation of the breach referred to
in paragraph 3 either immediately | in paragraph 3 either immediately | in paragraph 3 either immediately | in paragraph 3 either immediately
or within a reasonable time limit or within a reasonable time limit or within a reasonable time limit or within a reasonable time limit
262 | and shall take appropriate and and shall take appropriate and and shall take appropriate and and shall take appropriate and
proportionate measures aimed at proportionate measures aimed at proportionate measures aimed at proportionate measures aimed at
ensuring compliance. ensuring compliance. ensuring compliance. ensuring compliance.
Text Origin: Commission
Proposal
| Article 21(5), introductory part |
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EP Mandate

Council Mandate

263

Commission Proposal

(5) If an entity does not comply
with one or more of the
requirements of this Chapter even
after having been notified in
accordance with paragraph 3 by the
competent authority, the entity
shall:

(5) If an entity does not comply
with one or more of the
requirements of this Chapter ever
after having-been
notifiednotification by the
competent authority in accordance
with paragraph 3-b3, the competent
authority shall have the power to
require the cessation of the
infringement within a reasonable
time limit or immediately in the
case of a serious infringement and
shall take appropriate and
proportionate measures aiming to

ensure compliance with this
Regulation. In that regard, the
entity shall, where deemed
appropriate by the competent

authority:

(5) If an entity does not comply
with one or more of the
requirements of this Chapter even
after having been notified in
accordance with paragraph 3 by the
competent authority, the entity
shall:

Draft Agreement

(5) If an entity does not comply
with one or more of the
requirements of this Chapter even
after having been notified in
accordance with paragraph 3 by the
competent authority, the entity
shall:

| Article 2

1(5), point (a)

264

(a) lose its right to refer to itself as
a ‘data altruism organisation
recognised in the Union’ in any
written and spoken
communication;

(a) lose its #iehtrights to collect
data made available by natural or

legal persons on the basis of data
altruism, to perform the activities
linked to the realisation of the
data altruism purpose, to refer to
itself as a ‘data altruism
organisation recognised in the
Union’ in any written and spoken
communication, and to use the

(a) lose its right to refer to itself as
a ‘data altruism organisation
recognised in the Union’ in any
written and spoken
communication;

(a) lose its right to refer to itself as
a ‘data altruism organisation
recognised in the Union’ in any
written and spoken
communication, such decision
shall be made public;
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EP Mandate

Council Mandate

Commission Proposal

common logo, as well as be
subject to financial penalties;

Draft Agreement

| Article 2

1(5), point (b)

(b) be removed from the register
of recognised data altruism
organisations.

(b) be removed from the
registerpublic national and Union

(b) be removed from the relevant
national register of recognised

registers of recognised data

data altruism organisations, and

(b) be removed from the public
national register of recognised
data altruism organisations, and

265 altruism organisations. the Union register of recognised the Union register of recognised
data altruism organisations. data altruism organisations.
Text Origin: Council Mandate
| Article 21(6)

(6) If an entity included in the (6) If an entity included in the (6) If an entity included in_a (6) If an entity included in_a
register of recognised data altruism | public national register of national-the register of recognised | public national-the register of
organisations has its main recognised data altruism data altruism organisations has its | recognised data altruism
establishment or legal organisations has its main main establishment or legal organisations has its main
representative in a Member State establishment or legal representative in a Member State establishment or legal
but is active in other Member representative in a Member State but is active in other Member representative in a Member State
States, the competent authority of | but is active in other Member States, the competent authority of | but is active in other Member

266 the Member State of the main States, the competent authority of | the Member State of the main States, the competent authority of
establishment or where the legal the Member State of the main establishment or where the legal the Member State of the main
representative is located and the establishment or where the legal representative is located and the establishment or where the legal
competent authorities of those representative is located and the competent authorities of those representative is located and the
other Member States shall competent authorities of those other Member States shall competent authorities of those
cooperate and assist each other as other Member States shall cooperate and assist each other as other Member States shall
necessary. Such assistance and cooperate and assist each other as necessary. Such assistance and cooperate and assist each other as
cooperation may cover information | necessary. Such assistance and cooperation may cover information | necessary. Such assistance and
exchanges between the competent | cooperation #ayshall cover but not | exchanges between the competent | cooperation may cover information
authorities concerned and requests | be limited to information authorities concerned and requests | exchanges between the competent
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EP Mandate

Council Mandate

Commission Proposal

to take the supervisory measures
referred to in this Article.

exchanges between the competent
authorities concerned and_reasoned
requests to take the supervisory
measures referred to in this Article.

to take the supervisory measures
referred to in this Article. Where a

Draft Agreement

authorities concerned _and

competent authority in one
Member State requests assistance
from another Member State, it

reasoned-a#d requests to take the
supervisory measures referred to in
this Article. Where a competent
authority in one Member State

shall submit a duly justified
request. The competent authority

requests assistance from another
Member State, it shall submit a

shall, upon such a request,
provide a response without undue

duly justified request. The
competent authority shall, upon

delay and within a timeframe
proportionate to the urgency of

such a request, provide a response
without undue delay and within a

the request. Any information
exchanged in the context of
assistance requested and provided

timeframe proportionate to the
urgency of the request. Any
information exchanged in the

under this paragraph shall be
used only in respect of the matter

context of assistance requested
and provided under this

for which it was requested.

paragraph shall be used only in

respect of the matter for which it
was requested,

Text Origin: Council Mandate

| Article 22
Article 22 Article 22 Article 22 Article 22
European data altruism consent European data altruism consent European data altruism consent European data altruism consent
267 form form form form

Text Origin: Commission
Proposal

| Article 22(1) |

l 268 l
14021/21 RB/ek 248

TREE.2.B

LIMITE

EN



Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

(1) In order to facilitate the
collection of data based on data
altruism, the Commission may
adopt implementing acts
developing a European data
altruism consent form. The form
shall allow the collection of
consent across Member States in a
uniform format. Those
implementing acts shall be adopted
in accordance with the advisory
procedure referred to in Article 29

).

(1) In order to facilitate the
collection of data based on data
altruism, the Commission may
adopt implementing acts
developing a European data
altruism consent form, in
cooperation with the European
Data Innovation Board and the

(1) In order to facilitate the
collection of data based on data
altruism, the Commission-##5
shall adopt implementing acts
establishing and developing a
European data altruism consent
form, after consultation of the
European Data Protection Board,

(1) In order to facilitate the
collection of data based on data
altruism, the Commission-##¢5
shall adopt implementing acts
establishing and developing a
European data altruism consent
form, after consultation of the
European Data Protection Board,

European Data Protection Board.

and duly involving relevant

The form shall allow the collection
of consent across Member States in
a uniform format. Those
implementing acts shall be adopted
in accordance with the advisory
procedure referred to in Article 29

).

stakeholders. The form shall allow
the collection of consent across
Member States in a uniform
format. Those implementing acts
shall be adopted in accordance
with the advisory procedure
referred to in Article 29¢2)29(2).

taking into account the advice of
the European Data Innovation
Board, and duly involving
relevant stakeholders. The form
shall allow the collection of
consent across Member States in a
uniform format. Those
implementing acts shall be adopted
in accordance with the advisory
procedure referred to in Article 29

£2)292).

la new) Advise and assist the
Commission in developing the
European data altruism consent
form in accordance with Article

22d).

Text Origin: Council Mandate

| Article 22(2) |
269 (2) The European data altruism (2) The European data altruism (2) The European data altruism (2) The European data altruism
consent form shall use a modular consent form shall use a modular consent form shall use a modular consent form shall use a modular
approach allowing customisation approach allowing customisation approach allowing customisation approach allowing customisation
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Commission Proposal EP Mandate Council Mandate Draft Agreement
for specific sectors and for for specific sectors and for for specific sectors and for for specific sectors and for
different purposes. different purposes. different purposes. different purposes.
Text Origin: Commission
Proposal
Article 22(3)
(3) Where personal data are (3) Where personal data are (3) Where personal data are (3) Where personal data are
provided, the European data provided, the European data provided, the European data provided, the European data
altruism consent form shall ensure | altruism consent form shall ensure | altruism consent form shall ensure | altruism consent form shall ensure
that data subjects are able to give that data subjects are able to give that data subjects are able to give that data subjects are able to give
consent to and withdraw consent consent to and withdraw consent consent to and withdraw consent consent to and withdraw consent
270 | from a specific data processing from a specific data processing from a specific data processing from a specific data processing
operation in compliance with the operation in compliance with the operation in compliance with the operation in compliance with the
requirements of Regulation (EU) requirements of Regulation (EU) requirements of Regulation (EU) requirements of Regulation (EU)
2016/679. 2016/679. 2016/679. 2016/679.
Text Origin: Commission
Proposal
| Article 22(4)
(4) The form shall be available in | (4) The form shall be available in | (4) The form shall be available in | (4) The form shall be available in
a manner that can be printed on all official languages of the Union | a manner that can be printed on a manner that can be printed on
paper and read by humans as well | in_a manner that can be printed on | paper and read-by-hwmans-is easily | paper and read-by-hwmans-is_easily
271 as in an electronic, machine- paper and read by humans as well | understandable as well as in an understandable as well as in an
readable form. as in an electronic, machine- electronic, machine-readable form. | electronic, machine-readable form.
readable form.
Text Origin: Council Mandate
| CHAPTER V
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

CHAPTER V
competent authorities and

CHAPTER V
competent authorities and

CHAPTER V
competent authorities and

CHAPTER V
competent authorities and
procedural provisions

272 procedural provisions procedural provisions procedural provisions
Text Origin: Commission
Proposal
| Article 23
Article 23 Article 23 Article 23 Article 23
Requirements relating to Requirements relating to Requirements relating to Requirements relating to
273 competent authorities competent authorities competent authorities competent authorities
Text Origin: Commission
Proposal
| Article 23(1) |
(1) The competent authorities (1) The competent authorities (1) The competent authorities (1) The competent authorities
designated pursuant to Article 12 designated pursuant to designated pursuant to Article 12 designated pursuant to Article 12
and Article 20 shall be legally ArtieleArticles 12 and-Artiete 20 and Article 20 shall be legally and Article 20 shall be legally
distinct from, and functionally shall be legally distinct from, and distinct from, and functionally distinct from, and functionally
independent of any provider of functionally independent of any independent of any provider of independent of any provider of
data sharing services or entity provider of data data-sharine_intermediation data-sharine_intermediation
274 | included in the register of sharingintermediation services or | services or entity included in_a services or entity included in the
recognised data altruism entity included in the public national-the register of recognised | public national national register of
organisations. national register of recognised data | data altruism organisations._The recognised data altruism
altruism organisations._The functions of the competent organisations._The functions of the
functions of the competent authorities designated pursuant to | competent authorities designated
authorities designated pursuant to | Article 12 and Article 20 may be pursuant to Article 12 and Article
Articles 12 and 20 may be carried | performed by the same entity. 20 may be performed by the same
out by the same authority. Member States may either entity. Member States may either
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EP Mandate

Council Mandate

Commission Proposal

Member States may decide to
assign the tasks of the competent

establish one or more new entities

Draft Agreement

establish one or more new entities

or rely on existing ones.

authorities under this Regulation
to the supervisory authorities
designated under Regulation (EU)
2016/679.

or rely on existing ones.

Text Origin: Council Mandate

Article 2

3(2)

(2) Competent authorities shall
exercise their tasks in an impartial,
transparent, consistent, reliable and
timely manner.

(2) Competent authorities shall
exercise their tasks in an impartial,
transparent, consistent, reliable and
timely manner_and shall safeguard

(2) Competent authorities shall
exercise their tasks in an impartial,
transparent, consistent, reliable and
timely manner.

(2) Competent authorities shall
exercise their tasks in an impartial,
transparent, consistent, reliable,
and timely manner-_and shall, in

275 fair competition and non- the exercise of their tasks,
discriminatory access for natural safeguard fair competition and
persons and SMEs and start-ups non-discrimination;
at all times.

Text Origin: Council Mandate
| Article 23(3) |
(3) The top-management and the (3) The top-management and the (3) The top-management and the (3) The top-management and the
personnel responsible for carrying | personnel responsible for carrying | personnel responsible for carrying | personnel responsible for carrying
out the relevant tasks of the out the relevant tasks of the out the relevant tasks of the out the relevant tasks of the
competent authority provided for in | competent authority provided for in | competent-aithority-providedtor competent authority-provided-tor

276 this Regulation cannot be the this Regulation cannot be the in-thisRegutation—_authorities in-thisRegutationauthorities

designer, manufacturer, supplier, designer, manufacturer, supplier, cannot be the designer, cannot be the designer,

installer, purchaser, owner, user or | installer, purchaser, owner, user or | manufacturer, supplier, installer, manufacturer, supplier, installer,

maintainer of the services which maintainer of the services which purchaser, owner, user or purchaser, owner, user or

they evaluate, nor the authorised they evaluate, nor the maintainer of the services which maintainer of the services which

representative of any of those aunthorisecdlegal representative of they evaluate, nor the authorised they evaluate, nor the

parties or represent them. This any of those parties or represent representative of any of those anthorisedlegal representative of
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EP Mandate

Council Mandate

Commission Proposal

shall not preclude the use of
evaluated services that are
necessary for the operations of the
competent authority or the use of
such services for personal

them. This shall not preclude the
use of evaluated services that are
necessary for the operations of the
competent authority or the use of
such services for personal

parties or represent them. This
shall not preclude the use of
evaluated services that are
necessary for the operations of-#ze
a competent authority or the use of

Draft Agreement

any of those parties or represent
them. This shall not preclude the
use of evaluated services that are
necessary for the operations of the
competent authority or the use of

purposes. purposes. such services for personal such services for personal
purposes. purposes.
Text Origin: EP Mandate
| Article 23(4)

(4) Top-management and
personnel shall not engage in any
activity that may conflict with their
independence of judgment or

(4) Top-management and
personnel shall not engage in any
activity that may conflict with their
independence of judgment or

(4) Top-management and
personnel of the competent
authorities shall not engage in any
activity that may conflict with their

(4) Top-management and
personnel of the competent
authorities shall not engage in any
activity that may conflict with their

277 | integrity in relation to evaluation integrity in relation to evaluation independence of judgment or independence of judgment or
activities entrusted to them. activities entrusted to them. integrity in relation to evaluation integrity in relation to evaluation
activities entrusted to them. activities entrusted to them.
Text Origin: Council Mandate
| Article 23(5)
(5) The competent authorities shall | (5) The competent authorities shall | (5) The competent authorities shall | (5) The competent authorities shall
have at their disposal the adequate | have at their disposal the adequate | have at their disposal the adequate | have at their disposal the adequate
financial and human resources to financial and human resources to financial and human resources to financial and human resources to
278 | carry out the tasks assigned to carry out the tasks assigned to carry out the tasks assigned to carry out the tasks assigned to
them, including the necessary them, including the necessary them, including the necessary them, including the necessary
technical knowledge and resources. | technical knowledge and resources. | technical knowledge and resources. | technical knowledge and resources.
Text Origin: Commission
Proposal
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Article 23

(6)

(6) The competent authorities of a
Member State shall provide the
Commission and competent
authorities from other Member
States, on reasoned request, with
the information necessary to carry
out their tasks under this
Regulation. Where a national
competent authority considers the

(6) The competent authorities of a
Member State shall provide the
Commission and competent
authorities from other Member
States, on reasoned request, with
the information necessary to carry
out their tasks under this
Regulation. Where a national
competent authority considers the

(6) The competent authorities of a
Member State shall provide the
Commission and competent
authorities from other Member
States, on reasoned request_and
without undue delay, with the
information necessary to carry out
their tasks under this Regulation.
Where a national competent

(6) The competent authorities of a
Member State shall provide the
Commission and competent
authorities from other Member
States, on reasoned request_and
without undue delay, with the
information necessary to carry out
their tasks under this Regulation.
Where a national competent

279 | information requested to be information requested to be authority considers the information | authority considers the information
confidential in accordance with confidential in accordance with requested to be confidential in requested to be confidential in
Union and national rules on Union and national rules on accordance with Union and accordance with Union and
commercial and professional commercial and professional national rules on commercial and national rules on commercial and
confidentiality, the Commission confidentiality, the Commission professional confidentiality, the professional confidentiality, the
and any other competent and any other competent Commission and any other Commission and any other
authorities concerned shall ensure | authorities concerned shall ensure | competent authorities concerned competent authorities concerned
such confidentiality. such confidentiality. shall ensure such confidentiality. shall ensure such confidentiality.
Text Origin: Council Mandate
| Article 24
Article 24 Article 24 Article 24 Article 24
P Right to lodge a complaint Right to lodge a complaint Right to lodge a complaint Right to lodge a complaint
Text Origin: Commission
Proposal
| Article 24(1)
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Commission Proposal EP Mandate Council Mandate Draft Agreement
(1) Natural and legal persons shall | (1) Natural and legal persons shall | (1) Any affected natural and legal | (1) Natural and legal persons shall
have the right to lodge a complaint | have the right to lodge a complaint, | persons shall have the right to have the right to lodge a complaint,
with the relevant national individually or collectively, with lodge a complaint with the relevant | individually or, where relevant,
competent authority against a the relevant national competent national competent authority collectively, with the relevant
provider of data sharing services or | authority against a provider of data | against a provider of data-sha+i#e | national competent authority
an entity entered in the register of | sharingintermediation services or | intermediation services or an against a provider of data
recognised data altruism an entity entered in the public entity entered in_a national-the sharinsintermediation services or
281 organisations. national register of recognised data | register of recognised data altruism | an entity entered in the public
altruism organisations. organisations_in relation to any national register of recognised data
matter falling within the scope of | altruism organisations_in relation
this Regulation. to any matter falling within the
scope of this Regulation.
Text Origin: EP Mandate
| Article 24(2) |
(2) The authority with which the (2) The authority with which the (2) The competent authority with | (2) The competent authority with
complaint has been lodged shall complaint has been lodged shall which the complaint has been which the complaint has been
inform the complainant of the inform the complainant of the lodged shall inform the lodged shall inform the
progress of the proceedings and of | progress of the proceedings and of | complainant of the progress of the | complainant of the progress of the
the decision taken, and shall inform | the decision taken, and shall inform | proceedings and of the decision proceedings and of the decision
787 | the complainant of the right to an the complainant of the right to an taken, and shall inform the taken, and shall inform the
effective judicial remedy provided | effective judicial remedy provided | complainant of-therichtto-an complainant of-therichtto-an
for in Article 25. for in Article 25. e the o the
remedies provided for in Article remedies provided for in Article
25. 25.
Text Origin: Council Mandate
| Article 25 |
14021/21 RB/ek 255

TREE.2.B

LIMITE

EN



Commission Proposal EP Mandate Council Mandate Draft Agreement
Article 25 Article 25 Article 25 Article 25
Right to an effective judicial Right to an effective judicial Right to an effective judicial Right to an effective judicial
283 remedy remedy remedy remedy
Text Origin: Commission
Proposal
| Article 25(1), introductory part |
(1) Notwithstanding any (1) Notwithstanding any (1) Notwithstanding any (1) Notwithstanding any
administrative or other non-judicial | administrative or other non-judicial | administrative or other non-judicial | administrative or other non-judicial
remedies, any affected natural and | remedies, any affected natural and | remedies, any affected natural and | remedies, any affected natural and
legal persons shall have the right to | legal persons shall have the right to | legal persons shall have the right to | legal persons shall have the right to
284 | an effective judicial remedy with an effective judicial remedy with an effective judicial remedy with an effective judicial remedy with
regard to: regard to: regard to= regard to=
Text Origin: Commission
Proposal
| Article 25(1), point (a)
(a) a failure to act on a complaint | (a) a failure to act on a complaint | (a) efaitureto-actonacomplaint | (deleted)
285 lodged with the competent lodged with the competent Lokt thecomp et
authority referred to in Articles 12 | authority referred to in Articles 12 | aunthorityreferred-to-inArticles12
and 20; and 20; and-20:(deleted)
| Article 25(1), point (b) |
736 (b) decisions of the competent (b) decisions of the competent (b) legally binding decisions of (b) legally binding decisions of
authorities referred to in Articles authorities referred to in Articles the competent authorities referred | the competent authorities referred
13, 17 and 21 taken in the 13, 17 and 21 taken in the to in Articles 13, 17 and 21 taken to in Articles 13, 17 and 21 taken
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Council Mandate

Commission Proposal

management, control and
enforcement of the notification
regime for providers of data
sharing services and the monitoring
of entities entered into the register
of recognised data altruism
organisations.

management, control and
enforcement of the notification
regime for providers of data
sharingintermediation services and
the monitoring of entities entered
into the_public national register of
recognised data altruism
organisations.

in the management, control and
enforcement of the notification
regime for providers of data
sharing_intermediation services
and the monitoring of entities
entered into_a national-the register
of recognised data altruism
organisations.

Draft Agreement

in the management, control and
enforcement of the notification
regime for providers of data
sharing_intermediation services
and the monitoring of entities
entered into_a public national-the
register of recognised data altruism
organisations.

Text Origin: Council Mandate

| Article 2

5(2)

(2) Proceedings pursuant to this
Article shall be brought before the
courts of the Member State in
which the authority against which
the judicial remedy is sought is

(2) Proceedings pursuant to this
Article shall be brought before the
courts of the Member State in
which the authority against which
the judicial remedy is sought is

(2) Proceedings pursuant to this
Article shall be brought before the
courts of the Member State-i#
which-the_of the competent
authority against which the judicial

(2) Proceedings pursuant to this
Article shall be brought before the
courts of the Member State-i#
which-the_of the competent
authority against which the judicial

287 located. located_individually or collectively. | remedy is sought_individually or, remedy is sought_individually or,
where relevant, by the where relevant, by the
representatives of one or more representatives of one or more
natural or legal persons-istocated. | natural or legal persons-is—tocated.

Text Origin: Council Mandate
| Article 25(2a)
2a. When a competent authority 2a. When a competent authority

2874 fails to act on a complaint, any fails to act on a complaint, any
affected natural and legal persons | affected natural and legal persons
shall either have the right to shall, in accordance with national
effective judicial remedy or access | law, either have the right to
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Draft Agreement

to review by an impartial body

effective judicial remedy or access

with the appropriate expertise.

to review by an impartial body

with the appropriate expertise

CHAPTER VI |
CHAPTER VI CHAPTER VI CHAPTER VI CHAPTER VI
e european data innovation board european data innovation board european data innovation board european data innovation board
Text Origin: Commission
Proposal
| Article 26 |
Article 26 Article 26 Article 26 Article 26
P European Data Innovation Board European Data Innovation Board European Data Innovation Board European Data Innovation Board
Text Origin: Commission
Proposal
| Article 26(1)
(1) The Commission shall (1) The Commission shall (1) The Commission shall (1) The Commission shall
establish a European Data establish a European Data establish a European Data establish a European Data
Innovation Board (“the Board”) in | Innovation Board ("the Board") in | Innovation Board ("the Board") in | Innovation Board (£''the Board”"")
the form of an Expert Group, the form of an Expert Group, the form of an-_expert-_group, in the form of an £xpert
290 | consisting of the representatives of | consisting of the representatives of | consisting of-##e-_representatives GroupExpert-Group, consisting of
competent authorities of all the competent authorities of all the of the competent authorities of all | #ke_representatives of the
Member States, the European Data | Member States, the European Data | #he-_Member States_ pursuant to competent authorities of all
Protection Board, the Commission, | Protection Board, the European Article 12 and Article 20, the Member States pursuant to Article
relevant data spaces and other Data Protection Supervisor, the European Data Protection Board, 12 and Article 20, the European
representatives of competent European Union Agency for the Commission, relevant data Data Protection Board-the
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EP Mandate

Council Mandate

Commission Proposal

authorities in specific sectors.

Cvybersecurity (ENISA), the
Commission, refevant-data
spacesthe EU SME Envoy or a

spaces and other representatives of

competent-anthorities_relevant

bodies in specific sectors_as well as

representative appointed by the

Draft Agreement

Member-States, the European Data
Protection BeardSupervisor, the
European Union Agency for

bodies with specific expertise.

network of SME envoys, and other
representatives of competent
authorities in specific sectors_and a
representative of the Data
Innovation Advisory Council
established in paragraph 2. The
Board shall be gender balanced.

Cybersecurity (ENISA), the
Commission, retevant-date
spacesthe EU SME Envoy or a
representative appointed by the
network of SME envoys, and other
representatives of-competent
aunthorities_relevant bodies in
specific sectors_as well as bodies
with specific expertise. When
appointing individual experts the
Commission shall aim to achieve
a gender and geographical
balance in the composition of the

expert group.

| Article 26(1a) |

la. The Board shall consist of at | la. The Board shall consist of at
least one sub-group composed of | least three sub-groups: A sub-
the competent authorities referred | group composed of the competent
to in Article 12 and Article 20, authorities referred to in Article
with a view of carrying out the 12 and Article 20, with a view of

290a tasks pursuant to Article 27 point | carrying out the tasks pursuant to
(a), (b), (e) and (f), as well as at Article 27 point (a), (b), (e) and
least one sub-group for technical (f); a sub-group for technical
discussions on standardisation discussions on standardisation,
and interoperability pursuant to portability and interoperability
Article 27 point (c) and (d). pursuant to Article 27 point (c)

and (d); a sub-group for
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Commission Proposal EP Mandate Council Mandate Draft Agreement

stakeholder involvement
composed of relevant
representatives from industry,
research, academia, civil society,
standardisation organisations,
relevant common European data
spaces and other relevant
stakeholders or third parties
advising the Board on tasks (bc),
(bd), (c), (d) and (da) pursuant to
Article 27.

| Article 26(2) |

(2) Stakeholders and relevant third | (2) Stakehotders-and-The Board (2) Stakeholders and relevant third | (2) Stakeholders-andretevant

parties may be invited to attend shall establish a Data Innovation | parties-#«y_shall be invited to bl penrtio e b T e Lo
meetings of the Board and to Advisory Council (Advisory attend meetings of the Board and to | attend-meetings-of the Board-and
participate in its work. Council). The Advisory Council participate in its work, where fompentieipartoin el

shall be composed of relevant relevant.

representatives from industry,
research, academia, civil society,
standardisation organisations,
relevant common European data
spaces and other relevant
stakeholders or third parties #ay
be-invitedappointed by the Board,
representing all Member States to
maintain geographical balance.
The Advisory Council shall
support the work of the Board by
providing advice relating to the
tasks of the Board. The Advisory
Council shall nominate a relevant

Text Origin: Council Mandate

291
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Commission Proposal

EP Mandate

representative, depending on the
configuration in which the Board
meets, to attend meetings of the
Board and to participate in its
work. The composition of the
Advisory Council and its
recommendations to the Board
shall be made public.

Council Mandate

Draft Agreement

| Article 2

6(3)

292

(3) The Commission shall chair
the meetings of the Board.

(3) The Commission shall chair
the meetings of the Board, which
may be conducted in different
configurations, depending on the
subjects to be discussed and in
line with the tasks of the Board,
including a fixed configuration
that focuses on data
interoperability and portability
and that meets at regular
intervals.

(3) The Commission shall chair
the meetings of the Board.

(3) The Commission shall chair
the meetings of the Board.

Text Origin: Commission

Proposal

| Article 2

6(4)

293

(4) The Board shall be assisted by
a secretariat provided by the
Commission.

(4) The Board shall be assisted by
a secretariat provided by the
Commission.

(4) The Board shall be assisted by
a secretariat provided by the
Commission.

(4) The Board shall be assisted by
a secretariat provided by the

Commission.
Text Origin: Commission
Proposal
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EP Mandate

Council Mandate

Draft Agreement

Article 26(4a)
2934 4a. The Board's deliberations and
documents shall be made public. (deleted)
| Article 27
Article 27 Article 27 Article 27 Article 27
o Tasks of the Board Tasks of the Board Tasks of the Board Tasks of the Board
Text Origin: Commission
Proposal
| Article 27, first paragraph, introductory part |
The Board shall have the following | The Board shall have the following | The Board shall have the following | The Board shall have the following
tasks: tasks: tasks: tasks:
295
Text Origin: Commission
Proposal
| Article 27, first paragraph, point (a)
(a) to advise and assist the (a) to advise and assist the (a) to advise and assist the (a) to advise and assist the
Commission in developing a Commission in developing a Commission in developing a Commission in developing a
consistent practice of public sector | consistent practice of public sector | consistent practice of public sector | consistent practice of public sector
296 bodies and competent bodies bodies and competent bodies bodies and competent bodies bodies and competent bodies
referred to in Article 7 (1) referred to in Article 7 (1) referred to in Article 7 (1) in referred to in Article 7 (1) in
processing requests for the re-use processing requests for the re-use processing requests for the re-use processing requests for the re-use
of the categories of data referred to | of the categories of data referred to | of the categories of data referred to | of the categories of data referred to
in Article 3 (1); in Article 3 (1); in Article 3 (1); in Article 3 (1);
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Text Origin: Council Mandate

Article 2

7, first paragraph, point (aa)

(aa) advise and assist the
Commission in developing a

296a : :
consistent practice for data
altruism_across the Union;
Article 27, first paragraph, point (b)
(b) to advise and assist the (b) to advise and assist the (b) te advise and assist the (b) te advise and assist the
Commission in developing a Commission in developing a Commission in developing a Commission in developing a
consistent practice of the consistent practice of the consistent practice of the consistent practice of the
competent authorities in the competent authorities in the competent authorities_referred to competent authorities_referred to
application of requirements application of requirements in Article 12 and Article 20 inthe | in Article 12 and Article 20 in the
applicable to data sharing applicable to providers of data application of requirements application of requirements
297 | providers; intermediation services, as well as | applicable to data_intermediation | applicable to data_intermediation
entities carrying out activities in service-sharing providers_ and service-sharing providers and
relation to data altruismdeata entities performing activities entities performing activities
sharingproviders, related to data altruism, related to data altruism,
respectively; respectively;
Text Origin: Council Mandate
| Article 27, first paragraph, point (ba)
297a (ba) to advise and assist the
Commission in developing (deleted)
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Commission Proposal

consistent guidelines for the use
of technologies to effectively
prevent the identification of data

subjects such as anonymisation,
pseudonymisation, differential

privacy, generalisation, or

suppression and randomisation
for the re-use of personal and

non-personal data;

Draft Agreement

| Article 2

7, first paragraph, point (bb)

(bb) to advise and assist the
Member States and the
Commission on the harmonisation

(deleted) |

2 of the legal interpretation of
anonymisation of data across the
Union;

| Article 27, first paragraph, point (bc)

(bc) to advise and assist the (bc) advise and assist the
Commission in developing Commission in developing
consistent guidelines on how to consistent guidelines on how to
best protect, in the context of this best protect, in the context of this

297¢ Regulation, commercially Regulation, commercially
sensitive non-personal data, in sensitive non-personal data, in
particular trade secrets, but also particular trade secrets, but also
non-personal data representing non-personal data representing
content protected by intellectual content protected by intellectual
property rights from unlawful property rights from unlawful
access that risks IP theft or access that risks IP theft or
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Council Mandate

Commission Proposal

industrial espionage.

Draft Agreement

industrial espionage.

Text Origin: EP Mandate

Article 2

7, first paragraph, point (bd)

(bd) to advise and assist the
Commission in developing
consistent guidelines for

(bd) advise and assist the
Commission in developing
consistent guidelines for

297d cybersecurity requirements for the cybersecurity requirements for the
exchange and storage of data; exchange and storage of data;
Text Origin: EP Mandate
| Article 27, first paragraph, point (c)
(c) to advise the Commission on (c) to advise the Commission, in (c) te advise_and assist the (c) te-advise the Commission, in
the prioritisation of cross-sector particular taking into account the | Commission on the prioritisation of | particular taking into account the
standards to be used and developed | input from standardisation cross-sector standards to be used input from standardisation
for data use and cross-sector data organisations, on the prioritisation | and developed for data use and organisations, on the prioritisation
sharing, cross-sectoral comparison | of cross-sector standards to be used | cross-sector data sharing, cross- of cross-sector standards to be used
and exchange of best practices with | and developed for data use and sectoral comparison and exchange | and developed for data use and
regards to sectoral requirements for | cross-sector data sharing between of best practices with regards to cross-sector data sharing between
298 security, access procedures, while emerging common European data | sectoral requirements for security, emerging common European data
taking into account sector-specific | spaces, cross-sectoral comparison | access procedures, while taking spaces, cross-sectoral comparison
standardisations activities; and exchange of best practices with | into account sector-specific and exchange of best practices with
regards to sectoral requirements for | standardisations activities; regards to sectoral requirements for
security, access procedures, while security, access procedures, while
taking into account sector-specific taking into account sector-specific
standardisations activities, and in standardisations activities, and in
particular in clarifying and particular in clarifying and
distinguishing which standards distinguishing which standards
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Commission Proposal

and practices are cross-sectoral
and which are sectoral; for that
specific task a fixed configuration

of the Board shall meet regularly;

Draft Agreement

and practices are cross-sectoral
and which are sectoral,

Text Origin: EP Mandate

| Article 2

7, first paragraph, point (d)

(d) to assist the Commission in
enhancing the interoperability of
data as well as data sharing
services between different sectors
and domains, building on existing
European, international or national
standards;

(d) to assist the Commission, in
particular taking into account the

input from standardisation
organisations, in addressing
fragmentation of the internal

market and the data economy in
the internal market by -i#
enhancing #kecross-border and
cross-sector interoperability of

(d) to_advise and assist the
Commission in enhancing the
interoperability of data as well as
data-sharine_intermediation
services between different sectors
and domains, building on existing
European, international or national
standards;

(d) te-assist the Commission, in
particular taking into account the

input from standardisation
organisations, in addressing
fragmentation of the internal

market and the data economy in
the internal market by -i»
enhancing tkecross-border and
cross-sector interoperability of

299
data as well as data sharing data as well as data sharing
services between different sectors services between different sectors
and domains, building on existing and domains, building on existing
European, international or national European, international or national
standards, inter alia with the aim standards, inter alia with the aim
of encouraging the creation of of encouraging the creation of
common European data spaces; common European data spaces;

Text Origin: EP Mandate
| Article 27, first paragraph, point (da)

(da) to propose guidelines for (da) propose guidelines for

299a ‘common European data spaces’, ‘common _European data spaces’,
meaning purpose- or sector- addressing, inter alia:
specific or cross-sectoral (i) cross-sectoral standards to be
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EP Mandate

interoperable frameworks of
common standards and practices
to share or jointly process data
for, inter alia, development of new

products and services, scientific

research or civil society initiatives;

such common standards and
practices shall take into account

existing standards, comply with
the competition rules and ensure
non-discriminatory access for all
participants, for the purpose of

facilitating data sharing in the

Union and reaping the potential
of existing and future data spaces.
Those guidelines shall address,
inter alia:

(i) cross-sectoral standards to be
used and developed for data use
and cross-sector data sharing,
cross-sectoral comparison and
exchange of best practices with
regards to sectoral requirements
for security, access procedures,

while taking into account sector-
specific standardisations activities,
in particular in clarifying and
distinguishing which standards
and practices are cross-sectoral
and which are sectoral;

(ii) requirements to counter
barriers to market entry and to
avoid lock-in _effects, for the

Council Mandate

Draft Agreement

used and developed for data use
and cross-sector data sharing,
cross-sectoral comparison and
exchange of best practices with
regards to sectoral requirements
for security, access procedures,

while taking into account sector-
specific standardisations activities,
in particular in clarifying and
distinguishing which standards
and practices are cross-sectoral
and which are sectoral;

(ii) requirements to counter
barriers to market entry and to
avoid lock-in _effects, for the
purpose of ensuring fair
competition and interoperability;
(iii) adequate protection for legal
data transfers outside the Union,
including safeguards against any
transfers prohibited by Union law;
(iv) adequate and non-
discriminatory representation of
relevant stakeholders in the
governance of a common
European data spaces;

(v) adherence to cybersecurity
requirements in line with Union
law.

These ‘common European data
spaces’ mean purpose- or sector-
specific or cross-sectoral
interoperable frameworks of
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Council Mandate

Commission Proposal

purpose of ensuring fair
competition and interoperability;
(iii) adequate protection for legal
data transfers outside the Union,
including safeguards against any
transfers prohibited by Union law;
(iv) adequate and non-
discriminatory representation of
relevant stakeholders in the
governance of a common
European data spaces;

(v) adherence to cybersecurity
requirements in line with Union
law.

Draft Agreement

common standards and practices
to share or jointly process data
for, inter alia, development of new

products and services, scientific

research or civil society initiatives;
such common standards and
practices shall take into account

existing standards, comply with
the competition rules and ensure
non-discriminatory access for all
participants, for the purpose of

facilitating data sharing in the

Union and reaping the potential
of existing and future data spaces.

Text Origin: EP Mandate

| Article 2

7, first paragraph, point (db)

(db) to advise the Commission
and the Member States on the
possibility to set harmonised

conditions allowing for re-use of

(db) facilitate the cooperation
between the Member States with
regard to setting harmonised
conditions allowing for the re-use

22800 data referred to in Article 3(1) of data referred to in Article 3(1)
held by public sector bodies across held by public sector bodies across
the internal market; the internal market;

| Article 27, first paragraph, point (dc)
l 299¢
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Council Mandate

Commission Proposal

(dc) to assist the Commission in
defining policies and strategies
with the aim of avoiding any cases
of data manipulation and the
creation of "'falsified data'';

Draft Agreement
(deleted)

Text Origin: EP Mandate

| Article 2

7, first paragraph, point (e)

(e) to facilitate the cooperation
between national competent
authorities under this Regulation
through capacity-building and the
exchange of information, in
particular by establishing methods
for the efficient exchange of
information relating to the
notification procedure for data
sharing service providers and the
registration and monitoring of
recognised data altruism

(e) to facilitate the cooperation
between national competent
authorities, the Commission and

(e) to facilitate_cooperation
between _competent authorities

(e) to facilitate_cooperation
between _competent authorities

referred to in Article 12 and

other Union and international

Article 20 -the-cooperation

bodies under this Regulation
through capacity-building and the
exchange of information, in
particular by establishing methods
for the efficient exchange of
information relating to the
notification procedure for date

between-nationdl-conpetent

s o this Reocwlati
through capacity-building and the

exchange of information, in
particular by establishing methods
for the efficient exchange of
information relating to the

referred to in Article 12 and

Article 20 -the-cooperation
between-nationdl-conpetent

s o this Reocwlati
through capacity-building and the

exchange of information, in
particular by establishing methods
for the efficient exchange of
information relating to the

300 sharing-serviee providersproviders | notification procedure for data notification procedure for data
organisations. of data intermediation services sharing_intermediation service sharing_intermediation service
and the registration and monitoring | providers and the registration and | providers and the registration and
of recognised data altruism monitoring of recognised data monitoring of recognised data
organisations:; altruism organisations:, including | altruism organisations:, including
coordination regarding the setting | coordination regarding the setting
of fees or penalties, as well as of fees or penalties, as well as
facilitate cooperation between facilitate cooperation between
competent authorities regarding competent authorities regarding
international access and transfer | international access and transfer
of data; of data;
Text Origin: Council Mandate
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 27, first paragraph, point (ea)

300a

(ea) to facilitate cooperation
between Member States in relation
to the rules on penalties laid down
by the Member States pursuant to
Article 31 and to issue
recommendations as regards the
harmonisation of those penalties
across the Union, as well as advise
the Commission on the need to
amend this Regulation with a view
to further harmonisation of the
rules on penalties referred to in
Article 31;

| Article 27, first paragraph, point (eb)

300b

(eb) to advise the Commission on
the decision to adopt delegated
acts referred to in Article 5(9), on
the basis of the information on the
volume of requests for re-use of
data from specific third countries
that is regularly provided to the
Board by the competent bodies
designated in accordance with

Article 7(1);

To be decided: 1A vs DA (300d in
Council mandate)

| Article 27, first paragraph, point (ec)

(ea) (deleted) |
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300c

Commission Proposal

EP Mandate

(ec) to assist the Commission in
the discussions conducted at
bilateral, plurilateral or
multilateral level with third
countries aimed at improving the
regulatory environment for non-
personal data, including

standardisation, at global level.

Council Mandate

Draft Agreement

(ec) advise the Commission on
improving the international
regulatory environment for non-
personal data including

standardisation;

| Article 27, first paragraph, point (ea)

(ea) advise and assist the
Commission in evaluating

To be decided: DA vs IA

300d whether implementing acts in
accordance with Articles 5(10a)
and 5(10aa) should be adopted.
CHAPTER VII
CHAPTER VII CHAPTER VII CHAPTER VII
301 committee and delegation committee and delegation committee a#é
delesationprocedure
| Article 28
302 Article 28 Article 28 Article 28
Exercise of the Delegation Exercise of the Delegation Exereise-of the-Delesation(deleted)
| Article 28(1)
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Commission Proposal EP Mandate Council Mandate Draft Agreement

(1) The power to adopt delegated | (1) The power to adopt delegated | (1) Fhepowerto-adopt-delesated
acts is conferred on the acts is conferred on the et becorferred-on-tie

303 Commission subject to the Commission subject to the Dt e et e
conditions laid down in this conditions laid down in this conditionstaid-dovrin-this
Article. Article. Artiele-(deleted)

Article 28(2)

(2) The power to adopt delegated | (2) The power to adopt delegated | (2) Thepowerto-adopt-delesated
acts referred to in Article 5 (11) acts referred to in Article 35(9) and | aetsreferred-to-inArtictes

304 shall be conferred on the (11) shall be conferred on the (Hdeleted)-shatl-be-conferred-on
Commission for an indeterminate Commission for an indeterminate the-Conmission-{or-mn
period of time from [...]. period of time from [...]. tndeterarnete-period-ofHnefrowt

| Article 28(3)

(3) The delegation of power (3) The delegation of power (3) Fheleloctionolpameers
referred to in Article 5 (11) may be | referred to in Article $5(9) and referred-to-inArticte-5-(1deleted)
revoked at any time by the (11) may be revoked at any time by | may-berevoked-at-ary-tineby-the
European Parliament or by the the European Parliament or by the | FwropeanParticinent-or-by-the
Council. A decision to revoke shall | Council. A decision to revoke shall | Counncil—A-decisiontorevoke-shatl
put an end to the delegation of the | put an end to the delegation of the | putan-endto-thedetecationofthe

305 | power specified in that decision. It | power specified in that decision. It | pewerspecified-inthat-decision—1It
shall take effect the day following | shall take effect the day following | shallteke—ettectthe-day-following
the publication of the decision in the publication of the decision in e lie e e el e
the Official Journal of the the Official Journal of the e Ot oz e e
European Union or at a later date European Union or at a later date B T
specified therein. It shall not affect | specified therein. It shall not affect | specified-thereinttshallnot-cffeet
the validity of any delegated acts the validity of any delegated acts ekt el e e L
already in force. already in force. ered-inforee:
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Article 28(4)
(4) Before adopting a delegated (4) Before adopting a delegated (4) Eoforadopinmaelalocaod
act, the Commission shall consult act, the Commission shall consult el St e e e
experts designated by each experts designated by each e de dneed ey
306 Member State in accordance with Member State in accordance with sterben Doe i aesondane it
the principles laid down in the the principles laid down in the e petnebslo s laid o in-the
Interinstitutional Agreement of 13 | Interinstitutional Agreement of 13 | futerinstitntionat-Asreenent-of 43
April 2016 on Better Law-Making. | April 2016 on Better Law-Making. | Ap#it2016-onBetterLeaw-
Meakine(deleted)
Article 28(5)
(5) Assoon as it adopts a (5) Assoon as it adopts a (5) hroomialopia
delegated act, the Commission delegated act, the Commission dlelocegpel et Connilosleny
307 | shall notify it simultaneously to the | shall notify it simultaneously to the | shatfnotifi-itsimultanconshyto-the
European Parliament and to the European Parliament and to the Lrnre e Rerlicneriad et
Council. Council. Conncil-(deleted)
| Article 28(6)
(6) A delegated act adopted (6) A delegated act adopted (0) ~elelomad o rdlapred
pursuant to Article 5 (11) shall pursuant to Article 35(9) and (11) | pursuant-to-Articte-5-(+1deleted)
enter into force only if no objection | shall enter into force only if no et oo e g L T
308 has been expressed either by the objection has been expressed either | objection-has-been-expressed-either
European Parliament or by the by the European Parliament or by | bythe EuropeanParliament-orby
Council within a period of three the Council within a period of three | the-Councilvithina-period-of
months of notification of that act to | months of notification of that act to | threemonths-of notification-ofthat
the European Parliament and to the | the European Parliament and to the | aetto-theEuwropeanParkiament
Council or if, before the expiry of | Council or if, before the expiry of | and-to-the-Counncil-or-if-beforethe
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

that period, the European that period, the European e
Parliament and the Council have Parliament and the Council have Pertiameni-and-the-Counci-frave
both informed the Commission that | both informed the Commission that | beth-informed-the-Commissionthet
they will not object. That period they will not object. That period et ehioer Thoroopiodd
shall be extended by three months | shall be extended by three months | shatl-be-extended-by-threemonths
at the initiative of the European at the initiative of the European eH-He—ritieive-of-the-aropean
Parliament or of the Council. Parliament or of the Council. Lol e Sl
| Article 29
Article 29 Article 29 Article 29 Article 29
- Committee procedure Committee procedure Committee procedure Committee procedure
Text Origin: Commission
Proposal
| Article 29(1)

(1) The Commission shall be
assisted by a committee within the
meaning of Regulation (EU) No

(1) The Commission shall be
assisted by a committee within the
meaning of Regulation (EU) No

(1) The Commission shall be
assisted by a committee. That
committee shall be a committee

(1) The Commission shall be
assisted by a committee. That
committee shall be a committee

310 182/2011. 182/2011. within the meaning of Regulation | within the meaning of Regulation
(EU) No 182/2011. (EU) No 182/2011.
Text Origin: Council Mandate
| Article 29(2)

(2) Where reference is made to (2) Where reference is made to (2) Where reference is made to (2) Where reference is made to

311 | this paragraph, Article 4 of this paragraph, Article 4 of this paragraph, Article 4 of this paragraph, Article 4 of
Regulation (EU) No 182/2011 shall | Regulation (EU) No 182/2011 shall | Regulation (EU) No 182/2011 shall | Regulation (EU) No 182/2011 shall
apply. apply. apply. apply.
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Text Origin: Commission

Proposal

Article 29(2a) |
2a. Where reference is made to
this paragraph, Article 5 of 2a. Where reference is made to
311a Regulation (EU) No 182/2011 this paragraph, Article 5 of
shall apply. Regulation (EU) No 182/2011
shall apply.
| Article 29(3) |

(3) Where the opinion of the

(3) Where the opinion of the

committee is to be obtained by committee is to be obtained by S e e e e committeeisto-be-obtained-hv
written procedure, that procedure written procedure, that procedure vttt spn e e | pepliienpeseedlppe bt spp e e
shall be terminated without result shall be terminated without result sl b opepineede e el | et el eed e e
when, within the time-limit for when, within the time-limit for whenwithin-the-time-limitfor when—withinthetinre-tinrtfor
312 delivery of the opinion, the chair of | delivery of the opinion, the chair of | defivery-oftheopinion—thechair-of | delivery-ofthe-opinion—the-chair-of
the committee so decides or a the committee so decides or a Hromsn oo eload Lo e e el
committee member so requests. In | committee member so requests. In | eommitteementber-sorequests—n | committeemenrber-so-requests—n
such a case, the chair shall convene | such a case, the chair shall convene | sueh-a-case—the-chair-shatt sueh-a-case—the-chair-shedd
a committee meeting within a a committee meeting within a eonvene-a-cormitteemeeting R e e S
reasonable time. reasonable time. within-a-reasonable-time-(deleted) | within-areasonable-time-(deleted)
| CHAPTER VIII |
I 313 CHAPTER VIII CHAPTER VIII CHAPTER VIII CHAPTER VIII
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EP Mandate

Council Mandate

Commission Proposal

final provisions

final provisions

final provisions

Draft Agreement

final provisions

Text Origin: Commission
Proposal
| Article 30 |
Article 30 Article 30 Article 30 Article 30
314 International access International access International access and transfer International access and transfer
Text Origin: Council Mandate
| Article 30(1) |

(1) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data sharing
provider or the entity entered in the
register of recognised data altruism
organisations, as the case may be,
shall take all reasonable technical,
legal and organisational measures

(1) The public sector body, the
natural or legal person to which the
right to re-use data was granted

under Chapter 2-the-datasharing
providerll, the provider of data

(1) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data
intermediation service-sharing

intermediation services or the
entity entered in the register of
recognised data altruism
organisations, as the case may be,

provider or the entity entered in_a
national-the register of recognised
data altruism organisations, as the
case may be, shall take all

(1) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data
intermediation service-sharing
provider or the entity entered in_a
national-the register of recognised
data altruism organisations, as the
case may be, shall take all

— in order to prevent transfer or shall take all reasonable technical, | reasonable technical, legal and reasonable technical, legal and
access to non-personal data held in | legal and organisational measures | organisational measures, including | organisational measures, including
the Union where such transfer or in order to prevent transfer or contractual arrangements, in contractual arrangements, in
access would create a conflict with | access to non-personal data held in | order to prevent international order to prevent_international
Union law or the law of the the Union where such transfer or transfer or governmental access to | transfer or governmental access to
relevant Member State, unless the | access would create a conflict with | non-personal data held in the non-personal data held in the
transfer or access are in line with Union law or the law of the Union where such transfer or Union where such transfer or
paragraph 2 or 3. relevant Member State, unless the | governmental access would create | governmental access would create

transfer or access are in line with a conflict with Union law or-#sze a conflict with Union law or-tsze
paragraph 2 or 3. national law of the relevant national law of the relevant
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EP Mandate

Council Mandate

Commission Proposal

Member State,-untessthe-transter
or-aecess-are-intinewvith_without

prejudice to paragraph 2 or 3.

Draft Agreement
Member State,wrtessthetranster
or-aeeess-are-tntinewith_without
prejudice to paragraph 2 or 3.

Text Origin: Council Mandate

| Article 30(2)

(2) Any judgment of a court or
tribunal and any decision of an
administrative authority of a third
country requiring a public sector
body, a natural or legal person to
which the right to re-use data was
granted under Chapter 2, a data
sharing provider or entity entered
in the register of recognised data
altruism organisations to transfer
from or give access to non-

(2) Any judgment of a court or
tribunal and any decision of an
administrative authority of a third
country requiring a public sector
body, a natural or legal person to
which the right to re-use data was
granted under Chapter 2-a-date

sharineproviderll, a provider of

(2) Any judgment of a court or
tribunal and any decision of an
administrative authority of a third
country requiring a public sector
body, a natural or legal person to
which the right to re-use data was
granted under Chapter 2, a data
intermediation service-sharing

data intermediation services or
entity entered in the register of
recognised data altruism

provider or entity entered in_a
national-the register of recognised
data altruism organisations to

(2) Any judgment of a court or
tribunal and any decision of an
administrative authority of a third
country requiring a public sector
body, a natural or legal person to
which the right to re-use data was
granted under Chapter 2, a data
intermediation service-sharing
provider or entity entered in_a
national-the register of recognised
data altruism organisations to

316 | personal data subject to this organisations to transfer from or transfer from or give access to non- | transfer from or give access to non-
Regulation in the Union may only | give access to non-personal data personal data_within the scope of | personal data_within the scope of
be recognised or enforceable in any | subject to this Regulation in the subjeetto this Regulation in the subjeetto this Regulation in the
manner if based on an international | Union may only be recognised or Union may only be recognised or Union may only be recognised or
agreement, such as a mutual legal | enforceable in any manner if based | enforceable in any manner if based | enforceable in any manner if based
assistance treaty, in force between | on an international agreement, such | on an international agreement, such | on an international agreement, such
the requesting third country and the | as a mutual legal assistance treaty, | as a mutual legal assistance treaty, | as a mutual legal assistance treaty,
Union or any such agreement in force between the requesting in force between the requesting in force between the requesting
between the requesting third third country and the Union or any | third country and the Union or any | third country and the Union or any
country and a Member State such agreement between the such agreement between the such agreement between the
concluded before [the entry into requesting third country and a requesting third country and a requesting third country and a
force of this Regulation]. Member State concluded before... | Member State eonetnded-before Member State eonctnded-before
[the date of/the entry into force of | fthe-entry-intoforee-ofthis fthe-entry-intoforee-of this
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EP Mandate

Council Mandate

Commission Proposal

this Regulation].

Draft Agreement
Regudationt.

Text Origin:

Council Mandate

| Article 30(3), first subparagraph, introductory

part

317

(3) Where a public sector body, a
natural or legal person to which the
right to re-use data was granted
under Chapter 2, a data sharing
provider or entity entered in the
register of recognised data altruism
organisations is the addressee of a
decision of a court or of an
administrative authority of a third
country to transfer from or give
access to non-personal data held in
the Union and compliance with
such a decision would risk putting
the addressee in conflict with
Union law or with the law of the
relevant Member State, transfer to
or access to such data by that third-
country authority shall take place
only:

(3) In_the absence of
international agreements
regulating such matters, where a
public sector body, a natural or
legal person to which the right to
re-use data was granted under
Chapter Z-a-datasharine
providerll, a provider of data
intermediation services or entity
entered in the register of
recognised data altruism
organisations is the addressee of a
decision of a court or of an
administrative authority of a third
country to transfer from or give
access to non-personal data held in
the Union and compliance with
such a decision would risk putting
the addressee in conflict with
Union law or with the law of the
relevant Member State, transfer to
or access to such data by that third-
country authority shall take place
only:

(3) In the absence of such an
international agreement, where a
public sector body, a natural or
legal person to which the right to
re-use data was granted under
Chapter 2, a data_intermediation
service-shearing provider or entity
entered in_a national-the register
of recognised data altruism
organisations is the addressee of a
decision of a court or of an
administrative authority of a third
country to transfer from or give
access to non-personal data within
the scope of this Regulation held
in the Union and compliance with
such a decision would risk putting
the addressee in conflict with
Union law or with-tze_national
law of the relevant Member State,
transfer to or access to such data by
that third-country authority shall
take place only:

(3) In the absence of such an
international agreement, where a
public sector body, a natural or
legal person to which the right to
re-use data was granted under
Chapter 2, a data_intermediation
service-shearing provider or entity
entered in_a national-the register
of recognised data altruism
organisations is the addressee of a
decision of a court or of an
administrative authority of a third
country to transfer from or give
access to non-personal data within
the scope of this Regulation held
in the Union and compliance with
such a decision would risk putting
the addressee in conflict with
Union law or with-#ze_national
law of the relevant Member State,
transfer to or access to such data by
that third-country authority shall
take place only:

Text Origin: Council Mandate

| Article 30(3), first subparagraph, point (a)
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EP Mandate

Council Mandate

Draft Agreement

318

Commission Proposal

(a) where the third-country system
requires the reasons and
proportionality of the decision to
be set out, and it requires the court
order or the decision, as the case
may be, to be specific in character,
for instance by establishing a
sufficient link to certain suspected
persons, or infringements;

(a) where the third-country system
requires the reasons and
proportionality of the decision to
be set out, and it requires the court
order or the decision, as the case
may be, to be specific in character,
for instance by establishing a
sufficient link to certain suspected
persons, or infringements;

(a) where the third-country system
requires the reasons and
proportionality of the decision to
be set out, and it requires the court
order or the decision, as the case
may be, to be specific in character,
for instance by establishing a
sufficient link to certain suspected
persons, or infringements;

(a) where the third-country system
requires the reasons and
proportionality of the decision to
be set out, and it requires the court
order or the decision, as the case
may be, to be specific in character,
for instance by establishing a
sufficient link to certain suspected
persons, or infringements;

Text Origin: Council Mandate

| Article 30(3), first subparagraph, point (b)

319

(b) the reasoned objection of the
addressee is subject to a review by
a competent court in the third-
country; and

(b) the reasoned objection of the
addressee is subject to a review by
a competent court in the third-
country; and

(b) the reasoned objection of the
addressee is subject to a review by
a competent court in the third-
country; and

(b) the reasoned objection of the
addressee is subject to a review by
a competent court in the third-
country; and

Text Origin: Council Mandate

| Article 30(3), first subparagraph, point (c)

(c) in that context, the competent
court issuing the order or
reviewing the decision of an

(c) in that context, the competent
court issuing the order or
reviewing the decision of an

(c) inthatcontext; the competent
court issuing the order or
reviewing the decision of an

(c) inthatcontext; the competent
court issuing the order or
reviewing the decision of an

320 | administrative authority is administrative authority is administrative authority is administrative authority is
empowered under the law of that empowered under the law of that empowered under the law of that empowered under the law of that
country to take duly into account country to take duly into account third country to take duly into third country to take duly into
the relevant legal interests of the the relevant legal interests of the account the relevant legal interests | account the relevant legal interests
provider of the data protected by provider of the data protected by of the provider of the data of the provider of the data
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Commission Proposal EP Mandate Council Mandate Draft Agreement
Union law or the applicable Union law or the applicable protected by Union law or national | protected by Union law or national
Member State law. Member State law. law of the relevant the-applicable | law of the relevant the-applicable
Member State fe+. Member State fa3+.
Text Origin: Council Mandate
Article 30(3), second subparagraph |
The addressee of the decision shall | The addressee of the decision shall | Fhe-addressee-of the-decision-shall | The-addressee-of the-decision-shatl
ask the opinion of the relevant ask the opinion of the relevant e e e e e
competent bodies or authorities, competent bodies or authorities, coppetenihodio et iie o e
pursuant to this Regulation, in pursuant to this Regulation, in T e e o e
321 order to determine if these order to determine if these e e e e e e
conditions are met. conditions are met._The relevant eonditions-are-met(deleted) eonditions-are-met-(deleted)
competent bodies may exchange
information on international
access requests in the framework
of the Board.
| Article 30(4) |
(4) If the conditions in paragraph | (4) If the conditions in paragraph (4) If the conditions in paragraph | (4) If the conditions in paragraph
2, or 3 are met, the public sector 2, or 3 are met, the public sector 2, or 3 are met, the public sector 2, or 3 are met, the public sector
body, the natural or legal person to | body, the natural or legal person to | body, the natural or legal person to | body, the natural or legal person to
which the right to re-use data was | which the right to re-use data was | which the right to re-use data was | which the right to re-use data was
322 granted under Chapter 2, the data granted under Chapter 2-the-data granted under Chapter 2, the data granted under Chapter 2, the data
sharing provider or the entity sharineproviderll, the provider of | intermediation service-sharing intermediation service-sharing
entered in the register of data intermediation services or the | provider or the entity entered in_a | provider or the entity entered in_a
recognised data altruism entity entered in the register of national-the register of recognised | national-the register of recognised
organisations, as the case may be, recognised data altruism data altruism organisations, as the | data altruism organisations, as the
shall, provide the minimum organisations, as the case may be, | case may be, shall;—provide the case may be, shall;— provide the
amount of data permissible in shall,— provide the minimum minimum amount of data minimum amount of data
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EP Mandate

Council Mandate

Commission Proposal

response to a request, based on a
reasonable interpretation of the
request.

amount of data permissible in
response to a request, based on a
reasonable interpretation of the
request.

permissible in response to a
request, based on a reasonable
interpretation of the request.

Draft Agreement

permissible in response to a
request, based on a reasonable
interpretation of the request.

Text Origin: Council Mandate

Article 30(5)

(5) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data sharing
provider and the entity providing
data altruism shall inform the data
holder about the existence of a
request of an administrative
authority in a third-country to
access its data, except in cases

(5) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2-the-data-sharing
providerll, the provider of data
intermediation services and the
entity providing data altruism shall
inform the data holder or data
subject about the existence of a
request of an administrative

(5) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data
intermediation service-sharing

provider and the entity providing
entered in_a national register of

(5) The public sector body, the
natural or legal person to which the
right to re-use data was granted
under Chapter 2, the data
intermediation service-sharing

provider and the entity providine
entered in a national register of

recognised_data altruism
organisations shall inform the data

recognised_data altruism
organisations shall inform the data

subject or the data holder about the

holder about the existence of a

323 | where the request serves law authority in a third-country to existence of a request of an request of an administrative
enforcement purposes and for as access its data before complying administrative authority in a third- | authority in a third-country to
long as this is necessary to preserve | with the request, except in cases country to access its data, except in | access its data_before complying
the effectiveness of the law where the request serves law cases where the request serves law | with this request, except in cases
enforcement activity. enforcement purposes and for as enforcement purposes and for as where the request serves law
long as this is necessary to preserve | long as this is necessary to preserve | enforcement purposes and for as
the effectiveness of the law the effectiveness of the law long as this is necessary to preserve
enforcement activity. enforcement activity. the effectiveness of the law
enforcement activity.
Text Origin: Council Mandate
| Article 31
l 324
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Commission Proposal

Article 31
Penalties

EP Mandate

Article 31
Penalties

Council Mandate

Article 31
Penalties

Draft Agreement

Article 31
Penalties

Text Origin: Commission

Proposal

Article 3

1, paragraph 1 a (new)

Member States shall lay down the
rules on penalties applicable to
infringements of this Regulation
and shall take all measures
necessary to ensure that they are
implemented. The penalties
provided for shall be effective,
proportionate and dissuasive.
Member States shall notify the
Commission of those rules and
measures by [date of application of
the Regulation] and shall notify the

Member States shall lay down the
rules on penalties applicable to
infringements of this Regulation
and shall take all measures
necessary to ensure that they are
implemented. The penalties
provided for shall be effective,
proportionate and dissuasive. In
their rules on penalties, Member

Member States shall lay down the
rules on penalties applicable to
infringements of this-Regulation
the obligations regarding
transfers of non-personal data to

Member States shall lay down the
rules on penalties applicable to
infringements of this-Resutation

and-the obligations regarding
transfers of non-personal data to

third countries pursuant to Article

third countries pursuant to Article

5 (12) and Article 30, the
obligation of data intermediation

5 (12) and Article 30, the
obligation of data intermediation

service providers to notify

States shall take into account the

pursuant to Article 10, the

recommendations of the
European Data Innovation Board.

conditions for providing services

service providers to notify
pursuant to Article 10, the
conditions for providing services

pursuant to Article 11, conditions

pursuant to Article 11, conditions

2R Commission without delay of any | Member States shall notify the for the registration as a for the registration as a
subsequent amendment affecting Commission of those rules and recognised data altruism recognised data altruism
them. measures by ... [date of application | organisation pursuant to Articles organisation pursuant to Articles
of the Regulation] and shall notify | 18 and 19 and shall take all 18 and 19 _and shall take all
the Commission without delay of measures necessary to ensure that | measures necessary to ensure that
any subsequent amendment they are implemented. The they are implemented. The
affecting them. penalties provided for shall be penalties provided for shall be
effective, proportionate and effective, proportionate and
dissuasive. Member States shall by | dissuasive. In their rules on
... [date of application of this penalties, Member States shall
Regulation] notify the Fot-the-Commisston-of-those
Commission of those rules and rites-and-measwres-by-take into
measnres-by-fdate-of-application-of | account the recommendations of
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EP Mandate

Council Mandate

Commission Proposal

theResulationf-of those measures

Draft Agreement

the European Data Innovation

and shall notify the-Commiission-it
without delay of any subsequent
amendment affecting them.

Board. Member States shall by ...
[date of application of #zethis
Regulation] notify the Commission
of those rules and of those
measures_and shall notify it _and
without delay of any subsequent
amendment affecting them.

Text Origin: Council Mandate

| Article 31, first paragraph a

Member States shall ensure that
the following non-exhaustive and
indicative criteria are taken into
account for the imposition of
penalties on providers of data

intermediation services and data
altruism organisations for
infringements of this Regulation,

Member States shall take into
account the following non-
exhaustive and indicative criteria
for the imposition of penalties on

providers of data intermediation

services and data altruism
organisations for infringements of
this Regulation, where

325a where appropriate: appropriate:

(a) the nature, gravity, scale and (a) the nature, gravity, scale and
duration of the infringement; duration of the infringement;
(b) any action taken by the (b) any action taken by the
provider of data intermediation provider of data intermediation
services or data altruism services or data altruism
organisation to mitigate or remedy organisation to mitigate or remedy
the damage caused by the the damage caused by the
infringement; infringement;
(c) any previous infringements by (c) any previous infringements by
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EP Mandate

Council Mandate

Commission Proposal

the provider of data
intermediation services or data
altruism organisation;

(d) the financial benefits gained
or losses avoided by the provider
of data intermediation services or
data altruism organisation due to
the infringement, insofar as such
gains or losses can be reliably
established;

(e) penalties imposed on the
provider of data intermediation
services or data altruism
organisation for the same
infringement in other Member
States in cross-border cases where
information about such penalties
is available;

(f) any other aggravating or
mitigating factors applicable to
the circumstances of the case.

Draft Agreement

the provider of data
intermediation services or data
altruism organisation;

(d) the financial benefits gained
or losses avoided by the provider
of data intermediation services or
data altruism organisation due to
the infringement, insofar as such
gains or losses can be reliably
established;

(e) any other aggravating or
mitigating factors applicable to
the circumstances of the case

| Article 32
Article 32 Article 32 Article 32 Article 32
e Evaluation and review Evaluation and review Evaluation and review Evaluation and review
Text Origin: Commission
Proposal
| Article 32, first paragraph
327
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EP Mandate

Council Mandate

Commission Proposal

By [four years after the data of
application of this Regulation], the
Commission shall carry out an
evaluation of this Regulation, and
submit a report on its main findings
to the European Parliament and to
the Council as well as to the
European Economic and Social
Committee. Member States shall
provide the Commission with the
information necessary for the
preparation of that report.

By ... [fo#rtwo years after the
datadate of application of this
Regulation], the Commission shall
carry out an evaluation of this
Regulation, and submit a report on
its main findings to the European
Parliament and to the Council as
well as to the European Economic
and Social Committee.

That evaluation shall assess, in
particular:

(a) the application and
functioning of the rules on

penalties laid down by the
Member States pursuant to Article
31, in particular focusing on the
existence of large discrepancies
between the penalties imposed for
infringements of this Regulation
among Member States that might
distort competition across the
Union, taking into account the
recommendations of the Board
and the positions and findings of
other relevant bodies and sources;
(b) the level of compliance of the
legal representatives of providers
of data intermediation services
and data altruism organisations
not established in the Union with
this Regulation and the level of
enforceability of penalties on
those providers and organisations;

By [fouryears 48 months after the
datadate of application of this

Regulation], the Commission shall
carry out an evaluation of this
Regulation, and submit a report on
its main findings to the European
Parliament and to the Council as
well as to the European Economic
and Social Committee. Member
States shall provide the
Commission with the information
necessary for the preparation of
that report.

Draft Agreement

By ... [fo##two years after the
datadate of application of this
Regulation], the Commission shall
carry out an evaluation of this
Regulation, and submit a report on
its main findings to the European
Parliament and to the Council as
well as to the European Economic
and Social Committee.

That evaluation shall assess, in
particular:

(a) the application and
functioning of the rules on

penalties laid down by the
Member States pursuant to Article
31;

(b) the level of compliance of the
legal representatives of providers
of data intermediation services
and data altruism organisations
not established in the Union with
this Regulation and the level of
enforceability of penalties on
those providers and organisations;
(¢) the type of data altruism
organisations registered under
Chapter 1V and overview of the
purposes of general interests for
which data are shared in view of
establishing clear criteria in that
respect.

Member States shall provide the
Commission with the information
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Commission Proposal

EP Mandate

(¢) the type of data altruism
organisations registered under
Chapter 1V and overview of the
purposes of general interests for

which data are shared in view of
establishing clear criteria in that
respect.

Member States shall provide the
Commission with the information
necessary for the preparation of
that report._The report shall be
accompanied, where necessary, by
legislative proposals.

Council Mandate

Draft Agreement

necessary for the preparation of
that report._The report shall be
accompanied, where necessary, by
legislative proposals.

Text Origin: EP Mandate

| Article 33
Article 33 Article 33 Article 33 Article 33
Amendment to Regulation (EU) Amendment to Regulation (EU) Amendment to Regulation (EU) Amendment to Regulation (EU)
328 No 2018/1724 No 2018/1724 No 2018/1724 No 2018/1724
Text Origin: Commission
Proposal
| Article 33, first paragraph

In Annex II to Regulation (EU) No
2018/1724, the following line is
added under “Starting, running and

In Annex II to Regulation (EU) No
2018/1724, the following line is
added under “Starting, running and

In Annex II to Regulation (EU) No
2018/1724, the following-fine
information is added-under_to

In Annex II to Regulation (EU) No
2018/1724, the following-fine
information is added-under_to

329 | closing a business™: closing a business”: "Starting, running and closing a "Starting, running and closing a
business": business":
Text Origin: Council Mandate
14021/21 RB/ek 286

TREE.2.B

LIMITE

EN



Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

Article 33, first paragraph, table

Starting, running and closing a

Starting, running and closing a

Starting, running and closing a

business

Notification as a provider of data

business

Notification as a provider of data

business

Notification as a provider of data

intermediation services

Confirmation of the receipt of

intermediation services

Confirmation of the receipt of

intermediation services

Confirmation of the receipt of

3292 notification notification notification
Registration as a European Data Registration as a data altruism Registration as a data altruism
Altruism Organisation organisation recognised in the organisation recognised in the
Union Union
Confirmation of the registration
Confirmation of the registration Confirmation of the registration
Text Origin: Council Mandate
| Article 34
Article 34 Article 34 Article 34 Article 34
- Transitional arrangements Transitional arrangements Transitional arrangements Transitional arrangements

Text Origin: Commission

Proposal

| Article 34, first paragraph

331

Entities providing the data sharing
services provided in Article 9(1) on

Entities providing the data
sharincintermediation services

Entities providing the data-sharing
intermediation services provided

Entities providing the data-sharing
intermediation services provided
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Commission Proposal

the date of entry into force of this
Regulation shall comply with the
obligations set out in Chapter III by
[date - 2 years after the start date of
the application of the Regulation]
at the latest.

EP Mandate

provided in Article 9(1) on... /the
date of entry into force of this
Regulation/ shall comply with the
obligations set out in Chapter III by

fdate—2... [two years after the start
date of the application of #zethis

Council Mandate

for in Article 9(1) on #:e...[ date of
entry into force of this Regulation/
shall comply with the obligations
set out in Chapter 11l by [dete—2
years 24 months after the-start

date of-the-_application of-tke_this

Draft Agreement

for in Article 9(1) on #ze...[ date of
entry into force of this Regulation/
shall comply with the obhgatlons
set out in Chapter 11l by [date—2

years 24 months after the-start

date of-the- apphcatlon of-the_this

Regulation]-atthelatest. Regulation] atthelatest. Regulation] atthelatest
Text Origin: Council Mandate
| Article 35
Article 35 Article 35 Article 35 Article 35
o Entry into force and application Entry into force and application Entry into force and application Entry into force and application
Text Origin: Commission
Proposal
| Article 35, first paragraph
This Regulation shall enter into This Regulation shall enter into This Regulation shall enter into This Regulation shall enter into
force on the twentieth day force on the twentieth day force on the twentieth day force on the twentieth day
following that of its publication in | following that of its publication in | following that of its publication in | following that of its publication in
333 | the Official Journal of the the Official Journal of the the Official Journal of the the Official Journal of the
European Union. European Union. European Union. European Union.
Text Origin: Commission
Proposal
| Article 35, second paragraph |
I 334 It shall apply from [12 months after | It shall apply from [12 months after | It shall apply from [+218 months I
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Commission Proposal

EP Mandate

Council Mandate

Draft Agreement

its entry into force].

its entry into force].

after its-the date of entry into force
of this Regulation)].

To be decided

| Article 35, third paragraph |
This Regulation shall be binding in | This Regulation shall be binding in | This Regulation shall be binding in | This Regulation shall be binding in
its entirety and directly applicable | its entirety and directly applicable | its entirety and directly applicable | its entirety and directly applicable
335 | in all Member States. in all Member States. in all Member States. in all Member States.
Text Origin: Commission
Proposal
| Formula
Done at Brussels, Done at Brussels, Done at Brussels, Done at Brussels,
336 Text Origin: Commission
Proposal
| Formula
For the European Parliament For the European Parliament For the European Parliament For the European Parliament
337 Text Origin: Commission
Proposal
Formula
o The President The President The President The President
Text Origin: Commission
Proposal
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Commission Proposal EP Mandate Council Mandate Draft Agreement

| Formula
For the Council For the Council For the Council For the Council
339 Text Origin: Commission
Proposal
| Formula
The President The President The President The President
340 Text Origin: Commission
Proposal
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