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ANNEX

Regulation establishing the European Cybersecurity Competence Centre and the Network of Coordination Centres
2018/0328(COD)
Version [Version for trilogue on 29 Oct 2020]
25-10-2020 at 19h27

Commission Proposal EP Mandate Council Mandate Draft Agreement
Formula
2018/0328 (COD) 2018/0328 (COD) 2018/0328 (COD) 2018/0328 (COD)
! Text Origin: Commission
Proposal
Proposal Title
Proposal for a Proposal for a Proposal for a Proposal for a
REGULATION OF THE EUROPEAN REGULATION OF THE EUROPEAN REGULATION OF THE EUROPEAN REGULATION OF THE EUROPEAN
PARLIAMENT AND OF THE COUNCIL | PARLIAMENT AND OF THE COUNCIL | PARLIAMENT AND OF THE COUNCIL | PARLIAMENT AND OF THE COUNCIL
establishing the European Cybersecurity establishing the European Cybersecurity establishing the European Cybersecurity establishing the European Cybersecurity
Industrial, Technology and Research Industrial, Technology and Research Industrial, Technology and Research Industrial, Technology and Research
Competence Centre and the Network of Competence Centre and the Network of Competenece-_Centre and the Network of Competence Centre and the Network of
v ) National Coordination Centres National Coordination Centres National Coordination Centres National Coordination Centres
A contribution from the European dAreotribution{ronthe-European deonributionfrontthe-European deonributionfronrthe-European
Commission to the Leaders’ meeting in B St b e Lo e D B e e
Salzburg on 19-20 September 2018 b L2 Do b DL e L0 e i b D00 b L D s b 0L
Text Origin: EP Mandate
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| Formula

THE EUROPEAN PARLIAMENT AND
THE COUNCIL OF THE EUROPEAN
UNION,

THE EUROPEAN PARLIAMENT AND
THE COUNCIL OF THE EUROPEAN
UNION,

THE EUROPEAN PARLIAMENT AND
THE COUNCIL OF THE EUROPEAN
UNION,

THE EUROPEAN PARLIAMENT AND
THE COUNCIL OF THE EUROPEAN
UNION,

3
Text Origin: Commission
Proposal
Citation 1 |
Having regard to the Treaty on the Having regard to the Treaty on the Having regard to the Treaty on the Having regard to the Treaty on the
Functioning of the European Union, and in | Functioning of the European Union, and in | Functioning of the European Union, and in | Functioning of the European Union, and in
particular Article 173(3) and the first particular Article 173(3) and the first particular Article-_173(3) and the first particular Article 173(3) and the first
4 paragraph of Article 188 thereof, paragraph of Article 188 thereof, paragraph of Article-_ 188 thereof, paragraph of Article 188 thereof,
Text Origin: Commission
Proposal
Citation 2
Having regard to the proposal from the Having regard to the proposal from the Having regard to the proposal from the Having regard to the proposal from the
European Commission, European Commission, European Commission, European Commission,
5
Text Origin: Commission
Proposal
12293/20 EB/ip 3
ANNEX JAL2 LIMITE EN



Citation 3

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0IC,p..

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0IC,p..

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0IC,,p..

Having regard to the opinion of the
European Economic and Social
Committee!,

1.0IC,p..

Text Origin: Commission
Proposal

Citation 4

Having regard to the opinion of the
Committee of the Regions',

1.oiC,,p..

Having regard to the opinion of the
Committee of the Regions!',

1.0IC,,p..

Having regard to the opinion of the
Committee of the Regions!,

1.oJC,,p..

Deleted

Citation 5

3

Acting in accordance with the ordinary
legislative procedure,

Acting in accordance with the ordinary
legislative procedure,

Acting in accordance with the ordinary
legislative procedure,

Acting in accordance with the ordinary
legislative procedure,

Text Origin: Commission
Proposal

| Formula

O

Whereas:

Whereas:

Whereas:

Whereas:

Text Origin: Commission
Proposal
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Recital 1

Y 10

(1) Our daily lives and economies become
increasingly dependent on digital
technologies, citizens become more and
more exposed to serious cyber incidents.
Future security depends, among others, on
enhancing technological and industrial
ability to protect the Union against cyber
threats, as both civilian infrastructure and
military capacities rely on secure digital
systems.

(1) GurMore than 80 % of the population
of the Union is connected to the internet
and our daily lives and economies_are
becoming-become increasingly dependent
on digital technologies, eitizens
becomewith _citizens _becoming more and
more exposed to serious cyber incidents.
Future security depends, among others, on
contributing to overall resilience, on
enhancing technological and industrial
ability to protect the Union against
constantly evolving cyber threats, as both
etvitian_infrastructure and-military
security capacities rely on secure digital
systems. Such security can be achieved by
raising the awareness for cybersecurity
threats, by developing competences,
capacities, capabilities throughout the
Union, thoroughly taking into account the
interplay of hardware and software
infrastructure, networks, products and
processes, and the societal and ethical

implications and concerns.

(1) Our daily lives and economies
becomeare becoming increasingly
dependent on digital technologies, and
citizens become more and more exposed to
serious cyber incidents. Future security
depends, among othersother things, on
enhancing technological and industrial
ability to protect the Union against cyber
threats, as both civilian infrastructure and
military capacities rely on secure digital
systems.

EP to make new proposal, merger with
recital 10a.

"awareness" to be put in square brackets
(link recital 60a)
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Recital 1a

(la) Cybercrime is a fast growing threat
to the Union, its citizens and its economy.
In 2017, 80 % of the European companies
experienced at least one cyber incident.
The Wannacry-attack in May 2017
affected more than 150 countries and

230 000 IT-systems and had significant

EP to make new proposal, merger with
recital 10.

"Cybercrime" possibly replaced by "Cyber
incidents"

Deletion of sentences with data

Y 10a impacts on critical infrastructures, such
as hospitals. This underlines the necessity
for the highest cybersecurity standards
and holistic cybersecurity solutions,
involving people, products, processes and
technology in the Union, as well as for the
Union’s leadership in the matter, and for
digital autonomy.
Recital 2
(2) The Union has steadily increased its (2) The Union has steadily increased its (2) The Union has steadily increased its (2) The Union has steadily increased its
activities to address growing cybersecurity | activities to address growing cybersecurity | activities to address growing cybersecurity | activities to address growing cybersecurity
challenges following the 2013 challenges following the 2013 challenges following the Cybersecurity challenges following the Cybersecurity
Cybersecurity Strategy! aimed to foster a Cybersecurity Strategy' aimed to foster a Strategy put forward by the Commission Strategy put forward by the Commission
reliable, safe, and open cyber ecosystem. In | reliable, safe, and open cyber ecosystem. In | and the High Representative of the Union | and the High Representative of the Union
2016 the Union adopted the first measures | 2016 the Union adopted the first measures | for Foreign Affairs and Security Policy for Foreign Affairs and Security Policy
in the area of cybersecurity through in the area of cybersecurity through ("High Representative") in their Joint ("High Representative") in their Joint
Directive (EU) 2016/1148 of the European | Directive (EU) 2016/1148 of the European | Communication to the European Communication to the European
11 Parliament and of the Council? on security | Parliament and of the Council?® on security | Parliament, the Council, the European Parliament, the Council, the European
of network and information systems. of network and information systems. Economic and Social Committee and the Economic and Social Committee and the
Committee of the Regions entitled Committee of the Regions entitled
1. Joint Communication to the European 1. Joint Communication to the European "Cybersecurity Strategy of the European "Cybersecurity Strategy of the European
Parliament and the Council:: Cybersecurity | Parliament and the Council:: Cybersecurity | Union: An Open, Safe and Secure Union: An Open, Safe and Secure
Strategy of the European Union: An Open, | Strategy of the European Union: An Open, | Cyberspace' ("'the 2013 Cybersecurity Cyberspace” ("'the 2013 Cybersecurity
Safe and Secure Cyberspace JOIN(2013) 1 | Safe and Secure Cyberspace JOIN(2013) 1 | Strategy””). The 2013 Cybersecurity Strategy’"). The 2013 Cybersecurity
final. final. Strategy aimed to foster a reliable, safe, Strategy aimed to foster a reliable, safe,
2. Directive (EU) 2016/1148 of the 2. Directive (EU) 2016/1148 of the and open cyber ecosystem. In 2016 the and open cyber ecosystem. In 2016 the
European Parliament and of the Council of | European Parliament and of the Council of | Union adopted the first measures in the Union adopted the first measures in the
12293/20 EB/ip
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6 July 2016 concerning measures for a
high common level of security of network
and information systems across the Union
(OJ L 194, 19.7.2016, p. 1).

6 July 2016 concerning measures for a
high common level of security of network
and information systems across the Union
(OJ L 194, 19.7.2016, p. 1).

area of cybersecurity through Directive
(EU) 2016/1148 of the European
Parliament and of the Council®Z on security
of network and information systems.

1. Joint-Communicationto[l] Directive
(EU) 2016/1148 of the European
Parliament and of the Council:+
Cebepperce ORI~ nel of 6 July

2016 concerning measures for a high

area of cybersecurity through Directive
(EU) 2016/1148 of the European
Parliament and of the Council®Z on security
of network and information systems.

1. Joint-Communicationto[l] Directive
(EU) 2016/1148 of the European
Parliament and of the Council:+
Cebepsperce O EHI——inel of 6 July

2016 concerning measures for a high

common level of security of network and

common level of security of network and

information systems across the Union (OJ

information systems across the Union (OJ

L 194, 19.7.2016, p. 1).
2. Direetive (EL)- 20161148 of the

L 194, 19.7.2016, p. 1).
2. Direetive (EU)2016/1148 of the

z Dol Lot theCowneilof | E Dl L of theCowneil-of
1200 . b Lini Lo . hoLni.
reference to be updated in case of a new
Cybersecurity Strategy
Text Origin: Council Mandate
12293/20 EB/ip
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Recital 3

(3) In September 2017, the Commission
and the High Representative of the Union
for Foreign Affairs and Security Policy
presented a Joint Communication! on
"Resilience, Deterrence and Defence:
Building strong cybersecurity for the EU"
to further reinforce the Union’s resilience,
deterrence and response to cyber-attacks.

(3) In September 2017, the Commission
and the High Representative of the Union
for Foreign Affairs and Security Policy
presented a Joint Communication' on
"Resilience, Deterrence and Defence:
Building strong cybersecurity for the EU"
to further reinforce the Union’s resilience,
deterrence and response to cyber-attacks.

(3) In September 2017, the Commission
and the High Representative of the Union

- ; it
onpresented a Joint Communication to
the European Parliament and the Council

(3) In September 2017, the Commission
and the High Representative of the Union

- ; it
onpresented a Joint Communication to
the European Parliament and the Council

entitled "Resilience, Deterrence and
Defence: Building strong cybersecurity for
the EU" to further reinforce the Union’s

entitled "Resilience, Deterrence and
Defence: Building strong cybersecurity for
the EU" to further reinforce the Union’s

12 1. Joint Communication to the European 1. Joint Communication to the European resilience, deterrence and response to resilience, deterrence and response to
Parliament and the Council "Resilience, Parliament and the Council "Resilience, cyber-attacks. cyber-attacks.
Deterrence and Defence: Building strong Deterrence and Defence: Building strong
cybersecurity for the EU", JOIN(2017) 450 | cybersecurity for the EU", JOIN(2017) 450 | 1. Joint-Communicationto-theEuropean b et e e e e
final. final. Perticanent-and-the-Council"Resiliencer Perticamnent-and-the-Council"Resiliencer
@%%%MW 2 » ¢ ”, 50 ej’bBVS’EE‘iH‘-lf'j _ﬁé?’ Fli > EEZ”, LQ[DMQQZ; 1;9
Text Origin: Council Mandate
Recital 4
(4) The Heads of State and Government at | (4) The Heads of State and Government at | (4) The Heads of State and Government at | (4) The Heads of State and Government at
the Tallinn Digital Summit, in September the Tallinn Digital Summit, in September the Tallinn Digital Summit, in September the Tallinn Digital Summit, in September
2017, called for the Union to become "a 2017, called for the Union to become "a 2017, called for the Union to become "a 2017, called for the Union to become "a
global leader in cyber-security by 2025, in | global leader in cyber-security by 2025, in | global leader in cyber-security by 2025, in | global leader in cyber-security by 2025, in
order to ensure trust, confidence and order to ensure trust, confidence and order to ensure trust, confidence and order to ensure trust, confidence and
protection of our citizens, consumers and protection of our citizens, consumers and protection of our citizens, consumers and protection of our citizens, consumers and
Y 13 enterprises online and to enable a free and enterprises online and to enable a free, enterprises online and to enable a free and enterprises online and to enable a free, Y
law-governed internet." safer and law-governed internet" ", and law-governed internet." safer and law-governed internet" ", and
declared to “make more use of open declared to “make more use of open
source solutions and/or open standards source solutions and/or open standards
when (re)building Information and when (re)building Information and
Communication Technology (ICT) Communication Technology (ICT)
systems and solutions (among else, to systems and solutions (among else, to
avoid vendor lock-ins), including those avoid vendor lock-ins), including those
12293/20 EB/ip 8
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developed and/or promoted by EU
programmes for interoperability and
standardisation, such as ISA>”.

developed and/or promoted by EU
programmes for interoperability and

standardisation, such as ISA>”.

Proivsional OK. Council to check with MS

Text Origin: EP Mandate

Recital 4a

Y 13a

(4a) The European Cybersecurity
Industrial, Technology and Research
Competence Centre (the ‘Competence
Centre’) should help to increase the
resilience and reliability of the
infrastructure of network and information
systems, including the internet and other
critical infrastructure for the functioning
of society such as transport, health, and
banking systems.

COM to propose new text

Recital 4b

Y 13b

(4b) The Competence Centre and its
actions should take into account the
implementation of Regulation (EU)
2019/XXX [recast of Regulation (EC)
No 428/2009 as proposed by

COM(2016)0616]".

1. Regulation (EU) 2019/... of the
European Parliament and of the Council
of ... setting up a Union regime for the
control of exports, transfer, brokering,
technical assistance and transit of dual-
use items (OJ L ..., ..., p. ...).

Possible deletion: EP to check
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Recital 5
(5) Substantial disruption of network and (5) Substantial disruption of network and (5) Substantial disruption of network and
information systems can affect individual information systems can affect individual information systems can affect individual COM to propose new text
Member States and the Union as a whole. Member States and the Union as a whole. Member States and the Union as a whole. Council reluctant on reference to
The security of network and information The highest level of security of network The security of network and information "protection of data", which should be in
systems is therefore essential for the and information systems throughout the systems is therefore essential for the square brackets. Wording "highest level"
smooth functioning of the internal market. Union is therefore essential for-#ke-smooth | smooth functioning of the internal market. and deletion of reference to "the smooth
At the moment, the Unlon depends on non- | funetioningofthe-internalmarket_society At the moment, the U_mon depends ONNON- | f,nctioning of the internal market" to be
European cybersecurity providers. and economy alike. At the moment, the European cybersecurity providers. ——
However, it is in the Union's strategic Union depends on non-European However, it is in the Union's strategic
interest to ensure that it retains and cybersecurity providers. However, it is in interest to ensure that it retains and
develops essential cybersecurity the Union's strategic interest to ensure that | develops essential cybersecurity research
v 14 technological capacities to secure its it retains and develops essential and technological capacities to secure its
Digital Single Market, and in particular to cybersecurity technological capacities and | Digital Single Market_as outlined by the
protect critical networks and information capabilities to secure_the protection of Commission in its Communication to the
systems and to provide key cybersecurity data and critical networks and European Parliament, the Council, the
services. information systems of European citizens | European Economic and Social
and companies, including-itsDigital Committee and the Committee of the
Single-Market—and-in-particutarto-protect | Regions entitled "A Digital Single Market
critical #etworks-and-information Strategy for Europe"”, and in particular to
systemsinfrastructures for the functioning | protect critical #etworksnetwork and
of society such as transport systems, information systems and to provide key
health systems and banking, and the cybersecurity services.
Digital Single Market, and to provide key
cybersecurity services.
Recital 6
(6) A wealth of expertise and experience (6) A wealth of expertise and experience (6) A wealth of expertise and experience (6) A wealth of expertise and experience
in cybersecurity research, technology and in cybersecurity research, technology and in cybersecurity research, technology and in cybersecurity research, technology and
industrial development exists in the Union industrial development exists in the Union | industrial development exists in the Union, | industrial development exists in the Union
v 15 but the efforts of industrial and research but the efforts of industrial and research but the efforts of industrial and research but the efforts of industrial and research
communities are fragmented, lacking communities are fragmented, lacking communities are fragmented, lacking communities are fragmented, lacking
alignment and a common mission, which alignment and a common mission, which alignment and a common mission, which alignment and a common mission, which
hinders competitiveness in this domain. hinders competitiveness and effective hinders competitiveness in this domain. hinders competitiveness and effective
These efforts and expertise need to be protection of critical data, networks and These efforts and expertise need to be protection of [critical data], networks and
pooled, networked and used in an efficient | systems in this domain. These efforts and pooled, networked and used in an efficient | systems in this domain. These efforts and
12293/20 EB/ip 10
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manner to reinforce and complement
existing research, technology and industrial
capacities at Union and national levels.

expertise need to be pooled, networked and
used in an efficient manner to reinforce and
complement existing research, technology,
skills and industrial capacities at Union and
national levels. Whereas ICT sector faces
important challenges, such as fulfilling its
demand for skilled workers, it can benefit
from _representing the diversity of society

at large, and from achieving a balanced
representation of genders, ethnic
diversity, and non-discrimination against
disabled persons, as well as from
facilitating the access to knowledge and

training for future cybersecurity experts,
including their education in non-formal
contexts, for example in Free and Open
Source Software projects, civic tech
projects, start-ups and microenterprises.

manner to reinforce and complement
existing research, technology and industrial
capacities at Union and national levels.

expertise need to be pooled, networked and
used in an efficient manner to reinforce and
complement existing research, technology,
skills and industrial capacities at Union and
national levels. Whereas ICT sector faces
important challenges, such as fulfilling its
demand for skilled workers, it can benefit
from _representing the diversity of society

at large, and from achieving a balanced
representation of genders, ethnic
diversity, and non-discrimination against
disabled persons, as well as from
facilitating the access to knowledge and

training for future cybersecurity experts,
including their education in non-formal
contexts, for example in Free and Open
Source Software projects, civic tech
projects, start-ups and microenterprises.

Council to check EP text.
"Data" in square brackets.

Text Origin: EP Mandate

Recital 6a
(6a) Small and medium-sized enterprises (6a) Small and medium-sized enterprises
(SMEs) are crucial actors in the Union’s (SMEs) are crucial actors in the Union’s
cybersecurity sector, which can provide cybersecurity sector, which can provide
cutting-edge solutions due to their agility. cutting-edge solutions due to their agility.
SMEs that are not specialised in SMEsS that are not specialised in
cybersecurity are, however, also prone to cybersecurity are, however, also prone to
15a be more vulnerable to cyber incidents due be more vulnerable to cyber incidents due

to high investment and knowledge to high investment and knowledge
requirements to establish effective requirements to establish effective
cybersecurity solutions. It is therefore cybersecurity solutions. It is therefore
necessary that the Competence Centre necessary that the Competence Centre
and the Cybersecurity Competence and the Cybersecurity Competence
Network (the ‘Network’) provide special Network (the ‘Network’) provide special
support for SMEs by facilitating their support for SMEs by facilitating their
access to knowledge and training in order access to knowledge and training in order

12293/20 EB/ip 11
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to allow them to secure themselves to allow them to secure themselves
sufficiently and to allow those who are sufficiently and to allow those who are
active in _cybersecurity to contribute to the active in _cybersecurity to contribute to the
Union’s leadership in the field. Union’s leadership in the field.
Council to check EP text.
Wording last sentence too prescriptive.
Text Origin: EP Mandate
Recital 6b
(6b) Expertise exists beyond industrial (6b) [Expertise exists beyond industrial
and research contexts. Non-commercial and research contexts. Non-commercial
and pre-commercial projects, referred to and pre-commercial projects, referred to
as “civic tech” projects, make use of open as “civic tech” projects, make use of open
standards, Open Data, and Free and standards, Open Data, and Free and
Open Source Software, in the interest of Open Source Software, in the interest of
Y 15b N . 3 .
society and the public good. They society and the public good]
contribute to the resilience, awareness
and development of competence in To be included in a compatible recital
cybersecurity matters and play an
important role in building capacities for Text Origin: EP Mandate
industry and research in the field.
Recital 6¢
(6¢c) The term ‘stakeholders’, when used
in the context of this Regulation, refers to, Council reluctant.
inter alia, industry, public entities and EP to propose new text.
other entities which deal with operational
y 15¢ and technical matters in the area of
cybersecurity, as well as to civil society,
inter alia trade unions, consumer
associations, the Free and Open Source
Software community, and the academic
and research community.
12293/20 EB/ip 12
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Recital 7

(7) The Council Conclusions adopted in
November 2017 called on the Commission
to provide rapidly an impact assessment on
the possible options to create a network of
cybersecurity competence centres with the
European Research and Competence

(7) The Council Conclusions adopted in
November 2017 called on the Commission
to provide rapidly an impact assessment on
the possible options to create a network of
cybersecurity competence centres with the
European Research and Competence

(7) The Council Conclusions adopted in
November 2017 called on the Commission
to provide rapidly an impact assessment on
the possible options to create a Network of
Cybersecurity Competence Centres,
together with a-with-the European

(7) The Council Conclusions adopted in
November 2017 called on the Commission
to provide rapidly an impact assessment on
the possible options to create a Network of
Cybersecurity Competence Centres,
together with a-withthe European

Y 16 Centre and propose by mid-2018 the Centre and propose by mid-2018 the Cybersecurity Research and Competence Cybersecurity Research and Competence Y
relevant legal instrument. relevant legal instrument. Centre and propose by mid-2018 the Centre and propose by mid-2018 the
relevant legal instrument. relevant legal instrument.
use of 'Competence’
Text Origin: Council Mandate
Recital 7a
(7a) The Union still lacks sufficient (7a) The Union still lacks sufficient
technological and industrial capacities technological and industrial capacities
and capabilities to autonomously secure and capabilities to autonomously secure
its economy and critical infrastructures its economy and critical infrastructures
and to become a global leader in and to become a global leader in
cybersecurity field, There is an cybersecurity field, There is an
insufficient level of strategic and insufficient level of strategic and
sustainable coordination and cooperation | sustainable coordination and cooperation
between industries, cybersecurity research | between industries, cybersecurity research
16a communities and governments; the EU communities and governments; the EU
suffers from subscale investment and suffers from subscale investment and
limited access to cybersecurity know- how, | limited access to cybersecurity know- how,
skills and facilities across Europe; and skills and facilities across Europe; and
few European cybersecurity research and | few European cybersecurity research and
innovation outcomes are translated into innovation outcomes are translated into
marketable solutions and widely deployed | marketable solutions and widely deployed
across the economy. across the economy.
Text Origin: Council Mandate
12293/20 EB/ip 13
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Recital 7b |
(7b) The option of creating a network of (7b) The option of creating a network of
national coordination centres, together national coordination centres, together
with a European Cybersecurity Industrial, | with a European Cybersecurity Industrial,
Technology and Research Centre, with a Technology and Research Centre, with a
dual mandate to pursue measures in [dual] mandate to pursue measures in
support of industrial technologies, as well | support of industrial technologies, as well
as in the domain of research and as in the domain of research and
innovation, is best suited to achieve the innovation, is best suited to achieve the
goals of this Regulation, while offering goals of this Regulation, while offering

Y 16b the highest economic, societal, and the highest economic, societal, and
environmental impact and safeguarding environmental impact and safeguarding
the Union’s interests. the Union’s interests.

word "dual" in square brackets: EP to

check

Text Origin: Council Mandate

Recital 8

(8) The Competence Centre should be the | (8) The Competence Centre should be the | (8) The-Competence-_Centre should be the | (8) The-Competerce-_Centre should be the
Union's main instrument to pool Union's main instrument to pool Union's main instrument to pool Union's main instrument to pool
investment in cybersecurity research, investment in cybersecurity research, investment in cybersecurity research, investment in cybersecurity research,
technology and industrial development and | technology and industrial development and | technology and industrial development and | technology and industrial development and
to implement relevant projects and to implement relevant projects and to implement relevant projects and to implement relevant projects and
initiatives together with the Cybersecurity initiatives together with the-Cybersecurity initiatives together with_a Network of initiatives together with_a Network of
Competence Network. It should deliver Competenee-_Network. It should deliver National Coordination Centre (""the-the National Coordination Centre ("the-the

v 17 cybersecurity-related financial support cybersecurity-related financial support Eybersecurity-Competenee Network ). Eybersecurity-Competenee Network”).

from the Horizon Europe and Digital from the Horizon Europe and Digital The Centre —#should deliver The Centre —+should deliver

Europe programmes, and should be open to | Europe programmes, as well as from the cybersecurity-related financial support cybersecurity-related financial support

the European Regional Development Fund | European Defence Fund for actions and from_Horizon Europe - the Framework from_Horizon Europe - the Framework

and other programmes where appropriate. administrative costs related to defence, Programme for Research and Innovation Programme for Research and Innovation

This approach should contribute to creating | and should be open to the European established by Regulation 2020/... of the established by Regulation 2020/... of the

synergies and coordinating financial Regional Development Fund and other European Parliament and of the Council' | European Parliament and of the Council’

support related to cybersecurity research, programmes where appropriate. This (‘the the-Horizon Europe programme’) (‘the -the-Horizon Europe programme’)

innovation, technology and industrial approach should contribute to creating and the arnd-Digital Europe and theand Digital Europe

development and avoiding duplication. synergies and coordinating financial programmessprogramme established by programmessprogramme established by
12293/20 EB/ip 14
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support related to Union initiatives in the

Regulation 2020/... of the European

field of cybersecurity research_and
development, innovation, technology and
industrial development and avoiding
duplication.

Parliament and of the Council? (‘the

Regulation 2020/... of the European
Parliament and of the Council® (‘the

Digital Europe programme and should be
open to the European Regional
Development Fund and other programmes
where appropriate. This approach should
contribute to creating synergies and
coordinating finaneiaifin’), ancial support
related to cybersecurity research,
innovation, technology and industrial
development and avoiding unnecessary
duplication.

1. Regulation 2020/... of the European
Parliament and of the Council, of ...,

Digital Europe programme) [ as well as
from the European Defence Fund for
actions and administrative costs related to
defence] and should be open to the
European Regional Development Fund and
other programmes where appropriate. This
approach should contribute to creating
synergies and coordinating financial
support related to Union initiatives in the
field of cybersecurity research_and
development, innovation, technology and
industrial development and avoiding
unnecessary duplication.

establishing Horizon Europe - the
Framework Programme for Research and

1 . Regulation 2020/... of the European

Innovation, laying down its rules for
participation and dissemination (0OJ ...)

Parliament and of the Council, of ...,
establishing Horizon Europe - the

[2018/0224(COD)].
2. Regulation 2020/... of the European

Framework Programme for Research and
Innovation, laying down its rules for

Parliament and of the Council, of ...,

participation and dissemination (0J ...)

establishing the Digital Europe
programme for the period 2021-2027 (0OJ

[2018/0224(COD)].
2. Regulation 2020/... of the European

...) [2018/0227(COD)].

Parliament and of the Council, of ...,
establishing the Digital Europe
programme for the period 2021-2027 (OJ
...) [2018/0227(COD)].

merger EP - Council text. Reference to
Defence in square brackets

O BN o= =gle=Y Defence/dual use

aspect

Text Origin: Council Mandate
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Recital 8a |
(8a) The Centre should not play an (8a) The Competence Centre should not
operational role nor provide operational carry out operational cybersecurity tasks,
technical assistance. Upon request from a | such as tasks associated with Computer
Member State the Centre, within the Security Incident Response Teams
scope of its mandate, should be able to (CSIRTs), including monitoring and
provide expert cybersecurity industrial, responding to Cybersecurity incidents.
technological, and research advice to that | [However, the Competence Centre could
Member State. acquire and operate cyber security

infrastructures at the service of industries,
Y 17a in particular SMEs, research
communities, civil society, and the public
sector in line with the mission and
objectives laid down in this Regulation.]
Council to check with MS
Concrete formulation to be in line with
63g, 87aa

Recital 8a

(8a) “Security by design” as a principle

established in Commission Joint EP to provide new text

Communication of 13 September 2017

entitled “Resilience, Deterrence and

Defence: Building strong cybersecurity

for the EU” includes state-of-the-art
v 176 methods by which to increase security, at

all stages of the lifecycle of a product or

service, starting with secure design and

development methods, reducing the attack

surface, and incorporating adequate

security testing and security audits. For

the duration of operation and

maintenance, producers or providers need

to make available updates remedying new
12293/20 EB/ip 16
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vulnerabilities or threats without delay,
for the estimated lifetime of a product and

beyond. This can also be achieved by
enabling third parties to create and
provide such updates. The provision of

updates is especially necessary in the case
of commonly used infrastructures,
products and processes.

Recital 8aa

Y 17¢

(8aa) The Centre would benefit from the
experience and the broad and relevant
stakeholders' representation built through
the contractual public-private partnership
on _cybersecurity between the Commission
and European Cyber Security
Organisation ECSO Association during
the duration of the Framework
Programme for Research and Innovation
(2014-2020) (""Horizon 2020"),
established by Regulation (EU) No
1291/2013 of the European Parliament
and of the Council’, and the lessons
learned from four pilot projects® launched
in_early 2019 under Horizon 2020, for the
management of the Cybersecurity
Competence Community, and the
representation of the Cybersecurity
Competence Community in the Centre.

1. Regulation (EU) No 1291/2013 of the
European Parliament and of the Council
of 11 December 2013 establishing
Horizon 2020 - the Framework
Programme for Research and Innovation
(2014-2020) and repealing Decision No
1982/2006/EC (0OJ L 347, 20.12.2013, p.
104).

2. CONCORDIA, ECHO, SPARTA and
CyberSec4Europe are the four winning

COM to provide new text
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pilot projects of the 2018 Horizon 2020
cybersecurity call "establishing and
operating a pilot for a European
Cybersecurity Competence Network and
developing a common European
Cybersecurity Research & Innovation
Roadmap".
Recital 8b
(8b) In view of the extent of the
cybersecurity challenge and in view of the Council sceptical, to check with MS.
investments made in_cybersecurity
capacities and capabilities in other parts
of the world, the Union and its Member
States should step up their financial
support to research, development and
Y 17d . 3
deployment in this area. In order to
realise economies of scale and achieve a
comparable level of protection across the
union, the Member States should put their
efforts into a European framework by
investing through the Competence Centre
mechanism where relevant.
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Recital 8c
(8¢c) The Competence Centre and the
Cybersecurity Competence Community Council sceptical, to check with MS.
should, in order to foster the Union’s
competitiveness and the highest
cybersecurity standards internationally,
seek the exchange on cybersecurity
products and processes, standards and
technical standards with the international
Y 17¢ community. Technical standards include
the creation of reference
implementations, published under open
standard licences. The secure design of,
in particular, reference implementations
is crucial for the overall reliability and
resilience of commonly used network and
information system infrastructure like the
internet and critical infrastructures.
Recital 9
(9) Taking into account that the objectives | (9) Taking into account that the objectives | (9) Fakinginto-aecountthatthe-objectives
of this initiative can be best achieved if all of this initiative can be best achieved if all of this-initiative-ear-be-bestachievedifaH | To be rediscussed depending outcome
Member States or as many Member States Member States or as many Member States e e voting/financing.
as possible participate, and as an incentive | as possible-participate_contribute, and as B
for Member States to take part, only an incentive for Member States to take B e e Link voting/financing
Member States who contribute financially part, only Member States who contribute st b pnedbe s s f
to the administrative and operational costs financially to the administrative and rephee b b e L ]
Y 18 of the Competence Centre should hold operational costs of the Competence Centre | eostsThe Centre would benefit from the
voting rights. should hold voting rights. experience and the broad and relevant
stakeholders' representation built through
the contractual public-private partnership
on_cybersecurity between the Commission
and European Cyber Security
Organisation ECSO Association during
the duration of the Framework
Programme for Research and Innovation
12293/20 EB/ip 19
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(2014-2020) (""Horizon 2020"),
established by Regulation (EU) No
1291/2013 of the European Parliament
and of the Council’, and the lessons
learned from four pilot projects® launched
in early 2019 under Horizon 2020, for the
management of the Cybersecurity
Competence Eentre-should-hotdvoting
rightsCommunity, and the representation
of the Cybersecurity Competence
Community in the Centre.

1. Regulation (EU) No 1291/2013 of the
European Parliament and of the Council
of 11 December 2013 establishing
Horizon 2020 - the Framework
Programme for Research and Innovation
(2014-2020) and repealing Decision No
1982/2006/EC (OJ L 347, 20.12.2013, p.
104).

2. CONCORDIA, ECHO, SPARTA and
CyberSec4Europe are the four winning
pilot projects of the 2018 Horizon 2020
cybersecurity call "establishing and
operating a pilot for a European
Cybersecurity Competence Network and
developing a common European
Cybersecurity Research & Innovation

Roadmap".
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Recital 9a

Y 18a

(9a) When the Centre is preparing its
annual work programme ("annual work
programme"’), it should inform the
Commission on its co-funding needs
based on the Member States’ planned co-
funding contributions to joint actions, in
order for the Commission to take into
account the Union matching contribution
in the preparation of the draft general
budget for the following year.

COM new text awaited

Link voting/financing

Recital 9b

Y 18b

(9b) Where the Commission prepares the
work programme of the Horizon Europe
programme for matters related to cyber
security, including in the context of its
stakeholder consultation process and
particularly before the adoption of that
work programme, the Commission should
take into account the input of the Centre
and share that input with the Programme
Committee of the Horizon Europe

programme.

COM new text awaited.

Link voting/financing
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Recital 9¢

(9c) In order to support its role in the
area of cybersecurity and the involvement

(9c) In order to support its role in the
area of cybersecurity and the involvement

of the Network and to provide a strong

of the Network and to provide a strong

governance role for the Member States,

governance role for the Member States,

the Centre should be established as a
Union body with legal personality. The

the Centre should be established as a
Union body with legal personality. The

Centre should perform a dual role by

Centre should perform a [dual] role by

undertaking specific tasks in the area of

undertaking specific tasks in the area of

cybersecurity industry, technology and

cybersecurity industry, technology and

research as laid down inthis Regulation

research as laid down inthis Regulation

and by managing cybersecurity related

and by managing cybersecurity related

funding from several programmes at the

funding from several programmes at the

same time — notably the Horizon Europe

same time — notably the Horizon Europe

programme and the Digital Europe
programme, and possibly even further

programme and the Digital Europe
programme, and possibly even further

Y 18¢ s . s 6
Union programmes. Such management is | Union programmes. Such management is
to be in accordance with therules to be in accordance with therules
applicable to those programmes. applicable to those programmes.
Nevertheless, considering that the Nevertheless, considering that the
funding for the functioning of the Centre | funding for the functioning of the Centre
would originate primarily from the Digital | would originate primarily from the Digital
Europe programme and the Horizon Europe programme and the Horizon
Europe programme, it is necessary that Europe programme, it is necessary that
the Centre is considered as a partnership the Centre is considered as a partnership
for the purpose of budget implementation, | for the purpose of budget implementation,
including the programming phase. including the programming phase.
reference to "dual" in square brackets.
Text Origin: Council Mandate
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Recital 10

(10) The participating Member States' (10) The participating Member States'
financial participation should be financial participation should be \ deleted || Link voting/financing

Y 19 . . . .
commensurate to the Union's financial commensurate to the Union's financial
contribution to this initiative. contribution to this initiative.

Recital 11

(11) The Competence Centre should (11) The Competence Centre should (11) The-Competernee_Centre should (11) The-Competernee_Centre should
facilitate and help coordinate the work of facilitate and help coordinate the work of facilitate and 4efp-coordinate the work of facilitate and 4efp-coordinate the work of
the Cybersecurity Competence Network the Cybersecurity Competence Network the_Network, which should be the_Network, which should be
(“the Network™), made up of National (“the Network™), made up of National YhersecHrity 2 = Dbt : -
Coordination Centres in each Member Coordination Centres in each Member Network—); made up of National Network—); made up of National
State. National Coordination Centres State. National Coordination Centres Coordination Centres, one_from-i# each Coordination Centres, one_from-i# each
should receive direct Union financial should receive direct Union financial Member State. National Coordination Member State. National Coordination
support, including grants awarded without | support, including grants awarded without | Centres should receive direct Union Centres should receive direct Union

y 20 a call for proposals, in order to carry out a call for proposals, in order to carry out financial support, including grants awarded | financial support, including grants awarded
activities related to this Regulation. activities related to this Regulation. without a call for proposals, in order to without a call for proposals, in order to

carry out_their activities related to this carry out_[their] activities related to this
Regulation. Regulation.
Council and EP to check "their".
Text Origin: Council Mandate
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Recital 12

(12) National Coordination Centres should
be selected by Member States. In addition
to the necessary administrative capacity,
Centres should either possess or have
direct access to cybersecurity technological
expertise in cybersecurity, notably in
domains such as cryptography, ICT
security services, intrusion detection,
system security, network security, software
and application security, or human and
societal aspects of security and privacy.
They should also have the capacity to
effectively engage and coordinate with the
industry, the public sector, including
authorities designated pursuant to the
Directive (EU) 2016/1148 of the European
Parliament and of the Council', and the
research community.

(12) National Coordination Centres should
be selected by Member States. In addition
to the necessary administrative capacity,
Centres should either possess or have
direct access to cybersecurity technological
expertise in cybersecurity, notably in
domains such as cryptography, ICT
security services, intrusion detection,
system security, network security, software
and application security, or human,
ethical, societal and environmental-a#d
soetetal aspects of security and privacy.
They should also have the capacity to
effectively engage and coordinate with the
industry, the public sector, including
authorities designated pursuant to the
Directive (EU) 2016/1148 of the European
Parliament and of the Council', and the

(12) National Coordination Centres should
be seleeted-brembesStaies—timaddicon
to-theneeessarypublic sector entities, or
entities with a majority of public
participation, performing public
administrative eapaeity—Centresfunctions
under national law, including by means
of delegation, and they should either

seeuritybe selected by Member States. The
functions of a National Coordination

Centre in a given Member State can be
carried out by an entity that carries out

21 research community_in order to establish a | other functions arising under Union law,
1. Directive (EU) 2016/1148 of the continuous public-private dialogue on such as those of a national competent
European Parliament and of the Council of | cybersecurity. In addition, awareness authority,_a single point of contact in the
6 July 2016 concerning measures for a should be raised among the general meaning of Directive (EU) 2016/1148,
high common level of security of network | public about cybersecurity through any other EU Regulation, or a digital
and information systems across the Union appropriate means of communication. innovation hub in the meaning of the
(OJ L 194, 19.7.2016, p. 1). Digital Europe programme. Other-o+
1. Directive (EU) 2016/1148 of the Lo sl c e s el con |
European Parliament and of the Council of | privacy—Thep-should-also-havethe
6 July 2016 concerning measures for a eapacity-to-effectively-engage-and
high common level of security of network e i o L hs public
and information systems across the Union SeCtor—irebnctie it oo
(OJ L 194, 19.7.2016, p. 1). prisitenito-the-Directive L2046 4N
Couneill: R A ;
entities or entities performing public
administrative functions in a Member
State could assist the National
Coordination Centre in that Member
12293/20 EB/ip 24
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State, in carrying out its functions.

Recital 12a

2la

(12a) The National Coordination Centres
should have the necessary administrative
capacity and should possess or have
access to cybersecurity industrial,
technological and research expertise and
be in a position to effectively engage and
coordinate with the industry, the public
sector, and the research community.

Recital 13

22

(13) Where financial support is provided
to National Coordination Centres in order
to support third parties at the national level,
this shall be passed on to relevant
stakeholders through cascading grant
agreements.

(13) Where financial support is provided
to National Coordination Centres in order

to support third parties at the national level,

this shall be passed on to relevant
stakeholders through cascading grant
agreements.

(13) Hhere-financicl-supportisprovided.
retteet b e e D The
National Coordination Centres may
receive grants from the Centre in order to
provide financial support_to third parties
atin the form of grants. The direct cost
incurred by the National level—this-shatl-be
caseadinggrant-asreementsCoordination
Centres for the provision and
administration of financial support to
third parties shall be eligible for funding.
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Recital 14

(14) Emerging technologies such as
artificial intelligence, Internet of Things,
high-performance computing (HPC) and
quantum computing, blockchain and
concepts such as secure digital identities
create at the same time new challenges for
cybersecurity as well as offer solutions.
Assessing and validating the robustness of
existing or future ICT systems will require
testing security solutions against attacks

(14) Emerging technologies such as
artificial intelligence, Internet of Things,
high-performance computing (HPC) and
quantum computing,_as well as-blockehain
and concepts such as secure digital
identities create at the same time new
challenges for cybersecurity as well as
offer products and processes-solutions.
Assessing and validating the robustness of
existing or future ICT systems will require

ereate The Centre, the Network and the
Cybersecurity Competence Community

ereateThe Centre, the Network and the
Cybersecurity Competence Community

should help advance and disseminate the

should help advance and disseminate the

latest cybersecurity products and

solutions. At the same time #ew-challenges

latest cybersecurity products and

solutions. At the same time rnew-chatlenges

run on HPC and quantum machines. The testing security_products and processes B e I e e
Competence Centre, the Network and the sotutions against attacks run on HPC and shesessing-nd-validating-the-robistiev-of | shwessing-and-velidating-the-robistness-of
Cybersecurity Competence Community quantum machines.— The Competence exvistingorfittretCTvestenseitlregitive | existng-orfintredCTestentswitiregitire
should help advance and disseminate the Centre, the Network, the European Digital | testingsecurity-solutions-asainst-attacks testing—securitv-solutions-asainst-ativeks
latest cybersecurity solutions. At the same | Innovation Hubs and the Cybersecurity e e e e b s b e Ll
time the Competence Centre and the Competence Community should help D e Mool o Ll B
Network should be at the service of advance and disseminate the latest Cebmeeins Do e Dl thethe Centre and the Network should
23 developers and operators in critical sectors | cybersecurity_products and processes, shountd-help-advanee-and-dissenitate-the promote the cybersecurity capability of

such as transport, energy, health, financial, | including dual use, in particular those B e the demand side industry, in particular
government, telecom, manufacturing, that help organisations to be in a constant | time-the-Competence-Centre-and-the by supporting developers and operators in
defence, and space to help them solve their | state of building capacity, resilience and Networkvhonld-be-ci-theservice-of sectors such as transport, energy, health,
cybersecurity challenges. appropriate governance. The Competence | developers-and-operators-in-eritical finance, government, telecom,

Centre and the Network should stimulate | : S A t; ; ; manufacturing, and space to help them

the whole innovation cycle and contribute | - 5 ; ; solve their cybersecurity Competence

to bridging the valley of death of e I e

innovation of cybersecurity technologies tHiensohethetr-evbersectrine bt oo e b i

and services-selutions. At the same time ehatlengesthe Centre and the Network sl b b D e

the Competence Centre, the Network and should promote the cybersecurity Centrecd-Hie-Nenvorkhomld-be-ai-the

the NetiworkCommunity should be at the capability of the demand side industry, in | service-of-developers-and-operatorsin

service of developers and operators in particular by supporting developers and e SPOFh £

critical sectors such as transport, energy, operators in sectors such as transport, H et . ; ;

health, financial, government, telecom, energy, health, finance, government, B

manufacturing, defence, and space to help | telecom, manufacturing, and space to themrsolve-their-cvbersecurity

them solve their cybersecurity challenges, help them solve their cybersecurity ehattenges-challenges, for example in

and research the various motivations of challenges, for example in order to order to achieve security-by-design. They

attacks on the integrity of networks and achieve security-by-design. They should should also support the standardisation

information systems, such as crime, also support the deployment of and deployment of cybersecurity products

12293/20 EB/ip 26
ANNEX JAL2 LIMITE EN



industrial espionage, defamation, and

cybersecurity products and solutions

disinformation.

while promoting, where possible, the

and solutions while promoting, where
possible, the implementation of the

implementation of the European
cybersecurity certification framework as

European cybersecurity certification
framework as defined by Regulation (EU)

defined by Regulation (EU) 2019/881 of

2019/881 of the European Parliament and

the European Parliament and of the
Council'.

1. Regulation (EU) 2019/881 of the
European Parliament and of the Council
of 17 April 2019 on ENISA (the
European Union Agency for
Cybersecurity) and on information and
communications technology cybersecurity
certification and repealing Regulation
(EU) No 526/2013 (Cybersecurity Act)
(0J 151, 7.6.2019, p. 15).

of the Council’.

-(“Standardisation ” added in view of EP
line 80)

COM text proposal, not yet discussed in
technical meeting

Recital 14a

23a

(14a) Due to the fast changing nature of
cyber threats and cybersecurity, the Union

needs to be able to adapt fast and
continuously to new developments in the
field. Hence, the Competence Centre, the

Network and the Cybersecurity
Competence Community should be
flexible enough to ensure the required

reactivity. They should facilitate solutions
that help entities to be able to constantly
build capability to enhance their and the
Union’s resilience.

12293/20
ANNEX

JAL2

EB/ip

LIMITE

EN

27



Recital 14b

(14b) The Competence Centre should

have the objectives to establish the

Union’s leadership and expertise in

cybersecurity, and by that guarantee the

highest security standards in the Union,

ensure the protection of data, information

23b systems, networks and critical

infrastructures in the Union, create new

high-quality jobs in the area, prevent

brain drain from the European

cybersecurity experts to third countries,

and add European value to the already

existing national cybersecurity measures.

Recital 15
(15) The Competence Centre should have | (15) The Competence Centre should have | (15) The-Competernce_Centre should Aave
several key functions. First, the several key functions. First, the sl e D il
Competence Centre should facilitate and Competence Centre should facilitate and Competencesupport the Cybersecurity
help coordinate the work of the European help coordinate the work of the-Eunropean Competence Community. The Centre
Cybersecurity Competence Network and Eyberseenrity-Competence-_Network and should facititate-and-help-coordinatethe
nurture the Cybersecurity Competence nurture the Cybersecurity Competence workimplement cybersecurity relevant
Community. The Centre should drive the Community. The Centre should drive the parts of the European-Cybersecurity
cybersecurity technological agenda and cybersecurity technological agenda and B e e
facilitate access to the expertise gathered in | pool, share and facilitate access to the Crhepsecurin-Competence-Conpmtiin:
24 the Network and the Cybersecurity expertise gathered in the Network and the b e b Dbl e e b i

Competence Community. Secondly, it Cybersecurity Competence Community, meeieleeia e e Db s e
should implement relevant parts of Digital | and to cybersecurity infirastructure. B
Europe and Horizon Europe programmes Secondly, it should implement relevant NetworkDigital Europe programme and
by allocating grants, typically following a parts of Digital Europe and Horizon the Horizon Europe programme in
competitive call for proposals. Thirdly, the | Europe programmes by allocating grants, accordance with the Centre's multiannual
Competence Centre should facilitate joint typically following a competitive call for work programme ("multiannual work
investment by the Union, Member States proposals. Thirdly, the Competence Centre | programme'’) and the Eybersecurity
and/or industry. should facilitate joint investment by the e Comnnnlos Lenon ML 4

Union, Member States and/or industry_as selieritdeldsnpleniemipeteimpeteofPictted

well as joint training opportunities and Europe-andannual work programme and
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awareness raising programmes in line the strategic planning process of the
with the Digital Europe Programme for Horizon Europe presrammesprogramme
citizens and businesses to overcome the by allocating grants—+#ypicaty and other
skill gap. It should pay special attention to | forms of funding, primarily following a
the enabling of SMEs in the area of competitive call for proposals—Fhirdh ,
cybersecurity. facilitate transfer of expertise in the
Network and the Cybersecurity
Competence Community and_supportthe
ComtpetereeCertpediotddietliee joint
investment by the Union, Member States
andloror industry.
Recital 16
(16) The Competence Centre should (16) The Competence Centre should (16) Fhe-Competence-Certreshoutd
stimulate and support the cooperation and stimulate and support the long-term st e s p o e
coordination of the activities of the strategic cooperation and coordination of oo e e e
Cybersecurity Competence Community, the activities of the Cybersecurity Crvhersecuriti-Competence-Commnitv;
which would involve a large, open, and Competence Community, which would bt Do e L e o ]
diverse group of actors involved in involve a large, open, interdisciplinary and | diverse-group-of-actors-involved-in
cybersecurity technology. That Community | diverse group of European actors involved | epbersecurity-technology—That-Commmnity
should include in particular research in cybersecurity technology. That sl el e e e e
entities, supply-side industries, demand Community should include in particular e e e e e e ]
side industries, and the public sector. The research entities, including those working | side-industries—and-thepublic-sector—The
25 Cybersecurity Competence Community on cybersecurity ethics, supply-side Cybersecurity Competence Community
should provide input to the activities and industries,_demand-side industries should provide input to the activities and
work plan of the Competence Centre and it | including SMEs-demand-side-industries, multiannual work programme and the
should also benefit from the community- and the public sector. The Cybersecurity annual work programme_work-plan-of-the
building activities of the Competence Competence Community should provide Competenece-Centre-and it should also
Centre and the Network, but otherwise input to the activities and work plan of the | benefit from the community-building
should not be privileged with regard to Competence Centre and it should also activities of the-Competence-_Centre and
calls for proposals or calls for tender. benefit from the community-building the Network, but otherwise should not be
activities of the Competence Centre and privileged with regard to calls for
the Network, but otherwise should not be proposals or calls for tender.
privileged with regard to calls for
proposals or calls for tender.
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Recital 16a

25a

(16a) The Competence Centre should
provide the appropriate support to the
European Network and Information
Security Agency (ENISA) in its tasks
defined by Directive (EU) 2016/1148
(“NIS Directive”) and Regulation (EU)
2019/XXX of the European Parliament
and of the Council' (“Cybersecurity Act”).
Therefore, ENISA should provide
relevant inputs to the Competence Centre
in its task of defining funding priorities.

1. Regulation (EU) 201Y/... of the
European Parliament and of the Council
of ... on ENISA (the European Union
Agency for Cybersecurity) and on
information and communications
technology cybersecurity certification and
repealing Regulation (EU) No 526/2013
(Cybersecurity Act) (OJ L ...)
(2017/0225(COD)).

Recital 17

26

(17) In order to respond to the needs of
both demand and supply side industries,
the Competence Centre's task to provide
cybersecurity knowledge and technical
assistance to industries should refer to both
ICT products and services and all other
industrial and technological products and
solutions in which cybersecurity is to be
embedded.

(17) In order to respond to the needs of the
public sector and both demand and supply
side industries, the Competence Centre's
task to provide cybersecurity knowledge
and technical assistance to the public
sector and industries should refer to both
ICT products, processes and services and
all other industrial and technological
products and-selutions_processes in which
cybersecurity is to be embedded. In
particular, the Competence Centre should
facilitate the deployment of dynamic

(17) In order to respond to the needs of
both demand and supply side industries,
the_Centre and the Network should
Competence-Centre’staskto provide

both-ICTaccess to cybersecurity
knowledge in both information and
communications technology (ICT)
products and services and all other
industrial and technological products and
solutions in which cybersecurity is to be
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enterprise-level solutions focused on
building capabilities of entire
organisations, including people, processes
and technology, in order to effectively
protect the organizations against

constantly changing cyber threats.

embedded.

Recital 17a
(17a) The Competence Centre should
contribute to the wide deployment of state-
26a of-the-art cybersecurity products and
solutions, in particular those that are
internationally recognised.
Recital 18

(18) Whereas the Competence Centre and
the Network should strive to achieve
synergies between the cybersecurity
civilian and defence spheres, projects
financed by the Horizon Europe
Programme will be implemented in line
with Regulation XXX [Horizon Europe
Regulation], which provides that research
and innovation activities carried out under
Horizon Europe shall have a focus on civil

(18) Whereas the Competence Centre and
the Network should strive to achieve
synergies and coordination between the
cybersecurity civilian and defence spheres,
projects financed by the Horizon Europe
Programme will be implemented in line
with Regulation XXX [Horizon Europe
Regulation], which provides that research
and innovation activities carried out under
Horizon Europe shall have a focus on civil

(18) Whereas the-Competence-_Centre and

the Network should strive to achieve
synergies and exchange of knowledge
between the cybersecurity civilian and
defence spheres, projects under this
Regulation financed by the Horizon
Europe Programme iHshould be
implemented in line with Regulation XXX
[Horizon Europe Regulation], which
provides that research and innovation

(18) Whereas the-Competence-_Centre and

the Network should strive to achieve
synergies, coordination and exchange of
knowledge between the cybersecurity
civilian and defence spheres, projects
under this Regulation financed by the
Horizon Europe Programme wit/should be
implemented in line with Regulation XXX
[Horizon Europe Regulation], which
provides that research and innovation

27 applications. applications. activities carried out under Horizon Europe | activities carried out under Horizon Europe
shatt-have-aare to have an exclusive focus | shatl-have-aare to have an exclusive focus
on civil applications. on civil applications.
Commission compromise proposal. EP to
provide updated text.
Need to coordinate with DEP and EDF files.
Defence/dual use aspect
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Recital 18a |
(18a) The enhancement of dual use (18a) Without prejudice to the civilian
application of cybersecurity technologies nature of this Regulation, Member States'
for cybersecurity purposes is without activities under this Regulation may
prejudice to the civilian nature of this reflect specificities of Member States in
Regulation and should therefore reflect cases when cybersecurity policy is
specificities of Member States in cases pursued by civil-military or military

27a when _cybersecurity policy is pursued by authorities, and ensure complementarity
civil-military or military authorities, and and avoid overlap with defence related
ensure complementarity but not overlap to | funding instruments.
the cyber defence related funding
instruments. Commission compromise proposal.
Defence/dual use aspect
Recital 19
(19) In order to ensure structured and (19) In order to ensure structured and (19) bommelompepnnee e Lo
sustainable collaboration, the relation sustainable collaboration, the relation stesterinable-collaborationr—therelation
28 between the Competence Centre and the between the Competence Centre and the oot Do e Do oL
National Coordination Centres should be National Coordination Centres should be Netionel-Coordination-Centrexsheowld-be
based on a contractual agreement. based on a contractual agreement that e
should be harmonised at Union level.
Recital 20
(20) Appropriate provisions should be (20) Appropriate provisions should be (20) Appropriate provisions should be
made to guarantee the liability and made to guarantee the liability and made to guarantee the liability and
29 transparency of the Competence Centre. transparency of the Competence Centre transparency of the-Competence-_Centre.
and those undertakings receiving
funding.
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Recital 20a

29a

(20a) The implementation of deployment
projects, in particular those relating to

infrastructures and capabilities deployed
at European level or in joint procurement,
can be divided into different phases of
implementation, such as separate tenders
for the architecture of hard- and software,

their production and their operation and
maintenance, whereas companies may
only participate in one of the phases each
and requiring that the beneficiaries in one
or several of those phases meet certain
conditions in terms of European
ownership or control.

Recital 20b

29b

(20b) With ENISA being the dedicated
Union cybersecurity agency, the
Competence Centre should seek the
greatest possible synergies with it and the
Governing Board should consult ENISA
due to its experience in the field in all
matters regarding cybersecurity, in
particular on research-related projects.

Recital 20c

29¢

(20c) In the process of the nomination of
the representative to the Governing
Board, the European Parliament should
include details of the mandate, including
the obligation to report regularly to the
European Parliament, or the committees

responsible.
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Recital 21

(21) In view of their respective expertise
in cybersecurity, the Joint Research Centre
of the Commission as well as the European
Network and Information Security Agency
(ENISA) should play an active part in the
Cybersecurity Competence Community
and the Industrial and Scientific Advisory
Board.

(21) In view of their respective expertise
in cybersecurity_and in order to ensure
greatest possible synergies, the Joint
Research Centre of the Commission as
well as the European Network and
Information Security Agency (ENISA)
should play an active part in the
Cybersecurity Competence Community
and the Industrial and Scientific Advisory
Board. ENISA should continue to fulfil its
strategic objectives especially in the field

(21) In view of theirrespectiveits
expertise in cybersecurity,the-Joint

Lremopel Conppe b Lopmniadion and its
mandate as a reference point for advice
and expertise on cybersecurity for Union
institutions, agencies and bodies, as well
as for relevant Union stakeholders, and
in view of its collection of input through
its tasks, the European Networkend
Lboreon et e cn e Union

Agency for Cybersecurity as established

of cybersecurity certification as defined in

by Regulation (EU) 2019/881 ("ENISA")

Regulation (EU) 2019/XXX
[Cybersecurity Act]’ while the
Competence Centre should act as an

should play an active part in the

@emmﬁm—l—tyacttvtttes of the Centre

2L operational body in cybersecurity. including the development of the Agenda,
avoiding any duplication of their tasks in
1. Regulation (EU) 2019/... of the particular through its role as permanent
European Parliament and of the Council observer in the Governing Board of the
of ... on ENISA (the European Union Centre (""Governing Board'). Regarding
Agency for Cybersecurity) and on the drafting of the Agenda, the annual
information and communications work programme and the fneustried-and
technology cybersecurity certification and | SeientifieAdvisorymultiannual work
repealing Regulation (EU) No 526/2013 programme, the Executive Director of the
(Cybersecurity Act) (OJ L ...) Centre ("'Executive Director"”) and the
(2017/0225(COD)). Governing Board should take into
account any relevant strategic advice and
input provided by ENISA, according to
the rules of procedure set by the
Governing Board.
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Recital 22
(22) Where they receive a financial (22) Where they receive a financial (22) Where they receive a financial
contribution from the general budget of the | contribution from the general budget of the | contribution from the general budget of the
Union, the National Coordination Centres Union, the National Coordination Centres Union, the National Coordination Centres
3 and the entities which are part of the and the entities which are part of the and the entities which are part of the
Cybersecurity Competence Community Cybersecurity Competence Community Cybersecurity Competence Community
should publicise the fact that the respective | should publicise the fact that the respective | should publicise the fact that the respective
activities are undertaken in the context of activities are undertaken in the context of activities are undertaken in the context of
the present initiative. the present initiative. the present-initiativethis Regulation.
Recital 23
(23) The Union contribution to the (23) The Union contribution to the (23) Fhe-binion-contribution-to-the
Competence Centre should finance half of | Competence Centre should finance half of | CompetenceCentreshontd financehalfof
the costs arising from the establishment, the costs arising from the establishment, et frosn b e DR b e
administrative and coordination activities administrative and coordination activities el e e e e e e e
32 of the Competence Centre, In order to of the Competence Centre, In order to e e e D Lo el
avoid double funding, those activities avoid double funding, those activities crrotd-denhle-fundine—those-activities
should not benefit simultaneously from a should not benefit simultaneously from a B R s T
contribution from other Union contribution from other Union et el Lo
programmes. programmes. R
Recital 24
(24) The Governing Board of the (24) The Governing Board of the (24) The Governing Board efthe (24) The Governing Board-efthe
Competence Centre, composed of the Competence Centre, composed of the CompetenceLCentre, composed of CompeteneceLCentre, composed of
Member States and the Commission, Member States and the Commission, representatives from the Member States representatives from the Member States
should define the general direction of the should define the general direction of the and the Commission, should define the and the Commission, should define the
Competence Centre’s operations, and Competence Centre’s operations, and general direction of the-Competence general direction of the Competence
Y 33 ensure that it carries out its tasks in ensure that it carries out its tasks in Centre’s operations, and ensure that ithe Centre’s operations; and ensure that ithe Y
accordance with this Regulation. The accordance with this Regulation. The Centre carries out its tasks in accordance Centre carries out its tasks in accordance
Governing Board should be entrusted with | Governing Board should be entrusted with | with this Regulation. The Governing Board | with this Regulation. The Governing Board
the powers necessary to establish the the powers necessary to establish the should be—en%—kus%ed—w{-h—t-ke—p%;ef—s should be—eﬂ%kuﬂed—w&h—%e—pewew
budget, verify its execution, adopt the budget, verify its execution, adopt the e : st e 2 : st e
appropriate financial rules, establish appropriate financial rules, establish e%eeuﬁeﬁ,—adopt the app;—epw-;efmaﬁﬁa{ e%eeuﬁeﬁ,—adopt the app#epﬁa%efmﬁn&a%
transparent working procedures for transparent working procedures for cb = Sl cb = Sl
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decision making by the Competence
Centre, adopt the Competence Centre’s
work plan and multiannual strategic plan
reflecting the priorities in achieving the
objectives and tasks of the Competence
Centre, adopt its rules of procedure,
appoint the Executive Director and decide
on the extension of the Executive
Director’s term of office and on the
termination thereof.

decision making by the Competence
Centre, adopt the Competence Centre’s
work plan and multiannual strategic plan
reflecting the priorities in achieving the
objectives and tasks of the Competence
Centre, adopt its rules of procedure,
appoint the Executive Director and decide
on the extension of the Executive
Director’s term of office and on the

termination thereof. In order to benefit
from synergies, ENISA should be a

permanent observer in the Governing

Board and contribute the work of the
Competence Centre, including by being
consulted on the multi-annual strategic
plan and on the work plan and on the list

of actions selected for funding.

proceduresfor-decision-makingAgenda

consisting of strategic goals that have to

be fulfilled by the Competence-Centre;

E e Di , Lot -
the-terminationthereofAgenda.

modified Council text

Recital 24a

(24a) The Governing Board should be (24a) odThe Governing Board should be
entrusted with the powers necessary to entrusted with the powers necessary to
establish the budget of the Centre, verify establish the budget of the Centre, verify
its execution, adopt the appropriate its execution, adopt the appropriate
financial rules, establish transparent financial rules, establish transparent
working procedures for decision making working procedures for decision making
by the Centre, adopt the _annual work by the Centre, adopt the annual work

Y 33a programme and the multiannual work programme and the multiannual work
programme reflecting the priorities set in programme based on the Agenda, adopt
the Agenda in achieving the objectives its rules of procedure, appoint the
and tasks of the Centre, adopt its rules of | Executive Director and decide on the
procedure, appoint the Executive Director | extension of the Executive Director’s term
and decide on the extension of the of office and on the termination thereof.
Executive Director’s term _of office and on
the termination thereof. modified Council text
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Recital 24a
(24a) The Governing Board should aim
to promote the Competence Centre
33b globally, so as to raise its attractiveness
and make it a world-class body for
excellence in cybersecurity.
Recital 24c
(24c) The Governing Board should have
an oversight of the strategic and
implementation _activities of the Centre
and ensure the synergy between them. In
33¢ its annual report the Centre should put
special emphasis on the achieved
realisation of its strategic goals and, if
necessary, propose actions for further
improvement of such realisation.
Recital 25
(25) In order for the Competence Centre to | (25) In order for the Competence Centre to | (25) In order for the Competence-Centre to
function properly and effectively, the function properly and effectively, the function properly and effectively, the
Commission and the Member States should | Commission and the Member States should | Commission and the Member States should
ensure that persons to be appointed to the ensure that persons to be appointed to the ensure that persons to be appointed to the
Governing Board have appropriate Governing Board have appropriate Governing Board have appropriate
34 professional expertise and experience in professional expertise and experience in professional expertise and experience in
functional areas. The Commission and the functional areas. The Commission and the functional areas. The Commission and the
Member States should also make efforts to | Member States should also make efforts to | Member States should also make efforts to
limit the turnover of their respective limit the turnover of their respective limit the turnover of their respective
Representatives on the Governing Board in | Representatives on the Governing Board in | representatives on the Governing Board in
order to ensure continuity in its work. order to ensure continuity in its work_and order to ensure continuity in its work.
aim to achieve gender balance.
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Recital 25a
(25a) The weight of the Commission vote | (25a) In view of the Centre's specific
in the decisions of the Governing Board status and responsibility for the
should be in line with the contribution of | implementation of Union funds, in
the Union budget to the Competence particular those from Horizon Europe
Centre, according to the Commission and Digital Europe programmes, in the
responsibility to ensure proper Governing Board, the Commission should
management of the Union budget in the have a right of veto on decisions
Union interest, as set in the Treaties. concerning only the implementation of
Union funds with the sole aim of ensuring
the legality of those decisions. Therefore
34a such a right of veto should be exercised
only to ensure that Union funds are
implemented in compliance with Union
law including the rules and the objectives
of the relevant programmes set out in
other Union legal acts. In particular
decisions taken when implementing tasks
specified in Article 13(3) (a), (d), (), (h),
(i), (la), (m), (p). (q). (sa), (u) should not
be regarded as decisions concerning the
implementation of Union funds.
Recital 26
(26) The smooth functioning of the (26) The smooth functioning of the (26) The smooth functioning of the
Competence Centre requires that its Competence Centre requires that its Competenece-_Centre requires that-its_the
Executive Director be appointed on Executive Director be appointed_in a Executive Director be appointed on
grounds of merit and documented transparent manner on the-o# grounds of | grounds of merit and documented
35 administrative and managerial skills, as merit and documented administrative and administrative and managerial skills, as
well as competence and experience managerial skills, as well as competence well as competence and experience
relevant for cybersecurity, and that the and experience relevant for cybersecurity, relevant for cybersecurity, and that the
duties of the Executive Director be carried | and that the duties of the Executive duties of the Executive Director be carried
out with complete independence. Director be carried out with complete out with complete independence.
independence.
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Recital 27

(27) The Competence Centre should have
an Industrial and Scientific Advisory
Board as an advisory body to ensure
regular dialogue with the private sector,
consumers’ organisations and other
relevant stakeholders. The Industrial and
Scientific Advisory Board should focus on
issues relevant to stakeholders and bring

(27) The Competence Centre should have
an Industrial and Scientific Advisory
Board as an advisory body to ensure
regular and appropriately transparent
dialogue with the private sector,
consumers’ organisations and other
relevant stakeholders. It should also
provide the Executive Director and the

(27) _The Cybersecurity Fhe-Competence

€en+1=eC0mmuni§g should kave—a—n

an—&elw—sefjf—bee&Lm—eH—sweact also as a

source of advice through regular dialogue
between the Centre and-with the private
sector, consumers’ organisations,
academia and other relevant stakeholders.

them to the attention of the Competence Governing Board with independent advice | Thelndustrial-and-ScientifieAdvisory
Centre's Governing Board. The on deployment and procurement. The Lo e L e i
composition of the Industrial and Scientific | Industrial and Scientific Advisory Board sttt el b
Advisory Board and the tasks assigned to should focus on issues relevant to wtention-of-the-Competence-Centrels
36 it, such as being consulted regarding the stakeholders and bring them to the GoverningBoard. The composition of the
work plan, should ensure sufficient attention of the Competence Centre's bt b LU L L
representation of stakeholders in the work Governing Board. The composition of the BeardCybersecurity Competence
of the Competence Centre. Industrial and Scientific Advisory Board Community and the tasks assigned to it,
and the tasks assigned to it, such as being such as_providing advice regarding the
consulted regarding the work plan, should annual work programme and the
ensure sufficient representation of multiannual work programme-being
stakeholders in the work of the comstttted-recardingthesvork-plan, should
Competence Centre. 4 minimum number ensure sufficient representation of
of seats should be allocated to each stakeholders in the work of the
category of industry stakeholders, with Competenee-_Centre.
particular attention paid to the
representation of SMEs.
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Recital 28

37

(28) The Competence Centre should
benefit from the particular expertise and
the broad and relevant stakeholders'
representation built through the contractual
public-private partnership on cybersecurity
during the duration of Horizon2020,
through its Industrial and Scientific
Advisory Board.

(28) The Competence Centre and its
activities should benefit from the particular
expertise and the broad and relevant
stakeholders”’ representation built through
the contractual public-private partnership
on cybersecurity during the duration of
Horizon2020, and the pilot projects under
Horizon2020 on the Cybersecurity
Competence Network, through its
Industrial and Scientific Advisory Board.
The Competence Centre and Industrial
and Scientific Advisory Board should, if
appropriate, consider replications of
existing structures, for example as

working groups.

deleted
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Recital 28a

37a

(28a) Contributions of the Member States
to the resources of the Centre can be
financial and/or in-kind. Financial

contributions could for example consist of
a grant given by a Member State to a
beneficiary in that Member State
complementing Union financial support
to a project under the annual work
programme. On the other hand, in-kind

contributions would typically accrue
where a Member State entity is itself the
beneficiary of a Union financial support.
For example, if the Union subsidised an
activity of a National Coordination Centre
at the financing rate of 50%, the
remaining cost would be accounted for as
in-kind contribution. In another example,
where a Member State entity received
Union financial support for creating or
upgrading an infrastructure to be shared
among stakeholders in line with the
annual work programme, the related non-
subsidised costs would be accounted for
as in-kind contributions.
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Recital 28a

37b

(28a) The Competence Centre and its
bodies should make use of the experience
and contributions of past and current
initiatives, such as the contractual public-
private partnership (cPPP) on
cybersecurity, the European Cyber
Security Organisation (ECSO0), and the
pilot project and preparatory action on
Free and Open Source Software Audits

(EU FOSSA).

Recital 29

38

(29) The Competence Centre should have
in place rules regarding the prevention and
the management of conflict of interest. The
Competence Centre should also apply the
relevant Union provisions concerning
public access to documents as set out in
Regulation (EC) No 1049/2001 of the
European Parliament and of the Council .
Processing of personal data by the
Competence Centre will be subject to
Regulation (EU) No XXX/2018 of the
European Parliament and of the Council.
The Competence Centre should comply
with the provisions applicable to the Union
institutions, and with national legislation
regarding the handling of information, in
particular sensitive non classified
information and EU classified information.

1. Regulation (EC) No 1049/2001 of the

European Parliament and of the Council of
30 May 2001 regarding public access to
European Parliament, Council and

(29) The Competence Centre should have
in place rules regarding the prevention,
identification and resolution of conflicts
of interest in respect of its members,
bodies and staff, the Governing Board, as
well as the Scientific and Industrial
Advisory Board, and the Community.
Member States should ensure the
prevention, identification, and resolution
of conflicts-and-the-management-of-confliet
of interest_in respect of the National
Coordination Centres. The Competence
Centre should also apply the relevant
Union provisions concerning public access
to documents as set out in Regulation (EC)
No 1049/2001 of the European Parliament
and of the Council'. Processing of personal
data by the Competence Centre will be
subject to Regulation (EU) No XXX/2018
of the European Parliament and of the
Council. The Competence Centre should
comply with the provisions applicable to
the Union institutions, and with national

(29) The Competence-Centre should have
in place rules regarding the prevention and
the management of conflict of interest. The
Competence-Centre should also apply the
relevant Union provisions concerning
public access to documents as set out in
Regulation (EC) No 1049/2001 of the
European Parliament and of the Council .
Processing of personal data by the
Competenece-_Centre will be subject to
Regulation (EU) NeXXX2078No
1725/2018 of the European Parliament and
of the Council2. The-Competenee Centre
should comply with the provisions
applicable to-##e-_Union institutions; and
with national legistationlaw regarding the
handling of information, in particular
sensitive non classified information and
EU classified information.

1. Regulation (EC) No 1049/2001 of the
European Parliament and of the Council of
30-Mea-30 May 2001 regarding public
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Commission documents (OJ L 145,
31.5.2001, p. 43).

legislation regarding the handling of
information, in particular sensitive non
classified information and EU classified
information.

1. Regulation (EC) No 1049/2001 of the

European Parliament and of the Council of
30 May 2001 regarding public access to
European Parliament, Council and
Commission documents (OJ L 145,
31.5.2001, p. 43).

access to European Parliament, Council
and Commission documents (OJ L-_145,
31.5.2001, p.-43).

2. Regulation (EU) No 1725/2018 of the
European Parliament and of the Council,

of 23 October 2018, on the protection of
natural persons with regard to the
processing of personal data by the Union

institutions, bodies, offices and agencies
and on the free movement of such data,
and repealing Regulation (EC) No
45/2001 and Decision No 1247/2002/EC
(OJ L 295, 21.11.2018, p. 39).

Recital 30

39

(30) The financial interests of the Union
and of the Member States should be
protected by proportionate measures
throughout the expenditure cycle,
including the prevention, detection and
investigation of irregularities, the recovery
of lost, wrongly paid or incorrectly used
funds and, where appropriate, the
application of administrative and financial
penalties in accordance with Regulation
XXX (EU, Euratom) of the European
Parliament and of the Council' [the
Financial Regulation].

1. [add title and OJ reference]

(30) The financial interests of the Union
and of the Member States should be
protected by proportionate measures
throughout the expenditure cycle,
including the prevention, detection and
investigation of irregularities, the recovery
of lost, wrongly paid or incorrectly used
funds and, where appropriate, the
application of administrative and financial
penalties in accordance with Regulation
XXX (EU, Euratom) of the European
Parliament and of the Council' [the
Financial Regulation].

1. [add title and OJ reference]

(30) The financial interests of the Union
and of the Member States should be
protected by proportionate measures
throughout the expenditure cycle,
including the prevention, detection and
investigation of irregularities, the recovery
of lost, wrongly paid or incorrectly used
funds and, where appropriate, the
application of administrative and financial
penalties in accordance with Regulation
XXX(EU, Euratom) 2018/1046 of the
European Parliament and of the Council!

bt L e

1. fadd-titte-and-OF referencef Regulation
(EU, Euratom) 2018/1046 of the
European Parliament and of the Council
of 18 July 2018 on the financial rules
applicable to the general budget of the
Union, amending Regulations (EU) No
1296/2013, (EU) No 1301/2013, (EU) No
1303/2013, (EU) No 1304/2013, (EU) No
1309/2013, (EU) No 1316/2013, (EU) No
223/2014, (EU) No 283/2014, and
Decision No 541/2014/EU and repealing
Regulation (EU, Euratom) No 966/2012
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(OJ L 193, 30.7.2018, p. 1).
Recital 31
(31) The Competence Centre should (31) The Competence Centre should (31) The-Competenee-_Centre should
operate in an open and transparent way operate in an open and transparent way operate in an open and transparent way
providing all relevant information in a providing-atlrelevant-comprehensively providing all relevant information in a
timely manner as well as promoting its providing information in a timely manner | timely manner as well as promoting its
activities, including information and as well as promoting its activities, activities, including information and
dissemination activities to the wider public. | including information and dissemination dissemination activities to the wider public.
The rules of procedure of the bodies of the | activities to the wider public. It should The rules of procedure of the bodies of the
40 Competence Centre should be made provide the public and any interested Competenece-_Centre should be made
publicly available. parties with a list of the Cybersecurity publicly available.
Competence Community members and
should make public the declarations of
interest made by them in accordance with
Article 42. The rules of procedure of the
bodies of the Competence Centre should be
made publicly available.
Recital 31a
(31a) Itis advisable that both the
Competence Centre and the National
Coordination Centres monitor and
40a follow the international standards as
much as possible, in order to encourage
development towards global best
practices.
Recital 32
(32) The Commission’s internal auditor (32) The Commission’s internal auditor (32) The Commission’s internal auditor
41 should exercise the same powers over the should exercise the same powers over the should exercise the same powers over the
Competence Centre as those exercised in Competence Centre as those exercised in Competence-_Centre as those exercised in
respect of the Commission. respect of the Commission. respect of the Commission.
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Recital 33

42

(33) The Commission, the Competence
Centre, the Court of Auditors and the
European Anti-Fraud Office should get
access to all necessary information and the
premises to conduct audits and
investigations on the grants, contracts and
agreement signed by the Competence
Centre.

(33) The Commission, the Competence
Centre, the Court of Auditors and the
European Anti-Fraud Office should get
access to all necessary information and the
premises to conduct audits and
investigations on the grants, contracts and
agreement signed by the Competence
Centre.

(33) The Commission, the-Competence
Centre, the Court of Auditors and the

European Anti-Fraud Office should get
access to all necessary information and the
premises to conduct audits and
investigations on the grants, contracts and

agreement signed by the-Competence

Centre.

Recital 33a

42a

(33a) The power to adopt acts in
accordance with Article 290 of the Treaty
on the Functioning of the European
Union should be delegated to the
Commission in respect of defining the
elements of contractual agreements
between the Competence Centre and
National Coordination Centres, and in
respect of specifying criteria for assessing
and accrediting entities as members of the
Cybersecurity Competence Community. It
is of particular importance that the
Commission carry out appropriate
consultations during its preparatory work,
including at expert level, and that those
consultations be conducted in accordance
with the principles laid down in the
Interinstitutional Agreement of 13 April
2016 on Better Law-Making’'. In
particular, to ensure equal participation

in the preparation of delegated acts, the
European Parliament and the Council
receive all documents at the same time as
Member States' experts, and their experts
systematically have access to meetings of
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Commission_expert groups dealing with

the preparation of delegated acts.

1.0JL 123 12.5.2013, p. 1.

Recital 34
(34) Since the objectives of this (34) Sinee-The objectives of this (34) Since the objectives of this
Regulation, namely retaining and Regulation, namely strengthening the Regulation, namely retaining and
developing Union's cybersecurity Union’s competitiveness and capacities in | developing Union's cybersecurity research,
technological and industrial capacities, cybersecurity through, and reducing its technological and industrial capacities,
increasing the competitiveness of the digital dependence by increasing the increasing the competitiveness of the
Union's cybersecurity industry and turning | uptake of cyvbersecurity products, Union's cybersecurity industry and turning
cybersecurity into a competitive advantage | processes and services developed within cybersecurity into a competitive advantage
of other Union industries, cannot be the Union, retaining and developing of other Union industries, cannot be
sufficiently achieved by the Member States | Union's cybersecurity technological and sufficiently achieved by the Member States
due the fact that existing, limited resources | industrial capacities, increasing the alone due to -dwe-the fact that existing,
are dispersed as well as due to the scale of | competitiveness of the Union's limited resources are dispersed as well as
the investment necessary, but can rather by | cybersecurity industry and turning due to the scale of the investment
reason of avoiding unnecessary duplication | cybersecurity into a competitive advantage | necessary, but can rather by reason of
of these efforts, helping to achieve critical | of other Union industries, cannot be avoiding unnecessary duplication of—_these
mass of investment and ensuring that sufficiently achieved by the Member States | efforts, helping to achieve critical mass of
public financing is used in an optimal way | due the fact that existing, limited resources | investment and ensuring that public
be better achieved at Union level, the are dispersed as well as due to the scale of | financing is used in an optimal way be
43 Union may adopt measures, in accordance | the investment necessary, but can rather by | better achieved at Union level, the Union

with the principle of subsidiarity as set out | reason of avoiding unnecessary duplication | may adopt measures, in accordance with
in Article 5 of the Treaty on European of—_these efforts, helping to achieve critical | the principle of subsidiarity as set out in
Union. In accordance with the principle of | mass of investment and ensuring that Article 5 of the Treaty on European Union.
proportionality as set out in that Article, public financing is used in an optimal way | In accordance with the principle of
this Regulation does not go beyond what is | be better achieved at Union level, In proportionality as set out in that Article,
necessary in order to achieve that addition, only actions at Union level can this Regulation does not go beyond what is
objective. ensure the highest level of cybersecurity necessary in order to achieve theat

in all Member States and thus close objective-those objectives,

security gaps existing in some Member

States that create security gaps for the

whole Union. Hence, the Union may adopt

measures, in accordance with the principle

of subsidiarity as set out in Article 5 of the

Treaty on European Union. In accordance

with the principle of proportionality as set

out in that Article, this Regulation does not

go beyond what is necessary in order to
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achieve that objective.

Formula
HAVE ADOPTED THIS REGULATION: | HAVE ADOPTED THIS REGULATION: | HAVE ADOPTED THIS REGULATION: | HAVE ADOPTED THIS REGULATION:
44 Text Origin: Commission
Proposal
CHAPTER |
CHAPTER 1 CHAPTER 1 CHAPTER 1 CHAPTER 1
GENERAL PROVISIONS AND GENERAL PROVISIONS AND GENERAL PROVISIONS AND GENERAL PROVISIONS AND
PRINCIPLES OF THE COMPETENCE PRINCIPLES OF THE COMPETENCE PRINCIPLES OF THE-COMPETENCE PRINCIPLES OF THE COMPETENCE
CENTRE AND THE NETWORK CENTRE AND THE NETWORK CENTRE AND THE NETWORK CENTRE AND THE NETWORK
Y 45
Text Origin: Commission
Proposal
Article 1
Article 1 Article 1 Article 1 Article 1
Subject matter Subject matter Subject matter Subject matter
46
Text Origin: Commission
Proposal
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Article 1(1)
1. This Regulation establishes the 1. This Regulation establishes the 1. This Regulation establishes the 1. This Regulation establishes the
European Cybersecurity Industrial, European Cybersecurity Industrial, European Cybersecurity Industrial, European Cybersecurity Industrial,
Technology and Research Competence Technology and Research Competence Technology and Research-Competence Technology and Research-Competence
Centre (the ‘Competence Centre’), as well | Centre (the ‘Competence Centre’), as well | Centre (the ‘Competenee-Centre’), as well | Centre (the ‘Competence-Centre’), as well
as the Network of National Coordination as the Network of National Coordination as the Network of National Coordination as the Network of National Coordination
Centres, and lays down rules for the Centres_(the “Network”), and lays down Centres_(the “Network”), and lays down Centres_(the “Network”), and lays down
nomination of National Coordination rules for the nomination of National rules for the nomination of National rules for the nomination of National
y 47 Centres as well as for the establishment of | Coordination Centres as well as for the Coordination Centres, as well as for the Coordination Centres, as well as for the
the Cybersecurity Competence establishment of the Cybersecurity establishment of the Cybersecurity establishment of the Cybersecurity
Community. Competence Community_(the Competence Community- Competence Community-
“Community”’). The Competence Centre
and the Network shall contribute to the
overall resilience and awareness in the
Union towards cybersecurity threats, Text Origin: Council Mandate
thoroughly taking into account societal
implications.
Article 1(2
2. The Competence Centre shall contribute | 2. The Competence Centre shall contribute | 2. The-Competence-_Centre shall_have an | 2. The Competernce-Centre shall eontribute
to the implementation of the cybersecurity | to the implementation of the cybersecurity | essential role in -contributeto-the tohave an essential role in the
part of the Digital Europe Programme part of the Digital Europe Programme implementation of the cybersecurity part of | implementation of the cybersecurity part of
established by Regulation No XXX and in | established by Regulation No XXX and in | the Digital Europe programme established | the Digital Europe programme established
particular actions related to Article 6 of particular actions related to Article 6 of by-Regulation NoXXX-and in particular by-Regulation NoXXX-and in particular
Regulation (EU) No XXX [Digital Europe | Regulation (EU) No XXX [Digital Europe | actions related to Article 6 of Regulation actions related to Article 6 of Regulation
Programme] thereof and of the Horizon Programme] thereof and of the Horizon (EU) No XXX [Digital Europe (EU) No XXX [Digital Europe
48 Europe Programme established by Europe Programme established by Programme] #kereof-and of the Horizon Programme] thereof-andand contribute to
Regulation No XXX and in particular Regulation No XXX and in particular Europe programme-established-by the implementation of the Horizon Europe
Section 2.2.6 of Pillar IT of Annex I. of Section 2.2.6 of Pillar IT of Annex I. of RegutationNoXXX-_and in particular programme established-by-RegulationNo
Decision No XXX on establishing the Decision No XXX on establishing the Section 22-63.1.3. of Pillar II of Annex I. XXXand in particular Section 2-2-63.1.3.
specific programme implementing Horizon | specific programme implementing Horizon | of Decision No XXX on establishing the of Pillar I of Annex I. of Decision No
Europe — the Framework Programme for Europe — the Framework Programme for specific programme implementing Horizon | XXX on establishing the specific
Research and Innovation[ref. number of Research and Innovation[ref. number of Europe — the Framework Programme for programme implementing Horizon Europe
the Specific Programme]. the Specific Programme]. Research and Innovation_[ref. number of — the Framework Programme for Research
the Specific Programme]. and Innovation_[ref. number of the Specific
Programme].
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Everyone to check
Text Origin: Council Mandate
Article 1(3
3. The seat of the Competence Centre shall 3. Theseatofthe-Competence-Centre
be located in [Brussels, Belgium. ] \ deleted sl e L e o be Dalechon f currently no Council mandate on seat
49
No 'subject matter'. Provisions on the seat
have been moved to Article 44.
Article 1(4
4. The Competence Centre shall have legal 4. The-Competence-_Centre shall have
personality. In each Member State, it shall \ deleted legal personality. In each Member State, it | tentatively in 4th column as new Article
enjoy the most extensive legal capacity shall enjoy the most extensive legal 38a
50 accorded to legal persons under the laws of | No 'subject matter'. This text has been capacity accorded to legal persons under Lawyer-linuists to verify most appropriate
that Member State. It may, in particular, moved without modifications to a new the fewslaw of that Member State. It may, place in the text
acquire or dispose of movable and Article 38a in particular, acquire or dispose of movable
immovable property and may be a party to and immovable property and may be a
legal proceedings. party to legal proceedings.
Article 1(5
5. This Regulation is without prejudice to | 4a. This Regulation is without prejudice
the competences of the Member States to the competences of the Member States
regarding activities concerning public regarding activities concerning public
security, defence, national security and security, defence, national security and
y 50a the activities of the state in areas of the activities of the state in areas of
criminal law. criminal law.
EP to check
Text Origin: Council Mandate
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| Article 2

Article 2 Article 2 Article 2 Article 2
Definitions Definitions Definitions Definitions
51
Text Origin: Commission
Proposal
Article 2, first paragraph, introductory part
For the purpose of this Regulation, the For the purpose of this Regulation, the For the purpose of this Regulation, the For the purpose of this Regulation, the
following definitions shall apply: following definitions shall apply: following definitions-skaH-_apply: following definitions shall apply:
Y 52 lawyer linguists to check 'shall' Y
Text Origin: Commission
Proposal
Article 2(1), point(1)
(1) 'cybersecurity' means the protection of | (1) 'cybersecurity' means theprotection (1) 'cybersecurity' means_the activities (1) ‘‘cybersecurity”’ means the protection
network and information systems, their ofall activities necessary to protect necessary to protect-theprotection-of efactivities necessary to protect network
users, and other persons against cyber network and information systems, their network and information systems, #ei#the | and information systems, #eirthe users_of
53 threats; users, and etheraffected persons users_of such systems, and other persons such systems, and other persons

aegainstfrom cyber threats;

aeainstaffected by cyber threats;

aeeainstaffected by cyber threats;

definition copied from cybersecurity act

Article 2, first paragraph, point(1a)

(la) ‘network and information system’
means a network and information system

(la) ‘network and information system’
means a network and information system

as defined in point (1) of Article 4 of

as defined in point (1) of Article 4 of

s Directive (EU) 2016/1148; Directive (EU) 2016/1148;
Text Origin: Council Mandate
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Article 2, first paragraph, point(1a)
(la) 'cyber defence' and ‘defence
dimensions of cybersecurity’ means EP will check, Council sceptical
exclusively defensive and reactive cyber
defence technology which aims to protect Defence/dual use aspect
53b critical infrastructures, military networks
and information systems, their users, and
affected persons, against cyber threats
including situational awareness, threat
detection and digital forensics;
Article 2(1), point(2)
(2) 'cybersecurity products and solutions' (2) 'epbersecurity products and-setutions (2) _cybersecurity products and solutions' | (2) 'cybersecurity products and solutions'
means ICT products, services or process processes' means commercial and non- means ICT products, services or means [commercial and non-commercial]
with the specific purpose of protecting commercial ICT products, services or processprocesses with the specific purpose | ICT products, services or precessprocesses
network and information systems, their proeess_processes with the specific of protecting network and information with the specific purpose of
users and affected persons from cyber purpose of protecting data, network and systems, theirthe users of such systems protectingensuring the confidentiality,
threats; information systems, their users and and otherarnd-affected persons integrity and accesibility of data, that is
affectedother persons from-epber fromaffected by cyber threats; processed or stored in network and
Y 54 p . - - i
cybersecurity threats; information systems, tzeiras well as the
cybersecurity of the users of such systems
and othereand-affected persons
fromaffected by cyber threats;
EP to check the deletion of the part in
square brackets
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Article 2, first paragraph, point(2a)

(2a) ‘cyber threat’ means any potential
circumstance, event or action that may
damage, disrupt or otherwise adversely
impact network and information systems,

(2a) ‘cyber threat’ means any potential
circumstance, event or action that could
damage, disrupt or otherwise adversely
impact network and information systems,

4 .
< their users and affected persons; the users of such systems and other
persons;
definition copied from cybersecurity act
Article 2(1), point(3)
(3) 'public authority' means any (3) 'public authority' means any (3) ‘public-authority'"joint action means | (3) ‘public-authorit'"joint action' means
government or other public administration, | government or other public administration, | arp-governmentorotherpublie R
including public advisory bodies, at including public advisory bodies, at bt e e e e s b e Lt cdiimistrarion—incliudingpublic-ddvisory:
national, regional or local level or any national, regional or local level or any bodiee oo e fonp Lo Lo el ) bl ool e Lo Jo Ll !
natural or legal person performing public natural or legal person performing public B B
administrative functions under national administrative functions under Union and | public-administrativefunctionswhder bl e e e Lo
law, including specific duties; national law, including specific duties; : — : i ressan : — : ‘ fes-an
action included in the_annual work action included in the_annual work
programme receiving Union financial programme receiving Union financial
support from the Horizon Europe support from the Horizon Europe
programme and/or Digital Europe programme and/or Digital Europe
programme, in accordance with their programme, in accordance with their
Y 55 . . . N n . Y
Regulations, as well as financial or in- Regulations, as well as financial or in-
kind support by one or more Member kind support by one or more Member
States, which are implemented via States, which are implemented via
projects involving beneficiaries projects involving beneficiaries
established in the Member States which established in the Member States which
provide financial or in-kind support to provide financial or in-kind support to
those beneficiaries stemming from those those beneficiaries stemming from those
Member States. Member States.
Commission to check
Text Origin: Council Mandate
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Article 2(1), point(4) |
(4) 'participating Member State' means a (4) 'participating contributing Member (4) in-kind contribution'' means those (4) in-kind contribution'' means those
Member State which voluntarily State' means a Member State which eligible costs, incurred by National eligible costs, incurred by National
contributes financially to the administrative | voluntarily contributes financially to the Coordination Centres and other public Coordination Centres and other public
and operational costs of the Competence administrative and operational costs of the | entities when participating Member-State’ entities when participating Member-State’
Centre. Competence Centre-; means-a-Member-Statein projects funded means-a-Member-Statein projects funded
through this Regulation, which through this Regulation, which
7 o o - ; 7 o o - ;
Competence-Centreare not financed by a Competence-Centreare not financed by a
Union contribution or by financial Union contribution or by financial
contributions by Member States. contributions by Member States.
Commission to check
Text Origin: Council Mandate
Article 2, first paragraph, point(4a)
(4a) ‘European Digital Innovation Hubs’
means a legal entity as defined in to be mentioned if Hubs are in text
Regulation (EU) 2019/XXX of the
European Parliament and of the
Council’,
S6a
1. Regulation (EU) 2019/XXX of the
European Parliament and of the Council
of ... establishing the Digital Europe
programme for the period 2021-2027 (0OJ
L...) (2018/0227(COD)).
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Article 2, first paragraph, point(4b)

56b

(5) ‘Agenda’ means a comprehensive and
sustainable Cybersecurity Industrial,
Technology and Research strategy, which
shall set out strategic recommendations
for the development and growth of the

European cybersecurity industrial,
technological and research sector and
shall set out strategic priorities for the
Centre’s activities (the “Agenda’”)

Council proposal.
Commission and EP to check

Article 2, first paragraph, point(4c)

56¢

(6) ‘Technical assistance’ means
assisting the National Coordination
Centres or the Community (i) for the
performance of theirs tasks, by providing
knowledge, facilitating access to the
expertise [and infrastructurel], facilitating
networking, raising awareness, promoting
cooperation, and (ii) for the project
preparation in relation to the mission and

objectives set out in this Regulation,
without taking over the tasks of the
National Coordination Centres or the

Community.

Council proposal.
EP and Commission to check
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Article 3

Article 3 Article 3 Article 3 Article 3
Mission of the Centre and the Network Mission of the Centre and the Network Mission of the Centre and the Network Mission of the Centre and the Network
57
Text Origin: Commission
Proposal
Article 3(1), introductory part
1. The Competence Centre and the 1. The Competence Centre and the 1. The-Cempetence_Centre and the 1. The Competence Centre and the
Network shall help the Union to: Network shall help the Union to: Network shall help the Union to: Network shall help the Union to:
v S8 ¥
Text Origin: Commission
Proposal
Article 3(1), point(a)
(a) retain and develop the cybersecurity (a) retain-and develop the cybersecurity (a) retain-and-developthe (a) retain-and-develop-the-strengthen its
technological and industrial capacities technological, industrial, societal, eyberseeunritystrengthen its strategic leadership and strategic autonomy in the
necessary to secure its Digital Single academic and research expertise-and autonomy in the field of cybersecurity by field of cybersecurity by retaining and
Market; industriad capacities and capabilities retaining and developing the Union’s developing the Union’s research,
necessary to secure its Digital Single research, technological and industrial academic, societal, technological and
Market and further the protection of data | cybersecurity capacities_and capabilities industrial cybersecurity capacities_and
Y 59 of Union citizens, companies and public necessary to_enhance trust and security in | capabilities necessary to_enhance trust Y
administrations; the-secure-its Digital Single Market; and security in the-seenre-its Digital
Single Market, including the
confidentiality, integrity and accessibility
of data;
Leadership added from line 60b
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Article 3(1), point(aa)
(aa) increase the resilience and reliability (aa) support European technological
of the infrastructure of network and capacities, capabilities and skills in
information systems, including critical relation to the resilience and reliability of
infrastructure, the internet and commonly the infrastructure of network and
used hardware and software in the Union; information systems, including critical
Y 59a 3 5
infrastructure, the internet and commonly
used hardware and software in the Union;
Term "commonly used" to be specified
Council: alternative description
Article 3(1), point(b)
(b) increase the competitiveness of the (b) increase the competitiveness of the (b) _increase the global competitiveness of | (b) increase the global competitiveness of
Union's cybersecurity industry and turn Union's cybersecurity industry and turn the Union's cybersecurity industry and turn | the Union's cybersecurity industry, te
y 60 cybersecurity into competitive advantage cybersecurity into @ competitive advantage | cybersecurity into_a competitive advantage | ensure the highest cybersecurity
of other Union industries. of other Union industries. of other Union industries. standards throughout the Union and turn
cybersecurity into @ competitive advantage
of other Union industries:;
Article 3(1), point(ba)
(ba) raise the awareness for cybersecurity Can be deleted since
threats, and related societal and ethical
implications and concerns and reduce the New line 87za introduced about
skills gap in cybersecurity in the Union; awareness of Centre’s and Network’s
mission, objectives and tasks.
60a [highest cybersecurity standards” added
from line 60b]
Skills integrated in line 59 a.
Awareness raising falls in the competence
of ENISA.
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| Article 3(1), point(bb)
(bb) develop the Union’s leadership in
cybersecurity and ensure the highest Can be deleted since
60b cybersecurity standards throughout the
Union; “Leadership” added to line 59.
“Highest standards” added to line 60
Article 3(1), point(bc)
(bc) strengthen the Union’s
competitiveness and capacities while Can be deleted since
60 reducing its digital dependence by
¢ increasing the uptake of cybersecurity “Uptake...” added in Council text line 87j
products, processes and services
developed within the Union; The rest is covered in lines 59 and 60
Article 3(1), point(bd)
(bd) reinforce the trust of citizens,
consumers and businesses in the digital Can be deleted since
60d world, and therefore contribute to the
goals of the Digital Single Market Trust is covered above in Council text
strategy.
Article 3(2
2. The Competence Centre shall undertake | 2. The Competence Centre shall undertake | 2. The_Centre and the Network 2. The_Centre and the Network
its tasks, where appropriate, in its tasks, where appropriate, in Competence-Centre shall undertake #s Competence-Centre shall undertake #s
collaboration with the Network of National | collaboration with the Network of National | their tasks, where appropriate, in their tasks, where appropriate, in
Coordination Centres and a Cybersecurity Coordination Centres and a Cybersecurity collaboration with the Network-of Nationat | collaboration with the Networkof Nationeal
Y 61 Competence Community. Competence Community. Coordination-Centres-and-a¢ENISA and Coordination-Centres-and-a¢ENISA and
the Cybersecurity Competence the Cybersecurity Competence
Community. Community.
Council text: Slight rebalancing by
including the Network here.
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Article 3(2a

Y 6la

2a. Only actions contributing to the
mission set out in paragraph 1 shall be

2a. [Only actions contributing to the
mission set out in paragraph 1 shall

eligible for support through Union
financial assistance in accordance with

be supported through Union financial
assistance in accordance with the legal

the legal acts establishing relevant
programmes notably Horizon Europe and

acts establishing relevant programmes
notably Horizon Europe and Digital

Digital Europe.

Europe.]

Alternative wording suggested by

[The Competence Centre shall utilise
relevant Union financial resources in
such a way so as to maximise their
contribution to the mission set out in
paragraph 1 in accordance with the legal
acts establishing these programmes
notably Horizon Europe and Digital

Europe.]

Commission in favour of deleting. Fallback:

alternative wording suggested.

EP and Council to check

Article 4

62

Article 4
Objectives and Tasks of the Centre

Article 4

Objectives and Tasks of the Centre

Article 4
Objectives arnd—Fesks-of the Centre

Article 4
Objectives and-Feasks-of the Centre

The Commission has suggested an
alternative structure for paragraph 1. This
is currently not yet copied as Council and
EP want to check internally and consult
lawyer-linguists.

Text Origin: Council Mandate
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Article 4, first paragraph, introductory part
The Competence Centre shall have the The Competence Centre shall have the The-Competence_Centre shall kave-the The_Centre shall enhance research,
following objectives and related tasks: following objectives and related tasks: following-obiectivesandretated innovation and deployment in the field of
y 63 tasksenhance the coordination of cybersecurity in order to fulfil the mission
research, innovation and deployment in as described in Article 3; by-Competence
the field of cvbersecurity in order to fulfil | Centreshall-havethefollowing-objectives
the mission as described in Article 3 , by: errdretated-tashs:
Article 4, first paragraph, point(-a)
enhancing cybersecurity capacities,
capabilities, knowledge and
v 63a infrastructures at the service of
industries, in particular SMEs, research
communities, the public sector and civil
society as appropriate
Article 4, first paragraph, point(-b)
complementing the efforts of other
public actors, promote cybersecurity
resilience, the uptake of cybersecurity best
y 63b practices, the principle of security by
design, and the verifiability of the security
of digital products and services,
EP to check wording "verifiability"
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Article 4, first paragraph, point(-c)

(-¢) contributing to a strong European
cybersecurity ecosystem which brings
together all relevant stakeholders in
Y 63c particular by Y
COM to add sentence
Lawyer linguists to check numbering
Article 4, first paragraph, point(1)
(1) defining strategic orientations and (1) defining strategic recommendations
priorities for research, innovation and for research, innovation and deployment
deployment in cybersecurity in line with in cybersecurity in line with Union law
Y 63d Union law; and setting out strategic priorities for the Y
Centre's activities;
to be checked by EP and Council
Article 4, first paragraph, point(2)
(2) implementing actions under relevant (2) implementing actions under relevant
Union funding programmes in line with Union funding programmes in line with
Y 63e T, . 5 . Y
the defined Union’s strategic orientations; | the respective work programmes and
and programme regulations;
Article 4, first paragraph, point(3)
(3) stimulating cooperation and (3) fostering cooperation and
coordination within National coordination amongst the National
Y 63f Coordination Centres and the Coordination Centres and with and within | Y
Cybersecurity Competence Community. the Cybersecurity Competence
Community, and
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Article 4, first paragraph, point(-g) |
(4) where relevant and appropriate,
acquiring and operating cybersecurity
infrastructures and services where
necessary to fulfil the tasks below and in

63g accordance with the respective work
programmes set out below
Council: possible compromise, not yet
accepted by MS

Article 4(1), point(1)

1. facilitate and help coordinate the work e e

of the National Coordination Centres of-the-Neational-Coordinarion-Centres deleted il deleted

Network (‘the Network’) referred to in Networl{the-create, manage and
Y 64 Article 6 and the Cybersecurity facilitate the Network-_referred to in

Competence Community referred to in Article 6 and the-Cyberseenri

Article &; Competenree_Community referred to in

Article 8;
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Article 4(1), point(2)
2. contribute to the implementation of the | 2. contributeto_coordinate the
cybersecurity part of the Digital Europe implementation of the cybersecurity part of \ deleted
Programme established by Regulation No the Digital Europe Programme established
XXX! and in particular actions related to by Regulation No XXX! and in particular
Article 6 of Regulation (EU) No XXX actions related to Article 6 of Regulation
[Digital Europe Programme] and of the (EU) No XXX [Digital Europe
Horizon Europe Programme established by | Programme] and of the Horizon Europe
Regulation No XXX? and in particular Programme established by Regulation No
Section 2.2.6 of Pillar II of Annex 1. of XXX? and in particular Section 2.2.6 of
Decision No XXX on establishing the Pillar II of Annex I. of Decision No XXX
specific programme implementing Horizon | on establishing the specific programme
Y 65 Europe — the Framework Programme for implementing Horizon Europe — the
Research and Innovation[ref. number of Framework Programme for Research and
the Specific Programme]. and of other Innovation[ref. number of the Specific
Union programmes when provided for in Programme]. and of other Union
legal acts of the Union]; programmes when provided for in legal
acts of the Union]_and contribute to the
1. [add full title and OJ reference] implementation of the actions funded by
2. [add full title and OJ reference] the European Defence Fund established
by Regulation (EU) ;2019/XXX;
1. [add full title and OJ reference]
2. [add full title and OJ reference]
Article 4(1), point(3), introductory part
3. enhance cybersecurity capabilities, 3. enhance cybersecurity resilience,
knowledge and infrastructures at the capacities, capabilities, knowledge and \ deleted \ Lines 66-68 linked to line 87x
service of industries, the public sector and infrastructures at the service of society,
research communities, by carrying out the industries, the public sector and research
Y 66 . S . .
following tasks: communities, by carrying out the following
tasks, having regard to the state-of-the-art
cybersecurity industrial and research
infrastructures and related services:
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Article 4(1), point(3)(a)
(a) having regard to the state-of-the-art (2) hevingresardio-the=sicde-oftre-crt
cybersecurity industrial and research evberseenritr-indusirial-andreseareh deleted Lines 66-68 linked to line 87x
infrastructures and related services , infrastruetures acquiring, upgrading,
acquiring, upgrading, operating and operating and making available the
making available such infrastructures and Competence Centre’s facilities and related
related services to a wide range of users SCIVICES —roctbie s e pos v efnes
Y 67 across the Union from industry including B Y
SMEs, the public sector and the research andrelated-services in a fair, open and
and scientific community; transparent way to a wide range of users
across the Union from industry, in
particular-ineluding SMEs, the public
sector and the research and scientific
community;
Article 4(1), point(3)(b)
(b) having regard to the state-of-the-art (b) el ph s e
cybersecurity industrial and research B deleted Lines 66-68 linked to line 87x
infrastructures and related services, B e e
providing support to other entities, providing support to other entities,
including financially, to acquiring, including financially, to acquiring,
v 68 upgrading, operating and making available | upgrading, operating and making available v
such infrastructures and related services to | suchinfrastruetures such facilities and
a wide range of users across the Union related services to a wide range of users
from industry including SMEs, the public across the Union from industry, in
sector and the research and scientific particular-inetuding SMEs, the public
community; sector and the research and scientific
community;
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Article 4(1), point(3)(ba)

Y 68a

(ba) providing financial support and
technical assistance to cybersecurity start-
ups, SMEs, microenterprises,
associations, individual experts and to
civic tech projects;

Deleted

Article 4(1

, point(3)(bb)

Y 68b

(bb) financing software security code
audits and related improvements for Free
and Open Source Software projects,
commonly used for infrastructure,
products and processes;

Deleted

Article 4(1

, point(3)(c)

(c) providing cybersecurity knowledge and
technical assistance to industry and public
authorities, in particular by supporting
actions aimed at facilitating access to the
expertise available in the Network and the
Cybersecurity Competence Community;

(c) previdine facilitating the sharing

cybersecurity knowledge and technical
assistance among others to civil society,
the to-industry and public authorities, and
the academic and research community, in
particular by supporting actions aimed at
facilitating access to the expertise available
in the Network and the Cybersecurity
Competence Community_with the aim of
improving cyber resilience within the
Union;

deleted

possibly to be discussed in conjunction

with technical assistance
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Article 4(1), point(3)(ca)

Y 69a

(ca) promoting “security by design” as
principle in the process of developing,

maintaining, operating, and updating
infrastructures, products and services, in
particular by supporting state-of-the-art

secure development methods, adequate
security testing, security audits, and
including the commitment of producer or
provider to make available updates

remedying new vulnerabilities or threats,
without delay, and beyond the estimated
product lifetime, or enabling a third party

to create and provide such updates;

EP to propose a recital

Article 4(1

, point(3)(cb)

Y 69b

(cb) assisting source code contribution
policies and their development, in

particular for public authorities where

Free and Open Source Software projects
are used;

Check 87p

Article 4(1

, point(3)(cc)

Y 69c

(cc) bringing together stakeholders from
industry, trade unions, academia,
research organisations and public entities
to ensure long-term_cooperation on
developing and implementing
cybersecurity products and processes,
including pooling and sharing of
resources and information regarding such

products and processes if appropriate;

Inserted in 63c
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Article 4(1), point(4), introductory part
4. contribute to the wide deployment of 4. contribute to the wide deployment of 4, contributeto-theride-deplovmentof
state-of-the-art cyber security products and | state-of-the-art and sustainable cyber state-of-the-art-eyberseenrity-products-and | Sustainable cyber security products and
Y 70 solutions across the economy, by carrying security products and-sel#tiens_processes bt . - 3 : processes” is for a recital. Y
out the following tasks: across the_the Union-economy, by EP to propose a recital that defines
carrying out the following tasks: sustainability.
Article 4(1), point(4)(a)
(a) stimulating cybersecurity research, (a) stimulating cybersecurity research, (Q) sHnudatinaevhberseeturi-rescarer:
development and the uptake of Union development and the uptake of Union development-and-the-uptake-of-Union Deleted since in 87g
cybersecurity products and solutions by cybersecurity products and_holistic crbersecttrifoprodiuctieaidsolition—bv
Y 71 public authorities and user industries; processes throughout the entire e ites ser-industries; Y
innovation cycle, by, inter alia,~solitions
by public authorities, the industry and the
market-ard-ser—indisieios;
Article 4(1), point(4)(b)
(b) assisting public authorities, demand (b) assisting—_public authorities, demand (b) assisting—public-anthorities—demand
side industries and other users in adopting side industries and other users in side-industries-and-otherusers-inadopting | Deleted since in Art. 3
v 7 and integrating the latest cyber security increasing their resilience by adopting and | end-integratingtheltatest-eyber-seenrity v
solutions; integrating-thetatest-cyber-seenrity sl
sotutions_state-of-the-art cybersecurity
products and processes;
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Article 4(1), point(4)(c)
(c) supporting in particular public (c) supporting in particular public (C) stipperrtiretiperiietlopidlic
authorities in organising their public authorities in organising their public ettthoritiesinorganisingtheirpublie To be seen in relation to line 87n and 87x
procurement, or carrying out procurement procurement, or carrying out procurement procHrementor-carrying-out-procurement
of state-of-the-art cybersecurity products of— state-of-the-art cybersecurity products B i e e
Y 73 and solutions on behalf of public and-selutions_processes on behalf of anid-solutions-on-behall of public Y
authorities; public authorities, including by providing e
support for procurement, to increase the
security of and the benefits from public
investment,
Article 4(1), point(4)(d)
(d) providing financial support and (d) providing financial support and (d) providingfinancialsupport-and
technical assistance to cybersecurity start- technical assistance to cybersecurity start- technical-assistaneeto-eybersecurity-start- | EP wants to keep the text (not in the
ups and SMEs to connect to potential ups and SMEs, micro-enterprises, B objectives)
markets and to attract investment; individual experts, commonly used Free e b D
and Open Source Software projects, and Council prefers recital. However, an
civic tech projects, to enhance expertise inclusion of these entities in Art. 8 can be
Y 74 on_cybersecurity, -to-connect to potential E— Y
markets and deployment opportunities,
and to attract investment;
Possible wording (from EP):
“providing support to cybersecurity start-
ups and SME's to connect to potential
markets and to attract investment.”
Article 4(1), point(5), introductory part
5. improve the understanding of 5. improve the understanding of S, dmepepeshoseleen o o
cybersecurity and contribute to reducing cybersecurity— and contribute to reducing b et co it e—ro-rednetie Deletion, (covered by 87j)
Y 75 skills gaps in the Union related to skills gaps_and strengthening the level of | skitts-saps-in-the Unionrelated-to Y
cybersecurity by carrying out the following | skills in the Union related to cybersecurity | eypbersecurity-by-carryingont-thefollowing
tasks: by carrying out the following tasks: feiee
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Article 4(1), point(5)(-a)
(-a) supporting, where appropriate, the
achievement of the specific objective 4, Link to Art 4a
Y 75a Advanced digital skills, of the Digital Y
Europe Programme in cooperation with
European Digital Innovation Hubs;
Article 4(1), point(5)(a)
(a) supporting further development of (a) supporting further development, Gl ol
cybersecurity skills , where appropriate pooling, and sharing of cybersecurity e e Op Depends on wording 87j
together with relevant EU agencies and skills and competences at all relevant pemehiee il el Ll v sl o |
bodies including ENISA. educational levels, supporting the Boelio ot o e L
objective of achieving gender balance,
facilitating a common high level of
Y 76 cybersecurity knowledge and contributing Y
to the resilience of users and
infrastructures throughout the Union in
cooperation with the Network and, where
appropriate-together, aligning with
relevant EU agencies and bodies including
ENISA:;
Article 4(1), point(6), introductory part
6. contribute to the reinforcement of 6. contribute to the reinforcement of 6. contribute—to-the-reitforeeneni-of
Y 77 cybersecurity research and development in | cybersecurity research and development in | epbersecurityresearchand-developmentin | deleted Y
the Union by: the Union by: e
Article 4(1), point(6)(a)
(a) providing financial support to (a) providing financial support to
cybersecurity research efforts based on a cybersecurity research efforts based on a deleted
common, continuously evaluated and common, continuously evaluated and
Y 78 . . .. . . . .. . Y
improved multiannual strategic, industrial, | improved multiannual strategic, industrial,
technology and research agenda; technology and research_plan referred to
in Article 13-agenda;
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Article 4(1), point(6)(b)
(b) support large-scale research and (b) support supporting large-scale (b) suppor-aree-sealeresearefi-and
demonstration projects in next generation research and demonstration projects in next | demonstrationprojects-innext-generation EP will look at it in relation to 87x
cybersecurity technological capabilities, in | generation cybersecurity technological crhepecettriieclittolosteaeap b ee—in
v 79 collaboration with the industry and the capabilities, in collaboration with the cotlabosationmittheitdistmnd-the v
Network; industry, the academic and research Sl
community, public sector and authorities,
including -a#d-the Network and the
Community;
Article 4(1), point(6)(ba)
(ba) ensuring respect for fundamental
rights and ethical conduct in Preliminary agreement on a new recital
cybersecurity research projects supported 8a, line 17a:
by the Competence Centre;
It is important to ensure respect for
Y 79a fundamental rights and ethical conduct in Y
Cybersecurity research projects supported
by the Centre, in line the regulations
establishing Horizon Europe, and in
particular Article 15 Horizon Europe
Framework Programme regulation
Article 4(1), point(6)(bb)
(bb) monitoring reports of vulnerabilities
discovered by the Community and Potentially to be reflected in a new recital
y 79b facilitating the disclosure of - to be discussed Y
vulnerabilities, the development of
patches, fixes and solutions, and the For MS difficult even in recital
distribution of those;
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Article 4(1), point(6)(bc)

Y 79c¢

(bc) monitoring research results
regarding self-learning algorithms used
for malicious cyber activities in

collaboration with ENISA and supporting

the implementation of Directive

(EU) 2016/1148;

Potentially to be reflected in a new recital
- to be discussed

Article 4(1

, point(6)(bd)

79d

(bd) supporting research in the field of
cybercrime;

deleted

Article 4(1

, point(6)(be)

Y 79¢

(be) supporting the research and
development of products and processes
that can be freely studied, shared, and
built upon, in particular in the field of
verified and verifiable hardware and
software, in close cooperation with the
industry, the Network and the

Community;

Could be deleted depending on wording
87p

Article 4(1

, point(6)(c)

(c) support research and innovation for

standardisation in cybersecurity technology

(c) support research and innovation for
formal and non-formal standardisation

and certification in cybersecurity

technology, linking to the existing work
and where appropriate in close
cooperation with the European
Standardisation Organisations,
certification bodies and ENISA;

(©) support-rescarehand-innovation for

Deleted
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Article 4, first paragraph, point(6a)
ca provide special support to SMEs by
facilitating their access to knowledge and new recital
training through tailored access to the EP will work on a text proposal
Y 80a deliverables of research and development Y
reinforced by the Competence Centre and
the Network in order to increase
competitiveness;
Article 4(1), point(7), introductory part
7. enhance cooperation between the civil 7. enhance cooperation between the civil P T e
and defence spheres with regard to dual use | and defence spheres with regard to dual use | and-deferncesphereswith-recard-to-dual lines 81-87 to be discussed (Defence)
technologies and applications in technologies and applications in wve—technologlesand-applications—in
Y 81 cybersecurity, by carrying out the cybersecurity, by carrying out the bl b el e b Y
following tasks: following tasks, which shall be reactive edloretie sl
and defensive cyber defence technology,
applications and services:
Article 4(1), point(7)(a)
(a) supporting Member States and (a) supporting Member States and () cpomie b e ]
industrial and research stakeholders with industrial and research stakeholders with indhestrivl-and-researel-stakehiolders—ith
Y 82 Y
regard to research, development and regard to research, development and peemecliomp e b e s on ]
deployment; deployment; R
Article 4(1), point(7)(b)
(b) contributing to cooperation between (b) contributing to cooperation between (b)) commiboinemrcn s Boate e
Y 83 Member States by supporting education, Member States by supporting education, sl s b e e s Lo Y
training and exercises ; training and exercises ; et b
Article 4(1), point(7)(c)
v 34 (c) bringing together stakeholders, to (c) bringing together stakeholders, to v
foster synergies between civil and defence | foster synergies between civil and defence
cyber security research and markets; cyber security research and markets;
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Article 4(1), point(8), introductory part
8. enhance synergies between the civil and | 8. enhance synergies between the civil and | 8. ewhancesynergies-betweenthe-civil-and
defence dimensions of cybersecurity in defence dimensions of cybersecurity in clefees el b e ine Ly
relation to the European Defence Fund by relation to the European Defence Fund by polente o e e o D e e Lo Ll
Y 85 carrying out the following tasks: carrying out the following tasks, which PPt e ot Y
shall be reactive and defensive cyber
defence technology, applications and
services:
Article 4(1), point(8)(a)
(a) providing advice, sharing expertise and | (a) providing advice, sharing expertise and
Y 86 facilitating collaboration among relevant facilitating collaboration among relevant Y
stakeholders; stakeholders;
Article 4(1), point(8)(b)
(b) managing multinational cyber defence | (b) managing multinational cyber defence | (b) managingmutinationaleyber-defence
projects, when requested by Member projects, when requested by Member projfectsavhenreguested-by-Menber
y 87 States, and thus acting as a project manager | States, and thus acting as a project manager | States—and-thus-actingas-aprojeet y
within the meaning of Regulation XXX within the meaning of Regulation XXX e
[Regulation establishing the European [Regulation establishing the European SO e b e
Defence Fund]. Defence Fund]. B
Article 4(1), point(8)(ba)
(ba) assisting and providing advice to the
Commission with regard to the
v 87a implementation of Regulation (EU) y
2019/XXX [recast of Regulation (EC) No
428/2009 as proposed by
COM(2016)0616].
Article 4, first paragraph a, introductory part
8a. contribute to the Union’s efforts to Deleted, new text in 87p
Y 87b enhance international cooperation with Y
regard to cybersecurity by:
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Article 4, first paragraph b, point(a)

(a) facilitating the participation of the
Competence Centre in _international Deleted, new text in 87p
conferences and governmental
Y 87¢ T . oo
organisations as well as the contribution
to international standardisation
organisations;
Article 4, first paragraph b, point(b)
(b) cooperating with third countries and
y 87d international organisations within Deleted, new text in 87p
relevant international cooperation
frameworks.
Article 4a
Article 4a Article 4a
87¢ Tasks of the Centre Tasks of the Centre
Text Origin: Council Mandate
| Article 4a(1), introductory part |
1. In order to fulfill the mission laid out 1. In order to fulfil the mission laid out in
in Article 3 and the objective laid out in Article 3 and the objective laid out in
Article 4, the Centre shall, in close Article 4, the Centre shall, in close
87f cooperation with the Network, have the cooperation with the Network, have the
following tasks: following tasks:
Text Origin: Council Mandate
Article 4a(1), point(a)
y 87g (a) strategic tasks, consisting of: (a) strategic tasks, consisting of:
Text Origin: Council Mandate
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Article 4a(1), 1
(1) developing and monitoring the (1) developing and monitoring the
implementation of a comprehensive and implementation of the Agenda;
sustainable Cybersecurity Industrial,
Technology and Research Agenda, which
Y 87h shall set out strategic recommendations
and_priorities for the development and
growth of the European cybersecurity
industrial, technological and research
sector (the “Agenda”);
Article 4a(1), 2
(2) through the Agenda and the (2) through the Agenda and the
multiannual work programme, while multiannual work programme, while
avoiding any duplication of activities with | avoiding any duplication of activities with
ENISA and taking into account the need ENISA and taking into account the need
to create synergies between cybersecurity to create synergies between cybersecurity
Y 871 and other parts of Horizon Europe and and other parts of Horizon Europe and
Digital Europe programmes: Digital Europe programmes:
Counci: definition/clarification Agenda
Text Origin: Council Mandate
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Article 4a(1), 2, i

(2) i defining priorities for its work on: (2) i defining priorities for its work on:
- the enhancement of cybersecurity - the enhancement of cybersecurity
research and innovation and its research and innovation, covering the
deployment, entire innovation cycle, and its
- the development of cybersecurity deployment,
industrial, technological and research - the development of cybersecurity
capacities_capabilities, and industrial, technological and research
infrastructure, capacities, capabilities, and
- the reinforcement of cybersecurity infrastructure,
industrial, technological and research - the reinforcement of cybersecurity and
skills and training and technology skills and competences in
- the deployment of cybersecurity products | industry, technology, research and at all
and solutions, and relevant educational levels, supporting
gender balance,
Y 87j - the deployment of cybersecurity products
and solutions,
- support the market uptake of
cybersecurity products, processes and
services contributing to the mission set
out in Article 3,
- the support of the adoption and
integration of state-of-the-art
cybersecurity products and processes by
public authorities at their request,
demand side industries and other users;
and
updated wording 21/10 - still to be
checked by all institutions
Article 4a(1), 2 ii
(2) ii supporting cybersecurity industry, (2) ii supporting cybersecurity industry,
with _a view to strengthening Union and in particular SMEs, with a view to
Y 87k excellence, capacities and competitiveness | strengthening the Union excellence,
on cybersecurity; capacities and competitiveness on
cybersecurity;
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Article 4a(1), 3

(3) ensuring synergies and cooperation (3) ensuring synergies and cooperation
with relevant Union institutions, agencies | with relevant Union institutions, agencies
and bodies such as ENISA while avoiding | and bodies such as ENISA while avoiding
Y 871 any duplication of activities with such any duplication of activities with such Y
Union institutions, agencies and bodies; Union institutions, agencies and bodies;
Text Origin: Council Mandate
Article 4a(1), 4
(4) coordinating National Coordination (4) coordinating National Coordination
Centres through the Network and Centres through the Network and
Y 87m ensuring regular exchange of expertise; ensuring regular exchange of expertise; Y
Text Origin: Council Mandate
Article 4a(1), point(h)
(5) providing expert cybersecurity (5) providing expert cybersecurity
industrial, technology and research industrial, technology and research
advice upon request from a Member State | advice, including with regard to
Y 87n Y
to that Member State; procurements and deployment of
technologies, upon request from a
Member State to that Member State;
Article 4a(1), point(i)
(6) facilitating collaboration and sharing | (6) facilitating collaboration and sharing
of expertise among relevant stakeholders, of expertise among all relevant
Y 870 in particular members of the stakeholders, in particular members of Y
Cybersecurity Competence Community; the Cybersecurity Competence
Community;
12293/20 EB/ip 76
ANNEX LIMITE EN



Article 4a(1), point(j)

(6a) attending national, European and
international conferences, fairs and fora
y 87 related to its mission, objectives and other y
= tasks, as appropriate, with the aim of
sharing views and exchanging relevant
best-practices with other participants;
Article 4a(1), point(j)
(7) facilitating the use of results from (7) facilitating the use of results from
research and innovation projects in research and innovation projects in
actions related to the development of actions related to the development of
cybersecurity products and solutions, cybersecurity products and solutions,
seeking to avoid fragmentation and seeking to avoid fragmentation and
Y 87q duplication of efforts and replicating duplication of efforts and replicating good | Y
good cybersecurity practices and cybersecurity practices and cybersecurity
cybersecurity products and solutions, products and solutions, and in
including those developed by small and particular those developed by small and
medium _enterprises (SMEs) and those medium _enterprises (SMEs) and those
based on open-source software; using open source software;
Article 4a(1), point(b)
(b) implementation tasks, consisting of: (b) implementation tasks, consisting of:
Y 87r Y
Text Origin: Council Mandate
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Article 4a(1), point(b)(1)
(1) coordinating and administrating the (1) coordinating and administrating the
work of the Network and the work of the Network and the
Cybersecurity Competence Community in | Cybersecurity Competence Community in
order to achieve the mission set out in order to achieve the mission set out in
y ]7s Article 3, in particular supporting Article 3, in particular supporting
cybersecurity start-ups and SMEs in the cybersecurity start-ups, SMEs, micro-
Union and facilitating their access to entreprises, associations and civic tech
expertise, funding, investment and to projects in the Union and facilitating their
markets; access to expertise, funding, investment
and to markets;
Article 4a(1), point(b)(2)
(2) establishing and implementing the (2) establishing and implementing the
annual work programme, in accordance annual work programme, in accordance
with the Agenda and the multiannual with the Agenda and the multiannual
Y 87t work programme, for the cybersecurity work programme, for the cybersecurity
parts of: parts of:
Text Origin: Council Mandate
Article 4a(1), point(b)(2) i
(2) i the Digital Europe programme and (2) i the Digital Europe programme and
in particular actions related to Article 6 of | in particular actions related to Article 6 of
y 87u Regulation (EU) No XXX [Digital Europe | Regulation (EU) No XXX [Digital Europe
Programme], Programme/,
Text Origin: Council Mandate
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Article 4a(1), point(b)(2) ii

(2) ii joint actions receiving support from | (2) ii joint actions receiving support from
the cybersecurity parts of the Horizon the cybersecurity parts of the Horizon
Europe programme and in particular Europe programme and in particular
Section 3.1.3. of Pillar Il of Annex I. of Section 3.1.3. of Pillar Il of Annex I. of
Decision No XXX on establishing the Decision No XXX on establishing the
specific programme implementing specific programme implementing
Horizon Europe — the Framework Horizon Europe — the Framework
Y 87v Programme for Research and Innovation Programme for Research and Innovation Y
[ref. number of the Specific Programme], [ref. number of the Specific Programme],
and in accordance with the multiannual and in accordance with the multiannual
work programme, and the strategic work programme, and the strategic
planning process of the Horizon Europe planning process of the Horizon Europe
programme, and programme, and
Text Origin: Council Mandate
Article 4a(1), point(b)(2)iii
(2) iii other Union programmes when (2) iii other Union programmes when
y 87w provided for in legal acts of the Union; provided for in legal acts of the Union; y
Text Origin: Council Mandate
Article 4a(1), point(r)
(2a) supporting, where appropriate, the
achievement of the specific objective 4,
Y 87x Advanced digital skills, of the Digital Y
Europe Programme in cooperation with
European Digital Innovation Hubs;
Article 4a(1), point(c)
87y
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Article 4a(1), point(b)(3)

(3) providing expert advice on (3) providing expert advice on
cybersecurity industry, technology and cybersecurity industry, technology and
research to the Commission when it research to the Commission when it
prepares the draft work programmes prepares _the draft work programmes
pursuant to Article 11 of Council pursuant to Article 11 of Council
Decision (XXXX)'; Decision (XXXX)';

Y 87z u . .. u . ..
1.[1]  Council Decision ..., of ..., on 1.[1]  Council Decision ..., of ..., on
establishing the specific programme establishing the specific programme
implementing Horizon Europe — the implementing Horizon Europe — the
Framework Programme for Research and | Framework Programme for Research and
Innovation (0J ...) [2018/0225(COD)]. Innovation (0J ...) [2018/0225(COD)].

Text Origin: Council Mandate
Article 4a(1), point(b)(4)

(4) enabling the deployment and (4) carrying out or enabling the
facilitating the acquisition of deployment and facilitating the
cybersecurity infrastructures, at the acquisition of cybersecurity
service of industries, the public sector, infrastructures, at the service of society,
research communities and operators of industries, the public sector at the request
essential services, through inter alia of the respective Member State, research

Y 87aa . . A
contributions from Member States and communities and operators of essential
Union funding for joint actions, in line services, through inter alia contributions
with the Agenda, the multiannual work from Member States and Union funding
programme and the annual work for joint actions, in line with the Agenda,
programme. the multiannual work programme and the

annual work programme.
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Article 4a(1), point(b)(5)

(5) without prejudice to the civilian (u) without prejudice to the civilian
nature of projects to be financed from the | nature of projects to be financed from the
Horizon Europe programme and the Horizon Europe programme and in line
Digital Europe programme and in line with the respective program regulations,
with the respective program regulations, enhancing synergies and exchange of
enhancing synergies and exchange of knowledge and coordination between the
knowledge and coordination between the cybersecurity civilian and defence

87ab cybersecurity civilian and defence spheres, including the European Defence

Y 7a spheres; Fund;

Commission suggestion based on Council
text.
Political issue for trilogue
Defence/dual use aspect
Article 4a(1), point(w)
(c) monitoring the fulfilment of the (c) monitoring the fulfilment of the
strategic and implementation tasks and, strategic and implementation tasks and,
whenever necessary, providing proposals whenever necessary, providing proposals
for the enhancement of their realisation. for the enhancement of their realisation.

Y 87ac
Presidency to provide updated text in
relation to Art. 13(3)(l)

Text Origin: Council Mandate
Article 4a(1), point(w)

y 87ad (ca) raising awareness of the Centre’s
and Network’s mission, objectives and
tasks as laid down in articles 3, 4, and 4a
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of this regulation.

Article 4a(1), 2

(2) In accordance with Article 6 of the
Horizon Europe Framework programme

(2) In accordance with Article 6 of the
Horizon Europe Framework programme

and subject to the conclusion of a
contribution agreement as referred to in

and subject to the conclusion of a
contribution agreement as referred to in

point (18) of Article 2 of Regulation (EU,

point (18) of Article 2 of Regulation (EU,

Euratom) 2018/1046, the Centre may be

Euratom) 2018/1046, the Centre may be

entrusted with the implementation of the

entrusted with the implementation of the

cybersecurity parts that are not co-funded

cybersecurity parts that are not co-funded

by the Member States in the Horizon

by the Member States in the Horizon

Y 87ae Europe Programme [established by Europe Programme [established by Y
Regulation No XXX and in particular Regulation No XXX and in particular
Section 3.1.3. of Pillar Il of Annex I. of Section 3.1.3. of Pillar Il of Annex I. of
Decision No XXX on establishing the Decision No XXX on establishing the
specific programme implementing specific programme implementing
Horizon Europe — the Framework Horizon Europe — the Framework
Programme for Research and Innovation | Programme for Research and Innovation
[ref. number of the Specific Programme] [ref. number of the Specific Programme]
Text Origin: Council Mandate
Article 5
Article 5 Article 5 Article 5
88 Investment in and use of infrastructures, Investment in and use of infrastructures, Tentative agreement to delete Article 5
capabilities, products or solutions capabilities, products or sel#tionsprocesses \ deleted
Article 5(1), introductory part
1. Where the Competence Centre provides | 1. Where the Competence Centre provides
funding for infrastructures, capabilities, funding for infrastructures, capabilities, \ deleted
products or solutions pursuant to Article products or-selutions_processes pursuant
Y 89 4(3) and (4) in the form of a grant or a to Article 4(3) and (4) in the form of a Y
prize, the work plan of the Competence procurement, grant or a prize, the work
Centre may specify in particular: plan of the Competence Centre may
specify in particular:
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Article 5(1), point(a)
(a) rules governing the operation of an (a) specific rules governing the operation
infrastructure or capability, including of an infrastructure or capability, including || deleted
Y 90 where relevant entrusting the operation to a | where relevant entrusting the operation to a
hosting entity based on criteria that the hosting entity based on criteria that the
Competence Centre shall define; Competence Centre shall define;
Article 5(1), point(b)
v 91 (b) rules governing access to and use of an | (b) rules governing access to and use of an
infrastructure or capability. infrastructure or capability. L deleted J
Article 5(1), point(ba)
y 91a (ba) specific rules governing different
phases of implementation;
Article 5(1), point(bb)
(bb) that as a result of Union
y 91b contribution, access is as open as possible Agreement to add this aspect as a recital
and as closed as necessary, and re-use is
possible.
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Article 5(2

2. The Competence Centre may be 2. The Competence Centre may be
responsible for the overall execution of responsible for the overall execution of deleted
relevant joint procurement actions relevant joint procurement actions
including pre-commercial procurements on | including pre-commercial procurements on
behalf of members of the Network, behalf of members of the Network;
members of the cybersecurity Competence | #embers-of the-eybersecurity-Competence
Community, or other third parties Contntnire-orathertlird-parties
Y 92 . . . . Y
representing the users of cybersecurity e e s e B e
products and solutions. For this purpose, products-and-solutions. For this purpose,
the Competence Centre may be assisted by | the Competence Centre may be assisted by
one or more National Coordination Centres | one or more National Coordination Centres
or members of the Cybersecurity or members of the Cybersecurity
Competence Community. Competence Community_or relevant
European Digital Innovation Hubs.
Article 6
Article 6 Article 6 Article 6 Article 6
Nomination of National Coordination Nomination of National Coordination Nomination of National Coordination Nomination of National Coordination
93 Centres Centres Centres Centres
Text Origin: Commission
Proposal
Article 6(-1)
-1. A single National Coordination
93a Centre shall be set up in each Member not retained
State.
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Article 6(1

1. By [date], each Member State shall
nominate the entity to act as the National
Coordination Centre for the purposes of
this Regulation and notify it to the

1. By [date], each Member State shall
nominate the entity to act as the National
Coordination Centre for the purposes of
this Regulation and notify it to the

1. By [date], each Member State shall
nominate #ean entity to act as the
National Coordination Centre for the
purposes of this Regulation and notify it

1. By-[datexxx]; months after the entry
into force each Member State shall
nominate #eone entity to act as the
National Coordination Centre for the

94 Commission. Commission. without delay to the purposes of this Regulation and notify it
CommissionGoverning Board . Such without delay to the
entity may be an entity already established | CommiissionGoverning Board. Such entity
in that Member State._ may be an entity already established in
that Member State._
Article 6(2
2. On the basis of an assessment 2. On the basis of an assessment 2. On the basis of an-assessment 2. On the basis of an-assessment
concerning the compliance of that entity concerning the compliance of that entity comeet e e e o oo the B e 1114
with the criteria laid down in paragraph 4, with the criteria laid down in paragraph 4, nomination by a Member State of an notification by a Member State of an
the Commission shall issue a decision the Commission shall issue a decision entity withwhich fulfils the criteria laid entity withwhich fulfils the criteria laid
within 6 months from the nomination within 6 months from the nomination down in paragraph 4, the down in paragraph 4, the Commiission-shatl
transmitted by the Member State providing | transmitted by the Member State providing | ComnmnissionGoverning Board shall isswe-a | isswe-a-decisionwithin-6-monthsfrom-the
v 95 for the accreditation of the entity as a for the accreditation of the entity as a clesbrten e Al e s e e e e e b L L b
National Coordination Centre or rejecting National Coordination Centre or rejecting P e e e e e T b s e '
the nomination. The list of National the nomination. The list of National B T s el theGoverning Board shall list that entity
Coordination Centres shall be published by | Coordination Centres shall be published by | #:elist that entity as a National as a National Coordination Centre 6#
the Commission. the Commission. Coordination Centre o#+ejectineno later rejeetingthe-nominationno later than 3
than 3 months after the nomination_. The months after the notification. The list of
list of National Coordination Centres shall | National Coordination Centres shall be
be published by the CommissionCentre. published by the CommissionCentre.
Article 6(3
3. Member States may at any time 3. Member States may at any time 3. Member States may at any time 3. Member States may at any time
nominate a new entity as the National nominate a new entity as the National nominate a new entity as the National nominate a new entity as the National
Coordination Centre for the purposes of Coordination Centre for the purposes of Coordination Centre for the purposes of Coordination Centre for the purposes of
96 this Regulation. Paragraphs 1 and 2 shall this Regulation. Paragraphs 1 and 2 shall this Regulation. Paragraphs 1 and 2 shall this Regulation. Paragraphs 1 and 2 shall
apply to nomination of any new entity. apply to nomination of any new entity. apply to the nomination of any new entity. | apply to the nomination of any new entity.
Text Origin: Council Mandate
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Article 6(4 |
4. The nominated National Coordination 4. The nominated National Coordination 4. The-wnominated-_National Coordination | 4. The rominated-National Coordination
Centre shall have the capability to support | Centre shall have the capability to support | Centre shall #avebe a public sector entity Centre shall 4avebe a public sector entity
the Competence Centre and the Network in | the Competence Centre and the Network in | or an entity with a majority of public or an entity with a majority of public
fulfilling their mission laid out in Article 3 | fulfilling their— mission laid out in Article | participation performing public participation performing public
of this Regulation. They shall possess or 3 of this Regulation. They shall possess or | administrative functions under national administrative functions under national
have direct access to technological have direct access to technological law, including by means of delegation and | law, including by means of delegation,
expertise in cybersecurity and be in a expertise in cybersecurity and be in a having the capability to support the and having the capability to support the
position to effectively engage and position to effectively engage and Competenee-_Centre and the Network in Competenee-Centre and the Network in
coordinate with industry, the public sector coordinate with industry, the public sector, | fulfilling their— mission laid out in Article fulfilling their—_mission laid out in Article
and the research community. the academic and research community, 3 of this Regulation. Fheylt shall_either 3 of this Regulation. Fheylt shall either
Y 97 and citizens. The Commission shall issue possess or have-direet access to_research possess or have direet-access to research
guidelines further detailing the and technological expertise in and technological expertise in
assessment procedure and explaining the cybersecurity, It shall have the capacity cybersecurity. It shall have the capacity
application of the criteria-and-therescarch | and-bein-apesition to effectively engage and-be-in-a-position to effectively engage
e and coordinate with_the industry, the and coordinate with the industry, the
public sector, including authorities public sector, the academic and research
designated pursuant to the Directive (EU) | community and citizens, including
2016/1148 , and the research community. authorities designated pursuant to the
It shall also have the administrative Directive (EU) 2016/1148, and the
capacity to manage funds. research community. It shall also have the
administrative capacity to manage funds.
Article 6(5
5. The relationship between the 5. The relationship between the S, bl b s b
Competence Centre and the National Competence Centre and the National Conmpetetice-Cemtre-nd-the-Netional Deleted
Coordination Centres shall be based on a Coordination Centres shall be based on a Coardination-Centres—stiall-be-heaved-on-
contractual agreement signed between the standard contractual agreement signed B e
Competence Centre and each of the between the Competence Centre and each Conmpetesice-Centre-and-eael-of-the
National Coordination Centres. The of the National Coordination Centres. The S et Do L
agreement shall provide for the rules agreement shall_consist of the same set of | asreement-shatlprovidefortheriles
Y 98 . . . o . — R . . : o .
governing the relationship and division of | harmonised general conditions providing | geverningtherelationship-and-division-of
tasks between the Competence Centre and | previdefor the rules governing the B
each National Coordination Centre. relationship and division of tasks between el L e e D
the Competence Centre and each_National
Coordination Centre and special
conditions tailored to the particular
National Coordination Centre.
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Article 6(5a)
Sa. The Commission shall adopt
delegated acts in accordance with Article Deleted
45a in order to supplement this
y 98a Regulation by establishing the y
harmonised general conditions of the
contractual agreements referred to in
paragraph 5 of this Article, including
their format.
Article 6(6
6. The National Coordination Centres 6. The National Coordination Centres 6. The-National-Coordination-Centres 6. The-Nutional-Coordination-Centres
Network shall be composed of all the Network shall be composed of all the Network shall be composed of all the Network shall be composed of all the
y 99 National Coordination Centres nominated National Coordination Centres nominated National Coordination Centres nominated National Coordination Centres nominated y
by the Member States. by the Member States. by the Member States. by the Member States.
Text Origin: Council Mandate
Article 7
Article 7 Article 7 Article 7 Article 7
Tasks of the National Coordination Centres | Tasks of the National Coordination Centres | Tasks of the National Coordination Centres | Tasks of the National Coordination Centres
100
Text Origin: Commission
Proposal
Article 7(1), introductory part
1. The National Coordination Centres 1. The National Coordination Centres 1. The National Coordination Centres 1. The National Coordination Centres
shall have the following tasks: shall have the following tasks: shall have the following tasks: shall have the following tasks:
101
Text Origin: Commission
Proposal
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Article 7(1), point(a) |
(a) supporting the Competence Centre in (a) supporting the Competence Centre in (a) supportingthe-acting as contact points | (a) supportinethe-acting as contact points
achieving its objectives and in particular in | achieving its objectives and in particular in | at the national level for the Cybersecurity | at the national level for the Cybersecurity
coordinating the Cybersecurity establishing and coordinating the Competence Community to support the Competence Community to support the
Competence Community; Cybersecurity Competence Community; Centre in achieving its ebjectives-and Centre in achieving its objeetives-and

objective and mission_in particular in objective and mission_in particular in
Y 102 —— . —— . Y
coordinating the Cybersecurity coordinating the Cybersecurity
Competence Community_through the Competence Community_through the
coordination of its national members; coordination of its national members;
Text Origin: Council Mandate
Article 7(1), point(aa)
(aa) providing expertise and actively (aa) providing expertise and actively
contributing to the strategic tasks contributing to the strategic tasks
referred to in Article 4a, taking into referred to in Article 4a, taking into
y 102a account relevant national and regional account relevant national and regional y
challenges for cybersecurity in different challenges for cybersecurity in different
sectors; sectors;
Text Origin: Council Mandate
Article 7(1), point(b)
(b) facilitating the participation of industry | (b) promoting, encouraging and (b) facilitating the participation of (b) promoting, encouraging and
and other actors at the Member State level facilitating the participation of civil society, | industry, research institutions and other facilitating the participation of civil society,
in cross-border projects; industry, in particular start-ups and actors at the Member State level in cross- industry, in particular start-ups and
y 103 SMEs, academic and research community | border projects;_ SMEs, academic and research y
and other actors at the Member State level communities and other actors at the
in cross-border projects; Member State level in cross-border
projects_and cybersecurity actions funded
through all relevant Union programmes;
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Article 7(1), point(ba)
(ba) in cooperation with other entities
with similar tasks, operating as a one-
stop-shop for cybersecurity products and Deleted
103a processes financed through other Union
programmes like InvestEU or the Single
Market Programme, in particular for
SMEs;
Article 7(1), point(c)
(c) contributing, together with the (c) contributing, together with the (C) commetbrie e b i bt b
y 104 Competence Centre, to identifying and Competence Centre, to identifying and Competerce-Centre—to-identifringeid Deleted since is in 102a
addressing sector-specific cyber security addressing sector-specific cyber security addressing-seetor-speeific-evherseeurity
industrial challenges; industriad_challenges; B
Article 7(1), point(ca)
(ca) cooperating closely with National
Standardisation Organisations to promote EP to consider deletion since covered in
the uptake of existing standards and to 106.
Y 104a A
involve all relevant stakeholders,
particularly SMEs, in setting new
standards;
Article 7(1), point(d)
(d) acting as contact point at the national (d) acting as contact point at the national (d) seriemreee s e e,
Y 105 level for the Cybersecurity Competence level for the Cybersecurity Competence B A e Deleted
Community and the Competence Centre; Community and the Competence Centre; Conmunity-and-the-Competence-Centre;
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Article 7(1), point(e)
(e) seeking to establish synergies with (e) seeking to establish synergies with (e) seeking to establish synergies with (e) seeking to establish synergies with
relevant activities at the national and relevant activities at the national, regional | relevant activities at the national and relevant activities at the national, regional
regional level; and local-and-regional level, regional level, such as including national | and local-andregionat level, such as
y 106 policies on research, development and including national policies on research,
innovation in the area of cybersecurity, development and innovation in the area of
and in particular those policies stated in cybersecurity, and in particular those
the national cybersecurity strategies; policies stated in the national
cybersecurity strategies;
Article 7(1), point(f)
(f) implementing specific actions for (f) implementing specific actions for (f) implementing specific actions for (f) implementing specific actions for
which grants have been awarded by the which grants have been awarded by the which grants have been awarded by the which grants have been awarded by the
Competence Centre, including through Competence Centre, including through Competenece-_Centre, including through Competenece-_Centre, including through
provision of financial support to third provision of financial support to third provision of financial support to third provision of financial support to third
parties in line with Article 204 of parties in line with Article 204 of parties in ##eaccordance with Article 204 | parties in #reaccordance with Article 204
Regulation XXX [new Financial Regulation XXX [new Financial of Regulation XXX frewFinancial of Regulation XXX frewFinancial
Y 107 Regulation] under conditions specified in Regulation] under conditions specified in Regulation](EU, Euratom) 2018/1046 Regulation/(EU, Euratom) 2018/1046
the concerned grant agreements. the concerned grant agreements. under conditions specified in the under conditions specified in the
eoneerned-grant agreements- concerned; eoneerned-grant agreements- concerned;
Text Origin: Council Mandate
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Article 7(1

, point(fa)

Y| 107a

(fa) promoting and disseminating a
common minimal cybersecurity
educational curricula in cooperation with
the relevant bodies in the Member States;

update 21/10: A wording on "contribution
to education" could be acceptable,

recital is still difficult for the Council,
especially the word "minimal”

EP to check

EP to provide wording without "common"
Possible recital: Education in the Member
States of the European Union should
reflect the importance of adequate
cybersecurity awareness and skills. To this
end, the Centre and the Network,
alongside relevant public authorities and
stakeholders, should contribute to
promoting and disseminating minimal
cybersecurity educational curricula in
cooperation with the relevant bodies in
the Member States.

Article 7(1

, point(g)

Y 108

(g) promoting and disseminating the
relevant outcomes of the work by the
Network, the Cybersecurity Competence
Community and the Competence Centre at
national or regional level;

(g) promoting and disseminating the
relevant outcomes of the work by the
Network, the Cybersecurity Competence
Community and the Competence Centre at

national, regional or local-o++esgional
level;

(g) promoting and disseminating the
relevant outcomes of the work by the
Network, the Cybersecurity Competence
Community and the-Competence_Centre

at national or regional level;

(g) promoting and disseminating the
relevant outcomes of the work by the
Network, the Cybersecurity Competence
Community and the Competence Centre at

national, regional or local-o++esioned
level;

use of 'Competence'

Text Origin: EP Mandate
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Article 7(1), point(h) |
(h) assessing requests by entities (h) assessing requests by entities and (h) assessing requests by entities (h) assessing requests by entities [and
established in the same Member State as individuals established in the same established in the same Member State as individuals] established in the same
the Coordination Centre for becoming part | Member State as the Coordination Centre the National Coordination Centre for Member State as the National
of the Cybersecurity Competence for becoming part of the Cybersecurity becoming part of the Cybersecurity Coordination Centre for becoming part of

Y 109 . . . .
Community. Competence Community. Competence Community-y the Cybersecurity Competence
Community-;
double-check addition of individuals

Article 7(1), point(i)

(i) advocating and promoting (ha) advocating and promoting
involvement by relevant entities in the involvement by relevant entities in the
activities arising from the Centre, activities arising from the Centre,
Network and Cybersecurity Competence Network and Cybersecurity Competence
Community, and monitoring, as Community, and monitoring, as

Y 109a appropriate, the level of engagement with appropriate, the level of engagement with
and grant actions awarded for and grant actions awarded for
cybersecurity research, developments and | cybersecurity research, developments and
deployments. deployments.

Text Origin: Council Mandate

Article 7(2
2. For the purposes of point (f), the 2. For the purposes of point (f), the 2. For the purposes of point (f)_of 2. For the purposes of point (f)_of
financial support to third parties may be financial support to third parties may be paragraph 1 of this Article, the financial paragraph 1 of this Article, the financial
provided in any of the forms specified in provided in any of the forms specified in support to third parties may be provided in | support to third parties may be provided in
Article 125 of Regulation XXX [new Article 125 of Regulation XXX [new any of the forms specified in Article 125 of | any of the forms specified in Article 125 of

110 Financial Regulation] including in the form | Financial Regulation] including in the form | Regulation XXfrew Financialt Regulation XXX -frew Financial
of lump sums. of lump sums. Regulationf(EU, Euratom) 2018/1046, Regulationf(EU, Euratom) 2018/1046,
including in the form of lump sums. including in the form of lump sums.
Text Origin: Council Mandate
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Article 7(3)

3. National Coordination Centres may
receive a grant from the Union in
accordance with Article 195 (d) of
Regulation XXX [new Financial
Regulation] in relation to carrying out the
tasks laid down in this Article.

3. National Coordination Centres may
receive a grant from the Union in
accordance with Article 195 (d) of
Regulation XXX [new Financial
Regulation] in relation to carrying out the
tasks laid down in this Article.

3. National Coordination Centres may
receive a grant from the Union in
accordance with point (d) of the first
paragraph of Article 195 (d) of Regulation
B e # 1 O
Euratom) 2018/1046in relation to carrying
out the tasks laid down in this Article.

3. National Coordination Centres may
receive a grant from the Union in
accordance with point (d) of the first
paragraph of Article 195 (d) of Regulation

B e /5 Oy
Euratom) 2018/1046in relation to carrying

out the tasks laid down in this Article.

3a. Where a National Coordination
Centre is to receive a grant from the
Union in accordance with point (d) of the
first paragraph of Article 195 (d) of

Regulation (EU, Euratom) 2018/1046 or
implement specific actions for which
grants have been awarded by the Centre,
including through provision of financial
support to third parties in accordance
with Article 204 of Regulation (EU,
Euratom) 2018/1046, the Commission as
member of the Governing Board may
instruct the Executive Director to suspend
or cancel the conclusion or execution of
the respective grant agreement if it
considers that the conditions outlined in
Article 6(4) are not met.

agreement on (3). Wording (3a) to be
checked by EP, Presidency and COM. COM
to check different models:

On 3a:
Another solution is to be found.

Commission Legal Servcie:

The fulfilment of the conditions set in
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Article 6(4) must be checked at the time of
the designation of those national
coordination centres and in any case
before any invitation to those NCCs to
submit a proposal. The Commission must
have the possibility to oppose the
designation if the conditions are not
fulfilled. Those conditions cannot be
checked by the Commission during the
GAP (grant agreement preparation) or
after the GA signature (to which the
Commission is not even a party and has no
role).

An alternative might be that the MS
notifies the designation of its NCC both to
the Centre and the Commission and the
Commission has the possibility to oppose
within a certain deadline.

Text Origin: Council Mandate

Article 7(4
4. National Coordination Centres shall, 4. National Coordination Centres shall, 4. National Coordination Centres shall, 4. National Coordination Centres shall,
where relevant, cooperate through the where relevant, cooperate through the where relevant, cooperate through the where relevant, cooperate through the
Network for the purpose of implementing Network and with the relevant European Network-for-the-purrpose-ofinplementing Network-for-the-purpose-of-inplementing
112 tasks referred to in points (a), (b), (¢), (¢) Digital Innovation Hubs for the purpose : : : b : : ‘ b
and (g) of paragraph 1. of implementing tasks referred to inpeints | and{e)lof paragraphi-, e g of paragraphi—i-,
te—tb)—A{e)fe)and(g)of_paragraph 1.
Text Origin: Council Mandate
Article 8
Article 8 Article 8 Article 8 Article 8
13 The Cybersecurity Competence The Cybersecurity Competence The Cybersecurity Competence The Cybersecurity Competence
Community Community Community Community
Text Origin: Commission
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Proposal

Article 8(1
1. The Cybersecurity Competence 1. The Cybersecurity Competence 1. The Cybersecurity Competence 1. The Cybersecurity Competence
Community shall contribute to the mission | Community-shetl-contribute_contributes Community shall contribute to the mission | Community shall contribute to the mission
of the Competence Centre as laid down in to the mission of the Competence Centre as | of the_Centre and the Network of the Competence-Centre and the
Y 114 Article 3 and enhance and disseminate laid down in Article 3 and_and enhances, | Competence-Centre as laid down in Article | Network as laid down in Article 3 and Y
cybersecurity expertise across the Union. pools, shares,-erhanee and disseminate 3 and enhance and disseminate enhance, share -and disseminate
cybersecurity expertise across the Union cybersecurity expertise across the Union._ cybersecurity expertise across the Union._
and provides technical expertise.
Article 8(2
2. The Cybersecurity Competence 2. The Cybersecurity Competence 2. The Cybersecurity Competence 2. The Cybersecurity Competence
Community shall consist of industry, Community shall consist of civil society, Community shall, on the one hand, consist | Community shall, on the one hand, consist
academic and non-profit research industry from the demand and supply- of industry, academic and non-profit of industry, including SMEs, academic
organisations, and associations as well as side, including SMEs, academic and research organisations, andother relevant and ren-profitresearch organisations,
public entities and other entities dealing research community, associations of civil society associations as well as public andother relevant civil society associations
with operational and technical matters. It users, individual experts, relevant entities and other entities dealing with as well as [relevant European
shall bring together the main stakeholders European Standardisation-+on-profit cybersecurity operational and technical Standardisation Organisations,] public
with regard to cybersecurity technological researel Organisations, and other matters_and, on the other hand, where entities and other entities dealing with
and industrial capacities in the Union. It associations as well as public entities and relevant, actors of sectors having an cybersecurity operational and technical
shall involve National Coordination other entities dealing with operational and interest in cybersecurity and facing matters_and, on the other hand, where
Centres as well as Union institutions and technical matters_in the area of cybersecurity challenges. 1t shall bring relevant, actors of sectors having an
bodies with relevant expertise.. cybersecurity. It shall bring together the together the main stakeholders with regard | interest in cybersecurity and facing
Y 115 main stakeholders with regard to to cybersecurity research, technological cybersecurity challenges [and individual Y
cybersecurity technological, industrial, and industrial capacities in the Union. It experts]. It shall bring together the main
academic and research, and societal-and shall involve National Coordination stakeholders with regard to cybersecurity
industrial capacities_and capabilities in the | Centres as well as Union institutions and technological, industrial, academic and
Union—##_and shall involve National bodies with relevant expertise-, such as research-and-industried capacities in the
Coordination Centres, European Digital ENISA. Union. It shall involve National
Innovation Hubs as well as Union Coordination Centres, European Digital
institutions and bodies with relevant Innovation Hubs where relevant as well
expertise-_as referred to in Article 10 of as Union Institutions and bodies with
this Regulation. relevant expertise-, such as ENISA.
Individual experts in square brackets.
reference to European Standardiation
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Organisations in square brackets
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Article 8(3

, introductory part

3. Only entities which are established
within the Union may be accredited as
members of the Cybersecurity Competence
Community. They shall demonstrate that
they have cybersecurity expertise with
regard to at least one of the following
domains:

3. Only entities which are established and
individuals resident within the Union, the
European Economic Area (EEA) or the
European Free Trade Association
(EFTA) may be accredited as members of
the Cybersecurity Competence

Community.-Fkey_Applicants shall
demonstrate that they_can provide-heve

3. Only entities which are established
within the Union may be
acereditedregistered as members of the
Cybersecurity Competence Community.
They shall demonstrate that they #avecan
contribute to the mission as set out in
Article 3 and shal lhave cybersecurity
expertise with regard to at least one of the

3. Only entities which are established [and
individual resident] within the Union, the
European Economic Area (EEA) or the
European Free Trade Association
(EFTA) may be acereditedregistered as
members of the Cybersecurity Competence
Community.-_They shall demonstrate that
they_can contribute to the mission as set

v 116 cybersecurity expertise with regard to at following domains: out in Article 3 and shall have
least one of the following domains: cybersecurity expertise with regard to at
least one of the following domains:
Issue of "individuals", “EEA”, “EFTA”
Needs to be checked who will evaluate
whether non EU entities can be registered
(COM or Centre).
Article 8(3), point(a)
117 (a) research; (a) academia or research; (a) research_and innovation; (a) academia, research_and innovation;
Article 8(3), point(b)
(b) industrial development; (b) industrial development; (b) industrial or product development;_ (b) industrial or product development;_
118
Text Origin: Council Mandate
| Article 8(3), point(c)
(c) training and education. (c) training and education. (c) training and education. (c) training and education.
e Text Origin: Commission
Proposal
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Article 8(3), point(d)
(d) information security and/or incident (d) information security and/or incident
y 119a response operations; response operations;
Text Origin: Council Mandate
Article 8(3), point(ca)
(ca) ethics; (da) ethics;
Y 119b
Text Origin: EP Mandate
Article 8(3), point(e)
(e) scientific or technical partnerships or
Y 119c¢ cooperation with academic and/or public Presidency to confirm whether it can be
authorities. deleted
Article 8(3), point(cb)
(cb) formal and technical standardisation (cd) formal and technical standardisation
and specifications. and specifications.
Y 119d addition agreed but Council to check with
MS
Text Origin: EP Mandate
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Article 8(4)

4. The Competence Centre shall accredit
entities established under national law as
members of the Cybersecurity Competence
Community after an assessment made by
the National Coordination Centre of the
Member State where the entity is
established, on whether that entity meets
the criteria provided for in paragraph 3. An
accreditation shall not be limited in time
but may be revoked by the Competence
Centre at any time if it or the relevant
National Coordination Centre considers
that the entity does not fulfil the criteria set
out in paragraph 3 or it falls under the
relevant provisions set out in Article 136 of
Regulation XXX [new financial

4. The Competence Centre shall accredit
entities established under national law, or
individuals, as members of the
Cybersecurity Competence Community
after_a harmonised-a# assessment made
by the Competence Centre, the National
Coordination Centre of the Member State
where the entity is established, or the
individual is a resident, on whether that
entity meets the criteria provided for in
paragraph 3. An accreditation shall not be
limited in time but may be revoked by the
Competence Centre at any time if it or the
relevant National Coordination Centre
considers that the entity or individual does
not fulfil the criteria set out in paragraph 3

4. The-Competence-_Centre shall
acereditregister entities established-wnder

nationaltaw-as members of the
Cybersecurity Competence Community
after an assessment made by the National
Coordination Centre of the Member State
where the entity is established, 6# of
whether that entity meets the criteria
provided for in paragraph 3_of this Article.
That assessment shall also take into
account, where relevant, any national

4. The-Competence-_Centre shall
acereditregister entities established-wnder

nationaldaw-as members of the
Cybersecurity Competence Community
after an assessment made by the National
Coordination Centre of the Member State
where the entity is established, 6# of
whether that entity meets the criteria
provided for in paragraph 3_of this Article.
That assessment shall also take into
account, where relevant, any national

assessment on security grounds made by

assessment on security grounds made by

the national competent authorities. A

the national competent authorities. A

registration—An-acereditation shall not be
limited in time but may be revoked by the

Competenece-_Centre at any time if-##-o#

registration—An-acereditation shall not be
limited in time but may be revoked by the

Competenece-_Centre at any time if-#-o#

regulation]. or it falls under the relevant provisions set | the relevant National Coordination Centre the relevant National Coordination Centre
Y 120 out in Article 136 of Regulation XXX considers that the entity does not fulfil the considers that the entity does not fulfil the
[new financial regulation]._The National criteria set out in paragraph 3 of this criteria set out in paragraph 3_of this
Coordination Centres of the Member Article or it-falls under the relevant Article or i+falls under the relevant
States shall aim to achieve a balanced provisions set out in Article 136 of provisions set out in Artlcle 136 of
representation of stakeholders in the Regulation s Regulation 2
Community, actively stimulating regutationf(EU, Euratom) 2018/1046, or regutationf(EU, Euratom) 2018/1046, or
participation from under-represented for justified security reasons. for justified security reasons.
categories, especially SMEs, and groups Where Community membership is
of individuals. revoked on security grounds, such a
decision shall be proportional and
justified.
The National Coordination Centres of the
Member States shall aim to achieve a
balanced representation of stakeholders
in the Community actively stimulating
participation from SMEs in particular.
COM to check regarding EFTA countries.
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Article 8(4a)
4a. The Commission shall adopt 4a. The Centre shall register relevant 4a. National Coordination Centres shall
delegated acts in accordance with Article Union bodies, agencies and offices as be encouraged to cooperate through the
45a in order to supplement this members of the Cybersecurity Network in order to harmonise the way in
Regulation by detailing the criteria Competence Community after carrying which they apply the criteria provided for
provided for in paragraph 3 of this Article | out an assessment whether that Union in paragraph 3 of this Article and the
according to which applicants are body, agency or office meets the criteria procedures for assessing and registering
selected, and the procedures for assessing | provided for in paragraph 3 of this entities referred to in paragraph 4 of this
and accrediting entities that meet the Article. A registration shall not be limited | Article.
Y 120a criteria referred to in paragraph 4 of this in time but may be revoked by the
Article. Competence Centre at any time if it Council proposes to move to recital
considers that the Union body, agency or
office does not fulfil the criteria set outin | Possible item for Political Trilogue
paragraph 3 of this Article or falls under | (harmonisation of criteria for NCC)
the relevant provisions set out in
Article 136 of (EU, Euratom) 2018/1046 ,
or for justified security reasons following
an_assessment by the Commission.
Article 8(5
5. The Competence Centre shall accredit 5. The Competence Centre shall accredit 5. The Competence-Ceptreshatlaecredit 5. The-Competenece_Centre shall_register
relevant bodies, agencies and offices of the | relevant bodies, agencies and offices of the | relevantbodiesrepresentatives of the relevant Union-acereditretevant bodies,
Union as members of the Cybersecurity Union as members of the Cybersecurity Union institutions, agencies and officesof | agencies and offices-of the-Linion_as
Competence Community after carrying out | Competence Community after carrying out | thelnion-asmembersbodies may members of the Cybersecurity Competence
an assessment whether that entity meets the | an assessment whether that entity meets the | participate in the work of the Community after carrying out an
criteria provided for in paragraph 3. An criteria provided for in paragraph 3. An Cybersecurity Competence Community assessment whether that entit-Union body,
accreditation shall not be limited in time accreditation shall not be limited in time O U Ol -d s e e e ther agency or office _meets the criteria
Y 121 but may be revoked by the Competence but may be revoked by the Competence B e e provided for in paragraph 3_of this Article.
Centre at any time if it considers that the Centre at any time if it considers that the inparasraph3. Anacereditation-shatlnot | A registration—An-eacereditation shall not
entity does not fulfil the criteria set out in entity does not fulfil the criteria set out in et s e b e b e L be limited in time but may be revoked by
paragraph 3 or it falls under the relevant paragraph 3 or it falls under the relevant the-Competence-Centre-at-any-tine-if-it the Competence Centre at any time if it
provisions set out in Article 136 of provisions set out in Article 136 of B R e ] considers that the ertity-Union body,
Regulation XXX [new financial Regulation XXX [new financial sitert : : iferlh agency or office _does not fulfil the criteria
regulation]. regulation]. set out in paragraph_3 of this Article or-3
o+t falls under the relevant provisions set
out in Article-_ 136 of Regulation XXX frew
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financiatresulation(EU, Euratom)

2018/1046 [, or for justified security
reasons following an assessment by the
Commission].

Commission suggests to delete part in
square brackets

Article 8(6)

6. The representatives of the Commission
may participate in the work of the
Community.

6. The representatives of the Commission
may participate in the work of the
Community.

6. The Cybersecurity Competence
Community shall designate its own
representatives to ensure an efficient and

6. The representatives of the Commiission
may-Union institutions, agencies and
bodies may [be invited] participate in the

regular dialogue and cooperation with the
Centre at Union level. Representatives of
the Commnission-me-pearticipoate-i-the
work-of-the-Community Cybersecurity

Competence Community shall have
expertise with regard to cybersecurity

work of the Cybersecurity Competence
Community.

Representatives of the Cybersecurity
Competence Community shall have
expertise with regard to cybersecurity

research, technology and industry. The

research, technology and industry. The

representation of the Cybersecurity
Competence Community shall be
balanced between scientific, industrial

representation of the Cybersecurity
Competence Community shall be
balanced between scientific, industrial

Y 122 and civil society entities, demand and and civil society entities, demand and Y
supply side industries, large and small supply side industries, large and small
and medium enterprises, as well as in and medium enterprises, as well as in
terms of geographical provenance and terms of geographical provenance and
gender as well as intra-sectorial balance. gender as well as intra-sectorial balance.
The requirements and number of The requirements and number of
representatives shall be further specified representatives shall be further specified
by the Governing Board._ by the Governing Board.
Commission to provide updated text;
merge with 115?
EP comment: pending agreement on
advisory board/community representation
(same for 122a)
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Article 8(7

7. The Cybersecurity Competence
Community shall through its
representatives provide to the Executive

6a. [The Cybersecurity Competence
Community shall through its
representatives provide to the Executive

Director and the Governing Board
strategic advice on the Agenda, annual

Director and the Governing Board
strategic advice on the Agenda, annual

and multiannual work programme in

and multiannual work programme in

accordance with the rules of procedure set

accordance with the rules of procedure set

L 122z by the Governing Board. The by the Governing Board. The
Cybersecurity Competence Community Cybersecurity Competence Community
shall also promote and collect feedback shall also promote and collect feedback
on the annual work programme and the on the annual work programme and the
multiannual work programme. multiannual work programme.]
Text Origin: Council Mandate
Article 9
Article 9 Article 9 Article 9 Article 9
Tasks of the members of the Cybersecurity | Tasks of the members of the Cybersecurity | Tasks of the members of the Cybersecurity | Tasks of the members of the Cybersecurity
123 Competence Community Competence Community Competence Community Competence Community
Text Origin: Commission
Proposal
Article 9, first paragraph, introductory part
The members of the Cybersecurity The members of the Cybersecurity The members of the Cybersecurity The members of the Cybersecurity
Competence Community shall: Competence Community shall: Competence Community shall: Competence Community shall:
124
Text Origin: Commission
Proposal
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Article 9(1), point(1)

(1) support the Competence Centre in (1) support the Competence Centre in (1) support the-Competence_Centre in (1) support the-Competerece_Centre in
achieving the mission and the objectives achieving the mission and the objectives achieving the mission and the objectives achieving the mission and the objectives
laid down in Articles 3 and 4 and, for this laid down in Articles 3 and 4 and, for this laid down in Articles-_3 and 4 and, for this laid down in Articles- 3 and 4 and, for this
purpose, work closely with the purpose, work closely with the purpose, work closely with the purpose, work closely with the
Competence Centre and the relevant Competence Centre and the relevant Competence-_Centre and the relevant Competence-_Centre and the relevant
Y 125 National Coordinating Centres; National Coordinating Centres; National CeordinatingCoordination National CeordinatingCoordination
Centres; Centres;
Text Origin: Council Mandate
Article 9(1), point(2)
(2) participate in activities promoted by (2) participate in activities promoted by (2) pommtisipere it s e Db
Y 126 the Competence Centre and National the Competence Centre and National D Do e Lt Deleted
Coordination Centres; Coordination Centres; CoordiptionCertres:
Article 9(1), point(3)
(3) where relevant, participate in working (3) where relevant, participate in working (3) where relevant, participate in formal (3) where relevant, participate in formal
groups established by the Governing Board | groups established by the Governing Board | or informal activities and in the working or informal activities and in the working
of the Competence Centre to carry out of the Competence Centre to carry out groups_referred to in point (i) of Article groups_referred to in point (i) of Article
specific activities as provided by the specific activities as provided by the 133)-rmblichol b e Ot Docee D J3(3)-mmarblinhoc bl O Doce !
127 Competence Centre’s work plan; Competence Centre’s work plan; of the-Competence-Centre to carry out of the-Competenee-Centre to carry out
specific activities as provided by the specific activities as provided by the
Competence-Centre-s-workplan__annual Competence-Centre-s-workplan__annual
work programme; ; work programme; ;
Text Origin: Council Mandate
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Article 9(1

, point(4)

(4) where relevant, support the
Competence Centre and the National
Coordination Centres in promoting specific
projects;

(4) where relevant, support the
Competence Centre and the National
Coordination Centres in promoting specific
projects;

(4) where relevant, support the
Competence-_Centre and the National

Coordination Centres in promoting specific
projects;

(4) where relevant, support the
Competence Centre and the National
Coordination Centres in promoting specific
projects;

Y 128
use of 'Competence’
Text Origin: Commission
Proposal
Article 9(1), point(5)
(5) promote and disseminate the relevant (5) promote and disseminate the relevant (5) promote and disseminate the relevant (5) promote and disseminate the relevant
outcomes of the activities and projects outcomes of the activities and projects outcomes of the activities and projects outcomes of the activities and projects
129 carried out within the community. carried out within the community. carried out within the Cybersecurity carried out within the Cybersecurity

Competence Community.

Competence Community.

Text Origin: Council Mandate

Article 9, first paragraph, point(5a)

(5a) support the Competence Centre by
reporting and disclosing vulnerabilities,
helping to mitigate them and providing
advice on how to reduce such

Agree to move to recital. COM to provide
wording.

Y| 1292 vulnerabilities including through addendum: difficult for MS even in
certification under the schemes adopted recitals: Exact wording proposal will need
in conformity with Regulation . to be assessed; no active direct role of
(EU) 2019/XXX [the Cybersecurity Act]. Centre in this matter.
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Article 10
Article 10 Article 10 Article 10 Article 10
Cooperation of the Competence Centre Cooperation of the Competence Centre Cooperation of the-Competence-_Centre Cooperation of the-Competence-_Centre
with Union institutions, bodies, offices and | with Union institutions, bodies, offices and | with Union institutions, bodies, offices and | with Union institutions, bodies, offices and
y 130 agencies agencies agencies_and international organisations agencies_and international organisations
Text Origin: Council Mandate
Article 10(1)
1. The Competence Centre shall cooperate | 1. To ensure coherence and 1. Fhe-Competencelo ensure coherence 1. Fhe-Competencelo ensure coherence
with relevant Union institutions, bodies, complementarity, the Competence Centre and complementarity, avoiding any and complementarity, avoiding any
offices and agencies including the shall cooperate with relevant Union duplication of efforts the Centre shall duplication of efforts the Centre shall
European Union Agency for Network and institutions, bodies, offices and agencies cooperate with relevant Union institutions, | cooperate with relevant Union institutions,
Information Security, the Computer including-the Eunropean-Union-Agencyfor bodies, offices and agencies including #ke bodies, offices and agencies including #ke
Emergency Response Team (CERT-EU), B el A A\ Yo [ I e Tt Eurapean-brionoencfor-Nenvorkeand
the European External Action Service, the the Computer Emergency Response Team | fformation-Security ENISA ,+the Information-Seeurity ENISA the
Joint Research Centre of the Commission, (CERT-EU), the European External Action | CemputerkEmercency-ResponseTean D e s g Lo
the Research Executive Agency, Service, the Joint Research Centre of the (EERT-EL)~ the European External (EERT-EL)~ the European External
Innovation and Networks Executive Commission, the Research Executive Action Service, the Joint Research Centre Action Service, the Joint Research Centre
Agency, European Cybercrime Centre at Agency, Innovation and Networks of the Commission, the Research of the Commission, the Research
v 131 Europol as well as the European Defence Executive Agency, relevant European Executive Agency established by Executive Agency established by
Agency. Digital Innovation Hubs, European Commission Implementing Decision Commission Implementing Decision
Cybercrime Centre at Europol as well as 2013/778/EU’, the Innovation and 2013/778/EU, the ~Innovation and
the European Defence Agency_as regards Networks Executive Agency_established Networks Executive Agency_established
dual-use projects, services and by Commission Implementing Decision by Commission Implementing Decision
competences. 2013/801/EU?, the ~European Cybercrime | 2013/801/E U2, relevant European Digital
Centre at the European Union Agency for | Innovation Hubs, the European
Law Enforcement Cooperation (Europol) Cybercrime Centre at the European Union
established by Regulation (EU) 2016/794 | Agency for Law Enforcement
of the European Parliament and of the Cooperation (Europol) established by
Council’,-as-well-as the European Defence | Regulation (EU) 2016/794 of the
Agency_and other relevant Union entities. | European Parliament and of the
The Centre may also cooperate with Council’,-as-well-as the European Defence
international organisations, where Agency_as regards dual-use projects,
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relevant,

1. [1]  Commission Implementing
Decision 2013/778/EU of 13 December

services and competences, and other
relevant Union entities. The Centre may
also cooperate with international
organisations, where relevant.

2013 establishing the Research Executive
Agency and repealing Decision
2008/46/EC (OJ 346, 20.12.2013, p. 54).

L_II | Commission Implementing
Decision 2013/778/EU of 13 December

2. [2]  Commission Implementing
Decision 2013/801/EU of 23 December

2013 establishing the Research Executive
Agency and repealing Decision

2013 establishing the Innovation and

2008/46/EC (0J 346, 20.12.2013, p. 54).

Networks Executive Agency and repealing

2. [2]  Commission Implementing

Decision 2007/60/EC as amended by
Decision 2008/593/EC (0J 352,
24.12.2013, p. 65).

3. 31 Regulation (EU) 2016/794 of

Decision 2013/801/EU of 23 December
2013 establishing the Innovation and
Networks Executive Agency and repealing
Decision 2007/60/EC as amended by

the European Parliament and of the
Council, of 11 May 2016, on the
European Union Agency for Law
Enforcement Cooperation (Europol) and

Decision 2008/593/EC (0J 352,

24.12.2013, p. 65).
3. /3] Regulation (EU) 2016/794 of

the European Parliament and of the

replacing and repealing Council
Decisions 2009/371/JHA, 2009/934/JHA,

Council, of 11 May 2016, on the
European Union Agency for Law

2009/935/JHA, 2009/936/JHA and
2009/968/JHA (OJ L 135, 24.5.2016, p.

Enforcement Cooperation (Europol) and
replacing and repealing Council

53).

Decisions 2009/371/JHA, 2009/934/JHA,
2009/935/JHA, 2009/936/JHA and
2009/968/JHA (0J L 135, 24.5.2016, p.
53).

Presidency to check with MS EP addition
of dual use

Text Origin: Council Mandate
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Article 10(2)
2. Such cooperation shall take place within | 2. Such cooperation shall take place within | 2. Such cooperation shall take place within | 2. Such cooperation skat/may/shall take
the framework of working arrangements. the framework of working arrangements. the framework of working arrangements. place within the framework of working
Those arrangements shall be submitted to Those arrangements shall be-submitted-to Those arrangements shall be submitted to arrangements. Those arrangements shall be
the prior approval of the Commission. the_adopted by the Governing Board after | the prier-approval of the_Governing submitted to the-prier approval of the
prior approval of the Commission. Board-Commiission. Governing Board [and of the
Commission/ as part of the Governing
Board.
Y 132 prior Commission approvel yes/no?
EP and Presidency does not see the need
for a prior approval by COM because COM
is part of the governing board, redundant.
Depends on discussion regarding voting
rights
Text Origin: Council Mandate
CHAPTER Il
CHAPTER II CHAPTER II CHAPTER II CHAPTER II
ORGANISATION OF THE ORGANISATION OF THE ORGANISATION OF THE ORGANISATION OF THE
COMPETENCE CENTRE COMPETENCE CENTRE COMPETENCE- CENTRE COMPETENCE CENTRE
1T
Text Origin: Commission
Proposal
Article 11
Article 11 Article 11 Article 11 Article 11
134 Membership and structure Membership and structure Membership and structure Membership and structure
Text Origin: Commission
Proposal
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Article 11(

1)

Y 135

1. The members of the Competence Centre
shall be the Union, represented by the
Commission, and the Member States.

1. The members of the Competence Centre
shall be the Union, represented by the
Commission, and the Member States.

1. The members of the-Competence

Centre shall be the Union, represented by
the Commission, and the Member States.

1. The members of the Competence Centre
shall be the Union, represented by the
Commission, and the Member States.

use of 'Competence’

Text Origin:
Proposal

Commission

Article 11(

2), introductory part

Y 136

2. The structure of the Competence Centre
shall comprise:

2. The structure of the Competence Centre
shall comprise:

2. The structure of the_Centre shall
reflect the objectives set out in Article 4
and tasks set out in Article 4a, and

Competence-Centre-shatl comprise:

2. The structure of the Competence-Centre
shall /be conducive to/ensure] the
achievement of the objectives set out in
Article 4 and tasks set out in Article 4a,
and comprise:

To be re-discussed, linked to other issues
as the Agenda, voting rights and Advisory
Board

Council preference for “shall ensure the
achievement”. Commission sceptical

use of 'Competence’

Text Origin: Council Mandate

Article 11(

2), point(a)

137

(a) a Governing Board which shall
exercise the tasks set out in Article 13;

(a) a Governing Board which shall
exercise the tasks set out in Article 13;

(a) a Governing Board which shall
exercise the tasks set out in Article 13;

(a) a Governing Board which shall
exercise the tasks set out in Article 13;
Text Origin: Commission
Proposal
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Article 11(

2), point(b)

(b) an Executive Director who shall
exercise the tasks set out in Article 16;

(b) an Executive Director who shall
exercise the tasks set out in Article 16;

(b) an Executive Director who shall
exercise the tasks set out in Article 1617,

(b) an Executive Director who shall
exercise the tasks set out in Article 1617,

Y 138 COM to come with text proposal regarding | Y
the staff.
Text Origin: Council Mandate
Article 11(2), point(c)
(c) an Industrial and Scientific Advisory (c) an Industrial and Scientific Advisory
139 Board which shall exercise the functions Board which shall exercise the functions L deleted Advisory board
set out in Article 20. set out in Article 20.
CHAPTER 11, SECTION |
SECTION I GOVERNING BOARD SECTION I GOVERNING BOARD SECTION I GOVERNING BOARD SECTION I GOVERNING BOARD
1 Text Origin: Commission
Proposal
Article 12 |
Article 12 Article 12 Article 12 Article 12
Composition of the Governing Board Composition of the Governing Board Composition of the Governing Board Composition of the Governing Board
141
Text Origin: Commission
Proposal
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Article 12(1) |
1. The Governing Board shall be 1. The Governing Board shall be 1. The Governing Board shall be 1. The Governing Board shall be
composed of one representative of each composed of one representative of each composed of one representative of each composed of one representative of each
Member State, and five representatives of Member State,_one representative Member State, and fivetwo representatives | Member State, [one representative
the Commission, on behalf of the Union. nominated by the European Parliament of the Commission, on behalf of the Union. | nominated by the European Parliament
as an observer, and four-and-five as an observer| and twoandfive
representatives of the Commission, on representatives of the Commission, on
Y 142 behalf of the Union, aiming to achieve behalf of the Union. A
gender balance among board members
and their alternates. gender balance aim mentioned in 144
Brackets pending clarification on what the
representative might do.
EP to come back
Article 12(2)
2. Each member of the Governing Board 2. Each member of the Governing Board 2. Each member of the Governing Board 2. Each member of the Governing Board
shall have an alternate to represent them in | shall have an alternate to represent them in | shall have an alternate to represent them in | shall have an alternate to represent them in
143 their absence. their absence. their absence. their absence.
Text Origin: Commission
Proposal
Article 12(2a)
2a. Members of the Governing Board and
Y 143a their alternates shall possess adequate Suggestion to insert in 144 Y
knowledge in the field of cybersecurity.
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Article 12(3)

3. Members of the Governing Board and
their alternates shall be appointed in light
of their knowledge in the field of
technology as well as of relevant
managerial, administrative and budgetary
skills. The Commission and the Member
States shall make efforts to limit the
turnover of their representatives in the
Governing Board, in order to ensure
continuity of the Board’s work. The
Commission and the Member States shall
aim to achieve a balanced representation
between men and women on the Governing
Board.

3. Members of the Governing Board and
their alternates shall be appointed in light
of their knowledge in the field of
technology_cybersecurity as well as of
relevant managerial, administrative and
budgetary skills. The Commission and the
Member States shall make efforts to limit
the turnover of their representatives in the
Governing Board, in order to ensure
continuity of the Board’s work. The
Commission and the Member States shall
aim to achieve a balanced representation
between men and women on the Governing
Board.

3. Members of the Governing Board and
their alternates appointed by Member
States shall be appointed-inemployees of

3. Members of the Governing Board and
their alternates appointed by Member
States shall be employees of their

their respective Member State’s public
sector appointedin light of their
knowledge in the field of technology, their
interlink with their respective National

respective Member State’s public sector,
appointed in light of their knowledge in the

field of cybersecurity, technology, their
interlink with their respective National

Coordination Centre or their_relevant

Coordination Centre or their relevant

managerial, administrative and budgetary

managerial, administrative and budgetary

skills. Members of the Governing Board

skills. Members of the Governing Board

and their alternates appointed by the

and their alternates appointed by the

Commission shall be appointed_in light of

Commission shall be appointed in light of

their knowledge in the field of technology,

their knowledge in the field of

or their -as-wetl-as-of relevant managerial,

cybersecurity, technology, or their -as-vell

Y 144 administrative and budgetary skills and of | as-ofrelevant managerial, administrative
their capacity to ensure coordination, and budgetary skills_and of their
synergies and, as far as possible, joint capacity to ensure coordination, synergies
initiatives between different Union and, as far as possible, joint initiatives
policies (sectoral and horizontal), between different Union policies (sectoral
involving cybersecurity. The Commission and horizontal), involving cybersecurity.
and the Member States shall make efforts The Commission and the Member States
to limit the turnover of their representatives | shall make efforts to limit the turnover of
in the Governing Board, in order to ensure | their representatives in the Governing
continuity of the Board’s work. The Board, in order to ensure continuity of the
Commission and the Member States shall Board’s work. The Commission and the
aim to achieve a balanced representation Member States shall aim to achieve a
between men and women on the Governing | balanced representation between men and
Board. women on the Governing Board.
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| Article 12(

4)

4. The term of office of members of the
Governing Board and of their alternates
shall be four years. That term shall be

4. The term of office of members of the
Governing Board and of their alternates
shall be four years. That term shall be

4. The term of office of members of the
Governing Board and of their alternates
shall be four years. That term shall be

4. The term of office of members of the
Governing Board and of their alternates
shall be four years. That term shall be

145 renewable. renewable. renewable. renewable.
Text Origin: Commission
Proposal
Article 12(5) |
5. The Governing Board members shall 5. The Governing Board members shall S. The SrevermmineLocelmenbos S. The SeommineLomlmenbos
act in the interest of the Competence act in the interest of the Competence members of the Governing Board shall members of the Governing Board shall
Centre, safeguarding its goals and mission, | Centre, safeguarding its goals and mission, | act intheinterest-ofthe-Competenceto act &t Do e g0
identity, autonomy and coherence, in an identity, autonomy and coherence, in an safeguard the Centre;—safesuardingits’s safeguard the Centre;—safesuardingits’s
146 independent and transparent way. independent and transparent way. goals and mission, identity, autonomy and | goals and mission, identity, autonomy and
coherence, in an independent and coherence, in an independent and
transparent way. transparent way.
Text Origin: Council Mandate
Article 12(6)
6. The Commission may invite observers, | 6. The_Governing Board-Cowmniission 6. The ConunissionGoverning Board may | 6. The_Governing Board-Comniission
including representatives of relevant Union | may invite observers, including invite observers, including representatives | may invite observers, including
bodies, offices and agencies, to take part in | representatives of relevant Union bodies, of relevant Union bodies, offices and representatives of relevant Union bodies,
the meetings of the Governing Board as offices and agencies, and the members of | agencies, to take part in the meetings of the | offices and agencies, and the members of
147 appropriate. the Community, to take part in the Governing Board as appropriate. the Community, to take part in the
meetings of the Governing Board as meetings of the Governing Board as
appropriate. appropriate.
Text Origin: EP Mandate
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Article 12(7)

7. The European Agency for Network and
Information Security (ENISA) shall be a
permanent observer in the Governing
Board.

T, FheErrep ca—tsere— o N e teol-crnd
Information-Securitp-(ENISAHENISA, and
the Industrial and Scientific Advisory
Board, shall be_permanent observers in
the Governing Board, in an advisory role
without voting rights. -a-permanent
ebserver-in-The Governing Board_shall

7.

permanent observer in the Governing
Board.

Information-Seenrity{_ ENISA) shall be a

7. A representative from ENISA shall be
a permanent observer in the Governing
Board, [The Governing Board may invite
a representative from the Industrial and
Scientific Advisory Board].

7a. The Executive Director shall take

Y B have the utmost regard to the views puartihe-rFuropean—eena—forNetvorknd
expressed by the permanent observers. Lirformetion-Scetrin-HENIS H-tliedt-be-a
permanent-observer in the meetings of the
Governing Board_but shall have no right
to vote.
Council check with MS
Article 13
Article 13 Article 13 Article 13 Article 13
Tasks of the Governing Board Tasks of the Governing Board Tasks of the Governing Board Tasks of the Governing Board
149

Text Origin: Commission
Proposal
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Article 13(1)

1. The Governing Board shall have the
overall responsibility for the strategic
orientation and the operations of the
Competence Centre and shall supervise the
implementation of its activities.

1. The Governing Board shall have the
overall responsibility for the strategic
orientation and the operations of the
Competence Centre and shall supervise the
implementation of its activities.

1. The Governing Board shall have the
overall responsibility for the strategic
orientation and the operations of the
Competence-_Centre-and-, shall supervise
the implementation of its activities_and
shall be responsible for any task that is

1. The Governing Board shall have the
overall responsibility for the strategic
orientation and the operations of the
Competence-_Centre-and-, shall supervise
the implementation of its activities_and
shall be responsible for any task that is

Y 150 not specifically allocated to the Executive | not specifically allocated to the Executive
Director. Director.
COM to check wording in ENISA
Regulation.
Text Origin: Council Mandate
Article 13(2)
2. The Governing Board shall adopt its 2. The Governing Board shall adopt its 2. The Governing Board shall adopt its 2. The Governing Board shall adopt its
rules of procedure. These rules shall rules of procedure. These rules shall rules of procedure. These rules shall rules of procedure. These rules shall
include specific procedures for identifying | include specific procedures for identifying | include specific procedures for identifying | include specific procedures for identifying
and avoiding conflicts of interest and and avoiding conflicts of interest and and avoiding conflicts of interest and and avoiding conflicts of interest and
151 ensure the confidentiality of any sensitive ensure the confidentiality of any sensitive ensure the confidentiality of any sensitive ensure the confidentiality of any sensitive
information. information. information. information.
Text Origin: Commission
Proposal
Article 13(3), introductory part
3. The Governing Board shall take the 3. The Governing Board shall take the 3. The Governing Board shall take the 3. The Governing Board shall take the
necessary strategic decisions, in particular: | necessary strategic decisions, in particular: | necessary strategic decisions, in particular: | necessary strategic decisions, in particular:
152
Text Origin: Commission
Proposal
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Article 13(3), point(a)
(a) adopt a multi-annual strategic plan, (a) adopt a multi-annual strategic plan, () adopi-citti-camudd-siratesie-plan () adopi-cmnidti-camticd-siratesie-plan:
containing a statement of the major containing a statement of the major B eontaining-a-statenentdevelop and adopt
priorities and planned initiatives of the priorities and planned initiatives of the priovities-and-planned-initiciivesdevelop the Agenda for a sustainable development
Competence Centre, including an estimate | Competence Centre, including an estimate | and adopt the Agenda encompassing of the mesiermriomisin e Lol e
of financing needs and sources; of financing needs and sources, taking into | strategic goals and priorities for a Hqﬁba—t—l—%s—ef—fke—@empet&n&e—@enﬁ&
Y 153 account advice provided by ENISA; sustainable development of the ‘ ‘ sl e :
Competence-Centre—includingaiestimate | and-soureesEuropean cybersecurity
of financingheeds-and-sonreesEuropean research, technological and industrial
cybersecurity research, technological and | sector and monitor its implementation;
industrial sector and monitor its
implementation; Text Origin: Council Mandate
Article 13(3), point(aa)
(aa) based on the Agenda, adopt the (aa) based on the Agenda, adopt the
multiannual work programme containing | multiannual work programme which are
the development of common, industrial, based on the needs identified by Member
technology and research strategic States in cooperation with the
priorities , which are based on_the needs Cybersecurity Competence Community
identified by Member States in and which require the focus of Union’s
cooperation with the Cybersecurity financial support. Such priorities shall
Y 153a Competence Community and which include key technologies and domains for
require the focus of Union’s financial developing the Union’s own capabilities
support. Such priorities shall include key in_cybersecurity;
technologies and domains for developing
the Union’s own capabilities in PR and COM to redraft (streamline
cybersecurity; definition of Agenda). Add role for ENISA
Text Origin: Council Mandate
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Article 13(3), point(aaa)
(aaa) adopt the annual work programme | (ab) adopt the annual work programme
for implementing the relevant Union for implementing the relevant Union
funds, notably the cybersecurity parts of funds, notably the cybersecurity parts of
the Horizon Europe programme and the the Horizon Europe programme and the
Digital Europe programme, in Digital Europe programme, in
accordance with the Centre's multiannual | accordance with the Centre's multiannual
work programme and the strategic work programme and the strategic
planning process of the Horizon Europe planning process of the Horizon Europe
programme; Where appropriate, programme; Where appropriate,
proposals and in particular the annual proposals and in particular the annual
Y 153b work programme shall assess the need to work programme shall assess the need to
apply security rules as set out in Article 34 | apply security rules as set out in Article 34
of this Regulation, including in particular | of this Regulation, including in particular
the security self-assessment procedure in the security self-assessment procedure in
accordance with Article 16 of the | XXXX | accordance with Article 16 of the | XXXX
Horizon Europe Regulation]; Horizon Europe Regulation];
COM to check compliance with Horizon
Europe
Text Origin: Council Mandate
Article 13(3), point(b)
(b) adopt the Competence Centre's work (b) adopt the Competence Centre's work (b) adopt the-Competence-_Centreis—vork (b) adopt the-Competernce_Centreis—vork
plan, annual accounts and balance sheet plan, annual accounts and balance sheet ptan;’s annual accounts and balance sheet ptan;’s annual accounts and balance sheet
v 154 and annual activity report, on the basis of a | and annual activity report, on the basis of a | and annual activity report, on the basis of a | and annual activity report, on the basis of a
proposal from the Executive Director; proposal from the Executive Director, proposal from the Executive Director; proposal from the Executive Director;
taking into account advice provided by
ENISA; To be moved to 153a
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Article 13(3), point(c)
(c) adopt the specific financial rules of the | (c) adopt the specific financial rules of the | (c) adopt the specific financial rules of the | (c) adopt the specific financial rules of the
Competence Centre in accordance with Competence Centre in accordance with Competenece-_Centre in accordance with Competenece-_Centre in accordance with
[Article 70 of the FR]; [Article 70 of the FR]; [Article 70 of the<RRegulation (EU, [Article 70 of the<RRegulation (EU,
v 155 Euratom) 2018/1046 ], Euratom) 2018/1046 ],
as part of the annual work programme
adopt decisions to_allocate funds from the | Text Origin: Council Mandate
Union budget to joint actions between the
Union and Member States;
Article 13(3), point(ca)
(ca) as part of the annual work (ca) as part of the annual work
programme adopt decisions to_allocate programme adopt decisions to_allocate
funds from the Union budget to joint funds from the Union budget to joint
Y 155a actions between the Union and Member actions between the Union and Member
States; States;
Text Origin: Council Mandate
Article 13(3), point(cb)
(cb) as part of the annual work (cb) as part of the annual work
programme and in accordance with the programme and in accordance with the
decisions referred to in point (ca), and_in | decisions referred to in point (ca), and_in
compliance with the regulations compliance with the regulations
establishing Horizon Europe and the establishing Horizon Europe and the
Digital Europe Programme, adopt Digital Europe Programme, adopt
Y 155b decisions relating to the description of the | decisions relating to the description of the
joint actions referred to in point (ca) and joint actions referred to in point (ca) and
lay down conditions for their lay down conditions for their
implementation. implementation.
EP to check possible changes
Text Origin: Council Mandate
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| Article 13(

3), point(d)

(d) adopt a procedure for appointing the
Executive Director;

(d) adopt a procedure for appointing the
Executive Director;

(d) adopt a procedure for appointing the
Executive Director;

(d) adopt a procedure for appointing the
Executive Director;

156
Text Origin: Commission
Proposal
Article 13(3), point(e)
(e) adopt the criteria and procedures for (e) adopt the-eriteria-and-_procedures for [ I
157 assessing and accrediting the entities as assessing and accrediting the entities as chvSeER G-t d-deerediting-the-entities-s COM to check whether in line with
members of the Cybersecurity Competence | members of the-Cybersecurity-Competence | members-of-the-Cybersecurity-Competence | procedure for assessing entities of the
Community; Community; e Community
Article 13(3), point(ea)
(ea) adopt the working arrangements (ea) adopt the working arrangements
y 157a referred to in Article 10(2); referred to in Article 10(2);
Text Origin: EP Mandate
Article 13(3), point(f)
(f) appoint, dismiss, extend the term of (f) appoint, dismiss, extend the term of (f) appoint, dismiss, extend the term of (f) appoint, dismiss, extend the term of
office of, provide guidance to and monitor | office of, provide guidance to and monitor | office of, provide guidance to and monitor | office of, provide guidance to and monitor
the performance of the Executive Director, | the performance of the Executive Director, | the performance of the Executive Director, | the performance of the Executive Director,
158 and appoint the Accounting Officer; and appoint the Accounting Officer; and appoint the Accounting Officer; and appoint the Accounting Officer;
Text Origin: Commission
Proposal
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Article 13(3), point(g)
(g) adopt the annual budget of the (g) adopt the annual budget of the (g) adopt the annual budget of the (g) adopt the annual budget of the
Competence Centre, including the Competence Centre, including the Competence-_Centre, including the Competence-_Centre, including the
corresponding staff establishment plan corresponding staff establishment plan corresponding-s#aff_establishment plan corresponding-s#aff_establishment plan
indicating the number of temporary posts indicating the number of temporary posts indicating the number of temporary posts indicating the number of temporary posts
by function group and by grade, the by function group and by grade, the by function group and by grade; and the by function group and by grade; and the
v 159 number of contract staff and seconded number of contract staff and seconded number of contract staff and seconded number of contract staff and seconded
national experts expressed in full-time national experts expressed in full-time national experts expressed in full-time national experts expressed in full-time
equivalents equivalents equivalents; equivalents;
Text Origin: Council Mandate
Article 13(3), point(ga)
v 159a (ga) adopt transparency rules for the
Competence Centre; Tentative agreement to move to 160
Article 13(3), point(h)
(h) adopt rules regarding conflicts of (h) adopt rules regarding conflicts of (h) adopt rules regardingfor the (h) adopt transparency rules regardingfor
interest; interest; prevention and management of conflicts the Competence Centre and rules for the
of interest_in respect of its members; prevention and management of conflicts
Y 160 - : p
of interest [in respect of its members];
Commission to check part in brackets
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Article 13(3), point(i)
(i) establish working groups with members | (i) establish working groups with members | (i) establish-workingsrowpswith-members
of the Cybersecurity Competence of the_Community, taking into account ofwhen appropriate, provide advice to Commission/EP to propose text;
Community; advice provided by the permanent the Cybersecurity Competence addition of advice from ENISA agreed
161 observers-Cybersecnrity-Competence Community with regard to the
Commuing establishment of working groups by the
Cybersecurity Competence Community
and assist in the coordination of such
groups;
Article 13(3), point(j)
162 (j) appoint members of the Industrial and (j) appoint members of the Industrial and () appointmentbers-ofthetndistricat-caid
Scientific Advisory Board; Scientific Advisory Board; SetentifieAdvisory-Board: Advisory board|
Article 13(3), point(k)
(k) set up an Internal Auditing Function in | (k) set up an Internal Auditing Function in | (k) set up an Internal Auditing Function in | (k) set up an Internal Auditing Function in
accordance with Commission Delegated accordance with Commission Delegated accordance with Commission Delegated accordance with Commission Delegated
Regulation (EU) No 1271/2013%; Regulation (EU) No 1271/2013%; Regulation (EU) No 1271/2013%; Regulation (EU) No 1271/2013%;
1. Commission Delegated Regulation (EU) | 1. Commission Delegated Regulation (EU) | 1. /1] Commission Delegated 1. Commission Delegated Regulation (EU)
No 1271/2013 of 30 September 2013 on No 1271/2013 of 30 September 2013 on Regulation (EU) No 1271/2013 of 30 No 1271/2013 of 30 September 2013 on
163 the framework financial regulation for the the framework financial regulation for the September 2013 on the framework the framework financial regulation for the
bodies referred to in Article 208 of bodies referred to in Article 208 of financial regulation for the bodies referred | bodies referred to in Article 208 of
Regulation (EU, Euratom) No 966/2012 of | Regulation (EU, Euratom) No 966/2012 of | to in Article 208 of Regulation (EU, Regulation (EU, Euratom) No 966/2012 of
the European Parliament and of the the European Parliament and of the Euratom) No 966/2012 of the European the European Parliament and of the
Council (OJ L 328, 7.12.2013, p. 42). Council (OJ L 328, 7.12.2013, p. 42). Parliament and of the Council (OJ L 328, Council (OJ L 328, 7.12.2013, p. 42).
7.12.2013, p.-42).
Text Origin: Commission
Proposal
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Article 13(3), point(l)
(1) promote the Competence Centre (1) promote the Competence-Centre (1) promotethe-Competenceset up a
globally, so as to raise its attractiveness el e e Bl e monitoring mechanism to ensure that the | Presidency to suggest wording on agenda,
and make it a world-class body for andnake-itavworld-class-bodv-for implementation of the respective funds Commission to check
excellence in cybersecurity; excellence-in-eyberseenritycooperation of managed by the Centre gleba—yy—-re—eﬁ—ée Possible wording discussed: 'monitor that
the Competence Centre with global the implementation of funds is managed
164 actors; Wﬁl&*“b"@‘ﬁ”‘%ﬁ‘ﬂeﬁe&m . by the Centre in accordance with the
eyberseenrityis done in accordance with Agenda....
the Agenda, the mission and the
multiannual work programme and with
the rules of programmes where funding
originates from;
Article 13(3), point(la)
(la) ensure a regular dialogue and (la) ensure a regular dialogue and
establish an effective cooperation establish an effective cooperation
mechanism with the Cybersecurity mechanism with the Cybersecurity
y 164a Competence Community; Competence Community;
Advisory board
Text Origin: Council Mandate
Article 13(3), point(m)
(m) establish the Competence Centre’s (m) establish the Competence Centre’s (m) establish the-Cempetence-_Centre’s (m) establish the Competence Centre’s
communications policy upon communications policy upon communications policy upon communications policy upon
recommendation by the Executive recommendation by the Executive recommendation by the Executive recommendation by the Executive
Director; Director; Director; Director;
Y 165
use of 'Competence'
Text Origin: Commission
Proposal
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| Article 13(3), point(n)

(n) be responsible to monitor the adequate
follow-up of the conclusions of
retrospective evaluations.

(n) be responsible to monitor the adequate
follow-up of the conclusions of
retrospective evaluations.

(n) be responsible to monitor the adequate
follow-up of the conclusions of
retrospective evaluations.

(n) be responsible to monitor the adequate
follow-up of the conclusions of
retrospective evaluations.

166
Text Origin: Commission
Proposal
Article 13(3), point(o)
(o) where appropriate, establish (o) where appropriate, establish (o) where appropriate, establish (o) where appropriate, establish
implementing rules to the Staff implementing rules to the Staff implementing rules to the Staff implementing rules to the Staff
Regulations and the Conditions of Regulations and the Conditions of Regulations and the Conditions of Regulations and the Conditions of
Employment in accordance with Article Employment in accordance with Article Employment in accordance with Article Employment in accordance with Article
167
31(3); 31(3); 31(3); 313);
Text Origin: Commission
Proposal
Article 13(3), point(p)
(p) where appropriate, lay down rules on (p) where appropriate, lay down rules on (p) where appropriate, lay down rules on (p) where appropriate, lay down rules on
the secondment of national experts to the the secondment of national experts to the the secondment of national experts to the the secondment of national experts to the
Competence Centre and on the use of Competence Centre and on the use of Competenee-_Centre and on the use of Competence Centre and on the use of
trainees in accordance with Article 32(2); trainees in accordance with Article 32(2); trainees in accordance with Article 32(2); trainees in accordance with Article 32(2);
Y 168
Text Origin: Commission
Proposal
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Article 13(

3), point(q)

(q) adopt security rules for the
Competence Centre;

(q) adopt security rules for the
Competence Centre;

(q) adopt security rules for the
Competenece_Centre;

(q) adopt security rules for the
Competence Centre;

Y 169 use of 'Competence’ Y
Text Origin: Commission
Proposal
Article 13(3), point(r)
(r) adopt an anti-fraud strategy that is (r) adopt an anti-fraud and anti- (r) adopt an anti-fraud strategy that is (r) adopt an anti-fraud and anti-
proportionate to the fraud risks having corruption strategy that is proportionate to | proportionate to the fraud risks having corruption strategy that is proportionate to
regard to a cost-benefit analysis of the the fraud and corruption risks having regard to a cost-benefit analysis of the the fraud and corruption risks as well as
measures to be implemented; regard to a cost-benefit analysis of the measures to be implemented; adopt comprehensive protection measures
measures to be implemented, as well as for persons reporting on breaches of
170 adopt comprehensive protection measures Union law in accordance with applicable
for persons reporting on breaches of Union legislation, having regard to a cost-
Union law in accordance with applicable benefit analysis of the measures to be
Union legislation; implemented;
Text Origin: EP Mandate
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Article 13(

3), point(s)

171

(s) adopt the methodology to calculate the
financial contribution from Member States;

(s) adopt_an extensive definition of
financial contributions from Member

(s) adopt the methodology to calculate the
voluntary financial and in-kind

States and a-the methodology to calculate
the_amount of Member States’ voluntary
contributions that can be accounted for as

contribution from contributing Member
States_in_accordance with Horizon Europe
and Digital Europe Regulations;

financial eontributionfrom-Member

Statescontributions in accordance with
that definition, such a calculation being
executed at the end of every financial
Year;

(s) [adopt the methodology to calculate the
voluntary financial and in-kind
contribution from contributing Member
States_in_accordance with Horizon Europe
and Digital Europe Regulations. The
calculation is being executed at the end of
every financial year;|

Presidency proposed merged text

Commission comment: no rules in DEP,
finreg applies

text in brackets, COM and EP to check.

Commission reservation on voluntary
contributions; for EP ok.

Article 13(

3), point(sa)

171a

(sa) register entities nominated by
Member States as their National
Coordination Centres;

(sa) register entities notified by Member
States as their National Coordination
Centres;

Text Origin: Council Mandate
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Article 13(

3), point(sb)

(sb) in deciding on the annual work
programme and the multiannual work

(sb) in deciding on the annual work
programme and the multiannual work

programme, ensure coherence and

synergies with those parts of the Digital

programme, ensure coherence and

synergies with those parts of the Digital

Europe programme and the Horizon

Europe programme and the Horizon

Y 171b . . Y
Europe programme which are not Europe programme which are not
managed by the Centre, as well as with managed by the Centre, as well as with
other Union programmes; other Union programmes;
Text Origin: Council Mandate
Article 13(3), point(t)
(t) be responsible for any task that is not (t) be responsible for any task that is not (1) beresporsibleforantah—thal-isnot (1) berexporsible-for-caitad—thai-isnot
specifically allocated to a particular body specifically allocated to a particular body B e B e
of the Competence Centre; it may assign of the Competence Centre; it may assign e e e e T el e e e e T el
such tasks to anybody of the Competence such tasks to anybody of the Competence stehteasksto-anvbody-of-the-Competerce stehteasksto-enrrbodi-of-the-Competerce
172 Centre; Centre; Centre; Centre;
in line 150
Text Origin: Council Mandate
Article 13(3), point(u)
(u) discuss and adopt the annual report (ta) discuss and adopt the annual report
on the implementation of the Centre’s on the implementation of the Centre’s
strategic goals and priorities with a strategic goals and priorities with a
recommendation, if necessary, for their recommendation, if necessary, for their
172a better realisation better realisation
Laywer-linguists to check the meaning
Text Origin: Council Mandate
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| Article 13(4)

4. Regarding the tasks laid down in (tb) Regarding the tasks laid down in
points (a), (aa) and (aaa) of paragraph 3, points (a), (aa) and (aaa) of paragraph 3,
the Executive Director and the Governing | the Executive Director and the Governing
Board shall take into account any Board shall take into account any
172b relevant strategic advice and input relevant strategic advice and input
provided by ENISA, according to the provided by ENISA, according to the
rules of procedure set by the Governing rules of procedure set by the Governing
Board. Board,
Text Origin: Council Mandate
Article 14
Article 14 Article 14 Article 14 Article 14
Chairperson and Meetings of the Chairperson and Meetings of the Chairperson and Meetings of the Chairperson and Meetings of the
173 Governing Board Governing Board Governing Board Governing Board
Text Origin: Commission
Proposal
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Article 14(

1)

Y 174

1. The Governing Board shall elect a
Chairperson and a Deputy Chairperson
from among the members with voting
rights, for a period of two years. The
mandate of the Chairperson and the Deputy
Chairperson may be extended once,
following a decision by the Governing
Board. If, however, their membership of
the Governing Board ends at any time
during their term of office, their term of
office shall automatically expire on that
date. The Deputy Chairperson shall ex
officio replace the Chairperson if the latter
is unable to attend to his or her duties. The
Chairperson shall take part in the voting.

1. The Governing Board shall elect a
Chairperson and a Deputy Chairperson
from among the members with voting
rights, for a period of two years, aiming to
achieve gender balance. The mandate of
the Chairperson and the Deputy
Chairperson may be extended once,
following a decision by the Governing
Board. If, however, their membership of
the Governing Board ends at any time
during their term of office, their term of
office shall automatically expire on that
date. The Deputy Chairperson shall ex
officio replace the Chairperson if the latter
is unable to attend to his or her duties. The
Chairperson shall take part in the voting.

1. The Governing Board shall elect a
Chairperson and a Deputy Chairperson
from among-the_its members with-voting
rights, for a period of-#woe_three years. The
mandate of the Chairperson and the Deputy
Chairperson may be extended once,
following a decision by the Governing
Board. If, however, their membership of
the Governing Board ends at any time
during their term of office, their term of
office shall automatically expire on that
date. The Deputy Chairperson shall ex
officio replace the Chairperson if the latter
is unable to attend to his or her duties. The
Chairperson shall take part in the voting.

1. The Governing Board shall elect a
Chairperson and a Deputy Chairperson
from among-the_its members with-voting
rights, for a period of-#we_(three) years.
The mandate of the Chairperson and the
Deputy Chairperson may be extended
once, following a decision by the
Governing Board. If, however, their
membership of the Governing Board ends
at any time during their term of office, their
term of office shall automatically expire on
that date. The Deputy Chairperson shall ex
officio replace the Chairperson if the latter
is unable to attend to his or her duties. The
Chairperson shall take part in the voting.

Duration to be checked

EP to propose separate article on gender
balance

Text Origin: Council Mandate

Article 14(

i)

175

2. The Governing Board shall hold its
ordinary meetings at least three times a
year. It may hold extraordinary meetings at
the request of the Commission, at the
request of one third of all its members, at
the request of the chair, or at the request of
the Executive Director in the fulfilment of
his/her tasks.

2. The Governing Board shall hold its
ordinary meetings at least three times a
year. It may hold extraordinary meetings at
the request of the Commission, at the
request of one third of all its members, at
the request of the chair, or at the request of
the Executive Director in the fulfilment of
his/her tasks.

2. The Governing Board shall hold its
ordinary meetings at least three times a
year. It may hold extraordinary meetings at
the request of the Commission, at the
request of one third of all its members, at
the request of the ekai»Chairperson, or at
the request of the Executive Director in the
fulfilment of his/her tasks.

2. The Governing Board shall hold its
ordinary meetings at least three times a
year. It may hold extraordinary meetings at
the request of the Commission, at the
request of one third of all its members, at
the request of the ekai»Chairperson, or at
the request of the Executive Director in the
fulfilment of his/her tasks.

Text Origin: Council Mandate

12293/20
ANNEX

JAL2

EB/ip
LIMITE

EN

127



| Article 14(

3)

3. The Executive Director shall take part
in the deliberations, unless decided
otherwise by the Governing Board, but
shall have no voting rights. The Governing

3. The Executive Director shall take part
in the deliberations, unless decided
otherwise by the Governing Board, but

shall have no voting rights.-Fhe-Geverning
Board-nay-invite-on-a-case-hy-case-hasis.:

3. The Executive Director shall take part
in the deliberations, unless decided
otherwise by the Governing Board, but

shall have no voting rights.-Fhe-Goversring
Board-may-invite-on-d-case-hy-case-hasis:

3. The Executive Director shall take part
in the deliberations, unless decided
otherwise by the Governing Board, but

shall have no voting rights.-Fhe-Governing
Board-may-invile-on-d-case-hy-case-hasis,

176 Board may invite, on a case-by-case basis, - - 5 5 5 5
other persons to attend its meetings as other-persons-to-atlend-it-nmeelings-s other-persons-to-atlend-its-neelings- s other-persons-to-atlend-its-neelings- s
observers. ohservers: ohservers. ohservers:

Text Origin: EP Mandate
Article 14(3a)
3a. The Governing Board may invite, on 3a. The Governing Board may invite, on
a case-by-case basis, other persons to a case-by-case basis, other persons to
attend its meetings as observers, including | attend its meetings as observers.
176a additional representatives of the
Commission, for ensuring coordination Text Origin: Council Mandate
and synergies between different Union
activities involving cybersecurity.
Article 14(4) |
4. Members of the Industrial and Scientific | 4. Menbers-of thetndustrial-and-Seientifie | 4. MembersRepresentatives of the 4. MembersRepresentatives of the
Advisory Board may take part, upon B e e bt b LU i L L D) bt b L i L L D)
invitation from the Chairperson, in the ivitation{ron-the-Chairperson—in-te Cybersecurity Competence Community Cybersecurity Competence Community

177 meetings of the Governing Board, without | meetings-of the-GoverningBoardwithout | may take part, upon invitation from the may take part, upon invitation from the
voting rights. vorngriehty Chairperson, in the meetings of the Chairperson, in the meetings of the

Governing Board, without voting rights._ Governing Board, without voting rights._

Text Origin: Council Mandate
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Article 14(

5)

5. The members of the Governing Board
and their alternates may, subject to its rules
of procedure, be assisted at the meetings by

5. The members of the Governing Board
and their alternates may, subject to its rules
of procedure, be assisted at the meetings by

5. The members of the Governing Board
and their alternates may, subject to its rules
of procedure, be assisted at the meetings by

5. The members of the Governing Board
and their alternates may, subject to its rules
of procedure, be assisted at the meetings by

178 advisers or experts. advisers or experts. advisers or experts. advisers or experts.
Text Origin: Commission
Proposal
Article 14(6) |
6. The Competence Centre shall provide 6. The Competence Centre shall provide 6. The-Competence-_Centre shall provide 6. The Competence Centre shall provide
the secretariat for the Governing Board. the secretariat for the Governing Board. the secretariat for the Governing Board. the secretariat for the Governing Board.
179 Y
Text Origin: Commission
Proposal
Article 15
Article 15 Sl Article 15
180 Voting rules of the Governing Board ottt Do e Do e | Voting rules of the Governing Board Commission will look into possible
compromise on voting rules
Article 15(-1)
-1. A vote shall be held if the members of
180a the Governing Board failed to achieve
consensus.
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Article 15(

-2)

180b

-2. The Governing Board shall take its
decisions by a majority of at least 75% of
all its members, the representatives of the
Commission constituting a single member
for this purpose. An absent member of the

Governing Board may delegate his or her
vote to his or her alternate or, in the
absence of his or her alternate, to another
member. Any member of the Governing
Board may represent not more than one
other member.

EP to check

Article 15(

-2a)

180c¢

-2a. Decisions of the Governing Board on
the joint actions and their management
laid down in points (ca) and (cb) of
Article 13(3) shall be taken as follows:

(a) decisions to allocate funds from the
Union budget to joint actions as referred
to in point (ca) of Article 13(3) and the
inclusion of such joint action in the
annual work programme shall be taken in
accordance with the rules set up in
paragraph -2 of this Article;

(b) decisions relating to the description of
the joint actions and laying down
conditions for their implementation
referred in point (cb) of Article 13(3) shall
be taken by participating Members States
and the Commission and the voting rights
shall be proportional to their relevant
contribution to that joint action in
accordance with the methodology adopted
pursuant to point (s) of Article 13(3).

EP to check
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Article 15(-1c)

180d

-3. For decisions which are taken under
Article 13(3), except those taken under
point (cb), and only insofar as they
concern the implementation of Union
funds, the Commission shall have a right
of veto with the sole aim of ensuring the
legality of those decisions, including their
compatibility with the Commission s
responsibility for implementing the
Union's budget. Where the Commission
intends to use this right, it shall justify in
writing why the legality of the respective
draft decision would not be ensured.

Problem for Commission

Article 15(1)

1. The Union shall hold 50 % of the voting 1. foH-S§ Srof-
rights. The voting rights of the Union shall \ deleted rights—ThevotinerichtsFor decisions Problem for Commission
be indivisible. other than those referred to in paragraph
181 -2a (b), each Member State and the Union
shall have one vote. The vote of the Union
shall be indivisiblecast jointly by the two
representatives of the Commission.
Article 15(2)
2. Every participating Member State shall 2. Everyparticipatine Member-State-shall | 2. Everyparticipatinelf the Chairperson
hold one vote. \ deleted hold-onevoteThe Chairperson shall take has been elected from among the
part in the voting. representatives of the Member StateStates,
132 the Chairperson shall held-onevotetake
part in the voting as a representative of
his or her Member State.
From EP mandate
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Article 15(3)
3. The Governing Board shall take its
decisions by a majority of at least 75% of || deleted \ deleted
all votes, including the votes of the
members who are absent, representing at
least 75% of the total financial
contributions to the Competence Centre.
183 The financial contribution will be
calculated based on the estimated
expenditures proposed by the Member
States referred to in point ¢ of Article 17(2)
and based on the report on the value of the
contributions of the participating Member
States referred to in Article 22(5).
Article 15(4)
4. Only the representatives of the
184 Commission and the representatives of the || deleted \ deleted
participating Member States shall hold
voting rights.
Article 15(5)
185 5. The Chairperson shall take part in the 5. The Chairperson shall take part in the 5. The-Chairperson-shatltake part-inthe
voting. \ deleted \ voting. votine-deleted
Article 15a |
185a Article 15a
Voting rules of the Governing Board to be aligned
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Article 15a(1), introductory part

185b

1. Decisions subject to vote may concern:

Article 15a(1), point(a)

185¢

(a) governance and organisation of the
Competence Centre and the Network;

Article 15a(1), point(b)

185d

(b) allocation of budget for the
Competence Centre and the Network;

Article 15a(1), point(c)

185e

(c) joint actions by several Member
States, possibly complemented by Union
budget further to decision allocated in
accordance with point (b).

Article 15a(2)

2. The Governing Board shall adopt its
decisions on the basis of at least 75 % of
the votes of all members. The voting

185¢ rights of the Union shall be represented
by the Commission and shall be
indivisible.
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Article 15a(3)

185¢g

3. For decisions under point (a) of
paragraph 1, each Member States shall be
represented and have the same equal
rights of vote. For the remaining votes
available up to 100 %, the Union should
have at least 50 % of the voting rights
corresponding to its financial
contribution.

Article 15a(4)

185h

4. For decisions falling under point (b) or
(¢) of paragraph 1, or any other decision
not falling under any other category of
paragraph 1, the Union shall hold at least
50 % of the voting rights corresponding to
its financial contribution. Only
contributing Member States shall have
voting rights and they will correspond to
its financial contribution.

Article 15a(5)

5. Ifthe Chairperson has been elected
from among the representatives of the

1851 Member States, the Chairperson shall
take part in the voting as a representative
of his or her Member State.
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CHAPTER II, SECTION II

SECTION II EXECUTIVE DIRECTOR

SECTION II EXECUTIVE DIRECTOR

SECTION II EXECUTIVE DIRECTOR

SECTION II EXECUTIVE DIRECTOR

L Text Origin: Commission
Proposal
Article 16
Article 16 Article 16 Article 16 Article 16
Appointment, dismissal or extension of the | Appointment, dismissal or extension of the | Appointment, dismissal erand extension of | Appointment, dismissal erand extension of
term of office of the Executive Director term of office of the Executive Director the term of office of the Executive Director | the term of office of the Executive Director
187
legal linguistic check
Text Origin: Council Mandate
Article 16(1)
1. The Executive Director shall be a 1. The Executive Director shall be a 1. The Executive Director shall be a 1. The Executive Director shall be a
person with expertise and high reputation person with expertise and high reputation person with expertise and high reputation person with expertise and high reputation
in the areas where the Competence Centre in the areas where the Competence Centre in the areas where the-Competernce-_Centre | in the areas where the Competence Centre
operates. operates. operates. operates.
Y 188 Y
use of 'Competence’
Text Origin: Commission
Proposal
12293/20 EB/ip 135
ANNEX JAL2 LIMITE

EN



Article 16(2)
2. The Executive Director shall be 2. The Executive Director shall be 2. The Executive Director shall be 2. The Executive Director shall be
engaged as a temporary agent of the engaged as a temporary agent of the engaged as a temporary agent of the engaged as a temporary agent of the
Competence Centre under Article 2(a) of Competence Centre under Article 2(a) of Competence-_Centre under Article 2(a) of | Competence Centre under Article 2(a) of
the Conditions of Employment of Other the Conditions of Employment of Other the Conditions of Employment of Other the Conditions of Employment of Other
Servants. Servants. Servants. Servants.
Y 189 Y
Text Origin: Commission
Proposal
Article 16(3)
3. The Executive Director shall be 3. The Executive Director shall be 3. The Executive Director shall be 3. The Executive Director shall be
appointed by the Governing Board from a appointed by the Governing Board from a appointed by the Governing Board from a appointed by the Governing Board from a
list of candidates proposed by the list of candidates proposed by the list of candidates proposed by the list of candidates proposed by the
190 Commission, following an open and Commission, including nominations Commission, following an open and Commission, following an open,
transparent selection procedure. aiming to achieve gender balance from transparent selection procedure. transparent and non-discriminatory-a#d
the Member States, following an open, transparent selection procedure.
transparent and non-discriminatory-a#d
transparent selection procedure. Text Origin: EP Mandate
Article 16(4)
4. For the purpose of concluding the 4. For the purpose of concluding the 4. For the purpose of concluding the 4. For the purpose of concluding the
contract of the Executive Director, the contract of the Executive Director, the contract of the Executive Director, the contract of the Executive Director, the
Competence Centre shall be represented by | Competence Centre shall be represented by | €empetence-_Centre shall be represented Competence Centre shall be represented by
the Chairperson of the Governing Board. the Chairperson of the Governing Board. by the Chairperson of the Governing the Chairperson of the Governing Board.
Y 191 Board. Y
Text Origin: Commission
Proposal
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Article 16(5)
5. The term of office of the Executive 5. The term of office of the Executive 5. The term of office of the Executive 5. The term of office of the Executive
Director shall be four years. By the end of | Director shall be fow#+five years. By the end | Director shall be four years. By the end of | Director shall be (four)fou+ years. By the
that period, the Commission shall carry out | of that period, the Commission shall carry | that period, the Commission shall carry out | end of that period, the Commission shall
an assessment which takes into account the | out an assessment which takes into account | an assessment which takes into account the | carry out an assessment which takes into
evaluation of the performance of the the evaluation of the performance of the evaluation of the performance of the account the evaluation of the performance
Executive Director and the Competence Executive Director and the Competence Executive Director and the-Competence of the Executive Director and the
Centre’s future tasks and challenges. Centre’s future tasks and challenges. Centre’s future tasks and challenges. Competence Centre’s future tasks and
Y 192 challenges.
duration still open
use of 'Competence'Juse of 'Competence’
Text Origin: Commission
Proposal
Article 16(6)
6. The Governing Board may, acting on a 6. The Governing Board may, acting on a 6. The Governing Board may, acting on a 6. The Governing Board may, acting on a
proposal from the Commission which takes | proposal from the Commission which takes | proposal from the Commission which takes | proposal from the Commission which takes
into account the assessment referred to in into account the assessment referred to in into account the assessment referred to in into account the assessment referred to in
paragraph 5, extend once the term of office | paragraph 5, extend once the term of office | paragraph 5, extend once the term of office | paragraph 5, extend once the term of office
Y 193 of the Executive Director for no more than | of the Executive Director for no more than | of the Executive Director for no more than | of the Executive Director for no more than
four years. fourfive years. four years. (four)four years.
Text Origin: Commission
Proposal
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| Article 16(

7)

7. An Executive Director whose term of
office has been extended may not
participate in another selection procedure

7. An Executive Director whose term of
office has been extended may not
participate in another selection procedure

7. An Executive Director whose term of
office has been extended may not
participate in another selection procedure

7. An Executive Director whose term of
office has been extended may not
participate in another selection procedure

194 for the same post. for the same post. for the same post. for the same post.
Text Origin: Commission
Proposal
Article 16(8) |
8. The Executive Director shall be 8. The Executive Director shall be 8. The Executive Director shall be 8. The Executive Director shall be
removed from office only by decision of removed from office only by decision of removed from office only by decision of removed from office only by decision of
the Governing Board, acting on a proposal | the Governing Board, acting on proposal the Governing Board, acting on a proposal | the Governing Board, acting on a proposal
195 from the Commission. firom its members or on a proposal from from the Commission_or at least 50% of from the Commission_or at least 50% of
the Commission. the Member States. the Member States.
Text Origin: Council Mandate
Article 17
Article 17 Article 17 Article 17 Article 17
Tasks of the Executive Director Tasks of the Executive Director Tasks of the Executive Director Tasks of the Executive Director
196
Text Origin: Commission
Proposal
12293/20 EB/ip 138
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Article 17(1)

1. The Executive Director shall be
responsible for operations and for the day-
to-day management of the Competence

Centre and shall be its legal representative.

The Executive Director shall be
accountable to the Governing Board and
perform his or her duties with complete

1. The Executive Director shall be
responsible for operations and for the day-
to-day management of the Competence

Centre and shall be its legal representative.

The Executive Director shall be
accountable to the Governing Board and
perform his or her duties with complete

1. The Executive Director shall be
responsible for operations and for the day-

to-day management of the-Competence

Centre and shall be its legal representative.

The Executive Director shall be
accountable to the Governing Board and
perform his or her duties with complete

1. The Executive Director shall be
responsible for operations and for the day-
to-day management of the Competence
Centre and shall be its legal representative.
The Executive Director shall be
accountable to the Governing Board and
perform his or her duties with complete

Y Ly independence within the powers assigned independence within the powers assigned independence within the powers assigned independence within the powers assigned
to him or her. to him or her. to him or her. to him or her.
Text Origin: Commission
Proposal
Article 17(2), introductory part
2. The Executive Director shall in 2. The Executive Director shall in 2. The Executive Director shall in 2. The Executive Director shall in
particular carry out the following tasks in particular carry out the following tasks in particular carry out the following tasks in particular carry out the following tasks in
198 an independent manner: an independent manner: an independent manner: an independent manner:
Text Origin: Commission
Proposal
Article 17(2), point(a)
(a) implement the decisions adopted by (a) implement the decisions adopted by (a) implement the decisions adopted by (a) implement the decisions adopted by
the Governing Board; the Governing Board; the Governing Board; the Governing Board;
199
Text Origin: Commission
Proposal
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Article 17(2), point(b)

(b) support the Governing Board its work,
provide the secretariat for their meetings
and supply all information necessary for

(b) support the Governing Board its work,
provide the secretariat for their meetings
and supply all information necessary for

(b) support the Governing Board in its
work, provide the secretariat for theirits
meetings and supply all information

(b) support the Governing Board in its
work, provide the secretariat for theirits
meetings and supply all information

200 the performance of their duties; the performance of their duties; necessary for the performance of theirits necessary for the performance of theirits
duties; duties;
Text Origin: Council Mandate
Article 17(2), point(c)
(c) after consultation with the Governing (c) after consultation with the Governing (c) after consultation with the Governing (c) after consultation with the Governing
Board and the Commission, prepare and Board, the Industrial and Scientific Board and the Commission, and taking Board and the Commission, and taking
submit for adoption to the Governing Advisory Board, ENISA, and the into account the input of the Network and | into account the input of the NCCs and
Board the draft multiannual strategic plan Commission, prepare and submit for the Cybersecurity Competence the Cybersecurity Competence
and the draft annual work plan of the adoption to the Governing Board the draft Community, and in accordance with the Community, prepare and submit for
Competence Centre including the scope of | multiannual strategic plan and the draft Agenda, prepare and submit for adoption adoption to the Governing Board the
the calls for proposals, calls for annual work plan of the Competence to the Governing Board the draft agenda, and in accordance with it the
expressions of interest and calls for tenders | Centre including the scope of the calls for multiannual stratesie planwork draft multiannual stratesic planwork
needed to implement the work plan and the | proposals, calls for expressions of interest programme and the draft annual work programme and the draft annual work
corresponding expenditure estimates as and calls for tenders needed to implement planprogramme of the-Competenece planprogramme of the
proposed by the Member States and the the work plan and the corresponding Centre including the scope of the calls for Competence-_Centre including the scope
Y 201 Co . . . .
Commission; expenditure estimates as proposed by the proposals, calls for expressions of interest of the calls for proposals, calls for
Member States and the Commission; and calls for tenders needed to implement expressions of interest and calls for tenders
the annual work programmevorptan needed to implement the annual work
and the corresponding expenditure programmeworplar and the
estimates as proposed by the Member corresponding expenditure estimates as
States and the Commission; proposed by the Member States and the
Commission;
'agenda’ still to be agreed upon
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Article 17(2), point(d)

(d) prepare and submit for adoption to the
Governing Board the draft annual budget,
including the corresponding staff
establishment plan indicating the number
of temporary posts in each grade and

(d) prepare and submit for adoption to the
Governing Board the draft annual budget,
including the corresponding staff
establishment plan indicating the number
of temporary posts in each grade and

(d) prepare and submit for adoption to the
Governing Board the draft annual budget,
including the corresponding_establishment

(d) prepare and submit for adoption to the
Governing Board the draft annual budget,
including the corresponding_establishment

plan referred to in point (g) of Article

13(3),-statfestablishment plarn indicating

plan referred to in point (g) of Article

13(3),-staffestablishment plarn indicating

202 function group and the number of contract function group and the number of contract | the number of temporary posts in each the number of temporary posts in each
staff and seconded national experts staff and seconded national experts grade and function group and the number grade and function group and the number
expressed in full-time equivalents; expressed in full-time equivalents; of contract staff and seconded national of contract staff and seconded national

experts expressed in full-time equivalents; experts expressed in full-time equivalents;
Text Origin: Council Mandate
Article 17(2), point(e)
(e) implement the work plan and report to | (e) implement the work plan and report to | (e) implement the annual work (e) implement the annual work
the Governing Board thereon; the Governing Board thereon; programme and the multiannual work programme and the multiannual work
203 programmeworkptar and report to the programmeworkptar and report to the
Governing Board thereon; Governing Board thereon;
Text Origin: Council Mandate
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Article 17(2), point(f)
(f) prepare the draft annual activity report | (f) prepare the draft annual activity report | (f) prepare the draft annual activity report | (f) [prepare the draft annual activity report
on the Competence Centre, including the on the Competence Centre, including the on the-Competence-_Centre, including the on the-Competence-_Centre, including the
information on corresponding expenditure; | information on corresponding expenditure; | information on corresponding expenditure | information on corresponding expenditure
and the realisation of the strategic goals and the realisation of the Agenda and the
and priorities set out in the Agenda and multiannual work programme of the
the multiannual work programme of the Centre; if necessary, that report shall be
Centre; if necessary, that report shall be accompanied by proposals for the further
accompanied by proposals for the further improvement of the realisation and/or the
improvement of the realisation and/or the | reformulation of the strategic goals and
204 . ; ..
reformulation of the strategic goals and priorities;|
priorities;
EP to check
Alignment with Art 13 by Commission
use of 'Competence'
Text Origin: Council Mandate
Article 17(2), point(g)
(g) ensure the implementation of effective | (g) ensure the implementation of effective | (g) ensure the implementation of effective | (g) ensure the implementation of effective
monitoring and evaluation procedures monitoring and evaluation procedures monitoring and evaluation procedures monitoring and evaluation procedures
relating to the performance of the relating to the performance of the relating to the performance of the relating to the performance of the
Competence Centre; Competence Centre; Competenee-_Centre, Competence Centre;
Y 205
use of 'Competence'
Text Origin: Commission
Proposal
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Article 17(

2), point(h)

(h) prepare an action plan following-up on
the conclusions of the retrospective
evaluations and reporting on progress

(h) prepare an action plan following-up on
the conclusions of the retrospective
evaluations and reporting on progress

(h) prepare an action plan foHewing—p
that follows up on the conclusions of the

retrospective evaluations and

(h) prepare an action plan follewing—wp
that follows up on the conclusions of the

retrospective evaluations and

206 every two years to the Commission every two years to the Commission_and Fepertingreports on progress every two Fepertngreports on progress every two
the European Parliament; years to the Commissiong years to the Commission_and the
European Parliament;
Article 17(2), point(i)
(i) prepare, negotiate and conclude the (i) prepare, negotiate and conclude the (i) prepare—negotiate and conclude-the (i) prepare—negotiate and conclude-the
agreements with the National Coordination | agreements with the National Coordination | agreements with the National Coordination | agreements with the National Coordination
207 Centres; Centres; Centres; Centres;
Text Origin: Council Mandate
Article 17(2), point(j)
(j) be responsible for administrative, (j) be responsible for administrative, (j) be responsible for administrative, (j) be responsible for administrative,
financial and staff matters, including the financial and staff matters, including the financial and staff matters, including the financial and staff matters, including the
implementation of the Competence Centre | implementation of the Competence Centre | implementation of the-Competerece_Centre | implementation of the-Conpeteree_Centre
budget, taking due account of advice budget, taking due account of advice budget, taking due account of advice budget, taking due account of advice
received from the Internal Auditing received from the Internal Auditing received from the Internal Auditing received from the Internal Auditing
Function, within the limits of the Function, within the limits of the Function, within the limits of the Function, within the limits of the
Y 208 delegation by the Governing Board; delegation by the Governing Board; et b b Dl e Do et b b Dl b e
Boarddecisions referred to in points (c), Boarddecisions referred to in points (c),
(2). (0), (), (q) and (r) of Article 13(3) ; (2). (0), (p), (9) and (r) of Article 13(3) ;
Text Origin: Council Mandate
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| Article 17(

2), point(k)

(k) approve and manage the launch of (k) approve and manage the launch of (k) approve and manage the launch of (k) approve and manage the launch of
calls for proposals, in accordance with the calls for proposals, in accordance with the calls for proposals, in accordance with the calls for proposals, in accordance with the
work plan and administer the grant work plan and administer the grant annual work programme,workplar and annual work programme,workplar and
209 agreements and decisions; agreements and decisions; administer the grant agreements and administer the grant agreements and
decisions; decisions;
Text Origin: Council Mandate
Article 17(2), point(l) |
(1) approve the list of actions selected for (1) after consulting the Industrial and (1) approve the list of actions selected for (1) approve the list of actions selected for
funding on the basis of the ranking list Scientific Advisory Board and ENISA, funding on the basis of-##e_a ranking list funding on the basis of-##e_a ranking list
210 established by a panel of independent approve the list of actions selected for established by a panel of independent established by a panel of independent
experts; funding on the basis of the ranking list experts; experts;
established by a panel of independent
experts; Text Origin: Council Mandate
Article 17(2), point(m)
(m) approve and manage the launch of (m) approve and manage the launch of (m) approve and manage the launch of (m) approve and manage the launch of
calls for tenders, in accordance with the calls for tenders, in accordance with the calls for— tenders, in accordance with the calls for—tenders, in accordance with the
211 work plan and administer the contracts; work plan and administer the contracts; annual work programme,workplarn and annual work programme,workpiarn and
administer the contracts; administer the contracts;
Text Origin: Council Mandate
Article 17(2), point(n)
(n) approve the tenders selected for (n) approve the tenders selected for (n) approve the tenders selected for (n) approve the tenders selected for
funding; funding; funding; funding;
212
Text Origin: Commission
Proposal
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| Article 17(2), point(o)

(o) submit the draft annual accounts and (o) submit the draft annual accounts and (0) submit the draft annual accounts and (0) submit the draft annual accounts and
balance sheet to the Internal Auditing balance sheet to the Internal Auditing balance sheet to the Internal Auditing balance sheet to the Internal Auditing
Function, and subsequently to the Function, and subsequently to the Function, and subsequently to the Function, and subsequently to the
213 Governing Board, Governing Board, Governing Board, Governing Board,
Text Origin: Commission
Proposal
Article 17(2), point(p)
(p) ensure that risk assessment and risk (p) ensure that risk assessment and risk (p) ensure that risk assessment and risk (p) ensure that risk assessment and risk
management are performed; management are performed; management are performed; management are performed;
214
Text Origin: Commission
Proposal
Article 17(2), point(q)
(q) sign individual grant agreements, (q) sign individual grant agreements, (q) sign individual grant agreements, (q) sign individual grant agreements,
decisions and contracts; decisions and contracts; decisions and contracts; decisions and contracts;
215
Text Origin: Commission
Proposal
Article 17(2), point(r)
(r) sign procurement contracts; (r) sign procurement contracts; (r) sign procurement contracts; (r) sign procurement contracts;
216 Text Origin: Commission
Proposal
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Article 17(2), point(s)
(s) prepare an action plan following-up (s) prepare an action plan following-up (s) prepare an action plan foHewine—wupthat | (s) prepare an action plan foHewineupthat
conclusions of internal or external audit conclusions of internal or external audit follows up on the conclusions of internal follows up on the conclusions of internal
reports, as well as investigations by the reports, as well as investigations by the or external audit reports, as well as or external audit reports, as well as
European Anti-Fraud Office (OLAF) and European Anti-Fraud Office (OLAF) and investigations by the European Anti-Fraud | investigations by the European Anti-Fraud
reporting on progress twice a year to the reporting on progress twice a year to the Office (OLAF) established with Office (OLAF) established with
Commission and regularly to the Commission and the European Commission Decision 1999/352/EC, Commission Decision 1999/352/EC,
Governing Board; Parliament and regularly to the Governing | ECSC, Euratom’ ("OLAF") and ECSC, Euratom’ ("OLAF") and
Board; reportand-reporting on progress twice a reportard-reporting on progress twice a
year to the Commission and regularly to year to the Commission and regularly to
v 217 the Governing Board; the Governing Board;
1.[1] Commission Decision 1.[1] Commission Decision
1999/352/EC, ECSC, Euratom of 28 April | 1999/352/EC, ECSC, Euratom of 28 April
1999 establishing the European Anti- 1999 establishing the European Anti-
fraud Office (OLAF) (OJ L 136, fraud Office (OLAF) (OJ L 136,
31.5.1999, p. 20). 31.5.1999, p. 20).
EP to check its addition
Text Origin: Council Mandate
Article 17(2), point(t)
(t) prepare draft financial rules applicable | (t) prepare draft financial rules applicable | (t) prepare draft financial rules applicable | (t) prepare draft financial rules applicable
to the Competence Centre; to the Competence Centre; to the-Competence-_Centre; to the Competence Centre;
v 218
Text Origin: Commission
Proposal
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Article 17(2), point(u)

(u) establish and ensure the functioning of
an effective and efficient internal control
system and report any significant change to

(u) establish and ensure the functioning of
an effective and efficient internal control
system and report any significant change to

(u) establish and ensure the functioning of
an effective and efficient internal control
system and report any significant change to

(u) establish and ensure the functioning of
an effective and efficient internal control
system and report any significant change to

219 it to the Governing Board; it to the Governing Board; it to the Governing Board; it to the Governing Board;
Text Origin: Commission
Proposal
Article 17(2), point(v)
(v) ensure effective communication with (v) ensure effective communication with (v) ensure effective communication with (v) ensure effective communication with
the Union's institutions; the Union's institutions_and report, upon the-Union’s institutions; the Union's institutions_(and report, upon
request, to the European Parliament and request, to the European Parliament and
Y 220 . 5
to the Council, to the Council);
Text Origin: EP Mandate
Article 17(2), point(w)
(w) take any other measures needed to (w) take any other measures needed to (w) take any other measures needed to (w) take any other measures needed to
assess the progress of the Competence assess the progress of the Competence assess the progress of the-Competence assess the progress of the Competence
Centre towards its mission and objectives Centre towards its mission and objectives Centre towards its mission and objectives Centre towards its mission and objectives
as set out in Articles 3 and 4 of this as set out in Articles 3 and 4 of this as set out in Articles 3 and 4 of this as set out in Articles 3 and 4 of this
v 21 Regulation; Regulation; Regulation; Regulation;
use of 'Competence'
Text Origin: Commission
Proposal
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Article 17(2), point(x)

(x) perform any other tasks entrusted or
delegated to him or her by the Governing
Board.

(x) perform any other tasks entrusted or
delegated to him or her by the Governing
Board.

(x) perform any other tasks entrusted or
delegated to him or her by the Governing
Board.

(x) perform any other tasks entrusted or
delegated to him or her by the Governing
Board.

222
Text Origin: Commission
Proposal
CHAPTER 11, SECTION 11
SECTION III INDUSTRIAL AND SECTION III INDUSTRIAL AND
223 SCIENTIFIC ADVISORY BOARD SCIENTIFIC ADVISORY BOARD deleted Commission to provide input
Article 18
Article 18 Article 18
224 Composition of the Industrial and Composition of the Industrial and deleted
Scientific Advisory Board Scientific Advisory Board
12293/20 EB/ip 148
ANNEX JAL2

LIMITE

EN



Article 18(1)
1. The Industrial and Scientific Advisory 1. The Industrial and Scientific Advisory
Board shall consist of no more than 16 Board shall consist of no more than—6_25 deleted
members. The members shall be appointed | members. The members shall be appointed
by the Governing Board from among the by the Governing Board from among the
representatives of the entities of the representatives of the entities of the
Cybersecurity Competence Community. Community, or its individual members.
Only representatives of entities which are
not controlled by a third country or a
225 third-country entity except from EEA and
EFTA countries shall be eligible. The
appointment shall be made in accordance
with an open, transparent and non-
discriminatory procedure. The Board
composition shall aim to achieve gender
balance, and include a balanced
representation of the stakeholder groups
from industry, academic-Cybersecurity
Competerce community_and civil society.
Article 18(2)
2. Members of the Industrial and Scientific | 2. Members of the Industrial and Scientific
Advisory Board shall have expertise either | Advisory Board shall have expertise either deleted
with regard to cybersecurity research, with regard to cybersecurity research,
industrial development, professional industrial development, professional
226 services or the deployment thereof. The serviees-or-the-deployment-thereofoffering,
requirements for such expertise shall be implementing, or deploying professional
further specified by the Governing Board. services or_products. The requirements for
such expertise shall be further specified by
the Governing Board.
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Article 18(3)
3. Procedures concerning the appointment | 3. Procedures concerning the appointment
of its members by the Governing Board of its members by the Governing Board deleted
297 and the operation of the Advisory Board, and the operation of the Advisory Board,
shall be specified in the Competence shall be specified in the Competence
Centre’s rules of procedure and shall be Centre’s rules of procedure and shall be
made public. made public.
Article 18(4)
4. The term of office of members of the 4. The term of office of members of the
228 Industrial and Scientific Advisory Board Industrial and Scientific Advisory Board deleted J
shall be three years. That term shall be shall be three years. That term shall be
renewable. renewable.
Article 18(5)
5. Representatives of the Commission and | 5. Representatives of the Commission and
of the European Network and Information of the-Feme e lomremleanr Ll cnion deleted
Security Agency may participate in and Seeurity-Ageney-may_ENISA shall be
support the works of the Industrial and invited to participate in and support the
279 Scientific Advisory Board. works of the Industrial and Scientific
Advisory Board._The Board may invite
additional representatives from the
Community in an observer, adviser, or
expert capacity as appropriate, on a case-
by-case basis.
Article 19
Article 19 Article 19
230 Functioning of the Industrial and Scientific | Functioning of the Industrial and Scientific deleted
Advisory Board Advisory Board
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Article 19(1)
1. The Industrial and Scientific Advisory 1. The Industrial and Scientific Advisory
231 Board shall meet at least twice a year. Board shall meet at least_three times-twice | deleted
a year.
Article 19(2)
2. The Industrial and Scientific Advisory 2. The Industrial and Scientific Advisory
Board may advise the Governing Board on | Board_shall provide suggestions to-#y \ deleted
the establishment of working groups on advise the Governing Board on the
specific issues relevant to the work of the establishment of working groups on
Competence Centre where necessary under | specific issues relevant to the work of the
232 the overall coordination of one or more Competence Centre, whenever those
members of the Industrial and Scientific issues fall within the tasks and areas of
Advisory Board. competence outlined in Article 20 and
where necessary under the overall
coordination of one or more members of
the Industrial and Scientific Advisory
Board.
Article 19(3)
233 3. The Industrial and Scientific Advisory 3. The Industrial and Scientific Advisory
Board shall elect its chair. Board shall elect its chair. deleted
Article 19(4)
4. The Industrial and Scientific Advisory 4. The Industrial and Scientific Advisory
Board shall adopt its rules of procedure, Board shall adopt its rules of procedure, \ deleted
234 including the nomination of the including the nomination of the
representatives that shall represent the representatives that shall represent the
Advisory Board where relevant and the Advisory Board where relevant and the
duration of their nomination. duration of their nomination.
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Article 20
Article 20 Article 20
235 Tasks of the Industrial and Scientific Tasks of the Industrial and Scientific deleted
Advisory Board Advisory Board
Article 20, first paragraph, introductory part
The Industrial and Scientific Advisory The Industrial and Scientific Advisory
236 Board shall advise the Competence Centre | Board shall regularly advise the deleted
in respect of the performance of its Competence Centre in respect of the
activities and shall: performance of its activities and shall:
Article 20(1), point(1)
(1) provide to the Executive Director and (1) provide to the Executive Director and
the Governing Board strategic advice and the Governing Board strategic advice and deleted J
input for drafting the work plan and multi- | input for deployment by, orientation and
237 annual strategic plan within the deadlines operations of the Competence Centre as
set by the Governing Board; far as industry and research is concerned,
and drafting the work plan and multi-
annual strategic plan within the deadlines
set by the Governing Board;
Article 20, first paragraph, point(1a)
(1a) advise the Governing Board on the
237a establishment of working groups on
specific issues relevant to the work of the
Competence Centre;
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Article 20(1), point(2)
(2) organise public consultations open to (2) organise public consultations open to
all public and private stakeholders having all public and private stakeholders having deleted
238 an interest in the field of cybersecurity, in an interest in the field of cybersecurity, in
order to collect input for the strategic order to collect input for the strategic
advice referred to in paragraph 1; advice referred to in paragraph 1;
Article 20(1), point(3)
(3) promote and collect feedback on the (3) promote and collect feedback on the
work plan and multi-annual strategic plan work plan and multi-annual strategic plan deleted
of the Competence Centre. of the Competence Centre_and advise the
239 . :
Governing Board on how to improve the
Competence Centre’s strategic orientation
and operation.
CHAPTER 111
CHAPTER III CHAPTER III CHAPTER III CHAPTER III
FINANCIAL PROVISIONS FINANCIAL PROVISIONS FINANCIAL PROVISIONS FINANCIAL PROVISIONS
240
Text Origin: Commission
Proposal
Article 21
Article 21 Article 21 Article 21 Article 21
Union financial contribution Union financial contribution Union gnd Member States " financial Union gnd Member States " financial
241 contribution contribution
Text Origin: Council Mandate
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Article 21(-1)
-1. The Centre shall be funded by the
Union. Commission Legal Service has legal
241a objections (partnership rules)
Needs to be checked in conjunction with
line 244
Article 21(1), introductory part
1. The Union’s contribution to the 1. The Union’s contribution to the 1. The Union’s contribution to the 1. The Union’s contribution to the
Competence Centre to cover administrative | Competence Centre to cover administrative | €empetence-_Centre to cover Competence Centre to cover administrative
costs and operational costs shall comprise costs and operational costs shall comprise administrative costs and operational costs costs and operational costs shall comprise
the following: the following: shall comprise the following:_ the following:
242
Text Origin: Commission
Proposal
Article 21(1), point(a)
(a) EUR 1981 668 000 from the Digital (a) EUR 19816680001 780 954 875 in (a) [EUR 1981 668 000/ from the Digital
Europe Programme, including up to EUR 2018 prices (EUR 1 998 696 000 in Europe programme, including up to /[EUR Commission: not all cybersecurity funds
23 746 000 for administrative costs; current prices) from the Digital Europe 23 746 000/ for administrative costs;_ from DEP will necessarily go to the Centre,
Programme, including up to EUR 23-746 therefore addition of 'up to'
243 00021 385 465 in 2018 prices
(EUR ?3 74"6 000 in current prices) for Presidency: 'up to' is not acceptable
administrative costs;
Come back once final MFF figures are
available
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Article 21(1), point(b)
(b) An amount from the Horizon Europe (b) An amount from the Horizon Europe (b) an amount from the Horizon Europe
Programme, including for administrative Programme, including for administrative programme, including for administrative all institutions to check
costs, to be determined taking into account | costs, to be determined taking into account | costs, for joint actions, which shall be
the strategic planning process to be carried | the strategic planning process to be carried | equal to the amount contributed by
out pursuant to Article 6(6) of Regulation out pursuant to Article 6(6) of Regulation Member States pursuant to paragraph 5
XXX [Horizon Europe Regulation]. XXX [Horizon Europe Regulation]. of this Article but not exceed [the amount
244 determined into-be-determined-takinginto
aceonnt the strategic planning process of
the Horizon Europe programme] to be
carried out pursuant to Article 6(6) of
Regulation XXX [Horizon Europe
Regulation] and the multiannual work
programme and the annual work
programme.
Article 21(1), point(ba)
(ba) an amount from the European
Defence Fund for defence-related actions Defence/dual use aspect
of the Competence Centre, including for
all related administrative costs such as
244a
costs that the Competence Centre may
incur when acting as a project manager
for actions carried out under the
European Defence Fund.
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Article 21(2) |
2. The maximum Union contribution shall | 2. The maximum Union contribution shall | 2. The maximum Union contribution shall | 2. The maximum Union contribution shall
be paid from the appropriations in the be paid from the appropriations in the be paid from the appropriations in the be paid from the appropriations in the
general budget of the Union allocated to general budget of the Union allocated to general budget of the Union allocated to general budget of the Union allocated to
[Digital Europe Programme] and to the [Digital Europe Programme]-a#¢-, to the [Digital Europe Programme] and to the [Digital Europe Programme]-a#¢-, to the
specific programme implementing Horizon | specific programme implementing Horizon | specific programme implementing Horizon | specific programme implementing Horizon
Europe, established by Decision XXX. Europe, established by Decision XXX, to Europe, established by Decision XXX. Europe, established by Decision XXX, (to

245 the European Defence Fund and to other the European Defence Fund) and to other
programmes and projects falling within programmes and projects falling within
the scope of the Competence Centre or the the scope of the Competence Centre or the
Network. Network.
Defence/dual use aspect
Text Origin: EP Mandate
Article 21(3)
3. The Competence Centre shall 3. The Competence Centre shall 3. The-Cempeternce-_Centre shall 3. The-Cempetence-_Centre shall
implement cybersecurity actions of [Digital | implement cybersecurity actions of [Digital | implement cybersecurity actions of [Digital | implement cybersecurity actions of [Digital
Europe Programme] and [Horizon Europe Europe Programme] and [Horizon Europe Europe Programme] and [Horizon Europe Europe Programme] and [Horizon Europe
Programme] in accordance with point (c) Programme] in accordance with point (c) Programme] in accordance with point (c) Programme] in accordance with point (c)
(iv) of Article 62 of Regulation (EU, (iv) of Article 62 of Regulation (EU, (iv) of the first subparagraph of Article (iv) of the first subparagraph of Article
Euratom) XXX! [the financial regulation]. | Euratom) XXX! [the financial regulation]. | 6262(1) of Regulation (EU, Euratom) 6262(1) of Regulation (EU, Euratom)
vy R . Yy T .
28 1. [add full title and OJ reference] 1. [add full title and OJ reference] 2018/1046. 2018/1046.
Text Origin: Council Mandate
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Article 21(4)
4. The Union financial contribution shall 4. The Union financial contribution firom 4. TheContributions from Union 4. TheContributions from Union
not cover the tasks referred to in Article Digital Europe Programme and from programmes other than those referred to programmes other than those referred to
4(8)(b) Horizon Europe Programme shall not in paragraphs 1 and 2 that are part of a in paragraphs 1 and 2 that are part of a
cover the tasks referred to in Article Union financial-contributionco-financing Union financial-contributionco-financing
4(8)(b). These may be covered by to a programme implemented by one of to a programme implemented by one of
financial contributions from the the Member States shall not cover-the the Member States shall not cover-the
European Defence Fund. tasksbe accounted for in the calculation of | tasksbe accounted for in the calculation of
247 the Union maximum fin.ancial the Union maximum fin.ancial
contribution referred to in Articte contribution referred to in Article
4¢8)b)paragraphs 1 and 2). 4¢8)b)paragraphs 1 and 2).
Commission to check
Defence/dual use aspect
Text Origin: Council Mandate
Article 21(5)
5. Voluntary contributions made by one
or more Member States for joint actions EP, Commission to check
with the Union in accordance with the
Horizon Europe programme and/or the
Digital Europe programme, may take the
form of financial and/or in-kind
contributions.
247a Financial contributions by Member States
may take the form of support by Member
States provided to participants in joint
actions.
In-kind contributions by Member States
shall consist of eligible costs incurred by
National Coordination Centres and other
public entities when participating in
projects funded through this Regulation
less any Union contribution to those costs.
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In the case of projects funded through
Horizon Europe, eligible costs shall be
calculated in line with Article 32 of the
Regulation establishing Horizon Europe.
In the case of projects funded through
Digital Europe, eligible costs shall be
calculated in line with Regulation (EU,
Euratom) 2018/1046.

The envisaged amount of total Member
State voluntary contributions, including
financial contributions for administrative

costs, to joint actions under the Horizon
Europe programme shall be determined
in order to be taken into account in the
strategic planning process of the Horizon
Europe programme to be carried out
pursuant to Article 6(6) of Regulation
XXX [Horizon Europe Regulation], with
input from the Governing Board.

For actions under the Digital Europe
programme, notwithstanding Article 15 of
the [Regulation establishing the Digital
Europe Programme], the Member States
may make a contribution to the costs of
the Centre that are co-financed from the
Digital Europe programme that is lower
than the amounts specified in

[Article 21(1)(a) — reference to be
checked] of this Regulation.

Article 22
Article 22 Article 22 Article 22
248 Contributions of participating Member Contributions of participating Member Dttt e oo Ll b No need for separate article as merged
States States Stettes with art 21
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Article 22(1)
1. The participating Member States shall 1. The participating Member States shall
make a total contribution to the operational | make a total contribution to the operational Political point
249 and administrative costs of the and administrative costs of the
Competence Centre of at least the same Competence Centre of at least the same
amounts as those in Article 21(1) of this amounts as those in Article 21(1) of this
Regulation. Regulation.
Article 22(7)
7. Member States'’ co-funding of actions
supported by Union programmes other Commission to check
2492 than Horizon Europe and Digital Europe
shall be considered as contributions when
those actions are in the remit of the
Centre's mission and tasks.
Article 22(2)
2. For the purpose of assessing the 2. For the purpose of assessing the 28. For the purpose of assessing the 28. For the purpose of assessing the
contributions referred to in paragraph 1 and | contributions referred to in paragraph 1 and | contributions referred to in paragraph 1 of | contributions referred to in paragraph 1 of
in point (b)ii of Article 23(3), the costs in point (b)ii of Article 23(3), the costs this Article and in point (b)ii of this Article and in point (b)ii of
shall be determined in accordance with the | shall be determined in accordance with the | Article- 23(3), the costs shall be Article- 23(3), the costs shall be
usual cost accounting practices of the usual cost accounting practices of the determined in accordance with the usual determined in accordance with the usual
Member States concerned, the applicable Member States concerned, the applicable cost accounting practices of the Member cost accounting practices of the Member
accounting standards of the Member State, | accounting standards of the Member State, | States concerned, the applicable accounting | States concerned, the applicable accounting
250 and the applicable International and the applicable International standards of #ethat Member State, and the | standards of #:ethat Member State, and the
Accounting Standards and International Accounting Standards and International applicable international accounting applicable international accounting
Financial Reporting Standards. The costs Financial Reporting Standards. The costs standards and international financial standards and international financial
shall be certified by an independent shall be certified by an independent reporting standards. The costs shall be reporting standards. The costs shall be
external auditor appointed by the Member external auditor appointed by the Member certified by an independent external auditor | certified by an independent external auditor
State concerned. The valuation method State concerned. The valuation method appointed by the Member State concerned. | appointed by the Member State concerned.
may be verified by the Competence Centre | may be verified by the Competence Centre | The valuation method may be verified by The valuation method may be verified by
should there be any uncertainty arising should there be any uncertainty arising the-Competenee-_Centre should there be the-Competenee-_Centre should there be
from the certification. from the certification. any uncertainty arising from the any uncertainty arising from the
certification. certification.
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laywer linguists to check best wording

use of 'Competence’

Text Origin: Council Mandate

Article 22(3

3. Should any participating Member State
be in default of its commitments
concerning its financial contribution, the
Executive Director shall put this in writing
and shall set a reasonable period within
which such default shall be remedied. If
the situation is not remedied within that
period, the Executive Director shall
convene a meeting of the Governing Board
to decide whether the defaulting
participating Member State’s right to vote

3. Should any participating Member State
be in default of its commitments
concerning its financial contribution, the
Executive Director shall put this in writing
and shall set a reasonable period within
which such default shall be remedied. If
the situation is not remedied within that
period, the Executive Director shall
convene a meeting of the Governing Board
to decide whether the defaulting
participating Member State’s right to vote

39. Should any participatinge-Member
State be in default of its commitments

concerning its financial and/or in-kind
contribution_ pursuant to joint actions, the
Executive Director shall put this in writing
and shall set a reasonable period within
which such default shall be remedied. If
the situation is not remedied within that
period, the Executive Director shall
convene a meeting of the Governing Board
to decide whether the defaulting

39. Should any participating-Member
State be in default of its commitments
concerning its financial and/or in-kind
contribution_ pursuant to joint actions, the
Executive Director shall put this in writing
and shall set a reasonable period within
which such default shall be remedied. If
the situation is not remedied within that
period, the Executive Director shall
convene a meeting of the Governing Board
to decide whether the defaulting

251 is to be revoked or whether any other is to be revoked or whether any other participating Member State’s right to vote participating Member State’s right to vote
measures are to be taken until its measures are to be taken until its is to be revoked or whether any other is to be revoked or whether any other
obligations have been met. The defaulting obligations have been met. The defaulting measures are to be taken until #s measures are to be taken until #s
Member State's voting rights shall be Member State's voting rights shall be obligationshave-been-metthat Member obligationshave-beenwmetthat Member
suspended until the default of its suspended until the default of its State meets its obligations . The defaulting | State meets its obligations . The defaulting
commitments is remedied. commitments is remedied. Member State's voting rights_concerning Member State's voting rights_concerning
joint actions shall be suspended until the joint actions shall be suspended until the
default of its commitments is remedied. default of its commitments is remedied.
EP to check
Text Origin: Council Mandate
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Article 22(4)
4. The Commission may terminate, 4. The Commission may terminate, 410. The Commission may terminate, 410. The Commission may terminate,
proportionally reduce or suspend the proportionally reduce or suspend the proportionally reduce or suspend the proportionally reduce or suspend the
Union’s financial contribution to the Union’s financial contribution to the Union’s financial contribution to-tze Union’s financial contribution to-tze
Competence Centre if the participating Competence Centre if the participating Competence-Centre_joint actions if the Competence-Centre_joint actions if the
Member States do not contribute, Member States do not contribute, participatingcontributing Member States participatingcontributing Member States
contribute only partially or contribute late eontribute-only-partiatly-or contribute f#t¢ | do not contribute, contribute only partially | do not contribute, contribute only partially
with regard to the contributions referred to | only partially with regard to the or contribute late with regard to the or contribute late with regard to the
252 in paragraph 1. contributions referred to in paragraph 1. contributions referred to in_point (b) of contributions referred to in point (b) of
The Commission’s termination, reduction | paragraph 1. paragraph 1. The Commission’s
or suspension of the Union’s financial termination, reduction or suspension of
contribution shall be proportionate in the Union’s financial contribution shall
amount and time to the reduction, be proportionate in amount and time to
termination or suspension of the Member the reduction, termination or suspension
States’ contributions. of the Member States’ contributions.
EP and Commission to check
Article 22(5)
5. The participating Member States shall 5. The participating Member States shall 511. The participatingcontributing 511. The participatingcontributing
report by 31 January each year to the report by 31 January each year to the Member States shall report by 3+ Member States shall report by 3+
Governing Board on the value of the Governing Board on the value of the 31 January of each year to the Governing 31 January of each year to the Governing
contributions referred to in paragraphs 1 contributions referred to in paragraphs 1 Board on the value of the contributions Board on the value of the contributions
made in each of the previous financial made in each of the previous financial referred to in parasraphsiparagraph 5 referred to in parasraphsiparagraph 5
253 year. year. for joint action with the Union made in for joint action with the Union made in
each of the previous financial year. each of the previous financial year.
EP to check
Text Origin: Council Mandate
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Article 23
Article 23 Article 23 Article 23 Article 23
Costs and resources of the Competence Costs and resources of the Competence Costs and resources of the-Competence Costs and resources of the Competence
Centre Centre Centre Centre
254
:
Text Origin: Commission
Proposal
Article 23(1)
1. The Competence Centre shall be jointly | 1. The Competence Centre shall be jointly
funded by the Union and Member States funded by the Union and Member States L deleted J broader discussion needed
through financial contributions paid in through financial contributions paid in
255 instalments and contributions consisting of | instalments and contributions consisting of
costs incurred by National Coordination costs incurred by National Coordination
Centres and beneficiaries in implementing | Centres and beneficiaries in implementing
actions that are not reimbursed by the actions that are not reimbursed by the
Competence Centre. Competence Centre.
Article 23(2)
2. The administrative costs of the 2. The administrative costs of the 2. The administrative costs of the
Competence Centre shall not exceed EUR Competence Centre shall not exceed EUR Competence_Centre shall not-exeeedEUR | broader discussion needed
[number] and shall be covered by means of | [number] and shall be covered by means of | frumberf-and-shati-be covered by means
financial contributions divided equally on financial contributions divided equally on of financial contributions d#vided-equatly
an annual basis between the Union and the | an annual basis between the Union and the | on an annual basis betiveenfirom the Union,
256 participating Member States. If part of the participating Member States. If part of the | Additional contributions shall be made by
contribution for administrative costs is not | contribution for administrative costs is not | contributing-and-the-participating Member
used, it may be made available to cover the | used, it may be made available to cover the | States_in proportion to their voluntary
operational costs of the Competence operational costs of the Competence contributions to joint actions . If part of
Centre. Centre. the contribution for administrative costs is
not used, it may be made available to cover
the operational costs of the-Competence
Centre.
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Article 23(

3), introductory part

3. The operational costs of the
Competence Centre shall be covered by
means of:

3. The operational costs of the
Competence Centre shall be covered by
means of:

3. The operational costs of the

Competence-_Centre shall be covered by
means of:

3. The operational costs of the
Competence Centre shall be covered by
means of:

Y 257 . : Y
Text Origin: Commission
Proposal
Article 23(3), point(a)
(a) the Union’s financial contribution; (a) the Union’s financial contribution; (a) the Union’s financial contribution; (a) the Union’s financial contribution;
238 Text Origin: Commission
Proposal
Article 23(3), point(b), introductory part
(b) contributions from the participating (b) contributions from the participating (b) voluntary financial and/or in-kind
259 Member States in the form of: Member States in the form of: contributions from the Lines 259-262 depend on COM and EP
participatingcontributing Member States examination
in theform-of:case of joint actions
Article 23(3), point(b)(i)
260 (1) Financial contributions; and (1) Financial contributions; and
deleted
Article 23(3), point(b)(ii)
(i) where relevant, in-kind contributions (i) where relevant, in-kind contributions
by the participating Member States of the by the participating Member States of the
costs incurred by National Coordination costs incurred by National Coordination \ deleted
261 Centres and beneficiaries in implementing | Centres and beneficiaries in implementing
indirect actions less the contribution of the | indirect actions less the contribution of the
Competence Centre and any other Union Competence Centre and any other Union
contribution to those costs; contribution to those costs;
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Article 23(4), introductory part

262

4. The resources of the Competence
Centre entered into its budget shall be
composed of the following contributions:

4. The resources of the Competence
Centre entered into its budget shall be
composed of the following contributions:

4. The resources of the-Competenece

Centre entered into its budget shall be
composed of the following contributions:

Article 23(4), point(a)

263

(a) participating Member States' financial
contributions to the administrative costs;

(a) the Union’s and participating Member
States' financial contributions to the
administrative costs;

(a) participatingMember-States'the

Union’s financial contributions to the
operational and administrative costs;

Article 23(4), point(b)

264

(b) participating Member States' financial
contributions to the operational costs;

(b) the Union’s and participating Member
States' financial contributions to the
operational costs;

(b) participatinecontributing Member
States' voluntary financial contributions to

the eperationaladministrative costs_in case
of joint actions ;

Article 23(4), point(c)

265

(c) any revenue generated by Competence
Centre;

(c) any revenue generated by Competence
Centre;

(C) etirrevenevenerated-hi-Competenice
Centrecontributing Member States'
voluntary financial contributions to the
operational costs in case of joint actions ;

Article 23(4), point(d)

(d) any other financial contributions,
resources and revenues.

(d) any other financial contributions,
resources and revenues.

(d) any ether{financial-conributions:
resources-and-revenmes-revenue generated

by Centre;

(d) any etherfinaneial-coneibiions
resources-and-revenmes-revenue generated

by Centre;

\f 20 need to clarify that participation in
community is free
Text Origin: Council Mandate
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Article 23(

4), point(e)

(e) any other financial contributions,
resources and revenues.

(da) any other financial contributions,
resources and revenues.

266a
Text Origin: Council Mandate
Article 23(5)
5. Any interest yielded by the 5. Any interest yielded by the 5. Any interest yielded by the 5. Any interest yielded by the
contributions paid to the Competence contributions paid to the Competence contributions paid to the-Competence contributions paid to the-Competence
Centre by the participating Member States | Centre by the participating Member States | Centre by the participatinecontributing Centre by the participatingcontributing
shall be considered to be its revenue. shall be considered to be its revenue. Member States shall be considered to be its | Member States shall be considered to be its
Y 267 revenue. revenue.
Text Origin: Council Mandate
Article 23(6)
6. All resources of the Competence Centre | 6. All resources of the Competence Centre | 6. All resources of the-Competence 6. All resources of the-Competence
and its activities shall be aimed to achieve and its activities shall be aimed to achieve Centre and its activities shall be aimed to Centre and its activities shall be aimed to
to the objectives set out in Article 4. to the objectives set out in Article 4. achieve-to-_the objectives set out in Article | achieve-to-_the objectives set out in Article
4. 4.
Y 268
Text Origin: Council Mandate
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Article 23(7)
7. The Competence Centre shall own all 7. The Competence Centre shall own all 7. The-Competence_Centre shall own all
assets generated by it or transferred to it for | assets generated by it or transferred to it for | assets generated by it or transferred to it for | EP and Commission to check
the fulfilment of its objectives. the fulfilment of its objectives. the fulfilment of its objectives. Without
269 prejudice to the applicable rules of the
relevant funding programme, ownership
of assets generated or acquired in joint
actions shall be decided in accordance
with Article 15 (-2a).
Article 23(8)
8. Except when the Competence Centre is | 8. Except when the Competence Centre is | 8. Except when the-Competence-_Centre is | 8. Except when the-Competence-_Centre is
wound up, any excess revenue over wound up, any excess revenue over wound up, any excess revenue over wound up, any excess revenue over
expenditure shall not be paid to the expenditure shall not be paid to the expenditure shall remain in the ownership | expenditure shall remain in the ownership
participating members of the Competence participating members of the Competence of the Centre and not be paid to the of the Centre and not be paid to the
Centre. Centre. participatingcontributing members of the | participatingcontributing members of the
Y 270
Competenece-_Centre. Competenece-_Centre.
use of 'Competence’
Text Origin: Council Mandate
Article 23(8a)
8a. The Competence Centre shall 8a. The Competence Centre shall
cooperate closely with other Union cooperate closely with other Union
institutions, agencies, and bodies in order institutions, agencies and bodies, having
to benefit from synergies and, where due regard to their respective mandates
270a appropriate, to reduce administrative and without duplicating existing
costs. cooperation mechanisms, in order to
benefit from synergies and, where
possible and _appropriate, to reduce
administrative costs.
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| Article 24

Article 24 Article 24 Article 24 Article 24
Financial commitments Financial commitments Financial commitments Financial commitments
271
Text Origin: Commission
Proposal
Article 24, first paragraph
The financial commitments of the The financial commitments of the The financial commitments of the The financial commitments of the
Competence Centre shall not exceed the Competence Centre shall not exceed the Competenee_Centre shall not exceed the Competence Centre shall not exceed the
amount of financial resources available or amount of financial resources available or amount of financial resources available or amount of financial resources available or
committed to its budget by its members. committed to its budget by its members. committed to its budget by its members._ committed to its budget by its members.
Y 272
Text Origin: Commission
Proposal
Article 25
Article 25 Article 25 Article 25 Article 25
Financial year Financial year Financial year Financial year
273
Text Origin: Commission
Proposal
| Article 25, first paragraph
The financial year shall run from 1 January | The financial year shall run from 1 January | The financial year shall run from 1 January | The financial year shall run from 1 January
to 31 December. to 31 December. to 31 December. to 31 December.
274
Text Origin: Commission
Proposal
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| Article 26

Article 26 Article 26 Article 26 Article 26
Establishment of the budget Establishment of the budget Establishment of the budget Establishment of the budget
275
Text Origin: Commission
Proposal
Article 26(1)
1. Each year, the Executive Director shall 1. Each year, the Executive Director shall 1. Each year, the Executive Director shall 1. Each year, the Executive Director shall
draw up a draft statement of estimates of draw up a draft statement of estimates of draw up a draft statement of estimates of draw up a draft statement of estimates of
the Competence Centre’s revenue and the Competence Centre’s revenue and the-Competence-_Centre’s revenue and the-Competence-_Centre’s revenue and
expenditure for the following financial expenditure for the following financial expenditure for the following financial expenditure for the following financial
year, and shall forward it to the Governing | year, and shall forward it to the Governing | year, and shall forward it to the Governing | year, and shall forward it to the Governing
Board, together with a draft establishment Board, together with a draft establishment Board, together with a draft establishment Board, together with a draft establishment
plan. Revenue and expenditure shall be in plan. Revenue and expenditure shall be in plan_as referred to in point (g) of Article plan_as referred to in point (g) of Article
balance. The expenditure of the balance. The expenditure of the 13(3). Revenue and expenditure shall be in | 13(3). Revenue and expenditure shall be in
Competence Centre shall include the staff, | Competence Centre shall include the staff, | balance. The expenditure of the balance. The expenditure of the
administrative, infrastructure and administrative, infrastructure and Competence-_Centre shall include the staff, | Competence_Centre shall include the staff,
276 operational expenses. Administrative operational expenses. Administrative administrative, infrastructure and administrative, infrastructure and
expenses shall be kept to a minimum. expenses shall be kept to a minimum. operational expenses. Administrative operational expenses. Administrative
expenses shall be kept to a minimum, also expenses shall be kept to a minimum/, also
through redeployment of staff or posts. through redeployment of staff or posts].
EP reservation on redeployment. Also to
be seen in connection with line 308.
Text Origin: Council Mandate
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Article 26(2)

2. Each year, the Governing Board shall, 2. Each year, the Governing Board shall, 2. Each year, the Governing Board shall, 2. Each year, the Governing Board shall,
on the basis of the draft statement of on the basis of the draft statement of on the basis of the draft statement of on the basis of the draft statement of
estimates of revenue and expenditure estimates of revenue and expenditure estimates of revenue and expenditure estimates of revenue and expenditure
referred to in paragraph 1, produce a referred to in paragraph 1, produce a referred to in paragraph 1, produce a referred to in paragraph 1, produce a
statement of estimates of revenue and statement of estimates of revenue and statement of estimates of revenue and statement of estimates of revenue and
expenditure for the Competence Centre for | expenditure for the Competence Centre for | expenditure for the-Competence-_Centre expenditure for the Competence Centre for
Y 277 . . . . . ; . ;
the following financial year. the following financial year. for the following financial year. the following financial year.
Text Origin: Commission
Proposal
Article 26(3)
3. The Governing Board shall, by 31 3. The Governing Board shall, by 31 3. The Governing Board shall, by 3+ 3. The Governing Board shall, by 3+
January each year, send the statement of January each year, send the statement of January31 January of each year, send the | January31 January of each year, send the
estimates referred to in paragraph 2, which | estimates referred to in paragraph 2, which | statement of estimates referred to in statement of estimates referred to in
shall be part of the draft single shall be part of the draft single paragraph 2, which shall be part of the paragraph 2, which shall be part of the
programming document, to the programming document, to the draft single programming document draft single programming document
Commission. Commission. referred to in Article 32(1) of Commission | referred to in Article 32(1) of Commission
Delegated Regulation (EU) 2019/715, to | Delegated Regulation (EU) 2019/7151, to
the Commission. the Commission.
278 1. [1]  Commission Delegated 1. [1]  Commission Delegated
Regulation (EU) 2019/715 of 18 Regulation (EU) 2019/715 of 18
December 2018 on the framework December 2018 on the framework
financial regulation for the bodies set up financial regulation for the bodies set up
under the TFEU and Euratom Treaty and | under the TFEU and Euratom Treaty and
referred to in Article 70 of Regulation referred to in Article 70 of Regulation
(EU, Euratom) 2018/1046 of the (EU, Euratom) 2018/1046 of the
European Parliament and of the Council European Parliament and of the Council
(OJ L 122, 15.5.2019, p. 1). (OJ L 122, 15.5.2019, p. 1).
Text Origin: Council Mandate
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| Article 26(4)

4. On the basis of that statement of
estimates, the Commission shall enter in
the draft budget of the Union the estimates
it deems necessary for the establishment
plan and the amount of the contribution to
be charged to the general budget, which it

4. On the basis of that statement of
estimates, the Commission shall enter in
the draft budget of the Union the estimates
it deems necessary for the establishment
plan and the amount of the contribution to
be charged to the general budget, which it

4. On the basis of #aithe statement of
estimates_referred to in paragraph 2 of
this Article, the Commission shall enter in
the draft budget of the Union the estimates
it deems necessary for the establishment
plan referred to in point (g) of Article

4. On the basis of #aithe statement of
estimates_referred to in paragraph 2 of
this Article, the Commission shall enter in
the draft budget of the Union the estimates
it deems necessary for the establishment
plan referred to in point (g) of Article

279 shall submit to the European Parliament shall submit to the European Parliament 13(3) and the amount of the contribution to | 13(3) and the amount of the contribution to
and the Council in accordance with Article | and the Council in accordance with Article | be charged to the general budget, which it be charged to the general budget, which it
313 and 314 TFEU. 313 and 314 TFEU. shall submit to the European Parliament shall submit to the European Parliament
and the Council in accordance with A#tiefe | and the Council in accordance with Artiele
Articles 313 and 314 TFEU. Articles 313 and 314 TFEU.
Text Origin: Council Mandate
Article 26(5)
5. The European Parliament and the 5. The European Parliament and the 5. The European Parliament and the 5. The European Parliament and the
Council shall authorise the appropriations Council shall authorise the appropriations Council shall authorise the appropriations Council shall authorise the appropriations
for the contribution to the Competence for the contribution to the Competence for the contribution to the-Competence for the contribution to the Competence
Centre. Centre. Centre. Centre.
Y 280
Text Origin: Commission
Proposal
Article 26(6)
6. The European Parliament and the 6. The European Parliament and the 6. The European Parliament and the 6. The European Parliament and the
Council shall adopt the establishment plan | Council shall adopt the establishment plan | Council shall adopt the establishment plan | Council shall adopt the establishment plan
231 for the Competence Centre. for the Competence Centre. o referred to in o referred to in
point (2) of Article 13(3). point (2) of Article 13(3).
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Article 26(7)
7. Together with the Work Plan, the 7. Together with the Work Plan, the 7. Together with the annual work 7. Together with the annual work
Governing Board shall adopt the Centre's Governing Board shall adopt the Centre's programme and multi annual work programme and multi annual work
budget. It shall become final following budget. It shall become final following programmeWorlkPlar, the Governing programmeWorlkPlar, the Governing
definitive adoption of the general budget of | definitive adoption of the general budget of | Board shall adopt the Centre's budget. It Board shall adopt the Centre's budget. It
the Union. Where appropriate, the the Union. Where appropriate, the shall become final following the definitive | shall become final following the definitive
Governing Board shall adjust the Governing Board shall adjust the adoption of the general budget of the adoption of the general budget of the
Competence Centre’s budget and Work Competence Centre’s budget and Work Union. Where appropriate, the Governing Union. Where appropriate, the Governing
Y 282 Plan in accordance with the general budget | Plan in accordance with the general budget | Board shall adjust the-Competenece Board shall adjust the-Competenece
of the Union. of the Union. Centre’s budget and the annual work Centre’s budget and the annual work
programmeWerl—Plar in accordance with | programmeWo##Pla# in accordance with
the general budget of the Union. the general budget of the Union.
Text Origin: Council Mandate
Article 27
Article 27 Article 27 Article 27 Article 27
Presentation of the Competence Centre’s Presentation of the Competence Centre’s Presentation of the-Competence-_Centre’s Presentation of the Competence Centre’s
accounts and discharge accounts and discharge accounts and discharge accounts and discharge
o
Text Origin: Commission
Proposal
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Article 27,

first paragraph

The presentation of the Competence
Centre's provisional and final accounts and
the discharge shall follow the rules and
timetable of the Financial Regulation and
of its financial rules adopted in accordance

The presentation of the Competence
Centre's provisional and final accounts and
the discharge shall follow the rules and
timetable of the Financial Regulation and
of its financial rules adopted in accordance

The presentation of the-Competence

Centre's provisional and final accounts and
the discharge shall follow the rules and
timetable of_Regulation (EU, Euratom)

2018/1046-theFinancicdRegutation and of

The presentation of the-Competence

Centre's provisional and final accounts and
the discharge shall follow the rules and
timetable of_Regulation (EU, Euratom)

2018/1046-theFinancicdResguntation and of

Y 284 with Article 29. with Article 29. its_the financial rules adopted-in its_the financial rules adopted-in
aceordanece-with-Article 290f the Centre .. | aecordance-with-Articte290f the Centre ._
Text Origin: Council Mandate
Article 28
Article 28 Article 28 Article 28 Article 28
Operational and financial reporting Operational and financial reporting Operational and financial reporting Operational and financial reporting
285
Text Origin: Commission
Proposal
Article 28(1)
1. The Executive Director shall report 1. The Executive Director shall report 1. The Executive Director shall report 1. The Executive Director shall report
annually to the Governing Board on the annually to the Governing Board on the annually to the Governing Board on the annually to the Governing Board on the
performance of his/her duties in performance of his/her duties in performance of his/her duties in performance of his/her duties in
accordance with the financial rules of the accordance with the financial rules of the accordance with the financial rules of the accordance with the financial rules of the
y 286 Competence Centre. Competence Centre. Competenee-_Centre. Competence Centre.
Text Origin: Commission
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Article 28(

2), introductory part

2. Within two months of the closure of
each financial year, the Executive Director
shall submit to the Governing Board for
approval an annual activity report on the
progress made by the Competence Centre
in the previous calendar year, in particular
in relation to the work plan for that year.

2. Within two months of the closure of
each financial year, the Executive Director
shall submit to the Governing Board for
approval an annual activity report on the
progress made by the Competence Centre
in the previous calendar year, in particular
in relation to the work plan for that year.

2. Within two months of the closure of
each financial year, the Executive Director
shall submit to the Governing Board for
approval an annual activity report on the
progress made by the-Competernce-_Centre
in the previous calendar year, in particular
in relation to the annual work

2. Within two months of the closure of
each financial year, the Executive Director
shall submit to the Governing Board for
approval an annual activity report on the
progress made by the-Competerce_Centre
in the previous calendar year, in particular
in relation to the annual work

Y 287 That report shall include, inter alia, That report shall include, inter alia, programmeworlkplan for that year and the | programmeworlkptan for that year and the
information on the following matters: information on the following matters: fulfilment of its strategic goals and fulfilment of its strategic goals and
priorities. That report shall include, inter priorities. That report shall include, inter
alia, information on the following matters: | alia, information on the following matters:
Text Origin: Council Mandate
Article 28(2), point(a)
(a) operational actions carried out and the (a) operational actions carried out and the (a) operational actions carried out and the (a) operational actions carried out and the
corresponding expenditure; corresponding expenditure; corresponding expenditure; corresponding expenditure;
288
Text Origin: Commission
Proposal
Article 28(2), point(b)
(b) the actions submitted, including a (b) the actions submitted, including a (b) the actions submitted, including a (b) the actions submitted, including a
breakdown by participant type, including breakdown by participant type, including breakdown by participant type, including breakdown by participant type, including
289 SMEs, and by Member State; SMEs, and by Member State; SMEs, and by Member State; SMEs, and by Member State;
Text Origin: Commission
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Article 28(

2), point(c)

(c) the actions selected for funding,
including a breakdown by participant type,
including SMEs, and by Member State and
indicating the contribution of the

(c) the actions selected for funding,
including a breakdown by participant type,
including SMEs, and by Member State and
indicating the contribution of the

(c) the actions selected for funding,
including a breakdown by participant type,
including SMEs_and technology related
SMEs, and by Member State and

(c) the actions selected for funding,
including a breakdown by participant type,
including SMEs, and by Member State and
indicating the contribution of the

290 Competence Centre to the individual Competence Centre to the individual indicating the contribution of the Competence Centre to the individual
participants and actions; participants and actions; Competence-_Centre to the individual participants and actions;
participants and actions;
Text Origin: Commission
Proposal
Article 28(2), point(d)
(d) progress towards the achievement of (d) progress towards the achievement of (d) progress towards the achievement of (d) progress towards the achievement of
the objectives set out in Article 4 and the objectives set out in Article 4 and the mission set out in Article 3 and the the mission set out in Article 3 and the
proposals for further necessary work to proposals for further necessary work to objectives set out in Article 4 and objectives set out in Article 4 and
291 achieve these objectives. achieve these objectives. proposals for further necessary work to proposals for further necessary work to
achieve thesethat mission and those achieve thesethat mission and those
objectives:; objectives:;
Text Origin: Council Mandate
Article 28(2), point(e)
(e) coherence of the implementation tasks | (da) coherence of the implementation
in accordance with the Agenda and the tasks in accordance with the Agenda and
Y| 291a multiannual work programme. the multiannual work programme.
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Article 28(3)

3. Once approved by the Governing
Board, the annual activity report shall be
made publicly available.

3. Once approved by the Governing
Board, the annual activity report shall be
made publicly available.

3. Once approved by the Governing
Board, the annual activity report shall be
made publicly available.

3. Once approved by the Governing
Board, the annual activity report shall be
made publicly available.

292
Text Origin: Commission
Proposal
Article 29
Article 29 Article 29 Article 29 Article 29
Financial rules Financial rules Financial rules Financial rules
293
Text Origin: Commission
Proposal
Article 29, first paragraph
The Competence Centre shall adopt its The Competence Centre shall adopt its The-Competenee-_Centre shall adopt its The-Competeree_Centre shall adopt its
specific financial rules in accordance with specific financial rules in accordance with specific financial rules in accordance with specific financial rules in accordance with
Article 70 of Regulation XXX [new Article 70 of Regulation XXX [new Article 70 of Regulation A2 frew Article 70 of Regulation XX frew
Financial Regulation]. Financial Regulation]. Finaneial Regulation/(EU, Euratom) Finaneial Regulation/(EU, Euratom)
Y 294 2018/1046 .. 2018/1046 .. Y
Text Origin: Council Mandate
Article 30
Article 30 Article 30 Article 30 Article 30
295 Protection of financial interests Protection of financial interests Protection of financial interests Protection of financial interests
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Article 30(1)
1. The Competence Centre shall take 1. The Competence Centre shall take 1. The-Eempetence-_Centre shall take 1. The Competence Centre shall take
appropriate measures to ensure that, when appropriate measures to ensure that, when appropriate measures to ensure that, when appropriate measures to ensure that, when
actions financed under this Regulation are actions financed under this Regulation are actions financed under this Regulation are actions financed under this Regulation are
implemented, the financial interests of the implemented, the financial interests of the implemented, the financial interests of the implemented, the financial interests of the
Union are protected by the application of Union are protected by the application of Union are protected by the application of Union are protected by the application of
preventive measures against fraud, preventive measures against fraud, preventive measures against fraud, preventive measures against fraud,
corruption and any other illegal activities, corruption and any other illegal activities, corruption and any other illegal activities, corruption and any other illegal activities,
y 296 by effective checks and, if irregularities are | by regular and effective checks and, if by effective checks and, if irregularities are | by regular and effective checks and, if
detected, by the recovery of the amounts irregularities are detected, by the recovery | detected, by the recovery of the amounts irregularities are detected, by the recovery
wrongly paid and, where appropriate, by of the amounts wrongly paid and, where wrongly paid and, where appropriate, by of the amounts wrongly paid and, where
effective, proportionate and dissuasive appropriate, by effective, proportionate and | effective, proportionate and dissuasive appropriate, by effective, proportionate and
administrative sanctions. dissuasive administrative sanctions. administrative sanctions._ dissuasive administrative sanctions.
use of 'Competence’
Text Origin: EP Mandate
Article 30(2)
2. The Competence Centre shall grant 2. The Competence Centre shall grant 2. The-Cempetence_Centre shall grant 2. The Competence Centre shall grant
Commission staff and other persons Commission staff and other persons Commission staff and other persons Commission staff and other persons
authorised by the Commission, as well as authorised by the Commission, as well as authorised by the Commission, as well as authorised by the Commission, as well as
the Court of Auditors, access to its sites the Court of Auditors, access to its sites the Court of Auditors, access to its sites the Court of Auditors, access to its sites
and premises and to all the information, and premises and to all the information, and premises and to all the information, and premises and to all the information,
including information in electronic format including information in electronic format including information in electronic format including information in electronic format
Y 297 that is needed in order to conduct their that is needed in order to conduct their that is needed in order to conduct their that is needed in order to conduct their
audits. audits. audits._ audits.
use of 'Competence'
Text Origin: Commission
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Article 30(3)

3. The European Anti-Fraud Office
(OLAF) may carry out investigations,
including on-the-spot checks and
inspections, in accordance with the
provisions and procedures laid down in
Council Regulation (Euratom, EC) No
2185/96' and Regulation (EU, Euratom)
No 883/2013 of the European Parliament
and of the Council? with a view to
establishing whether there has been fraud,
corruption or any other illegal activity
affecting the financial interests of the
Union in connection with a grant
agreement or a contract funded, directly or
indirectly, in accordance with this
Regulation.

1. Council Regulation (Euratom, EC) No

3. The European Anti-Fraud Office
(OLAF) may carry out investigations,
including on-the-spot checks and
inspections, in accordance with the
provisions and procedures laid down in
Council Regulation (Euratom, EC) No
2185/96'! and Regulation (EU, Euratom)
No 883/2013 of the European Parliament
and of the Council? with a view to
establishing whether there has been fraud,
corruption or any other illegal activity
affecting the financial interests of the
Union in connection with a grant
agreement or a contract funded, directly or
indirectly, in accordance with this
Regulation.

1. Council Regulation (Euratom, EC) No

30 e lesonn Lat e LU
{OLAE)OLAF may carry out
investigations, including on-the-spot

checks and inspections, in accordance with
the provisions and procedures laid down in
Council Regulation (Euratom, EC) No
2185/96'! and Regulation (EU, Euratom)
No 883/2013 of the European Parliament
and of the Council>~ with a view to
establishing whether there has been fraud,
corruption or any other illegal activity
affecting the financial interests of the
Union in connection with a grant
agreement or a contract funded, directly or
indirectly, in accordance with this
Regulation.

1. Council Regulation (Euratom, EC) No

3 e lmresonn Lt e LU
{OLAE)OLAF may carry out
investigations, including on-the-spot
checks and inspections, in accordance with
the provisions and procedures laid down in
Council Regulation (Euratom, EC) No
2185/96'! and Regulation (EU, Euratom)
No 883/2013 of the European Parliament
and of the Council>~ with a view to
establishing whether there has been fraud,
corruption or any other illegal activity
affecting the financial interests of the
Union in connection with a grant
agreement or a contract funded, directly or
indirectly, in accordance with this
Regulation.

1. Council Regulation (Euratom, EC) No

2 2185/96 of 11 November 1996 concerning | 2185/96 of 11 November 1996 concerning | 2185/96 of 11 November 1996 concerning | 2185/96 of 11 November 1996 concerning
on-the-spot checks and inspections carried | on-the-spot checks and inspections carried | on-the-spot checks and inspections carried | on-the-spot checks and inspections carried
out by the Commission in order to protect out by the Commission in order to protect out by the Commission in order to protect out by the Commission in order to protect
the European Communities’ financial the European Communities’ financial the European Communities’ financial the European Communities’ financial
interests against fraud and other interests against fraud and other interests against fraud and other interests against fraud and other
irregularities (OJ L 292, 15.11.1996, p. 2). | irregularities (OJ L 292, 15.11.1996, p. 2). | irregularities (OJ L 292, 15.11.1996, p. irregularities (OJ L 292, 15.11.1996, p.
2. Regulation (EU, Euratom) No 883/2013 | 2. Regulation (EU, Euratom) No 883/2013 | 2}.2). 22).
of the European Parliament and of the of the European Parliament and of the 2. Regulation (EU, Euratom) No 883/2013 | 2. Regulation (EU, Euratom) No 883/2013
Council of 11 September 2013 concerning | Council of 11 September 2013 concerning | of the European Parliament and of the of the European Parliament and of the
investigations conducted by the European investigations conducted by the European Council of 11 September 2013 concerning | Council of 11 September 2013 concerning
Anti-Fraud Office (OLAF) and repealing Anti-Fraud Office (OLAF) and repealing investigations conducted by the European investigations conducted by the European
Regulation (EC) No 1073/1999 of the Regulation (EC) No 1073/1999 of the Anti-Fraud Office (OLAF) and repealing Anti-Fraud Office (OLAF) and repealing
European Parliament and of the Council European Parliament and of the Council Regulation (EC) No 1073/1999 of the Regulation (EC) No 1073/1999 of the
and Council Regulation (Euratom) No and Council Regulation (Euratom) No European Parliament and of the Council European Parliament and of the Council
1074/1999 (OJ L 248, 18.9.2013, p. 1). 1074/1999 (OJ L 248, 18.9.2013, p. 1). and Council Regulation (Euratom) No and Council Regulation (Euratom) No
1074/1999 (OJ L 248, 18.9.2013, p. 1). 1074/1999 (OJ L 248, 18.9.2013, p. 1).
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Article 30(4)

4. Without prejudice to paragraphs 1, 2
and 3 of this Article, contracts and grant
agreements resulting from the
implementation of this Regulation shall
contain provisions expressly empowering
the Commission, the Competence Centre,
the Court of Auditors and OLAF to
conduct such audits and investigations in
accordance with their respective
competences. Where the implementation of
an action is outsourced or sub-delegated, in
whole or in part, or where it requires the

4. Without prejudice to paragraphs 1, 2
and 3 of this Article, contracts and grant
agreements resulting from the
implementation of this Regulation shall
contain provisions expressly empowering
the Commission, the Competence Centre,
the Court of Auditors and OLAF to
conduct such audits and investigations in
accordance with their respective
competences. Where the implementation of
an action is outsourced or sub-delegated, in
whole or in part, or where it requires the

4. Without prejudice to paragraphs 1, 2
and 3-of thisArtiete, contracts and grant
agreements resulting from the
implementation of this Regulation shall
contain provisions expressly empowering
the Commission, the-Competenee-_Centre,
the Court of Auditors and OLAF to
conduct such audits and investigations in
accordance with their respective
competences. Where the implementation of
an action is outsourced or sub-delegated, in
whole or in part, or where it requires the

4. Without prejudice to paragraphs 1, 2
and 3 of this Article, contracts and grant
agreements resulting from the
implementation of this Regulation shall
contain provisions expressly empowering
the Commission, the Competence Centre,
the Court of Auditors and OLAF to
conduct such audits and investigations in
accordance with their respective
competences. Where the implementation of
an action is outsourced or sub-delegated, in
whole or in part, or where it requires the

Y 299 award of a procurement contract or award of a procurement contract or award of a procurement contract or award of a procurement contract or
financial support to a third party, the financial support to a third party, the financial support to a third party, the financial support to a third party, the
contract, or grant agreement shall include contract, or grant agreement shall include eontract-orcontractor grant agreement contract, or grant agreement shall include
the contractor's or beneficiary's obligation the contractor's or beneficiary's obligation shall include the contractor's or the contractor's or beneficiary's obligation
to impose on any third party involved to impose on any third party involved beneficiary's obligation to impose on any to impose on any third party involved
explicit acceptance of those powers of the explicit acceptance of those powers of the third party involved explicit acceptance of | explicit acceptance of those powers of the
Commission, the Competence Centre, the Commission, the Competence Centre, the those powers of the Commission, the Commission, the Competence Centre, the
Court of Auditors and OLAF. Court of Auditors and OLAF. Competenee-_Centre, the Court of Auditors | Court of Auditors and OLAF.

and OLAF.
Text Origin: Commission
Proposal
CHAPTER IV
300 CHAPTER IV CHAPTER IV CHAPTER IV
COMPETENCE CENTRE STAFF COMPETENCE CENTRE STAFF COMPETENCE-CENTRE-_STAFF
Article 31
Article 31 Article 31 Article 31 Article 31
Staff Staff Staff Staff
301
Text Origin: Commission
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Article 31(1)

1. The Staff Regulations of Officials and
the Conditions of Employment of Other
Servants of the European Union as laid
down by Council Regulation (EEC,
Euratom, ECSC) No 259/68' (‘Staff
Regulations’ and ‘Conditions of
Employment’) and the rules adopted
jointly by the institutions of the Union for
the purpose of applying the Staff
Regulations and Conditions of
Employment shall apply to the staff of the
Competence Centre.

1. The Staff Regulations of Officials and
the Conditions of Employment of Other
Servants of the European Union as laid
down by Council Regulation (EEC,
Euratom, ECSC) No 259/68! (‘Staff
Regulations’ and ‘Conditions of
Employment’) and the rules adopted
jointly by the institutions of the Union for
the purpose of applying the Staff
Regulations and Conditions of
Employment shall apply to the staft of the
Competence Centre.

1. The Staff Regulations of Officials and
the Conditions of Employment of Other
Servants of the European Union as laid
down by Council Regulation (EEC,
Euratom, ECSC) No 259/68" (‘Staff
Regulations’ and ‘Conditions of
Employment’) and the rules adopted
jointly by the institutions of the Union for
the purpose of applying the Staff
Regulations and Conditions of
Employment shall apply to the staft of the

Competenece-_Centre.

1. The Staff Regulations of Officials and
the Conditions of Employment of Other
Servants of the European Union as laid
down by Council Regulation (EEC,
Euratom, ECSC) No 259/68! (‘Staff
Regulations’ and ‘Conditions of
Employment’) and the rules adopted
jointly by the institutions of the Union for
the purpose of applying the Staff
Regulations and Conditions of
Employment shall apply to the staft of the
Competence Centre.

Y 302 1. Regulation (EEC, Euratom, ECSC) No 1. Regulation (EEC, Euratom, ECSC) No 1. Regulation (EEC, Euratom, ECSC) No 1. Regulation (EEC, Euratom, ECSC) No
259/68 of the Council of 29 February 1968 | 259/68 of the Council of 29 February 1968 | 259/68 of the Council of 29 February 1968 | 259/68 of the Council of 29 February 1968
laying down the Staff Regulations of laying down the Staff Regulations of laying down the Staff Regulations of laying down the Staff Regulations of
Officials and the Conditions of Officials and the Conditions of Officials and the Conditions of Officials and the Conditions of
Employment of Other Servants of the Employment of Other Servants of the Employment of Other Servants of the Employment of Other Servants of the
European Communities and instituting European Communities and instituting European Communities and instituting European Communities and instituting
special measures temporarily applicable to | special measures temporarily applicable to | special measures temporarily applicable to | special measures temporarily applicable to
officials of the Commission (OJ L 56, officials of the Commission (OJ L 56, officials of the Commission (OJ L 56, officials of the Commission (OJ L 56,
4.3.1968, p. 1). 4.3.1968, p. 1). 4.3.1968, p. 1). 4.3.1968, p. 1).
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Article 31(

2)

2. The Governing Board shall exercise,
with respect to the staff of the Competence
Centre, the powers conferred by the Staff
Regulations on the Appointing Authority
and the powers conferred by the
Conditions of Employment on the

2. The Governing Board shall exercise,
with respect to the staff of the Competence
Centre, the powers conferred by the Staff
Regulations on the Appointing Authority
and the powers conferred by the
Conditions of Employment on the

2. The Governing Board shall exercise,
with respect to the staff of the-Competence
Centre, the powers conferred by the Staff
Regulations on the Appointing Authority
and the powers conferred by the
Conditions of Employment on the

2. The Governing Board shall exercise,
with respect to the staff of the Competence
Centre, the powers conferred by the Staff
Regulations on the Appointing Authority
and the powers conferred by the
Conditions of Employment on the

303 authority empowered to conclude contract authority empowered to conclude contract authority empowered to conclude contract authority empowered to conclude contract
(‘the appointing authority powers’). (‘the appointing authority powers’). (‘the appointing authority powers’)._ (‘the appointing authority powers’).
Text Origin: Commission
Proposal
Article 31(3)
3. The Governing Board shall adopt, in 3. The Governing Board shall adopt, in 3. The Governing Board shall adopt, in 3. The Governing Board shall adopt, in
accordance with Article 110 of the Staff accordance with Article 110 of the Staff accordance with Article 110 of the Staff accordance with Article 110 of the Staff
Regulations, a decision based on Article Regulations, a decision based on Article Regulations, a decision based on Article Regulations, a decision based on Article
2(1) of the Staff Regulations and on Article | 2(1) of the Staff Regulations and on Article | 2(1) of the Staff Regulations and on Article | 2(1) of the Staff Regulations and on Article
6 of the Conditions of Employment 6 of the Conditions of Employment 6 of the Conditions of Employment 6 of the Conditions of Employment
delegating the relevant appointing delegating the relevant appointing delegating the relevant appointing delegating the relevant appointing
304 authority powers to the Executive Director | authority powers to the Executive Director | authority powers to the Executive Director | authority powers to the Executive Director
and defining the conditions under which and defining the conditions under which and defining the conditions under which and defining the conditions under which
that delegation may be suspended. The that delegation may be suspended. The that delegation may be suspended. The that delegation may be suspended. The
Executive Director is authorised to sub- Executive Director is authorised to sub- Executive Director is authorised to sub- Executive Director is authorised to sub-
delegate those powers. delegate those powers. delegate those powers. delegate those powers.
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Article 31(

4)

4. Where exceptional circumstances so
require, the Governing Board may by
decision temporarily suspend the
delegation of the appointing authority
powers to the Executive Director and any
sub-delegation made by the latter. In such a
case the Governing Board shall exercise

4. Where exceptional circumstances so
require, the Governing Board may by
decision temporarily suspend the
delegation of the appointing authority
powers to the Executive Director and any
sub-delegation made by the latter. In such a
case the Governing Board shall exercise

4. Where exceptional circumstances so
require, the Governing Board may,
through a-5y decision, temporarily
suspend the delegation of the appointing
authority powers to the Executive Director
and any sub-delegation made by the latter.
In such a case the Governing Board shall

4. Where exceptional circumstances so
require, the Governing Board may,
through a-5» decision, temporarily
suspend the delegation of the appointing
authority powers to the Executive Director
and any sub-delegation made by the latter.
In such a case the Governing Board shall

303 itself the appointing authority powers or itself the appointing authority powers or exercise itself the appointing authority exercise itself the appointing authority
delegate them to one of its members or to a | delegate them to one of its members or to a | powers or delegate them to one of its powers or delegate them to one of its
staff member of the Competence Centre staff member of the Competence Centre members or to a staff-member of the members or to a staff-member of the
other than the Executive Director. other than the Executive Director. Competence-staff of the Centre other than | Competence-staff of the Centre other than
the Executive Director._ the Executive Director._
Text Origin: Council Mandate
Article 31(5)
5. The Governing Board shall adopt 5. The Governing Board shall adopt 5. The Governing Board shall adopt 5. The Governing Board shall adopt
implementing rules as regards the Staff implementing rules as regards the Staff implementing rules as regards the Staff implementing rules as regards the Staff
Regulations and the Conditions of Regulations and the Conditions of Regulations and the Conditions of Regulations and the Conditions of
306 Employment in accordance with Article Employment in accordance with Article Employment in accordance with Article Employment in accordance with Article
110 of the Staff Regulations. 110 of the Staff Regulations. 110 of the Staff Regulations. 110 of the Staff Regulations.
Text Origin: Commission
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Article 31(

6)

6. The staff resources shall be determined
in the staff establishment plan of the
Competence Centre, indicating the number
of temporary posts by function group and
by grade and the number of contract staff

6. The staff resources shall be determined
in the staff establishment plan of the
Competence Centre, indicating the number
of temporary posts by function group and
by grade and the number of contract staff

6. The staff resources shall be determined
in the staff-establishment plan ef-tke
Competence-Centrereferred to in point (g)
of Article 13(3) , indicating the number of
temporary posts by function group and by

6. The staff resources shall be determined
in the steff-establishment plan eftke
Competence-Centrereferred to in point (g)
of Article 13(3) , indicating the number of
temporary posts by function group and by

307 expressed in full-time equivalents, in line expressed in full-time equivalents, in line grade and the number of contract staff grade and the number of contract staff
with its annual budget. with its annual budget. expressed in full-time equivalents, in line expressed in full-time equivalents, in line
with its annual budget._ with its annual budget._
Text Origin: Council Mandate
Article 31(7)
7. The staff of the Competence Centre 7. Thestaff-of The Competence Centre 7. The staff-ofthe-Competence-human
shall consist of temporary staff and shall aim to achieve gender balance resources required in the Centre shall be 1. EP to suggest general article on gender
contract staff. among its staff. The staff shall consist of met primarily by redeployment of staff or balance
temporary staff and contract staff. posts from Union institutions, bodies, 2. 'primarily by redeployment' not
308 offices and agencies. .The staff of the acceptable to EP.
Centre shetmay consist of temporary staff | 3 council to consider combination lines
and contract staff._ 276 and 308
4. EP and Commission to check
Article 31(8)
8. All costs related to staff shall be borne 8. All costs related to staff shall be borne 8. All costs related to staff shall be borne 8. All costs related to staff shall be borne
by the Competence Centre. by the Competence Centre. by the-Competenee_Centre. by the Competence Centre.
Y| 309
Text Origin: Commission
Proposal
12293/20 EB/ip 182
ANNEX JAL2 LIMITE EN




Article 32

Article 32 Article 32 Article 32 Article 32
Seconded national experts and other staff Seconded national experts and other staff Seconded national experts and other staff Seconded national experts and other staff
310
Text Origin: Commission
Proposal
Article 32(1)
1. The Competence Centre may make use 1. The Competence Centre may make use 1. The-Cempetence_Centre may make use | 1. The Competence Centre may make use
of seconded national experts or other staff | of seconded national experts or other staff | of seconded national experts or other staff | of seconded national experts or other staff
not employed by the Competence Centre. not employed by the Competence Centre. not employed by the-Cempetence-_Centre.. | not employed by the Competence Centre.
I
Text Origin: Commission
Proposal
Article 32(2)
2. The Governing Board shall adopt a 2. The Governing Board shall adopt a 2. The Governing Board shall adopt a 2. The Governing Board shall adopt a
decision laying down rules on the decision laying down rules on the decision laying down rules on the decision laying down rules on the
secondment of national experts to the secondment of national experts to the secondment of national experts to the secondment of national experts to the
Competence Centre, in agreement with the | Competence Centre, in agreement with the | Cempetence-_Centre, in agreement with Competence Centre, in agreement with the
v 312 Commission. Commission. the Commission. Commission.
Text Origin: Commission
Proposal
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Article 33

Article 33 Article 33 Article 33 Article 33
Privileges and Immunities Privileges and Immunities Privileges and Immunities Privileges and Immunities
313
Text Origin: Commission
Proposal
Article 33, first paragraph
Protocol No 7 on the Privileges and Protocol No 7 on the Privileges and Protocol No 7 on the Privileges and Protocol No 7 on the Privileges and
Immunities of the European Union Immunities of the European Union Immunities of the European Union Immunities of the European Union
annexed to the Treaty on European Union annexed to the Treaty on European Union annexed to the Treaty on European Union annexed to the Treaty on European Union
and to the Treaty on the Functioning of the | and to the Treaty on the Functioning of the | and to the Treaty on the Functioning of the | and to the Treaty on the Functioning of the
European Union shall apply to the European Union shall apply to the European Union shall apply to the European Union shall apply to the
Y 314 Competence Centre and its staff. Competence Centre and its staff. Competenece-_Centre and its staff. Competence Centre and its staff. Y
Text Origin: Commission
Proposal
CHAPTER V
CHAPTER V CHAPTER V CHAPTER V CHAPTER V
COMMON PROVISIONS COMMON PROVISIONS COMMON PROVISIONS COMMON PROVISIONS
315
Text Origin: Commission
Proposal
| Article 34
Article 34 Article 34 Article 34 Article 34
Security Rules Security Rules Security Rules Security Rules
316
Text Origin: Commission
Proposal
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Article 34(

1)

1. Article 12(7) Regulation (EU) No XXX
[Digital Europe Programme] shall apply to
participation in all actions funded by the
Competence Centre.

1. Article 12(7) Regulation (EU) No XXX
[Digital Europe Programme] shall apply to
participation in all actions funded by the
Competence Centre.

1. Article £2(412 Regulation (EU) No
XXX [Digital Europe Programme] shall
apply to participation in all actions funded

by the-Competerece_Centre.

1. Article £2¢#12 Regulation (EU) No
XXX [Digital Europe Programme] shall
apply to participation in all actions funded

by the-Competerce_Centre.

317
Text Origin: Council Mandate
Article 34(2), introductory part
2. The following specific security rules 2. The following specific security rules 2. The following specific security rules 2. The following specific security rules
shall apply to actions funded from Horizon | shall apply to actions funded from Horizon | shall apply to actions funded from Horizon | shall apply to actions funded from Horizon
318 Europe: Europe: Europe: Europe:
Text Origin: Commission
Proposal
Article 34(2), point(a)
(a) for the purposes of Article 34(1) (a) for the purposes of Article 34(1) (a) for the purposes of—_Article 34(1) (a) for the purposes of—_Article 34(1)
[Ownership and protection] of Regulation [Ownership and protection] of Regulation [Ownership and protection] of Regulation [Ownership and protection] of Regulation
(EU) No XXX [Horizon Europe], when (EU) No XXX [Horizon Europe], when (EU) No XXX [Horizon Europe], when (EU) No XXX [Horizon Europe], when
provided for in the Work plan, the grant of | provided for in the Work plan, the grant of | provided for in the annual work provided for in the annual work
non-exclusive licenses may be limited to non-exclusive licenses may be limited to programme Werkptan, the grant of non- programme Workptan, the grant of non-
319 third parties established or deemed to be third parties established or deemed to be exclusive licenses may be limited to third exclusive licenses may be limited to third
established in Members States and established in Members States and parties established or deemed to be parties established or deemed to be
controlled by Member States and/or controlled by Member States and/or established in Members States and established in Members States and
nationals of Member States; nationals of Member States; controlled by Member States and/or controlled by Member States and/or
nationals of Member States; nationals of Member States;
Text Origin: Council Mandate
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Article 34(

2), point(b)

(b) for the purposes of Article 36(4)(b)
[Transfer and licensing] of Regulation
(EU) No XXX [Horizon Europe], the
transfer or license to a legal entity
established in an associated country or
established in the Union but controlled

(b) for the purposes of Article 36(4)(b)
[Transfer and licensing] of Regulation
(EU) No XXX [Horizon Europe], the
transfer or license to a legal entity
established in an associated country or
established in the Union but controlled

(b) for the purposes of Article 36(4)(b)
[Transfer and licensing] of Regulation
(EU) No XXX [Horizon Europe], the
transfer or license to a legal entity
established in an associated country or
established in the Union but controlled

(b) for the purposes of Article 36(4)(b)
[Transfer and licensing] of Regulation
(EU) No XXX [Horizon Europe], the
transfer or license to a legal entity
established in an associated country or
established in the Union but controlled

R from third countries shall also be a ground | from third countries shall also be a ground | from third countries shall also be a ground | from third countries shall also be a ground
to object to transfers of ownership of to object to transfers of ownership of for objection-to-objeet to transfers of for objection-to-object to transfers of
results, or to grants of an exclusive license | results, or to grants of an exclusive license | ownership of results, or to grants of an ownership of results, or to grants of an
regarding results; regarding results; exclusive license regarding results;_ exclusive license regarding results;_
Text Origin: Council Mandate
Article 34(2), point(c)
(c) for the purposes of Article 37(3)(a) (c) for the purposes of Article 37(3)(a) (c) for the purposes of Article 37(3)(a) (c) for the purposes of Article 37(3)(a)
[Access rights] of Regulation (EU) No [Access rights] of Regulation (EU) No [Access rights] of Regulation (EU) No [Access rights] of Regulation (EU) No
XXX [Horizon Europe], when provided for | XXX [Horizon Europe], when provided for | XXX [Horizon Europe], when provided for | XXX [Horizon Europe], when provided for
in the Work plan, granting of access to in the Work plan, granting of access to in the annual work programmeWorkplar, | in the annual work programmeWorkplan,
results and background may be limited results and background may be limited granting of access to results and granting of access to results and
321 only to a legal entity established or deemed | only to a legal entity established or deemed | background may be limited only to a legal background may be limited only to a legal
to be established in Members States and to be established in Members States and entity established or deemed to be entity established or deemed to be
controlled by Member States and/or controlled by Member States and/or established in Members States and established in Members States and
nationals of Member States. nationals of Member States. controlled by Member States and/or controlled by Member States and/or
nationals of Member States. nationals of Member States.
Text Origin: Council Mandate
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Article 34(2), point(ca)

(ca) Articles 22 [Ownership of results],
23 [Ownership of results] and 30
[Application of the rules on _classified
information] of Regulation

(EU) 2019/XXX [European Defence
Fund] shall apply to participation in all
defence-related actions by the

Defence/dual use aspect

S Competence Centre, when provided for in
the work plan, and the grant of non-
exclusive licenses may be limited to third
parties established or deemed to be
established in Members States and
controlled by Member States and/or
nationals of Member States.
Article 35
Article 35 Article 35 Article 35 Article 35
Transparency Transparency Transparency Transparency
322
Text Origin: Commission
Proposal
Article 35(1)
1. The Competence Centre shall carry out 1. The Competence Centre shall carry out 1. The-Competence-_Centre shall carry out | 1. The Competence Centre shall carry out
its activities with a high level of its activities with-a-#igh_the highest level its activities with a high level of its activities with-a-#igh_[the highest]
transparency. of transparency. transparency. level of transparency.
Y 323
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Article 35(2)
2. The Competence Centre shall ensure 2. The Competence Centre shall ensure 2. The-Cempetence_Centre shall ensure 2. The-Competence_Centre shall ensure
that the public and any interested parties that the public and any interested parties that the public and any interested parties that the public and any interested parties
are given appropriate, objective, reliable are_provided with comprehensive,-giver are given appropriate, objective, reliable are given appropriate, objective, reliable
and easily accessible information, in appropriate, objective, reliable and easily and easily accessible information, in and easily accessible information_in due
particular with regard to the results of its accessible information_in due time, in particular with regard to the results of its time, in particular with regard to the results
work. It shall also make public the particular with regard to the results of_the | work. It shall also make public the of its work. It shall also make public the
y 304 declarations of interest made in accordance | work of the Competence Centre, the declarations of interest made in accordance | declarations of interest made in accordance
with Article 41. Network, the Industry and Scientific with Article44 42. with Article 42. The same transparency
Advisory Board and the Community-its requirement applies to the national
werk. It shall also make public the coordination centres, the community [and
declarations of interest made in accordance the advisory board] in accordance with
with Article-44_42. relevant legislation-4+.
use of 'Competence’
Article 35(3)
3. The Governing Board, acting on a 3. The Governing Board, acting on a 3. The Governing Board, acting on a 3. The Governing Board, acting on a
proposal from the Executive Director, may | proposal from the Executive Director, may | proposal from the Executive Director, may | proposal from the Executive Director, may
authorise interested parties to observe the authorise interested parties to observe the authorise interested parties to observe the authorise interested parties to observe the
proceedings of some of the Competence proceedings of some of the Competence proceedings of some of the-Competence proceedings of some of the Competence
v 325 Centre's activities. Centre's activities. Centre's activities. Centre's activities.
use of 'Competence'
Text Origin: Commission
Proposal
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Article 35(4)

4. The Competence Centre shall lay down, | 4. The Competence Centre shall lay down, | 4. The-Cempetence_Centre shall lay 4. The-Competence-_Centre shall lay
in its rules of procedure, the practical in its rules of procedure, the practical down, in its rules of procedure, the down, in its rules of procedure, the
arrangements for implementing the arrangements for implementing the practical arrangements for implementing practical arrangements for implementing
transparency rules referred to in paragraphs | transparency rules referred to in paragraphs | the transparency rules referred to in the transparency rules referred to in
1 and 2. For actions funded from Horizon 1 and 2. For actions funded from Horizon paragraphs-_1 and 2. For actions funded paragraphs-_1 and 2. For actions funded
y 326 Europe this will take due account of the Europe this will take due account of the from Horizon Europe this will take due from Horizon Europe this will take due y
provisions in Annex III of the Horizon provisions in Annex III of the Horizon account of the provisions-i#Annex+ of account of the provisions-i#Annex+ of
Europe Regulation. Europe Regulation. the Horizon Europe Regulation. the Horizon Europe Regulation.
Text Origin: Council Mandate
Article 36
Article 36 Article 36 Article 36 Article 36
Security rules on the protection of Security rules on the protection of Security rules on the protection of Security rules on the protection of
classified information and sensitive non- classified information and sensitive non- classified information and sensitive non- classified information and sensitive non-
327 classified information classified information classified information classified information
Text Origin: Commission
Proposal
Article 36(1) |
1. Without prejudice to Article 35, the 1. Without prejudice to Article 35, the 1. Hithowt-prejidiceo—trticle-35—the
Competence Centre shall not divulge to Competence Centre shall not divulge to \ deleted || CompetenceCentreshall-not-divilgeto
328 third parties information that it processes third parties information that it processes third parties-informationthat-it processes
or receives in relation to which a reasoned or receives in relation to which a reasoned et el o i b e
request for confidential treatment, in whole | request for confidential treatment, in whole request-for-corfidential-treatment-inavhole
or in part, has been made. or in part, has been made. or-in-part-has-beenmade-deleted
12293/20 EB/ip 189
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Article 36(2)

2. Members of the Governing Board, the
Executive Director, the members of the
Industrial and Scientific Advisory Board,
external experts participating in ad hoc
Working Groups, and members of the staff
of the Centre shall comply with the
confidentiality requirements under Article
339 of the Treaty on the Functioning of the
European Union, even after their duties
have ceased.

2. Members of the Governing Board, the
Executive Director, the members of the
Industrial and Scientific Advisory Board,
external experts participating in ad hoc
Working Groups, and members of the staff
of the Centre shall comply with the
confidentiality requirements under Article
339 of the Treaty on the Functioning of the
European Union, even after their duties
have ceased.

2. MembersofThe Governing Board—ke
E e Di 4 ; ik

have-ceased shall adopi the Centre's
security rules, following approval by the

2. Members-ofThe Governing Board;#ze
E e Di 4 % o

have-ceased shall adoﬁt the Centre's
security rules, following approval by the

Commission, based on the principles and
rules laid down in Commission Decisions

Commission, based on [and equivalent to]
the principles and rules laid down in

(EU, Euratom) 2015/443" and 2015/444°.

Commission Decisions (EU, Euratom)

L 220 2015/443" and 2015/444°.
1. Commission Decision (EU, Euratom)
2015/443 of 13 March 2015 on Security in | 1. Commission Decision (EU, Euratom)
the Commission (OJ L 72, 17.3.2015, p. 2015/443 of 13 March 2015 on Security in
41). the Commission (OJ L 72, 17.3.2015, p.
2. Commission Decision (EU, Euratom) 41).
2015/444 of 13 March 2015 on the 2. Commission Decision (EU, Euratom)
security rules for protecting EU classified | 2015/444 of 13 March 2015 on the
information (OJ L 72, 17.3.2015, p. 53). security rules for protecting EU classified
information (OJ L 72, 17.3.2015, p. 53).
Commission to check part in brackets
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Article 36(3)

3. The Governing Board of the
Competence Centre shall adopt the
Competence Centre's security rules,
following approval by the Commission,
based on the principles and rules laid down
in the Commission's security rules for
protecting European Union classified
information (EUCI) and sensitive non-
classified information including inter alia
provisions for the processing and storage
of such information as set out in
Commission Decisions (EU, Euratom)
2015/443" and 2015/4442,

1. Commission Decision (EU, Euratom)
2015/443 of 13 March 2015 on Security in
the Commission (OJ L 72, 17.3.2015, p.

3. The Governing Board of the
Competence Centre shall adopt the
Competence Centre's security rules,
following approval by the Commission,
based on the principles and rules laid down
in the Commission's security rules for
protecting European Union classified
information (EUCI) and sensitive non-
classified information including inter alia
provisions for the processing and storage
of such information as set out in
Commission Decisions (EU, Euratom)
2015/443" and 2015/4442,

1. Commission Decision (EU, Euratom)
2015/443 of 13 March 2015 on Security in
the Commission (OJ L 72, 17.3.2015, p.

3. The-GoverningeBoard Members of the

3. The-GoverningeBoard Members of the

2015/443* and 2015/444°Governing
Board, the Executive Director, external

2045443 -and 20135/444° Governing
Board, the Executive Director, external

experts participating in ad hoc Working

experts participating in ad hoc Working

Groups, and members of the staff of the

Groups, and members of the staff of the

Centre shall comply with the

Centre shall comply with the

v ot 41). 41). confidentiality requirements under Article | confidentiality requirements under Article

2. Commission Decision (EU, Euratom) 2. Commission Decision (EU, Euratom) 339 of the Treaty on the Functioning of 339 of the Treaty on the Functioning of

2015/444 of 13 March 2015 on the security | 2015/444 of 13 March 2015 on the security | the European Union, even after their the European Union, even after their

rules for protecting EU classified rules for protecting EU classified duties have ceased. duties have ceased.

information (OJ L 72, 17.3.2015, p. 53). information (OJ L 72, 17.3.2015, p. 53).

- -
Text Origin: Council Mandate
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Article 36(4)

4. The Competence Centre may take all
necessary measures to facilitate the
exchange of information relevant to its
tasks with the Commission and the
Member States and where appropriate, the
relevant Union agencies and bodies. Any
administrative arrangement concluded to
this end on sharing EUCI or, in the absence

4. The Competence Centre may take all
necessary measures to facilitate the
exchange of information relevant to its
tasks with the Commission and the
Member States and where appropriate, the
relevant Union agencies and bodies. Any
administrative arrangement concluded to
this end on sharing EUCI or, in the absence

4. The-Competence-_Centre may take all

necessary measures to facilitate the
exchange of information relevant to its
tasks with the Commission and the
Member States and where appropriate, the
relevant Union agencies and bodies. Any
administrative arrangement concluded to
this end on sharing EUCI or, in the absence

4. The Competence Centre may take all
necessary measures to facilitate the
exchange of information relevant to its
tasks with the Commission and the
Member States and where appropriate, the
relevant Union agencies and bodies. Any
administrative arrangement concluded to
this end on sharing EUCI or, in the absence

Y =L of such arrangement, any exceptional ad of such arrangement, any exceptional ad of such arrangement, any exceptional ad of such arrangement, any exceptional ad
hoc release of EUCI shall have received hoc release of EUCI shall have received hoc release of EUCI shall have received hoc release of EUCI shall have received
the Commission's prior approval. the Commission's prior approval. the Commission's prior approval. the Commission's prior approval.

Text Origin: Commission
Proposal
Article 37
Article 37 Article 37 Article 37 Article 37
Access to documents Access to documents Access to documents Access to documents
332
Text Origin: Commission
Proposal
Article 37(1)
1. Regulation (EC) No 1049/2001 shall 1. Regulation (EC) No 1049/2001 shall 1. Regulation (EC) No 1049/2001 shall 1. Regulation (EC) No 1049/2001 shall
apply to documents held by the apply to documents held by the apply to documents held by the apply to documents held by the
Competence Centre. Competence Centre. Competenee-Centre. Competence Centre.
Y 333
Text Origin: Commission
Proposal
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Article 37(2)
2. The Governing Board shall adopt 2. The Governing Board shall adopt 2. The Governing Board shall adopt 2. The Governing Board shall adopt
arrangements for implementing Regulation | arrangements for implementing Regulation | arrangements for implementing Regulation | arrangements for implementing Regulation
(EC) No 1049/2001 within six months of (EC) No 1049/2001 within six months of (EC) No 1049/2001 within six months of (EC) No 1049/2001 within six months of
the establishment of the Competence the establishment of the Competence the establishment of the Competence the establishment of the Competence
Centre. Centre. Centre. Centre.
Y 334
Text Origin: Commission
Proposal
Article 37(3)
3. Decisions taken by the Competence 3. Decisions taken by the Competence 3. Decisions taken by the Competeree 3. Decisions taken by the Competence
Centre pursuant to Article 8 of Regulation Centre pursuant to Article 8 of Regulation Centre pursuant to Article 8 of Regulation | Centre pursuant to Article 8 of Regulation
(EC) No 1049/2001 may be the subject of a | (EC) No 1049/2001 may be the subject of a | (EC) No 1049/2001 may be the subject of a | (EC) No 1049/2001 may be the subject of a
complaint to the Ombudsman under Article | complaint to the Ombudsman under Article | complaint to the Ombudsman under Article | complaint to the Ombudsman under Article
228 of Treaty on the Functioning of the 228 of Treaty on the Functioning of the 228 of Treaty on the Functioning of the 228 of Treaty on the Functioning of the
European Union or of an action before the European Union or of an action before the | European Union or of an action before the European Union or of an action before the
v 335 Court of Justice of the European Union Court of Justice of the European Union Court of Justice of the European Union Court of Justice of the European Union
under Article 263 of Treaty on the under Article 263 of Treaty on the under Article 263 of Treaty on the under Article 263 of Treaty on the
Functioning of the European Union. Functioning of the European Union. Functioning of the European Union. Functioning of the European Union.
Text Origin: Commission
Proposal
Article 38
Article 38 Article 38 Article 38 Article 38
Monitoring, evaluation and review Monitoring, evaluation and review Monitoring, evaluation and review Monitoring, evaluation and review
336
Text Origin: Commission
Proposal
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Article 38(1)

1. The Competence Centre shall ensure
that its activities, including those managed
through the National Coordination Centres
and the Network, shall be subject to
continuous and systematic monitoring and
periodic evaluation. The Competence
Centre shall ensure that the data for
monitoring programme implementation
and results are collected efficiently,

1. The Competence Centre shall ensure
that its activities, including those managed
through the National Coordination Centres
and the Network, shall be subject to
continuous and systematic monitoring and
periodic evaluation. The Competence
Centre shall ensure that the data for
monitoring programme implementation
and results are collected efficiently,

1. The-Eempetence-_Centre shall ensure

that its activities, including those managed
through the National Coordination Centres
and the Network, shall be subject to
continuous and systematic monitoring and
periodic evaluation. The-Competence
Centre shall ensure that the data for
monitoring programme implementation
and results are collected efficiently,

1. The-Eempetence-_Centre shall ensure

that its activities, including those managed
through the National Coordination Centres
and the Network, shall be subject to
continuous and systematic monitoring and
periodic evaluation. The-Competence
Centre shall ensure that the data for
monitoring programme implementation
and results are collected efficiently,

Y 337 effectively, and in timely manner and effectively, and in timely manner and effectively, and in a timely manner and effectively, and in a timely manner and Y

proportionate reporting requirements shall | proportionate reporting requirements shall | proportionate reporting requirements shall | proportionate reporting requirements shall

be imposed on recipients of Union funds be imposed on recipients of Union funds be imposed on recipients of Union funds be imposed on recipients of Union funds

and Member States. The outcomes of the and Member States. The outcomes of the and Member States. The-outcones-of-the and Member States. The-outcomes-of-the

evaluation shall be made public. evaluation shall be made public. conclusions of that evaluation shall be conclusions of that evaluation shall be

made public. made public.
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Article 38(2)

2. Once there is sufficient information
available about the implementation of this
Regulation, but no later than three and a
half years after the start of the
implementation of this Regulation, the
Commission shall carry out an interim
evaluation of the Competence Centre. The
Commission shall prepare a report on that
evaluation and shall submit that report to
the European Parliament and to the
Council by 31 December 2024. The
Competence Centre and Member States

2. Once there is sufficient information
available about the implementation of this
Regulation, but no later than three and a
half years after the start of the
implementation of this Regulation, the
Commission shall carry out an interim
evaluation of the Competence Centre. The
Commission shall prepare a report on that
evaluation and shall submit that report to
the European Parliament and to the
Council by 31 December 2024. The
Competence Centre and Member States

2. Once there is sufficient information
available about the implementation of this
Regulation, but no later than three-and-a
hedfvears-after-the-start-of-the
implementationtwo years after the date
referred to in Article 45 paragraph 4 of
this Regulation_, the Commission shall
carry out an interim evaluation of the
Centre following the input of the
Governing Board-Conpetence-Centre. The
Commission shall prepare a report on that
evaluation and shall submit that report to

2. Once there is sufficient information
available about the implementation of this
Regulation, but no later than #reetwo and
a half years after the start-ofthe
implementationdate referred to in Article
45 paragraph 4 of this Regulation,, the
Commission shall carry out an interim
evaluation of the Competence
CentreCentre, taking into account the
[preliminary] input of the Governing
Board, the NCCs and the Community.
The Commission shall prepare a report on

Y 338 shall provide the Commission with the shall provide the Commission with the the European Parliament and to the that evaluation and shall submit that report
information necessary for the preparation information necessary for the preparation Council by 31 December 2024—The to the European Parliament and to the
of that report. of that report. Competernee2023. The Centre and Member | Council by 3/-DPeeember2024—The
States shall provide the Commission with Competence3( June 2024. The Centre and
the information necessary for the Member States shall provide the
preparation of that report. Commission with the information
necessary for the preparation of that report.
Commission to check
Text Origin: Council Mandate
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Article 38(3)

339

3. The evaluation referred to in paragraph
2 shall include an assessment of the results
achieved by the Competence Centre,
having regard to its objectives, mandate
and tasks. If the Commission considers that
the continuation of the Competence Centre
is justified with regard to its assigned
objectives, mandate and tasks, it may
propose that the duration of the mandate of
the Competence Centre set out in Article
46 be extended.

3. The evaluation referred to in paragraph
2 shall include an assessment of the results
achieved by the Competence Centre,
having regard to its objectives, mandate
and tasks, effectiveness, and efficiency. 1f

3. The evaluation referred to in paragraph
2 shall include in particular:

(a) an assessment of the working capacity
of the Centre regarding objectives,
mandate and tasks and the cooperation

the Commission considers that the
continuation of the Competence Centre is
justified with regard to its assigned
objectives, mandate and tasks, it may
propose that the duration of the mandate of
the Competence Centre set out in Article
46 be extended.

and coordination with other relevant
actors, particularly National Coordination
Centres, the Cybersecurity Competence
Community and ENISA;

(b) an assessment of the results achieved

by the-Competenee_Centre, having regard
to its mission, objectives, mandate and

tasks—f the-Commissionconsidersthet-the
continnation, and in particular the
efficiency of the Centre in coordinating
Union funds and pooling expertise;

(c) an assessment of the coherence of
implementation tasks in accordance with
the Agenda and the multiannual work

programme;

(d) an assessment of the
Competeneecoordination and cooperation
of the Centre isjustified-with-resard-to-its
cretgned-aobjectives—ndandate-nd-teeshos—it

may-propose-that-the-durationwith the

Program Committee of the Horizon
Europe programme and the Digital
Europe programme, especially with a view
to increasing coherence and synergy with
the strategic planning of the mandate-of

46-be-extended-Centre, the Horizon

Europe programme and the Digital
Europe programme;

Commission to suggest new text
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(e) _an assessment on joint actions;

Article 38(3), point(a)

339a

(a) After the submission of the report
referred to in paragraph 2 of this Article,
the Commission shall carry out a final
evaluation of the Centre following the
input of the Governing Board. That final
evaluation shall refer to or update, as
necessary, the assessments referred to in
paragraph 3 of this Article and shall be
carried out before the period specified in
Article 46(1), in order to determine well in
advance whether the duration of the
Centre should be extended beyond that
period. That final evaluation shall include
legal and administrative considerations
whether the mandate of the Centre could
be transferred to a different Union body
to create synergies and reduce
fragmentation.

If the Commission considers that the
continuation of the Centre is justified
with regard to its assigned objectives,
mandate and tasks, it may make a
legislative proposal to extend the
duration of the mandate of the Centre set
out in Article 46.

Article 38(4)

340

4. On the basis of the conclusions of the
interim evaluation referred to in paragraph
2 the Commission may act in accordance
with [Article 22(5)] or take any other
appropriate actions.

4. On the basis of the conclusions of the
interim evaluation referred to in paragraph
2 the Commission may act in accordance
with [Article 22(5)] or take any other
appropriate actions.

4. On the basis of the conclusions of the
interim evaluation referred to in paragraph
2, the Commission may-actin-acecordance
with-fArticte 22(5}/-o#_take any other

appropriate actions.

4. On the basis of the conclusions of the
interim evaluation referred to in paragraph
2, the Commission may-actin-acecordance
with-fArticte 22(5}{-o#_take any other

appropriate actions.
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Article 38(5)

5. The monitoring, evaluation, phasing out
and renewal of the contribution from
Horizon Europe will follow the provisions
of articles 8, 45 and 47 and Annex III of
the Horizon Europe Regulation and agreed

5. The monitoring, evaluation, phasing out
and renewal of the contribution from
Horizon Europe will follow the provisions
of articles 8, 45 and 47 and Annex III of
the Horizon Europe Regulation and agreed

5. The monitoring, evaluation, phasing out
and renewal of the contribution from
Horizon Europe will follow the provisions
of Articles 8, 45 and 47 and-Annext-_of
the Horizon Europe Regulation and agreed

5. The monitoring, evaluation, phasing out
and renewal of the contribution from
Horizon Europe will follow the provisions
of Articles 8, 45 and 47 and-AnnextH-_of
the Horizon Europe Regulation and agreed

2 implementation modalities. implementation modalities. implementation wedeatitiesarrangements. implementation wedeatitiesarrangements.
check deletion of annex I
Text Origin: Council Mandate
Article 38(6)
6. The monitoring, reporting and 6. The monitoring, reporting and 6. The monitoring, reporting and 6. The monitoring, reporting and
evaluation of the contribution from Digital | evaluation of the contribution from Digital | evaluation of the contribution from Digital | evaluation of the contribution from Digital
Europe will follow the provisions of Europe will follow the provisions of Europe will follow the provisions of Europe will follow the provisions of
342 articles 24, 25 of the Digital Europe articles 24, 25 of the Digital Europe Articles 24, 25 of the Digital Europe articles 24, 25 of the Digital Europe
programme. programme. programme. programme.
Text Origin: Commission
Proposal
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Article 38(7)

7. In case of a winding up of the
Competence Centre, the Commission shall
conduct a final evaluation of the
Competence Centre within six months after
the winding-up of the Competence Centre,
but no later than two years after the
triggering of the winding-up procedure
referred to in Article 46 of this Regulation.

7. In case of a winding up of the
Competence Centre, the Commission shall
conduct a final evaluation of the
Competence Centre within six months after
the winding-up of the Competence Centre,
but no later than two years after the
triggering of the winding-up procedure
referred to in Article 46 of this Regulation.

7. In case of a winding up of the

Competenee-_Centre, the Commission
shall conduct a final evaluation of the
Competenee-_Centre within six months
after the winding-up of the-Competence

Centre, but no later than two years after the
triggering of the winding-up procedure
referred to in Article 46 of this Regulation.

7. In case of a winding up of the
Competence Centre, the Commission shall
conduct a final evaluation of the
Competence Centre within six months after
the winding-up of the Competence Centre,
but no later than two years after the
triggering of the winding-up procedure
referred to in Article 46 of this Regulation.

Moved from Article 1 (4) without
modifications

= The results of that final evaluation shall be | The results of that final evaluation shall be | The results of that final evaluation shall be | The results of that final evaluation shall be
presented to the European Parliament and presented to the European Parliament and presented to the European Parliament and presented to the European Parliament and
to the Council. to the Council. to the Council. to the Council.
Text Origin: Commission
Proposal
Article 38a
Article 38a Article 38a
Legal Personality of the Competence Legal Personality of the Competence
Centre Centre
343a

lawyer linguists to decide appropriate
place

Text Origin: EP Mandate

Article 38a(1)

1. The Competence Centre shall have

legal personality.

1. The Competence Centre shall have

legal personality.

343b
Text Origin: EP Mandate
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Article 38a(2)
2. In each Member State, the 2. [In each Member State, the
Competence Centre shall enjoy the most Competence Centre shall enjoy the most
extensive legal capacity accorded to legal extensive legal capacity accorded to legal
persons under the law of that Member persons under the law of that Member
State. It may, in particular, acquire or State. It may, in particular, acquire or
dispose of movable and immovable dispose of movable and immovable
property and may be a party to legal property and may be a party to legal
proceedings. proceedings.]
343¢
Council to check
Was part of inital Commission proposal in
then Art 1(4) and is covered by Council
mandate
Text Origin: EP Mandate
Article 39
Article 39 Article 39 Article 39 Article 39
Liability of the Competence Centre Liability of the Competence Centre Liability of the-Competence-_Centre Liability of the Competence Centre
Y| 344
Text Origin: Commission
Proposal
Article 39(1)
1. The contractual liability of the 1. The contractual liability of the 1. The contractual liability of the 1. The contractual liability of the
Competence Centre shall be governed by Competence Centre shall be governed by Competenece-_Centre shall be governed by | Competence Centre shall be governed by
the law applicable to the agreement, the law applicable to the agreement, the law applicable to the agreement, the law applicable to the agreement,
v 345 decision or contract in question. decision or contract in question. decision or contract in question. decision or contract in question.
Text Origin: Commission
Proposal
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Article 39(2)
2. In the case of non-contractual liability, 2. In the case of non-contractual liability, 2. In the case of non-contractual liability, 2. In the case of non-contractual liability,
the Competence Centre shall, in the Competence Centre shall, in the-Competence_Centre shall, in the Competence Centre shall, in
accordance with the general principles accordance with the general principles accordance with the general principles accordance with the general principles
common to the laws of the Member States, | common to the laws of the Member States, | common to the laws of the Member States, | common to the laws of the Member States,
make good any damage caused by its staff | make good any damage caused by its staff | make good any damage caused by its staff | make good any damage caused by its staff
Y 346 in the performance of their duties. in the performance of their duties. in the performance of their duties. in the performance of their duties.
Text Origin: Commission
Proposal
Article 39(3)
3. Any payment by the Competence 3. Any payment by the Competence 3. Any payment by the-Competence 3. Any payment by the Competence
Centre in respect of the liability referred to | Centre in respect of the liability referred to | Centre in respect of the liability referred to | Centre in respect of the liability referred to
in paragraphs 1 and 2 and the costs and in paragraphs 1 and 2 and the costs and in paragraphs 1 and 2 and the costs and in paragraphs 1 and 2 and the costs and
expenses incurred in connection therewith expenses incurred in connection therewith expenses incurred in connection therewith expenses incurred in connection therewith
shall be considered to be expenditure of the | shall be considered to be expenditure of the | shall be considered to be expenditure of the | shall be considered to be expenditure of the
v 347 Competence Centre and shall be covered Competence Centre and shall be covered Competenee-_Centre and shall be covered Competence Centre and shall be covered
by its resources. by its resources. by its resources. by its resources.
Text Origin: Commission
Proposal
Article 39(4)
4. The Competence Centre shall be solely | 4. The Competence Centre shall be solely | 4. The-Competence-_Centre shall be solely | 4. The Competence Centre shall be solely
responsible for meeting its obligations. responsible for meeting its obligations. responsible for meeting its obligations. responsible for meeting its obligations.
vl 348
Text Origin: Commission
Proposal
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Article 40

Article 40
Jurisdiction of the Court of Justice of the
European Union and applicable law

Article 40
Jurisdiction of the Court of Justice of the
European Union and applicable law

Article 40
Jurisdiction of the Court of Justice of the
European Union and applicable law

Article 40
Jurisdiction of the Court of Justice of the
European Union and applicable law

349
Text Origin: Commission
Proposal
Article 40(1), introductory part
1. The Court of Justice of the European 1. The Court of Justice of the European 1. The Court of Justice of the European 1. The Court of Justice of the European
Union shall have jurisdiction: Union shall have jurisdiction: Union shall have jurisdiction: Union shall have jurisdiction:
350
Text Origin: Commission
Proposal
Article 40(1), point(1)
(1) pursuant to any arbitration clause (1) pursuant to any arbitration clause (1) pursuant to any arbitration clause (1) pursuant to any arbitration clause
contained in agreements, decisions or contained in agreements, decisions or contained in agreements, decisions or contained in agreements, decisions or
contracts concluded by the Competence contracts concluded by the Competence contracts concluded by the-Competence contracts concluded by the Competence
Centre; Centre; Centre; Centre;
Y 351 Y
use of 'Competence’
Text Origin: Commission
Proposal
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Article 40(1), point(2)

(2) in disputes related to compensation for
damage caused by the staff of the
Competence Centre in the performance of
their duties;

Y 352

(2) in disputes related to compensation for
damage caused by the staff of the
Competence Centre in the performance of
their duties;

(2) in disputes related to compensation for
damage caused by the staff of the

Competenece-_Centre in the performance of
their duties;

(2) in disputes related to compensation for
damage caused by the staff of the
Competence Centre in the performance of
their duties;

use of 'Competence’

Text Origin:
Proposal

Commission

Article 40(1), point(3)

(3) in any dispute between the
Competence Centre and its staff within the
limits and under the conditions laid down
in the Staff Regulations.

Y 353

(3) in any dispute between the
Competence Centre and its staff within the
limits and under the conditions laid down
in the Staff Regulations.

(3) in any dispute between the
Competenece-_Centre and its staff within
the limits and under the conditions laid
down in the Staff Regulations.

(3) in any dispute between the
Competence Centre and its staff within the
limits and under the conditions laid down
in the Staff Regulations.

use of 'Competence'

Text Origin:
Proposal

Commission

Article 40(2

2. Regarding any matter not covered by
this Regulation or by other Union legal
acts, the law of the Member State where
the seat of the Competence Centre is

v 354 located shall apply.

2. Regarding any matter not covered by
this Regulation or by other Union legal
acts, the law of the Member State where
the seat of the Competence Centre is
located shall apply.

2. Regarding any matter not covered by
this Regulation or by other Union legal
acts, the law of the Member State where

the seat of the-Competence-_Centre is
located shall apply.

2. Regarding any matter not covered by
this Regulation or by other Union legal
acts, the law of the Member State where
the seat of the Competence Centre is
located shall apply.

use of 'Competence’

Text Origin:
Proposal

Commission
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| Article 41

Article 41 Article 41 Article 41 Article 41
Liability of members and insurance Liability of members and insurance Liability of members and insurance Liability of members and insurance
355
Text Origin: Commission
Proposal
Article 41(1)
1. The financial liability of the members 1. The financial liability of the members 1. The financial liability of the members 1. The financial liability of the members
for the debts of the Competence Centre for the debts of the Competence Centre for the debts of the-Competence-_Centre for the debts of the Competence Centre
shall be limited to their contribution shall be limited to their contribution shall be limited to their contribution shall be limited to their contribution
already made for the administrative costs. already made for the administrative costs. already made for the administrative costs. already made for the administrative costs.
Y 356
Text Origin: Commission
Proposal
Article 41(2)
2. The Competence Centre shall take out 2. The Competence Centre shall take out 2. The-Cempetence-_Centre shall take out | 2. The Competence Centre shall take out
and maintain appropriate insurance. and maintain appropriate insurance. and maintain appropriate insurance. and maintain appropriate insurance.
Y| 357
Text Origin: Commission
Proposal
Article 42
Article 42 Article 42 Article 42 Article 42
Conflicts of interest Conflicts of interest Conflicts of interest Conflicts of interest
358
Text Origin: Commission
Proposal
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Article 42, first paragraph
The Competence Centre Governing Board | I The Competence Centre Governing The-Competence-Centre-_ Governing The Competence-Centre-Governing Board
shall adopt rules for the prevention and Board shall adopt rules for the prevention, | Board shall adopt rules for the prevention shall adopt rules for the prevention,
management of conflicts of interest in identification, and resolution-a#d and management of conflicts of interest in | identification and resolution-a#d
respect of its members, bodies and staff. management of conflicts of interest in respect of its members, bodies and staff. management of conflicts of interest in
Those rules shall contain the provisions respect of its members, bodies and staff: Those rules shall contain the provisions respect of its members, bodies and staff,
intended to avoid a conflict of interest in dremle : ‘ bber intended to avoid a conflict of interest in including the Executive Director. Those
respect of the representatives of the el L e o e respect of the representatives of the rules shall contain the provisions intended
members serving in the Governing Board respect-of-the-represertatives—of-the members serving in the Governing Board to avoid a conflict of interest in respect of
as well as the Scientific and Industrial members-servinein, including the in_accordance with Regulation (EU, the representatives of the members serving
Advisory Board in accordance with Executive Director, the Governing Board, | Euratom) 2018/1046, including provisions | in the Governing Board as—well-asthe
Regulation XXX [new Financial as well as the Scientific and Industrial on_any declarations of interest. Regarding | Scientific-and-industrialAdvisoryBoard-in
159 Regulation]. Advisory Board-in-aecordancewith conflict of interest, the National wecordanicewiti-Restibation X\ frew
B e e Coordination Centres shall be subject to Finaneial Regulationfin accordance with
Regulationt, and the Community. national_law-as-vell-asthe-Seientific-and Regulation (EU, Euratom) 2018/1046,
bt Dbt o Dl e o including provisions on any declarations
weith-Residation AXANfrneveFineneied of interest. Regarding conflict of interest,
Sleepdoian the National Coordination Centres shall
be subject to national law.
addition of Community to be checked
Advisory board
Text Origin: Council Mandate
Article 42, first paragraph a
2 Member States shall ensure the deleted
prevention, identification, and resolution
359a of conflicts of interest
in respect of the National Coordination
Centres.
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Article 42,

first paragraph b

3 The rules referred to in the first

deleted

359 paragraph shall comply with Regulation
(EU,Euratom) 2018/1046.
Article 43
Article 43 Article 43 Article 43 Article 43
Protection of Personal Data Protection of Personal Data Protection of Personal Data Protection of Personal Data
360
Text Origin: Commission
Proposal
Article 43(1)
1. The processing of personal data by the 1. The processing of personal data by the 1. The processing of personal data by the 1. The processing of personal data by the
Competence Centre shall be subject to Competence Centre shall be subject to Competenece-_Centre shall be subject to Competence-_Centre shall be subject to
Regulation (EU) No XXX/2018 of the Regulation (EU) No XXX/2018 of the Regulation (EU) Mo XXX2018of the Regulation (EU) Mo XXX2018of the
361 European Parliament and of the Council. European Parliament and of the Council. EnropeatPartianent-and-of-the EnropeatPartianent-and-of-the
Couneill 725/2018 . Couneill 725/2018 .
Text Origin: Council Mandate
Article 43(2)
2. The Governing Board shall adopt 2. The Governing Board shall adopt 2. The Governing Board shall adopt 2. The Governing Board shall adopt
implementing measures referred to in implementing measures referred to in implementing measures referred to in implementing measures referred to in
Article xx(3) of Regulation (EU) No Article xx(3) of Regulation (EU) No Article xx(3)45(3) of Regulation (EU) e Article xx(3)45(3) of Regulation (EU) e
xxx/2018. The Governing Board may xxx/2018. The Governing Board may 26ex/20181725/2018. The Governing Board | xex/20481725/2018. The Governing Board
362 adopt additional measures necessary for the | adopt additional measures necessary for the | may adopt additional measures necessary may adopt additional measures necessary
application of Regulation (EU) No application of Regulation (EU) No for the application of Regulation (EU) #e for the application of Regulation (EU) #e
xxx/2018 by the Competence Centre. xxx/2018 by the Competence Centre. xex/2018No 1725/2018 by the-Competence | xxx/2048No 1725/2018 by the-Competence
Centre. Centre.
Text Origin: Council Mandate
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Article 44

363

Article 44

Support from the host Member State

Article 44
Seat and support from the host Member
State

Provisions regarding the seat have been
moved from Article 1(3) to improve
coherence of the text

Article 44

Support from the host Member State

Article 44,

first paragraph -a

363a

1 The seat of the Competence Centre
shall be determined in a democratically
accountable procedure, using transparent
criteria and in accordance with Union
law.

Still under discussion

Article 44,

first paragraph -b

363b

2 The host Member State shall provide
the best possible conditions to ensure the
proper functioning of the Competence
Centre, including a single location, and
further conditions such as the

accessibility of the adequate education
facilities for the children of staff

members, appropriate access to the labour
market, social security and medical care
for both children and

partners.
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Article 44, first paragraph

An administrative agreement may be
concluded between the Competence Centre
and the Member State [Belgium] in which

3 An administrative agreement-#«ay_shall
be concluded between the Competence
Centre and the_host Member State

An administrative agreement may be

concluded between the-Competence
Centre and the Member State-/Beleiin/

364 its seat is located concerning privileges and | /Belginn/-_in which its seat is located in which its seat is located concerning
immunities and other support to be concerning privileges and immunities and privileges and immunities and other
provided by that Member State to the other support to be provided by that support to be provided by that Member
Competence Centre. Member State to the Competence Centre. State to the-Competence_Centre.
CHAPTER VI
CHAPTER VI CHAPTER VI CHAPTER VI CHAPTER VI
FINAL PROVISIONS FINAL PROVISIONS FINAL PROVISIONS FINAL PROVISIONS
365
Text Origin: Commission
Proposal
Article 45
Article 45 Article 45 Article 45 Article 45
Initial actions Initial actions Initial actions Initial actions
366
Text Origin: Commission
Proposal
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Article 45(1)
1. The Commission shall be responsible 1. The Commission shall be responsible 1. The Commission shall be responsible 1. The Commission shall be responsible
for the establishment and initial operation for the establishment and initial operation for the establishment and initial operation for the establishment and initial operation
of the Competence Centre until it has the of the Competence Centre until it has the of the-Competenee_Centre until it has the of the Competence Centre until it has the
operational capacity to implement its own operational capacity to implement its own operational capacity to implement its own operational capacity to implement its own
budget. The Commission shall carry out, in | budget. The Commission shall carry out, in | budget. The Commission shall carry out, in | budget. The Commission shall carry out, in
accordance with Union law, all necessary accordance with Union law, all necessary accordance with Union law, all necessary accordance with Union law, all necessary
actions with the involvement of the actions with the involvement of the actions with the involvement of the actions with the involvement of the
Y 367 . ) . )
competent bodies of the Competence competent bodies of the Competence competent bodies of the-Competenece competent bodies of the Competence
Centre. Centre. Centre. Centre.
use of 'Competence'
Text Origin: Commission
Proposal
Article 45(2)
2. For the purpose of paragraph 1, until the | 2. For the purpose of paragraph 1, until the | 2. For the purpose of paragraph 1_of this 2. For the purpose of paragraph 1_of this
Executive Director takes up his duties Executive Director takes up his duties Article, until the Executive Director takes Article, until the Executive Director takes
following his/her appointment by the following his/her appointment by the up Aishis/her duties following his/her up Aishis/her duties following his/her
Governing Board in accordance with Governing Board in accordance with appointment by the Governing Board in appointment by the Governing Board in
Article 16, the Commission may designate | Article 16, the Commission may designate | accordance with Article 16, the accordance with Article 16, the
an interim Executive Director and exercise | an interim Executive Director and exercise | Commission may designate an interim Commission may designate an interim
the duties assigned to the Executive the duties assigned to the Executive Executive Director, That interim Executive Director. That interim
y 368 Director who may be assisted by a limited Director who may be assisted by a limited Executive Director shall-a#nd exercise the Executive Director shall-and exercise the
number of Commission officials. The number of Commission officials. The duties assigned to the Executive Director duties assigned to the Executive Director
Commission may assign a limited number Commission may assign a limited number | hoand may be assisted by a limited wheand may be assisted by a limited
of'its officials on an interim basis. of'its officials on an interim basis. number of members of staff of the number of members of staff of the
Commission efficiats. The Commission Commission officiats. The Commission
may assign a limited number of its efficiads | may assign a limited number of its efficiats
members of staff on an interim basis. members of staff on an interim basis.
Text Origin: Council Mandate
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Article 45(3)

369

3. The interim Executive Director may
authorise all payments covered by the
appropriations provided in the annual
budget of the Competence Centre once
approved by the Governing Board and may
conclude agreements, decisions and
contracts, including staff contracts
following the adoption of the Competence
Centre's staff establishment plan.

3. The interim Executive Director may
authorise all payments covered by the
appropriations provided in the annual
budget of the Competence Centre once
approved by the Governing Board and may
conclude agreements, decisions and
contracts, including staff contracts
following the adoption of the Competence
Centre's staff establishment plan.

3. The interim Executive Director may
authorise all payments covered by the
appropriations provided in the annual
budget of the-Competernce_Centre once
approved by the Governing Board and may
conclude agreements, decisions and
contracts, including staff contracts
following the adoption of the
establishment plan referred to in point (2)

of Article 13(3)-Competence-Centre'sstaff
bl b lenn,

3. The interim Executive Director may
authorise all payments covered by the
appropriations provided in the annual
budget of the-Competence_Centre once
approved by the Governing Board and may
conclude agreements, decisions and
contracts, including staff contracts

following the adoption of the Competence

p%aﬂestabliéhment plan referred to in
point (g) of Article 13(3).

use of 'Competence’

Text Origin:

Council Mandate

Article 45(4)

370

4. The interim Executive Director shall
determine, in common accord with the
Executive Director of the Competence
Centre and subject to the approval of the
Governing Board, the date on which the
Competence Centre will have the capacity
to implement its own budget. From that
date onwards, the Commission shall
abstain from making commitments and
executing payments for the activities of the
Competence Centre.

4. The interim Executive Director shall
determine, in common accord with the
Executive Director of the Competence
Centre and subject to the approval of the
Governing Board, the date on which the
Competence Centre will have the capacity
to implement its own budget. From that
date onwards, the Commission shall
abstain from making commitments and
executing payments for the activities of the
Competence Centre.

4. The interim Executive Director shall
determine, in common accord with the
Executive Director-ef-the-Competenee
Centre__and subject to the approval of the
Governing Board, the date on which the
Competenece-_Centre witishall have the
capacity to implement its own budget.
From that date onwards, the Commission
shall abstain from making commitments
and executing payments for the activities

of the-Competence_Centre.

4. The interim Executive Director shall
determine, in common accord with the
Executive Director-ef-the-Competenee
Centre__and subject to the approval of the
Governing Board, the date on which the
Competenece-_Centre witishall have the
capacity to implement its own budget.
From that date onwards, the Commission
shall abstain from making commitments
and executing payments for the activities

of the-Competence_Centre.

Commission to check if legal problem

use of 'Competence]

Text Origin: Council Mandate
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Article 45a

370a

Article 45a
Exercise of the delegation

pending decision on delegated acts

Article 45a(1)

370b

1. The power to adopt delegated acts is
conferred on the Commission subject to
the conditions laid down in this Article.

Article 45a(2)

370c

2. The power to adopt delegated acts
referred to in Article 6(5a) and Article
8(4b) shall be conferred on the
Commission for an indeterminate period
of time from ... [date of entry into force of

this Regulation].

Article 45a(3)

3. The delegation of power referred to in
Article 6(5a) and Article 8(4b) may be
revoked at any time by the European
Parliament or by the Council. A decision
to revoke shall put an end to the
delegation of the power specified in that

370d decision. It shall take effect the day
following the publication of the decision
in the Official Journal of the European
Union or at a later date specified therein.
It shall not affect the validity of any
delegated acts already in force.
12293/20 EB/ip 211
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Article 45a(4)

370e

4. Before adopting a delegated act, the
Commission shall consult experts
designated by each Member State in
accordance with the principles laid down
in the Interinstitutional Agreement of 13
April 2016 on Better Law-Making.

Article 45a(5)

370f

5. As soon as it adopts a delegated act,
the Commission shall notify it
simultaneously to the European
Parliament and to the Council.

Article 45a(6)

370g

6. A delegated act adopted pursuant to
Article 6(5a) and Article 8(4b) shall enter
into force only if no objection has been
expressed either by the European
Parliament or by the Council within a
period of two months of notification of
that act to the European Parliament and
the Council or if, before the expiry of that
period, the European Parliament and the
Council have both informed the
Commission that they will not object. That
period shall be extended by two months at
the initiative of the European Parliament
or of the Council.
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| Article 46

Article 46 Article 46 Article 46 Article 46
Duration Duration Duration Duration
371
Text Origin: Commission
Proposal
Article 46(1)
1. The Competence Centre shall be 1. The Competence Centre shall be 1. The-Cempetence_Centre shall be 1. The Competence Centre shall be
established for the period from 1 January established for the period from 1 January established for the period from 1 January established for the period from 1 January
2021 to 31 December 2029. 2021 to 31 December 2029. 2021 to 31 December 2029. 2021 to 31 December 2029.
e !
Text Origin: Commission
Proposal
Article 46(2)
2. At the end of this period, unless decided | 2. At the end of this period, unless decided | 2. At the end of #isthe period;—w#tess 2. At the end of #histhe period—+#tess
otherwise through a review of this otherwise through a review of this B T B e
Regulation, the winding-up procedure shall | Regulation, the winding-up procedure shall | referred to in paragraph 1 of this referred to in paragraph 1 of this
be triggered. The winding-up procedure be triggered. The winding-up procedure Aol sl el doee pensn e Lo Aol sl i does ven s oo e
shall be automatically triggered if the shall be automatically triggered if the shet-hetrivgered—Thevinding—ip shell-hetrivgered—Thevinding—ip
Union or all participating Member States Union or all participating Member States oeeebiemsbod b ot e el e D o bie s b Db e el
373 withdraw from the Competence Centre. withdraw from the Competence Centre. ifthe-Lrion-or-atlparticipatingMember ifthe-Lrion-or-atl-participatingMember
CentreArticle, unless the mandate of the CentreArticle, unless the mandate of the
Centre is extended in accordance with the | Centre is extended in accordance with the
second subparagraph of Article 38(3), the | second subparagraph of Article 38(3), the
winding-up procedure shall be triggered. winding-up procedure shall be triggered.
Text Origin: Council Mandate
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Article 46(3)
3. For the purpose of conducting the 3. For the purpose of conducting the 3. For the purpose of conducting the 3. For the purpose of conducting the
proceedings to wind up the Competence proceedings to wind up the Competence proceedings to wind up the-Competence proceedings to wind up the Competence
Centre, the Governing Board shall appoint | Centre, the Governing Board shall appoint | Centre, the Governing Board shall appoint | Centre, the Governing Board shall appoint
one or more liquidators, who shall comply | one or more liquidators, who shall comply | one or more liquidators, who shall comply | one or more liquidators, who shall comply
v 374 with the decisions of the Governing Board. | with the decisions of the Governing Board. | with the decisions of the Governing Board. | with the decisions of the Governing Board.
Text Origin: Commission
Proposal
Article 46(4)
4. When the Competence Centre is being 4. When the Competence Centre is being 4. When the-Competence-_Centre is being | 4. When the-Competence_Centre is being
wound up, its assets shall be used to cover | wound up, its assets shall be used to cover | wound up, its assets shall be used to cover | wound up, its assets shall be used to cover
its liabilities and the expenditure relating to | its liabilities and the expenditure relating to | its liabilities and the expenditure relating to | its liabilities and the expenditure relating to
its winding-up. Any surplus shall be its winding-up. Any surplus shall be its winding-up. Any surplus shall be its winding-up. Any surplus shall be
distributed among the Union and the distributed among the Union and the distributed among the Union and the distributed among the Union and the
participating Member States in proportion participating Member States in proportion participatingcontributing Member States participating[contributing] Member States
v 375 to their financial contribution to the to their financial contribution to the in proportion to their financial contribution | in proportion to their financial contribution
Competence Centre. Any such surplus Competence Centre. Any such surplus to the-Competence-_Centre. Any such to the-Competence-_Centre. Any such
distributed to the Union shall be returned distributed to the Union shall be returned surplus distributed to the Union shall be surplus distributed to the Union shall be
to the Union budget. to the Union budget. returned to the Union budget. returned to the Union budget.
Text Origin: Council Mandate
Article 47
Article 47 Article 47 Article 47 Article 47
376 Entry into force Entry into force Entry into force Entry into force
Text Origin: Commission
Proposal
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| Article 47, first paragraph
This Regulation shall enter into force on This Regulation shall enter into force on This Regulation shall enter into force on This Regulation shall enter into force on
the twentieth day following that of its the twentieth day following that of its the twentieth day following that of its the twentieth day following that of its
publication in the Official Journal of the publication in the Official Journal of the publication in the Official Journal of the publication in the Official Journal of the
377 European Union. European Union. European Union. European Union.
Text Origin: Commission
Proposal
Article 47, second paragraph
This Regulation shall be binding in its This Regulation shall be binding in its This Regulation shall be binding in its This Regulation shall be binding in its
entirety and directly applicable in all entirety and directly applicable in all entirety and directly applicable in all entirety and directly applicable in all
378 Member States. Member States. Member States. Member States.
Text Origin: Commission
Proposal
Formula
Done at Brussels, Done at Brussels, Done at Brussels, Done at Brussels,
79 Text Origin: Commission
Proposal
Formula
For the European Parliament For the European Parliament For the European Parliament For the European Parliament
— Text Origin: Commission
Proposal
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| Formula

The President The President The President The President
el Text Origin: Commission
Proposal
Formula
For the Council For the Council For the Council For the Council
2 Text Origin: Commission
Proposal
Formula
The President The President The President The President
e Text Origin: Commission
Proposal
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