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1. Stratégia posilnenia europskej hospodarskej bezpecnosti

Globalna pandémia, nezdkonnd anevyprovokovand vojna Ruska proti Ukrajine, nepriatel'ské
hospodarske opatrenia, kybernetické utoky attoky na infrastruktaru, zahrani¢né zasahovanie
a dezinformécie, ako aj rast geopolitického napétia na celom svete odhalili v nasich spolo¢nostiach,
hospodarstvach a podnikoch rizikd a zranitel'nosti, ktoré este pred par rokmi neexistovali.

EU v poslednych rokoch tspesne pokrodila pri plneni svojich priorit aj pri odstrafiovani
zranitel'nosti, ¢i uz v oblasti energetickej bezpecnosti, pripravenosti na pandémie alebo odolnosti
naSich hospodarstiev, dodavatel'skych retazcov a kI'aCovych technoldgii vo vSeobecnosti.

V niektorych pripadoch sa vSak zaroven ukazalo, ze Europa nebola dostatocne pripravend na
nové¢ a vznikajuce rizika vyplyvajuce z narocnejSieho geopolitického kontextu, v ktorom sa dnes
nachadzame. Pandémia ochorenia COVID-19 odhalila rizikd, ktoré moézu pre fungovanie
europskeho hospodarstva predstavovat vysoko koncentrované dodavatel'ské retazce. Ruska
uto¢nd vojna proti Ukrajine ukdzala, ze nadmerné spoliehanie sa na jednu krajinu, najmi taku,
ktora ma systémovo odlisné hodnoty, modely a zdujmy, obmedzuje strategické moznosti Eurépy
a ohrozuje nase hospodarstva i ob&anov. Clenské $taty a podniky tieZ musia znasat naklady
vyplyvajice z hospodarskeho natlaku vratane zdkazu eurdpskeho vyvozu a bojkotu eurdpskych
znaciek, ktorych cielom je prinutit’ ich dodrziavat’ a plnit’ politické priority inej krajiny. VSetky
tieto trendy predstavuji priame riziko pre fungovanie naSich spolocnosti, hospodarstiev
i svetového obchodu, ako aj priame ohrozenie strategickych zdujmov EU a jej schopnosti konat'.

VzhPadom na rastice geopolitické napiitie a doteraz najhlbSiu uroven celosvetovej
hospodarskej integriacie moZu niektoré hospodarske toky a ¢innosti predstavovat’ riziko
pre nasu bezpecnost’. Viac ako kedykol'vek predtym je nasa bezpe¢nost' tzko previazana
s nasou schopnost'ou zvysit' svoju odolnost’ a zniZit’ rizika spojené s hospodarskymi vazbami,
ktoré sme v poslednych desatroCiach povazovali za neskodné. Intenzitu tejto sutaZe eSte
znasobuju zasadné technologické zmeny, v dosledku ktorych st hospodarske a bezpecnostné
vyzvy este zloZitejSie.

Nova geopoliticka a technologicka realita si vyZaduje, aby sme prisposobili svoj pristup
tak, Ze zachovame prevaznu vicSinu vysoko hodnotnych hospodarskych vizieb, ktoré ma
Eurodpa so svetom, a ziaroven zabezpecime uc¢inné rieSenie novych, sice obmedzenych, ale
zasadnych rizik, ktorym ¢elime.

EU neprechadza tymto procesom sama, vyzvy v oblasti hospodarskej bezpetnosti zadali
rieSit" krajiny po celom svete. Niektoré¢ vyspelé ekonomiky uz prijali osobitné stratégie
a v stCasnosti ich realizuji. Opatrenia prijimaju aj rozvojové ekonomiky, pricom diverzifikuju
svoje hospodarske vdzby tak, aby znizili Skodlivé zavislosti, a zvySuju miestnu vyrobu. Tento
trend odraza skutoc¢nost, Ze v sucasnej dobe modzeme svoju prosperitu, zvrchovanost
a bezpecnost’ zaistit’ len tak, Ze tradicné pristupy k narodnej bezpe€nosti doplnime o nové
opatrenia na zabezpedenie svojej hospodarskej bezpe&nosti. Uginnost’ navrhnutych opatreni este



znasobi, ak budeme pri formulovani vizie hospodarske; bezpecnosti ajej realizacii
spolupracovat’ s nasimi spojencami, partnermi a podnikatel'skym sektorom.

Hoci Europska unia uz v poslednych rokoch urobila vela, aby vyrieSila konkrétne
problémy, teraz potrebuje komplexny strategicky pristup k hospodarskej bezpecnosti,
zniZovaniu rizik a podpore svojho technologického naskoku v Kkriticky doleZzitych
odvetviach. Cielom je poskytnit’ rdmec pre dokladné postudenie a riadenie rizik ohrozujucich
hospodarsku bezpe&nost’ na tirovni EU, &lenskych $tatov a podnikov a zaroven zachovat’ a zvysit
naSu hospodarsku dynamiku. V Case, ked sa tieto rizika rychlo vyvijaji a zaroven spajaju
s obavami o narodnu bezpecnost, je naplnenie tychto cielov eSte dolezitejSie. NajlepSim
prikladom je rychlost’, akou vznikaju nové kritické technologie, ktoré stieraji hranice medzi
civilnym a vojenskym sektorom.

Vychodiskovym bodom tejto stratégie je jasny pohlad na rizika a uznanie inherentného
rozporu medzi posilnenim nasej hospodarskej bezpecnosti a zaistenim toho, aby Eurdpska tinia
mohla nad’alej vyuzivat vyhody otvoren¢ho hospodarstva.

EU je jednym z najatraktivnej§ich miest, kam smeruji globdlne spolo¢nosti a investicie. Nae
hospodarstva prosperuji vd’aka otvorenému obchodu ainvesticiAam zaloZenym na
pravidlach, vd’aka bezpecnej cezhrani¢nej prepojenosti a spolupraci v oblasti vyskumu
a inovacii. Tieto prvky budu pri zrychl'ujicej sa dvojakej, zelenej a digitdlnej transformaécii
nad’alej vyznamnou mierou prispievat’ k eurdpskej konkurencieschopnosti a odolnosti. Musime
sa spolichat’ na to, ze obchod a jednotny trh podnietia hospodarsku sutaz, a zabezpecit, aby sme
mali pristup k surovindm, technoldégidm a inym vstupom, ktoré si nevyhnutné pre posilnenie
naSej konkurencieschopnosti, odolnosti a udrZanie sucasnej a budlicej zamestnanosti a rastu.
Rovnako chceme, aby nasi partneri po celom svete nad’alej mali pristup na europske trhy a mohli
pri prechode na ¢isté a odolné hospodarstvo vyuZzivat’ eurdpsky kapital a technoldgie.

Medzi tymito prvkami je nevyhnutné dosiahnut' sprdvnu rovnovahu, vdaka ktorej sa naSe
hospodarske abezpe€nostné zaujmy budii modct navzijom posiliiovat. Dosiahnutie tejto
rovnovahy bude zavisiet' od tychto troch priorit: 1. podporovat’ naSu konkurencieschopnost’;
2. chranit’ sa pred rizikami ohrozujucimi hospodarsku bezpecnost’ a 3. nadvizovat
partnerstva s ¢o najSirS§im spektrom krajin, ktoré zdiel’aju nasSe obavy alebo maju rovnaké
zaujmy v oblasti hospodarskej bezpe¢nosti.

Priority stratégie EU v oblasti hospodarskej bezpe&nosti

— Podporovat’ nasu konkurencieschopnost zvySovanim odolnosti nasho hospodarstva
a dodavatel'skych retazcov a podporovanim inova¢nych a priemyselnych kapacit pri
su¢asnom zachovani nasho socidlneho trhového hospodarstva. Mdzeme to dosiahnut’
prehibenim jednotného trhu, investovanim do hospodarstva buducnosti prostrednictvom
zdravych makroekonomickych politik a politik sudrznosti €1 nastroja NextGenerationEU,
ako aj investovanim do l'udského kapitalu, napriklad aj prostrednictvom zvySovania urovne
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zrucnosti eurdpskej pracovnej sily. Vyziada si to diverzifikdciu zdrojov dodéavok
a vyvoznych trhov alebo podporu vyskumnej apriemyselnej zékladne v strategickych
oblastiach, ako st pokrocilé polovodice, kvantova vypoctova technika, biotechnologia,
emisne neutralne priemyselné odvetvia, energia z ¢istych zdrojov alebo kritické suroviny.

— Chranit’ sa pred spolocne identifikovanymi rizikami ohrozujucimi hospodarsku bezpecnost’
lepS$im pouzivanim nastrojov, ktoré sme uz zaviedli, napriklad pokial ide o ochranu
obchodu, zahrani¢né subvencie, bezpecnost sieti 5G/6G, preverovanie priamych
zahrani¢nych investicii a kontrolu vyvozu, ako aj novy nastroj na boj proti hospodarskemu
natlaku. Zaroveit musime posadit’ u¢innost stiboru nastrojov, ktoré ma EU k dispozicii,
a v pripade potreby ho rozsirit’ tak, aby sme dokézali riesit’ niektoré z novych rizik, ktorym
celime, napriklad rizika spojené s vyvozom alebo odchddzajicimi investiciami do uzkeho
okruhu vojensky wvyuzitelnych klIa¢ovych podpornych technoldgii (napr. v oblastiach
kvantovej vypoctovej techniky, pokrocilych polovodi¢ov, umelej inteligencie).

— Nadvézovat’ partnerstva s krajinami, ktoré zdiel'aju nase obavy tykajuce sa hospodarskej
bezpecnosti, ako aj s krajinami, ktoré maju rovnaké zidujmy asi ochotné snami
spolupracovat’ na zabezpeceni prechodu na odolnejSie a bezpecnejSie hospodarstvo. V praxi
partnerov, podporovat’ odolné a udrzatelné hodnotové retazce a posilnit’ medzinarodny
hospodarsky poriadok zaloZzeny na pravidlach a multilaterdlne inStitGcie. Znamena to tiez
nadviazat' partnerstva s krajinami, ktoré sa vydali na podobnu cestu k znizovaniu rizik,
presadzovat’ a finalizovat dohody o vol'nom obchode a prostrednictvom stratégie Global
Gateway investovat’ do udrzate'ného rozvoja a bezpecnych prepojeni na celom svete.

Pri vSetkych opatreniach v oblasti hospodarskej bezpecnosti vyplyvajucich z tejto stratégie sa buda
dodrziavat’ tieto zdkladné zasady: zasada proporcionality, aby sa zabezpecilo, Ze naSe nastroje st
primerané Urovni rizika a Ze sa obmedzili akékol'vek negativne nezamyslané ti¢inky presahovania
na europske a globalne hospodarstvo, a zasada presnosti, aby sa presne vymedzilo, na ktory tovar,
sektory alebo hlavné priemyselné odvetvia su tieto opatrenia zamerané, a aby sa zaistilo, Ze rieSia
prisluSné rizika.

Téato stratégia nadvdzuje na Usilie, ktoré sme uz zacali uskutoc¢iiovat’' na eurdpskej urovni
avramci ktorého sa kriticky skiima odolnost a zranitelnosti Unie scielom zvysit
konkurencieschopnost’ a odolnost” eurdpskeho hospodarstva a priemyslu a posilnit’ nasu otvorenti
strategickl autonodmiu. Toto usilie zahffia vicsie investicie do zelenej a digitalnej transformacie
prostrednictvom nastroja NextGenerationEU cez prilakanie védcSieho objemu sukromnych
investicii az po piliere priemyselnej politiky EU, ako su akty o &ipoch, kritickych surovinach
a emisne neutrdlnom priemysle. Potreba tychto krokov sa opédtovne potvrdila aj vo vyhlaseni
z Versailles, v ktorom sa veduci predstavitelia zhodli na potrebe posilnit’ odolnost’ a suverenitu
Eurépy v oblastiach, ako s energetika, zdravotnictvo a farmaceutické vyrobky, potravinova




bezpecnost’ a obranné spdsobilosti. Tato stratégia takisto reaguje na obavy obc¢anov vyjadrené
v kontexte Konferencie o budticnosti Eurépy.

Jej realizacia si bude vyzadovat’ spolo¢né opatrenia naprie¢ vnitornymi i vonkajs$imi politikami.
Zaroven bude potrebné, aby sa do jej realizacie okrem tvorcov politik na europskej
a vnutroStatnej urovni zapojili aj dalSie zainteresované strany. KIiCovym partnerom bude
sukromny sektor, ktory uz v oblasti znizovania rizik dosiahol zna¢ny pokrok. Spravcovia aktiv
po celom svete v reakcii na Coraz vicSie a zlozitejSie rizika, ktoré hrozia v ramci svetového
hospodarstva, radikalne zmenili alokdciu svojho kapitalu. Zékladnou sucastou dlhodobe;j
podnikatel'skej stratégie, ktord chrani nielen zaujmy akcionarov, ale aj v§eobecny zaujem, bude
snaha o odolné a diverzifikované dodéavatel'ské retazce, ktoré zvySuju hospodarsku bezpecnost’.
Pri identifikacii hlavnych rizik a navrhovani politik na ich rieSenie je potrebné vyuzit’ znalosti
eurdpskych podnikov, ktoré uz pracuji na zmierniovani mnohych z tychto hrozieb.

Toto ozndmenie pripravuje podu pre diskusiu o hospodarskej bezpecnosti s ¢lenskymi Statmi
a Eurdpskym parlamentom s cielom vytvorit' spolo¢ny rdmec na znizovanie rizik a zaistenie
hospodarskej bezpe¢nosti Unie. PomdZe vymedzit stratégiu, ktorou by sa malo riadit’ spoloéné
posudzovanie rizik, pouzivanie existujucich nastrojov, ako aj odhal'ovanie moznych nedostatkov
v arzenali hospodérskej bezpec¢nosti EU, ktoré budeme riesit’ spoloéne.

2. Identifikacia rizik ohrozujucich europsku hospodarsku bezpecénost’

Cielom tejto stratégie je zaistit hospodarsku bezpeénost EU, posilnit odolnost nasho
hospodarstva a zaroven zabezpecit, aby sme zachovali a zvysili svoj technologicky naskok. To
znamena investovat do konkurencieschopnosti EU, diverzifikovat dodavatelské retazce
areagovat’ na také praktiky, ako je hospodarsky natlak. Dal§im cielom je zabranit tniku
citlivych vznikajacich technologii, ako aj inych poloziek sdvojakym pouzitim do
problematickych krajin, ktoré uplatiuju stratégie civilno-vojenskej fuzie.

Nato, aby sme tieto ciele dosiahli, sa potrebujeme jasne pozriet na rizikd aich vyvoj v Case.
Preto Komisia a ¢lenské §taty prehibia svoju analyzu kritickych dodavateP’skych retazcov,
podrobia ich zataZovym testom a stanovia urovei rizika.

Komisia a vysoky predstavitel’ ur€ili tieto vSeobecné aneuplné kategorie rizik ohrozujlcich
hospodarsku bezpe€nost’, teda rizik stvisiacich s: 1. odolnostou dodavatel'skych retazcov;
2. fyzickou a kybernetickou bezpecnostou kritickej infrastruktary; 3. bezpecnostou technoldgii
a ich tnikom a 4. vyuZivanim hospodarskych zavislosti alebo hospodarskeho natlaku ako zbrane.
Tieto rizikd sa moézu vyskytnut vcelom hodnotovom retazci, od vytvarania znalosti
a zékladného vyskumu az po komercializaciu a vyrobu vo velkom rozsahu.



Druhy rizik, ktorym celia eurépske hospodarstva

Rizika ohrozujice odolnost’ dodavatel’skych retazcov vratane energetickej bezpecnosti —
rizika prudkého narastu cien, nedostupnosti alebo nedostatku kritickych vyrobkov alebo vstupov
v EU, okrem iného vrdtane vyrobkov alebo vstupov spojenych so zelenou transformdciou,
produktov alebo vstupov potrebnych na stabilné a diverzifikované dodavky energie
a farmaceutik.

Rizika ohrozujice fyzicki a kyberneticku bezpecnost’ kritickej infrastruktary — riziko
narusenia alebo sabotaze kritickej infrastruktury, ako su potrubia, podmorské kable, vyroba
elektrickej energie, doprava, siete elektronickej komunikacie, ktoré ohrozuju bezpecné
a spolahlivé poskytovanie tovaru a sluzieb alebo bezpecnost ddt v EU.

Rizika suvisiace s technologickou bezpecnost'ou a inikom technolégii — riziko ohrozujice
technologicky pokrok EU, jej konkurencieschopnost v oblasti technolégii a pristup k Spickovym
technologiam, a to aj prostrednictvom Skodlivych praktik v digitalnej sfére, ako je napriklad
Spionaz alebo nedovoleny unik znalosti. V niektorych pripadoch hrozi, ze v dosledku uniku
technologii dojde k posilneniu vojenskych/spravodajskych sposobilosti tych, ktori by ich mohli
vyuzit na narusenie mieru a bezpecnosti (najmd v pripade technologii dvojakého pouzitia, ako
je kvantova vypoctova technika, pokrocilé polovodice alebo umela inteligencia), a preto su
potrebné osobitné opatrenia na zmiernenie rizik.

Riziko vyuzivania hospodarskych zavislosti alebo hospodarskeho natlaku ako zbrane —
riziko, Ze tretie krajiny budii vo vztahu k EU, jej ¢lenskym Statom a podnikom z EU uplatiiovat
opatrenia ovplyviiujuce obchod alebo investicie s cielom dosiahnut’ zmenu politiky, ktora je
vysledkom legitimnej tvorby politik.

Pritom je dolezité mat’ na pamati, Ze niektoré z uvedenych rizik by za urcitych okolnosti mohli
viest’ aj k ohrozeniu narodnej bezpecnosti. Mohlo by k tomu ddjst’ najméd v pripade tniku
technologii dvojakého pouZitia, priamych zahrani¢nych investicii ohrozujicich bezpecnost
a verejny poriadok; vyvozu poloziek s dvojakym pouzitim alebo odchadzajucich investicii do
uzkeho okruhu pokroc€ilych technologii, ktoré by mohli posilnit’ vojenské a spravodajské
sposobilosti aktérov, ktori mdzu tieto spdsobilosti vyuzit’ na ohrozenie medzindrodného mieru
a bezpecnosti, a v oblasti bezpecného zaobchadzania s citlivymi informaciami.

Na zaklade uvedenych skutoénosti Komisia navrhuje, aby sa spolo¢ne s ¢lenskymi $tatmi EU,
s vyuZzZitim vstupov od sikromnych zainteresovanych stran ana zdklade jasne
vymedzenych parametrov identifikovali a posidili rizika pre hospodarsku bezpe¢nost’ EU,
ktoré ohrozuju jej kl'icové zéujmy, pricom sa zohladni vyvijajaci sa geopoliticky kontext




a v pripade potreby aj ndzory zainteresovanych stran. Malo by ist’ o dynamicky a nepretrzity
proces.

Komisia na tento ucel navrhuje nasledujuci postup, ktory sa uskutocni spolo¢ne s clenskymi
Statmi a v pripade potreby v koordinécii s vysokym predstavitelom:

e rizikd ohrozujiice odolnost’ dodavatel’skych retazcov, ktoré Komisia postdi prehibenim
analyzy strategickych zavislosti EU, pri¢om sa osobitne zameria na zéavislosti, pri ktorych
je vécsia pravdepodobnost’, ze buda vyuzité ako zbrane na geopolitické ucely,

e rizikd ohrozujuce fyzicka a kyberneticki bezpecnost’ kritickej infrastruktury sa budu
nad’alej posudzovat’ v sulade s odporuc¢anim Rady z 8. decembra 2022,

e rizikd suvisiace s technologickou bezpecnostou atnikom technoldgii sa buda
posudzovat’ na zdklade zoznamu strategickych technologii, ktoré majii rozhodujuci
vyznam z hladiska hospodarskej bezpecnosti. Pokial’ ide o najcitlivejsie rizikd, Komisia
na ucely posudenia rizika navrhne zoznam technolégii s dvojakym pouzitim, ktory by
Rada mohla prijat do septembra 2023. Tento zoznam bude zalozeny na uzko
vymedzenych a vyhladovo orientovanych kritériach, ako je podporny a transformacny
charakter technologie, riziko civilno-vojenskej fuzie ariziko zneuZzitia technoldgie na
poruSovanie ludskych prav. Prioritné technoldgie by sa mali posudit’ spolocne
s Clenskymi S$tdtmi do konca roka 2023, aby sa urcili prisluSné ochranné a podporné
opatrenia,

e rizikd vyuZzivania hospodarskych zavislosti alebo hospodarskeho natlaku ako zbrane,
ktoré sa maju posudit’ aj v kontexte neddvno dohodnutého nastroja EU proti natlaku.

V z4ujme zachovania uceleného, cielené¢ho a aktudlneho pristupu k hospodarskej bezpecnosti by
Rada mala kazdych Sest mesiacov preskimat’ (na zaklade informécii od Komisie a pripadne
vysokého predstavitela) celkovy pokrok pri posudzovani rizik v tychto Styroch oblastiach
a kazdy rok podavat spravu Europskej rade.

Vysoky predstavitel okrem toho spolu s ¢lenskymi Statmi posilni jednotnu kapacitu na
analyzu spravodajskych informacii (SIAC) s cielom zvysit jej schopnost’ odhalovat’ hrozby
pre hospodarsku bezpe¢nost’ EU.

3. Zavedenie stratégie hospodarskej bezpecnosti do praxe

V zaujme zmiernenia tychto rizik je stratégia EU v oblasti hospodarskej bezpe&nosti zaloZena na:

1. podpore konkurencieschopnosti arastu EU, posiliiovani jednotného trhu, podpore
silného a odolného hospodarstva, ako aj vyskumnej, technologickej a priemyselnej
zéakladne EU;



2. ochrane hospodarskej bezpecnosti prostrednictvom celého radu politik a néstrojov
vratane cielenych novych néstrojov, ak buda potrebng;
3. nadvizovani partnerstiev a d’alSom posiliovani spoluprace s krajinami na celom svete.

3.1. Podpora hospoddrskej zdkladne, konkurencieschopnosti a rastu EU

Najlep$im prostriedkom, ktory EU méZe vyuZit' na zachovanie prosperity, inovativnosti
a odolnosti svojho hospodirstva, je jednotny trh. NajcastejSie sa spaja s dsporami
z rozsahu pri cezhrani¢nej spoluprici v ramci EU a s rovnakymi podmienkami. EU ziroven
prostrednictvom svojich obchodnych politik, politik investovania v ramci Global Gateway
a inych politik vyuziva jednotny trh nato, aby zachovala otvorenost’ globalnych dodavatel'skych
retazcov a formovala normy, ¢o dalej prispieva k posililovaniu jej konkurencieschopnosti
a bezpecnosti dodavok. Implementécia nastroja NextGenerationEU a kohéznych fondov vedie
k zdsadnym reformam a investicidm v Sirokej Skdle odvetvi vratane kritickych infrastruktur a uz
teraz prispieva k hospodarskemu rastu, konkurencieschopnosti aj odolnosti EU.

V poslednych rokoch Komisia prijala niekol’ko konkrétnych navrhov na zvySenie odolnosti
dodavatel’skych retazcov a ich posilnenie. V priemyselnej stratégii EU sa uvadza niekol’ko
opatreni na posilnenie odolnosti jednotného trhu, ako si priemyselné aliancie na urychlenie
¢innosti v oblasti Cistych technoldgii, surovin, procesorov a polovodicov, dat, edge a cloudu;
dolezité projekty spolocného eurdpskeho zdujmu, vradmci ktorych dochadza k zdruZovaniu
zdrojov v zdujme prelomovych inovéacii; podpora obehového hospodarstva; zlepSovanie zelenych
a digitalnych zruénosti anova stratégia na zabezpedenie vediceho postavenia EU pri
stanovovani globalnych noriem. KI'a¢om k posilneniu bezpeénosti dodavok energie v EU je tiez
energeticka transformacia v sulade s ciel'mi Europskej zelenej dohody a programu RepowerEU.
Hoci sa vtejto oblasti uz dosiahol vyznamny pokrok, v nadchadzajicej sprave o stave
energetickej tinie budu uvedené d’alSie opatrenia, ktoré treba prijat’.

Cielom navrhu aktu o kritickych surovinach je ul'ahcit’ tazbu, spracovanie a recykléciu kritickych
surovin v EU, znizit zavislosti azvysit pripravenost. Eurépsky akt o &ipoch zaisti bezpeéné
dodavky polovodicov, zatial' co navrhovany akt o emisne neutralnom priemysle pomoze zvysit
vyrobu emisne neutrdlnych technolégii v EU. Uvedené iniciativy zahfiiajii G¢inné mechanizmy
riadenia umoziujice v€asnu spolupracu a vymenu informacii medzi Komisiou, Radou a ¢lenskymi
Statmi.

Tieto iniciativy maju takisto priamy vplyv na d’alSie zaistenie bezpecnosti dodavatel'skych retazcov
a pristupu k zdrojom (vystavenych coraz vacsSiemu tlaku naSich strategickych konkurentov, ako sa
zdoraznuje v Strategickom kompase pre bezpecnost’ a obranu), ¢o je nevyhnutné pre inovacnd,
konkurencieschopnu a odolnti eurdpsku obrannu technologicku a priemyselnu zakladiiu. Ich
vCasné prijatie ma preto pre hospodarsku bezpec¢nost’ Eurdpy zasadny vyznam.

Ciel'om nastroja nudzovej pomoci pre jednotny trh je zabezpecit' dostupnost’ a vol'ny obeh
kritickych vyrobkov v pripade budicich nudzovych situécii. Tento nastroj v budiucnosti umozni



monitorovat’ strategické produkty asluzby vratane naruSeni dodévatel'skych retazcov
a suvisiacich nedostatkov a v pripade potreby rychlo a kolektivne reagovat.

Na zabezpelenie vediceho postavenia EU ajej konkurencieschopnosti v oblasti vyskumu
avyvoja strategickych vznikajicich technolégii su naliechavo potrebné dalSie investicie.
V zédujme prilakania sukromnych investicii Komisia pokracuje v rozvoji unie kapitalovych
trhov. Okrem toho navrhuje nové nariadenie o zriadeni platformy strategickych technologii pre
Eurépu (STEP), ktord bude podporovat vyvoj a vyrobu Spickovych a digitdlnych technologii,
Gistych technoldgii a biotechnologii v Unii alebo posiliiovanie prisluinych hodnotovych
retazcov, &o ma prispiet’ k splneniu cielov zelenej a digitalnej transforméacie. To Unii umozni
znizit strategické zéavislosti alebo im predchadzat’.

Komisia takisto preskima rozsah podsobnosti existujicich nastrojov ado konca roka 2023
predlozi spravu o moznostiach zabezpe€enia primeranej, strategicky zameranej podpory vyvoja
technoldgii dvojakého pouzitia.

3.2. Ochrana pred rizikami ohrozujucimi hospodarsku bezpecnost
EU uz zaviedla osobitné nastroje na znizovanie rizik a opatrenia na ochranu pred rizikami

ohrozujiicimi hospodarsku bezpecnost’. Ked'ze rizika sa neustale vyvijaju, musime posudit’, aké
ucinné su tieto ndstroje pri rieSeni rizik, a zvazit' modernizaciu nastrojov alebo nové nastroje,
ktoré by mohli byt’ potrebné.

RieSenie vyuZivania hospodarskych zavislosti a hospodarskeho natlaku ako zbrane

Strategické zavislosti, od ktorych sa mézu odvijat’ rizika ohrozujuce hospodarsku bezpecnost’, sa
moézu zhorSovat’ v dosledku netrhovych politik a praktik pouzivanych tretimi krajinami, ktoré
narusaju rovnaké podmienky na trhu. Komisia bude désledne pouzivat nastroje na ochranu
obchodu, aby takéto neférové politiky a praktiky rieSila, pricom je pripravena uplatnit’ nariadenie
o zahrani¢nych subvenciach, aby zabezpecila rovnaké podmienky ako na jednotnom trhu.

V reakcii na umyselny hospodarsky tlak, ktorému boli EU ajej ¢lenské $taty v poslednych
rokoch vystavené, prijala EU svoj nastroj proti natlaku. Cielom tohto néstroja je v prvom rade
odradit’ krajiny od toho, aby obmedzovali obchod alebo investicie ¢i hrozili ich obmedzenim so
zamerom zmenit legitimnu politiku v EU, ale predpokladd sa viiom aj moznost, z¢ EU
v krajnom pripade prijme protiopatrenia. EU bude takisto spolupracovat’ s partnerskymi
krajinami pri monitorovani pripadov natlaku a posudzovani a ur€ovani moznosti koordinovane;j
reakcie.

Prichadzajuce investicie ovplyvitujiice bezpecnost’ a verejny poriadok

Nariadenim o preverovani priamych zahraniénych investicii sa vytvoril mechanizmus
spoluprace, v ramci ktorého si ¢lenské Staty a Komisia mézu vymienat’ informécie, upozoriiovat’
na obavy stvisiace s bezpecnost'ou a identifikovat’ rieSenia tykajuce sa konkrétnych priamych
zahrani¢nych investicii, aby tak zabezpecili ochranu bezpecnosti a verejného poriadku. Od



oktobra 2020 Komisia a clenské Staty preskumali viac ako 1000 transakcii spojenych
s priamymi zahraniénymi investiciami. Komisia je zaroveinl v procese hodnotenia sucasné¢ho
ramca ado konca roka 2023 navrhne jeho reviziu. Clenské $taty, ktoré este nezaviedli
vnutrostatne mechanizmy preverovania priamych zahrani¢nych investicii, by tak mali
bezodkladne urobit’.

Bezpecnost technologii a ich unik

KTI'a¢om k hospodarskej bezpeénosti EU je schopnost’ vyvijat’ nové technolégie a drzat’ s nimi
krok, ktord znizuje strategicku zavislost a umoziuje nam zachovat’ si alebo ziskat’ technologickt
vyhodu.

Dolezitymi  charakteristikami eurdopskeho vyskumu ainovacie si otvorenost’
a medzinirodna spolupraca. V snahe pomdct predist Gniku technoldgii financovanych EU
mdze Komisia napriklad v nalezite odévodnenych pripadoch vylucit' uréité subjekty z tretich
krajin alebo subjekty z EU kontrolované uréitymi tretimi krajinami z G&asti na vyskumnych
a inovaénych projektoch a projektoch zavadzania digitadlnych kapacit, aby tak ochranila
strategické aktiva a zaujmy Unie, ako aj jej autonémiu alebo bezpecnost. Moze tiez postdit
vplyv transferu vysledkov programu Horizont Eurdpa (vratane duSevného vlastnictva)
vytvorenych v ramci vyskumu financovaného EU do tretich krajin, ktoré nie s pridruzené
k tomuto programu, a namietat’ proti takymto transferom.

Komisia takisto vypracovala stiibor nastrojov na boj proti zahrani¢nému zasahovaniu do
vyskumu a inovacii, ktory pomédha zvySovat informovanost a budovat’ odolnost’ v sektore
vyskumu a inovécii v celej Eurdpe, a to na vnltroStatnej i odvetvovej urovni, s cielom zvysit
bezpecnost’ vyskumu v SirSom zmysle.

Pokial’ ide o technologie, ktoré sa povazuju za rozhodujuce pre hospodarsku bezpecnost
(uvedené v oddiele 2), Komisia po posudeni navrhne opatrenia na zlepSenie bezpecnosti
vyskumu, ¢im sa zabezpeCi systematické a dosledné presadzovanie uvedenych néstrojov
a identifikujii sa a budi sa rieSit’ vSetky ostatné nedostatky. Pritom vSak zachova otvorenost
nasho systému, ktory je zdkladom nasich inova¢nych hospodarstiev.

Normalizécia je dolezitou sucast'ou ,,mikkého* vplyvu na podobu technologickych vydobytkov,
apreto ma nepriamy dosah na hospodarsku bezpe¢nost EU (a to aj tym, Ze jej umoziiuje
obmedzit mozZnosti zneuzivania technoldgii, ktoré by mohli ohrozit jej hospodarsku
bezpeénost). Ako sa uvadza v stratégii EU v oblasti normalizacie, EU musi byt schopna
formovat’ medzindrodné normy v stlade so svojimi hodnotami a zdujmami — a so suborom
svojich pravnych predpisov. Pokial’ ide o buduce akty tykajice sa umelej inteligencie, dat alebo
kybernetickej odolnosti, EU bude spolu s partnermi pracovat’ na eurépskych normach ana
vytvarani jednotnych medzinarodnych noriem. K predchadzaniu tniku technoldgii rovnako
prispeje aj uc¢inné presadzovanie prav duSevného vlastnictva, najma patentov.



EU vramci svojej stratégie kybernetickej bezpe¢nosti zroku 2020 zaviddza na boj proti
Skodlivym praktikam v digitalnej oblasti opatrenia, ktorych ciel'om je ochrana pred nezakonnym
vplyvom, priemyselnou Spionazou anezdkonnym unikom znalosti. Navrhovanym aktom
o kybernetickej odolnosti sa zlepsi kybernetickd bezpecnost’ hardvéru a softvéru predavaného
v Unii pre verejny a sikromny sektor. EU bude nadalej riesit’ kradeze dusevného vlastnictva
umoznené digitalnymi technolégiami, pricom okrem iné¢ho vyuzije aj sibory svojich nastrojov
pre spolo¢nii diplomaticku reakciu EU na $kodlivé hybridné a kybernetické &innosti.

Ochrana hospodarskej bezpecnosti ochranou infrastruktury

EU prijala smernicu o odolnosti kritickych subjektov a revidovani smernicu o opatreniach
na zabezpedenie vysokej spolo¢nej tirovne kybernetickej bezpe¢nosti v Unii (smernica
NIS2). Tieto smernice poskytujii aktualizovany akomplexny pravny rdmec na posilnenie
fyzickej aj digitdlnej odolnosti kritickej infraStruktiry (vratane energetiky, dopravy,
zdravotnictva, digitdlnej infraStruktiry, vody a potravin). V nadvdznosti na odporucanie Rady
z decembra 2022 sa uz vykonavaji cielené opatrenia na zabezpeéenie spolo¢nej reakcie EU na
incidenty.

V zaujme zvySenia bezpe€nosti a odolnosti sieti 5G sa v siubore nastrojov pre bezpe¢nost’ 5G
stanovuje subor opatreni, ktoré maju uplatnovat’ vSetky cClenské S$taty, vratane opatreni na
obmedzenie alebo vylucenie vysokorizikovych dodavatel'ov. Komisia 15. jina 2023 nalichavo
vyzvala Clenské Staty, ktoré eSte v plnej miere neuplatiiuju tieto opatrenia na vysokorizikovych
dodavatel'ov, aby tak bezodkladne urobili.

Pri zaistovani bezpeénosti dodavatel'ského retazca pre kritickli infrastruktiru EU bude dolezita
ulohu zohravat’ aj navrhovany akt o kybernetickej odolnosti. Pre odvetvia infrastruktury
elektronickych komunikacii a energetiky sa osobitne vypracivaju aj postdenia a scenare rizik
v kybernetickej oblasti, ktoré budi vychodiskom pre opatrenia podporované v ramci
navrhovaného aktu o kybernetickej solidarite, ako je predovSetkym koordinované testovanie
kritickych subjektov.

Lepsia koordindcia EU v oblasti kontrol vyvozu poloZiek s dvojakym pouzitim

Niektoré strategické technolégie mozno pouzit’ dvojako a vyZaduju si osobitni pozornost’.
V oddiele 2 sa uvadza, ze EU uréi zoznam technolégii, ktoré maju zasadny vyznam pre
hospodarsku bezpec¢nost’, a spolocne posudi ich rizikd. Hoci sa na kontroly vyvozu poloziek
s dvojakym pouzitim vztahuje mnohostranny ramec i ramec EU, rozhodnutia o ich vykonavani
a presadzovani st predovSetkym v rukach ¢lenskych Statov.

Zavedena Struktira kontroly vyvozu poloziek s dvojakym pouzitim, ktord nasleduje priklad
mnohostrannych reZimov kontroly vyvozu, v poslednych desatrociach prispievala k dosahovaniu
ciel'ov bezpecénostnej politiky Unie a zaroveii podporovala otvorenost a priaznivé prostredie pre
vyskum a inovécie anesirenie zbrani vo vieobecnosti. EU bude va¢$mi podporovat’ pracu
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mnohostrannych rezimov kontroly, hoci U¢innost’ jej konania ovplyviiuje skutocnost, ze
vjednom z existujucich mnohostrannych rezimov kontroly je len c¢lenom av druhom
pozorovatel'om.

Vzhladom na nové vyzvy suvisiace so zvySenym vojenskym potencidlom celej Skaly
strategickych technologii, nezakonnou utocnou vojnou Ruska voc¢i Ukrajine, zvySenym
geopolitickym napidtim a na rizikd ohrozujice narodnu bezpecnost’ vSak niektoré Clenské Staty
EU atretie krajiny zintenzivnili vnitro§tatne kontroly a obmedzili tak vyvoz kritickych
technoldgii mimo procesov stanovenych v mnohostrannych rezimoch kontroly vyvozu alebo,
v niektorych pripadoch, na zdklade tychto procesov, napriklad vo vztahu k zariadeniam na
vyrobu pokrocilych polovodi¢ovych cipov alebo zariadeniam suvisiacim s kvantovou
vypoctovou technikou. Neddvny vyvoj takisto ukéazal, ze je potrebné, aby bol tento rezim
pruznejsi a dokazal tak reagovat’ na aktudlne a rychlo sa meniace udalosti.

V roku 2021 bolo revidované nariadenie EU o kontrolich vyvozov poloZiek s dvojakym
pouzitim s cielom lepSie rieSit' rizikd spojené srychlo sa vyvijajucim bezpecnostnym,
technologickym a obchodnym prostredim s osobitnym zameranim na vyvoz citlivych,
vznikajticich technologii. Obsahuje ustanovenia, ktoré umoznuju jednému clenskému Statu
zaviest’ kontroly vyvozu na zéklade pravnych predpisov iného c¢lenského Statu. Vd’aka tomu
maji kontroly vyvozu, ktorych vykonavanie je vysadou jednotlivych ¢lenskych statov EU,
s podporou Komisie cezhraniény i¢inok koordinovany medzi ¢lenskymi $tatmi EU. Ustanovenia
sa v sucasnosti overuju v praxi.

Potreba rychlejSich a koordinovanejich opatreni na rovni EU v oblasti kontroly vyvozu
znacne vzrastla, ked'ze nekoordinovany narast kontrol zavadzanych jednotlivymi ¢lenskymi
Statmi by vytvoril medzery a oslabil u¢innost’ kontrol vyvozu a integritu jednotného trhu.
S vyvojom Coraz viacSiecho mnozstva technologii, ktoré maju rozhodujici vyznam pre narodnu
bezpecnost’ a podliehaji vnutro$tatnym kontroldm, by mozné rozdielne postupy uplatiiované
Clenskymi $tatmi oslabili hospodarsku bezpecnost’ celej EU. Aby sa tomu zabranilo, treba
stCasné nariadenie v plnej miere vykondvat. Zaroven by sa malo zacat’ uvaZzovat’ o vypracovani
koordinovanejSieho eurdpskeho pristupu, ktory by vychadzal z existujiceho ramca a zahfnal by
viac ako len stiCasnl povinnost’ zabezpecit’ transparentnost’ medzi ¢lenskymi Statmi.

Komisia preto najneskoér do konca tohto roka predloZi navrh na zlepSenie ucinnosti
a efektivnosti sicasného ramca. Ramec by tak mal zodpovedat poziadavkam rychlo sa
meniaceho technologického a bezpe&nostného prostredia a mal by posilitovat’ schopnost’ EU plne
zohravat’ tlohu globélneho aktéra v situacii, ked’ st mnohostranné rezimy kontroly vyvozu pod
tlakom, a to pri plnom redpektovani prislusnych pravomoci EU a ¢lenskych §tatov.

Odchadzajuce investicie

EU aclenské §tity maju tiez spoloény zdujem na tom, aby tizky okruh technologickych
vydobytkov, ktoré boli posidené ako KkPucové z hPadiska posilnenia vojenskych
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a spravodajskych sposobilosti aktérov, ktori ich mé6Zu vyuzZi na naruSenie
medzinarodného mieru a bezpecnosti, nebol financovany kapitalom naSich spolocnosti ani
dosiahnuty s vyuzitim ich odbornych znalosti a poznatkov.

Kontroly strategického obchodu a investicii si vyZaduji celostny pristup, ktory niam
umozni chranit’ nase zakladné bezpe¢nostné zaujmy. To vyvolava otazku, ¢i nie je kontrolam
potrebné podrobit’ nielen vyvazany tovar, ale aj urCité odchadzajice investicie a eliminovat’ tak
riziko, ze v ramci takejto investicie dojde k uniku technologii a know-how.

Okrem toho je potrebnd intenzivnejSia spolupraca, aby sa zabranilo uniku citlivych vznikajucich
technologii, ako aj inych poloziek s dvojakym pouzitim do problematickych krajin, ktoré
uplatiiuji  stratégie civilno-vojenskej fuzie, aaby sa prediSlo naslednému nahradeniu
akéhokol'vek kontrolovaného vyvozu a investicii EU vyvozom a investiciami z inych krajin.

Komisia v spolupraci s ¢lenskymi §tatmi preskima, aké bezpecnostné rizikd moézu vyplynat
z odchadzajucich investicii. Zriadi novia Specializovani skupinu odbornikov z ¢lenskych
Statov, ktora bude pomdahat pri plneni tychto uloh, avytvori tak novy, Struktirovany
mechanizmus dovernej spoluprace. Komisia takisto vyuzije informacie od tejto novej expertnej
skupiny, aby podla potreby oslovila podniky a d’alSie zainteresované strany, a pripadne aj
partnerské krajiny, a konzultovala s nimi.

Na ziaklade toho preskima moZné opatrenia, ktorymi by bolo moZné riesit’ bezpecnostné
rizika spojené s odchadzajicimi investiciami, so zidmerom predloZit’ do konca roka
prislu$nu iniciativu.

Celkovo teda moZno konStatovat’, Ze na to, aby sme v pripade potreby dokazali odvaznejSie
arychlejSie pouZivat' existujiice nastroje EU a asertivnejsie pristupovat’ kich
presadzovaniu, potrebujeme jednotu na wrovni EU. EU ajej ¢lenské §taty by mali
zabezpecCit', aby sa potencidl tychto nastrojov naplno vyuzil na posilnenie hospodarskej odolnosti
a ochranu zakladnych bezpecnostnych zdujmov, pricom by mali mat’ na pamaéti aj vplyvy mimo
EU. Podniky zEU by sa zaroveit mali nabadat’ k tomu, aby rizikd v oblasti hospodarskej
bezpecnosti zaclenili do svojich procesov naleZitej starostlivosti a riadenia rizik. V niektorych
oblastiach je navySe podla tohto ozndmenia potrebné posilnit’ existujuce nastroje alebo
vyvinut’ nové nastroje, ktoré by boli primerané si¢asnym rizikam.

3.3. Nadvdzovanie partnerstiev v oblasti hospodarskej bezpecnosti

EU neméze zaistit' hospodarsku bezpefnost’ sama. Ani jej politicka reakcia nemédZe byt’
jednostranna. Globéalne hospodarstvo zostane nad’alej integrované a prepojené, ucinnost
opatreni EU preto zavisi od spoluprace a koordinacie s ostatnymi. Treba zabezpecit', aby politiky
hospodarskej bezpecnosti nemali nezelané dosledky pre tretie, najmd tie najzranitelnejSie
krajiny, a na to je nevyhnutna transparentnost’ a spolupraca. Znizovanie rizik pre dodavatel'ské
retazce azmieriovanie naruSeni si vyZaduje diverzifikdciu dodavok a pristup k ré6znym
dovoznym avyvoznym trhom. Zranitelnosti, ktoré sa vyskytujt vEU asi previazané
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s kritickymi zavislostami v strategickych sektoroch, su navyse vel'mi podobné zranite'nostiam
mnohych inych globalnych hra¢ov vratane najblizich partnerov EU, pri¢om vsetky krajiny st
potencialne zranitel'né, ak budu celit’ rt6znym formam hospodarskeho natlaku.

Tato skutocnost’ je silnym argumentom v prospech spoluprace s ¢o najSirSim spektrom
partnerov vratane dlhodobych partnerov s podobnym zmyslanim, ako su ¢lenovia skupiny G7,
ako aj inych, ktori maji rovnaké zaujmy ako my a s ochotni s nami spolupracovat’.

Tato spoluprica bude pruZzni abude sa li§it formou, rozsahom a druhmi partnerov
v zavislosti od spolo¢nych zdujmov a totoznych zavislosti a v zavislosti od konkrétnej oblasti
politiky alebo identifikovanych rizik.

Dvojstranna a mnohostrannd spolupraca

EU vo velkej miere rozsiruje svoje nastroje dvojstrannej a mnohostrannej spoluprice, aby
v pripade, Ze to bude potrebné v zaujme vicSej hospodarskej bezpe¢nosti, dokazala
pohotovejsie reagovat’. Ide o kl'i€ovy prvok politickej reakcie Unie, ktory vedie k zaisteniu
bezpecnosti prostrednictvom diverzifikacie partnerov. Intenzivnu spolupracu v oblasti
hospodarskej bezpecnosti sme uz nadviazali s réznymi partnermi vratane USA a Indie, priCom
tdito spolupraca prebieha vradmci prislusSnych Rad pre obchod a technoldogie. Sucastou
hospodarskeho dialogu na vysokej tirovni medzi EU a Japonskom bude osobitny pracovny okruh
venovany otazkam hospodarskej bezpecnosti.

Dolezity priestor na spolupracu v oblasti hospodarskej bezpecnosti predstavuje aj skupina G7.
Vo vyhlaseni zo samitu v Hiro§ime venovaného hospodarskej odolnosti a bezpe€nosti, ktory sa
konal v maji 2023, sa potvrdzuje zavizok veducich predstavitelov skupiny G7 spolupracovat’
navzajom as partnermi mimo skupiny G7 na posilneni globalnej hospodarskej odolnosti
a hospodarske; bezpecnosti budovanim odolnych dodavatel'skych retazcov a kritickej
infrastruktiry, reagovanim na Skodlivé praktiky, ako st netrhové politiky a hospodarsky natlak,
a predchadzanim uniku kritickych a vznikajacich technologii.

Co najvi&i sibor geoekonomickych nastrojov — zahfiiajici nastroje od dohdd o volnom
obchode aZ po digitalne partnerstva, zelené aliancie a partnerstva, partnerstva v oblasti surovin
aklub pre suroviny, ako aj posilnent spolupracu s krajinami v susedstve EU — nam umoziiuje
reagovat’ na Siroku Skalu vyziev suvisiacich s hospodéarskou bezpecnost'ou vhodnym néstrojom
umoznujucim ¢o najvacsiu koordindciu a prinaSajucim najviacsi mozny ucinok. Tieto nastroje
budeme nad’alej vyuzivat’ a prisposobovat’ tak, aby lepSie prispievali k odolnosti dodavatel'skych
retazcov a hospodarskej bezpeénosti EU.

Prostrednictvom tiplného vykonavania dohdd o vol'nom obchode, ktoré EU uzavrela, budeme
nad’alej ¢o najlepSie vyuzivat rozsiahlu siet’ tychto dohdd a zarovent budeme pracovat’ na jej
rozSireni. Tieto dohody ulahCuju znizovanie rizik pre podniky, diverzifikaciu a zniZovanie
zéavislosti otvaranim novych trhov, pomahaji budovat’ vzijomne prinosné hospodarske vézby,
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predovsetkym v regionoch, kde by EU inak uvolnila priestor, ktory by zaplnili tretie krajiny, ako
aj podporovat socidlnu a environmentalnu udrzatel'nost’.

KTI'a¢ovym rozmerom hospodarskej bezpecnosti je pripravenost’ EU posilnit’ svoje partnerstva
s rozvojovymi Krajinami, ktoré by mohli zohravat vyznamnejSiu tulohu v globdlnych
hodnotovych retazcoch. Finanéné a technicka podpora, ktora EU poskytuje krajinim s nizkymi
a strednymi prijmami na industrializaciu, zelent transformaciu a preklenutie digitalnej priepasti,
je nielenze sama osebe cennd a vytvara pozitivne U¢inky pre miestne komunity, ale prispieva aj
k nasej hospodarskej odolnosti tym, ze podporuje diverzifikovanejsie globalne hospodarstvo.

V tejto suvislosti budi kl'a¢ové iniciativa Global Gateway a partnerstvo pre globalne investicie
do infrastruktiry, ktoré prispeji k hospodarskej bezpecnosti ich prijemcov, pomozu im nadviazat’
uzsie hospodarske vdzby aprispeju kich integracii s globdlnymi ekonomikami. Tieto iniciativy
pomézu EU a jej partnerom spoloéne riesit’ hlavné vyzvy vratane boja proti zmene klimy, zavadzania
bezpecnych digitdlnych infraStruktir, zlepSovania systémov zdravotnej starostlivosti a dosahovania
cielov udrzatelného rozvoja, priCom partnerom pontknu udrzatelné alternativy k investiénym
praktikam, v dosledku ktorych by boli zranitel'nejsi voci hospodarskemu natlaku vyvijanému ich
veritelmi. Zaroven prispievaju k hospodarskej bezpetnosti EU, ato najmid tym, Ze pomahaju
diverzifikovat’ dodavatel'ské retazce aintegrovat hodnotové retazce s partnermi v kIiCovych
odvetviach.

EU bude spolu s rdznymi partnermi pokradovat’ v rozvijani d’alsich foriem spoluprace v otdzkach
zaujmu, napriklad v oblasti kritickych surovin v ramci klubu pre kritické suroviny.

Mnohostranna spolupraca

Na globalnej trovni je zakladom pre hospodarsku bezpeénost EU avsetkych ¢lenov
medzinarodného spoloCenstva mnohostranna spolupraca aramec zalozeny na pravidlach. Aj
v prostredi strategickej rivality a hospodarskej sutaze existuje priestor na medzinarodni
spolupracu v oblasti spolo¢nych vyziev a potreba jasnych pravidiel zaru€ujicich spravodlivy
a otvoreny obchod, ¢im sa obmedzia snahy o mocenské presadzovanie vlastnych zaujmov,
hospodarska fragmentécia alebo protekcionizmus.

V zaujme EU je preto posilnit mnohostranni spolupriacu prostrednictvom
medzinarodnych for a organizacii, ako su G20, OSN alebo multilateradlne rozvojové banky.
V oblasti obchodu bude EU pokradovat’ v usili o reformu Svetovej obchodnej organizacie
(WTO) a obnovenie jej funkcie urovnavania sporov, kedze G€¢innd WTO zohrava rozhodujucu
ulohu pri minimalizacii rizika svojvolného spravania a zmensuje priestor na mozné obmedzenia
obchodu.

DalSie kroky
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Komisia a vysoky predstavitel' v rdmci svojich prislusnych pravomoci:

» v spolupréci s ¢lenskymi Statmi vytvoria rdamec na posudzovanie rizik, ktoré¢ maju
vplyv na hospodarsku bezpeénost EU; to zahfiia zostavenie zoznamu technologii,
ktoré maju zasadny vyznam pre hospodarsku bezpec¢nost’, a postidenie ich rizik
s cielom navrhnut’ vhodné zmierfiujuce opatrenia,

» zapoja sa do Struktirovaného dialégu so sikromnym sektorom s ciel'om dospiet’ ku
kolektivnemu chépaniu hospodarskej bezpecnosti a nabadat sukromny sektor, aby
vzhl'adom na obavy o hospodarsku bezpecnost’ uplatnoval nalezit starostlivost
a vykonaval riadenie rizik,

> budu dalej podporovat’ technologicku suverenitu EU a odolnost’ jej hodnotovych
retazcov, a to aj vyvojom kritickych technolégii prostrednictvom platformy STEP,

» preskimaji nariadenie o preverovani priamych zahranié¢nych investicii,

» preskimaji moznosti zabezpeCenia primeranej cielenej podpory vyskumu a vyvoja
technoldgii dvojakého pouzitia,

> budi vplnej miere vykonavat nariadenie EU o kontrole vyvozu poloZiek
s dvojakym pouzitim a predlozia navrh na zabezpecenie jeho ucinnosti a efektivnosti,

» navrhnl iniciativu na rieSenie bezpecnostnych rizik spojenych s odchadzajacimi
investiciami,

> mnavrhni opatrenia na zlepSenie bezpefnosti vyskumu, ¢im sa zaisti systematické
a dosledné presadzovanie existujicich ndastrojov a identifikuji sa vsetky ostatné

nedostatky,
» preskimaji cielené vyuzivanie nastrojov. SZBP na posilnenie hospodarskej

bezpeénosti EU vratane nastrojov pre spoloént diplomaticka reakciu EU na $kodlivé
hybridné a kybernetické €innosti a siboru nastrojov proti manipulacii s informéaciami
a zasahovaniu zo zahranicia (FIMI),

> daju pokyn jednotnej kapacite EU na analyzu spravodajskych informacii (SIAC), aby
sa osobitne venovala odhal'ovaniu moznych hrozieb pre hospodarsku bezpeénost’ EU,

> zabezpetia, aby sa ochrana a podpora hospodarskej bezpe¢nosti EU plne zaélenila do
vonkajSej Cinnosti Europskej unie, a zintenzivnia spolupracu s tretimi krajinami
v otazkach hospodarskej bezpecnosti.

Zaver

V prepojenom svete nedokéaze ziadna krajina zaistit’ svoju hospodarsku bezpecnost’ samostatne.
V dneSnom svete mozZno hospodarske anarodné bezpecnostné zdujmy, zranitelnosti
a nadvézujlce opatrenia ¢lenskych Statov len zriedka vnimat’ alebo identifikovat’” oddelene od
zaujmov inych ¢lenskych $tatov alebo Unie ako celku. Zaujmy jednotlivych &lenskych $tatov st
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neoddelitelne spojené s riadnym fungovanim vnutorného trhu, integritou obchodnej politiky EU
a bezpe¢nostnymi zaujmami EU ako celku.

Alternativou k pristupu, v ramci ktorého sa hospodarska bezpe¢nost’ riesi na trovni EU, je, Ze
nasi partneri si buda vyberat’, s kym uzatvoria spojenectva, zatial’ ¢o hraci s hor§Simi tmyslami sa
budu usilovat’ rozdelovat’ a panovat. Preto su pre hospodarsku bezpe¢nost Unie nevyhnutné
spolo¢né a koordinované opatrenia EU vo vsetkych oblastiach politiky prostrednictvom
spoluprace medzi EU a ¢lenskymi §tatmi. KI'a¢om k uspechu bude konat’ jednotne.
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