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1. Strategie pro posileni evropské hospodarské bezpecnosti

Celosvétova pandemie, nezakonna a nevyprovokovana valka Ruska na Ukrajin€, nepratelska
hospodaiska opatteni, kybernetické ttoky a utoky na infrastrukturu, zahrani¢ni vméSovani a
dezinformace a celosvétoveé narustajici geopolitické napéti odhalily rizika a zranitelnd mista v
nasich spolec¢nostech, ekonomikach a podnicich, ktera jesté pred par lety neexistovala.

V poslednich letech se EU daftilo jak plnit své priority, tak feSit zranitelnd mista, at’ uz jde o
energetickou bezpecnost, pfipravenost na pandemii, nebo odolnost ekonomik, dodavatelskych
fetézcl a klicovych technologii obecné.

Tyto zkuSenosti vSak také ukazaly, Zze Evropa nebyla v nékterych ptipadech dostatecné
némz se nachazime. Pandemie COVID-19 odhalila, jaka rizika mohou pro fungovani evropského
hospodafstvi piedstavovat vysoce koncentrované dodavatelské fetdzce. Utoéna valka Ruska vici
Ukrajiné ukazala, jak pfiliSna zavislost na jedné zemi, zejména pokud ma tato zeme systémove
odlisné hodnoty, modely a z4jmy, snizuje strategické moznosti Evropy a ohroZuje naSe
ekonomiky a obgany. Clenské staty a podniky jsou také nuceny nést néklady vyplyvajici z
hospodaiského natlaku, vcetné zdkazi evropského vyvozu a bojkoti evropskych znacek, které je
maji donutit, aby se podfidily politickym prioritdm jiné zem¢. VSechny tyto trendy ptedstavuji
ptimé riziko pro fungovani naSich spolecnosti, ekonomik a svétového obchodu a zaroveii jsou
pfimou vyzvou pro strategické zajmy EU a schopnost jednat.

S rostoucim geopolitickym napétim a globalni ekonomickou integraci, ktera je hlubsi nez
kdykoli predtim, mohou nékteré ekonomické toky a ¢innosti piredstavovat riziko pro nasi
bezpecnost. Ta je vice nez kdy predtim hluboce provazana s nasi schopnosti zvysit nasi odolnost
a snizit rizika vyplyvajici z hospodaiskych vazeb, které jsme v poslednich desetiletich
povazovali za neSkodné. Hluboké technologické zmény pfispivaji k intenzité této konkurence a
komplikuji hospodaiské a bezpecnostni vyzvy.

Nova geopoliticka a technologicka realita vyZaduje zménu pristupu, ktera by zachovala
prevaznou vétSinu vysoce cennych hospodarskych vazeb Evropy se svétem a zaroven by
zajistila uc¢inné reSeni novych rizik, kterym ¢elime a ktera jsou sice velmi specificka, ale
kriticka.

EU neni v tomto procesu sama: vyzvy v oblasti své vlastni hospodaiské bezpecnosti zacaly
resit zemé po celém svété. Nekteré vyspélé ekonomiky jiz piijaly specializované strategie a nyni
je provadéji. Také rozvijejici se ekonomiky pfijimaji opatieni a diverzifikuji své hospodarské
vazby, aby omezily $kodlivé zavislosti a zvysily mistni produkci. Tento trend odrazi skute¢nost,
ze v soucasné dob¢ jsme schopni zajistit svou prosperitu, svrchovanost a bezpecnost pouhym
doplnénim tradi¢nich pfistupii k néarodni bezpecnosti o novd opatfeni na ochranu nasi
hospodaiské bezpecnosti. Spoluprace s naSimi spojenci, partnery a podnikatelskym sektorem pfi
formulovani a realizaci vize hospodaiské bezpecnosti nase usili zndsobi.



Ackoli Evropska unie udélala v poslednich letech mnoho pro to, aby zareagovala na
konkrétni vyzvy, nyni potiebuje komplexni a strategicky pristup k hospodarské
bezpecnosti, sniZzovani rizik a podpore svého technologického naskoku v Kkritickych
odvétvich. Cilem je poskytnout ramec pro dikladné posouzeni a fizeni rizik pro hospodaiskou
bezpecnost na urovni EU, clenskych stati a podnikli a zéroven zachovat a zvysSit nasi
hospodaiskou dynamiku. O to dilezitéjsi je mit takovy ramec zavedeny v dobé, kdy se tato rizika
rychle vyvijeji a zaroven spojuji s obavami v oblasti narodni bezpecnosti. Ukazkovym ptikladem
je rychlost, s jakou se objevuji nové kritické technologie a stird hranice mezi civilnim a
vojenskym sektorem.

Vychozim bodem této strategie je jasny prehled o rizicich a védomi toho, Ze existuje
prirozené napéti mezi posilenim nasi hospodaiské bezpecnosti a zajisténim moznosti Evropské
unie 1 nadéle tézit z oteviené ekonomiky.

EU je jednou z nejatraktivnéjSich destinaci pro globalni spole¢nosti a pro investice. NaSe
ekonomiky prosperuji v prostfedi otevieného obchodu a investic zaloZenych na pravidlech,
bezpecného preshrani¢niho propojeni a spoluprace v oblasti vyzkumu a inovaci. Tyto prvky
budou i nadale rozhodujici hybnou silou evropské konkurenceschopnosti a odolnosti s tim, jak
urychlujeme soubéznou ekologickou a digitalni transformaci. Abychom podpofili hospodatskou
soutéz a zajistili si pfistup k surovindm, technologiim a jinym vstupim, které¢ jsou klicové pro
zvySeni nasi konkurenceschopnosti, odolnosti a udrzeni soucasné a budouci zaméstnanosti a
ristu, musime se spoléhat na obchod a jednotny trh. Stejné tak chceme, aby nasi partnefi po
celém svété i nadale vyuzivali ptistup na evropské trhy, kapital a technologie pro sviij piechod k
Cisté a odolné ekonomice.

Spravna rovnovaha je zasadni a mulze zajistit, Ze se naSe hospodaiské a bezpecnostni zajmy
budou vzajemné posilovat. Dosazeni tohoto cile bude zaviset na tiech prioritach: 1) podpoie
nasi vlastni konkurenceschopnosti, 2) ochrané pred ekonomickymi bezpe¢nostnimi riziky a
3) partnerstvi s co nejSirSim okruhem zemi, které sdileji naSe obavy nebo zajmy v oblasti
hospodarské bezpec¢nosti.

Priority Strategie hospodaiské bezpe¢nosti EU

- Podpora nasi vlastni konkurenceschopnosti zvySovanim odolnosti naseho hospodarstvi a
dodavatelskych ftetézcii a posilovanim inovaci a primyslové kapacity, pii soucasném
zachovani naseho trzniho hospodaftstvi. Toho Ize dosdhnout prohloubenim jednotného trhu,
investicemi do ekonomiky budoucnosti prostiednictvim zdravych makroekonomickych
politik a politik soudrznosti, nastroje NextGenerationEU, investic do lidského kapitalu,
vcetné prohlubovani dovednosti evropské pracovni sily. To bude vyzadovat diverzifikaci
zdroji zéasobovani a vyvoznich trhli nebo podporu vyzkumné a primyslové zakladny ve
strategickych oblastech, jako jsou pokrocilé polovodice, kvantova vypocetni technika,
biotechnologie, priimysl pro nulové Cisté emise, ¢ista energie nebo kritické suroviny.




- Ochrana pred bézné zjisténymi riziky pro hospodarskou bezpecnost lepSim vyuzivanim
nastroju, které jsme jiz zavedli, naptiklad v oblasti ochrany obchodu, zahrani¢nich subvenci,
bezpecnosti 5G/6G, provérovani ptimych zahrani¢nich investic a kontroly vyvozu, jakoz i
nového néstroje pro boj proti hospodarskému natlaku. Soucasné musime posoudit ucinnost
souboru nastroji EU a v pfipad¢é potieby jej rozsifit, aby bylo mozné fesit néktera nova
rizika, kterym celime, naptiklad v souvislosti s vyvozem nebo investicemi do zahrani¢i do
uzkého souboru klicovych zakladnich technologii s vojenskym vyuzitim (napf. v oblasti
kvantové vypocetni techniky, pokrocilych polovodici nebo umélé inteligence).

- Partnerstvi se zemémi, které¢ sdileji nase obavy ohledné¢ hospodarské bezpecnosti, 1 se
zemémi, které maji spolecné zdjmy a jsou ochotny s nami spolupracovat na piechodu k
okruhem partneri na posileni hospodarské bezpecnosti, podpoie odolnych a udrzitelnych
hodnotovych fetézci a posileni mezindrodniho hospodarského tadu zalozeného na
pravidlech a multilateralnich instituci. Znamena to rovnéz uzavirat partnerstvi se zemémi na
podobné cesté snizovani rizik, prohlubovat dohody o volném obchodu a pokracovat v jejich
uzavirdni a investovat do udrzitelného rozvoje a bezpecnych vazeb po celém svété
prostiednictvim strategie Global Gateway.

Zakladnimi zdsadami pro vSechna opatieni v oblasti hospodaiské bezpecnosti vyplyvajici z této
strategie budou: proporcionalita s cilem zajistit, aby naSe nastroje byly v souladu s urovni rizika a
omezily veskeré negativni nezamyslené vedlejsi ti¢inky na evropské a svétové hospodarstvi, a
presnost, pokud jde o pfesné vymezeni toho, na které zbozi, sektor nebo hlavni odvétvi jsou

zaméfena, a zajisténi toho, aby opatieni reagovala na rizika samotna.

Tato strategie navazuje na praci, kterd jiz byla zahéjena na evropské tirovni, a kriticky se zabyva
odolnosti a zranitelnosti Unie, aby byla zvySena konkurenceschopnost a odolnost evropského
hospodafstvi a priimyslu a aby byla posilena naSe oteviend strategicka autonomie. To se tyka
fady oblasti od vétSich investic do ekologické a digitalni transformace prostfednictvim ndstroje
NextGenerationEU a piildkani vétSiho objemu soukromych investic az po pilife primyslové
politiky EU, jako jsou akty o Cipech, kritické suroviny a primysl pro nulové ¢isté emise. To bylo
znovu potvrzeno Versailleskym prohlaSenim, v némz se vedouci predstavitelé shodli na tom, Ze
je tieba posilit odolnost a suverenitu Evropy v oblastech, jako jsou energetika, zdravotnictvi a
farmaceutické vyrobky, potravinové zabezpefeni a obranné schopnosti. Tato strategie rovnéz
reaguje na obavy obc¢anti vyjadiené v ramci Konference o budoucnosti Evropy.

Provadéni této strategie bude vyZadovat spolecna opatieni v rdmci vnitinich a vnéjsich politik.
Kromé podpory od tvirct politik bude vyzadovat podporu i dalSich subjektli na evropské a
vnitrostatni trovni. Kli€ovym partnerem bude soukromy sektor, ktery jiz pokroc€il ve své praci na
snizovani rizik. Globalni spravci aktiv v reakci na rostouct a stale slozitéjsi rizika, ktera existuji v
ramci globalni ekonomiky, radikalné zménili rozlozeni kapitalu. Kli€¢ovou soucésti dlouhodobé




obchodni strategie, kterd chrani nejen zajmy akcionafi, ale také obecny zdjem, bude usili o
odolné¢ a diverzifikované dodavatelské tetézce, které posili hospodarskou bezpecnost. Pii
urcovani hlavnich rizik a navrhovani politickych reakci je tieba vyuzit znalosti evropskych
spolecnosti, které jiz pracuji na zmirnéni fady téchto hrozeb.

Toto sd€leni piedstavuje zéklad pro diskusi o hospodéiské bezpecnosti s ¢lenskymi staty a
Evropskym parlamentem s cilem vytvofit spoleény rdmec pro snizovani rizik a ochranu
hospodaiské bezpecnosti Unie. Pomlze definovat strategii, ktera by meéla byt voditkem pro
spole¢né hodnoceni rizik, vyuzivani stavajicich nastrojii a uréeni moznych nedostatkii arzenalu v
oblasti hospodaiské bezpecnosti EU, na které¢ budeme muset spole¢né reagovat.

2. Identifikace rizik pro evropskou hospodarskou bezpeénost

Cilem této strategie je chranit hospodaiskou bezpecnost EU a posilit odolnost naseho
hospodaistvi a zdroven se snazit udrzet a zvysit technologicky naskok. To znamend investovat do
konkurenceschopnosti EU, diverzifikovat dodavatelské fetézce a reagovat na takové praktiky,
jako je hospodaisky natlak. Jejim cilem je zabranit tiniku citlivych nové vznikajicich technologii,
jakoz i dalsiho zbozi dvojiho uziti, do problematickych destinaci, které uplatiuji strategie
civilné-vojenské fuze.

Abychom téchto cili dosahli, potfebujeme mit jasny ptehled o rizicich a jejich vyvoji v Case.
Proto Komise a clenské staty prohloubi analyzu Kkritickych dodavatelskych retézei,
provedou jejich zatéZové testy a stanovi irovei rizika.

Komise a vysoky predstavitel urcili nasledujici obecné a demonstrativni kategorie rizik pro
hospodaiskou bezpecnost, konkrétné rizika souvisejici s 1) odolnosti dodavatelskych fetézci, 2)
fyzickou a kybernetickou bezpecnosti kritické infrastruktury, 3) bezpecnosti technologii a
unikem technologii a 4) zneuZitim hospodaiskych zavislosti nebo hospodaiského natlaku. Tato
rizika se mohou vyskytnout v celém hodnotovém fetézci, od vytvareni znalosti a zakladniho
vyzkumu az po komercializaci a vyrobu ve velkém méfitku.

Druhy rizik, kterym ¢eli evropské ekonomiky

Rizika pro odolnost dodavatelskych retézcii, véetné energetické bezpefnosti — Rizika
prudkého nariistu cen, nedostupnosti nebo nedostatku kritickych produktii nebo vstupii v EU,
zejména tech, které souviseji s ekologickou transformaci a jsou potreba pro stabilni a
diverzifikované dodavky energie a lécivych pripravkii.

Rizika pro fyzickou a kybernetickou bezpecnost kritické infrastruktury — Riziko naruseni
nebo sabotaze kritickych infrastruktur, jako jsou produktovody, podmorské kabely, vyroba
elektrické energie, doprava nebo sité elektronickych komunikaci, které narusuji bezpecné a
spolehlive poskytovani zbozi a sluzeb nebo zabezpeceni udaji v EU.




Rizika spojena s bezpec¢nosti technologii a unikem technologii — Riziko pro technologicky
pokrok EU, technologickou konkurenceschopnost a pristup ke Spickovym technologiim, mimo
Jjiné prostirednictvim nepratelskych praktik v digitalni oblasti, jako je Spionaz nebo nezakonny
unik znalosti. V nékterych pripadech hrozi, Ze unik technologii posili vojenské, resp.
zpravodajské schopnosti tech, kteri by je mohli vyuzit k naruseni miru a bezpecnosti, zejména v
pripade technologii dvojiho uziti, jako je kvantova vypocetni technika, pokrocilé polovodice
nebo umeéla inteligence, a vyzaduji proto zvlastni opatieni ke zmirnéni rizika.

Riziko zneuziti hospodarskych zavislosti nebo hospodarského natlaku — Riziko, Ze se treti
zemé zameri na EU, jeji clenské staty a podniky EU prostrednictvim opatreni ovilivijicich
obchod nebo investice, aby dosahly zmény politiky spadajici do legitimniho prostoru pro tvorbu
politik.

V neposledni fad¢ je tieba mit na paméti, ze néktera vyse uvedenad rizika by mohla za urcitych
okolnosti ohrozit i narodni bezpeénost. Mohlo by tomu tak byt zejména v piipad¢ uniku
technologii dvojiho uziti, pfimych zahrani¢nich investic ohrozujicich bezpecnost a vefejny
potadek, vyvozu zbozi dvojiho uziti nebo investic do zahrani¢i do uzkého souboru pokrocilych
technologii, které by mohly posilit vojenské a zpravodajské kapacity aktérd, ktefi mohou tyto
schopnosti vyuzit k ohroZeni mezinarodniho miru a bezpecnosti, a bezpecného nakladéani s
citlivymi informacemi.

Na tomto zédkladé¢ Komise navrhuje spole¢né s ¢lenskymi staty EU a za pFispéni soukromych
zucastnénych stran urcit a posoudit rizika pro hospodarskou bezpecnost EU, kterd ohrozuji
jeji klicové zajmy, a to v rdmci jasn¢ vymezenych parametrt a s ptihlédnutim k vyvijejicimu se
geopolitickému kontextu a ptipadn€é ndzorlim zucastnénych stran. M¢lo by jit o dynamicky a
nepfetrzity proces.

Za timto G¢elem Komise navrhuje nasledujici postup, ktery ma byt proveden s ¢lenskymi staty a
piipadné ve spolupréci s vysokym predstavitelem:

e Rizika ohrozujici odolnost dodavatelskych fetézct, kterd posoudi Komise prohloubenim
analyzy strategickych zavislosti EU, se zvlaStnim zaméfenim na zavislosti, u nichz je
vétsi pravdépodobnost zneuziti pro geopolitické ucely.

e Rizika pro fyzickou a kybernetickou bezpecnost kritické infrastruktury, ktera budou i
naddle posuzovana v souladu s doporu¢enim Rady ze dne 8. prosince 2022.

e Rizika spojend s bezpecnosti technologii a unikem technologii, ktera je tfeba posoudit na
zaklad¢é seznamu strategickych technologii, jeZ maji zasadni vyznam pro hospodaiskou




bezpecnost. Pokud jde o nejcitlivé;si rizika, Komise navrhne seznam technologii dvojiho
uziti pro posouzeni rizik, ktery by Rada mohla pfijmout do zafi 2023. Seznam bude
vychdzet z uzce vymezenych a na budoucnost zamétenych kritérii, jako je podplrnd a
transformacni povaha technologie, riziko civilni a vojenské fuze a riziko jejich zneuziti k
porusovani lidskych prav. Clenské staty by mély do konce roku 2023 spole&né posoudit
prioritni technologie s cilem urcit pfislusna ochranné a propagacéni opatien.

e Rizika zneuziti hospodaiskych zavislosti nebo hospodaiského natlaku, ktera je tfeba
posoudit i v kontextu neddvno dohodnutého protinatlakového nastroje EU.

V zajmu zachovani soudrzného, cileného a aktualniho ptistupu k hospodatské bezpecnosti by
Rada méla na zaklad¢ informaci poskytnutych Komisi a pfipadné¢ vysokym piedstavitelem
kazdych Sest mésict prezkoumat celkovy pokrok pii posuzovani rizik v téchto ¢tyfech oblastech
a kazdoro¢né predkladat zpravu Evropské rad¢.

Kromé toho vysoky predstavitel spolu s c¢lenskymi staty posili spolecnou zpravodajsko-
analytickou slozku (SIAC), aby byla Iépe schopnd odhalovat hrozby pro hospodaiskou
bezpec€nost EU.

3. Uvedeni strategie hospodarské bezpecnosti do praxe

Za Ucelem zmirnéni téchto rizik jsou zakladem Strategie hospodaiské bezpecnosti EU tyto pilife:

1) Podpora konkurenceschopnosti a ristu EU, posileni jednotného trhu, podpora silné a
odolné ekonomiky a podpora vyzkumné, technologické a primyslové zékladny EU.

2) Ochrana hospodaiské bezpecnosti prostiednictvim ftady politik a nastroji, vcetné
cilenych novych néstrojli tam, kde je to nutné.

3) Partnerstvi a dalsi posilovani spoluprace se zemémi po celém svéte.

3.1 Podpora hospoddrskeé zakladny EU, konkurenceschopnosti a rustu

Jednotny trh je nejlepSim nastrojem EU pro udrZeni prosperujici, inovativni a odolné
ekonomiky. Nejcastéji je spojovan s tsporami z rozsahu pri preshrani¢ni spolupraci v
ramci EU a s rovhymi podminkami. Zaroven EU prostfednictvim svého obchodu, investic v
ramci strategie Global Gateway a dalSich politik vyuZziva jednotny trh k tomu, aby zachovala
otevienost globalnich dodavatelskych fetézcl a utvarela normy, coz dale pfispiva k posilovani
konkurenceschopnosti EU a  bezpecnosti dodavek energie. Provadéni néstroje
NextGenerationEU a Fondu soudrZnosti je impulsem k vyznamnym reformam a investicim v
celé fadé odvétvi, véetné kritickych infrastruktur, a jiz nyni pfispiva k hospodarskému ristu,
konkurenceschopnosti a odolnosti EU.

V poslednich letech prijala Komise nékolik konkrétnich navrhi na zvySeni odolnosti a
posileni dodavatelskych Fetézcii. Primyslova strategie EU urcila nékolik opatieni ke zvySeni



odolnosti jednotného trhu, jako jsou primyslova partnerstvi pro urychleni ¢innosti v oblasti
Cistych technologii, surovin, procesori a polovodict, dat, edgeovych a cloudovych sluzeb,
vyznamné projekty spoleéného evropského zajmu za ucelem sdileni zdroji pro pralomové
inovace, podpora obéhového hospodafstvi, posileni zelenych a digitdlnich dovednosti a nova
strategie pro zajiSténi vedouciho postaveni EU pii vytvafeni norem s celosvétovou piisobnosti.
Stejn¢ tak transformace energetiky v souladu se Zelenou dohodou pro Evropu a cili planu
RepowerEU je kli¢em k posileni bezpecnosti dodavek energie v EU. V této oblasti jiz bylo
dosazeno vyznamného pokroku, ale dal$i nezbytné usili bude urceno v nadchazejici zpraveé o
stavu energetické unie.

Cilem navrhu evropského aktu o kritickych surovinach je usnadnit tézbu, zpracovani a
recyklaci kritickych surovin v EU, snizit zavislosti a zvysit pfipravenost. Evropsky akt o ¢ipech
zajisti bezpecné dodavky polovodici, zatimco navrhovany akt o primyslu pro nulové &isté
emise pomiZze zvysit vyrobu technologie pro nulové Cisté emise v EU. Tyto podnéty zahrnuji
ucinné mechanismy fizeni umoziujici v€asnou spolupraci a vyménu informaci mezi Komisi,
Radou a ¢lenskymi stéty.

Tyto podnéty maji rovnéz piimy dopad na dalsi zabezpeceni dodavatelskych fetézch a piistupu
ke zdrojim (stdle vice ohroZovanych strategickymi konkurenty, jak zdiraziuje Strategicky
kompas), coz méa zasadni vliv na inovativni, konkurenceschopnou a odolnou evropskou
technologickou a primyslovou zakladnu obrany. Jejich vcasné prijeti ma proto pro
hospodaiskou bezpecnost Evropy zdsadni vyznam.

Cilem nastroje pro mimoradné situace na jednotném trhu je zajistit dostupnost a volny ob¢h
kritickych produkti v ptfipadé budoucich mimofadnych udalosti. Néstroj pro mimofadné situace
na jednotném trhu v budoucnu umozni sledovéani strategickych produkti a sluzeb, vcetné
naruseni dodavatelskych fetézcli a souvisejiciho nedostatku, a v pifipadé potieby rychle a
kolektivné zareagovat.

Je naléhavé zapotiebi vice investic, a to jak k zajiSténi vedouciho postaveni EU, tak k zajiSténi
jeji konkurenceschopnosti v oblasti vyzkumu a vyvoje nov€ vznikajicich strategickych
technologii. Komise pokrauje v rozvoji unie Kkapitalovych trhi, aby zvysila objem
soukromych investic. Komise rovnéz navrhuje nové natizeni o zfizeni platformy pro strategické
technologie pro Evropu (STEP). Tato platforma bude podporovat vyvoj, vyrobu nebo posilovani
piislusnych hodnotovych fetézcii v Unii v oblasti hlubokych a digitdlnich technologii, Cistych
technologii a biotechnologii za ucelem splnéni cilti ekologické a digitalni transformace. To
umozni Unii omezit strategické zavislosti nebo jim predchazet.

Komise rovnéZ do konce roku 2023 piedlozi zprdvu o moznostech zajisténi piimeétené,
strategicky cilené podpory vyvoje technologii dvojiho uziti, a to po pfezkoumani rozsahu
stavajicich nastroji.

3.2 Ochrana pred riziky pro hospodarskou bezpecnost




EU jiz zavedla zvlastni nastroje a opatfeni ke snizovani rizik na ochranu proti rizikiim v oblasti
hospodaiské bezpecnosti. Vzhledem k tomu, Ze se rizika neustdle vyvijeji, musime
vyhodnocovat uc¢innost téchto nastroji pii feSeni téchto rizik a zvazit jejich piipadnou
modernizaci nebo zavedeni novych néstroju.

Reseni problematiky zneuzivani hospodarskych zavislosti a hospodadrskeho natlaku

Strategické zavislosti, které mohou vést k rizikiim v oblasti hospodaiské bezpecnosti, mohou byt
jesté€ dale zhorSeny netrznimi politikami a praktikami tfetich zemi, které méni pravidla hry.
Komise bude k feSeni téchto nekalych politik a praktik diasledné vyuzivat nastroje na ochranu
obchodu a je pfipravena zavést nafizeni o zahrani¢nich subvencich s cilem zajistit rovné
podminky s jednotnym trhem.

V reakci na to, Ze se EU a jeji ¢lenské staty staly v poslednich letech teréem zamérného
hospodatského natlaku, ptijala EU protinatlakovy nastroj EU. Cilem tohoto nastroje je
predevsim odradit zemé od omezovani obchodu nebo investic nebo od vyhrozovani takovym
omezenim, aby jim dosdhly zmény legitimni politiky v EU, a zaroven piedpoklada, ze v krajnim
ptipadé by EU mohla ptijmout protiopatieni. EU bude rovnéz spolupracovat s partnerskymi
zemémi pii sledovani piipadl natlaku a posuzovani a ur€ovani rozsahu koordinovanych reakei.

Investice ze zahranici ovliviiujici bezpecnost a verejny porddek

Nat‘izeni o provérovani piimych zahrani¢nich investic vytvofilo mechanismus spoluprace pro
Clenské staty a Komisi za ucelem vymeény informaci, vyjadfeni obav souvisejicich s bezpecnosti
a hledani feSeni souvisejicich s konkrétnimi pfimymi zahrani¢nimi investicemi s cilem zajistit
ochranu bezpecnosti a vetejného poradku. Od fijna 2020 Komise a Clenské staty prezkoumaly
vice nez 1 000 transakci PZI. Komise rovnéZ pravé provadi hodnoceni stavajiciho rdmce a do
konce roku 2023 navrhne jeho revizi. Clenské stity, které dosud nezavedly vnitrostatni
mechanismy provéfovani pfimych zahranic¢nich investic, by je mély neprodlené zavést.

Bezpecnost technologii a unik technologii

Schopnost vyvijet nové technologie a drzet s nimi krok je klicova pro hospodaiskou bezpecnost
EU, protoZe sniZuje strategické zavislosti a umozZnuje nam chranit nebo vytvaret technologickou
vyhodu.

Otevienost a mezinarodni spoluprace jsou jadrem evropského vyzkumu a inovaci. Aby se
zabranilo uniku technologii financovanych EU, mize Komise napiiklad v fadné¢ odlivodnénych
ptipadech vyloucit nékteré subjekty ze tfetich zemi nebo subjekty EU ovladané n¢kterymi tretimi
zemémi z Ucasti na projektech v oblasti vyzkumu a inovaci a zavadéni digitalnich kapacit na
ochranu strategickych aktiv, z4jmt, autonomie nebo bezpecnosti Unie. Mlze také posoudit
dopad predavani vysledki programu Horizont Evropa (vCetné duSevniho vlastnictvi)



vytvofenych v rdmci vyzkumu financovaného EU do nepiidruzenych tfetich zemi a vznést proti
tomuto predavani namitky.

Komise rovnéz vypracovala soubor nastroji pro boj proti zahrani¢nimu vméSovani do
vyzkumu a inovaci, ktery poméaha zvysovat povédomi a budovat odolnost v odvétvi vyzkumu a
inovaci v celé Evropé na vnitrostatni a odvétvové urovni s cilem posilit bezpecnost vyzkumu v
SirSim méftitku.

U technologii, které jsou povazovany za kritické pro hospodaiskou bezpecnost (uvedenych v
oddilu 2 vyse), navrhne Komise po posouzeni opatfeni ke zlepSeni bezpecnosti vyzkumu, kterd
zajisti systematické a dusledné prosazovani vyse uvedenych néstrojii a urci a vyresi piipadné
zbyvajici nedostatky. Pfitom zachova otevienost naSeho systému, kterd je zakladem naSich
inovativnich ekonomik.

Normalizace je dulezita jako soucast vlivu ,,m¢kké sily” na podobu technologického vyvoje, a
ma tedy nepiimy dopad na hospodatskou bezpecnost EU (vetné toho, Ze ji umoziiuje omezit
moznosti zneuzivani technologii, které by mohly ohrozit jeji hospodaiskou bezpecnost). Jak je
stanoveno ve strategii EU pro normalizaci, EU musi byt schopna utvafet mezinarodni normy v
souladu se svymi hodnotami a z4jmy — a se svym pravnim acquis. Pokud jde o budouci akty v
oblasti umél¢é inteligence, udajli nebo kybernetické odolnosti, bude EU spolecné s partnery
pracovat na evropskych norméch a na harmonizovanych mezinarodnich normach. K zamezeni
uniku technologii pfispéje 1 i€inné prosazovani prav dusevniho vlastnictvi, zejména patenti.

V ramci své Strategie kybernetické bezpecnosti pro rok 2020 zavadi EU opatieni proti nekalym
praktikdm v digitalni oblasti s cilem chranit pfed nezakonnym ovliviiovanim, priamyslovou
Spiondzi a nezédkonnym unikem znalosti. Navrhovany akt o kybernetické odolnosti zlepsi
kybernetickou bezpecnost hardwaru a softwaru prodavaného v Unii pro vefejny i soukromy
sektor. EU se bude i1 naddle zabyvat kradeZzemi duSevniho vlastnictvi provadénymi
kybernetickymi prostifedky, a to i s vyuzitim souboru nastrojiit EU proti hybridnim hrozbam a
souboru nastroji pro diplomacii v oblasti kybernetiky, aby byla schopnd na tyto nekalé
¢innosti reagovat.

Ochrana hospodarské bezpecnosti prostiednictvim ochrany infrastruktury

EU pfiijala smérnici o odolnosti kritickych subjektii a smérnici o bezpecnosti siti a informaci
2 (smérnici NIS 2). Tyto smérnice poskytuji aktualizovany a komplexni prdvni ramec pro
posileni fyzické 1 digitdlni odolnosti kritické infrastruktury (vcetné energetiky, dopravy,
zdravotnictvi, digitalni infrastruktury, vody a potravin). V navaznosti na doporuc¢eni Rady z
prosince 2022 se jiz provadéji cilend opatfeni pro zajisténi spolecné reakce EU na incidenty.

Za UCelem zvySeni bezpecnosti a odolnosti siti 5G zavadi soubor opatieni EU pro
kybernetickou bezpecnost siti SG sadu opatieni, ktera maji uplatiiovat vSechny ¢lenské staty,
veetné opatieni k omezeni nebo vylouceni vysoce rizikovych dodavatelt. Dne 15. ¢ervna 2023



Komise vyzvala Clenské staty, které tato opatfeni vici vysoce rizikovym dodavatelim dosud
pIn¢€ neuplatnuji, aby tak neprodlené ucinily.

Navrhovany akt o kybernetické odolnosti bude rovnéz hrat dilezitou tlohu pfti zabezpeceni
dodavatelského tetézce pro kritickou infrastrukturu EU. Vypracovavaji se také posouzeni
kybernetickych rizik a scénafe specialné pro odvétvi infrastruktury elektronické komunikace a
energetiky a budou slouzit jako voditko pro opatieni podporovana v ramci navrhované¢ho aktu o
kybernetické solidarité, zejména pro koordinované testovani kritickych subjekti.

Lepsi koordinace EU v oblasti kontrol vyvozu zboZi dvojiho uziti

Nékteré strategické technologie maji povahu zboZi dvojiho uziti a vyZzaduji zvlastni
pozornost. V souladu s oddilem 2 vySe EU ur¢i seznam technologii, které jsou kritické pro
hospodaiskou bezpecnost, a spole¢né posoudi jejich rizika. Ackoli se na rozhodnuti o provadéni
a prosazovani kontrol vyvozu zbozi dvojiho uziti vztahuje mnohostranny ramec a ramec EU,
jsou tato rozhodnuti predevsim v rukou clenskych stata.

Zavedena struktura kontroly vyvozu zbozi dvojiho uziti — kde mnohostranné rezimy pro kontrolu
vyvozu pusobi jako tvirci standardii — se v poslednich desetiletich zabyvala cili bezpe¢nostni
politiky Unie a zaroven podporovala otevienost a ptiznivé prostfedi pro vyzkum a inovace a
nesifeni zbrani obecné. EU posili svou podporu ¢innosti mnohostrannych rezimt, ackoli jeji
ucinnost je omezena skutecnosti, ze EU je pouze ¢lenem jednoho ze stavajicich mnohostrannych
rezimi pro kontrolu a ve druhém je pozorovatelem.

Vzhledem k novym vyzvam souvisejicim se zvySenym vojenskym potencidlem fady
strategickych technologii, nezdkonné valecné agresi Ruska vi¢i Ukrajing, zvySenému
geopolitickému napéti a rizikim pro narodni bezpecnost vSak nékteré Clenské staty EU a treti
zemé& posilily vnitrostatni kontroly s cilem omezit vyvoz kritickych technologii nad rdmec
postupti zavedenych mnohostrannymi rezimy pro kontrolu vyvozu, napiiklad u vyrobniho
zatizeni pro pokrocilé polovodicové Cipy nebo zafizeni souvisejicich s kvantovou vypocetni
technikou, nebo v nékterych ptipadech na téchto postupech stavi. Nedavny vyvoj také ukazal, Ze
je tteba, aby byl reZim pruzné;$i a mohl reagovat na aktualni a rychle se ménici udalosti.

Narizeni EU o kontroliach vyvozu zbozZi dvojiho uZiti bylo v roce 2021 revidovano, aby Iépe
feSilo rizika spojend s rychle se vyvijejicim bezpecnostnim, technologickym a obchodnim
prostiedim, se zvlaStnim zaméfenim na vyvoz citlivych nové vznikajicich technologii. Obsahuje
ustanoveni, ktera umoznuji jednomu c¢lenskému statu zavést kontroly vyvozu na zakladé
pravnich pifedpist jiného ¢lenského statu, coz mezi Elenskymi staity EU a s podporou Komise
predstavuje koordinovany a pireshranicni G¢inek kontrol vyvozu, jejichz provadéni je vysadou
clenskych statii. Tato ustanoveni se v soucasné dobé testuji.

Potieba rychlejSiho a koordinovanéjsSiho postupu na urovni EU v oblasti kontrol vyvozu
zacala byt naléhava, protoze nekoordinované rozsSifovani vnitrostatnich kontrol ze strany
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Clenskych stati by vytvofilo mezery a ohrozilo uc¢innost kontrol vyvozu a integritu jednotného
trhu. Vzhledem k tomu, Ze se vyviji stale vice technologii, které jsou klicové pro narodni
bezpecnost a vztahuji se na né vnitrostatni kontroly, pfipadné rozdily mezi ¢lenskymi staty by
oslabily hospodaiskou bezpecnost EU jako celku. Aby k tomu nedochdzelo, mélo by byt
stavajici nafizeni provedeno v plném rozsahu. Zaroven je tfeba zacit uvazovat o tom, jak na
zéklad¢ stavajiciho ramce vytvofit koordinovanéjsi evropsky pfistup, ktery by piesahoval
stavajici povinnost zajistit transparentnost mezi ¢lenskymi staty.

Komise proto nejpozdéji do konce tohoto roku predlozi navrh na zlepSeni wGcinnosti a
ucelnosti stavajiciho ramce. M¢l by byt vhodny pro rychle se ménici technologické a
bezpecnostni prostiedi a mél by posilit schopnost EU v plném rozsahu plnit svou tlohu
globalniho aktéra za situace, kdy jsou mnohostranné rezimy pro kontrolu vyvozu pod tlakem, a
to pii plném respektovani prislusnych pravomoci EU a ¢lenskych statt.

Investice do zahranici

EU a clenské staty maji rovnéz spoleCny zajem na tom, aby tzky segment technologickych
vylepSeni, ktera se povaZuji za klicova pro posileni vojenskych a zpravodajskych
schopnosti aktérii, ktefi je mohou vyuzit k naruseni mezinarodniho miru a bezpecnosti,
nebyl podporovan kapitalem, odbornymi znalostmi a védomostmi naSich spole¢nosti.

Strategické kontroly obchodu a investic vyZaduji komplexni pristup, ktery ndm umoZni
chranit nase zasadni bezpe¢nostni zajmy. To vyvolava otazku, zda je tieba provadét kontroly
nejen u vyvazeného zbozi, ale také u urcitych investic do zahraniéi, aby se zabranilo riziku uniku
technologii a know-how v ramci téchto investic.

Kromé toho je zapotfebi intenzivngj$i spoluprace, aby se zabranilo uniku citlivych nové
vznikajicich technologii 1 dalSiho zboZi dvojiho uZziti do problematickych mist urceni, ktera
uplatiuji strategie civilné-vojenské fuze, a aby se zabranilo zpétnému zneuziti kontrolovanych
vyvozu a investic.

Komise ve spolupraci s ¢lenskymi staty provéti, jakd bezpe€nostni rizika mohou vyplyvat z
investic do zahrani¢i. Ziidi novou specializovanou skupinu odborniku z ¢lenskych statu,
ktera bude pomahat pii plnéni t€chto tkoll a vytvofi novy mechanismus strukturované a divérné
spoluprace. Komise bude s pfispénim této nové skupiny odbornikl rovnéz provadét informacni a
konzulta¢ni Cinnosti s podniky a dalSimi zucastnénymi stranami a piipadné partnerskymi
zemémi.

Na tomto zidkladé Komise prezkouma moZna opatieni k FeSeni bezpecnostnich rizik
souvisejicich s investicemi do zahranici s cilem predloZit do konce roku prisluSny podnét. .

JednodusSe Feceno, potiebujeme jednotu na urovni EU pro odvaznéjsi a rychlejsi vyuzivani
stavajicich nastroji EU, pokud jsou zapotiebi, a diraznéjsi pristup k prosazovani prava.
EU a jeji clenské stity by mély zajistit, aby byly plné vyuzZivany k posileni hospodaiské
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odolnosti a ochran¢ zakladnich bezpecnostnich z4jmt, a to i s ohledem na dopady mimo EU.
Podniky v EU by mély byt rovnéz vybizeny k tomu, aby do svych postupii nalezité péce a fizeni
rizik zaclenily rizika v oblasti hospodaiské bezpecnosti. Kromé toho v né€kterych oblastech toto
sdéleni poukazuje na potiebu posilit nebo vyvinout nové nastroje, které by odpovidaly
sou¢asnym rizikim.

3.3 Partnerstvi v oblasti hospodarské bezpecnosti

EU nemiiZe dosahnout hospodarské bezpecnosti sama. Jednostranna nemiiZe byt ani jeji
politicka reakce. Globalni ekonomika bude i naddle integrovand a propojend a efektivni ¢innost
EU zavisi na spolupréci a koordinaci s ostatnimi. Transparentnost a spoluprace maji zasadni
vyznam pro zajisténi toho, aby politiky v oblasti hospodatské bezpecnosti nemély nezadouci
disledky pro tieti zemé&, zejména pro ty nejzranitelnéjsi. Snizovani rizik dodavatelskych fetézci
a zmirflovani naruseni zahrnuje diverzifikaci dodavek a pfistup na rozmanity soubor dovoznich a
vyvoznich trhii. Zranitelnost EU spojenad s kritickymi zavislostmi ve strategickych odvétvich je
navic velmi podobna zranitelnosti mnoha dalSich globalnich aktérti, véetné jejich nejblizsich
partnert, pfi¢emz vSechny zemé¢ jsou potencialné zranitelné vii¢i riznym formam hospodatského
natlaku.

-----

dlouhodobé podobné smyslejicich partnerd, jako jsou €lenové skupiny G7, a dalSich, s nimiz
mame spole¢né zajmy a ktefi jsou ochotni s nami spolupracovat.

Tato spoluprace bude flexibilni a bude se liSit formou, rozsahem a typy ucastnika podle
sdilenych z4yml a spole¢nych zavislosti a v zavislosti na konkrétni oblasti politiky nebo
zjisténych rizicich.

Dvoustrannd a vicestranné spoluprace

EU vyrazné rozSifuje své nastroje dvoustranné a vicestranné spolupriace, aby byla
pohotovéjSim aktérem tam, kde je to nezbytné pro vétsi hospodarskou bezpecnost. Jedna se
o klicovy prvek politické reakce Unie, ktera realizuje koncept bezpe€nosti prostiednictvim
diverzifikace partnerti. Intenzivni spoluprace v oblasti hospodaiské bezpecnosti jiz probiha s
riznymi partnery véetn¢ USA a Indie v ramci piisluSnych Rad EU-USA pro obchod a
technologie. Soucasti hospodaiského dialogu na vysoké urovni mezi EU a Japonskem bude
zv1astni ¢innost tykajici se otazek hospodarské bezpecnosti.

Dtlezity prostor pro spolupraci v oblasti hospodarské bezpecnosti predstavuje skupina G7.
Prohlaseni o hospodaiské odolnosti a hospodaiské bezpecnosti ze summitu v Hiro§imé v kvétnu
2023 potvrzuje zavazek vedoucich predstavitelli skupiny G7 spolupracovat s partnery mimo
skupinu G7 na posileni globalni hospodéiské odolnosti a hospodaiské bezpecnosti, a to
budovanim odolnych dodavatelskych tetézct a kritické infrastruktury, reakci na Skodlivé
praktiky, jako jsou netrzni politiky a hospodatsky natlak, a pfedchazenim tuniku kritickych a
nov¢ vznikajicich technologii.
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Diky co nejSirsimu souboru geoekonomickych nastroji — od dohod o volném obchodu po
digitalni partnerstvi, zelené aliance a partnerstvi, partnerstvi v oblasti surovin a klubu pro
suroviny a posilenou spolupraci se zemémi v sousedstvi EU — mizeme reagovat na Sirokou skalu
vyzev souvisejicich s hospodatskou bezpecnosti pomoci vhodného néstroje pro co nejvetsi
koordinaci a uc¢inek. Tyto nastroje budeme i1 nadéale vyuzivat a prizptisobovat je tak, aby lépe
ptispivaly k odolnosti dodavatelského fetézce a hospodaiské bezpecnosti EU.

Budeme i nadale co nejlépe vyuzivat rozsdhlou sit EU dohod o volném obchodu
prostiednictvim jejiho plného provadéni a zaroven budeme pracovat na jejim rozsifeni. Tyto
dohody usnadiiuji snizovani rizik a diverzifikaci podnikl a sniZzovani zavislosti tim, Ze oteviraji
nové trhy, pomahaji budovat vzajemné vyhodné hospodarské vazby, zejména v regionech, kde
by jinak po EU zlstalo prdzdné misto, které by zaplnily tieti zemé¢, a podporuji socidlni a
environmentalni udrzitelnost.

Klicovym rozmérem hospodarské bezpecnosti je piipravenost EU posilit partnerstvi s
rozvojovymi zemémi, které by mohly hrat vétsi tlohu v globalnich hodnotovych fetézcich.
Finan¢ni a technickd podpora EU poskytovand zemim s nizkymi a stfednimi pfijmy na
industrializaci, ekologickou transformaci a pteklenuti digitalni propasti je cennd nejen sama o
sobé a vytvari pozitivni G€inky pro mistni komunity, ale také ptispiva k nasi hospodarské
odolnosti tim, ze podporuje diverzifikovanéjsi globalni ekonomiku.

V tomto ohledu budou hrat klicovou ulohu strategie Global Gateway a partnerstvi pro
globalni investice do infrastruktury, nebot’ pfispéji k hospodaiské bezpecnosti svych piijemcii
tim, Ze posili hospodaiské vazby a integraci s globalnimi ekonomikami. Tyto iniciativy pomohou
EU a jejim partneriim spolecné feSit hlavni vyzvy, vetné boje proti zméné klimatu, zavadéni
bezpecnych digitalnich infrastruktur, zlepSovani systémt zdravotni pée a dosahovani cili
udrzitelného rozvoje, a zaroven partnerim nabidnou udrzitelné alternativy k investi¢nim
postupiim, kvuli kterym by byli zranitelnéj$i viici hospodaiskému natlaku ze strany jejich
vétitell. Prispivaji také k hospodarské bezpecnosti EU, zejména tim, Ze pomahaji diverzifikovat
dodavatelské fetézce a integrovat hodnotové fetézce s partnery v klicovych odvétvich.

EU bude i nadale rozvijet dal$i formy spoluprace s riznymi partnery v otdzkach, které jsou
pfedmétem jejiho z4jmu, naptiklad v oblasti kritickych surovin v rdmci klubu pro kritické
suroviny.

Mnohostranna spoluprace

Na celosvétové urovni poskytuje mnohostrannd spoluprdce a ramec zalozeny na pravidlech
zaklad pro hospodaiskou bezpecnost EU a vSech ¢lenti mezinarodniho spole€enstvi. Dokonce i v
prostiedi strategického soupetfeni a hospodaiské soutéze existuje prostor pro mezinarodni
spolupraci na spolecnych vyzvach a potieba jasnych pravidel zaru€ujicich spravedlivy a otevieny
obchod, a tim i zabrany proti tendenci, Ze ,,sila znamena pravo*, hospodarské rozttisténosti nebo
protekcionismu.
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V zajmu EU je proto posilit mnohostrannou spolupraci prostiednictvim mezinarodnich for
a organizaci, jako je G20, OSN nebo mezinarodni rozvojové banky. V oblasti obchodu bude EU
pokracovat v usili o reformu Svétové obchodni organizace (WTO) a obnovu jeji funkce v
oblasti feSeni sporti vzhledem k zéasadni tloze, kterou hraje efektivni WTO pfi minimalizaci
rizika svévolného jednani a zuZzovani rozsahu moznych obchodnich omezeni.

Komise a vysoky ptedstavitel v ramci svych ptislusnych pravomoci:

>

Dalsi kroky

spolu s clenskymi stidty vypracuje ramec pro posuzovani rizik ovlivijicich
hospodaiskou bezpecnost EU, coz zahrnuje vytvofeni seznamu technologii, které
maji zasadni vyznam pro hospodarskou bezpecnost, a posouzeni jejich rizik s
cilem navrhnout vhodna zmirfujici opatient,

zahdji strukturovany dialog se soukromym sektorem s cilem dosdhnout spole¢ného
porozuméni hospodarské bezpecnosti a povzbudi jej k provadeéni nalezité péce a fizeni
rizik s ohledem na obavy tykajici se hospodaiské bezpecnosti,

dale podpoii technologickou suverenitu a odolnost hodnotovych fetézcti EU, mimo jiné
rozvojem kritickych technologii prostfednictvim platformy STEP,

pfezkouma narizeni o provérovani pfimych zahrani¢nich investic,

prozkoumd moznosti, jak zajistit odpovidajici cilenou podporu pro vyzkum a vyvoj
technologii dvojiho uZziti,

v plném rozsahu provede narizeni EU o kontrole vyvozu zbozi dvojiho uziti a
ptedlozZi navrh na zajiSténi jeho ucinnosti a efektivity,

pfedlozi podnét k feSeni bezpe€nostnich rizik souvisejicich s investicemi do
zahranici.

navrhne opatieni ke zlepSeni bezpefnosti vyzkumu, kterd zajisti systematické a
diisledné prosazovani stavajicich nastroja a ur¢i veskeré zbyvajici nedostatky,
prozkouma cilené vyuzivani nastroju SZBP k posileni hospodaiské bezpecnosti EU,
véetné souboru nastrojii proti hybridnim hrozbam a souboru nastrojli pro diplomacii v
oblasti kybernetiky a souboru ndstrojii proti zahrani¢ni manipulaci s informacemi a
vmeésovani,

poveéti spoleénou zpravodajsko-analytickou slozku EU (SIAC), aby pracovala
konkrétn€ na odhalovani moznych hrozeb pro hospodaiskou bezpecnost EU,

zajisti, aby ochrana a podpora hospodaiské bezpecnosti EU byla plné zaclenéna do

vvvvv

hospodaiské bezpecnosti.
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Zavér

V propojeném svété nemlze zaddnd zemé zajistit svou hospodaiskou bezpecnost sama. V
dnes$nim svété 1ze hospodaiské a narodni bezpecnostni zajmy, zranitelnost a reakce ¢lenskych
stath jen zifidka vnimat nebo identifikovat oddélené od z4jmu jinych Clenskych stati nebo Unie
jako celku. Zajmy jednotlivych ¢lenskych stati jsou neodd¢liteln€ spjaty s fadnym fungovanim
vnitiniho trhu, integritou obchodni politiky EU a bezpe¢nostnimi zajmy EU jako celku.

Alternativou k ptistupu EU k hospodaiské bezpecnosti je, ze si nasi partnefi budou vybirat sva
spojenectvi a hrac¢i s méné dobrymi umysly se budou snazit rozdélovat a ovladnout. Pro
hospodaiskou bezpecnost Unie je proto zdsadni spole¢ny a koordinovany postup EU v ramci
vsech politik, a to prostiednictvim spoluprace mezi EU a ¢lenskymi staty. Jednotny postup je
kli¢em k uspéchu.
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