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COMMUNICATION 

NOTICE OF MEETING AND PROVISIONAL AGENDA 

Contact: twg@consilium.europa.eu 

Tel./Fax: +32.2.281.99.83 

Subject: Terrorism Working Party (TWP) 

Date: 24 January 2024 

Time: 09:30 

Venue: COUNCIL 

JUSTUS LIPSIUS BUILDING 

Rue de la Loi 175, 1048 BRUSSELS 
  

Please note the Council's Security Regulations outlined on page 4, including the need to register all delegates 

who will participate in the classified item(s) of the meeting. 

Format: 1 + 2 

1. Adoption of the agenda 

2. Information from the Presidency 
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3. Possible implications of the war between Israel and Hamas for the terrorist threat in the 

EU – updates 

‒ IntCen (CONFIDENTIEL UE/EU CONFIDENTIAL) 

‒ Europol 

‒ EU CT Coordinator 

‒ Commission 

4. Radicalisation in prisons and radicalised prison leavers1 

‒ Belgium 

‒ Presentation of academic studies by the Belgian National Institute for Criminology and 

Criminalistics (NICC) and the International Centre for Counterterrorism (ICCT) 

‒ Feedback of the “After the prison” seminar, held in autumn 2023 (CONFIDENTIEL 

UE/EU CONFIDENTIAL) 

‒ The European Database of Terrorist Offenders (EDT) – Achievements and future 

prospects (5001/24) 

Exchange of views  

5. Nexus disinformation / foreign information manipulation and interference / violent 

extremism and terrorism 

‒ IntCen (CONFIDENTIEL UE/EU CONFIDENTIAL) 

‒ Chair of the Horizontal Working Party on Enhancing Resilience and Countering Hybrid 

Threats 

‒ Belgium 

‒ Sweden 

‒ Islamist Extremist Foreign Information Manipulation and Interference (FIMI) and its 

impact on EU security (EU CTC paper 14494/23 EU-R) 

Exchange of views 

                                                 
1  Eurojust is invited to attend this item. 
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6. EU CT Coordinator Ilkka Salmi’s reflections/observations on the challenges and 

achievements during his time in office 

7. Ongoing files under the Coordinated approach – Evaluating information on third-

country nationals suspected to be jihadist terrorists received from third parties or a 

Member State for possible processing in the Schengen Information System (5606/23) – 

update 

‒ Europol 

‒ Intelligence Advisory Board Point of Contact (CONFIDENTIEL UE/EU 

CONFIDENTIAL) 

8. Information on CT and CVE incidents 

9. Information on activities related to CT and CVE 

‒ Commission 

‒ Europol 

‒ EU CT Coordinator 

‒ EEAS 

10. Any other business 
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Note: This meeting will cover classified information at the level "CONFIDENTIEL UE/EU 

CONFIDENTIAL". 

In accordance with the Council's Security Rules, all delegates present at the discussion of such 

items must have a valid Personnel Security Clearance (PSC) at the minimum level 

"CONFIDENTIEL UE/EU CONFIDENTIAL" to access to the meeting room when the point will 

be discussed. Delegates should note that in accordance with the Council's Security Rules, only 

persons with a valid PSC and a need-to-know may be admitted to meetings where classified 

information is to be discussed. 

 

By 17 January 2024 COB, delegations are requested to forward the list of participants to 

twg@consilium.europa.eu to allow the Safety and Security Directorate to ensure that all the 

participants have a valid PSC for the meeting. 

 
You have to send the following details for each delegate taking part to the discussion: 

- Last name(s), First name, 
- Nationality, 
- Date of birth 
- The name of the organisation/institution sending them to the meeting. 

 

Based on this information, if the Safety and Security Directorate has no information about the PSC 

of the delegates, we will inform you and your National Security Authority or other competent 

national authority or your organisation's security officer will have to send a valid PSC certificate at 

the attention of the Security Clearance Team (security.clearances@consilium.europa.eu) 

 

1. Please note that certificates sent by the delegates themselves will not be accepted. 
2. Please indicate the reference of the meeting in the subject for a quicker treatment. 
3. Note that they will record the PSCC and you will not have to send it for the next enrolment 

for a classified meeting as it will be kept until the expiration date. 

4. It is in the interest of the participants to ensure that their personnel security clearance has not 

expired. 

 

No admission to the discussion of a classified item will be granted to delegates for whom the 

GSC Safety and Security Directorate has no record of their PSC or who cannot present a valid, 

original personnel security clearance certificate for accessing to EU classified information issued 

by their National Security Authorities or by other competent national authorities or their 

organisation's security officer. 

 

During the discussion of CONFIDENTIEL UE/EU CONFIDENTIAL items, all electronic 

devices must be switched off. If they cannot be easily deactivated, they may not be kept in the 

meeting room. 

Small, secured lockers are available in the Justus Lipsius building, in the Atrium area (accessible 

until 19.00) and on floors 20 and 35, in front of the meeting rooms. 

 

 

NB: Delegations are reminded to register their presence in the Delegates Portal. 

NB: Council documents are available on Delegates Portal.  
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