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Introduction

1. On 15th June 2015, the Council agreed on a General Approach (9565/15) on the proposal for a

General Data Protection Regulation, thereby giving the Presidency a negotiating mandate to enter

into trilogues with Parliament. The Presidency recalls the objective of reaching a conclusion on this

reform by the end of 2015, in accordance with the conclusions of the European Council of 25/26th

June 2015.
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2. With a view to preparing the next trilogue, the Presidency invites delegations to discuss:
— Chapter VI — Independent Supervisory Authorities
— Chapter VII — Co-operation and consistency
— Relevant definitions in Article 4, in particular definitions (13), (19), (19a), (19b) and (19c¢)
— Relevant recitals: (16a), (27), (92), (92a), (93), (94), (95), (95a), (96), (97), (97a), (97b),
(97¢), (98), (99), (100), (101), (101&101a), (101b), (102), (103), (104), (105), (106), (106a),
(107), (108), (109), (110) and (110a).

3. The Council worked intensely on these provisions in order to reach a General Approach. This is
why the Presidency proposes compromise suggestions in the 4™ column of the document in annex
which are largely based on the Council’s General Approach. The Presidency proposes to discuss

this 4™ column on the basis of the different questions and suggestions listed below.

4. In order to ensure an efficient discussion process, as well as to maximise its clarity, the

Presidency chose to divide the different provisions into three categories.

The first category (points 5 and 6) relates either to provisions on which the co-legislators have a
consensual view or to provisions where the Presidency intends to maintain the Council’s General
Approach. With regard to this category, the Presidency takes the view that no further discussion is

needed.

The second category (point 7) relates to provisions where the Presidency suggests minor

modifications based on the Council’s General Approach, in order to simplify wording, to adapt
cross-references or to align with provisions elsewhere in the Regulation. With regard to this

category, the Presidency takes the view that no further discussion is needed.

The third category (point 8) relates to provisions on which the Presidency proposes modifications
with a view to clarifying the Council’s General Approach or compromise suggestions, taking into
account the position of the European Parliament. Delegations are invited to share their views on

these issues.
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Preparation for trilogue

5. Considering the position of the Parliament and the Council’s General Approach, delegations will
note that there is a consensus on:

Recital (93), (104), (107)

Article 46 (3)

Article 48 (4), (5)

Article 52 (1(e)), (1(1))

Article 55 (4) chapeau

Article 58(2(a)), (2(b))

Article 59

Article 60

Article 62 (1(a)), (1(c)), (2)

Article 66 (1(f)), (1(g))

Article 70 (1) chapeau, (1(a)), (2)

Article 71 (3) chapeau, (3(a)), (3(b)), (3(c)), (3(d)), (3(e)).

The Presidency takes the view that no additional discussion is necessary on these provisions.

6. The Presidency suggests to maintain the Council’s General Approach as regards:

- Article 4 (13), (19), (19a), (19b), (19¢)

- Article 46 (1), (1a), (2)

- Article 47 (1), (4), (5), (6), (7), (7a) EP

- Article 48 (3)

- Article 49 chapeau, (a), (g), (2)

- Article 50

- Article 51 (1), (2), (3)

- Article 51a (1), (2a), (2b), (2¢), (2d)

- Article 52 (1) chapeau, (1(a)), (1(aa)), (1(ab)), (1(ac)), (1(ad)), (1(c)), (1(d)), (1(H)), (1(fa)), (1(g)),
(1(gb)), (1(ge)), (1(h)), (1(ha)), (1(hb)), (1(5)), (1(k)), (1Ga)) EP, (2) EP, (2a) EP, (3), (4), (5)

- Article 53 (1) chapeau, (1(aa)), (1(ab)), (1(b)), (1(c)), (1(d)), (1(da)), (1(db)), (1b) chapeau,
(1b(a)), (1b(b)), (1b(ca)), (1b(d)), (1b(e)), (1b(f)), (1b(g)), (1b(h)), (1b(1)), (1(ia)) EP, (1b(j)), (1c)
chapeau, (1c(a)), (1c(aa)), (1c(ab)), (1c(ac)), (1c(ad)), (1c(ae)), (1c(b)), (1c(c)), (1c(ca)), (1c(d)),
(2(a)), (2(b)), (3), (4)
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- Article 54a EP

- Article 54a

- Article 55 (1), (2), (3), (4()), (4(b)), (5), (6), (7), (10)
- Article 56 (1), (3), (3a), (3b), (3¢), (4)

- Article 58 (2) chapeau, (2(a)), (2(b)), (7(a)) EP, (7(b)) EP, (8)
- Article 58a (new) EP

- Article 58a (3), (4), (6)

- Article 60a (new) EP

- Article 61 (2), (3)

- Article 62 (1) chapeau, (1(b)), (3)

- Article 63

- Article 64 (1a), (1b), (2), (3)

- Article 65

- Article 66 (4)

- Article 67

- Article 68 (2)

- Article 69 (1), (2)

- Article 70 (1(aa)), (1(b))

- Article 71 (1), (1a), (1b), (2), (3(Y))
- Article 72

The Presidency takes the view that no additional discussion is necessary on these articles. However,
in case delegations wish to raise any crucial point or to provide further input relating to these

articles, they may do so under point 8.

7. The Presidency suggests minor modifications to simplify wording, to adapt cross-references or to
align with provisions elsewhere in the Regulation as regards:

- Recital (96), (100), (106), (110)

- Article 46 (2)

- Article 47 (2)
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- Article 48 (1), (2)

- Article 49(c), (d), (e), ()
- Article 52 (1(b)), (1(ga), (6)
- Article 53 (1(a))

- Article 56 (2)

- Article 58 (1(e)), (7a), (9)
- Article 58a (1), (7)

- Atrticle 61 (4)

- Article 62 (1(d))

- Article 68 (1)

- Article 70 (2)

8. With regard to the following provisions, the Presidency proposes modifications with a view to
clarifying the Council’s General Approach or compromise suggestions taking into account the

position of the European Parliament:

Article 47 — Independence

- The European Parliament introduces in its Article 47(1) the wording that the supervisory
authority shall act with complete independence “notwithstanding co-operative and consistency
arrangements related to Chapter VII of this Regulation”. Considering that this idea is implicitly
covered by the Council’s General Approach’s precision “in accordance with this Regulation”,

the Presidency suggests to include such an addition, possibly in recital (92).

- The European Parliament maintains in its Article 47(3) that “members of the supervisory
authority shall refrain from any action incompatible with their duties and shall not, during their
term of office, engage in any incompatible occupation, whether gainful or not”. In Article 47(4),
the European Parliament furthermore foresees that “members of the supervisory authority shall
behave, after their term of office, with integrity and discretion as regards the acceptance of
appointments and benefits”. Delegations are invited to indicate their flexibility with regard to

introducing such provisions, possibly reformulated.
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Article 49 — Rules on the establishment of the supervisory authority

- Inits Article 49(1(b)), the European Parliament’s text makes reference to “experience and
skills” when referring to the conditions required to be appointed as member of a supervisory
authority. While bearing in mind that the Council’s General Approach deleted those terms, and
with a view to finding a compromise, the Presidency considers that a reformulation could be
helpful. It is suggested to replace the wording of Article 49(1(b)) by the following formulation
“the qualifications and eligibility conditions required to be appointed as member of each

supervisory authority”. Member States are invited to share their views on this reformulation.

Article 51a — Competence of the lead supervisory authority

- The Council’s General Approach foresees in Article 51a(3) that the lead supervisory authority
shall be the sole interlocutor of the controller or processor for their transnational processing.
The Presidency considers this creates an added value only if the lead supervisory authority
decides to deal with the case and proposes to modify this paragraph accordingly. Delegations

are invited to share their views on this reading.
- The Presidency also intends to align, throughout the Regulation, the references to “competent
supervisory authority” when referring to the supervisory authority of Article 51a and using

“lead supervisory authority” instead.

Article 52 — Tasks

- The European Parliament provides in its Article 52(2a) that each supervisory authority keeps a
register with “all warning and sanctions as detailed as possible and the resolving of breaches”.

Delegations are invited to comment on such a register.
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Article 53 - Powers

- Depending on the outcome of discussions in relation to Article 32(4), a provision foreseeing
that supervisory authorities shall be able to “order the controller to communicate a personal
data breach to the data subject” is to be included in Article 53(1b(da)). Delegations are invited

to indicate their flexibility on this point.

- The European Parliament proposes in its Article 53(1(ja)) an obligation for supervisory
authorities to “put in place effective mechanisms to encourage confidential reporting of
breaches of this Regulation, taking into account guidance issued by the European Data
Protection Board pursuant to Article 66(4b)”. This has to be read together with Article 66(4b)
where the European Parliament provides that “the European Data Protection Board shall be
entrusted with the task of issuing guidelines, recommendations and best practices [...] for
establishing common procedures for receiving and investigating information concerning
allegations of unlawful processing and for safeguarding confidentiality and sources of
information received”’. Such procedures developed by the European Data Protection Board
according to the European Parliament’s Article 66(4b) could contribute to increase legal
certainty. A similar idea is included in the European Parliament’s Article 52(1(d)). Delegations

are invited to share their views on these elements.
- The Presidency considers that Article 53(2) of the Council’s General Approach does not provide
significant added value in this part of the text. Delegations are invited to indicate their flexibility

to move this provision to recital (100).

Article 54 — Activity report

- The European Parliament provides for each supervisory authority to draw up a report of its
activities “at least every two years”. The Presidency considers such an approach to be
acceptable, and at the same time to include a reference to a list of notified data breaches
following relevant discussions on Article 31. Delegations are invited to comment on the

proposed reformulation.
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Article 55 — Mutual assistance

In Article 55(8), the Council’s General Approach foresees the adoption of provisional measures
by the requesting supervisory authority in case the supervisory authority does not provide it with
the relevant information. Considering Article 55(9) which specifies that the period of validity of
such provisional measures shall not exceed three months, the Presidency considers it a
simplification and clarification to frame Article 55(8) by referring to the urgency procedure in
Article 61 which is adapted accordingly to cover Article 55(9). The same approach is proposed
in Article 56(5) and (6) relating to joint operations. Delegations are invited to share their views

on these points.

Article 57 — Consistency mechanism

Article 58 — Opinion by the European Data Protection Board

Article 58a — Dispute Resolution by the European Data Protection Board

Without touching on the substance of Articles 57, 58 and 58a of the Council’s General
Approach, the Presidency considers, with a view to increasing the readability and clarity of the
text, that the structure of these provisions could be modified. In this vein, Article 57 would
mention the general principle, while Article 58 would relate to ‘opinions’ by the European Data
Protection Board and Article 58a would relate to 'decisions' by the European Data Protection
Board. References have been adapted accordingly; indications as to the different structural
changes are indicated in italics the 4™ column. Delegations are invited to share their flexibility

on these purely structural modifications.

Article 57 — Consistency mechanism

In its Article 57(1), the Council’s General Approach, before stating that supervisory authorities
shall co-operate with each other through the consistency mechanism, refers to the purposes set
out in Article 46(1a). With a view to increase the readability of the text, and without modifying
the substance of this provision, the Presidency suggests to include the terms “In order to
contribute to the consistent application of this Regulation throughout the Union” at the

beginning of this paragraph.
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Article 58 — Opinion by the European Data Protection Board

- The Council’s General Approach stipulates in its Article 58(7) that the European Data
Protection Board shall issue an opinion on the matters referred to in paragraphs 2 and 4 of
Article 57. Following the proposed restructuring, the Presidency moves this paragraph to Article
58(3). Considering that the issuing of opinions is likely to result in an excessive workload for
the European Data Protection Board, the Presidency suggests to complement this provision in
Article 58(3) by the precision that this shall not apply when the Board has already issued an

opinion on the same matter.

- The European Parliament provides that supervisory authorities and the Commission shall
communicate a certain number of elements to the European Data Protection Board “without
undue delay”. In a spirit of compromise, the Presidency suggests to take on board this point in

Article 58(5).

Article 64 — European Data Protection Board

- The Council’s General Approach foresees in Article 64(4) that the “Commission and the
European Data Protection Supervisor shall have the right to participate in activities and
meetings of the European Data Protection Board without voting right”. The Presidency takes
the view that the European Data Protection Supervisor is to be considered as a supervisory
authority pursuant to Article 1(2) of Regulation 45/2001/EC and could therefore benefit from a
voting right. Delegations are invited to comment on the deletion of the reference to the

European Data Protection Supervisor in Article 64(4).

Article 66 — Tasks of the European Data Protection Board

- Concerning Article 66(1) chapeau, the Council’s General Approach identifies a certain number
of tasks that should be fulfilled by the European Data Protection Board on its own initiative or
at the request of the Commission. The European Parliament overall adopted the same text as the
Council’s General Approach, but added that these tasks shall also be fulfilled at the request of
the European Parliament or the Council. Taking into account that the relevant modifications
would in this case also have to be introduced in paragraphs 2 and 3, the Presidency invites

delegations to share their views on this addition.
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- The European Parliament’s Article 66(4a) introduces the obligation for the European Data
Protection Board, where appropriate, to consult interested third parties and to give them the
opportunity to comment within a reasonable period. In addition, the results of these
consultations shall be made public. Considering that the Council’s General Approach does not
contain this duty for the European Data Protection Board, delegations are invited to share their

flexibility on the possibility to add such a paragraph.

Article 69 — Chair

- Considering that the European Data Protection Board elects its chair from amongst its members
in Article 69(1), and for the sake of clarification, the Presidency invites delegations to comment
on the right to vote for the chair. This is also reflected in the Article 29 Working Party’s

position paper on the European Data Protection Board’s Internal Structure.

- The European Parliament introduces in its Article 69(2a) the wording that “the position of the
chair shall be a full-time position”. This is also reflected in the Article 29 Working Party’s
position paper on the European Data Protection Board’s Internal Structure. Considering that the
Council’s General Approach does not include this idea, the Presidency invites Member States to

share their views on this clarification.

Article 71 — Secretariat

- In Article 71(1c¢), the Council’s General Approach refers to a Code of Conduct to implement
this Article. Considering the Article 29 Working Party’s position paper on the European Data
Protection Board’s Internal Structure, the Presidency suggests to use the expression

“Memorandum of Understanding” instead.

Article 72 — Confidentiality

- In Article 72(1), the European Parliament provides for the possibility of public discussions of
the European Data Protection Board, where necessary. Delegations are invited to comment on

this point.
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Member States are invited to confirm the Presidency’s suggestions or share their concerns on these

issues under point 8.

9. Finally, the Presidency invites the delegations to raise any other issue related to Chapters VI and

VIL

The markings in this table are to be read as follows:

— Second column with first reading Position of the European Parliament: new text is marked in
bold italics; deleted parts of the text are marked in strikethrough, text identical with the
Commission proposal is marked - with a diagonal line in the box.

— Third column with General Approach of the Council: new text is marked in bold italics; deleted
parts of the text are marked in strikethrough, parts of the text that have been moved up or down
are marked in bold.

— Fourth column: the diagonal line in the box indicates that the text is identical for all three
institutions; compromise suggestions by the Presidency are included, empty box indicates that

no text is included.
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ANNEX

COM (2012)0011

EP Position / First Reading

Council General Approach
(15/06/2015)

Comments / compromise
suggestions

(16a) While this Regulation
applies also to the activities of
courts and other judicial
authorities, Union or Member
State law could specify the
processing operations and
processing procedures in relation
to the processing of personal data
by courts and other judicial
authorities. The competence of
the supervisory authorities
should not cover the processing of
personal data when courts are
acting in their judicial capacity,
in order to safeguard the
independence of the judiciary in
the performance of its judicial
tasks, including its decision-
making. Supervision of such data
processing operations may be
entrusted to specific bodies within
the judicial system of the Member

(16a) While this Regulation applies
also to the activities of courts and
other judicial authorities, Union or
Member State law could specify the
processing operations and
processing procedures in relation to
the processing of personal data by
courts and other judicial authorities.
The competence of the supervisory
authorities should not cover the
processing of personal data when
courts are acting in their judicial
capacity, in order to safeguard the
independence of the judiciary in the
performance of its judicial tasks,
including its decision-making.
Supervision of such data processing
operations may be entrusted to
specific bodies within the judicial
system of the Member State, which
should in particular control
compliance with the rules of this
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State, which should in particular
control compliance with the rules
of this Regulation, promote the
awareness of the judiciary of their
obligations under this Regulation
and deal with complaints in
relation to such processing.

Regulation, promote the awareness
of the judiciary of their obligations
under this Regulation and deal with
complaints in relation to such
processing.

(27) The main establishment of a
controller in the Union should be
determined according to objective
criteria and should imply the
effective and real exercise of
management activities determining
the main decisions as to the
purposes, conditions and means of
processing through stable
arrangements. This criterion should
not depend whether the processing
of personal data is actually carried
out at that location; the presence
and use of technical means and
technologies for processing
personal data or processing
activities do not, in themselves,
constitute such main establishment
and are therefore no determining
criteria for a main establishment.

(27) The main establishment of a
controller in the Union should be
determined according to objectjte
criteria and should imply the
effective and real exercise
management activities deférmining
the main decisions as to/the
purposes, eonditions and means of
processing through stable
arrangements. Thig criterion should
not depend whetHer the processing
of personal dat4 is actually carried
out at that logation; the presence
and use of technical means and
technologies for processing
persongl data or processing
activities do not, in themselves,
congtitute such main establishment
ard are therefore no determining
riteria for a main establishment.

(27) The main establishment of a
controller in the Union should be
the place of its central
administration in the Union,
unless determined-aecordingto

| ; cFocti ! real . TE )

ities d ..

the main decisions as-te on the
purposes;-eenditions and means of
processing of personal data are
taken in another establishment of
the controller in the Union. In this
case the latter should be
considered as the main

establishment. through-stable
arrangements:

(27) The main establishment of a
controller in the Union should be
the place of its central
administration in the Union, unless
the decisions on the purposes and
means of processing of personal
data are taken in another
establishment of the controller in
the Union. In this case the latter
should be considered as the main
establishment.
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The main establishment of the
processor should be the place of its
central administration in the Union.

The main establishment of the
processor should be the place of it
central administration in the Uni

The main establishment of a
controller in the Union should be
determined according to objective
criteria and should imply the
effective and real exercise of
management activities determining
the main decisions as to the
purposes and means of processing
through stable arrangements. This
criterion should not depend on
whether the processing of personal
data is actually carried out at that
location; the presence and use of
technical means and technologies
for processing personal data or
processing activities do not, in
themselves, constitute such main
establishment and are therefore no#
determining criteria for a main
establishment. The main
establishment of the processor
should be the place of its central
administration in the Union and, if
it has no central administration in
the Union, the place where the
main processing activities take
place in the Union. In cases
involving both the controller and
the processor, the competent lead

The main establishment of a
controller in the Union should be
determined according to objective
criteria and should imply the
effective and real exercise of
management activities determining
the main decisions as to the
purposes and means of processing
through stable arrangements. This
criterion should not depend on
whether the processing of personal
data is actually carried out at that
location; the presence and use of
technical means and technologies
for processing personal data or
processing activities do not, in
themselves, constitute such main
establishment and are therefore not
determining criteria for a main
establishment. The main
establishment of the processor
should be the place of its central
administration in the Union and, if
it has no central administration in
the Union, the place where the main
processing activities take place in
the Union. In cases involving both
the controller and the processor, the
competent lead supervisory
authority should
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supervisory authority should
remain the supervisory authority
of the Member State where the
controller has its main
establishment but the supervisory
authority of the processor should
be considered as a concerned
supervisory authority and
participate to the cooperation
procedure provided for by this
Regulation. In any case, the
supervisory authorities of the
Member State or Member States
where the processor has one or
more establishments should not be
considered as concerned
supervisory authorities when the
draft decision concerns only the
controller.

Where the processing is carried
out by a group of undertakings,
the main establishment of the
controlling undertaking should be
considered as the main
establishment of the group of
undertakings, except where the
purposes and means of processing

remain the supervisory authority of
the Member State where the
controller has its main
establishment but the supervisory
authority of the processor should be
considered as a concerned
supervisory authority and
participate to the cooperation
procedure provided for by this
Regulation. In any case, the
supervisory authorities of the
Member State or Member States
where the processor has one or
more establishments should not be
considered as concerned
supervisory authorities when the
draft decision concerns only the
controller.

Where the processing is carried out
by a group of undertakings, the
main establishment of the
controlling undertaking should be
considered as the main
establishment of the group of
undertakings, except where the
purposes and means of processing
are determined by another

are determined by another undertaking.

undertaking.
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Amendment 64

(92) The establishment of
supervisory authorities in Member
States, exercising their functions
with complete independence, is an
essential component of the
protection of individuals with
regard to the processing of their
personal data. Member States may
establish more than one
supervisory authority, to reflect
their constitutional, organisational
and administrative structure.

(92) The establishment of
supervisory authorities in Member
States, exercising their functions
with complete independence, is an
essential component of the
protection of individuals with
regard to the processing of their
personal data. Member States may
establish more than one supervisory
authority, to reflect their
constitutional, organisational and
administrative structure. An
authority shall have adequate
financial and personal resources
to fully carry out its role, taking
into account the size of the
population and the amount of
personal data processing.

(92) The establishment of
supervisory authorities in Member
States, empowered to perform their
tasks and exereising exercise their
funetions powers with complete
independence, is an essential
component of the protection of
individuals with regard to the
processing of their personal data.
Member States may establish more
than one supervisory authority, to
reflect their constitutional,
organisational and administrative
structure.

(92) The establishment of
supervisory authorities in Member
States, empowered to perform their
tasks and exercise their powers with
complete independence, is an
essential component of the
protection of individuals with
regard to the processing of their
personal data. Member States may
establish more than one supervisory
authority, to reflect their
constitutional, organisational and
administrative structure.

(92a) The independence of
supervisory authorities should not
mean that the supervisory
authorities cannot be subjected to
control or monitoring mechanism
regarding their financial
expenditure. Neither does it imply
that supervisory authorities cannot
be subjected to judicial review.

(92a) The independence of
supervisory authorities should not
mean that the supervisory
authorities cannot be subjected to
control or monitoring mechanism
regarding their financial
expenditure. Neither does it imply
that supervisory authorities cannot
be subjected to judicial review.
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(93) Where a Member State
establishes several supervisory
authorities, it should establish by
law mechanisms for ensuring the
effective participation of those
supervisory authorities in the
consistency mechanism. That
Member State should in particular
designate the supervisory authority
which functions as a single contact
point for the effective participation
of those authorities in the
mechanism, to ensure swift and
smooth co-operation with other
supervisory authorities, the
European Data Protection Board
and the Commission.

(93) Where a Member State
establishes several supervisory
authorities, it should establish by
law mechanisms for ensuring the
effective participation of those
supervisory authorities in the
consistency mechanism. That
Member State should in particular
designate the supervisory authority
which functions as a single contact
point for the effective participation
of those authorities in the
mechanism, to ensure swift and
smooth co-operation with other
supervisory authorities, the
European Data Protection Board
and the Commission.

(93) Where a Member State
establishes several supervisory
authorities, it should establish by
law mechanisms for ensuring the
effective participation of those
supervisory authorities in the
consistency mechanism. That
Member State should in particular
designate the supervisory authority
which functions as a single contact
point for the effective participation
of those authorities in the
mechanism, to ensure swift and
smooth co-operation with other
supervisory authorities, the
European Data Protection Board
and the Commission.

(93) Where a Member State
establishes several supervisory
authorities, it should establish By
law mechanisms for ensuring the
effective participation of tHose
supervisory authorities i the
consistency mechanisgh. That
Member State shou)d in particular
designate the supgtvisory authority
which functiong’as a single contact
point for the gffective participation
of those authorities in the
mechanigi, to ensure swift and
smootly'co-operation with other
supervisory authorities, the
Eyfopean Data Protection Board
nd the Commission.
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Amendment 65

(94) Each supervisory authority
should be provided with the
adequate financial and human
resources, premises and
infrastructure, which is necessary
for the effective performance of
their tasks, including for the tasks
related to mutual assistance and co-
operation with other supervisory
authorities throughout the Union.

(94) Each supervisory authority
should be provided with the
adequate financial and human
resources, paying particular
attention to ensuring adequate
technical and legal skills of staff,
premises and infrastructure, which
is necessary for the effective
performance of their tasks,
including for the tasks related to
mutual assistance and co-operation
with other supervisory authorities
throughout the Union.

(94) Each supervisory authority
should be provided with the
adequate financial and human
resources, premises and
infrastructure, which is are
necessary for the effective
performance of their tasks,
including for the tasks related to
mutual assistance and co-operation
with other supervisory authorities
throughout the Union. Each
supervisory authority should have
a separate annual budget, which
may be part of the overall state or
national budget, and be
accountable to the national
parliament for reasons of
budgetary control.

(94) Each supervisory authority
should be provided with financial
and human resources, premises and
infrastructure, which are necessary
for the effective performance of
their tasks, including for the tasks
related to mutual assistance and co-
operation with other supervisory
authorities throughout the Union.
Each supervisory authority should
have a separate annual budget,
which may be part of the overall
state or national budget, and be
accountable to the national
parliament for reasons of budgetary
control.
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Amendment 66

(95) The general conditions for the
members of the supervisory
authority should be laid down by
law in each Member State and
should in particular provide that
those members should be either
appointed by the parliament or the
government of the Member State,
and include rules on the personal
qualification of the members and
the position of those members.

(95) The general conditions for the
members of the supervisory
authority should be laid down by
law in each Member State and
should in particular provide that
those members should be etther
appointed by the parliament or the
government of the Member State
taking due care to minimise the
possibility of political interference,
and include rules on the personal
qualification of the members, the
avoidance of conflicts of interest
and the position of those members.

(95) The general conditions for the
member or members of the
supervisory authority should be laid
down by law in each Member State
and should in particular provide
that those members should be either
appointed by the parliament and/or
the government or the head of
State of the Member State-and

inchaderoles-on-thepersoenal
gratifteationotthe membersand
the-pesition-of-those-members or by
an independent body entrusted by
Member State law with the
appointment by means of a
transparent procedure. In order to
ensure the independence of the
supervisory authority, the member
or members should refrain from
any action incompatible with their
duties and should not, during their
term of office, engage in any
incompatible occupation, whether
gainful or not.

(95) The general conditions for the
members of the supervisory
authority should be laid down by
law in each Member State and
should in particular provide that
those members should be either
appointed by the parliament and/or
the government or the head of State
of the Member State or by an
independent body entrusted by
Member State law with the
appointment by means of a
transparent procedure. In order to
ensure the independence of the
supervisory authority, the members
should refrain from any action
incompatible with their duties and
should not, during their term of
office, engage in any incompatible
occupation, whether gainful or not.
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(95a) Each supervisory authority
should be competent on the
territory of its own Member State
to exercise the powers and to
perform the tasks conferred on it
in accordance with this
Regulation. This should cover in
particular the processing in the
context of the activities of an
establishment of the controller or
processor on the territory of its
own Member State, the processing
of personal data carried out by
public authorities or private bodies
acting in the public interest,
processing affecting data subjects
on its territory or processing
carried out by a controller or
processor not established in the
European Union when targeting
data subjects residing in its
territory. This should include
dealing with complaints lodged by
a data subject, conducting
investigations on the application of
the Regulation, promoting public
awareness of the risks, rules,
safeguards and rights in relation
to the processing of personal data.

(95a) Each supervisory authority
should be competent on the
territory of its own Member State to
exercise the powers and to perform
the tasks conferred on it in
accordance with this Regulation.
This should cover in particular the
processing in the context of the
activities of an establishment of the
controller or processor on the
territory of its own Member State,
the processing of personal data
carried out by public authorities or
private bodies acting in the public
interest, processing affecting data
subjects on its territory or
processing carried out by a
controller or processor not
established in the European Union
when targeting data subjects
residing in its territory. This should
include dealing with complaints
lodged by a data subject,
conducting investigations on the
application of the Regulation,
promoting public awareness of the
risks, rules, safeguards and rights in
relation to the processing of
personal data.
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(96) The supervisory authorities
should monitor the application of
the provisions pursuant to this
Regulation and contribute to its
consistent application throughout
the Union, in order to protect
natural persons in relation to the
processing of their personal data
and to facilitate the free flow of
personal data within the internal
market. For that purpose, the
supervisory authorities should co-
operate with each other and the
Commission.

(96) The supervisory authorities
should monitor the application o
the provisions pursuant to this
Regulation and contribute to s
consistent application throyghout
the Union, in order to protect
natural persons in relatjon to the
processing of their personal data
and to facilitate the free flow of
personal data within the internal
market. For thaypurpose, the
supervisory agthorities should co-
operate with'each other and the
Commissjon.

(96) The supervisory authorities
should monitor the application of
the provisions pursuant to this
Regulation and contribute to its
consistent application throughout
the Union, in order to protect
natural persons in relation to the
processing of their personal data
and to facilitate the free flow of
personal data within the internal
market. For that purpose, this
Regulation should oblige and
empower the supervisory
authorities sheuld fo co-operate
with each other and the
Commission, without the need for
any agreement between Member
States on the provision of mutual

assistance or on such cooperation.

(96) The supervisory authorities
should monitor the application of
the provisions pursuant to this
Regulation and contribute to its
consistent application throughout
the Union, in order to protect
natural persons in relation to the
processing of their personal data
and to facilitate the free flow of
personal data within the internal
market. For that purpose,
supervisory authorities should co-
operate with each other and the
Commission, without the need for
any agreement between Member
States on the provision of mutual
assistance or on such cooperation.
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Amendment 67

(97) Where the processing of
personal data in the context of the
activities of an establishment of a
controller or a processor in the
Union takes place in more than one
Member State, one single
supervisory authority should be
competent for monitoring the
activities of the controller or
processor throughout the Union
and taking the related decisions, in
order to increase the consistent
application, provide legal certainty
and reduce administrative burden
for such controllers and processors.

(97) Where the processing of
personal data in the context of the
activities of an establishment of a
controller or a processor in the
Union takes place in more than one
Member State, one single
supervisory authority should be

; ioring 4
aetivitiesof act as the single
contact point and the lead
authority responsible for
supervising the controller or
processor throughout the Union and
taking the related decisions, in
order to increase the consistent
application, provide legal certainty
and reduce administrative burden
for such controllers and processors.

(97) Where the processing of
personal data takes place in the
context of the activities of an
establishment of a controller or a
processor in the Union and the
controller or processor is
established takesplaece in more
than one Member State, or where
processing taking place in the
context of the activities of aene
singlc supervisory-adthertty-showld
| ; i 4

establishment of a controller or
processor in the Union
substantially affects or is likely to
substantially affect data subjects
in more than one Member State,
the supervisory authority for the
main establishment of the
controller or processor or for the
single establishment of the

(97) Where the processing of
personal data takes place in the
context of the activities of an
establishment of a controller or a
processor in the Union and the
controller or processor is
established in more than one
Member State, or where processing
taking place in the context of the
activities of a single establishment
of a controller or processor in the
Union substantially affects or is
likely to substantially affect data
subjects in more than one Member
State, the supervisory authority for
the main establishment of the
controller or processor or for the
single establishment of the
controller or processor should act as
lead authority. It should cooperate
with the other authorities that are
concerned, because the controller or
processor has an establishment on
the territory of their Member State,
because data subjects residing on
their territory are substantially
affected, or because a complaint has
been lodged with them.
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controller or processor should act
as lead authority. It should
cooperate with the other
authorities that are concerned,
because the controller or
processor has an establishment on
the territory of their Member
State, because data subjects
residing on their territory are
substantially affected, or because
a complaint has been lodged with
them. Also where a data subject
not residing in that Member State
has lodged a complaint, the
supervisory authority to which
such complaint has been lodged
should also be a concerned
supervisory authority. Within its
tasks to issue guidelines on any
question covering the application
of this Regulation, the European
Data Protection Board may issue
guidelines in particular on the
criteria to be taken into account in
order to ascertain whether the
processing in question
substantially affects data subjects
in more than one Member State
and on what constitutes a relevant
and reasoned objection.

Also where a data subject not
residing in that Member State has
lodged a complaint, the supervisory
authority to which such complaint
has been lodged should also be a
concerned supervisory authority.
Within its tasks to issue guidelines
on any question covering the
application of this Regulation, the
European Data Protection Board
may issue guidelines in particular
on the criteria to be taken into
account in order to ascertain
whether the processing in question
substantially affects data subjects in
more than one Member State and
on what constitutes a relevant and
reasoned objection.
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(97a) The lead authority should be
competent to adopt binding
decisions regarding measures
applying the powers conferred on
it in accordance with the
provisions of this Regulation. In its
capacity as lead authority, the
supervisory authority should
closely involve and coordinate the
concerned supervisory authorities
in the decision-making process. In
cases where the decisions is to
reject the complaint by the data
subject in whole or in part that
decision should be adopted by the
supervisory authority at which the
complaint has been lodged.

(97a) The lead authority should be
competent to adopt binding
decisions regarding measures
applying the powers conferred on it
in accordance with the provisions
of this Regulation. In its capacity as
lead authority, the supervisory
authority should closely involve
and coordinate the concerned
supervisory authorities in the
decision-making process. In cases
where the decisions is to reject the
complaint by the data subject in
whole or in part that decision
should be adopted by the
supervisory authority at which the
complaint has been lodged.

(97b) The decision should be
agreed jointly by the lead
supervisory authority and the
concerned supervisory authorities
and should be directed towards the
main or single establishment of the
controller or processor and be
binding on the controller and
processor. The controller or
processor should take the
necessary measures to ensure the

(97b) The decision should be
agreed jointly by the lead
supervisory authority and the
concerned supervisory authorities
and should be directed towards the
main or single establishment of the
controller or processor and be
binding on the controller and
processor. The controller or
processor should take the necessary
measures to ensure the
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compliance with this Regulation
and the implementation of the
decision notified by the lead
supervisory authority to the main
establishment of the controller or
processor as regards the
processing activities in the Union.

compliance with this Regulation
and the implementation of the
decision notified by the lead
supervisory authority to the main
establishment of the controller or
processor as regards the processing
activities in the Union.

(97¢) Each supervisory authority
not acting as lead supervisory
authority should be competent to
deal with local cases where the
controller or processor is
established in more than one
Member State, but the subject
matter of the specific processing
concerns only processing carried
out in a single Member State and
involving only data subjects in that
single Member State, for example,
where the subject matter concerns
the processing of employees data
in the specific employment context
of a Member State. In such cases,
the supervisory authority should
inform the lead supervisory
authority without delay on this
matter. After being informed, the
lead supervisory authority should

(97¢) Each supervisory authority
not acting as lead supervisory
authority should be competent to
deal with local cases where the
controller or processor is
established in more than one
Member State, but the subject
matter of the specific processing
concerns only processing carried
out in a single Member State and
involving only data subjects in that
single Member State, for example,
where the subject matter concerns
the processing of employees data in
the specific employment context of
a Member State. In such cases, the
supervisory authority should inform
the lead supervisory authority
without delay on this matter. After
being informed, the lead
supervisory authority should
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decide, whether it will deal with
the case within the one-stop-shop
mechanism or whether the
supervisory authority which
informed it should deal with the
case at local level. When deciding
whether it will deal with the case,
the lead supervisory authority
should take into account, whether
there is an establishment of the
controller or processor in the
Member State of the supervisory
authority which informed it, in
order to ensure effective
enforcement of a decision vis-a-vis
the controller or processor. Where
the lead supervisory authority
decides to deal with the case, the
supervisory authority which
informed it should have the
possibility to submit a draft for a
decision, of which the lead
supervisory authority should take
utmost account when preparing its
draft decision in the one-stop-shop
mechanism.

decide, whether it will deal with the
case within the one-stop-shop
mechanism or whether the
supervisory authority which
informed it should deal with the
case at local level. When deciding
whether it will deal with the case,
the lead supervisory authority
should take into account, whether
there is an establishment of the
controller or processor in the
Member State of the supervisory
authority which informed it, in
order to ensure effective
enforcement of a decision vis-a-vis
the controller or processor. Where
the lead supervisory authority
decides to deal with the case, the
supervisory authority which
informed it should have the
possibility to submit a draft for a
decision, of which the lead
supervisory authority should take
utmost account when preparing its
draft decision in the one-stop-shop
mechanism.
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Amendment 68

(98) The competent authority,
providing such one-stop shop,
should be the supervisory authority
of the Member State in which the
controller or processor has its main
establishment.

(98) The eempetent lead authority,
providing such one-stop shop,

should be the supervisory authority
of the Member State in which the
controller or processor has its main
establishment or its representative.
The European Data Protection
Board may designate the lead
authority through the consistency
mechanism in certain cases at the
request of a competent authority.

(98) The eompetent rules on the

lead supervisory authority,
providingsueh and the one-stop-
shop mechanism, should not apply
where the processing is carried out
by public authorities or private
bodies in the public interest. In
such cases be the only supervisory
authority competent to exercise the
powers conferred to it in
accordance with this Regulation
should be the supervisory authority
of the Member State where the
public authority or private body is

(98) The rules on the lead
supervisory authority, and the one-
stop-shop mechanism, should not
apply where the processing is
carried out by public authorities or
private bodies in the public interest.
In such cases the only supervisory
authority competent to exercise the
powers conferred to it in
accordance with this Regulation
should be the supervisory authority
of the Member State where the
public authority or private body is
established.

establishedmwhichthecontroller
has i ;
establishment.
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(99) While this Regulation applies | (99) While this Regulation applies/ | deleted

also to the activities of national also to the activities of national

courts, the competence of the courts, the competence of the

supervisory authorities should not | supervisory authorities shoytd not

cover the processing of personal cover the processing of pefsonal

data when courts are acting in their | data when courts are acting in their

judicial capacity, in order to judicial capacity, in ofder to

safeguard the independence of safeguard the independence of

judges in the performance of their | judges in the performance of their

judicial tasks. However, this judicial tasks. However, this

exemption should be strictly exemption should be strictly limited

limited to genuine judicial to genuing judicial activities in

activities in court cases and not court cases and not apply to other

apply to other activities where activfies where judges might be

judges might be involved in, in inyOlved in, in accordance with

accordance with national law. ational law.
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(100) In order to ensure consistent
monitoring and enforcement of this
Regulation throughout the Union,
the supervisory authorities should
have in each Member State the
same duties and effective powers,
including powers of investigation,
legally binding intervention,
decisions and sanctions,
particularly in cases of complaints
from individuals, and to engage in
legal proceedings. Investigative
powers of supervisory authorities

(100) In order to ensure consistent
monitoring and enforcement of this
Regulation throughout the Union,
the supervisory authorities shotild
have in each Member State the
same duties and effective powers,
including powers of invegtigation,
legally binding interverfion,
decisions and sanctions,
particularly in cases/0f complaints
from individuals, ahd to engage in
legal proceedingg. Investigative
powers of supervisory authorities as

(100) In order to ensure consistent
monitoring and enforcement of this
Regulation throughout the Union,
the supervisory authorities should
have in each Member State the
same duties tasks and effective
powers, including powers of
investigation, corrective powers
leoallv bindine o,
deeistons and sanctions, and
authorisation and advisory powers,
particularly in cases of complaints
from individuals, and without
prejudice to the powers

(100) In order to ensure consistent
monitoring and enforcement of this
Regulation throughout the Union,
the supervisory authorities should
have in each Member State the
same tasks and effective powers,
including powers of investigation,
corrective powers and sanctions, as
well as authorisation and advisory
powers, particularly in cases of
complaints from individuals. The
exercise of the powers conferred on
the supervisory authority shall be
subject to appropriate safeguards,
including effective judicial remedy,
and due process, set out in Union or
Member State law in accordance
with the Charter of Fundamental
Rights of the European Union.
Without prejudice to the powers of
prosecutorial authorities under
national law,
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as regards access to premises
should be exercised in conformity
with Union law and national law.
This concerns in particular the
requirement to obtain a prior
judicial authorisation.

regards access to premises should
be exercised in conformity with
Union law and national law. Thi
concerns in particular the
requirement to obtain a prior
judicial authorisation.

of prosecutorial authorities under
national law, to bring
infringements of this Regulation to
the attention of the judicial
authorities and/or engage in legal
proceedings. Such powers should
also include the power to forbid
the processing on which the
authority is consulted. Member
States may specify other tasks
related to the protection of
personal data under this
Regulation. The powers of
supervisory authorities should be
exercised in conformity with
appropriate procedural safeguards
set out in Union law and national
law, impartially, fairly and within
a reasonable time. In particular
each measure should be
appropriate, necessary and
proportionate in view of ensuring
compliance with this Regulation,
taking into account the
circumstances of each individual
case, respect the right of every
person to be heard before any
individual measure which would

supervisory authorities should also
have the powers to bring
infringements of this Regulation to
the attention of the judicial
authorities and/or engage in legal
proceedings. Such powers should
also include the power to forbid the
processing on which the authority is
consulted. Member States may
specify other tasks related to the
protection of personal data under
this Regulation. The powers of
supervisory authorities should be
exercised in conformity with
appropriate procedural safeguards
set out in Union law and national
law, impartially, fairly and within a
reasonable time. Taking into
account the circumstances of each
individual case and the right of
every person to be heard before any
individual measure adversely
affecting him or her is taken, the
exercise of supervisory authorities’
powers should in particular respect
the principle of propotionality and
avoid superfluous costs and
excessive inconveniences for the
persons concerned.
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affect him or her adversely is taken
and avoid superfluous costs and
excessive inconveniences for the

persons concerned. Investigative

Investigatory powers ef

supervisory-authorities-as regards

access to premises should be
exercised in eenfermity-accordance
with specific requirements in

national procedural law, such as
Fhis-conecerastpartientar the
requirement to obtain a prior
judicial authorisation. Each legally
binding measure of the supervisory
authority should be in writing, be
clear and unambiguous, indicate
the supervisory authority which
has issued the measure, the date of
issue of the measure, bear the
signature of the head, or a member
of the supervisory authority
authorised by him or her, give the
reasons for the measure, and refer
to the right of an effective remedy.

Investigatory powers as regards
access to premises should be
exercised in accordance with
specific requirements in national
procedural law, such as the
requirement to obtain a prior
judicial authorisation. Each legally
binding measure of the supervisory
authority should be in writing, be
clear and unambiguous, indicate the
supervisory authority which has
issued the measure, the date of
issue of the measure, bear the
signature of the head, or a member
of the supervisory authority
authorised by him or her, give the
reasons for the measure, and refer
to the right of an effective remedy.
This should not preclude additional
requirements pursuant to national
procedural law. The adoption of
such legally binding decision
implies that it may give rise to
judicial review in the Member State
of the supervisory authority that
adopted the decision.
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This should not preclude
additional requirements pursuant
to national procedural law. The
adoption of such legally binding
decision implies that it may give
rise to judicial review in the
Member State of the supervisory
authority that adopted the
decision.

Amendment 70

(101) Each supervisory authority
should hear complaints lodged by
any data subject and should
investigate the matter. The
investigation following a complaint
should be carried out, subject to
judicial review, to the extent that is
appropriate in the specific case.
The supervisory authority should
inform the data subject of the
progress and the outcome of the

(101) Each supervisory authority
should hear complaints lodged by
any data subject or by associations
acting in the public interest and
should investigate the matter. The
investigation following a complaint
should be carried out, subject to
judicial review, to the extent that is
appropriate in the specific case. The
supervisory authority should inform
the data subject or the association

(101 & 101a) Each-Where the
supervisory authority sheuld-hearro
which the complaints has been
lodged is not the lead supervisory
authority, the lead supervisory
authority should closely co-operate
with the supervisory authority to
which the complaint has been
lodged according to the provisions
on co-operation and consistency
laid down in this Regulation. In

(101 & 101a) Where the
supervisory authority to which the
complaint has been lodged is not
the lead supervisory authority, the
lead supervisory authority should in
accordance with the provisions on
co-operation and consistency laid
down in this Regulation closely co-
operate with the supervisory
authority to which the complaint
has been lodged. In such cases, the

complaint within a reasonable of the progress and the outcome of | such cases, by-any-data-subjeetand | lead supervisory authority should,
period. If the case requires further | the complaint within a reasonable shouldinvestigate-the-matter—The when taking measures intended to
investigation or coordination with | period. If the case requires further | investigationfoHowing-acomplaint | produce legal effects, including the
another supervisory authority, investigation or coordination with should-be-earried-out; subjeetto imposition of administrative fines,
intermediate information should be | another supervisory authority, jadictal reviewsto-the-extent-thatis | take utmost account of the view of
given to the data subject. intermediate information should be | apprepriate-in-the-speeific-ease: the supervisory authority to which
given to the data subject. the complaint has been lodged and
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Fhethe lead supervisory authority
should, when taking measures
intended to produce legal effects,
including the imposition of
administrative fines, take utmost
account of the view of the inform

the-data-subject-of the progress-and
the outcome ol the complaint

. . : _
withina *,EE'SSHE'HE P o
case 51!. . L | g
supervisory authorityintermediate

data-subjeet-fo which the complaint
has been lodged and which should

remain competent to carry out any
investigation on the territory of its
own Member State in liaison with
the competent supervisory
authority.

which should remain competent to
carry out any investigation on the
territory of its own Member State in
liaison with the competent
supervisory authority.
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(101b) The supervisory authority
receiving a complaint or detecting
or being informed otherwise of
situations that entail possible
infringements of the Regulation
should seek an amicable settlement
and, if this proves unsuccessful,
exercise its full range of powers in
cases where another supervisory
authority should act as a lead
supervisory authority for the
processing activities of the
controller or processor but the
concrete subject matter of a
complaint or the possible
infringement concerns only
processing activities of the
controller or processor in the one
Member State where the complaint
has been lodged or the possible
infringement detected and the
matter does not substantially affect
or is not likely to substantially
affect data subjects in other
Member States. This should
include specific processing carried
out in the territory of the Member
State of the supervisory authority

(101b) The supervisory authority
receiving a complaint, or detecting
or being informed otherwise of
situations that entail possible
infringements of the Regulation
should seek an amicable settlement
and, if this proves unsuccessful,
exercise its full range of powers in
cases where another supervisory
authority should act as a lead
supervisory authority for the
processing activities of the
controller or processor but the
concrete subject matter of a
complaint or the possible
infringement concerns only
processing activities of the
controller or processor in the one
Member State where the complaint
has been lodged or the possible
infringement detected and the
matter does not substantially affect
or is not likely to substantially
affect data subjects in other
Member States. This should include
specific processing carried out in
the territory of the Member State of
the supervisory authority or with
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or with regard to data subjects on
the territory of that Member State;
or to processing that is carried out
in the context of an offer of goods
or services specifically aimed at
data subjects in the territory of the
Member State of the supervisory
authority; or that has to be
assessed taking into account
relevant legal obligations under
national law.

regard to data subjects on the
territory of that Member State; or to
processing that is carried out in the
context of an offer of goods or
services specifically aimed at data
subjects in the territory of the
Member State of the supervisory
authority; or that has to be assessed
taking into account relevant legal
obligations under national law.
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(102) Awareness raising activities
by supervisory authorities
addressed to the public should
include specific measures directed
at controllers and processors,
including micro, small and
medium-sized enterprises, as well
as data subjects.

(102) Awareness raising activitie
by supervisory authorities
addressed to the public should
include specific measures directed
at controllers and precCessors,
including micro, small and
medium-sized-€nterprises, as well
as data subjects.

(102) Awareness raising activities
by supervisory authorities
addressed to the public should
include specific measures directed
at controllers and processors,
including micro, small and
medium-sized enterprises, as well
as data-subjeetsindividuals in
particular in the educational
context.

(102) Awareness raising activities
by supervisory authorities
addressed to the public should
include specific measures directed
at controllers and processors,
including micro, small and
medium-sized enterprises, as well
as individuals, in particular in the
educational context.

(103) The supervisory authorities
should assist each other in
performing their duties and provide
mutual assistance, so as to ensure
the consistent application and
enforcement of this Regulation in
the internal market.

(103) The supervisory authorities
should assist each other in
performing their duties and prgvide
mutual assistance, so as to efAsure
the consistent application/and
enforcement of this Regulation in
the internal market.

(103) The supervisory authorities
should assist each other in
performing their duties-tasks and
provide mutual assistance, so as to
ensure the consistent application
and enforcement of this Regulation
in the internal market. Where a
supervisory authority requesting
mutual assistance, in the case of
no response of the requested
supervisory authority within one
month of receiving the request,
adopts a provisional measure, such
provisional measure should be
duly justified and only of a
temporary nature.

(103) The supervisory authorities
should assist each other in
performing their tasks and provide
mutual assistance, so as to ensure
the consistent application and
enforcement of this Regulation in
the internal market. Where a
supervisory authority requesting
mutual assistance, in the case of no
response of the requested
supervisory authority within one
month of receiving the request,
adopts a provisional measure, such
provisional measure should be duly
justified and only of a temporary
nature.

12404/15
ANNEX

VH/np 36

DGD 2C

LIMITE EN




(104) Each supervisory authority
should have the right to participate
in joint operations between
supervisory authorities. The
requested supervisory authority
should be obliged to respond to the
request in a defined time period.

(104) Each supervisory authority
should have the right to participate
in joint operations between
supervisory authorities. The
requested supervisory authority
should be obliged to respond to the
request in a defined time period.

(104) Each supervisory authority
should have the right to participate
in joint operations between
supervisory authorities. The
requested supervisory authority
should be obliged to respond to the
request in a defined time period.

(104) Each supervisory authori
should have the right to participate
in joint operations between
supervisory authorities. The
requested supervisory authority
should b€ obliged to respond to the
regdest in a defined time period.

Amendment 71

(105) In order to ensure the
consistent application of this
Regulation throughout the Union, a
consistency mechanism for co-
operation between the supervisory
authorities themselves and the
Commission should be established.
This mechanism should in
particular apply where a
supervisory authority intends to
take a measure as regards
processing operations that are
related to the offering of goods or
services to data subjects in several
Member States, , or to the
monitoring such data subjects, or
that might substantially affect the
free flow of personal data. It should
also apply where any supervisory
authority or the Commission

(105) In order to ensure the
consistent application of this
Regulation throughout the Union, a
consistency mechanism for co-
operation between the supervisory
authorities themselves and the
Commission should be established.
This mechanism should in
particular apply where a
supervisory authority intends to
take a measure as regards
processing operations that are
related to the offering of goods or
services to data subjects in several
Member States, or to the
monitoring of such data subjects, or
that might substantially affect the
free flow of personal data. It should
also apply where any supervisory
authority or the Commission

(105) In order to ensure the
consistent application of this
Regulation throughout the Union, a
consistency mechanism for co-
operation between the supervisory
authorities themselves-and-the
Ceommisston should be established.
This mechanism should in
particular apply where a
supervisory authority intends to
take-adopt a measure intended to
produce legal effects as regards
processing operations thatare

relatedto-the-offeringof soodsor

. | b ; |
MemberStatess—orto-the

. b d bieets,
that-might-which substantially
affect a significant number of data
subjects in several Member States.

(105) In order to ensure the
consistent application of this
Regulation throughout the Union, a
consistency mechanism for co-
operation between the supervisory
authorities should be established.
This mechanism should in
particular apply where a
supervisory authority intends to
adopt a measure intended to
produce legal effects as regards
processing operations which
substantially affect a significant
number of data subjects in several
Member States. It should also apply
where any concerned supervisory
authority or the Commission
requests that such matter should be
dealt with in the consistency
mechanism. This mechanism
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requests that the matter should be
dealt with in the consistency
mechanism. This mechanism
should be without prejudice to any
measures that the Commission may
take in the exercise of its powers
under the Treaties.

requests that the matter should be
dealt with in the consistency
mechanism. Furthermore, the data
subjects should have the right to
obtain consistency, if they deem a
measure by a Data Protection
Authority of a Member State has
not fulfilled this criterion. This
mechanism should be without
prejudice to any measures that the
Commission may take in the
exercise of its powers under the
Treaties.

the-free flow-ofpersonal data- It
should also apply where any

concerned supervisory authority or
the Commission requests that the
such matter should be dealt with in
the consistency mechanism. This
mechanism should be without
prejudice to any measures that the
Commission may take in the
exercise of its powers under the
Treaties.

should be without prejudice to any
measures that the Commission may
take in the exercise of its powers
under the Treaties.

(106) In application of the
consistency mechanism, the
European Data Protection Board
should, within a determined period
of time, issue an opinion, if a
simple majority of its members so
decides or if so requested by any
supervisory authority or the
Commission.

(106) In application of the
consistency mechanism, the
European Data Protection Bogfd
should, within a determinedperiod
of time, issue an opinion Af a
simple majority of its members so
decides or if so requested by any
supervisory authority or the
Commission.

(106) In application of the
consistency mechanism, the
European Data Protection Board
should, within a determined period
of time, issue an opinion, if a
stmple majority of its members so
decides or if so requested by any
concerned supervisory authority
concerned or the Commission. The
European Data Protection Board
should also be empowered to adopt
legally binding decisions in case of
disputes between supervisory
authorities. For that purposes it
should issue, in principle with a
two-third majority of its members,

(106) In application of the
consistency mechanism, the
European Data Protection Board
should, within a determined period
of time, issue an opinion, if a
majority of its members so decides
or if so requested by any concerned
supervisory authority concerned or
the Commission. The European
Data Protection Board should also
be empowered to adopt legally
binding decisions in case of
disputes between supervisory
authorities in order to ensure the
correct and consistent application of
this Regulation in individual cases.
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legally binding decisions in clearly
defined cases where there are
conflicting views among
supervisory authorities in
particular in the cooperation
mechanism between the lead
supervisory authority and
concerned supervisory authorities
on the merits of the case, notably
whether there is an infringement
of this Regulation or not.

For that purposes it should issue, in
principle with a two-third majority
of its members, legally binding
decisions in clearly defined cases
where there are conflicting views
among supervisory authorities in
particular in the cooperation
mechanism between the lead
supervisory authority and
concerned supervisory authorities
on the merits of the case, notably
whether there is an infringement of
this Regulation or not. This
decision shall be reasoned and
addressed to the lead supervisory
authority and all the concerned
supervisory authorities and binding
on them.

Amendment 72

(106a) In order to ensure the
consistent application of this
Regulation, the European Data
Protection Board may in
individual cases adopt a decision
which is binding on the competent
supervisory authorities.
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Amendment 73

(107) In order to ensure compliance
with this Regulation, the
Commission may adopt an opinion
on this matter, or a decision,
requiring the supervisory authority
to suspend its draft measure.

deleted

deleted

(108) There may be an urgent need
to act in order to protect the
interests of data subjects, in
particular when the danger exists
that the enforcement of a right of a
data subject could be considerably
impeded. Therefore, a supervisory
authority should be able to adopt
provisional measures with a
specified period of validity when
applying the consistency

(108) There may be an urgent ne
to act in order to protect the
interests of data subjects, i
particular when the dangeft exists
that the enforcement of a right of a
data subject could be considerably
impeded. Therefore, a supervisory
authority shotld be able to adopt
provisiongd measures with a
specified period of validity when
applying the consistency

(108) There may be an urgent need
to act in order to protect the rights
and freedoms nterests of data
subjects, in particular when the
danger exists that the enforcement
of a right of a data subject could be
considerably impeded. Therefore, a
supervisory authority should be
able to adopt provisional measures
with a specified period of validity
when applying the consistency

(108) There may be an urgent need
to act in order to protect the rights
and freedoms of data subjects, in
particular when the danger exists
that the enforcement of a right of a
data subject could be considerably
impeded. Therefore, a supervisory
authority should be able to adopt
provisional measures with a
specified period of validity when
applying the consistency

mechanism. €chanism. mechanism. mechanism.
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(109) The application of this
mechanism should be a condition
for the legal validity and
enforcement of the respective

decision by a supervisory authority.

In other cases of cross-border
relevance, mutual assistance and
joint investigations might be
carried out between the concerned
supervisory authorities on a
bilateral or multilateral basis
without triggering the consistency
mechanism.

(109) The application of this
mechanism should be a conditig
for the legal validity and
enforcement of the respectiye
decision by a supervisory/authority.
In other cases of cross-Border
relevance, mutual asgistance and
joint investigationg'might be carried
out between the €oncerned
supervisory aythorities on a
bilateral or multilateral basis
without triggering the consistency
mechanism.

(109) The application of this
mechanism should be a condition

for the legalvalidityand

erforeement-oftherespeetive
deeiston-lawfulness of a measure

intended to produce legal effects
by a supervisory authority in those
cases where its application is
mandatory. In other cases of cross-
border relevance, the co-operation
mechanism between the lead
supervisory authority and
concerned supervisory authorities
should be applied and mutual
assistance and joint #rvestigations

operations might be carried out

(109) The application of this
mechanism should be a condition
for the lawfulness of a measure
intended to produce legal effects by
a supervisory authority in those
cases where its application is
mandatory. In other cases of cross-
border relevance, the co-operation
mechanism between the lead
supervisory authority and
concerned supervisory authorities
should be applied and mutual
assistance and joint operations
might be carried out

between the concerned supervisory
authorities on a bilateral or
multilateral basis without triggering
the consistency mechanism.

between the concerned supervisory
authorities on a bilateral or
multilateral basis without triggering
the consistency mechanism.
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Amendment 74

(110) At Union level, a European
Data Protection Board should be
set up. It should replace the
Working Party on the Protection of
Individuals with Regard to the
Processing of Personal Data
established by Directive 95/46/EC.
It should consist of a head of a
supervisory authority of each
Member State and of the European
Data Protection Supervisor. The
Commission should participate in
its activities. The European Data
Protection Board should contribute
to the consistent application of this
Regulation throughout the Union,
including by advising the
Commission and promoting co-
operation of the supervisory
authorities throughout the Union.
The European Data Protection
Board should act independently
when exercising its tasks.

(110) At Union level, a European
Data Protection Board should be set
up. It should replace the Working
Party on the Protection of
Individuals with Regard to the
Processing of Personal Data
established by Directive 95/46/EC.
It should consist of a head of a
supervisory authority of each
Member State and of the European
Data Protection Supervisor. Fhe

- sion should . i
its-aetivities: The European Data
Protection Board should contribute
to the consistent application of this
Regulation throughout the Union,
including by advising the
Cemmisston institutions of the
Union and promoting co-operation
of the supervisory authorities
throughout the Union, including
the coordination of joint
operations. The European Data

(110) In order to promote the
consistent application of this
Regulation, At Yntentevela the
European Data Protection Board
should be set up as an independent
body of the Union. To fulfil its
objectives, the European Data
Protection Board should have
legal personality. The European
Data Protection Board should be
represented by its Chair. 1t should
replace the Working Party on the
Protection of Individuals with
Regard to the Processing of
Personal Data established by
Directive 95/46/EC. It should
consist of a head of a supervisory
authority of each Member State or
his or her representative-and-of.
the: The Commission and the
European Data Protection
Supervisor—Fhe-Commission
should participate in its activities

(110) In order to promote the
consistent application of this
Regulation, the European Data
Protection Board should be set up
as an independent body of the
Union. To fulfil its objectives, the
European Data Protection Board
should have legal personality and
should be represented by its Chair.
It should replace the Working Party
on the Protection of Individuals
with Regard to the Processing of
Personal Data established by
Directive 95/46/EC. It should
consist of a head of a supervisory
authority of each Member State or
its representative. The Commission
and the European Data Protection
Supervisor should participate in its
activities without voting rights.
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Protection Board should act
independently when exercising its
tasks. The European Data
Protection Board should
strengthen the dialogue with
concerned stakeholders such as
data subjects’ associations,
consumer organisations, data
controllers and other relevant
stakeholders and experts.

without voting rights. The
European Data Protection Board
should contribute to the consistent
application of this Regulation
throughout the Union, including by
advising the Commission, in
particular on the level of
protection in third countries or
international organisations, and
promoting co-operation of the
supervisory authorities throughout
the Union. The European Data
Protection Board should act
independently when exercising its
tasks.

The European Data Protection
Board should contribute to the
consistent application of this
Regulation throughout the Union,
including by advising the
Commission, in particular on the
level of protection in third countries
or international organisations, and
promoting co-operation of the
supervisory authorities throughout
the Union. The European Data
Protection Board should act
independently when exercising its
tasks.

(110a) The European Data
Protection Board should be
assisted by a secretariat provided
by the secretariat of the European
Data Protection Supervisor. The
staff of the secretariat of the
European Data Protection
Supervisor involved in carrying
out the tasks conferred on the
European Data Protection Board
by this Regulation should perform
its tasks exclusively under the
instructions of, and report to the

(110a) The European Data
Protection Board should be assisted
by a secretariat provided by the
secretariat of the European Data
Protection Supervisor. The staff of
the secretariat of the European Data
Protection Supervisor involved in
carrying out the tasks conferred on
the European Data Protection Board
by this Regulation should perform
its tasks exclusively under the
instructions of, and report to the
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Chair of the European Data Chair of the European Data
Protection Board. Organisational | Protection Board. Organisational
separation of staff should concern | separation of staff should concern
all services needed for the all services needed for the
independent functioning of the independent functioning of the
European Data Protection Board. | European Data Protection Board.
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Article 4 Article 4 Article 4
Definitions Definitions Definitions Definitions
(13) ‘main establishment’ means as | (13) ‘main establishment’ means as | (13) ‘main establishment’ means (13) ‘main establishment’ means
regards the controller, the place of | regards-the-centreler-the place of
e inthe U st ofthe s s e contrll it | s gt conrol i
purposes, conditions and means of | undertakings in the Union, establishments in more tha1.1 one establishments in more thag one
> Member State, the place of its Member State, the place of its
the processing of personal data are | whether controller or processor, blis] ventral central administration in the Union
taken; if no decisions as to the where the main decisions as to the . . .. . o i
purposes, conditions and means of | purposes—eenditions and means of admlmstmtlm.i in the 'Unlon where | unless the decisions on the purposes
the processing of personal data are | the processing of personal data are unless the main de'c:1'51ons asto on | and means of the p rocessing of
taken in the Union. the main taken. —if no-decisionsas to-the the purposes, eeﬁdmeﬁs and means persor}al data are taken in another
establishment is th’e place where the pﬂfpe;es—eeﬂd-rtieﬂs—aﬂd—me&ﬂs—ef of the processing of persona}l data estabhghment of the controller in
main processing activities in the %h%p%eee’ssmg—ef—pelise&al—dam—afe are taken in anoth.er establl.shment the Umon and the latter
context of the activities of an takeninthe Unionthe main of the controlle.r in the Union and estabhsh.m.ent has the power tp haye
establishment of a controller in the %m%;%%% the latter estabhshment.h.as the such dec1510ns.1mp1emente.d, in this
Union take place. As regards the Pain processing activities in the power to have .such. decisions case the .es.tabhshment havmg taken
processor, 'main establishment’ contextof the activities-of an tmpler.nented, in th.lS case the such dec1§10ns shgll be considered
means the’ place of its central establishmentof ocontrollerin the esta.b{lshment having tt.lken such as the main establishment.
administration in the Union; Unientake place-Asregards-the decisions shall be considered as
’ L . . the main establishment. .

- - as regards a processor with
means-the place-ofitseentral establishments in more than one
administration-in-the Union The Hno-decisions-as-to-the purpeses; | Member State, the place of its
following objective criteria may be | conditions-and-means-ofthe central administration in the Union,
considered among others: the proeessing-of personal-data-are and, if the processor has no central
location of the controller or taken-in-the-Union;-the-main administration in the Union, the
processor's headquarters; the establishmentis-the-place-where establishment of the processor in
location of the entity within a the-main-processingactivitiesinthe | the Union where the main
group of undertakings which is context-of the-activities-of-an processing activities in the context
best placed in terms of establishment-of-a-controlerinthe | of the activities of an establishment
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management functions and
administrative responsibilities to
deal with and enforce the rules as
set out in this Regulation; the
location where effective and real
management activities are
exercised determining the data
processing through stable
arrangements;

Union take place.

- As as regards the a processor with
establishments in more than one
Member State, ‘main establishment!
means the place of its central
administration in the Union, and, if
the processor has no central
administration in the Union, the
establishment of the processor in
the Union where the main
processing activities in the context
of the activities of an
establishment of the processor
take place to the extent that the
processor is subject to specific
obligations under this Regulation;

of the processor take place to the
extent that the processor is subject
to specific obligations under this
Regulation;

(19) 'supervisory authority' means a
public authority which is
established by a Member State in
accordance with Article 46.

(19) 'supervisory authority' means a
public authority which is
established by a Member State in
accordance with Article 46.

(19) 'supervisory authority' means
an independent public authority
which is established by a Member
State ir-aceordanee-with pursuant
to Article 46.

(19) 'supervisory authority' means
an independent public authority
which is established by a Member
State pursuant to Article 46.
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19a) 'concerned supervisory
authority’ means

- a supervisory authority which is
concerned by the processing,
because:

a) the controller or processor is
established on the territory of the
Member State of that supervisory
authority;

b) data subjects residing in this
Member State are substantially
affected or likely to be
substantially affected by the
processing; or

¢) the underlying complaint has
been lodged to that supervisory
authority.

19a) 'concerned supervisory
authority' means

- a supervisory authority which is
concerned by the processing,
because:

a) the controller or processor is
established on the territory of the
Member State of that supervisory
authority;

b) data subjects residing in this
Member State are substantially
affected or likely to be substantially
affected by the processing; or

¢) the underlying complaint has
been lodged to that supervisory
authority.
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(19b) “transnational processing of
personal data” means either:

(19b) “transnational processing of
personal data” means either:

(a) processing which takes place (a) processing which takes place in

in the context of the activities of
establishments in more than
one Member State of a
controller or a processor in the
Union and the controller or
processor is established in more
than one Member State; or

(b) processing which takes place

in the context of the activities of
a single establishment of a
controller or processor in the
Union but which substantially
affects or is likely to
substantially affect data
subjects in more than one
Member State.

the context of the activities of
establishments in more than one
Member State of a controller or
a processor in the Union and the
controller or processor is
established in more than one
Member State; or

(b) processing which takes place in
the context of the activities of a
single establishment of a
controller or processor in the
Union but which substantially
affects or is likely to
substantially affect data subjects
in more than one Member State.
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(19¢) “relevant and reasoned
objection” means :

an objection as to whether there is
an infringement of this Regulation
or not, or, as the case may be,
whether the envisaged action in
relation to the controller or
processor is in conformity with the
Regulation. The objection shall
clearly demonstrate the
significance of the risks posed by
the draft decision as regards the
Jfundamental rights and freedoms
of data subjects and where
applicable, the free flow of
personal data.

(19¢) “relevant and reasoned
objection” means :

an objection as to whether there is
an infringement of this Regulation
or not, or, as the case may be,
whether the envisaged action in
relation to the controller or
processor is in conformity with the
Regulation. The objection shall
clearly demonstrate the significance
of the risks posed by the draft
decision as regards the fundamental
rights and freedoms of data subjects
and where applicable, the free flow
of personal data.
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SECTION 1 SECTION 1 SECTION 1
INDEPENDENT STATUS INDEPENDENT STATUS INDEPENDENT STATUS
Article 46 Article 46 Article 46 Article 46
Supervisory authority Supervisory authority Supervisory authority Su uthority

1. Each Member State shall provide
that one or more public authorities
are responsible for monitoring the

1. Each Member State shall provi
that one or more public authoritigs
are responsible for monitoring/the

1. Each Member State shall provide
that one or more independent
public authorities are responsible

1. Each Member State shall provide
that one or more independent public
authorities are responsible for

application of this Regulation and | application of this Regulation and for monitoring the application of monitoring the application of this
for contributing to its consistent for contributing to its congistent this Regulation-and-fercontributing | Regulation.

application throughout the Union, application throughout the Union, in | te-its-censistentapplication

in order to protect the fundamental | order to protect the fuhdamental throughoutthe Union,in-orderte

rights and freedoms of natural rights and freedoms of natural protect the fundamental rights and

persons in relation to the processing | persons in relatiph to the processing | freedoms-efnataral personsin

of their personal data and to of their persondl data and to relation to the processing of thetr

facilitate the free flow of personal facilitate thg'free flow of personal personal-dataand-to-factlitate the

data within the Union. For these data withjn the Union. For these free flow of personal data within

purposes, the supervisory purposgs, the supervisory the Union—Forthese purposes;the

authorities shall co-operate with authofities shall co-operate with stpervisory-atthorttesshattco-

each other and the Commission. eagh other and the Commission. operate-with-each-otherand-the
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1a. Each supervisory authority
shall contribute to the consistent
application of this Regulation
throughout the Union. For this
purpose, the supervisory
authorities shall co-operate with
each other and the Commission in
accordance with Chapter VII.

la. Each supervisory authority shall
contribute to the consistent
application of this Regulation
throughout the Union. For this
purpose, the supervisory authorities
shall co-operate with each other and
the Commission in accordance with
Chapter VII.

2. Where in a Member State more
than one supervisory authority are
established, that Member State
shall designate the supervisory
authority which functions as a
single contact point for the
effective participation of those
authorities in the European Data
Protection Board and shall set out
the mechanism to ensure
compliance by the other authorities
with the rules relating to the
consistency mechanism referred to
in Article 57.

2. Where in a Member State more
than one supervisory authority a1
established, that Member Stat¢ shall
designate the supervisory aathority
which functions as a single contact
point for the effectiveparticipation
of those authorities/in the European
Data Protection Board and shall set
out the mechanism to ensure
compliancg/by the other authorities
with the rules relating to the
consigtency mechanism referred to
in Atticle 57.

2. Where in a Member State more
than one supervisory authority are
established, that Member State
shall designate the supervisory
authority which funetions-as-a
e ot Fort]
clfective participation of shall

represent those authorities in the
European Data Protection Board
and shall set out the mechanism to
ensure compliance by the other
authorities with the rules relating to
the consistency mechanism referred
to in Article 57.

2. Where in a Member State more
than one supervisory authority are
established, that Member State shall
designate the supervisory authority
which shall represent those
authorities in the European Data
Protection Board and shall set out
the mechanism to ensure
compliance by the other authorities
with the rules relating to the
consistency mechanism referred to
in Article 57.
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3. Each Member State shall notify
to the Commission those provisions
of its law which it adopts pursuant
to this Chapter, by the date
specified in Article 91(2) at the
latest and, without delay, any
subsequent amendment affecting
them.

3. Each Member State shall notify
to the Commission those provisions
of its law which it adopts pursuant
to this Chapter, by the date
specified in Article 91(2) at the
latest and, without delay, any
subsequent amendment affecting
them.

3. Each Member State shall notify
to the Commission those provisions
of its law which it adopts pursuant
to this Chapter, by the date
specified in Article 91(2) at the
latest and, without delay, any
subsequent amendment affecting
them.

3. Each Member State shall notj

to the Commission those provisions
of its law which it adoptspursuant
to this Chapter, by thie date
specified in Article 91(2) at the
latest and, without delay, any
subseguent amendment affecting

t
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Article 47 Article 47 Article 47
Independence Independence Independence ence
Amendment 145 Linked to recital (94)

1. The supervisory authority shall
act with complete independence in
exercising the duties and powers
entrusted to it.

1. The supervisory authority shall
act with complete independence in
exercising the duties and powers
entrusted to it, notwithstanding co-
operative and consistency
arrangements related to Chapter
VII of this Regulation.

1. Fhe-Each supervisory authority
shall act with complete
independence in performing the
duties and exercising the duties-and
powers entrusted to it in
accordance with this Regulation.

1. Each supervisory authority shall
act with complete independence in
performing the duties and
exercising the powers entrusted to it
in accordance with this Regulation.

2. The members of the supervisory

2. The members of the supervisg

2. The member or members of the

2. Each member of a supervisory

authority shall, in the performance | authority shall, in the performdance | each supervisory authority shall, in | authority shall, in the performance

of their duties, neither seek nor take | of their duties, neither seek nor take | the performance of their duties and | of his or her duties and exercise of

instructions from anybody. instructions from anybody. exercise of their powers in his or her powers in accordance
accordance with this Regulation, with this Regulation, remain free
remain free from external from external influence, whether
influence, whether direct or direct or indirect and neither seek
indirect and neither seek nor take nor take instructions from anybody.
instructions from anybody.
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3. Members of the supervisory 3. Members of the supervisory deleted 3. Members of the supervisory
authority shall refrain from any authority shall refrain from authority shall refrain from any
action incompatible with their action incompatible with their action incompatible with their
duties and shall not, during their duties and shall not, ddring their duties and shall not, during their
term of office, engage in any term of office, engage in any term of office, engage in any
incompatible occupation, whether | incompatible dccupation, whether incompatible occupation, whether
gainful or not. gainful grhot. gainful or not.
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4. Members of the supervisory
authority shall behave, after their
term of office, with integrity and
discretion as regards the acceptance
of appointments and benefits.

4. Members of the superviso
authority shall behave, after their
term of office, Integrity and
discretiop asregards the acceptance
of appointments and benefits.

deleted

4. Members of the supervisory
authority shall behave, after their
term of office, with integrity and
discretion as regards the acceptance
of appointments and benefits.

5. Each Member State shall ensure
that the supervisory authority is
provided with the adequate human,
technical and financial resources,
premises and infrastructure
necessary for the effective
performance of its duties and
powers, including those to be
carried out in the context of mutual
assistance, co-operation and
participation in the European Data
Protection Board.

5. Each Member State shall ensur
that the supervisory authority 1
provided with the adequate lximan,
technical and financial resdurces,
premises and infrastrugtire
necessary for the effective
performance of itg’duties and
powers, includmg those to be
carried out i the context of mutual
assistancg; co-operation and
participation in the European Data
Protéction Board.

5. Each Member State shall ensure
that the-each supervisory authority
is provided with the adequate
human, technical and financial
resources, premises and
infrastructure necessary for the
effective performance of its duties
and exercise of its powers,
including those to be carried out in
the context of mutual assistance,
co-operation and participation in
the European Data Protection
Board.

5. Each Member State shall ensure
that each supervisory authority is
provided with the human, technical
and financial resources, premises
and infrastructure necessary for the
effective performance of its duties
and exercise of its powers,
including those to be carried out in
the context of mutual assistance,
co-operation and participation in
the European Data Protection
Board.

6. Each Member State shall ensure
that the supervisory authority has
its own staff which shall be
appointed by and be subject to the
direction of the head of the
supervisory authority.

6. Each Member State shall ensure
that the supervisory authority has its
own staff which shall b€ appointed
by and be subjectto the direction of
the head of th€ supervisory

authori

6. Each Member State shall ensure
that the-each supervisory authority
has its own staff which shall be
appeinted-by-and-be-subject to the
direction of the member or
members head-of the supervisory
authority.

6. Each Member State shall ensure
that each supervisory authority has
its own staff which shall be subject
to the direction of the member or
members of the supervisory
authority.
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7. Member States shall ensure that
the supervisory authority is subject
to financial control which shall not
affect its independence. Member
States shall ensure that the
supervisory authority has separate
annual budgets. The budgets shall
be made public.

7. Member States shall ensure th
the supervisory authority is subject
to financial control which shall not
affect its independence Nember
States shall ensure thdt the
supervisory authority has separate
annual budgets’ The budgets shall
be made public.

7. Member States shall ensure that
the-each supervisory authority is
subject to financial control which
shall not affect its independence.
Member States shall ensure that
theeach supervisory authority has
separate, public, annual budgets,
which may be part of the overall
state or national budget-The

7. Member States shall ensure that
each supervisory authority is
subject to financial control which
shall not affect its independence.
Member States shall ensure that
each supervisory authority has
separate, public, annual budgets,
which may be part of the overall
state or national budget.

budeetsshat-be-made pubhie:
Amendment 146

7a. Each Member State shall

ensure that the supervisory

authority shall be accountable to

the national parliament for reasons

of budgetary control.
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Article 48

Article 48

Article 48

Article 48

General conditions for the
members of the supervisory
authority

General conditions for the
members of the supervisory
authority

General conditions for the
members of the supervisory
authority

General conditions for the
members of the supervisory
authority

1. Member States shall provide that
the members of the supervisory
authority must be appointed either
by the parliament or the
government of the Member State
concerned.

1. Member States shall provide th
the members of the supervisory
authority must be appointed efther
by the parliament or the government
of the Member State copCerned.

1. Member States shall provide that
the member or members of the
each supervisory authority must be
appointed either by the parliament
and/or the government or head of
State of the Member State
concerned or by an independent
body entrusted by Member State
law with the appointment by
means of a transparent procedure.

1. Member States shall provide that
each member of a supervisory
authority must be appointed by
means of a transparent procedure
either:

- by the parliament; or

- the government or head of State of
the Member State concerned; or

- by an independent body entrusted
by Member State law with the
appointment.

2. The members shall be chosen
from persons whose independence
is beyond doubt and whose
experience and skills required to
perform their duties notably in the
area of protection of personal data
are demonstrated.

2. The members shall be chosen
from persons whose independénce
is beyond doubt and wh
experience and skills réquired to
perform their duties notably in the
area of protection of personal data
are demaonstrated.

2. The member or members shall
have the qualifications, be-chosen

frompersonswhoesetdependenee
is-beyond-doubt-and-whese
experience and skills required to
perform their duties-netably—nthe

arca ol protection of personal data
are-demonstrated and exercise their

powers.

2. Each member shall have the
qualifications, experience and skills
required to perform his or her
duties and exercise their powers.
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3. The duties of a member shall end
in the event of the expiry of the
term of office, resignation or
compulsory retirement in
accordance with paragraph 5.

3. The duties of a member shall end
in the event of the expiry e
term of office, resignation or
compulsory retirement in
accordance with paragraph 5.

3. The duties of a member shall end
in the event of the expiry of the
term of office, resignation or
compulsory retirement in
accordance with-paragraph-S-the
law of the Member State
concerned.

3. The duties of a member shall end
in the event of the expiry of the
term of office, resignation or
compulsory retirement in
accordance with the law of the
Member State concerned.

4. A member may be dismissed or
deprived of the right to a pension or
other benefits in its stead by the
competent national court, if the
member no longer fulfils the
conditions required for the
performance of the duties or is
guilty of serious misconduct.

4. A member may be dismissed or
deprived of the right to a pension or
other benefits in its stead by the
competent national court, if the
member no longer fulfils the
conditions required for the
performance of the duties or is
guilty of serious misconduct.

4. A member may be dismissed or
deprived of the right to a pension or
other benefits in its stead by the
competent national court, if the
member no longer fulfils the
conditions required for the
performance of the duties or is
guilty of serious misconduct.

4. A member may be dismissed
deprived of the right to a pension or
other benefits in its steadby the
competent national eourt, if the
member no longer fulfils the
conditiongr€quired for the
perforafance of the duties or is

ity of serious misconduct.

5. Where the term of office expires
or the member resigns, the member
shall continue to exercise the duties

5. Where the term of office expires
or the member resigns, the member
shall continue to exercise the duties

5. Where the term of office expires
or the member resigns, the member
shall continue to exercise the duties

5. Where the term of office ires
or the member resigns; tThe member
shall continueto exercise the duties

until a new member is appointed. until a new member is appointed. until a new member is appointed. unti ew member is appointed.
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Article 49

Article 49

Article 49

Article 49

Rules on the establishment of the
supervisory authority

Rules on the establishment of the
supervisory authority

Rules on the establishment of the
supervisory authority

Rules on the establishment of the
supervisory authority

Each Member State shall provide Each Member State shall ide by | Each Member State shall provide Each Member State shall provide
by law within the limits of this law within the lim1ts of this by law-within-the hmits-ef this by law for:

Regulation: Re fOn: Regulation for:

(a) the establishment and status of | (a) the establishmen atus of (a) the establishment and-statas-of | (a) the establishment of each

the supervisory authority;

the su ry authority;

the-each supervisory authority;

supervisory authority;

(b) the qualifications, experience
and skills required to perform the
duties of the members of the
supervisory authority;

(b) the qualifications, experience
and skills required to-perform the
duties of the members of the

su iSory authority;

(b) the qualifications;-experienee
and-skills-required to perform the

duties of the members of the
supervisory authority;

(b) the qualifications and eligibility
conditions required to be appointed
as member of each supervisory
authority;

(c) the rules and procedures for the
appointment of the members of the
supervisory authority, as well the

(c) the rules and procedures forthe
appointment of the members of the
supervisory authority; as well the

(c) the rules and procedures for the
appointment of the member or
members of the each supervisory

(c) the rules and procedures for the
appointment of the members
of each supervisory authority,

rules on actions or occupations rules on actionsor occupations authority;-as-weH-the-rules-on

incompatible with the duties of the | incomp e with the duties of the | actions-or-ocecupations-incompatible

office; office; with-the- duties-of the-office;
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(d) the duration of the term of the
members of the supervisory
authority which shall be no less
than four years, except for the first
appointment after entry into force
of this Regulation, part of which
may take place for a shorter period
where this is necessary to protect
the independence of the supervisory
authority by means of a staggered
appointment procedure;

(d) the duration of the term of the
members of the supervisory
authority which shall be no
four years, except for theAirst
appointment after entpy into force of
this Regulation, part of which may
take place for a shorter period

where this isrfecessary to protect
the indeperidence of the supervisory
authority by means of a staggered
appeintment procedure;

ss than

(d) the duration of the term of the
member or members of -the each
supervisory authority which shall
not be re-less than four years,
except for the first appointment
after entry into force of this
Regulation, part of which may take
place for a shorter period where this
1s necessary to protect the
independence of the supervisory
authority by means of a staggered
appointment procedure;

(d) the duration of the term of the
members of each supervisory
authority which shall not be less
than four years, except for the first
appointment after entry into force
of this Regulation, part of which
may take place for a shorter period
where this is necessary to protect
the independence of the supervisory
authority by means of a staggered
appointment procedure;

(e) whether the members of the
supervisory authority shall be
eligible for reappointment;

(e) whether the members of t
supervisory authority be
eligible for reappetntment;

(e) whether and, if so, for how
many terms the member or
members of -the each supervisory
authority shall be eligible for
reappointment;

(e) whether and, if so, for how
many terms the members of each
supervisory authority shall be
eligible for reappointment;

(f) the regulations and common

(f) the regulations and common

(1) the regulations and common

(f) the conditions governing the

conditions governing the duties of | conditions governing the duties'of | conditions governing the obligations of the members and
the members and staff of the the members and staff of the dutiesobligations of the member or | staff of each supervisory authority,
supervisory authority; supervisory authority; members and staff of -the each prohibitions on actions and
supervisory authority, prohibitions | occupations incompatible therewith
on actions and occupations during and after the term of office
incompatible therewith during and | and rules governing the cessation of
after the term of office and rules employment.
governing the cessation of
employment;
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(g) the rules and procedures on the
termination of the duties of the
members of the supervisory
authority, including in case that
they no longer fulfil the conditions
required for the performance of
their duties or if they are guilty of
serious misconduct.

(g) the rules and procedures on
termination of the duties of the
members of the supervisory
authority, including1n case that they
no longer fulfilthe conditions
required forthe performance of
their dufties or if they are guilty of
serfous misconduct.

deleted

2. The member or members and
the staff of each supervisory
authority shall, in accordance with
Union or Member State law, be
subject to a duty of professional
secrecy both during and after their
term of office, with regard to any
confidential information which
has come to their knowledge in the
course of the performance of their
duties or exercise of their powers.

2. The member or members and the
staff of each supervisory authority
shall, in accordance with Union or
Member State law, be subject to a
duty of professional secrecy both
during and after their term of office,
with regard to any confidential
information which has come to
their knowledge in the course of the
performance of their duties or
exercise of their powers.
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Article 50 Article 50 Article 50
Professional secrecy Professional secrecy Professional secrecy
Amendment 147
The members and the staff of the The members and the staff of the deleted
supervisory authority shall be supervisory authority shall be
subject, both during and after their | subject, both during and after their
term of office, to a duty of term of office and in conformity
professional secrecy with regard to | with national legislation and
any confidential information which | practice, to a duty of professional
has come to their knowledge in the | secrecy with regard to any
course of the performance of their | confidential information which has
official duties. come to their knowledge in the
course of the performance of their
official duties, whilst conducting
their duties with independence and
transparency as set out in the
Regulation.
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SECTION 2 SECTION SECTION 2 SECTION 2
DUTIES AND POWERS DUTIES OWERS DUTHES- COMPETENCE, COMPETENCE, TASKS
TASKS AND POWERS AND POWERS
Article 51 Article 51 Article 51 Article 51
Competence Competence Competence Competence
Amendment 148

1. Each supervisory authority shall
exercise, on the territory of its own
Member State, the powers
conferred on it in accordance with
this Regulation.

1. Each supervisory authority shall be
competent to perform the duties and
to exercise;-on-the territory-ofits-own
Member-State; the powers conferred
on it in accordance with this
Regulation on the territory of its own
Member State, without prejudice to
Articles 73 and 74. Data processing
by a public authority shall be
supervised only by the supervisory
authority of that Member State.

1. Each supervisory authority shall
be competent to perform the tasks
and exercise-on-the-territory-ofits
own-Member-State-the powers
conferred on it in accordance with
this Regulation on the territory of
its own Member State.

1. Each supervisory authority shall
be competent to perform the tasks
and exercise the powers conferred
on it in accordance with this
Regulation on the territory of its
own Member State.

Amendment 149

2. Where the processing of

deleted

2. Where the processing of

2. Where the processing is carried

personal data takes place in the personal-datatakesplacetthe out by public authorities or private
context of the activities of an context-of theactivitiesofan bodies acting on the basis of points
establishment of a controller or a establishment-ofa-controllerera | (c) or (e) of Article 6(1), the
processor in the Union, and the processor-in-the Unionand-the supervisory authority of the
controller or processor is controller or processor is Member State concerned shall be
competent. In such cases Article
51a does not apply.
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established in more than one
Member State, the supervisory
authority of the main
establishment of the controller or
processor shall be competent for
the supervision of the processing
activities of the controller or the
processor in all Member States,
without prejudice to the provisions
of Chapter VII of this Regulation.

is carried out by public
authorities or private bodies
acting on the basis of points (c) or
(e) of Article 6(1), the supervisory
authority of the Member State
concerned shall be competent. In
such cases Article 51a does not

apply.

3. The supervisory authority shall
not be competent to supervise
processing operations of courts
acting in their judicial capacity.

3. The supervisory authority
be competent to supe
operations o

1S€ processing
rts acting in their

3. Fhe-sSupervisory authorityies
shall not be competent to supervise
processing operations of courts
acting in their judicial capacity.

3. Supervisory authorities shall not
be competent to supervise
processing operations of courts
acting in their judicial capacity.
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Article 51a

Competence of the lead
supervisory authority

1. Without prejudice to Article 51,
the supervisory authority of the
main establishment or of the
single establishment of the
controller or processor shall be
competent to act as lead
supervisory authority for the
transnational processing of this
controller or processor in
accordance with the procedure in
Article 54a.

1. Without prejudice to Article 51,
the supervisory authority of the
main establishment or of the single
establishment of the controller or
processor shall be competent to act
as lead supervisory authority for
the transnational processing of this
controller or processor in
accordance with the procedure in
Article 54a.

2a. By derogation from
paragraph 1, each supervisory
authority shall be competent to
deal with a complaint lodged with
it or to deal with a possible
infringement of this Regulation,
if the subject matter relates only
to an establishment in its Member
State or substantially affects data
subjects only in its Member State.

2a. By derogation from paragraphs
1, each supervisory authority shall
be competent to deal with a
complaint lodged with it or to deal
with a possible infringement of
this Regulation, if the subject
matter relates only to an
establishment in its Member State
or substantially affects data
subjects only in its Member State.
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2b. In the cases referred to in
paragraph 2a, the supervisory
authority shall inform the lead
supervisory authority without
delay on this matter. Within a
period of three weeks after being
informed the lead supervisory
authority shall decide whether or
not it will deal with the case in
accordance with the procedure
provided in Article 54a, taking
into account whether or not there
is an establishment of the
controller or processor in the
Member State of which the
supervisory authority informed it.

2b. In the cases referred to in
paragraph 2a, the supervisory
authority shall inform the lead
supervisory authority without
delay on this matter. Within a
period of three weeks after being
informed the lead supervisory
authority shall decide whether or
not it will deal with the case in
accordance with the procedure
provided in Article 54a, taking into
account whether or not there is an
establishment of the controller or
processor in the Member State of
which the supervisory authority
informed it.

2c. Where the lead supervisory
authority decides to deal with the
case, the procedure provided in
Article 54a shall apply. The
supervisory authority which
informed the lead supervisory
authority may submit to such
supervisory authority a draft for a
decision. The lead supervisory
authority shall take utmost
account of that draft when
preparing the draft decision
referred to in paragraph 2 of
Article 54a.

2c. Where the lead supervisory
authority decides to deal with the
case, the procedure provided in
Article 54a shall apply. The
supervisory authority which
informed the lead supervisory
authority may submit to such
supervisory authority a draft for a
decision. The lead supervisory
authority shall take utmost account
of that draft when preparing the
draft decision referred to in
paragraph 2 of Article 54a.

VH/np 66

DGD 2C

LIMITE EN




2d. In case the lead supervisory
authority decides not to deal with
it, the supervisory authority which
informed the lead supervisory
authority shall deal with the case
according to Articles 55 and 56.

2d. In case the lead supervisory
authority decides not to deal with
it, the supervisory authority which
informed the lead supervisory
authority shall deal with the case
according to Articles 55 and 56.

3. The lead supervisory authority
shall be the sole interlocutor of
the controller or processor for
their transnational processing.

3. When paragraph 2c applies, the
lead supervisory authority shall be
the sole interlocutor of the
controller or processor for its
transnational processing.
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Article 52 Article 52 Article 52 Article 52
Duties jes Tasks Tasks

1. The supervisory authority shall: | 1. The supervisory authority s 1. Fhe—Without prejudice to other | 1. Without prejudice to other tasks
tasks set out under this set out under this Regulation, each
Regulation, each supervisory supervisory authority shall on its
authority shall on its territory: territory:

(a) monitor and ensure the (a) monitor and ensur plication | (a) monitor and ensure-enforce the | (a) monitor and enforce the

application of this Regulation; of this ion; application of this Regulation; application of this Regulation;
(aa) promote public awareness (aa) promote public awareness and
and understanding of the risks, understanding of the risks, rules,
rules, safeguards and rights in safeguards and rights in relation to
relation to the processing of the processing of personal data.
personal data. Activities Activities addressed specifically to
addressed specifically to children | children shall receive specific
shall receive specific attention; attention;
(ab) advise, in accordance with (ab) advise, in accordance with
national law, the national national law, the national
parliament, the government, and | parliament, the government, and
other institutions and bodies on other institutions and bodies on
legislative and administrative legislative and administrative
measures relating to the measures relating to the protection
protection of individuals’ rights of individuals’ rights and freedoms
and freedoms with regard to the with regard to the processing of
processing of personal data; personal data;
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(ac) promote the awareness of
controllers and processors of
their obligations under this
Regulation;

(ac) promote the awareness of
controllers and processors of their
obligations under this Regulation;

(ad) upon request, provide
information to any data subject
concerning the exercise of their
rights under this Regulation and,
if appropriate, co-operate with the
supervisory authorities in other
Member States to this end;

(ad) upon request, provide
information to any data subject
concerning the exercise of their
rights under this Regulation and, if
appropriate, co-operate with the
supervisory authorities in other
Member States to this end;

Amendment 150

(b) hear complaints lodged by any
data subject, or by an association
representing that data subject in
accordance with Article 73,
investigate, to the extent
appropriate, the matter and inform
the data subject or the association
of the progress and the outcome of
the complaint within a reasonable
period, in particular if further
investigation or coordination with
another supervisory authority is
necessary;

(b) hear complaints lodged by any data

subject, or by an association
representing-that data-subjeet in
accordance with Article 73,
investigate, to the extent appropriate,
the matter and inform the data subject
or the association of the progress and

the outcome of the complaint within a

reasonable period, in particular if
further investigation or coordination
with another supervisory authority is
necessary,

(b) hear-deal with complaints
lodged by any-a data subject, or
body, organisation or by-an
association representing that- a
data subject in accordance with
Article 73, and investigate, to the
extent appropriate, the subject
matter of the complaint and
inform the data subject or the
body, organisation or association
of the progress and the outcome of
the ecemplaint-investigation within
a reasonable period, in particular if
further investigation or
coordination with another
supervisory authority is necessary;

(b) deal with complaints lodged by
a data subject, or by a body,
organisation or association in
accordance with Article 76, and
investigate, to the extent
appropriate, the subject matter of
the complaint and inform
complainant of the progress and
the outcome of the investigation
within a reasonable period, in
particular if further investigation
or coordination with another
supervisory authority is necessary;
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(c) share information with and

provide mutual assistance to other
supervisory authorities and ensure
the consistency of application and

(c) share information with and provide
mutual assistance to other supervisory
authorities and ensure the consistency
of application and enforcement of this

(c) share-cooperate with,
including sharing information
with and provide mutual assistance
to other supervisory authorities

(c) cooperate with, including
sharing information, and provide
mutual assistance to other
supervisory authorities with a view

enforcement of this Regulation; Regulation; with a view to and-ensure to ensuring the consistency of
ensuring the consistency of application and enforcement of
application and enforcement of this Regulation;
this Regulation;
Amendment 151

(d) conduct investigations either
on its own initiative or on the basis
of a complaint or on request of
another supervisory authority, and
inform the data subject concerned,
if the data subject has addressed a
complaint to this supervisory
authority, of the outcome of the
investigations within a reasonable
period;

(d) conduct investigations, either on its
own initiative or on the basis of a
complaint or of specific and
documented information received
alleging unlawful processing or on
request of another supervisory
authority, and inform the data subject
concerned, if the data subject has
addressed a complaint to this
supervisory authority, of the outcome
of the investigations within a

(d) conduct investigations either

: e be basi
ofaeomplaintoronrequestof

. ity

. f Y ) ’
£ ihe d b lj ¥ |
complaintto-this-on the
application of this Regulation,
including on the basis of
information received from
another supervisory authority;ef

(d) conduct investigations on the
application of this Regulation,
including on the basis of
information received from another
supervisory authority or other
public authority;

reasonable period; the-outcome-of the-inrvestigations
withiareasonablepertod or
other public authority;
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(e) monitor relevant developments,
insofar as they have an impact on
the protection of personal data, in
particular the development of
information and communication
technologies and commercial
practices;

(e) monitor relevant developments,
insofar as they have an impact on the
protection of personal data, in
particular the development of
information and communication
technologies and commercial
practices;

(e) monitor relevant developments,
insofar as they have an impact on
the protection of personal data, in
particular the development of
information and communication
technologies and commercial
practices;

(e) monitor relevant developmentts,
insofar as they have an impdct on
the protection of persenal data, in
particular the deve€lopment of
informatiopahd communication
technolegies and commercial
practices;

(f) be consulted by Member State
institutions and bodies on
legislative and administrative
measures relating to the protection
of individuals' rights and freedoms
with regard to the processing of
personal data;

(f) be consulted by Member State
institutions and bodies on legislative
and administrative measures relating
to the protection of indwiduals' rights
and freedoms withr€gard to the
processing of p¢rsonal data;

(1) be consulted by Member State
e L bodi

& ; .
T . & ;

» o4l & . c
personal-data-adopt standard
contractual clauses referred to in
Article 26(2¢);

(f) adopt standard contractual
clauses referred to in Article
26(2c¢);

(fa) establish and make a list in
relation to the requirement for
data protection impact assessment
pursuant to Article 33(2a);

(fa) establish and make a list in
relation to the requirement for data
protection impact assessment
pursuant to Article 33(2a);

(g) authorise and be consulted on
the processing operations referred
to in Article 34;

(g) autherise-and be consulted on the
processing operations referred to in
Article 34;

(g) authorise-and be-consulted give
advice on the processing
operations referred to in Article
34(3);

(g) give advice on the processing
operations referred to in Article
34(3);
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(ga) encourage the drawing up of
codes of conduct pursuant to
Article 38 and give an opinion
and approve such codes of
conduct which provide sufficient
safeguards, pursuant to Article 38

(2);

(ga) encourage the drawing up of
codes of conduct pursuant to
Article 38(1), or give an opinion
and approve such codes of conduct
which provide sufficient
safeguards, pursuant to Article 38

(2);

(gb) promote the establishment of
data protection certification
mechanisms and of data
protection seals and marks, and
approve the criteria of
certification pursuant to Article
39 (2a);

(gb) encourage the establishment
of data protection certification
mechanisms and of data protection
seals and marks pursuant to Article
39(1), and approve the criteria of
certification pursuant to Article 39
(2a);

(gc) where applicable, carry out a
periodic review of certifications
issued in accordance with Article
39(4);

(gc) where applicable, carry out a
periodic review of certifications
issued in accordance with Article
39(4);

(h) issue an opinion on the draft

(h) issue an opinion on the draft codes

(h) tssue-an-opinton-on-the draft

(h) draft and publish the criteria

codes of conduct pursuant to of conduct pursuant to Article38(2); and publish the criteria for for accreditation of a body for
Article 38(2); accreditation of a body for monitoring codes of conduct
monitoring codes of conduct pursuant to Article 38 a and of a
pursuant to Article 38(2)a and of a | certification body pursuant to
certification body pursuant to Article 39a;
Article 39a;
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(ha) conduct the accreditation of
a body for monitoring codes of
conduct pursuant to Article 38a
and of a certification body
pursuant to Article 39a;

(ha) conduct the accreditation of a
body for monitoring codes of
conduct pursuant to Article 38a
and of a certification body
pursuant to Article 39a;

(hb) authorise contractual clauses
referred to in Article 42(2a)(a);

(hb) authorise contractual clauses
referred to in Article 42(2a)(a);

(1) approve binding corporate rules
pursuant to Article 43;

(i) approve binding corporate rules
pursuant to Article 43;

(i) approve binding corporate rules
pursuant to Article 43;

(1) approve bindin rate rules

pursua rticle 43;

(j) participate in the activities of
the European Data Protection
Board.

(j) participate in the activiti the
European Data ction Board.

(j) participate-in contribute to the

activities of the European Data
Protection Board-;

(j) contribute to the activities of
the European Data Protection
Board;

(k) fulfil any other tasks related to
the protection of personal data.

(k) fulfil any other tasks related to
the protection of personal data.

Amendment 152

(ja) certify controllers and processors

pursuant to Article 39.
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Amendment 153

2. Each supervisory authority shall
promote the awareness of the
public on risks, rules, safeguards
and rights in relation to the
processing of personal data.
Activities addressed specifically to
children shall receive specific
attention.

2. Each supervisory authority shall
promote the awareness of the public
on risks, rules, safeguards and rights in
relation to the processing of personal
data and on appropriate measures for
personal data protection. Activities
addressed specifically to children shall
receive specific attention.

deleted

Amendment 154

2a. Each supervisory authority shall
together with the European Data
Protection Board promote the
awareness for controllers and
processors on risks, rules, safeguards
and rights in relation to the
processing of personal data. This
includes keeping a register of
sanctions and breaches. The register
should enrol both all warnings and
sanctions as detailed as possible and
the resolving of breaches. Each
supervisory authority shall provide
micro, small and medium sized
enterprise controllers and processors
on request with general information
on their responsibilities and
obligations in accordance with this
Regulation.
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3. The supervisory authority shall,
upon request, advise any data
subject in exercising the rights
under this Regulation and, if
appropriate, co-operate with the
supervisory authorities in other
Member States to this end.

3. The supervisory authority shal
upon request, advise any data-subject
in exercising the rights urider this
Regulation and, if appropriate, co-
operate with the supervisory
authorities in other Member States to
thisend.

deleted

4. For complaints referred to in
point (b) of paragraph 1, the
supervisory authority shall provide
a complaint submission form,
which can be completed
electronically, without excluding
other means of communication.

4. For complaints referred to in poi
(b) of paragraph 1, the supervis
authority shall provide a complaint
submission form, which ¢an be
completed electronically, without
excluding other means of
communicatjef.

4. Eer-Each supervisory authority
shall facilitate the submission of
complaints referred to in point (b)
of paragraph 1, thesupervisory
authority shall provide a by
measures such as providing a
complaint submission form, which
can be completed also
electronically, without excluding
other means of communication.

4. Each supervisory authority shall
facilitate the submission of
complaints referred to in point (b)
of paragraph 1, by measures such
as providing a complaint
submission form, which can be
completed also electronically,
without excluding other means of
communication.

5. The performance of the duties 5. The performance of the duties ef the | 5. The performance of the 5. The performance of the tasks of
of the supervisory authority shall supervisory authority shallbefree of | dutiestasks of the-each each supervisory authority shall be
be free of charge for the data charge for the data subject. supervisory authority shall be free | free of charge for the data subject
subject. of charge for the data subject and | and for the data protection officer,
for the data protection officer, if | if any.
any.
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Amendment 155

6. Where requests are manifestly
excessive, in particular due to their
repetitive character, the
supervisory authority may charge
a fee or not take the action
requested by the data subject. The
supervisory authority shall bear
the burden of proving the
manifestly excessive character of
the request.

6. Where requests are manifestly
excessive, in particular due to their
repetitive character, the supervisory
authority may charge a reasonable fee
or not take the action requested by the
data subject. Such a fee shall not
exceed the costs of taking the action
requested. The supervisory authority
shall bear the burden of proving the
manifestly excessive character of the
request.

6. Where requests are manifestly
unfounded or excessive, in
particular due-te-because of their
repetitive character, the
supervisory authority may-charge
afee-or-nottake theaction
regrested-by-the-data
subjeetrefuse to act on the

request. The supervisory authority
shall bear the burden of preving
demonstrating the manifestly
unfounded or excessive character
of the request.

6. Where requests are manifestly
unfounded or excessive, in
particular because of their
repetitive character, the
supervisory authority may charge a
reasonable fee, or refuse to act on
the request. The supervisory
authority shall bear the burden of
demonstrating the manifestly
unfounded or excessive character
of the request.
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Article 53 Article 53 Article 53 Article 53
Powers Powers Powers Powers
Amendment 156

1. Each supervisory authority shall
have the power:

1. Each supervisory authority shall, in
line with this Regulation, have the
power:

1. Each Member State shall
provide by law that its supervisory
authority shall have at least the
following investigative powers:

1. Each Member State shall
provide by law that its supervisory
authority shall have at least the
following investigative powers:

(a) to notify the controller or the
processor of an alleged breach of
the provisions governing the
processing of personal data, and,
where appropriate, order the
controller or the processor to
remedy that breach, in a specific
manner, in order to improve the
protection of the data subject;

(a) to notify the controller or the
processor of an alleged breach of the
provisions governing the processing of
personal data, and, where appropriate,
order the controller or the processor to
remedy that breach, in a specific
manner, in order to improve the
protection of the data subject, or to
order the controller to communicate a
personal data breach to the data
subject;

(a) to netify~order the controller o

and the processor efanalleged

| h £ .. .

and, where-approepriate applicable,

order-the controller’s-er-the

processortoremedy-that breach—in
. i

ot | . Cthe d

subjeet-representative to provide

any information it requires for

the performance of its tasks;

(a) to order the controller and the
processor, and, where applicable,
the controller’s or the processor’s
representative to provide any
information it requires for the
performance of its tasks;

(aa) to carry out investigations in
the form of data protection
audits;

(aa) to carry out investigations in
the form of data protection audits;

(ab) to carry out a review on
certifications issued pursuant to
Article 39(4);

(ab) to carry out a review on
certifications issued pursuant to
Article 39(4);
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(b) to order the controller or the (b) to order the controller or t deleted

processor to comply with the data | processor to comply the data

subject's requests to exercise the subject's re S to exercise the rights

rights provided by this Regulation; | provided by this Regulation;

(c) to order the controller and the | (c¢) to order the controller and t deleted

processor, and, where applicable, | processor, and, where applicable, the

the representative to provide any representative to provide any

information relevant for the informationr€levant for the

performance of its duties; per ance of its duties;

(d) to ensure the compliance with | (d) to ensure the compliance with prier | (d) to ensure notify the-eomplianee | (d) to notify the controller or the
prior authorisations and prior oL : . with-prierautherisationsandprier | processor of an alleged
consultations referred to in Article authorisations-and prior consultations consultationsreferred-to-ir-Article | infringment of this Regulation;

34,

referred to in Article 34;

34 controller or the processor of
an alleged infringment of this
Regulation;

(da) to obtain, from the controller
and the processor, access to all
personal data and to all
information necessary for the
performance of its tasks;

(da) to obtain, from the controller
and the processor, access to all
personal data and to all
information necessary for the
performance of its tasks;

(db) to obtain access to any
premises of the controller and the
processor , including to any data
processing equipment and means,
in conformity with Union law or
Member State procedural law.

(db) to obtain access to any
premises of the controller and the
processor , including to any data
processing equipment and means,
in conformity with Union law or
Member State procedural law.
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1b. Each Member State shall
provide by law that its supervisory
authority shall have the following
corrective powers:

1b. Each Member State shall
provide by law that its supervisory
authority shall have the following
corrective powers:

(a) to issue warnings to a
controller or processor that
intended processing operations
are likely to infringe provisions of
this Regulation;

(a) to issue warnings to a
controller or processor that
intended processing operations are
likely to infringe provisions of this
Regulation;

(b) to issue reprimands to a
controller or a processor where
processing operations have
infringed provisions of this
Regulation;

(b) to issue reprimands to a
controller or a processor where
processing operations have
infringed provisions of this
Regulation;

fe)

(ca) to order the controller or the
processor to comply with the data

(ca) to order the controller or the
processor to comply with the data
subject's requests to exercise his or
her rights pursuant to this

subject's requests to exercise his Regulation;

or her rights pursuant to this

Regulation
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(d) to order the controller or
processor to bring processing
operations into compliance with
the provisions of this Regulation,
where appropriate, in a specified
manner and within a specified
period; in particular by ordering
the rectification, restriction or
erasure of data pursuant to
Articles 16, 17 and 17a and the
notification of such actions to
recipients to whom the data have
been disclosed pursuant to
Articles 17(2a) and 17b;

(d) to order the controller or
processor to bring processing
operations into compliance with
the provisions of this Regulation,
where appropriate, in a specified
manner and within a specified
period; in particular by ordering
the rectification, restriction or
erasure of data pursuant to Articles
16, 17 and 17a and the notification
of such actions to recipients to
whom the data have been
disclosed pursuant to Articles
17(2a) and 17b;
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(da) to order the controller to
communicate a personal data
breach to the data subject;

Alignment with Article 32(4)

(e) to warn or admonish the
controller or the processor;

(e) to warn or admonish th roller

or the processor;

(e) to impose a temporary or
definitive limitation on

(e) to impose a temporary or
definitive limitation on processing;

processing;
(f) to order the rectification, (f) to order the rectification, erasureor | (f) deleted
erasure or destruction of all data destruction of all data when they have
when they have been processed in | been processed in breach of the
breach of the provisions of this provisions of this Regdlation and the
Regulation and the notification of | notification of such actions to third
such actions to third parties to parties to whom the data have been
whom the data have been discloged;
disclosed;
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(g) to impose a temporary or (g) to impose a temporary or definitive | (g) to impose a-temperary-or (g) to impose an administrative

definitive ban on processing; ban on processing; detiritive banonprocessiezan fine pursuant to [Articles 79 and
administrative fine pursuant to 79a], in addition to, or instead of
Articles 79 and 79a, in addition measures referred to in this
to, or instead of measures paragraph, depending on the
referred to in this paragraph, circumstances of each individual
depending on the circumstances | case.
of each individual case.

(h) to suspend data flows to a (h) to suspend data flows to a recipient | (h) to order the saspend (h) to order the suspension of data

recipient in a third country or to an | in a third country or international | suspension of data flows to a flows to a recipient in a third

international organisation; organisation; recipient in a third country or to an | country or to an international
international organisation; organisation;

(1) to issue opinions on any issue (1) to issue opinions on any issue deleted

related to the protection of related to the pr ion of personal

personal data; data;

(ia) to certify controllers and
processors pursuant to Article 39;

(j) to inform the national (j) to inform the national parliament, deleted

parliament, the government or the government or other pofitical

other political institutions as well | institutions as well-as the public on

as the public on any issue related | any issue ed to the protection of

to the protection of personal data. | perseral data;
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(ja) to put in place effective
mechanisms to encourage

confidential reporting of breaches of
this Regulation, taking into account

guidance issued by the European
Data Protection Board pursuant to
Article 66(4b).

Ic. Each Member State shall
provide by law that its supervisory
authority shall have the following
authorisation and advisory
powers:

lc. Each supervisory authority
shall have the following
authorisation and advisory powers:

(a) to advise the controller in
accordance with the prior
consultation procedure referred
to in Article 34;

(a) to advise the controller in
accordance with the prior
consultation procedure referred to
in Article 34;

(aa) to issue, on its own initiative
or on request, opinions to the
national parliament, the Member
State government or, in
accordance with national law, to
other institutions and bodies as
well as to the public on any issue
related to the protection of
personal data;

(aa) to issue, on its own initiative
or on request, opinions to the
national parliament, the Member
State government or, in
accordance with national law, to
other institutions and bodies as
well as to the public on any issue
related to the protection of
personal data;
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(ab) to authorise processing
referred to in Article 34(7a), if the
law of the Member State requires
such prior authorisation;

(ab) to authorise processing
referred to in Article 34(7a), if the
law of the Member State requires
such prior authorisation;

(ac) to issue an opinion and
approve draft codes of conduct
pursuant to Article 38(2);

(ac) to issue an opinion and
approve draft codes of conduct
pursuant to Article 38(2);

(ad) to accredit certification
bodies under the terms of Article
39a;

(ad) to accredit certification bodies
under the terms of Article 39a;

(ae) to issue certifications and
approve criteria of certification in
accordance with Article 39(2a);

(ae) to issue certifications and
approve criteria of certification in
accordance with Article 39(2a);

(b) to adopt standard data
protection clauses referred to in
point (c) of Article 42(2);

(b) to adopt standard data
protection clauses referred to in
point (c) of Article 42(2);

(¢) to authorise contractual
clauses referred to in point (a) of
Article 42(2a);

(c) to authorise contractual clauses
referred to in point (a) of Article
42(2a);

(ca) to authorise administrative

agreements referred to in point
(d) of Article 42 (2a);

(ca) to authorise administrative
agreements referred to in point (d)
of Article 42 (2a);

(d) to approve binding corporate
rules pursuant to Article 43.

(d) to approve binding corporate
rules pursuant to Article 43.
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2. Each supervisory authority shall
have the investigative power to
obtain from the controller or the
processor:

2. Each supervisory authority shall
have the investigative power to obtain
from the controller or the processor
without prior notice:

2. Eachsupervisory-authority-shal
| he i o
obtatn-from-the-controtler-orthe
processor: The exercise of the
powers conferred on the
supervisory authority pursuant
to this Article shall be subject to
appropriate safeguards,
including effective judicial
remedy and due process, set out
in Union and Member State law
in accordance with the Charter
of Fundamental Rights of the
European Union.

Move into a recital

(a) access to all personal data and | (a) access to all personal data and to deleted
to all information necessary for the | all documents and information
performance of its duties; necessary for the performance of its
duties;
(b) access to any of its premises, (b) access to any of its premises, deleted
including to any data processing including to any data processing
equipment and means, where there | equipment and means;-where-there-are
are reasonable grounds for reasonablegroundsforpresuming-that
presuming that an activity in an-activity-i-volationof this
violation of this Regulation is Regulation is being carried out there.
being carried out there.
The powers referred to in point (b) | The powers referred to in point (b) deleted
shall be exercised in conformity shall be exercised in conformity with
with Union law and Member State | Union law and Member State law.
law.
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3. Each supervisory authority shall
have the power to bring violations
of this Regulation to the attention
of the judicial authorities and to
engage in legal proceedings, in
particular pursuant to Article 74(4)
and Article 75(2).

3. Each supervisory authority shall
have the power to bring violations’of
this Regulation to the attentiopof the
judicial authorities and to erfgage in
legal proceedings, in parficular
pursuant to Article 74(4) and Article
75(2).

3. Each Member State shall
provide by law that its supervisory
authority shall have the power to
bring vielatiens-infringements of
this Regulation to the attention of
the judicial authorities and where
appropriate, to commence or
engage otherwise in legal

3. Each Member State shall
provide by law that its supervisory
authority shall have the power to
bring infringements of this
Regulation to the attention of the
judicial authorities and where
appropriate, to commence or
engage otherwise in legal

proceedingsinpartietlarpursuant | proceedings, in order to enforce
to-Artiele 74(4and-Article 75(2), | the provisions of this Regulation.
in order to enforce the provisions
of this Regulation.
4. Each supervisory authority shall | 4. Each supervisory authority shall deleted
have the power to sanction have the power to sanction
administrative offences, in administrative offences, in partietlar
particular those referred to in thesereferred-to-in accordance with
Article 79(4), (5) and (6). Article 795y -and-(6). This power
shall be exercised in an effective,
proportionate and dissuasive manner.
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Article 54 Article 54 Article 54 Article 54
Activity report Activity report Activity report Activity report
Amendment 157

Each supervisory authority must
draw up an annual report on its
activities. The report shall be
presented to the national
parliament and shall be made be
available to the public, the
Commission and the European
Data Protection Board.

Each supervisory authority must draw
up anannual @ report on its activities
at least every two years. The report
shall be presented to the national
respective parliament and shall be
made be available to the public, the
Commission and the European Data
Protection Board.

Each supervisory authority st
shall draw up an annual report on
its activities. The report shall be
presented-transmitted to the
national pParliament, the
government and other authorities
as designated by national law. anéd
It shall be made be-available to the
public, the European Commission
and the European Data Protection
Board.

Each supervisory authority shall
draw up a report on its activities at
least every two years, which may
include a list of types of notified
breaches. The report shall be
transmitted to the national
Parliament, the government and
other authorities as designated by
national law. It shall be made
available to the public, the
European Commission and the
European Data Protection Board.
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Amendment 157

Article 54a (new)

Lead Authority

1. Where the processing of personal
data takes place in the context of the
activities of an establishment of a
controller or a processor in the
Union, and the controller or
processor is established in more than
one Member State, or where personal
data of the residents of several
Member States are processed, the
supervisory authority of the main
establishment of the controller or
processor shall act as the lead
authority responsible for the
supervision of the processing
activities of the controller or the
processor in all Member States, in
accordance with the provisions of
Chapter VII of this Regulation.
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2. The lead supervisory authority
shall take appropriate measures for
the supervision of the processing
activities of the controller or
processor for which it is responsible
only after consulting all other
competent supervisory authorities
within the meaning of paragraph 1 of
Article 51(1) in an endeavour to
reach a consensus. For that purpose
it shall in particular submit any
relevant information and consult the
other authorities before it adopts a
measure intended to produce legal
effects vis-a-vis a controller or a
processor within the meaning of
paragraph1-of Article 51(1). The lead
authority shall take the utmost
account of the opinions of the
authorities involved. The lead
authority shall be the sole authority
empowered to decide on measures
intended to produce legal effects as
regards the processing activities of
the controller or processor for which
it is responsible
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3. The European Data Protection
Board shall, at the request of a
competent supervisory authority,
issue an opinion on the identification
of the lead authority responsible for a
controller or processor, in cases
where:

(a) it is unclear from the facts of the
case where the main establishment of
the controller or processor is located;
or

(b) the competent authorities do not
agree on which supervisory authority
shall act as lead authority; or

(c) the controller is not established in
the Union, and residents of different
Member States are affected by
processing operations within the
scope of this Regulation.
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3a. Where the controller exercises
also activities as a processor, the
supervisory authority of the main
establishment of the controller shall
act as lead authority for the
supervision of processing activities.

4. The European Data Protection
Board may decide on the
identification of the lead authority.

SECTION 1 SECTION 1
CO-OPERATION CO-OPERATION
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Article 54a
Cooperation between the lead
supervisory authority and other
concerned supervisory authorities

Article 54a
Cooperation between the lead
supervisory authority and other
concerned supervisory authorities

1. The lead supervisory authority
shall cooperate with the other
concerned supervisory authorities
in accordance with this article in
an endeavour to reach consensus.
The lead supervisory authority and
the concerned supervisory
authorities shall exchange all
relevant information with each
other.

1. The lead supervisory authority
shall cooperate with the other
concerned supervisory authorities
in accordance with this article in
an endeavour to reach consensus.
The lead supervisory authority and
the concerned supervisory
authorities shall exchange all
relevant information with each
other.

la. The lead supervisory
authority may request at any time
other concerned supervisory
authorities to provide mutual
assistance pursuant to Article 55
and may conduct joint operations
pursuant to Article 56, in
particular for carrying out
investigations or for monitoring
the implementation of a measure
concerning a controller or
processor established in another
Member State.

la. The lead supervisory
authority may request at any time
other concerned supervisory
authorities to provide mutual
assistance pursuant to Article 55
and may conduct joint operations
pursuant to Article 56, in particular
for carrying out investigations or
for monitoring the implementation
of a measure concerning a
controller or processor established
in another Member State.
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2. The lead supervisory
authority shall, without delay
communicate the relevant
information on the matter to the
other concerned supervisory
authorities. It shall without delay
submit a draft decision to the other
concerned supervisory authorities
for their opinion and take due
account of their views.

2. The lead supervisory
authority shall, without delay
communicate the relevant
information on the matter to the
other concerned supervisory
authorities. It shall without delay
submit a draft decision to the other
concerned supervisory authorities
for their opinion and take due
account of their views.

3. Where any of the other
concerned supervisory authorities
within a period of four weeks after
having been consulted in
accordance with paragraph 2,
expresses a relevant and reasoned
objection to the draft decision, the
lead supervisory authority shall, if
it does not follow the objection or
is of the opinion it is not relevant
and reasoned, submit the matter to
the consistency mechanism
referred to in Article 57.

3. Where any of the other
concerned supervisory authorities
within a period of four weeks after
having been consulted in
accordance with paragraph 2,
expresses a relevant and reasoned
objection to the draft decision, the
lead supervisory authority shall, if
it does not follow the objection or
is of the opinion it is not relevant
and reasoned, submit the matter to
the consistency mechanism
referred to in Article 57.
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3a. Where the lead supervisory
authority intends to follow the
objection made, it shall submit to
the other concerned supervisory
authorities a revised draft decision
for their opinion. This revised
draft decision shall be subject to
the procedure referred to in
paragraph 3 within a period of two
weeks.

3a. Where the lead supervisory
authority intends to follow the
objection made, it shall submit to
the other concerned supervisory
authorities a revised draft decision
for their opinion. This revised draft
decision shall be subject to the
procedure referred to in paragraph
3 within a period of two weeks.

4. Where none of the other
concerned supervisory authority
has objected to the draft decision
submitted by the lead supervisory
authority within the period
referred to in paragraphs 3 and 3a,
the lead supervisory authority and
the concerned supervisory
authorities shall be deemed to be
in agreement with this draft
decision and shall be bound by it.

4. Where none of the other
concerned supervisory authority
has objected to the draft decision
submitted by the lead supervisory
authority within the period referred
to in paragraphs 3 and 3a, the lead
supervisory authority and the
concerned supervisory authorities
shall be deemed to be in agreement
with this draft decision and shall
be bound by it.
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4a. The lead supervisory authority
shall adopt and notify the decision
to the main establishment or single
establishment of the controller or
processor, as the case may be and
inform the other concerned
supervisory authorities and the
European Data Protection Board
of the decision in question
including a summary of the
relevant facts and grounds. The
supervisory authority to which a
complaint has been lodged shall
inform the complainant on the
decision.

4a. The lead supervisory authority
shall adopt and notify the decision
to the main establishment or single
establishment of the controller or
processor, as the case may be and
inform the other concerned
supervisory authorities and the
European Data Protection Board of
the decision in question including
a summary of the relevant facts
and grounds. The supervisory
authority to which a complaint has
been lodged shall inform the
complainant on the decision.

4b. By derogation from paragraph
4a, where a complaint is dismissed
or rejected, the supervisory
authority to which the complaint
was lodged shall adopt the
decision and notify it to the
complainant and shall inform the
controller thereof.

4b. By derogation from paragraph
4a, where a complaint is dismissed
or rejected, the supervisory
authority to which the complaint
was lodged shall adopt the
decision and notify it to the
complainant and shall inform the
controller thereof.
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4bb. Where the lead supervisory
authority and the concerned
supervisory authorities are in
agreement to dismiss or reject
parts of a complaint and to act on
other parts of that complaint, a
separate decision shall be adopted
for each of those parts of the
matter.The lead supervisory
authority shall adopt the decision
for the part concerning actions in
relation to the controller and notify
it to the main establishment or
single establishment of the
controller or processor on the
territory of its Member State and
shall inform the complainant
thereof, while the supervisory
authority of the complainant shall
adopt the decision for the part
concerning dismissal or rejection
of that complaint and notify it on
that complainant and shall inform
the controller or processor thereof.

4bb. Where the lead supervisory
authority and the concerned
supervisory authorities are in
agreement to dismiss or reject
parts of a complaint and to act on
other parts of that complaint, a
separate decision shall be adopted
for each of those parts of the
matter.The lead supervisory
authority shall adopt the decision
for the part concerning actions in
relation to the controller and notify
it to the main establishment or
single establishment of the
controller or processor on the
territory of its Member State and
shall inform the complainant
thereof, while the supervisory
authority of the complainant shall
adopt the decision for the part
concerning dismissal or rejection
of that complaint and notify it on
that complainant and shall inform
the controller or processor thereof.
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4c. After being notified of the
decision of the lead supervisory
authority pursuant to paragraph 4a
and 4bb, the controller or
processor shall take the necessary
measures to ensure compliance
with the decision as regards the
processing activities in the context
of all its establishments in the
Union. The controller or processor
shall notify the measures taken for
complying with the decision to the
lead supervisory authority, which
shall inform the other concerned
supervisory authorities.

4c. After being notified of the
decision of the lead supervisory
authority pursuant to paragraph 4a
and 4bb, the controller or
processor shall take the necessary
measures to ensure compliance
with the decision as regards the
processing activities in the context
of all its establishments in the
Union. The controller or processor
shall notify the measures taken for
complying with the decision to the
lead supervisory authority, which
shall inform the other concerned
supervisory authorities.

4d. Where, in exceptional
circumstances, a concerned
supervisory authority has reasons
to consider that there is an urgent
need to act in order to protect the
interests of data subjects, the
urgency procedure referred to in
Article 61 shall apply.

4d. Where, in exceptional
circumstances, a concerned
supervisory authority has reasons
to consider that there is an urgent
need to act in order to protect the
interests of data subjects, the
urgency procedure referred to in
Article 61 shall apply.

5. The lead supervisory authority
and the other concerned
supervisory authorities shall
supply the information required
under this Article to each other by
electronic means, using a
standardised format.

5. The lead supervisory authority
and the other concerned
supervisory authorities shall
supply the information required
under this Article to each other by
electronic means, using a
standardised format.
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Article 55 Article 55 Article 55
Mutual assistance Mutual assistance Mutual assistance
Amendment 159

1. Supervisory authorities shall
provide each other relevant
information and mutual assistance
in order to implement and apply
this Regulation in a consistent
manner, and shall put in place
measures for effective co-operation
with one another. Mutual assistance
shall cover, in particular,
information requests and
supervisory measures, such as
requests to carry out prior
authorisations and consultations,

1. Supervisory authorities shall
provide each other relevant
information and mutual assistance
in order to implement and apply this
Regulation in a consistent manner,
and shall put in place measures for
effective co-operation with one
another. Mutual assistance shall
cover, in particular, information
requests and supervisory measures,
such as requests to carry out prior
autherisations-and consultations,
inspections and investigations and

1. Supervisory authorities shall
provide each other with relevant
information and mutual assistance
in order to implement and apply
this Regulation in a consistent
manner, and shall put in place
measures for effective co-operation
with one another. Mutual assistance
shall cover, in particular,
information requests and
supervisory measures, such as
requests to carry out prior
authorisations and consultations,

1. Supervisory authorities shall
provide each other with relevant
information and mutual assistance
in order to implement and apply
this Regulation in a consistent
manner, and shall put in place
measures for effective co-operation
with one another. Mutual assistance
shall cover, in particular,
information requests and
supervisory measures, such as
requests to carry out prior
authorisations and consultations,

inspections and prompt information | prompt information on the opening | inspections and-premptinformatien | inspections and investigations.
on the opening of cases and ensuing | of cases and ensuing developments | en-the-opening-ofeases-and-ensuing
developments where data subjects | where the controller or processor | developments-where-datasubjeets
in several Member States are likely | has establishments in several rseveral-MemberStates-are likely
to be affected by processing Member States or where data to-bettected-byprocessing
operations. subjects in several Member States operations investigations.
are likely to be affected by
processing operations. The lead
authority as defined in Article 54a
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shall ensure the coordination with
involved supervisory authorities
and shall act as the single contact
point for the controller or
processor.

2. Each supervisory authority shall
take all appropriate measures
required to reply to the request of
another supervisory authority
without delay and no later than one
month after having received the
request. Such measures may
include, in particular, the
transmission of relevant
information on the course of an
investigation or enforcement
measures to bring about the
cessation or prohibition of
processing operations contrary to
this Regulation.

2. Each supervisory authority shal
take all appropriate measures
required to reply to the request of
another supervisory authorj

without delay and no later than one
month after having recéived the
request. Such measyres may
include, in particifar, the
transmission offelevant information
on the coursg’of an investigation or
enforcemerit measures to bring
about th€ cessation or prohibition of
processing operations contrary to
thig’Regulation.

2. Each supervisory authority shall
take all appropriate measures
required to reply to the request of
another supervisory authority
without undue delay and no later
than one month after having
received the request. Such
measures may include, in
particular, the transmission of
relevant information on the eeurse
conduct of an investigation-ex

enforcement-measuresto-bring
. 1
l'IF ]'g I. )

2. Each supervisory authority shall
take all appropriate measures
required to reply to the request of
another supervisory authority
without undue delay and no later
than one month after having
received the request. Such measures
may include, in particular, the
transmission of relevant
information on the conduct of an
investigation.

3. The request for assistance shall
contain all the necessary
information, including the purpose
of the request and reasons for the
request. Information exchanged
shall be used only in respect of the
matter for which it was requested.

3. The request for assistance sh.
contain all the necessary
information, including th€ purpose
of the request and redsons for the
request. Info 1on exchanged
shall be used only in respect of the
matterfor which it was requested.

3. The request for assistance shall
contain all the necessary
information, including the purpose
of the request and reasons for the
request. Information exchanged
shall be used only inrespeet-ofthe
matterfor the purpose for which it
was requested.

3. The request for assistance shall
contain all the necessary
information, including the purpose
of the request and reasons for the
request. Information exchanged
shall be used only for the purpose
for which it was requested.
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4. A supervisory authority to which
a request for assistance is addressed
may not refuse to comply with it
unless:

4. A supervisory authority to which
a request for assistance is addressed
may not refuse to comply with it
unless:

4. A supervisory authority to which
a request for assistance is addressed
may not refuse to comply with it
unless:

4. A supervisory authority ich
a request for assist 1s addressed
may not re o comply with it
unl

(a) it is not competent for the
request; or

(a) it is not competent for t
request; or

(a) it is not competent for the
subject-matter of the request or for
the measures it is requested to
execute; or

(a) it is not competent for the
subject-matter of the request or for
the measures it is requested to
execute; or

(b) compliance with the request
would be incompatible with the
provisions of this Regulation.

(b) compliance with the reque
would be incompatible the
provisions of this ulation.

(b) compliance with the request
would be incompatible with the
provisions of this Regulation or
with Union or Member State law
to which the supervisory authority
receiving the request is subject.

(b) compliance with the request
would be incompatible with the
provisions of this Regulation or
with Union or Member State law to
which the supervisory authority
receiving the request is subject.

5. The requested supervisory
authority shall inform the
requesting supervisory authority of
the results or, as the case may be, of
the progress or the measures taken
in order to meet the request by the
requesting supervisory authority.

5. The requested supervisory
authority shall inform the requesting
supervisory authority of thefesults
or, as the case may be, of the
progress or the measufes taken in
order to meet the r€quest by the
requesting supetrvisory authority.

5. The requested supervisory
authority shall inform the
requesting supervisory authority of
the results or, as the case may be, of
the progress or the measures taken
in order to meetrespond to the
request-by-therequesting
supervisery-autherity. In cases of a
refusal under paragraph 4, it shall
explain its reasons for refusing the
request.

5. The requested supervisory
authority shall inform the
requesting supervisory authority of
the results or, as the case may be, of
the progress or the measures taken
in order to respond to the request.

In cases of a refusal under
paragraph 4, it shall explain its
reasons for refusing the request.
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6. Supervisory authorities shall
supply the information requested by
other supervisory authorities by
electronic means and within the
shortest possible period of time,
using a standardised format.

6. Supervisory authorities shall
supply the information requested by
other supervisory authefities by
electronic means and within the
shortest possible period of time,
using g-standardised format.

6. Supervisory authorities shall, as
a rule, supply the information
requested by other supervisory
authorities by electronic means-ané

hin the ol b1 od
oftime, using a standardised
format.

6. Supervisory authorities shall, as a
rule, supply the information
requested by other supervisory
authorities by electronic means,
using a standardised format.

Amendment 160

7. No fee shall be charged for any
action taken following a request for
mutual assistance.

7. No fee shall be charged to the
requesting supervisory authority
for any action taken following a
request for mutual assistance.

7. No fee shall be charged for any
action taken following a request for
mutual assistance. Supervisory
authorities may agree with other
supervisory authorities rules for
indemnification by other
supervisory authorities for specific
expenditure arising from the
provision of mutual assistance in
exceptional circumstances.

7. No fee shall be charged for any
action taken following a request for
mutual assistance. Supervisory
authorities may agree with other
supervisory authorities rules for
indemnification by other
supervisory authorities for specific
expenditure arising from the
provision of mutual assistance in
exceptional circumstances.
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Amendment 161

8. Where a supervisory authority
does not act within one month on
request of another supervisory
authority, the requesting
supervisory authorities shall be
competent to take a provisional
measure on the territory of its
Member State in accordance with
Article 51(1) and shall submit the
matter to the European Data
Protection Board in accordance
with the procedure referred to in
Article 57.

8. Where a supervisory authority
does not act within one month on
request of another supervisory
authority, the requesting
supervisory authorities shall be
competent to take a provisional
measure on the territory of its
Member State in accordance with
Article 51(1) and shall submit the
matter to the European Data
Protection Board in accordance with
the procedure referred to in Article
57. Where no definitive measure is
yet possible because the assistance
is not yet completed, the requesting
supervisory authority may take
interim measures under Article 53
in the territory of its Member State.

8. Where a supervisory authority
does not aet-provide the
information referred to in
paragraph 5 within one month of
receiving the enrequest of another
supervisory authority, the
requesting supervisory authoritiesy
shall-be-competentto-take-may
adopt a provisional measure on the
territory of its Member State in
accordance with Article 51(1) and
shall submit the matter to the
European Data Protection Board in
accordance with the precedure
consistency mechanism referred to
in Article 57.

8. Where a supervisory authority
does not provide the information
referred to in paragraph 5 within
one month of receiving the request
of another supervisory authority,
the requesting supervisory authority
may adopt a provisional measure on
the territory of its Member State in
accordance with Article 51(1). In
this case, the urgent need to act
under Article 61(1) will be
presumed to be met and require an
urgent binding decision from the
European Data Protection Board
pursuant to Article 61(2).
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Amendment 162

9. The supervisory authority shall
specify the period of validity of
such provisional measure. This
period shall not exceed three
months. The supervisory authority
shall, without delay, communicate
those measures, with full reasons,
to the European Data Protection
Board and to the Commission.

9. The supervisory authority shall
specify the period of validity of
such provisional measure. This
period shall not exceed three
months. The supervisory authority
shall, without delay, communicate
those measures, with full reasons, to
the European Data Protection Board
and to the Commission in
accordance with the procedure
referred to in Article 57.

9. The supervisory authority shall
specify the period of validity of
such provisional measure which -
Fhispertod shall not exceed three
months. The supervisory authority
shall, without delay, communicate
these such a measures, together
with full its reasons for adopting it,
to the European Data Protection
Board-and-te-the- Commisston in
accordance with the consistency
mechanism referred to in Article
57.

Covered by §8 and Article 61(1)
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Amendment 163

10. The Commission may specify
the format and procedures for
mutual assistance referred to in this
article and the arrangements for the
exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
paragraph 6. Those implementing

10. The Commission European
Data Protection Board may
specify the format and procedures
for mutual assistance referred to in
this article and the arrangements for
the exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the standardised
format referred to in paragraph 6.

10. The Commission may specify
the format and procedures for
mutual assistance referred to in this
article and the arrangements for the
exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
paragraph 6. Those implementing

10. The Commission may specify
the format and procedures for
mutual assistance referred to in this
article and the arrangements for the
exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
paragraph 6. Those implementing

acts shall be adopted in accordance | Fhese-implementing-actsshall-be acts shall be adopted in accordance | acts shall be adopted in accordance
with the examination procedure adopted in accordance with the with the examination procedure with the examination procedure
referred to in Article 87(2). excttton-procedurereterredto referred to in Article 87(2). referred to in Article 87(2).
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Article 56 Article 56 Article 56 Article 56
Joint operations of supervisory Joint operations of supervisory Joint operations of supervisory Joint operations of supervisory
authorities authorities authorities authorities
1. In order to step up co-operation | 1. In order to step up co-operatio 1. In-orderto-step-up-co-operation | 1. The supervisory authorities may,
and mutual assistance, the and-mutaal-assistanee-Tthe where appropriate, conduct joint

and mutual assistance, the
supervisory authorities shall carry
out joint investigative tasks, joint
enforcement measures and other
joint operations, in which
designated members or staff from
other Member States' supervisory
authorities are involved.

supervisory authorities shall €arry
out joint investigative tasks, joint
enforcement measures-and other
joint operations, inxvhich
designated members or staff from
other Member” States' supervisory
authorities‘are involved.

supervisory authorities shal-earry
evt-may, where appropriate,
conduct joint operations including
Jjoint investigations and
investigativetasks; joint
enforcement measures and-other
joint-eperations;-in which
destgnated-members or staff from

other Member States' supervisory
authorities are involved.

operations including joint
investigations and joint
enforcement measures in which
members or staff from other
Member States' supervisory
authorities are involved.
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Amendment 164

2. In cases where data subjects in
several Member States are likely to
be affected by processing
operations, a supervisory authority
of each of those Member States
shall have the right to participate in
the joint investigative tasks or joint
operations, as appropriate. The
competent supervisory authority
shall invite the supervisory
authority of each of those Member
States to take part in the respective
joint investigative tasks or joint
operations and respond to the
request of a supervisory authority
to participate in the operations
without delay.

2. In cases where the controller or
processor has establishments in
several Member States or where
data subjects in several Member
States are likely to be affected by
processing operations, a SuUpervisory
authority of each of those Member
States shall have the right to
participate in the joint investigative
tasks or joint operations, as

appropriate. The eompetent

supervisory-autherity lead authority
as defined in Article 54a shall

irvite involve the supervisory
authority of each of those Member
States to-take-part in the respective
joint investigative tasks or joint
operations and respond to the
request of a supervisory authority to
participate in the operations without
delay.

2. In cases where the controller or
procecssor has establishments in
several Member States or where a
significant number of data subjects
in several-more than one Member
States are likely to be substantially
affected by processing operations, a
supervisory authority of each of
those Member States shall have the
right to participate in the joint

. o | .
operations, as appropriate. The
competent supervisory authority
shall invite the supervisory
authority of each of those Member
States to take part in the respeetive
joint Hrvestisative-tasks-ortoint
operations concerned and respond
without delay to the request of a
supervisory authority to participate

in the operations without delay.

2. In cases where the controller or
procecssor has establishments in
several Member States or where a
significant number of data subjects
in more than one Member States
are likely to be substantially
affected by processing operations, a
supervisory authority of each of
those Member States shall have the
right to participate in the joint
operations, as appropriate. The
competent supervisory authority in
accordance with Article 51a (1) or
51a(2a) shall invite the supervisory
authority of each of those Member
States to take part in the joint
operations concerned and respond
without delay to the request of a
supervisory authority to participate.
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3. Each supervisory authority may,
as a host supervisory authority, in
compliance with its own national
law, and with the seconding
supervisory authority’s
authorisation, confer executive
powers, including investigative
tasks on the seconding supervisory
authority’s members or staff
involved in joint operations or, in
so far as the host supervisory
authority’s law permits, allow the
seconding supervisory authority’s
members or staff to exercise their
executive powers in accordance
with the seconding supervisory

3. Each supervisory authority may,
as a host supervisory authority, i
compliance with its own nationdl
law, and with the seconding
supervisory authority’s
authorisation, confer exe¢(tive
powers, including investigative
tasks on the seconding supervisory
authority’s memberg or staff
involved in joint gperations or, in so
far as the host sdpervisory
authority’s lay permits, allow the
seconding sdpervisory authority’s
members gr staff to exercise their
executiy€ powers in accordance
with tie seconding supervisory

3. Eaeh-A supervisory authority
may. as-ahestsupervisory
attherity;-in compliance with its
own national-Member State law,
and with the seconding supervisory
authority’s authorisation, confer
exeeutive-powers, including
investigative tasks-powers on the
seconding supervisory authority’s
members or staff involved in joint
operations or, in so far as the law of
the Member State of the host
supervisory authority>staw-permits,
allow the seconding supervisory
authority’s members

3. A supervisory authority may, in
compliance with its own Member
State law, and with the seconding
supervisory authority’s
authorisation, confer powers,
including investigative powers on
the seconding supervisory
authority’s members or staff
involved in joint operations or, in
so far as the law of the Member
State of the host supervisory
authority permits, allow the
seconding supervisory authority’s
members or staff to exercise their
investigative powers in accordance
with the law of the Member State of
the seconding supervisory
authority. Such investigative
powers may be exercised only
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authority’s law. Such executive
powers may be exercised only
under the guidance and, as a rule, in
the presence of members or staff
from the host supervisory authority.
The seconding supervisory
authority's members or staff shall
be subject to the host supervisory
authority's national law. The host
supervisory authority shall assume
responsibility for their actions.

authority’s law. Such executive
powers may be exercised only
under the guidance and, as a ryle, in
the presence of members or staff
from the host supervisoryAauthority.
The seconding supervisory
authority's members gt staff shall be
subject to the host gupervisory
authority's natiopal law. The host
supervisory auythority shall assume
responsibiligy for their actions.

or staff to exercise their exeeutive
investigative powers in accordance
with the law of the Member State
of the seconding supervisory
authority>staw. Such exeeutive
investigative powers may be
exercised only under the guidance
and;-as-a-rale; in the presence of
members or staff frem of the host
supervisory authority. The
seconding supervisory authority's
members or staff shall be subject to
the host supervisory authority's

national law. Fhe-host-supervisory
autherityshall-assume
bilitv for thei s,

under the guidance and in the
presence of members or staff of the
host supervisory authority. The
seconding supervisory authority's
members or staff shall be subject to
the host supervisory authority's
national law.

3a. Where, in accordance with
paragraph 1, staff of a seconding
supervisory authority are
operating in another Member
State, the Member State of the host
supervisory authority shall be
liable for any damage caused by
them during their operations, in
accordance with the law of the
Member State in whose territory
they are operating.

3a. Where, in accordance with
paragraph 1, staff of a seconding
supervisory authority are operating
in another Member State, the
Member State of the host
supervisory authority shall be liable
for any damage caused by them
during their operations, in
accordance with the law of the
Member State in whose territory
they are operating.
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3b. The Member State in whose
territory the damage was caused
shall make good such damage
under the conditions applicable to
damage caused by its own staff.
The Member State of the
seconding supervisory authority
whose staff has caused damage to
any person in the territory of
another Member State shall
reimburse the latter in full any
sums it has paid to the persons
entitled on their behalf.

3b. The Member State in whose
territory the damage was caused
shall make good such damage
under the conditions applicable to
damage caused by its own staff.
The Member State of the seconding
supervisory authority whose staff
has caused damage to any person in
the territory of another Member
State shall reimburse the latter in
full any sums it has paid to the
persons entitled on their behalf.

3c. Without prejudice to the
exercise of its rights vis-a-vis third
parties and with the exception of
paragraph 3b, each Member State
shall refrain, in the case provided
Jor in paragraph 1, from
requesting reimbursement of
damages it has sustained from

3c. Without prejudice to the
exercise of its rights vis-a-vis third
parties and with the exception of
paragraph 3b, each Member State
shall refrain, in the case provided
for in paragraph 1, from requesting
reimbursement of damages it has
sustained from another Member

another Member State. State.
4. Supervisory authorities shall lay | 4. Supervisory authoritie deleted
down the practical aspects of down the practi
specific co-operation actions. 0-operation actions.
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5. Where a supervisory authority
does not comply within one month
with the obligation laid down in
paragraph 2, the other supervisory
authorities shall be competent to
take a provisional measure on the
territory of its Member State in
accordance with Article 51(1).

5. Where a supervisory authority
does not comply within one mo
with the obligation laid down }
paragraph 2, the other superyisory
authorites shall be competént to
take a provisional measute on the
territory of its Member State in
accordance with Article 51(1).

5. Where a joint operation is
intended and a supervisory
authority does not comply within
one month with the obligation laid
down in the second sentence of
paragraph 2, the other supervisory
authorities shall-be-competentto
take-may adopt a provisional
measure on the territory of its
Member State in accordance with
Article 51(1).

5. Where a joint operation is
intended and a supervisory
authority competent pursuant to
Article 51a (1) or 51a (2a) does not
comply within one month with the
obligation laid down in the second
sentence of paragraph 2, the other
supervisory authorities may adopt a
provisional measure on the territory
of its Member State in accordance
with Article 51. In this case, the
urgent need to act under Article
61(1) will be presumed to be met
and require an urgent binding
decision from the European Data
Protection Board pursuant to
Article 61(2).
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6. The supervisory authority shall
specify the period of validity of a
provisional measure referred to in
paragraph 5. This period shall not
exceed three months. The
supervisory authority shall, without
delay, communicate those
measures, with full reasons, to the
European Data Protection Board
and to the Commission and shall
submit the matter in the mechanism
referred to in Article 57.

6. The supervisory authority shall
specify the period of validity of
provisional measure referred t6 in
paragraph 5. This period sh4ll not
exceed three months. T

supervisory authority shall, without
delay, communicatg/those
measures, with fyll reasons, to the
European Data Protection Board
and to the Commission and shall
submit the/matter in the mechanism
referredfo in Article 57.

6. The supervisory authority shall
specify the period of validity of a
provisional measure referred to in
paragraph 5 which —Fhisperiod
shall not exceed three months. The
supervisory authority shall, without
delay, communicate these-such a
measures, together with full-its
reasons for adopting it, to the
European Data Protection Board
and-to-the-Commisston-and-shal
submit the matter in the in
accordance with the consistency
mechanism referred to in

Article 57.

Covered by paragraph 5 and
Article 61(1)
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SECTION 2 SECTION 2 SECTION 2 SECTION 2
CONSISTENCY CONSISTENCY CONSISTENCY CONSISTENCY
Article 57 Article 57 Article 57 Article 57
Consistency mechanism Consistency mechanism Consistency mechanism Consistency mechanism

Amendment 165

For the purposes set out in Article
46(1), the supervisory authorities
shall co-operate with each other and
the Commission through the
consistency mechanism as set out in
this section.

For the purposes set out in Article
46(1), the supervisory authorities
shall co-operate with each other and
the Commission through the
consistency mechanism as-set-eut
both on matters of general
application and in individual cases
in accordance with the provisions
of in this section.

1. For the purposes set out in
Article 46(1a), the supervisory
authorities shall co-operate with
each other and-the-Commisston
through the consistency mechanism
as set out in this section.

1. In order to contribute to the
consistent application of this
Regulation throughout the Union,
the supervisory authorities shall co-
operate with each other through the
consistency mechanism as set out in
this section.

Added wording from Article 46(1a)

2. The European Data Protection
Board shall issue an opinion
whenever a competent supervisory
authority intends to adopt any of
the measures below. To that end,
the competent supervisory
authority shall communicate the
draft decision to the European
Data Protection Board, when it:

See Article 58.
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(&) See Article 58.

)

(c) aims at adopting a list of the
processing operations subject to
the requirement for a data
protection impact assessment
pursuant to Article 33(2a); or

(ca) concerns a matter pursuant to | See Article 58.
Article 38(2b) whether a draft code
of conduct or an amendment or
extension to a code of conduct is in
compliance with this Regulation;
or

(cb) aims at approving the criteria | See Article 58.
for accreditation of a body
pursuant to paragraph 3 of Article
38a or a certification body
pursuant to paragraph 3 of Article
39a;

(d) aims at determining standard See Article 58.
data protection clauses referred to
in point (c) of Article 42(2); or

(e) aims to authorising contractual | See Article 58.
clauses referred to in point (d) of
Article 42(2); or
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(f) aims at approving binding

corporate rules within the meaning

of Article 43.

See Article 58.

3. The European Data Protection
Board shall adopt a binding
decision in the following cases:

See Article 58a(l).

a) Where, in a case referred to in
paragraph 3 of Article 54a, a
concerned supervisory authority
has expressed a relevant and
reasoned objection to a draft
decision of the lead authority or
the lead authority has rejected an
objection as being not relevant
and/or reasoned. The binding
decision shall concern all the
matters which are the subject of
the relevant and reasoned
objection, in particular whether
there is an infringement of the
Regulation;

See Article 58a(1).
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b) Where, there are conflicting See Article 58a(1).
views on which of the concerned
supervisory authorities is
competent for the main
establishment;

e
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d) Where a competent supervisory
authority does not request the
opinion of the European Data
Protection Board in the cases
mentioned in paragraph 2 of this
Article, or does not follow the
opinion of the European Data
Protection Board issued under
Article 58. In that case, any
concerned supervisory authority or
the Commission may communicate
the matter to the European Data
Protection Board.

See Article 58a(1).

4. Any supervisory authority, the
Chair of the European Data
Protection Board or the
Commission may request that any
matter of general application or
producing effects in more than one
Member State be examined by the
European Data Protection Board
with a view to obtaining an
opinion, in particular where a
competent supervisory authority
does not comply with the
obligations for mutual assistance
in accordance with Article 55 or
for joint operations in accordance
with Article 56.

See Article 58(2).
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5. Supervisory authorities and the
Commission shall electronically
communicate to the European Data
Protection Board, using a
standardised format any relevant
information, including as the case
may be a summary of the facts, the
draft decision, the grounds which
make the enactment of such
measure necessary, and the views
of other concerned supervisory
authorities.

See Article 58(5).

6. The chair of the European Data
Protection Board shall without
undue delay electronically inform
the members of the European Data
Protection Board and the
Commission of any relevant
information which has been
communicated to it using a
standardised format. The
secretariat of the European Data
Protection Board shall, where
necessary, provide translations of
relevant information.

See Article 58(6)
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Article 58 Article 58 Article 58 Article 58
Amendment 166
Opinion by the European Data Opinton-by-the EuropeanData Opinion by the European Data Opinion by the European Data
Protection Board ProtectionBoard-Consistency on Protection Board Protection Board
matters of general application

1. Before a supervisory authority 1. Before a supervisory authority deleted 1. The European Data Protection

adopts a measure referred to in adopts a measure referred to 1 Board shall issue an opinion

paragraph 2, this supervisory paragraph 2, this supervisg whenever a competent supervisory

authority shall communicate the authority shall communi€ate the authority intends to adopt any of the

draft measure to the European Data | draft measure to the Furopean Data measures below. To that end, the

Protection Board and the Protection Board and the competent supervisory authority

Commission. Commission, shall communicate the draft
decision to the European Data
Protection Board, when it:
Moved here from Article 57(2)

2. The obligation set out in 2. The obligation set out in deleted

paragraph 1 shall apply to a paragraph 1 shall a toa

measure intended to produce legal | measure interded to produce legal

effects and which: effectsand which:

(a) relates to processing activities deleted deleted

which are related to the offering of

goods or services to data subjects in

several Member States, or to the

monitoring of their behaviour; or
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(b) may substantially affect the free | deleted deleted
movement of personal data within
the Union; or
(c) aims at adopting a list of the deleted deleted (c) aims at adopting a list of the
processing operations subject to processing operations subject to the
prior consultation pursuant to requirement for a data protection
Article 34(5); or impact assessment pursuant to
Article 33(2a); or
Moved here from Article 57(2)
(ca) concerns a matter pursuant to
Article 38(2b) whether a draft code
of conduct or an amendment or
extension to a code of conduct is in
compliance with this Regulation; or
Moved here from Article 57(2)
(cb) aims at approving the criteria
for accreditation of a body pursuant
to paragraph 3 of Article 38a or a
certification body pursuant to
paragraph 3 of Article 39a; or
Moved here from Article 57(2)
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(d) aims to determine standard data | (d) aims to determine standard data | deleted (d) aims at determining standard
protection clauses referred to in protection clauses referred to in data protection clauses referred to
point (¢) of Article 42(2); or point (¢) of Article 42(2); or in point (c) of Article 42(2); or
Moved here from Article 57(2)
(e) aims to authorise contractual (e) aims to authorise contractual deleted (e) aims to authorising contractual
clauses referred to in point (d) of clauses referred to in point (d) of clauses referred to in Article
Article 42(2); or Article 42(2); or 42(2a(a)); or
Moved here from Article 57(2))
(f) aims to approve binding (f) aims to approve binding deleted (f) aims at approving binding
corporate rules within the meaning | corporate rules within the meaning corporate rules within the meaning
of Article 43. of Article 43. of Article 43.
Moved here from Article 57(2)
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3. Any supervisory authority or the | 3. Any supervisory authority or the | deleted 2. Any supervisory authority, the
European Data Protection Board European Data Protection Board Chair of the European Data
may request that any matter shall be | may request that any matter of Protection Board or the
dealt with in the consistency general application shall be dealt Commission may request that any
mechanism, in particular where a with in the consistency mechanism, matter of general application or
supervisory authority does not in particular where a supervisory producing effects in more than one
submit a draft measure referred to authority does not submit a draft Member State be examined by the
in paragraph 2 or does not comply | measure referred to in paragraph 2 European Data Protection Board
with the obligations for mutual or does not comply with the with a view to obtaining an opinion,
assistance in accordance with obligations for mutual assistance in in particular where a competent
Article 55 or for joint operations in | accordance with Article 55 or for supervisory authority does not
accordance with Article 56. joint operations in accordance with comply with the obligations for
Article 56. mutual assistance in accordance
with Article 55 or for joint
operations in accordance with
Article 56.
Moved from Article 57(4)).
12404/15 VH/np 121
ANNEX DGD 2C LIMITE EN




3. In the cases referred to in
paragraphs 1 and 2, the European
Data Protection Board shall issue
an opinion on the matter submitted
to it provided that it has not already
issued an opinion on the same
matter. This opinion shall be
adopted within one month by
simple majority of the members of
the European Data Protection
Board. This period may be
extended by a further month, taking
into account the complexity of the
subject matter. Regarding the draft
decision referred to in paragraph 1
circulated to the members of the
Board in accordance with paragraph
6 of Article 57, a member which
has not objected within the period
indicated by the Chair, shall be
deemed to be in agreement with the
draft decision.

Moved from Article 58(7)

12404/15 VH/np 122
ANNEX DGD 2C LIMITE EN




4. In order to ensure correct and 4. In order to ensure correct and deleted
consistent application of this consistent application of this
Regulation, the Commission may Regulation, the Commission may
request that any matter shall be request that any matter of general
dealt with in the consistency application shall be dealt with in
mechanism. the consistency mechanism.
5. Supervisory authorities and the 5. Supervisory authorities and the deleted 5. Supervisory authorities and the
Commission shall electronically Commission shall without undue Commission shall without undue
communicate any relevant delay electronically communicate delay electronically communicate
information, including as the case any relevant information, including to the European Data Protection
may be a summary of the facts, the | as the case may be a summary of Board, using a standardised format
draft measure, and the grounds the facts, the draft measure, and the any relevant information, including
which make the enactment of such | grounds which make the enactment as the case may be a summary of
measure necessary, using a of such measure necessary, using a the facts, the draft decision, the
standardised format. standardised format. grounds which make the enactment
of such measure necessary, and the
views of other concerned
supervisory authorities.
Moved from Article 57(5).
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6. The chair of the European Data 6. The chair of the European Data deleted 6. The chair of the European Data
Protection Board shall immediately | Protection Board shall immediately Protection Board shall without
electronically inform the members | without undue delay electronically undue delay electronically inform:
of the European Data Protection inform the members of the
Board and the Commission of any | European Data Protection Board (a) the members of the European
relevant information which has and the Commission of any relevant Data Protection Board and the
been communicated to it, using a information which has been Commission of any relevant
standardised format. The chair of communicated to it, using a information which has been
the European Data Protection Board | standardised format. The ehair communicated to it using a
shall provide translations of secretariat of the European Data standardised format. The secretariat
relevant information, where Protection Board shall provide of the European Data Protection
necessary. translations of relevant information, Board shall, where necessary,
where necessary. provide translations of relevant
information.
(b) the supervisory authority
referred to, as the case may be, in
paragraphs 1 and 2, and the
Commission of the opinion and
make it public.
Moved from Article 57(6) and
merge with Article 58(7b).
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6a. The European Data Protection

Board shall adopt an opinion on

matters referred to it under

paragraph 2.
7. The European Data Protection 7. The European Data Protection 7. In the cases referred to in See §3
Board shall issue an opinion on the | Board shall-issue may decide by paragraphs 2 and 4 of Article 57,
matter, if the European Data simple majority whether to adopt Frhe European Data Protection
Protection Board so decides by an opinion on the any matters++the | Board shall issue an opinion on the
simple majority of its members or | EuropeanDataProtection Boardse | same matter.;ifthe EuropeanData
any supervisory authority or the deetdesbysimple-majority-ofits Protection Board so decides by
Commission so requests within one | members-or-any-Supervisory stple-traorty-otts-mentbers-or
week after the relevant information | autherity-or-the-Commissionse any supervisory authority or the
has been provided according to requests within one week after the | Commpisstonsoreguestswithinone
paragraph 5. The opinion shall be relevantformation-has-been week after the relevant information
adopted within one month by provided-according toparasraph>- | has-beenprovided-accordingto
simple majority of the members of | The-opintonshallbe-adopted-within | paragraph-5—The-This opinion shall
the European Data Protection one month by simple majority of be adopted within one month by
Board. The chair of the European the-members-ofthe EuropeanData | simple majority of the members of
Data Protection Board shall inform, | PretectionBeard—The-chairofthe | the European Data Protection
without undue delay, the EuropeanDataProtectionBoard Board.-Fhe-chair-of the European
supervisory authority referred to, as | shallinform;-witheutundue-delay; | DataProtectionBoard shall-inform;
the case may be, in paragraphs 1 the-supervisoryauthorttyreferred witheut-undue-delay;the
and 3, the Commission and the to;-as-the-case-may berin stpervisorvtthorty-referred-toas
supervisory authority competent paraeraphstand 3—+the the-case-may-beinparagraphs+
under Article 51 of the opinion and | Commission-and-the-supervisery and 3 —the-Commrbsston-and-the
make it public. authority-competentunderArtiele | supervisery-autherity competent

publie: submitted under i ie—This period may be

paragraphs 3 and 4 taking into extended by a further month,

account : taking into account the complexity
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of the subject matter. Regarding
the draft decision circulated to the
members of the Board in
accordance with paragraph 6 of
Article 57, a member which has
not objected within the period
indicated by the Chair, shall be
deemed to be in agreement with
the draft decision.

(a) whether the matter presents
elements of novelty, taking
account of legal or factual
developments, in particular in
information technology and in the
light of the state of progress in the
information society; and

(b) whether the European Data
Protection Board has already
issued an opinion on the same
matter.

7a. Within the period referred to in
paragraph 7 the competent
supervisory authority shall not
adopt its draft decision in
accordance with paragraph 2 of
Article 57.

7a. Within the period referred to in
paragraph 3 the competent
supervisory authority shall not
adopt its draft decision referred to
in paragraph 1.
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7b. The chair of the European
Data Protection Board shall
inform, without undue delay, the
supervisory authority referred to,
as the case may be, in paragraphs
2 and 4 of Article 57 and the
Commission of the opinion and
make it public.

See para 6.

8. The supervisory authority
referred to in paragraph 1 and the
supervisory authority competent
under Article 51 shall take account
of the opinion of the European Data
Protection Board and shall within
two weeks after the information on
the opinion by the chair of the
European Data Protection Board,
electronically communicate to the
chair of the European Data
Protection Board and to the
Commission whether it maintains
or amends its draft measure and, if
any, the amended draft measure,
using a standardised format.

any;-the-amended-draftmeasure;

i i The
European Data Protection Board
shall adopt opinions pursuant to
paragraphs 6a and 7 by a simple
majority of its members. These
opinions shall be made public.

8. The supervisory authority

referred to in paragraph +-2 of

Article 57 and-the-supervisery
hoi 1 o]

51-shall take utmost account of the
opinion of the European Data
Protection Board and shall within
two weeks after the-information-on
receiving the opinion-by-the-chair
otthe FuropeanDataProteetion
Beard, electronically communicate
to the chair of the European Data
Protection Board and-to-the
Commission-whether it maintains
or will amends-its draft measure
decision and, if any, the amended
draft measuredecision, using a
standardised format.

8. The supervisory authority
referred to in 1 shall take utmost
account of the opinion of the
European Data Protection Board
and shall within two weeks after
receiving the opinion, electronically
communicate to the chair of the
European Data Protection Board
whether it maintains or will amend
its draft decision and, if any, the
amended draft decision, using a
standardised format.
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9. Where the concerned
supervisory authority informs the
chair of the European Data
Protection Board within the period
referred to in paragraph 8 that it
does not intend to follow the
opinion of the Board, in whole or
in part, providing the relevant
grounds, paragraph 3 of Article 57
shall apply.

9. Where the concerned supervisory
authority informs the chair of the
European Data Protection Board
within the period referred to in
paragraph 8 that it does not intend
to follow the opinion of the Board,
in whole or in part, providing the
relevant grounds, paragraph 1 of
Article 58a shall apply.

Amendment 167

Article 58a (new)

Consistency in individual cases

1. Before taking a measure
intended to produce legal effects
within the meaning of Article 54a,
the lead authority shall share all
relevant information and submit
the draft measure to all other
competent authorities. The lead
authority shall not adopt the
measure if a competent authority
has, within a period of three
weeks, indicated it has serious
objections to the measure.
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2. Where a competent authority
has indicated that it has serious
objections to a draft measure of
the lead authority, or where the
lead authority does not submit a
draft measure referred to in
paragraph 1 or does not comply
with the obligations for mutual
assistance in accordance with
Article 55 or for joint operations in
accordance with Article 56, the
issue shall be considered by the
European Data Protection Board.

3. The lead authority and/or other
competent authorities involved and
the Commission shall without
undue delay electronically
communicate to the European
Data Protection Board using a
standardised format any relevant
information, including as the case
may be a summary of the facts, the
draft measure, the grounds which
make the enactment of such
measure necessary, the objections
raised against it and the views of
other supervisory authorities
concerned.
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4. The European Data Protection
Board shall consider the issue,
taking into account the impact of
the draft measure of the lead
authority on the fundamental
rights and freedoms of data
subjects, and shall decide by
simple majority of its members
whether to issue an opinion on the
matter within two weeks after the
relevant information has been
provided pursuant to paragraph 3.

5. In case the European Data
Protection Board decides to issue
an opinion, it shall do so within six
weeks and make the opinion
public.
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6. The lead authority shall take
utmost account of the opinion of
the European Data Protection
Board and shall within two weeks
after the information on the
opinion by the chair of the
European Data Protection Board,
electronically communicate to the
chair of the European Data
Protection Board and to the
Commission whether it maintains
or amends its draft measure and, if
any, the amended draft measure,
using a standardised format.
Where the lead authority intends
not to follow the opinion of the
European Data Protection Board,
it shall provide a reasoned
Justification.

7. In case the European Data
Protection Board still objects to the
measure of the supervisory
authority as referred to in
paragraph 5, it may within one
month adopt by a two thirds
majority a measure which shall be
binding upon the supervisory
authority.

12404/15
ANNEX

DGD 2C

VH/np

LIMITE

131
EN




Article 58a

Article 58a

Dispute Resolution by the
European Data Protection Board

Dispute Resolution by the
European Data Protection Board

1. In the cases referred to in
paragraph 3 of Article 57, the
European Data Protection Board
shall adopt a decision on the
subject-matter submitted to it in
order to ensure the correct and
consistent application of this
Regulation in individual cases.
The decision shall be reasoned and
addressed to the lead supervisory
authority and all the concerned
supervisory authorities and
binding on them.

1. In order to ensure the correct and
consistent application of this
Regulation in individual cases, the
European Data Protection Board
shall adopt a binding decision in the
following cases:

Moved from Article 57(3))

End of Article 58a§1 moved to §2
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a) Where, in a case referred to in
paragraph 3 of Article 54a, a
concerned supervisory authority has
expressed a relevant and reasoned
objection to a draft decision of the
lead authority or the lead authority
has rejected an objection as being
not relevant and/or reasoned. The
binding decision shall concern all
the matters which are the subject of
the relevant and reasoned objection,
in particular whether there is an
infringement of the Regulation;

Moved from Article 57(3))

b) Where there are conflicting
views on which of the concerned
supervisory authorities is competent
for the main establishment;

Moved from Article 57(3))
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d) Where a competent supervisory
authority does not request the
opinion of the European Data
Protection Board in the cases
mentioned in paragraph 2 of this
Article, or does not follow the
opinion of the European Data
Protection Board issued under
Article 58. In that case, any
concerned supervisory authority or
the Commission may communicate
the matter to the European Data
Protection Board.

Moved from Article 57(3))
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2. The decision referred to in
paragraph 1 shall be adopted
within one month from the referral
of the subject-matter by a two-third
majority of the members of the
Board. This period may be
extended by a further month on
account of the complexity of the
subject-matter.

2. The decision referred to in
paragraph 1 shall be adopted within
one month from the referral of the
subject-matter by a two-third
majority of the members of the
Board. This period may be
extended by a further month on
account of the complexity of the
subject-matter.

The decision referred to in
paragraph 1 shall be reasoned and
addressed to the lead supervisory
authority and all the concerned
supervisory authorities and binding
on them.

See Article 58(1) of the General
Approach

12404/15
ANNEX

VH/np 135

DGD 2C

LIMITE EN




3. In case the Board has been
unable to adopt a decision within
the periods referred to in
paragraph 2, it shall adopt its
decision within two weeks
following the expiration of the
second month referred to in
paragraph 2 by a simple majority
of the members of the Board. In
case the members of the Board are
split, the decision shall by adopted
by the vote of its Chair.

3. In case the Board has been
unable to adopt a decision within
the periods referred to in paragraph
2, it shall adopt its decision within
two weeks following the expiration
of the second month referred to in
paragraph 2 by a simple majority of
the members of the Board. In case
the members of the Board are split,
the decision shall by adopted by the
vote of its Chair.

4. The concerned supervisory
authorities shall not adopt a
decision on the subject matter
submitted to the Board under
paragraph 1 during the periods
referred to in paragraphs 2 and 3.

4. The concerned supervisory
authorities shall not adopt a
decision on the subject matter
submitted to the Board under
paragraph 1 during the periods
referred to in paragraphs 2 and 3.

5.¢..)
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6. The Chair of the European Data
Protection Board shall notify,
without undue delay, the decision
referred to in paragraph 1 to the
concerned supervisory authorities.
It shall inform the Commission
thereof. The decision shall be
published on the website of the
European Data Protection Board
without delay after the supervisory
authority has notified the final
decision referred to in paragraph
7.

6. The Chair of the European Data
Protection Board shall notify,
without undue delay, the decision
referred to in paragraph 1 to the
concerned supervisory authorities.
It shall inform the Commission
thereof. The decision shall be
published on the website of the
European Data Protection Board
without delay after the supervisory
authority has notified the final
decision referred to in paragraph 7.

7. The lead supervisory authority
or, as the case may be, the
supervisory authority to which the
complaint has been lodged shall
adopt their final decision on the
basis of the decision referred to in
paragraph 1, without undue delay
and at the latest by one month
after the European Data
Protection Board has notified its
decision. The lead supervisory
authority or, as the case may be,
the supervisory authority to which
the complaint has been lodged,
shall inform the European Data
Protection Board of the date when

7. The lead supervisory authority
or, as the case may be, the
supervisory authority to which the
complaint has been lodged shall
adopt its final decision on the basis
of the decision referred to in
paragraph 1, without undue delay
and at the latest by one month after
the European Data Protection Board
has notified its decision. The lead
supervisory authority or, as the case
may be, the supervisory authority to
which the complaint has been
lodged, shall inform the European
Data Protection Board of the date
when
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its final decision is notified
respectively to the controller or the
processor and the data subject.
The final decision of the
concerned supervisory authorities
shall be adopted under the terms of
Article 54a, paragraph 4a, 4b and
4bb. The final decision shall refer
to the decision referred to in
paragraph 1 and shall specify that
the decision referred to in
paragraph 1 will be published on
the website of the European Data
Protection Board in accordance
with paragraph 6. The final
decision shall attach the decision
referred to in paragraph 1.

its final decision is notified
respectively to the controller or the
processor and the data subject. The
final decision of the concerned
supervisory authorities shall be
adopted under the terms of Article
54a, paragraph 4a, 4b and 4bb. The
final decision shall refer to the
decision referred to in paragraph 1
and shall specify that the decision
referred to in paragraph 1 will be
published on the website of the
European Data Protection Board in
accordance with paragraph 6. The
final decision shall attach the
decision referred to in paragraph 1.
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Amendment 168

Article 59

Article 59

Article 59

Opinion by the Commission

Opinion by the Commission

Opinion by the Commission

1. Within ten weeks after a matter
has been raised under Article 58, or
at the latest within six weeks in the
case of Article 61, the Commission
may adopt, in order to ensure
correct and consistent application of
this Regulation, an opinion in
relation to matters raised pursuant
to Articles 58 or 61.

deleted

deleted

2. Where the Commission has
adopted an opinion in accordance
with paragraph 1, the supervisory
authority concerned shall take
utmost account of the
Commission’s opinion and inform
the Commission and the European
Data Protection Board whether it
intends to maintain or amend its
draft measure.

deleted

deleted

3. During the period referred to in
paragraph 1, the draft measure shall
not be adopted by the supervisory
authority.

deleted

deleted
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4. Where the supervisory authority
concerned intends not to follow the
opinion of the Commission, it shall
inform the Commission and the
European Data Protection Board
thereof within the period referred to
in paragraph 1 and provide a
justification. In this case the draft
measure shall not be adopted for
one further month.

deleted

deleted
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Amendment 169

Article 60 Article 60 Article 60
Suspension of a draft measure Suspension of a draft measure Suspension of a draft measure
1. Within one month after the deleted deleted

communication referred to in
Article 59(4), and where the
Commission has serious doubts as
to whether the draft measure would
ensure the correct application of
this Regulation or would otherwise
result in its inconsistent application,
the Commission may adopt a
reasoned decision requiring the
supervisory authority to suspend the
adoption of the draft measure,
taking into account the opinion
issued by the European Data
Protection Board pursuant to
Article 58(7) or Article 61(2),
where it appears necessary in order
to:

(a) reconcile the diverging positions | deleted deleted
of the supervisory authority and the
European Data Protection Board, if
this still appears to be possible; or

(b) adopt a measure pursuant to deleted deleted
point (a) of Article 62(1).
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2. The Commission shall specify
the duration of the suspension

which shall not exceed 12 months.

deleted

deleted

3. During the period referred to in
paragraph 2, the supervisory
authority may not adopt the draft
measure.

deleted

deleted
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Amendment 170

Article 60a (new)

Notification of the European
Parliament and the Council

The Commission shall notify the
European Parliament and the
Council at regular intervals, at
least every six months, on the basis
of a report from the Chair of the
European Data Protection Board,
of the matters dealt with under the
consistency mechanism, setting out
the conclusions drawn by the
Commission and the European
Data Protection Board with a view
to ensuring the consistent
implementation and application of
this Regulation.
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Article 61 Article 61 Article 61 Article 61
Urgency procedure Urgency procedure Urgency procedure Urgency procedure
Amendment 171

1. In exceptional circumstances,
where a supervisory authority
considers that there is an urgent
need to act in order to protect the
interests of data subjects, in
particular when the danger exists
that the enforcement of a right of a
data subject could be considerably
impeded by means of an alteration
of the existing state or for averting
major disadvantages or for other
reasons, by way of derogation from
the procedure referred to in Article
58, it may immediately adopt
provisional measures with a
specified period of validity. The
supervisory authority shall, without
delay, communicate those
measures, with full reasons, to the
European Data Protection Board
and to the Commission.

1. In exceptional circumstances,
where a supervisory authority
considers that there is an urgent
need to act in order to protect the
interests of data subjects, in
particular when the danger exists
that the enforcement of a right of a
data subject could be considerably
impeded by means of an alteration
of the existing state or for averting
major disadvantages or for other
reasons, by way of derogation from
the procedure referred to in Article
5858a, it may immediately adopt
provisional measures with a
specified period of validity. The
supervisory authority shall, without
delay, communicate those
measures, with full reasons, to the
European Data Protection Board
and to the Commission.

1. In exceptional circumstances,
where a concerned supervisory
authority considers that there is an
urgent need to act in order to
protect the interests rights and
freedoms of data subjects, it may,

in particular when the danger exists
;
. 8
) g =
f A .

o disad g orof] g
reasens; by way of derogation from
the preecedure consistency
mechanism referred to in Article
587 or the procedure referred to in
Article 54a, #-may immediately
adopt provisional measures
intended to produce legal effects
within the territory of its own
Member State, with a specified
period of validity. The supervisory
authority shall, without delay,
communicate those measures;-with
full and the reasons for adopting

1. In exceptional circumstances,
where a concerned supervisory
authority considers that there is an
urgent need to act in order to
protect the rights and freedoms of
data subjects, it may, by way of
derogation from the consistency
mechanism referred to in Articles
57, 58 and 58a or the procedure
referred to in Article 54a,
immediately adopt provisional
measures intended to produce legal
effects on its own territory with a
specified period of validity which
shall not exceed three months. The
supervisory authority shall, without
delay, communicate those measures
and the reasons for adopting them,
to the other concerned supervisory
authorities and the European Data
Protection Board and to the
Commission.

Adaptations following the
modifications made in Article 55(8)
and 56(5)
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them, to the other concerned
supervisory authorities, the
European Data Protection Board
and to the Commission.

2. Where a supervisory authority
has taken a measure pursuant to
paragraph 1 and considers that final
measures need urgently be adopted,
it may request an urgent opinion of
the European Data Protection
Board, giving reasons for
requesting such opinion, including
for the urgency of final measures.

2. Where a supervisory authority
has taken a measure pursuant
paragraph 1 and considers that final
measures need urgently e adopted,
it may request an urgént opinion of
the European Data Protection
Board, giving r€asons for

requesting gtich opinion, including
for the ufgency of final measures.

2. Where a supervisory authority
has taken a measure pursuant to
paragraph 1 and considers that final
measures need urgently be adopted,
it may request an urgent opinion or
an urgent binding decision from ef
the European Data Protection
Board, giving reasons for
requesting such opinions;-taelading
fortheureeney-offal-meastres or

decision.

2. Where a supervisory authority
has taken a measure pursuant to
paragraph 1 and considers that final
measures need urgently be adopted,
it may request an urgent opinion or
an urgent binding decision from the
European Data Protection Board,
giving reasons for requesting such
opinion-or decision.

3. Any supervisory authority may
request an urgent opinion where the
competent supervisory authority
has not taken an appropriate
measure in a situation where there
is an urgent need to act, in order to
protect the interests of data
subjects, giving reasons for
requesting such opinion, including
for the urgent need to act.

3. Any supervisory authority may
request an urgent opinion wherg'the
competent supervisory authority
has not taken an appropria

measure in a situation where there
is an urgent need to get, in order to
protect the interests’of data
subjects, giving reasons for
requesting sugh opinion, including
for the urgefit need to act.

3. Any supervisory authority may
request an urgent opinion or an
urgent binding decision, as the
case may be, from the European
Data Protection Board where the-a
competent supervisory authority
has not taken an appropriate
measure in a situation where there
is an urgent need to act, in order to
protect the interests-rights and
freedoms of data subjects, giving
reasons for requesting such opinion
or decision, including for the urgent
need to act.

3. Any supervisory authority may
request an urgent opinion or an
urgent binding decision, as the case
may be, from the European Data
Protection Board where a
competent supervisory authority
has not taken an appropriate
measure in a situation where there
is an urgent need to act, in order to
protect the rights and freedoms of
data subjects, giving reasons for
requesting such opinion or decision,
including for the urgent need to act.
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Amendment 172

4. By derogation from Article
58(7), an urgent opinion referred to
in paragraphs 2 and 3 of this Article
shall be adopted within two weeks
by simple majority of the members
of the European Data Protection
Board.

4. By-deropatton-from-Article
58(H;a-An urgent opinion referred
to in paragraphs 2 and 3 of this
Article shall be adopted within two
weeks by simple majority of the
members of the European Data
Protection Board.

4. By derogation from paragraph 7
of Article 58¢H and paragraph 2 of
Article 58a, an urgent opinion or

an urgent binding decision referred
to in paragraphs 2 and 3 of this
Article shall be adopted within two
weeks by simple majority of the
members of the European Data
Protection Board.

4. By derogation from paragraph 3
of Article 58 and paragraph 2 of
Article 58a, an urgent opinion or an
urgent binding decision referred to
in paragraphs 2 and 3 of this Article
shall be adopted within two weeks
by simple majority of the members
of the European Data Protection
Board.
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Article 62

Article 62

Article 62

Article 62

Implementing acts

Implementing acts

Implementing acts

Implementing acts

Amendment 173

1. The Commission may adopt
implementing acts for:

1. The Commission may adopt
implementing acts of general
application, after requesting an
opinion of the European Data
Protection Board, for:

1. The Commission may adopt
implementing acts of general scope
for:

1. The Commission may adopt
implementing acts of general scope
for:

(a) deciding on the correct
application of this Regulation in
accordance with its objectives and
requirements in relation to matters
communicated by supervisory
authorities pursuant to Article 58 or
61, concerning a matter in relation
to which a reasoned decision has
been adopted pursuant to Article
60(1), or concerning a matter in
relation to which a supervisory
authority does not submit a draft
measure and that supervisory
authority has indicated that it does
not intend to follow the opinion of
the Commission adopted pursuant
to Article 59;

deleted

deleted
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(b) deciding, within the period (b) deciding;within-the-pertod deleted
referred to in Article 59(1), whether | referred-to-in-Asticle-59(1H; whether

it declares draft standard data it declares draft standard data

protection clauses referred to in protection clauses referred to in

point (d) of Article 58(2), as having | point (d) of Article 5842(2), as

general validity; having general validity;

(c) specifying the format and deleted deleted

procedures for the application of
the consistency mechanism referred
to in this section;

(d) specifying the arrangements for
the exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
Article 58(5), (6) and (8).

(d) specifying the arrangements for
the exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
Article 58(5), (6) and (8).

(d) specifying the arrangements for
the exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
Atrticle 57(5) and (6) and in Article

58¢5),4(6)-and (8).

(d) specifying the arrangements for
the exchange of information by
electronic means between
supervisory authorities, and
between supervisory authorities and
the European Data Protection
Board, in particular the
standardised format referred to in
Article 58.

Those implementing acts shall be
adopted in accordance with the
examination procedure referred to
in Article 87(2).

deleted

Those implementing acts shall be
adopted in accordance with the
examination procedure referred to
in Article 87(2).

Those implementing acts shall be
adopted in accordance with the
examination procedure referred to
in Article 87(2).
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2. On duly justified imperative
grounds of urgency relating to the
interests of data subjects in the
cases referred to in point (a) of
paragraph 1, the Commission shall
adopt immediately applicable
implementing acts in accordance
with the procedure referred to in
Article 87(3). Those acts shall
remain in force for a period not
exceeding 12 months.

deleted

deleted

3. The absence or adoption of a
measure under this Section does not
prejudice any other measure by the
Commission under the Treaties.

3. The absence or adoption

measure under this 1on does not
prejudice a er measure by the

Co iSsion under the Treaties.

deleted
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Article 63 Article 63 Article 63 Article 63
Enforcement Enforcement Enforcement Enforcement
1. For the purposes of this 1. For the purposes of thi deleted
Regulation, an enforceable measure | Regulation, an enforceable measure
of the supervisory authority of one | of the supervisory-authority of one
Member State shall be enforced in | Member State shall be enforced in
all Member States concerned. all Meémber States concerned.
Amendment 174

2. Where a supervisory authority 2. Where a supervisory authority deleted
does not submit a draft measure to | does not submit a draft measure to
the consistency mechanism in the consistency mechanism in
breach of Article 58(1) to (5), the breach of Article 58(1) and (2) or
measure of the supervisory adopts a measure despite an
authority shall not be legally valid | indication of serious objection
and enforceable. pursuant to Article 58a(1), the

measure of the supervisory

authority shall not be legally valid

and enforceable.
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Article 64

Article 64

Article 64

Article 64

European Data Protection Board

European Data Protection Board

European Data Protection Board

European Data Protection Board

1. A European Data Protection
Board is hereby set up.

1. A European Data Protecti
Board is hereby set

1la. A-The European Data

Protection Board is hereby-setap
established as body of the Union
and shall have legal personality.

la. The European Data Protection
Board is hereby established as body
of the Union and shall have legal
personality.

1b. The European Data
Protection Board shall be
represented by its Chair.

Ib. The European Data Protection
Board shall be represented by its
Chair.

2. The European Data Protection
Board shall be composed of the

2. The European Data Protectio
Board shall be composed ofthe

2. The European Data Protection
Board shall be composed of the

2. The European Data Protection
Board shall be composed of the

head of one supervisory authority head of one supervisory-duthority head of one supervisory authority head of one supervisory authority
of each Member State and of the of each Member State and of the of each Member State or his/her of each Member State or his/her
European Data Protection European DataProtection representative and of the European | representative and of the European
Supervisor. Supervisoe: Data Protection Supervisor. Data Protection Supervisor.
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3. Where in a Member State more
than one supervisory authority is
responsible for monitoring the
application of the provisions
pursuant to this Regulation, they
shall nominate the head of one of
those supervisory authorities as
joint representative.

3. Where in a Member State mor.
than one supervisory authorityis
responsible for monitoringthe
application of the proyisions
pursuant to this Regtlation, they
shall nominate the head of one of
those supery1Sory authorities as
joint représentative.

3. Where in a Member State more
than one supervisory authority is
responsible for monitoring the
application of the provisions
pursuant to this Regulation, they
shal-reminatethe head-otfoneof
these-supervisery-authoritiesas a
joint representative shall be
appointed in accordance with the

national law of that Member State.

3. Where in a Member State more
than one supervisory authority is
responsible for monitoring the
application of the provisions
pursuant to this Regulation, a joint
representative shall be appointed in
accordance with the national law of
that Member State.

4. The Commission shall have the
right to participate in the activities
and meetings of the European Data
Protection Board and shall
designate a representative. The
chair of the European Data
Protection Board shall, without
delay, inform the Commission on
all activities of the European Data
Protection Board.

4. The Commission shall have the
right to participate in the activitigs
and meetings of the European Data
Protection Board and shall
designate a representativg/ The
chair of the European Data
Protection Board shal, without
delay, inform the Commission on
all activities of the European Data
Protection Boatd.

4. The Commission and the
European Data Protection
Supervisor or his/her
representative shall have the right
to participate in the activities and
meetings of the European Data
Protection Board and-shall
designate-arepresentative without
voting right. The Commission
shall designate a representative.
The chair of the European Data
Protection Board shall, sw4theut
delaynferm-communicate to the
Commission the en-al activities of
the European Data Protection
Board.

4. The Commission or his/her
representative shall have the right
to participate in the activities and
meetings of the European Data
Protection Board without voting
right. The Commission shall
designate a representative. The
chair of the European Data
Protection Board shall,
communicate to the Commission
the activities of the European Data
Protection Board.

12404/15
ANNEX

VH/np

DGD 2C

152

LIMITE EN




Article 65

Article 65

Article 65

Article 65

Independence

Independence

Independence

Independence

1. The European Data Protection
Board shall act independently when
exercising its tasks pursuant to
Articles 66 and 67.

1. The European Data Protecti
Board shall act independently when
exercising its taskspursuant to
Articles nd 67.

1. The European Data Protection
Board shall act independently when
exereising-performing its tasks or
exercising its powers pursuant to
Articles 66 and 67.

1. The European Data Protection
Board shall act independently when
performing its tasks or exercising
its powers pursuant to Articles 66
and 67.

2. Without prejudice to requests by
the Commission referred to in point
(b) of paragraph 1 and in paragraph
2 of Article 66, the European Data
Protection Board shall, in the
performance of its tasks, neither
seek nor take instructions from
anybody.

2. Without prejudice to requests by
the Commission referred to.i point
(b) of paragraph 1 and japaragraph
2 of Article 66, the European Data
Protection Board shall, in the
performane¢ of its tasks, neither
seek pef take instructions from
apybody.

2. Without prejudice to requests by
the Commission referred to in point
(b) of paragraph 1 and in paragraph
2 of Article 66, the European Data
Protection Board shall, in the
performance of its tasks or the
exercise of its powers, neither seek
nor take instructions from anybody.

2. Without prejudice to requests by
the Commission referred to in point
(b) of paragraph 1 and in paragraph
2 of Article 66, the European Data
Protection Board shall, in the
performance of its tasks or the
exercise of its powers, neither seek
nor take instructions from anybody.
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Article 66

Article 66

Article 66

Article 66

Tasks of the European Data
Protection Board

Tasks of the European Data
Protection Board

Tasks of the European Data
Protection Board

Tasks of the European Data
Protection Board

Amendment 175

1. The European Data Protection
Board shall ensure the consistent
application of this Regulation. To
this effect, the European Data
Protection Board shall, on its own
initiative or at the request of the
Commission, in particular:

1. The European Data Protection
Board shall ensure the consistent
application of this Regulation. To
this effect, the European Data
Protection Board shall, on its own
initiative or at the request of the
European Parliament, Council or
Commission, in particular:

1. The European Data Protection
Board shall ensure the consistent
application of this Regulation. To
this effect, the European Data
Protection Board shall, on its own
initiative or at the request of the
Commission, in particular:

1. The European Data Protection
Board shall ensure the consistent
application of this Regulation. To
this effect, the European Data
Protection Board shall, on its own
initiative or at the request of the
Commission, in particular:

(aa) monitor and ensure the
correct application of this
Regulation in the cases provided
Jor in Article 57(3) without
prejudice to the tasks of national
supervisory authorities;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(a) advise the Commission on any
issue related to the protection of
personal data in the Union,
including on any proposed
amendment of this Regulation;

(a) advise the Commission
European institutions on any issue
related to the protection of personal
data in the Union, including on any
proposed amendment of this
Regulation;

(a) advise the Commission on any
issue related to the protection of
personal data in the Union,
including on any proposed
amendment of this Regulation;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.
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(b) examine, on its own initiative or
on request of one of its members or
on request of the Commission, any
question covering the application of
this Regulation and issue
guidelines, recommendations and
best practices addressed to the
supervisory authorities in order to
encourage consistent application of
this Regulation;

(b) examine, on its own initiative or
on request of one of its members or
on request of the European
Parliament, Council or the
Commission, any question covering
the application of this Regulation
and issue guidelines,
recommendations and best practices
addressed to the supervisory
authorities in order to encourage
consistent application of this
Regulation, including on the use of
enforcement powers;

(b) examine, on its own initiative or
on request of one of its members or
on request of the Commission, any
question covering the application of
this Regulation and issue
guidelines, recommendations and
best practices addressed-to-the
supervisory-autherities in order to
encourage consistent application of
this Regulation;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(ba) draw up guidelines for
supervisory authorities concerning
the application of measures
referred to in paragraph 1, 1b and
Ic of Article 53 and the fixing of
administrative fines pursuant to
Articles 79 and 79a;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(c) review the practical application | (c) review the practical application | (c) review the practical application | To be aligned with the outcome of
of the guidelines, recommendations | of the guidelines, reconxmendations | of the guidelines, recommendations | trilogue discussions on the other
and best practices referred to in and best practicesreferred to in and best practices referred to in Chapters.

point (b) and report regularly to the | point (b) report regularly to the | point (b) and-repertregularhyto-the

Commission on these; Commission on these; Commission-on-these(ba);
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(ca) encourage the drawing-up of
codes of conduct and the
establishment of data protection
certification mechanisms and data
protection seals and marks
pursuant to Articles 38 and 39;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(cb) carry out the accreditation of
certification bodies and its periodic
review pursuant to Article 39a and
maintain a public register of
accredited bodies pursuant to
paragraph 6 of Article 39a and of
the accredited controllers or
processors established in third
countries pursuant to paragraph 4
of Article 39;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(cd) specify the requirements
mentioned in paragraph 3 of
Article 39a with a view to the
accreditation of certification

bodies under Article 39;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(ce) give the Commission an
opinion on the level of protection
of personal data in third countries
or international organisations, in
particular in the cases referred to
in Article 41;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.
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(d) issue opinions on draft decisions
of supervisory authorities pursuant
to the consistency mechanism
referred to in Article 57;

(d) issue opinions on draft decistons
of supervisory authorities-pursuant
to the consistency meChanism
referred to in Arficle 57;

(d) issue opinions on draft decisions
of supervisory authorities pursuant
to the consistency mechanism
referred to in paragraph 2 and on
matters submitted pursuant to
paragraph 4 of Article 57,

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(da) provide an opinion on which
authority should be the lead
authority pursuant to Article
54a(3);

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(e) promote the co-operation and
the effective bilateral and
multilateral exchange of
information and practices between
the supervisory authorities;

(e) promote the co-operation and
the effective bilateral and
multilateral exchange of
information and practices between
the supervisory authorities,
including the coordination of joint
operations and other joint
activities, where it so decides at the
request of one or several
supervisory authorities;

(e) promote the co-operation and
the effective bilateral and
multilateral exchange of
information and practices between
the supervisory authorities;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(f) promote common training
programmes and facilitate
personnel exchanges between the
supervisory authorities, as well as,
where appropriate, with the
supervisory authorities of third
countries or of international
organisations;

(f) promote common training
programmes and facilitate
personnel exchanges between the
supervisory authorities, as well as,
where appropriate, with the
supervisory authorities of third
countries or of international
organisations;

(f) promote common training
programmes and facilitate
personnel exchanges between the
supervisory authorities, as well as,
where appropriate, with the
supervisory authorities of third
countries or of international
organisations;

(f) promote common training
programmes and facilitate
personnel exchanges between the
supervisory authorjti€s, as well as,
where appropriate, with the
supervisoryauthorities of third
countrics or of international
organisations;
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(g) promote the exchange of
knowledge and documentation on
data protection legislation and
practice with data protection
supervisory authorities worldwide.

(g) promote the exchange of
knowledge and documentation on
data protection legislation and
practice with data protection
supervisory authorities worldwide;

(g) promote the exchange of
knowledge and documentation on
data protection legislation and
practice with data protection

supervisory authorities worldwide.

(g) promote the exchange of
knowledge and docu ation on
data protection legislation and
practice data protection

su 1sory authorities worldwide.

(ga) give its opinion to the
Commission in the preparation of
delegated and implementing acts
based on this Regulation;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(gb) give its opinion on codes of
conduct drawn up at Union level
pursuant to Article 38(4);

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(gc) give its opinion on criteria and
requirements for the data
protection certification
mechanisms pursuant to Article
39(3);

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(gd) maintain a public electronic
register on valid and invalid
certificates pursuant to Article
39(1h);

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

12404/15
ANNEX

VH/np 158

DGD 2C

LIMITE EN




(ge) provide assistance to national
supervisory authorities, at their
request;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(gf) establish and make public a
list of the processing operations
which are subject to prior
consultation pursuant to Article
34;

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

(gg) maintain a registry of
sanctions imposed on controllers
or processors by the competent
supervisory authorities.

To be aligned with the outcome of
trilogue discussions on the other
Chapters.

)

(i) maintain a publicly accessible
electronic register of decisions
taken by supervisory authorities
and courts on issues dealt with in
the consistency mechanism.

To be aligned with the outcome of
trilogue discussions on the other
Chapters.
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2. Where the Commission requests
advice from the European Data
Protection Board, it may lay out a
time limit within which the
European Data Protection Board
shall provide such advice, taking
into account the urgency of the
matter.

2. Where the European
Parliament, the Council or the
Commission requests advice from
the European Data Protection
Board, it may lay out a time limit
within which the European Data
Protection Board shall provide such
advice, taking into account the
urgency of the matter.

2. Where the Commission requests
advice from the European Data
Protection Board, it may lay-eut
indicate a time limit-within-which
the European-DataProtection Board
shal-providesuehadviee, taking
into account the urgency of the
matter.

2. Where the Commission requests
advice from the European Data
Protection Board, it may indicate a
time limit, taking into account the
urgency of the matter.

3. The European Data Protection
Board shall forward its opinions,
guidelines, recommendations, and
best practices to the Commission
and to the committee referred to in
Article 87 and make them public.

3. The European Data Protection
Board shall forward its opinions,
guidelines, recommendations, and
best practices to the European
Parliament, the Council and the
Commission and to the committee
referred to in Article 87 and make
them public.

3. The European Data Protection
Board shall forward its opinions,
guidelines, recommendations, and
best practices to the Commission
and to the committee referred to in
Article 87 and make them public.

3. The European Data Protection
Board shall forward its opinions,
guidelines, recommendations, and
best practices to the Commission
and to the committee referred to in
Article 87 and make them public.

4. The Commission shall inform the | 4. The Commission shall info e | deleted

European Data Protection Board of | European Data Protection Board of

the action it has taken following the | the action it has takep following the

opinions, guidelines, opinions, guidelincs,

recommendations and best practices | recommendations and best practices

issued by the European Data issued by the European Data

Protection Board. Pretéction Board.
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4a. The European Data Protection
Board shall, where appropriate,
consult interested parties and give
them the opportunity to comment
within a reasonable period. The
European Data Protection Board
shall, without prejudice to Article
72, make the results of the
consultation procedure publicly
available.

4a. The European Data Protection
Board shall, where appropriate,
consult interested parties and give
them the opportunity to comment
within a reasonable period. The
European Data Protection Board
shall, without prejudice to Article
72, make the results of the
consultation procedure publicly
available.

4b. The European Data Protection
Board shall be entrusted with the
task of issuing guidelines,
recommendations and best
practices in accordance with point
(b) of paragraph 1 for establishing
common procedures for receiving
and investigating information
concerning allegations of unlawful
processing and for safeguarding
confidentiality and sources of
information received.
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Article 67 Article 67 Article 67 Article 67
Reports Reports Reports Reports
Amendment 176

1. The European Data Protection 1. The European Data Protection deleted
Board shall regularly and timely Board shall regularly and timely
inform the Commission about the inform the European Parliament,
outcome of its activities. It shall the Council and the Commission
draw up an annual report on the about the outcome of its activities.
situation regarding the protection of | It shall draw up anannual a report
natural persons with regard to the at least every two years on the
processing of personal data in the situation regarding the protection of
Union and in third countries. natural persons with regard to the

processing of personal data in the

Union and in third countries.
The report shall include the review | The report shall include the review | deleted
of the practical application of the of the practical application of the
guidelines, recommendations and guidelines, recommendations and
best practices referred to in point best practiecs referred to in point
(c) of Article 66(1). (c rticle 66(1).
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2. The report shall be made public
and transmitted to the European
Parliament, the Council and the
Commission.

2. The report shall be made publi
and transmitted to the Europe
Parliament, the Council and'the
Commission.

2. The European Data Protection
Board shall draw up an annual
report regarding the protection of
natural persons with regard to
the processing of personal data in
the Union and, where relevant, in
third countries and international
organisations. The report shall be
made public and be transmitted to
the European Parliament, the
Council and the Commission.

2. The European Data Protection
Board shall draw up an annual
report regarding the protection of
natural persons with regard to the
processing of personal data in the
Union and, where relevant, in third
countries and international
organisations. The report shall be
made public and be transmitted to
the European Parliament, the
Council and the Commission.

3. The annual report shall include
a review of the practical
application of the guidelines,
recommendations and best
practices referred to in point (c) of
Article 66(1) as well as of the
binding decisions referred to in
paragraph 3 of Article 57.

3. The annual report shall include a
review of the practical application
of the guidelines, recommendations
and best practices referred to in
point (c) of Article 66(1) as well as
of the binding decisions referred to
in paragraph 3 of Article 57.
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Article 68 Article 68 Article 68 Article 68
Procedure Procedure Procedure Procedure
Amendment 177

1. The European Data Protection
Board shall take decisions by a
simple majority of its members.

1. The European Data Protection
Board shall take decisions by a
simple majority of its members,
unless otherwise provided in its
rules of procedure.

1. The European Data Protection
Board shall take-deeistons adopt
binding decisions referred to in
paragraph 3 of Article 57 in
accordance with majority
requirements set out in paragraphs
2 and 3 of Article 58a. As regards
decisions related to the other tasks
listed in Article 66 hereof, they
shall be taken by a simple majority
of its members.

1. The European Data Protection
Board shall take decisions by a
simple majority of its members,
unless otherwise provided for in
this Regulation.

2. he European Data Protection
Board shall adopt its own rules of
procedure and organise its own
operational arrangements. In
particular, it shall provide for the

2. The European Data Protection
Board shall adopt its own rules of
procedure and organise its own
operational arrangements. In
particular, it shall provide for the

2. The European Data Protection
Board shall adopt its own rules of
procedure by a two-third majority
of its members and organise its own
operational arrangements.

2. The European Data Protection
Board shall adopt its own rules of
procedure by a two-third majority
of its members and organise its own
operational arrangements.

continuation of exercising duties continuation of exercising duties partiethar—itshab-providetorthe

when a member’s term of office when a member’s term of office continuation of excreising dutics

expires or a member resigns, for the | expires or a member resigns, for the | whenamember’sterm-of-office

establishment of subgroups for establishment of subgroups for expires or a member resigns. for the

specific issues or sectors and for its | specific issues or sectors and for its | establishment-of subgroupsfor

procedures in relation to the procedures in relation to the specific issucs or sectors and for its

consistency mechanism referred to | consistency mechanism referred to | procedures-inrelationto-the

in Article 57. in Article 57. consistency mechanism referred to
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Article 69 Article 69 Article 69 Article 69
Chair Chair Chair Chair
Amendment 178

1. The European Data Protection
Board shall elect a chair and two
deputy chairpersons from amongst
its members. One deputy
chairperson shall be the European
Data Protection Supervisor, unless
he or she has been elected chair.

1. The European Data Protection
Board shall elect a chair and at
least two deputy chairpersons from

amongst its members. One-deputy
chairperson shall be the Furopean
DataP oS isot. unl
he-or-she-has-been-eleeted-chair.

1. The European Data Protection
Board shall elect a chair and two
deputy ehairpersens-chairs from
amongst its members by simple
majority. One-deputy-chairperson
shall be the European Data
Protection-Supervisor—tess-heor
she has been clected chair.

1. The European Data Protection
Board shall elect a chair and two
deputy chairs from amongst its
members by simple majority.

2. The term of office of the chair
and of the deputy chairpersons shall
be five years and be renewable.

2. The term of office of the chair
and of the deputy ¢ ersons shall
be five year be renewable.

2. The term of office of the chair

and of the deputy ehairpersons

chairs shall be five years and be
renewable once.

2. The term of office of the Chair
and of the deputy chairs shall be
five years and be renewable once.

Amendment 179

2a. The position of the chair shall
be a full-time position.

2a. The position of the Chair shall
be a full-time position.
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Article 70 Article 70 Article 70 Article 70
Tasks of the chair Tasks of the chair Tasks of the chair Tasks of the chair
1. The chair shall have the 1. The chair shall have the 1. The chair shall have the 1. The chair shall ha
following tasks: following tasks: following tasks: followi s
(a) to convene the meetings of the (a) to convene the meetings of the (a) to convene the meetings of the (a) to convene the meetings e

European Data Protection Board
and prepare its agenda;

European Data Protection Board
and prepare its agenda;

European Data Protection Board
and prepare its agenda;

European Data Protectient Board

and prepare its agenda;

(aa) to notify decisions adopted by
the European Data Protection
Board pursuant to Article 58a to
the lead supervisory authority and
the concerned supervisory
authorities;

(aa) to notify decisions adopted by
the European Data Protection Board
pursuant to Article 58a to the lead
supervisory authority and the
concerned supervisory authorities;

(b) to ensure the timely fulfilment
of the tasks of the European Data
Protection Board, in particular in
relation to the consistency
mechanism referred to in Article
57.

(b) to ensure the timely fulfilment
of the tasks of the Euro Data
Protection Board, in-particular in

relation to the eonsistency
mechanism referred to in Article
57

(b) to ensure the timely falfilment
performance of the tasks of the
European Data Protection Board, in
particular in relation to the
consistency mechanism referred to
in Article 57.

(b) to ensure the timely
performance of the tasks of the
European Data Protection Board, in
particular in relation to the
consistency mechanism referred to
in Article 57.

2. The European Data Protection
Board shall lay down the attribution
of tasks between the chair and the

2. The European Data Protection
Board shall lay down the attribution
of tasks between the chair and the

2. The European Data Protection
Board shall lay down the attribution
of tasks between the chair and the

2. The European Data Protecti
Board shall lay down theattribution
of tasks betweenthie chair and the

deputy chairpersons in its rules of | deputy chairpersons in its rules of | deputy chairpersons in its rules of | deputy cha#s in its rules of
procedure. procedure. procedure. pr ure.
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Article 71 Article 71 Article 71 Article 71
Secretariat Secretariat Secretariat Secretariat

1. The European Data Protection 1. The European Data Protecti 1. The European Data Protection 1. The European Data Protection

Board shall have a secretariat. The | Board shall have a secretariat. The | Board shall have a secretariat, Board shall have a secretariat,

European Data Protection European Data Protection which shall be provided by the which shall be provided by the

Supervisor shall provide that Supervisor shal provide that secretariat of—Fthe European Data | secretariat of the European Data

secretariat. secretar] Protection Supervisorshal-previde | Protection Supervisor.
thatseerctartat.
1a. The secretariat shall perform la. The secretariat shall perform its
its tasks exclusively under the tasks exclusively under the
instructions of the Chair of the instructions of the Chair of the
European Data Protection Board. | European Data Protection Board.
1b. The staff of the secretariat of 1b. The staff of the secretariat of
the European Data Protection the European Data Protection
Supervisor involved in carrying Supervisor involved in carrying out
out the tasks conferred on the the tasks conferred on the European
European Data Protection Board | Data Protection Board by this
by this Regulation shall be Regulation shall be organisationally
organisationally separated from, separated from, and subject to
and subject to separate reporting separate reporting lines from the
lines from the staff involved in staff involved in carrying out tasks
carrying out tasks conferred on the | conferred on the European Data
European Data Protection Protection Supervisor.
Supervisor.
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Ic. Where needed, the European
Data Protection Board in
consultation with the European
Data Protection Supervisor shall
establish and publish a Code of
Conduct implementing this Article
and applicable to the staff of the
secretariat of the European Data
Protection Supervisor involved in
carrying out the tasks conferred on
the European Data Protection
Board by this Regulation.

Ic. Where needed, the European
Data Protection Board in
consultation with the European
Data Protection Supervisor shall
establish and publish a
Memorandum of Understanding
mplementing this Article and
applicable to the staff of the
secretariat of the European Data
Protection Supervisor involved in
carrying out the tasks conferred on
the European Data Protection Board
by this Regulation.

Amendment 180

2. The secretariat shall provide
analytical, administrative and
logistical support to the European
Data Protection Board under the
direction of the chair.

2. The secretariat shall provide
analytical, legal, administrative and
logistical support to the European
Data Protection Board under the
direction of the chair.

2. The secretariat shall provide
analytical, administrative and
logistical support to the European
Data Protection Board-under-the
Lirecti C the chait.

2. The secretariat shall provide
analytical, administrative and
logistical support to the European
Data Protection Board.

3. The secretariat shall be
responsible in particular for:

3. The secretariat shall be
responsible in particular for:

3. The secretariat shall be
responsible in particular for:

3. The secretariat sh
responsible-m particular for:

(a) the day-to-day business of the

(a) the day-to-day business of the

(a) the day-to-day business of the

(a) the day-to-day b of the

European Data Protection Board; European Data Protection Board; European Data Protection Board; Europe a Protection Board;
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(b) the communication between the

(b) the communication between the

(b) the communication between the

(b) the communication betweenthe

members of the European Data members of the European Data members of the European Data members of the European-Data
Protection Board, its chair and the Protection Board, its chair and the Protection Board, its chair and the Protection Board, 1 air and the
Commission and for Commission and for Commission and for Commission for
communication with other communication with other communication with other commupnication with other
institutions and the public; institutions and the public; institutions and the public; institutions and the public;

(c) the use of electronic means for | (c¢) the use of electronic means for | (c) the use of electronic means for | (c) the use of electronic s for
the internal and external the internal and external the internal and external the internal an ernal
communication; communication; communication; com ication;

(d) the translation of relevant (d) the translation of relevant (d) the translation of relevant (d) the translation o ant
information; information; information; informatien;

(e) the preparation and follow-up of | (e) the preparation and follow-up of | (e) the preparation and follow-up of | (e) the preparation and fi -up of

the meetings of the European Data
Protection Board;

the meetings of the European Data
Protection Board;

the meetings of the European Data
Protection Board;

the meetings o
Prot oard;

uropean Data

(f) the preparation, drafting and
publication of opinions and other
texts adopted by the European Data
Protection Board.

(f) the preparation, drafting a
publication of opinions other
texts adopted by the European Data
Protection Bo

(f) the preparation, drafting and
publication of opinions, decisions
on the settlement of disputes
between supervisory authorities
and other texts adopted by the
European Data Protection Board.

(f) the preparation, drafting and
publication of opinions, decisions
on the settlement of disputes
between supervisory authorities and
other texts adopted by the European
Data Protection Board.
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Article 72 Article 72 Article 72 Article 72
Confidentiality Confidentiality Confidentiality Confidentiality
Amendment 181

1. The discussions of the European
Data Protection Board shall be
confidential.

1. The discussions of the European
Data Protection Board may be
confidential where necessary,
unless otherwise provided in its
rules of procedure. The agendas of
the meetings of the European
Protection Board shall be made
public.

1. The discussions of the European
Data Protection Board shall be
confidential.

1. The discussions of the European
Data Protection Board shall be
confidential.

2. Documents submitted to
members of the European Data
Protection Board, experts and
representatives of third parties shall

2. Documents submitted to
members of the European Data
Protection Board, experts and
representatives of third parties shall

2. Access to Bdocuments submitted
to members of the European Data
Protection Board, experts and
representatives of third parties shall

2. Access to documents submitted
to members of the European Data
Protection Board, experts and
representatives of third parties shall

be confidential, unless access is be confidential, unless access is be conbidentiahtntessaceessis be governed by Regulation (EC) No
granted to those documents in granted to those documents in eranted to those documents in 1049/2001.
accordance with Regulation (EC) accordance with Regulation (EC) accordance-with-governed by
No 1049/2001 or the European No 1049/2001 of the European Regulation (EC) No 1049/2001-ex
Data Protection Board otherwise Parliament and of the Council’ or | the EuropeanData Protection Board
makes them public. the European Data Protection Board | etherwise-makes-thempublie.
otherwise makes them public.
12404/15 VH/np 170
ANNEX DGD 2C LIMITE EN




! Regulation (EC) No 1049/2001 of
the European Parliament and of
the Council of 30 May 2001
regarding public access to
European Parliament, Council
and Commission documents (OJ

L145, 31.5.2001, p.43)
3. The members of the European 3. The members of the European deleted
Data Protection Board, as well as Data Protection Board, as well‘as
experts and representatives of third | experts and representativesof third
parties, shall be required to respect | parties, shall be required to respect
the confidentiality obligations set the confidentiality ebligations set
out in this Article. The chair shall out in this Artick€. The chair shall
ensure that experts and ensure that experts and
representatives of third parties are representdtives of third parties are
made aware of the confidentiality madg-aware of the confidentiality
requirements imposed upon them. requirements imposed upon them.
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