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Mellékelten továbbítjuk a delegációknak az információcsere javítását és az uniós információs 

rendszerek interoperabilitásának biztosítását célzó további lépésekről szóló tanácsi 

következtetéseket, melyeket a Tanács a 2017. június 8-i 3546. ülésén fogadott el. 
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MELLÉKLET 

A Tanács következtetései az információcsere javítását és az uniós információs rendszerek 

interoperabilitásának biztosítását célzó további lépésekről 

AZ EURÓPAI UNIÓ TANÁCSA, 

ABBÉLI MEGGYŐZŐDÉSSEL, hogy az Európai Unió tagállamai csak közös erőfeszítéssel 

képesek biztonságot és védelmet nyújtani polgáraiknak, mivel csak közösen rendelkeznek az ehhez 

szükséges megfelelő eszközökkel és információkkal, különösen azon személyek azonosítása 

tekintetében, akik a biztonságon, a szabadságon és a jog érvényesülésén alapuló térségbe lépve 

fenyegetik a közös európai értékeket, 

TEKINTETTEL az EU 2015. június 16-án elfogadott, megújított belső biztonsági stratégiájára1, 

amelyben a Tanács kijelenti, hogy kiemelt figyelmet kell szentelni az Európai Unió és a tagállamai 

által végzett tevékenységeknek az információcsere javítása és az információkhoz való hozzáférés 

megkönnyítése – különösen a különböző információs rendszerek közötti átjárhatóság biztosítása, 

valamint az információcserét szolgáló legmegfelelőbb csatorna kiválasztásának ösztönzése révén, 

EMLÉKEZTETVE arra, hogy az interoperabilitás a legmagasabb politikai szintű prioritások közé 

tartozik, ahogyan az az Európai Tanács 2015. december 18-i következtetéseiben szerepel: „A 

közelmúltban történt terrorista támadások ráirányították a figyelmet arra, hogy sürgősen fokozni 

kell a releváns információk megosztásának intenzitását, különösen az alábbiakkal kapcsolatban: (...) 

a releváns adatbázisok interoperabilitásának biztosítása a biztonsági ellenőrzések tekintetében”, 

EMLÉKEZTETVE arra, hogy a közelmúltbeli terrorista támadások és más bűncselekmények 

rávilágítottak arra, hogy a hamis személyazonosító adatok használata számos alkalommal 

kulcsszerepet kapott az elkövetők által alkalmazott módszerekben, 

                                                 
1 9798/15. 
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SZEM ELŐTT TARTVA, hogy a Bizottság „A határigazgatás és a biztonság erősítését szolgáló, 
szilárd és intelligens információs rendszerek” című, 2016. április 6-i közleményében2 az 
információs rendszerekkel kapcsolatban a következő hiányosságokat említette: a meglévő 
információs rendszerek funkcióinak az optimálistól elmaradó kiaknázása, az uniós adatgazdálkodási 
struktúra hiányosságai, az eltérően irányított információs rendszerek bonyolult összképe, valamint a 
határellenőrzési és biztonsági célú adatgazdálkodás széttagolt struktúrája, 

EMLÉKEZTETVE arra, hogy az említett közleményben a Bizottság bejelentette, hogy felállítja az 
információs rendszerekkel és az interoperabilitással foglalkozó magas szintű szakértői csoportot, 
amelynek feladata lesz az információs rendszerek interoperabilitásának megvalósítására irányuló 
különböző választási lehetőségek jogi, technikai és operatív kérdéseinek vizsgálata, ideértve az 
elérhető lehetőségek szükségességét, technikai megvalósíthatóságát és arányosságát, valamint 
adatvédelmi következményeiket, 

EMLÉKEZTETVE arra, hogy az „Ütemterv a bel- és igazságügyi területen alkalmazott 
információcsere és információkezelés javítására, beleértve az interoperabilitást biztosító 
megoldásokat is” című, a Tanács által 2016. június 9–10-én jóváhagyott dokumentum3 tartalmazza 
a bel- és igazságügyi területen kialakítandó uniós információs architektúra vonatkozásában fennálló 
legfontosabb kihívások elemzését, valamint az e kihívások kezelésére irányuló célzott 
intézkedéseket, 

TEKINTETTEL az európai közigazgatások, üzleti vállalkozások és polgárok rendelkezésére álló 
interoperabilitási megoldásokra és közös keretekre vonatkozó programnak (ISA2 program) mint a 
közszféra korszerűsítése eszközének létrehozásáról szóló, 2015. november 25-i 2015/2240/EU 
európai parlamenti és tanácsi határozatra4, 

ABBÉLI MEGGYŐZŐDÉSSEL, hogy az információs rendszerek interoperabilitása olyan terület, 
amelynek tekintetében az EU jelentős előrelépést tehet és érezhető javulást érhet el minden polgár 
javát szolgálva, továbbá hogy szükség van egy integráltabb adatgazdálkodási architektúrára annak 
érdekében, hogy a külső határok igazgatása és az EU belső biztonsága egyaránt javuljon a 
következők révén: a meglévő információs rendszerekből származó előnyök maximalizálása, a 
fennálló hiányosságok kezelését célzó új és kiegészítő intézkedések kidolgozása, valamint az 
információs rendszerek interoperabilitásának javítása, ahogyan ezekre az Európai Tanács és a 
Tanács is rámutatott, 

                                                 
2 7644/16. 
3 9368/1/16 REV 1. 
4 HL L 318., 2015.12.4., 1. o. 
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TUDATÁBAN annak, hogy az uniós adatbázisokban megosztott és tárolt információk minősége 

kiemelkedő fontosságú, és hogy a tárolt adatok megbízhatósága elengedhetetlen ahhoz, hogy 

elkerülhető legyen az információs rendszerek értékét megkérdőjelező téves megfeleltetések és 

hiányzó találatok kockázata, 

TEKINTVE, hogy a külső határok biztonságának és az összes tagállam belső biztonságának 

szavatolása érdekében különösen fontos, hogy a terrorista bűncselekmények, illetve az egyéb súlyos 

bűncselekmények megelőzése, felderítése és nyomozása terén illetékes tagállami hatóságok 

hozzáférjenek a bel- és igazságügy területével kapcsolatos uniós információs rendszerekhez, ami 

egyúttal még fokozottabban hozzájárul e rendszerek értékének maximalizálásához, 

TUDATÁBAN annak, hogy a tagállamok eltérő mértékben töltik fel és használják a meglévő uniós 

információs rendszerek némelyikét, ami megakadályozza az e rendszerekben rejlő lehetőségek 

teljes körű kihasználását, különösen a súlyos bűncselekmények és a terrorizmus elleni küzdelem 

vonatkozásában, 

TUDATÁBAN annak, hogy a határigazgatás és a bűnüldözés tekintetében jelenleg – például a 

határok uniós polgárok, illetve hosszú idejű tartózkodásra jogosító vízummal, tartózkodási kártyával 

vagy tartózkodási engedéllyel rendelkező személyek általi átlépését illetően – fennálló 

információhiány megszüntetéséhez új információs rendszerekre is szükség lehet, 

ABBÉLI MEGGYŐZŐDÉSSEL, hogy az európai adatszolgáltató rendszerek interoperabilitásának 

biztosítását célzó megoldások nélkülözhetetlenek a terrorizmussal, a bűnözéssel és a migrációval 

kapcsolatban az Unió előtt álló problémák leküzdéséhez, különösen annak biztosítása révén, hogy 

azokat a személyeket, akiknek alfanumerikus és/vagy biometrikus adatai már szerepelnek 

valamelyik adatbázisban, felismerjék, amikor ezeket az adatokat összevetik más adatbázisokban 

található adatokkal, 
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A bel- és igazságügy területén meglévő különböző információs rendszerek vonatkozásában 

EMLÉKEZTETVE a vámunió és irányítása fejlesztéséről szóló tanácsi következtetésekre5, az úti 

okmányokkal való visszaéléssel szembeni európai reagálás megerősítésére irányuló bizottsági 

cselekvési tervről szóló tanácsi következtetésekre6, az e-CODEX fenntarthatóságáról szóló tanácsi 

következtetésekre7, az e-CODEX-re vonatkozó ütemtervre8 és a kibertérben gyakorolt büntető 

igazságszolgáltatás javításáról szóló tanácsi következtetésekre9, 

TUDATÁBAN ANNAK, hogy az intenzívebb információmegosztáshoz és az interoperabilitási 

megoldások megvalósításához uniós szinten és a tagállamokon belül egyaránt szükség lesz 

technikai és humánerőforrásokra, valamint pénzügyi eszközökre is, 

HANGSÚLYOZVA, hogy a tagállamoknak, az uniós intézményeknek és ügynökségeknek 

kötelessége tiszteletben tartani az alapvető jogokat, különösen a magánélethez való jogot és a 

személyes adatok védelméhez való jogot,  

EZÉRT 

ÜDVÖZLI az információs rendszerekkel és az interoperabilitással foglalkozó magas szintű 

szakértői csoport zárójelentését, beleértve az Európai Unió Alapjogi Ügynöksége, az európai 

adatvédelmi biztos és a terrorizmus elleni küzdelem uniós koordinátora által tett nyilatkozatokat is, 

amelyek a jelentés mellékletében szerepelnek; 

ÜDVÖZLI az európai adatvédelmi biztosnak a jelentés mellékletében foglalt azon megállapítását, 

mely szerint a fenntartható interoperabilitás legfőbb akadályát sokkal inkább az információs 

rendszerek jelenlegi jogalapja, mintsem csupán az adatvédelmi elvek jelentik, és hogy minden olyan 

megoldásnak, amely e helyzet megszüntetését célozza, teljes mértékben meg kell felelnie az 

adatvédelmi elveknek; 

                                                 
5 7585/1/17 REV 1. 
6 7696/17, 15502/16. 
7 15774/14. 
8 14465/16. 
9 10007/16. 
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ÜDVÖZLI, hogy a Bizottság a 2017. május 16-i, „A hatékony és valódi biztonsági unió 

megvalósításáról szóló hetedik eredményjelentés” című közleményében10 ismertette az információs 

rendszerek interoperabilitásának 2020-ig történő megvalósításával kapcsolatos nézeteit és az ennek 

érdekében javasolt intézkedéseket, melyek a magas szintű szakértői csoport ajánlásain alapulnak; 

ELKÖTELEZETT az iránt, hogy a magas szintű szakértői csoportban folytatott megbeszélések 

nyomán – a Belső Biztonságra Vonatkozó Operatív Együttműködéssel Foglalkozó Állandó 

Bizottság (COSI) stratégiai iránymutatása és szoros felügyelete mellett – olyan megközelítést 

alakítsanak ki, amellyel egy külön e célra létrehozott tanácsi fórum keretében figyelembe vehető a 

migráció, a határok és a biztonság területén jelentkező kihívások ágazatközi jellege. Adott esetben 

konzultációt lehet folytatni a Bevándorlással, Határokkal és Menekültüggyel Foglalkozó Stratégiai 

Bizottsággal (SCIFA) és a büntetőügyekben folytatott rendőrségi és igazságügyi együttműködés 

területén működő koordinációs bizottsággal (CATS); 

FELSZÓLÍTJA a tagállamokat, a Bizottságot és a Szabadságon, a Biztonságon és a Jog 

Érvényesülésén Alapuló Térség Nagyméretű IT-rendszereinek Üzemeltetési Igazgatását Végző 

Európai Ügynökséget (eu-LISA), hogy a megújított információkezelési stratégia 5. cselekvési 

jegyzékének11 összefüggésébe illeszkedő adatminőségi menetrend12 lehetőség szerinti 

végrehajtásával javítsák az uniós információs rendszerekben tárolt adatok minőségét, továbbá 

hogy az Európai Unió Bűnüldözési Képzési Ügynökségével (CEPOL) karöltve – és adott esetben a 

Bűnüldözési Együttműködés Európai Uniós Ügynökségével (Europol) és az Európai Határ- és 

Partvédelmi Ügynökséggel (Frontex) együttműködésben – dolgozzák ki az információs 

rendszerekbe történő adatfeltöltésért nemzeti szinten felelős személyzetet célzó, az adatminőségre 

vonatkozó szükséges képzési modulokat; 

                                                 
10 9348/17. 
11 5307/2/17 REV 2. 
12 13301/1/16 REV 1. 
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FELKÉRI a Bizottságot, hogy az eu-LISA-val együtt és a tagállamokkal konzultálva alakítson ki az 
adatminőség ellenőrzésére irányuló, automatizált mechanizmusokat és az adatminőségre vonatkozó 
közös mutatókat az eu-LISA üzemeltetési felelősségi körébe tartozó valamennyi rendszer 
tekintetében, valamint hogy törekedjen egy anonimizált adatokat tartalmazó adattárház 
létrehozására, továbbá – amennyiben szükséges és megfelelő – 2018 első negyedévéig nyújtson be 
kapcsolódó jogalkotási javaslatokat; 

FELSZÓLÍTJA a Bizottságot, hogy – a terrorista bűncselekmények, illetve az egyéb súlyos 
bűncselekmények megelőzése, felderítése és nyomozása terén illetékes hatóságoknak a bel- és 
igazságügy területével kapcsolatos uniós információs rendszerekhez való hozzáférése 
tekintetében – a magas szintű szakértői csoport által javasoltaknak megfelelően térképezzen fel új 
lehetőségeket azzal a céllal, hogy nagyobb fokú legyen az egyszerűsítés, az összhang és az 
eredményesség, valamint az operatív igények figyelembe vétele, továbbá hogy 2018 első 
negyedévéig nyújtson be a szóban forgó hozzáférés megkönnyítéséhez szükséges keret 
létrehozására vonatkozó, az adatvédelmi elveket tiszteletben tartó, kapcsolódó jogalkotási 
javaslatokat, és megvitatás céljából 2018 elején terjessze azokat a Tanács elé; 

FELSZÓLÍTJA a tagállamokat, hogy a már meglévő uniós információs rendszerek tekintetében 
maradéktalanul hajtsák végre és alkalmazzák a Schengeni Információs Rendszerrel (SIS), a 
Vízuminformációs Rendszerrel (VIS), az európai ujjnyomat-azonosító rendszerrel (Eurodac) és a 
prümi határozatokkal kapcsolatos jogszabályokat, valamint hogy használják ezeket az információs 
rendszereket, a hozzájuk kapcsolódó adatbázisokat pedig töltsék fel adatokkal annak érdekében, 
hogy teljes mértékben ki lehessen használni a bennük rejlő lehetőségeket; 

FELKÉRI a Bizottságot, a tagállamokat és az eu-LISA-t, hogy a magas szintű szakértői csoport 
megállapításainak figyelembevételével továbbra is működjenek nagyon szorosan együtt a SIS, a 
VIS és az Eurodac műszaki és operatív fejlesztésén, a meglévő információs rendszerek folyamatos 
fejlesztése, használatuk maximalizálása és annak érdekében, hogy a lehető legnagyobb 
többletértéket képviseljék az őket használó illetékes hatóságok számára, különösen egy központi 
automatikus ujjnyomat-azonosító rendszer létrehozásával a SIS-en belül. Fontolóra kell venni 
továbbá az „Ütemterv a bel- és igazságügyi területen alkalmazott információcsere és 
információkezelés javítására, beleértve az interoperabilitást biztosító megoldásokat is” című 
dokumentumban foglaltaknak megfelelő azon esetleges megoldást is, amely lehetővé teszi az ad 
hoc és kölcsönös információcserét a tagállamok között, függetlenül attól, hogy azok a schengeni 
vívmányokat teljes körűen, még nem vagy csak részben, illetve egyáltalán nem alkalmazzák; 
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FELSZÓLÍTJA a társjogalkotókat, hogy törekedjenek a SIS és az Eurodac fejlesztését célzó 

jogalkotási javaslatokkal kapcsolatos tárgyalások gyors és eredményes lezárására; 

FELKÉRI a Bizottságot, az Europolt és az eu-LISA-t, hogy a tagállamokkal konzultálva vizsgálják 

meg és segítsék elő az Europol-adatok és az egyéb meglévő rendszerek közötti szinergiákat; 

EMLÉKEZTET arra, hogy a Tanács a 2017. március 27-i következtetéseiben13 felkérte a 

Bizottságot, hogy hogy tegye meg a szükséges lépéseket, beleértve egy, a hamis és eredeti 

okmányok online rendszerét (FADO) szilárdabb alapokra helyező jogalkotási javaslat kidolgozását, 

biztosítva ugyanakkor annak folytonosságát és fejlesztését; 

ELKÖTELEZETT az iránt, hogy az új uniós információs rendszerek tekintetében mielőbbi 

megállapodásra törekedjen a határregisztrációs rendszer létrehozására vonatkozó, illetve az Európai 

Utasinformációs és Engedélyezési Rendszer (ETIAS) létrehozására vonatkozó javaslatról az 

Európai Tanács 2016. decemberi következtetéseivel, az Európai Tanács elnökének 2017. márciusi 

következtetéseivel, valamint az EU jogalkotási prioritásairól szóló együttes nyilatkozattal 

összhangban; 

FELKÉRI a Bizottságot, hogy: 

– 2017 júniusának végéig terjesszen elő kiegészítő jogalkotási javaslatot a központosított 

ECRIS-TCN-re vonatkozóan; 

– az érintett érdekelt felekkel arról folytatott megbeszéléseket követően, hogy szükséges 

lehet-e minden uniós polgár határátlépéseinek szisztematikus rögzítése, a lehető 

legrövidebb határidőn belül vizsgálja meg az ilyen szisztematikus – például egy külön 

erre a célra szolgáló adatbázisban történő – adatrögzítés arányosságát és 

megvalósíthatóságát, és megállapításait megvitatás céljából 2018 első negyedévéig 

terjessze a Tanács elé; 

                                                 
13 7696/17. 



 

 

10151/17   ktr/kb 9 
MELLÉKLET DGD 1C  HU 
 

– a tagállamokkal és az eu-LISA műszaki támogatásával térképezze fel a SIS-ben kapott 
találatok célzott regisztrálásának megvalósíthatóságát, lehetőségeit és alternatíváit, 
ideértve az Europol esetleges hozzáférését is, valamint a SIS-formanyomtatványokban 
szereplő kiegészítő információk rendelkezésre állásának javítását, és megállapításait 
megvitatás céljából 2018 első negyedévéig terjessze a Tanács elé; 

– sürgősen készítsen megvalósíthatósági tanulmányt egy olyan központi uniós adattár 
létrehozásáról, amely a hosszú távú tartózkodásra jogosító vízumokra, a tartózkodási 
kártyákra és a tartózkodási engedélyekre vonatkozó információkat tartalmazna, és 
mérlegelje, hogy célszerű lenne-e a kishatárforgalmi engedélyek adatait is szerepeltetni 
egy ilyen adattárban, majd megállapításait megvitatás céljából 2017 végéig terjessze a 
Tanács elé; 

FELKÉRI a Bizottságot, hogy az interoperabilitásnak a magas szintű szakértői csoport által 
javasolt három dimenziója tekintetében, adott esetben az eu-LISA-val, az európai adatvédelmi 
biztossal, az Európai Unió Alapjogi Ügynökségével és más érintett érdekelt felekkel együtt vagy 
együttműködésben, valamint az Európai Unió Alapjogi Chartájában foglalt követelmények 
maradéktalan teljesülésének és különösen a személyes adatok uniós védelmére vonatkozó átfogó 
keret tiszteletben tartásának biztosításával: 

– törekedjen egy olyan európai keresési portál létrehozására, amely képes a 
határigazgatás, a biztonság és a menekültügy területén működő minden releváns uniós 
rendszerben párhuzamosan keresést végezni. Az európai keresési portálon keresztül az 
Europol adataihoz való hozzáférés lehetőségének kérdését is meg kell vizsgálni az 
Europollal együtt, továbbá az Interpollal egyeztetve mérlegelni kell, hogy az Interpol 
adatbázisaihoz hozzá lehessen-e férni az európai keresési portálon keresztül, és ha igen, 
melyekhez és milyen feltételek mellett; 

– mérlegelje egy közös biometrikusadat-megfeleltetési rendszer jövőbeli létrehozását a 
biometrikus adatok minden típusa tekintetében, és elemezze ennek a más rendszerekben 
tárolt biometrikus adatok meglétének jelzésére történő felhasználását, és ezen belül az 
Europollal együtt azt, hogy egy ilyen közös biometrikusadat-megfeleltetési rendszert 
miként lehetne használni Europol-adatok keresztellenőrzésére is; 

– mérlegelje közös személyazonosítóadat-tár jövőbeli létrehozását, és ennek keretében az 
Europollal együtt vizsgálja meg annak lehetőségét, hogy egy ilyen adattár Europol-
adatokat is tartalmazzon; 
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– adott esetben, a megvalósíthatósági tanulmányok – többek között egy alapos 

hatásvizsgálat – eredményével összhangban 2018 elején tegyen jogalkotási javaslatokat 

ezen interoperabilitási megoldások 2020-ig történő gyakorlati megvalósítása érdekében; 

FELKÉRI a Bizottságot, hogy az interoperabilitás, valamint a más rendszerekkel vagy 

információcsere-mechanizmusokkal való interoperabilitás egyéb aspektusai tekintetében, az 

eu-LISA-val, vagy más érintett érdekelt felekkel, például nemzeti szakértőkkel együtt vagy 

együttműködésben: 

– mérlegelje a tagállamokkal, az Europollal, az eu-LISA-val, a Frontexszel és az 

Interpollal együtt, hogy uniós szinten miként lehetne olyan, egységes 

üzenetformátumon (Universal Message Format [UMF]) alapuló irányítást létrehozni, 

amely strukturált döntéshozatali folyamatot tenne lehetővé és változáskezelési 

mechanizmusként működne, figyelembe véve a megújított információkezelési 

stratégia14 keretébe illeszkedő UMF-3 projekt megállapításait, és megállapításait 

megvitatás céljából 2018-ban terjessze a Tanács elé; 

– folytassa az importellenőrzési rendszer fejlesztését és készítsen megvalósíthatósági 

tanulmányt a biztonsági és határigazgatási rendszerek vámügyi rendszerekkel való 

interoperabilitását érintő műszaki, operatív és jogi aspektusok további feltérképezése 

érdekében, majd megállapításait megvitatás céljából 2018 végéig terjessze a Tanács elé; 

– készítsen megvalósíthatósági tanulmányt az előzetes utasinformációkhoz (API) 

kapcsolódó központosított mechanizmus kialakítására – és ezen belül egy központosított 

útvonalválasztó szükségességére – vonatkozóan, amely lehetővé tenné az érdeklődő 

tagállamok számára, hogy egy helyen biztosítsanak kapcsolódási pontot a 

légitársaságok számára és szolgáltassanak API-adatokat mind a nemzeti rendszerek, 

mind pedig a központi rendszerek (határregisztrációs rendszer/VIS, ETIAS) részére, 

majd megállapításait megvitatás céljából 2018 második negyedévéig terjessze a Tanács 

elé; 

                                                 
14 5307/2/17 REV 2. 
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– a PNR-irányelv teljes körű végrehajtása szükségességének sérelme nélkül, mérlegelje a 

megvalósíthatósági tanulmány kiterjesztését egy központosított API-útvonalválasztó 

kialakítására, és ennek keretében elemezze annak felhasználását az utas-nyilvántartási 

adatállomány (PNR) céljára, ami lehetővé tenné az érdeklődő tagállamok számára, hogy 

egy helyen biztosítsanak kapcsolódási pontot a légitársaságok számára és 

szolgáltassanak PNR-adatokat a nemzeti rendszerek részére, miután a tagállamok 

végrehajtották az uniós PNR-irányelvet, majd megállapításait megvitatás céljából 2018 

végéig terjessze a Tanács elé; 

– erősítse meg az uniós IB-ügynökségek megbízatásuknak megfelelő hozzáférését a 

különböző uniós információs rendszerekhez, és biztosítsa, hogy az ügynökségek a 

lehető legnagyobb mértékben éljenek hozzáférési jogukkal, ezzel párhuzamosan azt is 

biztosítva, hogy a valamely tagállam birtokában lévő adatok ne kerüljenek megosztásra 

az adott tagállam beleegyezése nélkül; 

FELKÉRI az Europolt, hogy folytassa az Europol-adatok lekérdezését érintő projekttel (Querying 

Europol Systems [QUEST]) kapcsolatos munkáját, és ezen belül az egységes nemzeti keresési 

felületek kifejlesztésének támogatását, és biztosítsa, hogy az a tagállamokban 2018 végéig 

megvalósulhasson; 

TEKINTVE, hogy az igazságügyi hatóságok közötti, határokon átnyúló információcsere 

javításának összefüggésében – a kibertérben gyakorolt büntető igazságszolgáltatás javításáról 

szóló tanácsi következtetések nyomán a Bizottság szolgálatai által az elért eredményekről készített 

jelentés szerint – az elektronikus bizonyíték iránti kérelmek benyújtásának és az azokra való 

válaszadásnak az e-CODEX keretében kellene történnie, továbbá tekintve, hogy a részt vevő 

hatóságok érdekében sürgősen fenntartható keretet kell létrehozni az e-CODEX fejlesztésének és 

operatív igazgatásának teljes életciklusára vonatkozóan, 

FELKÉRI a Bizottságot, hogy terjesszen elő javaslatot az e-CODEX fenntarthatóságának 

biztosítására, és abban határozza meg az ahhoz szükséges jogi és műszaki feltételeket, hogy az eu-

LISA képes legyen biztosítani az e-CODEX karbantartását és interoperabilitását, hogy ez az 

ügynökség 2018 végéig megvalósíthasson az e-CODEX tárhelyének biztosítására szolgáló 

megoldásokat; 
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FELSZÓLÍTJA a Bizottságot, hogy – a bel- és igazságügyi területen alkalmazott információs 

rendszerekre vonatkozó jövőbeli kezdeményezések előkészítése során – mérje fel az alapvető 

jogokra és az adatvédelmi elvekre gyakorolt hatásokat, és vegyen figyelembe minden olyan 

lehetőséget, amelyet a technológia kínál a beépített adatvédelemmel kapcsolatos megoldások 

tekintetében; 

ÉRDEKLŐDÉSSEL VÁRJA, hogy a Bizottság 2017. június végéig benyújtsa jogalkotási javaslatát 

az eu-LISA megbízatásának és erőforrásainak abból a célból történő megerősítésére vonatkozóan, 

hogy az képes legyen az interoperabilitásra vonatkozó megközelítést e következtetésekkel 

összhangban kidolgozni, és KÖTELEZETTSÉGET VÁLLAL arra, hogy ezt a javaslatot kiemelt 

kérdésként kezelje; 

HANGSÚLYOZZA, hogy az uniós információs rendszerek javítására, illetve létrehozására irányuló 

valamennyi javaslat tekintetében figyelembe kell venni, hogy a végrehajtáshoz további technikai, 

humán- és pénzügyi erőforrásokra lesz szükség, biztosítani kell a hatékony operációs és 

információkezelési eljárásokat és a végfelhasználók képzését is az e következtetésekben 

meghatározott intézkedések kiegészítéseként,  

FELKÉRI a soron következő elnökséget, hogy aktualizálja az „Ütemterv a bel- és igazságügyi 

területen alkalmazott információcsere és információkezelés javítására, beleértve az 

interoperabilitást biztosító megoldásokat is” című dokumentumot, amely a Tanács egyik átfogó 

eszköze és magában foglalja a magas szintű szakértői csoport ezen következtetésekkel összhangban 

álló ajánlásait, az uniós belső biztonság terén alkalmazandó aktualizált információkezelési stratégia 

keretébe tartozó tevékenységeket és minden egyéb olyan releváns intézkedést, amely a szinergiát és 

az átfedések elkerülését célzó koherens megközelítés alkalmazásával hozzájárul az 

információkezelésnek, valamint a bel- és igazságügy területén működő uniós információs 

rendszerek interoperabilitásának a javítását célzó különböző tevékenységek végrehajtásához és 

nyomon követéséhez, és az ezekkel kapcsolatos iránymutatáshoz; 

FELKÉR minden érintett érdekelt felet, hogy folytassa az ütemterv végrehajtását. 

 


